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Ausweitung der Eingriffsbefugnisse -
staatliche H|If|0$|gke|t oder weitere
Schritte zu einem Uberwachungsstaat?

— eine Analyse am Beispiel der Telekommunikationsiiberwachung und der
,verdeckten Online-Durchsuchung”

Ob ,verdeckte Online-Durchsuchung”, ,grofSer
Lauschangriff”, Rasterfahndung, ldngerfristige
Observation und Reihengentests Gesetzgebung und
Strafverfolgungsbehorden tendieren dazu, die straf-
prozessualen Eingriffsbefugnisse auszuweiten und
unablissig tiefer in die Grundrechte der betroffenen
Mitbiirger einzugreifen!. Einhalt — so scheint es —
kann dem oft nur der Bundesgerichtshof? oder das
Bundesverfassungsgericht? bieten. Auch wenn es
zur Aufgabe der Ermittlungsbehirden gehort,
neue Methoden und Arbeitsweisen zur Krimina-
litdtsbekdmpfung anzuwenden, bedarf es hierzu
einer ausgewogenen gesetzlichen Ermdchtigung?*.
Bei der ,verdeckten Online-Durchsuchung” fehlt
eine solche. Nach einer AufSerung des Bundesin-
nenministers Schiuble wird es jedoch nicht lange
dauern bis eine entsprechende Regelung erlassen
wird®. Zundchst will der Gesetzgeber jedoch erneut
Regelungen treffen, die eine Ausweitung der Tele-
kommunikationsiiberwachung, nach der Ausdeh-
nung auf Waffenhandels- und Drogenhandelsde-
likte, in weitere Miirkte® — hier Wirtschaftsmdirkte —
mit sich bringen. Insbesondere Korruptionsdelikte,
bandenmafSiger Betrug und schwere Steuerdelikte
sollen mittels Telekommunikationsiiberwachung
verfolgt werden kinnen. Angesichts der Tatsache,
dass die meisten Verfahren, in denen die Telekom-
munikationsiiberwachung angeordnet wird, sowie-
so auf klassische Weise — mittels gleichzeitiger Zeu-
genvernehmung — gefiihrt werden, fragt man sich
nach dem Sinn einer solchen Kriminalpolitik. Sie
widerspricht unserem liberalen Verstindnis von
den Grundrechten und ihrem Schutz und kann
weit reichende Folgen in unserem Alltag haben.

A. Netter abgehort” - auch bei Wirt-
schaftsbossen?

den strafprozessualen Telekommuni-
kationsiiberwachungsmafinahmen
wurden im Jahr 2005 insgesamt 42.508 An-
ordnungen zur Uberwachung der Telekommu-
nikation getroffen®. Im Mobilfunkbereich gab
es 35.015 solcher Anordnungen, was im Ver-

I aut Statistik der Bundesnetzagentur zu

NEUE KRIMINALPOLITIK — 1/2007

gleich zum Vorjahr einen Zuwachs um ca. 17
Prozent bedeutet®. Dabei werden die meisten
Anordnungen (fast 60 %) wegen Delikten aus
dem Bereich der Betdubungsmittelkriminalitat
getroffen!®. In Anbetracht des betroffenen
Grundrechtes aus Art. 10 GG des Post- und
Fernmeldegeheimnisses hat die Zahl der An-
ordnungen von Uberwachungen der Telekom-
munikation auf den ersten Blick erschrecken-
de Ausmafle angenommen. Allerdings muss
hierbei auch die Entwicklung auf dem Mobil-
funkmarkt beachtet werden'' und die Tatsa-
che, dass viele Tater wechselnde Mobilfunkan-
schliisse benutzen, um Telefoniiberwachun-
gen zu umgehen'2.

Um die Zahl der Anordnungen von Telefon-
iiberwachungen zu verringern und die Rolle
der Justiz sowie die Grundrechte der von einer
Telefontiiberwachung Betroffenen gegentiber
den Ermittlungsbehorden zu stdrken, stellte
die Bundestagsfraktion von Biindnis 90/Die
Griinen im Oktober/November 2006 einen
Gesetzesentwurf zur Reform der Telekommu-
nikationsiiberwachung vor'3, den Sie am 13.
Dezember 2006 in den Bundestag einbrachte.
Im gleichen Zeitraum hat auch das Bundesmi-
nisterium der Justiz (im Folgenden BMJ) einen
Referentenentwurf zur Regelung der Telekom-
munikationstiberwachung und anderer ver-
deckter Ermittlungsmafinahmen vorgelegt.
Ziel dieses Gesetzesentwurfs ist die Harmoni-
sierung der verfahrensrechtlichen Vorausset-
zungen aller verdeckten Ermittlungsmafinah-
men und die Umsetzung europarechtlicher
Vorgaben sowie der Rechtsprechung des Bun-
desverfassungsgerichts.

Bei der Umsetzung der genannten Ziele wei-
chen beide Gesetzesentwiirfe teilweise vonein-
ander ab. Die grofiten Unterschiede werden je-
doch bei der Konzeption der Anordnungsvor-
aussetzungen und der Ausgestaltung des
Berufsgeheimnistrégerschutzes deutlich. Hier-
auf soll im Einzelnen eingegangen werden. Da-
bei soll auch ein Blick auf die aktuelle Diskus-
sion um die Pressefreiheit geworfen werden?s.

M Susanne Wollmann, Alexander Otto

Zuniachst wird jedoch die aktuelle Rechtslage
betrachtet, um die aufgeworfenen Fragen ana-
lysieren zu kdnnen.

B. Welche Befugnisse bieten die bis-
herigen gesetzlichen Regelungen? -
Eine Bestandsaufnahme

Die Uberwachung der Telekommunikation ist
in den §§ 100a, b, g, h und i StPO geregelt, wo-
bei sich die §§ 100a, b StPO auf die Uberwa-
chung der Telekommunikation selbst und die
§§ 100g, h StPO auf die Auskunft iiber Tele-
kommunikationsverbindungsdaten'¢  bezie-
hen. Die sog. IMSI-Catcher' fallen unter § 100i
StPO.

Gemaf$ § 100a StPO darf bei bestimmten Tatsa-
chen, die den Verdacht begriinden, dass je-
mand eine in dem Katalog genannte Straftat
als Tater oder Teilnehmer begangen, versucht
bzw. vorbereitet hat, die Telekommunikations-
iiberwachung angeordnet werden, wenn die
Ermittlungen auf andere Weise wesentlich er-
schwert wiren. Liegt eine Katalogtat vor, kann
erst nach Feststellung der Schwierigkeit der Er-
langung von Beweismitteln auf anderem
Wege, die Telekommunikationstiberwachung
angeordnet werden. Des Weiteren ist der
Grundsatz der Verhéltnismafigkeit zu beach-
ten. Die angeordnete Mafinahme darf nicht
aufSer Verhaltnis zum erstrebten Zweck stehen.
Das bedeutet, auch im Kkonkreten Einzelfall
muss es sich um eine Straftat von erheblicher
Bedeutung handeln's.

Da der Straftatenkatalog des § 100a StPO ab-
schliefend ist, ist es unvermeidbar, dass Geset-
zesliicken auftreten und auch beméangelt wer-
den'. Urspriinglich sollten nur schwerste
Straftaten bzw. Staatsschutzdelikte mittels
Telekommunikationsiiberwachung verfolgt
werden?. Der Katalog wurde daher in Anleh-
nung an § 138 StGB geschaffen?!. Im Laufe der
Existenz der Regelung wurde sie jedoch den je-
weiligen kriminalpolitischen Bediirfnissen an-
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gepasst, sei es dass es um die Bekimpfung der
Betdaubungsmittelkriminalitdt?? oder der Orga-
nisierten Kriminalitdt?® ging. Dem Straftaten-
katalog liegen folglich verschiedene Motive
des jeweiligen Gesetzgebers zugrunde, nim-
lich die Schwere der Straftat, die erhohte Auf-
kldrungschance bei und das kriminalpolitische
Interesse an der Verfolgung bestimmter Delik-
te?4, Der Katalog wurde immer mehr ausgewei-
tet, ohne dass tiberfliissige Straftatbestdnde aus
ihm gestrichen worden sind?. Grundsatzlich
kann allerdings davon ausgegangen werden,
dass der Gesetzgeber mit Hilfe des Katalogs
dem Verhdltnismafigkeitsgrundsatz Rech-
nung tragen will?. Das heifit es sollen nur
schwere Straftaten erfasst werden, bei denen
aufgrund ihrer Struktur die Ermittlungen
schwieriger sind, weil sich der Kreis der Tater
nach auflen hin abschottet. Bei Betrachtung
des Straftatenkataloges fallt auf, dass auch
Jleichtere” Delikte, wie Fahrlassigkeitsdelikte,
von ihm erfasst werden? . Die Kritik an dessen
Uneinheitlichkeit ist demnach nicht unbe-
rechtigt?®. Es treten auch Wertungswidersprii-
che auf, wenn beispielsweise die Raubdelikte
wie §§ 249 bis 251 sowie die rduberische Er-
pressung nach § 255 StGB erfasst sind, der rdu-
berische Diebstahl gemaf} § 252 StGB dagegen
nicht enthalten ist, obwohl der Téter ,gleich
einem Réauber” bestraft wird. Insgesamt kann
festgestellt werden, dass sich der Ermittlungs-
ansatz der Strafverfolgungsbehorden dndert,
weil der Straftatenkatalog gerade Delikte mit
banden- und gewerbsmafiger Begehungsweise
enthalt. Es geht nicht allein um die Verfolgung
bereits begangener Straftaten, sondern auch
um die Unterbindung zukiinftiger strafbarer
Handlungen. Dadurch wandelt sich die auf re-
pressive Strafverfolgung angelegte Struktur der
Strafprozessordnung?®.

Fine weitere Frage ist die strafprozessuale
Behandlung von  Zufallserkenntnissen®.
Grundsétzlich ist die Verwertung von Zufalls-
erkenntnissen in § 100b V StPO geregelt. Be-
ziehen sich die Erkenntnisse auf eine Katalogtat
des § 100a StPO, so sind sie auch in anderen
Strafverfahren verwertbar. Ansonsten kommt
es darauf an, ob sie eine einheitliche strafpro-
zessuale Tat mit der Katalogtat bilden. Ist das
auch nicht der Fall, konnen sie Anlass zu neu-
en Ermittlungen geben, diirfen jedoch nicht in
dem anderen Strafverfahren als Beweismittel
verwertet werden?!.

Ein Beweisverwertungsverbot soll erst bei volli-
ger Umgehung des § 100a StPO bestehen oder
wenn die Anordnung unter Uberschreitung
der gesetzlichen Befugnisse ergangen ist, weil
kein Tatverdacht einer Katalogtat vorgelegen
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hat3®2. Auch bei Missachtung des Subsidiaritéts-
grundsatzes oder der Uberwachung der Kom-
munikation mit dem Verteidiger besteht ein
Verwertungsverbot fiir die aus der Telekommu-
nikationsiiberwachung erlangten Beweismit-
tel®.

Nicht gerade ausfiihrlich kann eine Bestands-
aufnahme des geltenden Rechts mit Blick auf
den Schutz von Berufsgeheimnistrdgern aus-
fallen. Im Bereich der Telekommunikations-
tiberwachung gemdfl § 100a StPO ist ein Be-
rufsgeheimnistrédgerschutz nicht ausdriicklich
normiert. Uberhaupt ist im Bereich der straf-
prozessualen Zwangsmafinahmen an nur drei
Stellen eine ausdriickliche Regelung gefunden
worden:

So regelt § 97 StPO, dass bestimmte Gegen-
stinde, die dem Verhdltnis ,Beschuldigter-Be-
rufsgeheimnistrager” zuzuordnen sind, einem
Beschlagnahmeverbot unterliegen. Dabei
kniipft § 97 StPO an die Regelungen der §§ 52,
53, 53a StPO an und stuft das Schutzniveau
personengebunden ab3.

Derselben Konzeption entspringt im Wesent-
lichen auch die im Bereich der verdeckten Er-
mittlungsmafinahmen neben § 100h einzige
Regelung, die einen Berufsgeheimnistrager-
schutz bezweckt: § 100c VI StPO. Diese Norm
kniipft auch an § 53 StPO an. Eine akustische
Wohnraumiiberwachung gegen eine in dieser
Norm genannte Person ist nicht zuldssig, den-
noch erlangte Erkenntnisse sind in entspre-
chender Anwendung von § 100c V 2-4 StPO
unverwertbar und unverziiglich zu 16schen.

Fir Berufshelfer (§ 53a StPO) und Personen
im Sinne des § 52 StPO gilt anderes: Gegen sie
geftihrte akustische Wohnraumiiberwachun-
gen sind nicht per se unzuldssig. Hier ist das
Interesse der in §§ 52, 53a StPO genannten
Personen am Schutz des betroffenen Vertrau-
ensverhdltnis mit dem Interesse an der Sach-
verhaltserforschung und der Erforschung des
Aufenthaltsortes abzuwégen. Féllt das Ergeb-
nis zu Gunsten des Strafverfolgungsinteresses
aus, ist die Mafinahme grundsatzlich zuldssig.
Diese Frage wird jedoch erst nach Durchfiih-
rung der MafBnahme zu kldren sein. § 100c VI
2 StPO schwicht den Schutz der Betroffenen
insoweit ab, als fiir Personen aus den §§ 52,
53a StPO kein Beweiserhebungsverbot hin-
sichtlich einer akustischen Wohnraumiiber-
wachung besteht, sondern unter den Voraus-
setzungen des § 100c VI 2 StPO nur ein Be-
weisverwertungsverbot, soweit die Abwagung
zu Gunsten des Betroffenen ausfillt. Mit ande-
ren Worten: Die Strafverfolgungsbehdrden
diirfen das in § 100c VI 2 StPO gerade unter

Schutz gestellte Vertrauensverhdltnis zu-
nichst einmal dadurch verletzen, dass sie
mittels eines ,groflen Lauschangriffs” ver-
deckt in diese Sphire eindringen, um dann
anschlieBend festzustellen, dass das Vertrau-
ensverhaltnis zwischen den Betroffenen doch
derart schutzwiirdig ist, dass die daraus ge-
wonnenen Erkenntnisse nicht verwertet wer-
den diirfen. Eine ,contradictio in adjecto”?

Auffillig ist an dieser Stelle auch das extrem
auseinander fallende Schutzniveau bei Berufs-
geheimnistrdgern und ihren ,Helfern”. Wih-
rend fiir die Berufsgeheimnistréger sowohl ein
Beweiserhebungsverbot, als auch ein Beweis-
verwertungsverbot gilt, werden deren Berufs-
helfer nur durch ein Verwertungsverbot — und
das, obwohl das Zeugnisverweigerungsrecht
der Berufshelfer gemaf § 53 a StPO gerade zur
,Verhinderung der Umgehung des Zeugnisver-
weigerungsrechts nach § 53 I 1 Nr. 1- 4 StPO
dient”3s — geschiitzt.

Ist in einem ersten Schritt — in den Féllen des
§ 53 bei der Anordnungspriifung und in den
Fallen der §§ 52, 53a, 531.V.m. 100c V 2-4 $tPO
nach Abschluss der Wohnraumiiberwachung -
ein Beweisverwertungsverbot bejaht worden,
bedeutet dies allerdings nicht, dass es absolut
ist. § 100c VI StPO kennt eine Verstrickungsre-
gel, die das moglicherweise bestehende Ver-
wertungsverbot durchbricht. Besteht gegen ei-
nen der Normadressaten der Verdacht einer
Tat gemdf §§ 257, 258, 259 StGB, ist die akus-
tische Uberwachung des Wohnraumes bei Vor-
liegen der sonstigen Anordnungsvorausset-
zungen zuldssig.

Als dritte und letzte Vorschrift im Bereich der
verdeckten Ermittlungsmafinahmen konstitu-
iert die Strafprozessordnung in § 100h II StPO
einen Berufsgeheimnistragerschutz. Anders als
§ 100c VI StPO kniipft diese Vorschrift nicht an
die §§ 52, 53, 53a StPO an, sondern schriankt
den Schutz zeugnisverweigerungsberechtigter
Personen bei der Auskunftserteilung von Tele-
kommunikationsverbindungen weiter ein.
Nur fiir Personen im Sinne des § 5311 Nr. 1, 2
und 4 StPO entfaltet § 100h II StPO seine
schiitzende Wirkung in Form eines Beweiser-
hebungs- und -verwertungsverbotes. Damit
sind auch und vor allem Angehorige (§ 52
StPO)3¢ und Journalisten von § 100h II StPO
nicht erfasst. Gerade der Ausschluss letzterer
lasst einen Willkiirverdacht®” hinsichtlich der
Auswahl derer, die in den ,Genuss” des Schut-
zes aus § 100h II StPO kommen sollen, auf-
kommen?®. Aufler bei Verstrickung - es gilt die
sehr niedrige Teilnahmegrenze und alternativ
daneben der Verdacht einer Téterschaft des Be-
rufsgeheimnistragers fiir Taten i.5.d. §§ 257,
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258 und 259 StGB - ist es unzuldssig, Auskunft
tiber solche Verbindungsdaten zu verlangen,
die von einem der in § 53 1 1 Nr.1, 2 und 4
StPO genannten Person stammen. Dennoch
erlangte Daten sind, wie schon bei §§ 97, 100c
VI StPO unverwertbar.

Betrachtet man ausschlieflich den Wortlaut
der Normen im 8. Abschnitt des ersten Buches
der Strafprozessordnung, fallt nicht nur auf,
dass sich der Gesetzgeber bei der Ausgestaltung
des Berufsgeheimnistragerschutzes auf die
§§ 97, 100c VI, 100h II StPO beschriankt hat,
sondern auch, dass sich dieser Schutz in den
meisten Fdllen nicht oder nur stark abge-
schwacht auf die Helfer von Berufsgeheimnis-
tragern erstreckt. Lediglich § 97 IV und § 100c
VI 1 $tPO beziehen die Berufshelfer in den An-
wendungsbereich der Norm mit ein. Einen
Ausschluss der Erteilung von Auskiinften tiber
Telekommunikationsverbindungen von Be-
rufshelfern sieht § 100h II StPO hingegen nicht
vor. Warum Berufshelfer gerade an dieser Stelle
nicht erfasst werden, ist unverstandlich®, ist
doch an den anderen beiden Stellen eine aus-
driickliche Regelung fiir die Behandlung der
Berufshelfer gefunden worden. Warum nicht
auch bei § 100h StPO?

Bei allen Regelungsbemithungen im Bereich
des Berufsgeheimnistrégerschutzes hat der Ge-
setzgeber keine Normierung im Bereich der Te-
lefoniiberwachung gemaf} § 100a StPO vorge-
nommen: Trotz mangelnder Vorschriften in
der StPO wird vereinzelt jedoch angenommen,
dass zumindest die Anordnung einer Telekom-
munikationsiiberwachung gegen Personen
i.5.d. § 53 I StPO unzuldssig ist*. Dies gilt vor
allem fiir den Verkehr zwischen Verteidiger
und Mandanten*. § 148 StPO* gibt eine
Rechtsgarantie des uniiberwachten miind-
lichen Verkehrs zwischen Verteidiger und Be-
schuldigtem, eine Telekommunikationsiiber-
wachung wiirde zu dieser Garantie folglich in
einem unlosbaren Widerspruch stehen**
Grundsitzlich ist eine Telekommunikations-
iiberwachung gegen einen Verteidiger nach
diesen Grundsdtzen unzuldssig. Dennoch aus
dieser geschiitzten Sphare gewonnene Beweise
unterliegen einem Beweisverwertungsverbot#.
Fine Einschrankung erfahrt dieses Beweisver-
wertungsverbot allerdings dort, wo gewichtige
Anhaltspunkte dafiir bestehen, dass der Vertei-
diger sich selbst an der Tat beteiligt hat, die
dem Beschuldigten zur Last gelegt wird* (sog.
Verstrickungsregeln) und als Katalogtat im Sin-
ne des § 100a S. 1 StPO Anordnungsvorausset-
zung fiir die Telekommunikationsiiberwa-
chung ist.

Im Ubrigen wird mit Hilfe einer Analogie zu
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anderen Geheimnisschutz- und Vertrauens-
schutzregelungen? versucht, die Liicke*” beim
Berufsgeheimnistragerschutz im Bereich der
Telefoniiberwachung zu schliefen. Ausneh-
men wollen einige Vertreter in der Literatur da-
bei allerdings die Zeugnisverweigerungsbe-
rechtigten des § 53 StPO, die lediglich bei der
Anordnung unter VerhdltnismaRigkeitsge-
sichtspunkten Beachtung finden sollen®.
Demgegentiber wird der Schutz von Berufsge-
heimnistragern im Sinne des § 53 StPO von ei-
nigen Stimmen in der Literatur durchaus be-
jaht#. Danach soll eine Uberwachung der Te-
lekommunikation gemdfl § 100a StPO nur
dann gegen Geheimnistrdger des § 53 StPO zu-
lassig sein, wenn die Voraussetzungen des § 97
11 3 StPO erfiillt sind%. Ein solcher Ansatz ver-
dient zwar Beifall, kann aber nur als Uber-
gangslosung bis zu einer dringend notwendi-
gen Harmonisierung und umfassenden Ausge-
staltung des Berufsgeheimnistrdgerschutzes
aufgefasst werden.

Letztlich bleibt festzuhalten: Das geltende
Recht konstituiert einen unzureichenden, mit
Wertungswiderspriichen gespickten und zu-
dem konfusen Schutz von Berufsgeheimnistra-
gern vor Mafinahmen im Bereich der Uberwa-
chung jeglicher Kommunikation, sei es durch
einen ,grofen Lauschangriff*, durch die Uber-
wachung von Telefonaten oder die Einholung
von Auskiinften iiber Telekommunikations-
verbindungsdaten.

Gemafd § 101 StPO sind die von der Telekom-
munikationsiiberwachung Betroffenen zu be-
nachrichtigen, sobald eine solche ohne Ge-
tahrdung des Untersuchungszwecks oder aus
anderen Griinden geschehen kann. Aufgrund
dieser Benachrichtigung besteht fiir die Uber-
wachten die Moglichkeit, die verdeckte MaR-
nahme hinsichtlich ihrer Rechtméfigkeit ge-
richtlich tiberpriifen zu lassen. Studien erga-
ben jedoch, dass nur in den wenigsten Fallen
(3%) der von der verdeckten Mafinahme Be-
troffene ausdriicklich benachrichtigt wurdes!.
Bei einem Viertel der Falle fand keine Benach-
richtigung statt. Immerhin erhielten in etwa
50% der Falle die Betroffenen auf andere
Weise Kenntnis von der Telekommunika-
tionsiiberwachung, zum Beispiel durch Ak-
teneinsicht in die Ermittlungsakten. Ohne
Benachrichtigung erhalten die Beteiligten je-
doch keine Kenntnis von der verdeckten Maf-
nahme. Auf diese Weise wird ihnen die Mog-
lichkeit zur gerichtlichen Priifung genommen,
insbesondere ob die Anordnungsvoraussetzun-
gen iiberhaupt vorlagen. Daran schliefit sich
die Frage an, warum die Strafverfolgungsorgane
in einem Rechtsstaat, in dem grundsatzlich da-

von ausgegangen werden kann, dass die Er-
mittlungsmethoden im Einklang mit den ein-
schldgigen Gesetzen angewendet werden, die
gerichtliche Uberpriifung dieser MafRnahmen
fiirchten’2.

C. Die Gesetzvorschlage auf dem
Priifstand

I. Beibehaltung des Straftatenkataloges?

Der Straftatenkatalog hat sich in der Praxis be-
wahrt und wird auch von den Praktikern ak-
zeptiert®. Teilweise wird ein Kombinations-
modell vorgeschlagen, dass einerseits aus ei-
nem Katalog beziiglich der ,traditionellen”
Kriminalitdt bestehen soll. Andererseits an die
banden- oder gewerbsmaflige Tatbegehung an-
kniipfen, Netzwerkstrukturen verlangen oder
allgemein an marktfoérmige, kommunikative
Begehungsformen unter Voraussetzung einer
abstrakten Schwereandrohung anschlief}en
soll*,

Der Entwurf des BMJ will den Straftatenkatalog
beibehalten®s. Er wird jedoch an den Katalog
des § 100c II StPO angepasst und iibersicht-
licher gestaltet. Das heifit allein Delikte schwe-
rer und schwer ermittelbarer Kriminalitat blei-
ben im Straftatenkatalog bestehen. Das sind
Delikte, die in ihrem Hochstmaf} mindestens
mit fiinf Jahren Freiheitsstrafe bedroht sind.
Delikte, die mit einem geringeren Hochstmaf}
bestraft sind, sollen gestrichen werden®. Da-
mit sollen Wertungswiderspriiche mit § 100c II
StPO aufgehoben und in Anbetracht des be-
troffenen Grundrechts aus Art. 10 GG dem
VerhaltnismaRigkeitsgrundsatz Rechnung ge-
tragen werden®’. Neu eingefiigt in den Katalog
werden allerdings Wirtschaftsstraftaten, wie
Korruptions-, Betrugs- oder Steuerdelikte. Auf
diese Weise sollen beispielsweise sog. Umsatz-
steuerkarusselle und andere Wirtschaftsdelik-
te, die gewisse Organisations- und Kommuni-
kationsstrukturen voraussetzen, besser be-
kampft werden®s. Weiterhin erfdhrt der
Katalog eine Ausweitung hinsichtlich verschie-
dener Delikte der organisierten Kriminalitdt®.
Hauptsachlich handelt es sich also um Delikte,
deren Struktur eine banden- oder gewerbsma-
ige Begehungsweise voraussetzen und bei de-
nen man davon ausgeht, dass der Taterkreis
sich nach auflen abschottet, so dass allein tiber
die Telekommunikationsiiberwachungen eine
Aufkldrung der Straftaten zu erwarten ist®. Die
Voraussetzungen der Telekommunikations-
iiberwachung werden demzufolge wieder so
gestaltet, wie sie urspriinglich gedacht waren.
Das heifit, die Telekommunikation darf nur bei
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den Delikten angeordnet werden, die solche
Organisationsstrukturen aufweisen, so dass es
auf andere Weise nicht mdglich ist, an den Té-
terkreis heranzukommen. Nichtsdestotrotz
werden aufgrund der Existenz des Straftaten-
kataloges Liicken bestehen bleiben. So wurde
§ 227 StGB nicht in den Katalog aufgenom-
men. In Anbetracht des hohen Wertes des ge-
schiitzten Rechtsgutes von § 227 StGB und im
Vergleich zu §§ 211, 212 StGB bleibt auf den
ersten Blick ein Wertungswiderspruch beste-
hen. Zu Bedenken ist jedoch, dass die fahrldssi-
ge Herbeifithrung der schweren Folge bestraft
wird. Die fahrlassige Totung (§ 222 StGB) wird
auch nicht im Straftatenkatalog aufgefiihrt. In-
sofern liegt kein wesentlicher Wertungswider-
spruch vor. Bezieht man noch das Ziel und den
Zweck einer Telekommunikationsiiberwa-
chung mit in die Betrachtung ein, entfallt der
Wertungswiderspruch ganzlich. Bei § 227 StGB
handelt es nicht um ein Delikt, das typischer-
weise durch Konspiration zwischen den Tatern
begangen wird.

Der Entwurf der Bundestagsfraktion Biindnis
90/Die Griinen geht im Gegensatz zu dem
Straftatenkatalog des § 100a StPO einen ande-
ren Weg. Danach soll die Telekommunika-
tionstiberwachung angeordnet werden, wenn
verschiedene Kriterien erfiillt sind. Eingangs-
kriterium ist, dass es sich bei der vorgeworfe-
nen Straftat um eine solche ab einer Strafer-
wartung von einem Jahr Freiheitsstrafe oder
um eine Straftat mit einer Mindesthochststrafe
von 5 Jahren Freiheitsstrafe handelt. Auf diese
Weise wird elegant das Problem der Liicken ei-
nes Straftatenkataloges umschifft. Auch treten
keine Wertungswiderspriiche auf, da es sich bei
diesen Straftaten bereits um schwere Straftaten
handelt. Verdnderungen konnen so leichter
aufgefangen werden®!. Die Struktur des § 100a
StPO konnte sich jedoch in dem Sinne dndern,
dass es nicht mehr darauf ankommt, dass es ei-
nen Téterkreis gibt, der sich nach auflen hin
abschottet. Allein die Subsidiaritatsklausel
wird dem nicht abhelfen kdénnen, da die meis-
ten Ermittlungsverfahren, in denen die Uber-
wachung der Telekommunikation angeordnet
werden, offen (ca. 51%) — das heifit es finden
Zeugenvernehmungen oder Durchsuchungen
statt — bzw. in einer Kombination aus offenen
und verdeckten Mafinahmen (37%) gefiihrt
werden®?,

Il. Mehr Einzelfallgerechtigkeit bei der
Anordnung der Telekommunikationsii-
berwachung durch Beachtung des Ver-
haltnismaRigkeitsgrundsatzes

Fine weitere Einschrinkung, aufler der des
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Vorliegens einer Katalogtat, macht der Entwurf
des BM]J insofern, als dass auch im konkreten
Einzelfall die Tat schwer wiegen muss (§ 100a I
Nr. 2 StPO-E). Diesbeziiglich wird nochmals
der Maf3stab der VerhaltnisméRigkeit angelegt,
bezogen auf den vorliegenden Einzelfall. Da-
mit trdgt der Entwurf der Rechtsprechung des
Bundesverfassungsgerichts Rechnung, welche
eine Straftat von erheblicher Bedeutung auch
im konkreten Fall verlangt®. Eine solche soll
vorliegen, wenn sie dem Bereich der mittleren
Kriminalitdt zuzurechnen und geeignet ist,
den Rechtsfrieden empfindlich zu stéren oder
das Gefiihl der Rechtssicherheit der Bevolke-
rung erheblich zu beeintrichtigen®. Damit
soll die Anordnung der Telekommunikations-
iiberwachung fiir die Falle ausgeschlossen wet-
den, in denen diese bezogen auf den konkre-
ten Einzelfall nicht gerechtfertigt erscheinen
wiirde, da die Tat selbst nicht so schwer
wiegtss.

Der Entwurf von Biindnis 90/Die Griinen wird
dagegen genauer und konkretisiert den Begriff
der ,Straftat von erheblicher Bedeutung” in
§ 100a III StPO-E. Danach richtet sich das Vor-
liegen einer Straftat von erheblicher Bedeu-
tung nach der Schutzwiirdigkeit des verletzten
Rechtsgutes, dem Grad der Bedrohung der All-
gemeinheit oder des angerichteten Schadens.
Hinzukommen muss au3erdem, dass auch im
konkreten Fall anhand der dufieren Umstidnde
mindestens eine Freiheitsstrafe von einem Jahr
zu erwarten ist (§ 100a II Nr. 1, 2 StPO-E).
Durch letzteres erhofft sich die Bundestags-
fraktion eine Begrenzung der Delikte mit einer
Mindesthochststrafe von 5 Jahren Freiheits-
strafe (§ 100a I Nr1. 2 StPO-E). Gleichzeitig wird
noch einmal das Verhaltnismafigkeitsprinzip
bezogen auf den konkreten Einzelfall gesetz-
lich geregelt.

Inwieweit der anordnende Richter in einem
solch frithen Zeitpunkt wie dem Anfangsver-
dacht in der Lage ist, einzuschétzen, ob eine
Freiheitsstrafe von einem Jahr in Betracht
kommt, ist jedoch fraglich. Er muss eine Pro-
gnose fiir die Straferwartung, also im Hinblick
auf die Verurteilung, abgeben, die in diesem
frithen Zeitpunkt oft so nicht moglich ist.
Gerade am Anfang der Ermittlungen ist das
Ausmaf} eines Schadens oder die Bedrohung
fiir die Allgemeinheit durch die Straftat nicht
abzusehen. Im Gegensatz zur Untersuchungs-
haft, bei der man gerade verhindern will, dass
allein von der Hohe der Strafandrohung auf
die Fluchtgefahr geschlossen wird, ist ein an-
derer Verdachtsgrad gegeben. Dort ist der
dringende Tatverdacht notwendig (§ 11211
StPO). Das heifit, nach dem gegenwirtigen

Stand der Ermittlungen besteht eine hohe
Wahrscheinlichkeit der Verurteilung des Be-
schuldigten®. Der Sachverhalt wird dort im
Zeitpunkt des Erlasses des Haftbefehls fiir
weitestgehend ausermittelt gehalten. Dies
kann bei Bestehen eines Anfangsverdachts,
bei dem nur bestimmte Tatsachen den Ver-
dacht fiir das Vorliegen einer Straftat begriin-
den, gerade nicht angenommen werden. In
dem Fall wird durch bestimmte Tatsachen erst
der Anlass gegeben die Ermittlungen, auch
mittels Uberwachung der Telekommunika-
tion, aufzunehmen. Es handelt sich demnach
um eine vorldufige Subsumtion des mutmaR-
lichen Gesamtsachverhalts unter die einschla-
gigen Strafgesetze®. Zumal die Telekommuni-
kationsiiberwachung ein taugliches Mittel ge-
rade gegeniiber Tdtern darstellt, die sich nach
auflen hin abschotten. Ferner muss Bertick-
sichtigung finden, dass die Telekommunika-
tionstiberwachung unter anderem dazu ge-
nutzt wird, um andere Beweismittel zu erlan-
gen, die die Telekommunikationsiiberwa-
chung selbst tiberfliissig machen wiirden’.
Ob die dufleren Umstidnde eine Prognose fiir
eine in Betracht kommende Freiheitsstrafe
von einem Jahr zulassen, ist daher fraglich. In
praktischer Hinsicht stellt sich weiter die Fra-
ge, was der Richter machen soll, wenn er zu
der Ansicht gelangt, dass eine Freiheitsstrafe
von ,nur“ 11 Monaten in Betracht kdme.
Nach dem Gesetzentwurf der Bundestagsfrak-
tion kdme eine Anordnung der Telekommuni-
kationsiiberwachung nicht in Frage. Aber ist
die Anordnung der Telekommunikationsiiber-
wachung bei einer in Aussicht stehenden Frei-
heitsstrafe von 11 Monaten unverhdltnisma-
Riger als bei 12 Monaten Freiheitsstrafe? Dass
die Bundestagsfraktion den Praktikern eine
Regelung an die Hand geben will, mit deren
Hilfe die VerhaltnismaRigkeit der einzelnen
Mafdnahme bestimmt werden kann, ist zu be-
griien. Die Frage ist nur, ob diese in Anbe-
tracht der oben genannten Umstande so kon-
kret sein muss. Der die Telekommunikations-
iberwachung anordnende Richter hat im Ein-
zelfall zu entscheiden, ob diese noch
verhaltnisméfig ist. Diese Freiheit muss dem
Richter gegeben werden. Er hat seine Ent-
scheidung jedoch ausfiihrlich zu begriinden.
Die Losung des Problems liegt daher, in der
Erhohung der Anforderungen an die Begriin-
dung der Telekommunikationsiiberwach-
ungsanordnung. Der Richter wird auf diese
Weise gezwungen, sich mit den Kriterien aus-
einanderzusetzen, die fiir oder gegen die Ver-
héltnisméRigkeit der MafSnahme sprechen?.
Torpediert wird diese Sichtweise erst, wenn
der Richter in der Anordnung der Telekom-
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munikationsiiberwachung wortwortlich den
Antrag der Staatsanwaltschaft iibernimmt,
ohne sich selbst erkennbar Gedanken tiber
die Verhiltnismifiigkeit der Mafinahme zu
machen”.

Ferner stellt sich die Frage, ob die durch die Te-
lekommunikationsiiberwachung erhaltenen
Informationen einem Beweisverwertungsver-
bot in der Hauptverhandlung unterliegen,
wenn der anordnende Richter irrtiimlich eine
Straferwartung von einem Jahr Freiheitsstrafe
angenommen hat. Die Festschreibung eines
ausdriicklichen Beweisverwertungsverbotes in
der Strafprozessordnung wiirde deren Struktur
verandern, da diese bislang nur wenige Be-
weisverwertungsverbote kennt’. Fiir die Lo-
sung der aufgeworfenen Frage kann jedoch auf
die bisherige Rechtsprechung verwiesen wer-
den. Demzufolge wird erst die grob unrichtige
Annahme einer Straferwartung von einem
Jahr Freiheitsstrafe ein Beweisverwertungsver-
bot in der Hauptverhandlung auslosen. Dafiir
spricht auch der Wortlaut von § 100a II Nr. 1, 2
StPO, nach dem auf die ,duleren Umstande”
abgestellt werden soll. Ob die Freiheitsstrafe
von einem Jahr falsch beurteilt worden ist,
muss vom Standpunkt eines nachtréaglichen
Beobachters, dem die im Zeitpunkt der Anord-
nung wesentlichen Umstdande bekannt sind,
objektiv ermittelt werden (objektivnachtrégli-
che Prognose).

lll. Keine Abkehr von der Subsidiaritat der
Anordnung der Telekommunikationsiiberwa-
chung

Ferner soll die Telefoniiberwachung nach bei-
den Gesetzesvorlagen — wie bisher — nur subsi-
didr angewandt werden, das heifst die Erhe-
bung der Beweise darf nicht auf anderem Wege
einfacher sein. Damit wird nochmals dem Ver-
haltnismaRigkeitsgrundsatz im Hinblick auf
das Grundrecht aus Art. 10 GG Rechnung ge-
tragen. Die Klausel soll deutlich machen, dass
die Telekommunikationsiiberwachung ultima
ratio ist und erst in Betracht kommt, wenn die
Erlangung von Beweismitteln auf konventio-
nellem Wege gescheitert ist’s.

IV. Wessen Geheimnisse bleiben wirk-
lich geheim?

Die Ausgestaltung des Schutzes von Berufsge-
heimnistragern macht deutlich, wie stark das
Konzept des BMJ und der Entwurf der Bundes-
tagsfraktion von Biindnis 90/Die Griinen aus-
einander fallen.

1. ,Komplettpaket” versus maRnahmenbezo-
gene Schutzausgestaltung - Umfang des Be-

NEUE KRIMINALPOLITIK — 1/2007

rufsgeheimnistragerschutzes und strafpro-
zessuale Einordnung

Betrachtet man das geltende Recht betritt das
BMJ mit seinem Referentenentwurf gesetzge-
berisches Neuland und gibt das urspriingliche,
mafinahmenbezogene Konzept auf. Mit einem
neuen § 53b StPO-E will das BM] im Kontext
der Zeugnisverweigerungsrechte ,ein harmo-
nisiertes System zur Beriicksichtigung der von
den Zeugnisverweigerungsrechten der Berufs-
geheimnistrdger geschiitzten Interessen’®”
schaffen. Dabei hat sich das BMJ inhaltlich an
einem Vorschlag des Arbeitskreises Strafpro-
zessrecht und Polizeirecht (ASP) beim Mann-
heimer Institut fiir deutsches und européisches
Strafprozessrecht und Polizeirecht (ISP)”
orientiert, aber ein ,zum Teil deutlich abwei-
chendes Konzept der Begriindung von Erhe-
bungs- und Verwertungsverboten bei zeug-
nisverweigerungsberechtigten Berufsgeheim-
nistragern’s” verfolgt.

Mit § 53b StPO-E verabschiedet sich das BM]
von der Methode, mafinahmenbezogen abzu-
wagen, inwieweit der Schutz von Berufsge-
heimnistragern erforderlich ist und an welche
Voraussetzungen er gekniipft werden soll.
§ 53b StPO-E soll nun in fiinf Absdtzen den
Schutz von Berufsgeheimnistragern fiir alle Er-
mittlungsmafinahmen (Absétze 1 und 2) re-
geln. Der Begriff der Ermittlungsmafinahme
wird dabei jedoch nicht definiert. Durch die
Verortung im ersten Buch (,Allgemeine Vor-
schriften”) wird aber schnell Kklar, dass der Be-
griff weit verstanden und fiir alle relevanten
Ermittlungsmainahmen, die die Strafprozes-
sordnung kennt, gelten muss. Zur Folge hat
das nunmehr auch die Einbeziehung aller ver-
deckten Ermittlungsmainahmen in den
Schutz von zeugnisverweigerungsberechtigten
Berufsgeheimnistragern.

Das BM] beabsichtigt, Umfang und Vorausset-
zungen des Schutzes abzustufen und unterteilt
deshalb alle Berufsgeheimnistrdger in zwei
Gruppen: § 53b I StPO-E gilt ausschliefllich fiir
Personen im Sinne des § 5311 Nr. 1, 2 und 4
StPO, im Wesentlichen also fiir Geistliche, Ver-
teidiger und Abgeordnete. Absatz 2 regelt den
Schutz von Berufsgeheimnistrdgern im Sinne
des § 5311 Nr. 3-3b und 5 StPO, also insbeson-
dere auch fiir Medienangehorige.

§ 53b I StPO-E konstituiert fiir die in diesem
Absatz abschlieffend aufgezdhlten Berufsge-
heimnistréger einen Schutz vor jeglichen Er-
mittlungsmafinahmen, die ,voraussichtlich
Erkenntnisse erlangen wiirden, tiber die diese
Person das Zeugnis verweigern diirfte”. Diese
auf den Umfang des Zeugnisverweigerungs-

rechtes bezogene Reichweitenklausel hat das
BMJ dem § 100h StPO nachgebildet. Ein Be-
rufsgeheimnistrdger dieser Gruppe geniefit
also nur soweit Schutz vor Ermittlungsmaf-
nahmen, wie sein Zeugnisverweigerungsrecht
reicht. Die fiir die Anordnung zustdndige Stel-
le, sei es die Staatsanwaltschaft, der Ermitt-
lungsrichter oder ein Gericht, hat in einer Pro-
gnose festzustellen (,,voraussichtlich... erlangt
wiirden“), ob eine Betroffenheit moglicher-
weise besteht. Bejaht sie es, ist die Ermittlungs-
mafinahme unzuldssig.

Im Zweifel hat die Staatsanwaltschaft eine Ent-
scheidung des Gerichts iiber die Verwertbar-
keit herbeizufiihren (Absatz 1 Satz 5), die dann
fiir das weitere Verfahren (Satz 6) bindend ist.

Entgegen dem Erhebungsverbot erlangte Er-
kenntnisse unterliegen einem Beweisverwer-
tungsverbot, Aufzeichnungen dariiber sind
unverziiglich zu l6schen. § 53b I 4 StPO-E sieht
fiir diese Fille Dokumentationspflichten vor.

Geistliche, Verteidiger und Abgeordnete genie-
fen also unter Beachtung der Reichweitenk-
lausel absoluten Schutz vor Ermittlungsmafi-
nahmen in Form eines Erhebungs- und Ver-
wertungsverbotes”. Durchbrochen wird der
absolute Schutz nach dem Konzept des BMJ
allerdings in den Fallen der Verstrickung. Be-
steht der Verdacht der Beteiligung an der Tat
oder einer Tat i.5.d. §§ 257, 258, 259 StGB gilt
der Schutz vor Ermittlungsmafinahmen nicht.

Fiir alle weiteren Berufsgeheimnistréger des
§ 53 I StPO regelt § 53b II StPO-E einen Schutz
vor Ermittlungsmafinahmen. Dieser ist jedoch
bei weitem nicht so umfassend, wie der des Ab-
satzes 1. Wahrend das BM] in § 53b II StPO-E
ein ,im Rahmen der so genannten Abwd-
gungslehre im Grundsatz anerkanntes Erhe-
bungs- und Verwertungsverbot“” erblickt,
geht dies nicht unbedingt aus dem Wortlaut in
dieser Deutlichkeit hervor. Unter Beachtung
der Reichweiteklausel soll wiederum prognos-
tiziert werden, ob Erkenntnisse erlangt wer-
den, tiber die der von Absatz 2 erfasste Berufs-
geheimnistrager das Zeugnis verweigern diirf-
te. Bejahendenfalls soll im Rahmen der
VerhiltnismaRigkeitspriifung das Zeugnisver-
weigerungsrecht gewtirdigt werden, wobei die
»Wiirdigung des offentlichen Interesses an den
von dieser Person wahrgenommenen Aufga-
ben und des Interesses an der Geheimhaltung
der dieser Person anvertrauten oder bekannt
gewordenen Tatsachen besonders zu bertick-
sichtigen“® sind. Daraus ergibt sich zwar inzi-
dent eine Moglichkeit, zur Unzuldssigkeit einer
Ermittlungsmaffnahme zu kommen, faktisch
also zu einem Erhebungsverbot zu gelangen.
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THEMEN

Wie aber mit Erkenntnissen zu verfahren ist,
die in Ansehung der Unverhidltnisméfigkeit
der Mafinahme dennoch erlangt worden sind,
bleibt bedauerlicherweise offen. Der Systema-
tik halber miisste man auch fiir diese Félle ein
Verwertungsverbot annehmen. Eine ausdriick-
liche Regelung dieses Kontextes ist, um Un-
klarheiten und Wertungswiderspriiche zu ver-
meiden, geboten.

Sprachlich ungliicklich wirkt § 53b II 2 StPO-E,
wonach, soweit es nach der Verhaltnismafig-
keitspriifung geboten, die Mafinahme zu
unterlassen ist oder, soweit dies nach der Art
der Maflnahme mdglich ist, zu beschrinken
ist. Inhaltlich spiegelt sie das Problem der Ab-
schichtung des Schutzniveaus bei Berufsge-
heimnistragern wieder: Wahrend Absatz 1 ei-
nen verhdltnismaRig effektiven Schutz vor
Ermittlungsmafinahmen gegen zeugnisver-
weigerungsberechtigte Berufsgeheimnistrager
bietet, vertypt Absatz 2 (in Klarstellungsfunk-
tion) das, was die Rechtsprechung schon seit
geraumer Zeit praktiziert, erreicht damit aber
bei weitem nicht einen auch nur anndhernd
an das Schutzniveau des Absatzes 1 reichen-
den Schutz. Offenbar um dieses Defizit auszu-
gleichen, ist man zu der Formulierung des
§ 53b II 2 StPO gelangt. Doch das Gebot, die
Ermittlungsmafinahme zu unterlassen oder
zu beschrinken, ist zu ungenau formuliert
und o6ffnet Tiir und Tor zur Umgehung dieser
Formel. Dem BM] ist es mit § 53b II StPO-E
nicht gelungen, die im Ansatz verfolgte Abwa-
gungslehre effektiv zu normieren. Grundsatz-
lich, worauf aber spater noch einzugehen sein
wird, ist es geboten, eine Unterscheidung der
zeugnisverweigerungsberechtigten  Berufsge-
heimnistrager zu unterlassen. Gerade Journa-
listen (§ 53 I 1 Nr. 5 StPO) bediirfen eines ef-
fektiven Schutzes vor Ermittlungsmafinah-
men.

Das hat offenbar auch die Bundestagsfraktion
von Biindnis 90/Die Griinen erkannt und in
Ankntipfung an die §§ 52, 53, 53a StPO-E ein
einheitliches Schutzniveau vorgesehen.

Konzeptionell beschreitet dieser Entwurf of-
fenbar einen ganz anderen Weg als der Refe-
rentenentwurf des BMJ: Hier wird die , Tech-
nik” der mafinahmenbezogenen Regelung des
Berufsgeheimnistragerschutzes gewdhlt. Da es
sich bei dem Entwurf der Bundestagfraktion
von Biindnis 90/Die Griinen allerdings nur um
einen Gesetzentwurf zur Reform der Telekom-
munikationstiberwachung handelt, sind nur
Vermutungen dariiber moglich, wie die Rege-
lung des Berufsgeheimnistragerschutzes insge-
samt gestaltet werden soll. Die Lozierung ent-
sprechender Vorschriften im Kontext der ein-
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zelnen Ermittlungsmafinahmen, hier § 100a
StPO-E, ldsst aber vermuten, dass keine allge-
meine Vorschrift fiir alle Ermittlungsmafinah-
men vorgesehen ist.

Der Kreis derer, die vor einer Telekommunika-
tionstiberwachung (unter weiteren Vorausset-
zungen) geschiitzt werden, ist weiter gefasst,
als es § 53b StPO-E des BM]J-Referentenent-
wurfes vorsieht: Nicht nur Berufsgeheimnistra-
ger und ihre Helfer, sondern auch aus § 52
StPO Zeugnisverweigerungsberechtigte sollen
Schutz vor Telekommunikationsiiberwach-
ungsmafinahmen genieBen. Ahnlich dem Re-
ferentenentwurf wird fiir Berufshelfer und An-
gehorige 1.5.d. § 52 StPO unter Einbeziehung
des Reichweitenkriteriums die besondere Be-
achtung und Wiirdigung des vom Zeugnisver-
weigerungsrecht geschiitzten Interesses im
Rahmen der geméf § 100a III StPO-E erforder-
lichen VerhaltnismaRigkeitspriifung angeord-
net. Soweit die Abwégung es ergibt, sind Tele-
kommunikationsiiberwachungen mdoglichst
weit zu beschranken (§ 100a VII StPO-E).
§ 100a VII StPO-E konstituiert insoweit auch
ein Beweisverwertungsverbot. Entgegen der er-
forderlichen und mdglichen Beschrinkung er-
langte Erkenntnisse sind unverwertbar. So sol-
len auch Erkenntnisse unverwertbar sein, bei
denen sich erst nach der Uberwachungsmag-
nahme ergibt, dass sie das Zeugnisverweige-
rungsrecht betreffen und deren Verwertung im
Verhiltnis zur Bedeutung der Sache aufier Ver-
hiltnis stiinden. Aufzeichnungen {iber solche
Auferungen miissen gemif § 100a VII 3,V 2-4
StPO-E geloscht, Erlangung und Loschung in
den Akten dokumentiert werden.

Absoluten Schutz vor Telekommunikations-
iiberwachungen geniefen nach § 100a VI
StPO-E ausnahmslos alle nach § 53 StPO zeug-
nisverweigerungsberechtigten Berufsgeheim-
nistriger, wenn sich die Uberwachungsmaf-
nahme nach Absatz 4 Nr. 2 nicht gegen den
Beschuldigten selbst richtet. Mit Ausnahme
der Verstrickung, Absatz 5 Satz 4, — Verdacht
der Tatbeteiligung, hinsichtlich einer Straftat
aus §§ 257, 258, 259 StGB und ein Strafantrag
gestellt ist oder bei erteilter Erméchtigung,
wenn die Tat nur auf Antrag oder nur mit Er-
machtigung verfolgbar ist - sind alle Telekom-
munikationsiiberwachungsmafinahmen, die
sich direkt gegen eine in § 53 StPO genannte
Person richten unzuldssig. Auch hier gilt fiir
dennoch erlangte Erkenntnisse ein Beweisver-
wertungsverbot. Auch hier gelten sowohl eine
Pflicht zur Loschung als auch damit verbunde-
ne Dokumentationspflichten.

Fiir Uberwachungsmafinahmen, die sich di-
rekt gegen den Beschuldigten richten gilt hin-

gegen kein Erhebungsverbot, sondern ein
umfassendes Beweisverwertungsverbot: So-
bald ein Telefonat mit dem zeugnisverweige-
rungsberechtigten Berufsgeheimnistrager ab-
gehort wird, unterliegen die daraus gewonne-
nen Erkenntnisse gemaf § 100a V StPO-E un-
ter Beachtung der Reichweitenklausel einem
Beweisverwertungsverbot. Die Vorschriften
iber Verstrickung, Loschungs- und Doku-
mentationspflichten gelten, zudem ist § 97 V
2 HS 2 $tPO entsprechend anwendbar.

2. Wie viel ist die Presse dem Gesetzge-
ber wert? oder Welche Lehren zieht
man aus ,,Cicero”, ,WAZ" und ahnlich
gelagerten Fallen?

,Da das Vertrauensverhiltnis zwischen der
Presse und ihren Mitarbeitern und Informan-
ten eine wesentliche Voraussetzung fiir die
Funktionsfihigkeit eines Presseorgans bildet
und eine Gefdhrdung dieses Vertrauensver-
héltnisses geeignet sein kann, tiber den vorlie-
genden Einzelfall hinaus nachteilige Auswir-
kungen auf andere Presseorgane und damit fiir
die Pressefreiheit iberhaupt nach sich zieht,
besteht hier zwangslaufig ein Konflikt zwi-
schen dem Interesse an der Strafverfolgung
und dem Schutz der Pressefreiheit, der mit Hil-
fe der in der [...] Rechtsprechung des Bundes-
verfassungsgerichts entwickelten Giiterabwa-
gung zu l6sen ist.“8! Mit diesen Worten hat das
Bundesverfassungsgericht am 05. August 1966
im Rahmen der sog. ,Spiegel“-Entscheidung in
einem Satz Bedeutung und Gefahren unbe-
grenzter Ermittlungszugriffe auf Presseorgane
auf den Punkt gebracht.

Mit Blick auf die sich zurzeit in aller Munde be-
findlichen Verfahren ,Cicero”, ,Frontal 21,
»Wolfsburger Allgemeine Zeitung”, , El Masri”
oder andere, macht sich der Eindruck breit,
dass die vom Bundesverfassungsgericht gefor-
derte Giiterabwagung zu Lasten der Pressefrei-
heit aus den Fugen geraten ist. Die immer wie-
der formulierte , Vermutung, dass insbesonde-
re dann, wenn im nahen oder weiteren
Umfeld der Bekdmpfung des Terrorismus Er-
mittlungsmafinahmen ergriffen werden, die
gebotene Sensibilitat bei manchen Strafverfol-
gungsbehorden auf der Strecke bleibt“®?, wird
gerade durch die genannten Verfahren ge-
ndhrt. So titelte der Spiegel® jlingst sogar
,Massiv mitgeschnitten - [...] Beim Lauschen
kennen Fahnder kaum Tabus.” Auch wenn es
sich dabei um einige wenige — besonders of-
fentlichkeitswirksame - Verfahren handelt,
wird deutlich, dass es nicht ausreicht, auf die
Sorgfalt der Strafverfolgungsbehorden, dem
VerhiltnismaRigkeitsgrundsatz entsprechend
nach sorgfiltiger Abwégung zu entscheiden,
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zu vertrauen. Es bedarf dringend einer gesetz-
lichen Regelung, inwieweit Journalisten von
(insbesondere heimlichen) ErmittlungsmaR-
nahmen betroffen werden diirfen.

Bei einer gesetzlichen Regelung darf auch
nicht, was der Referentenentwurf so vorsieht,
zwischen Berufsgeheimnistrdgern unterschie-
den werden. An dieser Stelle soll allerdings
nicht eingehend auf die unterschiedlichen
dogmatischen Ankniipfungspunkte der Zeug-
nisverweigerungsrechte von Journalisten und
anderen Berufsgeheimnistrdgeren eingegan-
gen werden®, sondern lediglich einige Denk-
anstofle geliefert werden.

Gelegentlich wird dem Verhéltnis von Journa-
listen zu ihren Informanten die Qualitét eines
Vertrauensverhiltnisses abgesprochen, hiufig
mit der Begriindung, dass hier keine Kernbe-
reichsrelevanz bestiinde®. Kernbereichsrele-
vant diirfte die Kommunikation in dieser
Sphire tatsachlich selten sein. Dennoch darf
man nur deshalb dem Vertrauensverhaltnis
zwischen Journalisten und ihren Informanten
nicht die Qualitdt absprechen. Genauso kon-
stituierend wie die Arbeit von Abgeordneten
fiir die Demokratie ist, so wichtig ist eine freie
Presse. Gerade der investigative Journalismus
ist in einer ,freien Presselandschaft” unab-
dingbar. Er ist darauf angewiesen, Informatio-
nen aus schwer zugénglichen Sphéren zu er-
halten. Wird das kommunikative Verhéltnis in
dieser vielleicht nach au8en hin abgeschotte-
ten Sphére durch Zugriff der Strafverfolgungs-
behérden, z.B. in Form einer Uberwachung der
Telekommunikation, empfindlich gestort, ist
die Gefahr grof}, dass die Quelle versiegt. Wie
sollen die Medien dann noch effektiv arbeiten
und ihrer fiir den Meinungsbildungsprozess
nicht unwichtigen Kontrollfunktion nach-
kommen?

Der Gesetzgeber tragt dem Spannungsverhalt-
nis zwischen dem Interesse an der Strafverfol-
gung und der Pressefreiheit jedenfalls nicht
ausreichend Geniige, wenn er gesetzlich die
sowieso schon erforderliche Gliterabwdgung
normiert. Werden daran keine effektiven Fol-
gen gekniipft, erhdlt eine solche Vorschrift den
Charakter einer blofien ,Hinweisvorschrift”.

V. Starkung des Rechtsschutzes der Be-
troffenen - die Einfiihrung einer Be-
nachrichtigungspflicht

Der Rechtsschutz des von der Telekommunika-
tionstiberwachung Betroffenen soll durch beide
Gesetzesentwiirfe dadurch gestarkt werden,
dass die Pflicht zur Benachrichtigung gesetz-
lich festgeschrieben wird und zwar ist nach
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zeitlichem Aufschub der Benachrichtigung
eine gerichtliche Entscheidung einzuholen®.
Das heifit, in jedem Fall hat eine Benachrichti-
gung zu erfolgen. Auf diese Weise bekommt
der von der verdeckten Mafinahme Betroffene
die Mdoglichkeit, im Nachhinein die Rechtmi-
Rigkeit der Anordnung der Telekommunika-
tionstiberwachung gerichtlich tiberpriifen zu
lassen. Dass erst der Gesetzgeber eine solche
Pflicht festschreiben muss, ist deprimierend
tiir einen Rechtsstaat.

D. Bewertung und rechtspolitischer
Ausblick

Letztlich wére eine Mischung aus beiden Kon-
zepten des Berufsgeheimnistragerschutzes ver-
mutlich die beste Losung. Zu begriiflen ist die
umfassende, nicht normbezogene Regelung
des Berufsgeheimnistrdgerschutzes im Referen-
tenentwurf des BMJ. Andererseits ist es nicht
sachgerecht, wie es der Referentenentwurf vor-
sieht, den absoluten Schutz vor einer Telekom-
munikationsiiberwachung nur einem begrenz-
ten Kreis an Berufsgeheimnistragern zuteil
werden zu lassen.

Zu dieser Entscheidung ist offensichtlich auch
die Bundestagsfraktion von Biindnis 90/Die
Griinen gelangt: § 100a V, VI des Entwurfes
nimmt eben keine Unterscheidung beim
Schutz der Berufsgeheimnistréger vor, sondern
statuiert unter Bezugnahme auf § 53 StPO ei-
nen absoluten Schutz.

Dem Inhalt nach und in Anbetracht der ausge-
wogenen Abstufung des Schutzes von zeugnis-
verweigerungsberechtigten Personen i.5.d. § 53
StPO und solcher im Sinne der §§ 52, 53a StPO
verdient der Entwurf von Biindnis 90/Die Grii-
nen Beifall. Unklar ist derzeit allerdings noch,
ob eine entsprechende Regelung auch fiir wei-
tere Maflnahmen geplant ist oder ob bei der
Telekommunikationsiiberwachung eine Aus-
nahme gemacht worden ist. Die Lozierung des
Berufsgeheimnistragerschutzes in einer alle Er-
mittlungsmafinahmen iibergreifenden Rege-
lung ist sachgerechter.

Dagegen konnte man mit Blick auf die Abwa-
gung im Bereich der Pressefreiheit aus Art. 512
GG einwenden, dass eine ermittlungsmafinah-
menbezogene Regelung interessengerechter
ist. Je nach Schwere des Eingriffes durch das in
Frage stehende Ermittlungsinstrument, kénn-
te eine interessengerechte Entscheidung durch
den Gesetzgeber getroffen werden: Ist ein Be-
rufsgeheimnistrdgerschutz an dieser Stelle
interessengerecht und bejahendenfalls welche
Berufsgeheimnistrager sind einzubeziehen?

Das ist - ohne eine uniibersichtliche Regelung
zu schaffen - nicht moglich, wenn man den
Berufsgeheimnistrdgerschutz in einem § 53b
StPO verortet und einheitlich ordnet.

Grundsétzlich begriiflenswert ist es auch, dass
sich sowohl das BMJ darauf besonnen hat, den
Schutz von Berufshelfern nicht nur in § 53a
StPO zu regeln, sondern auch auf Ermittlungs-
mafinahmen zu beziehen, so auch die Fraktion
von Biindnis 90/Die Griinen im Bundestag.
Auf Unverstandnis stof3t allerdings, dass in bei-
den Entwiirfen Berufsgeheimnistrager und de-
ren Helfer unterschiedlich behandelt werden,
Berufshelfer einen geringeren Schutz genie-
Ren. Das Unverstandnis ist darin begriindet,
dass beide Gruppen mit denselben Gegenstin-
den in Beriihrung kommen, sogar in dasselbe
Vertrauensverhdltnis integriert sind. Eine
unterschiedliche Gestaltung des Schutzes ist
hier verfehlt.

Bei einer Gesamtbetrachtung beider Entwrir-
fe bleibt der Referentenentwurf in Teilberei-
chen hinter den Anforderungen des Entwurfs
der Bundestagsfraktion Biindnis 90/Die Grii-
nen zuriick¥”. Grundsitzlich wollen jedoch
beide umfassend die Telefoniiberwachung re-
geln, um der Bedeutung dieses Eingriffs dem
betroffenen Grundrecht aus Art. 10 GG ge-
recht zu werden®. Bedenken ergeben sich
dann, wenn die Telekommunikationsiiberwa-
chung zur Gefahrenabwehr eingesetzt wird
und ihr auf diese Weise eine Ausforschungs-
funktion zukommt®°.

Die SPD drangt bei der ganzen Diskussion um
die Telefoniiberwachung allerdings zur Eile,
damit in Zukunft die Telefoniiberwachung ver-
starkt in Fillen von Wirtschaftskriminalitit,
wie Steuerhinterziehung, angewandt werden
kann®, Bleibt zu hoffen, dass in diesem sensi-
blen Bereich der verdeckten Ermittlungsmaf-
nahmen in Anbetracht der betroffenen Grund-
rechte mit Sorgfalt vorgegangen und ein Ge-
setz verabschiedet wird, das moglichst allen
Seiten gerecht wird.

Wissenschaftliche Mitarbeiterin Susanne Woll-
mann (LL.M.), Universitiit Kiel

Wissenschaftlicher Mitarbeiter Alexander Otto,
Universitit Bremen
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FuBnoten

1 Bereits Nelles kritisierte, dass Ermittlungsbehor-
den zu ,vorbeugender Kriminalitadtsbekdmp-
fung” greifen, trotz fehlendem Anfangsverdachts
bzw. gesetzliche Eingriffsermadchtigungen in ih-
rer Anwendung tiberdehnen in NK 2006, S. 68,
69f.
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2 Erst vor kurzem entschied der Bundesgerichts-
hof, dass es fiir eine ,verdeckte Online-Durchsu-
chung” keine Rechtsgrundlage gibt, siehe Be-
schluss vom 31. Januar 2007 - StB 18/06. Bei einer
»verdeckten Online-Durchsuchung” kénnen mit
Hilfe eines speziell entwickelten Computerpro-
gramms, welches dem Beschuldigten zur Instal-
lation zugespielt wird, die auf dessen Computer
in den einzelnen Speichermedien abgelegten Da-
teien kopiert und zum Zweck der Durchsicht an
die Ermittlungsbehorden iibertragen werden.
Der BGH lehnte die Anordnung einer Online-
Durchsuchung ab, da es sich um eine heimliche
Mafinahme handele und die Regelungen der (of-
fen durchgefiihrten) Durchsuchung nach §§ 102
tf. StPO keine Anwendung fanden. Es lige aber
auch keine Telekommunikation zwischen dem
Tatverddchtigen und einem Dritten vor, die
tiberwacht werde und andere Ermachtigungen
der StPO kdmen nicht in Betracht.

3 So musste erst das Bundesverfassungsgericht dar-
auf hinweisen, dass es einen ,unantastbaren
Kernbereich privater Lebensgestaltung” gibt, in
den der Staat selbst bei Verfolgung schwerster
Straftaten nicht eingreifen darf, vgl. BVerfGE
109, 279; 113, 348. Zur Anforderung, dass bei
Finleitung einer Rasterfahndung eine konkrete
Gefahr fiir hochrangige Rechtsgiiter gegeben sein
muss, BVerfGE 115, 320. Auch fragwiirdige
Durchsuchungsanordnungen standen im letzten
Jahr beim Bundesverfassungsgericht auf dem
Priifstand, vgl. StraFo 2006, 369; 449; 450.

4 Vgl. zur ,verdeckten Online-Durchsuchung”
auch die kleinen Anfragen der FDP und der
Linksfraktion an die Bundesregierung und deren
Beantwortung in BT-Drucks. 16/3972, 16/3973,
16/3883 sowie 16/3787.

5 Laut Bericht von Spiegel-Online vom 05. Februar
2007 soll die StPO entsprechend gedndert wer-
den, dass ,verdeckte Online-Durchsuchungen”
zuldssig werden. Der Bericht ist abrufbar unter:
http://www.spiegel.de/netzwelt/web/0,1518,4644
05,00.html.

6 Zur bisherigen Ausdehnung des Straftatenkata-
logs siehe Albrecht, Dorsch, Kriipe, S. 18f.

7 So die Schlagzeile des Spiegel Online am 08. No-
vember 2006 zum Referentenentwurf der Bun-
desregierung, abrufbar unter: http://www.spie-
gel.de/politik/deutschland/0,1518,447249,00.
html.

8 Siehe hierzu die Pressemitteilung der Bundesnet-
zagentur vom 27. April 2006 abrufbar unter:
http://www.bundesnetzagentur.de/media/archi-
ve/5814.pdf.

9 Im Vergleich zum Jahr 2003 (ca. 25.000 Anord-
nungen der Telekommunikationsiiberwachung
im Mobilfunkbereich) ist sogar eine Steigerungs-
rate um 40 Prozent zu verzeichnen.

10 Das ergab die Untersuchung zur Telekommuni-
kationstiberwachung von Albrecht, Dorsch, Kriipe,
S. 31f, 53ff.

11 Vgl. hierzu die Studie von Albrecht, Dorsch, Kriipe,
S. 38f.

12 So auch Albrecht, Dorsch, Kriipe, S. 461 und der
Referentenentwurf des Bundesministeriums der
Justiz zur Regelung der Telekommunikations-
iiberwachung und anderer verdeckter Ermitt-
lungsmafinahmen, S. 83. Er ist abrufbar unter:
http://www.humanistische-union.de/ filead-
min/hu_upload/doku/vorratsdaten/de-
recht/bm;j_2006.11.pdf.

13 Der Entwurf von Biindnis 90/Die Griinen ist ab-
rufbar unter: http://www.gruenebundestag.de/
cms/innen_recht/dokbin/153/153565.pdf.

14 BT-Drucks. 16/3827.

15 Siehe hierzu insbesondere die laufenden Ver-
handlungen vor dem BVerfG wegen der Durch-
suchung der Redaktionsrdume der Zeitschrift
,Cicero” und des Wohnhauses des Journalisten
Bruno Schirra sowie der Beschlagnahme von
Computerdaten.

16 Diese Verbindungsdaten werden eigentlich aus
Griinden der ordnungsgemdfen Buchfiihrung
bei den Telekommunikationsanbietern tiber ei-
nen langeren Zeitraum gespeichert, sieche Nelles
in NK 2006, S. 69.

17 Die IMSI (International Mobil Subscriber Identity)
wird weltweit einmal vergeben. Sie dient der ein-
deutigen Identifizierung der Netzteilnehmer. Mit
dem sog. IMSI-Catcher kann die IMSI ausgelesen
und der Standort eines Mobiltelefons innerhalb
einer Funkzelle eingegrenzt werden. Das Bundes-
verfassungsgericht hat in seiner Entscheidung
vom 22. August 2006 (2 BvR 1345/03) den Ein-
satz eines solchen IMSI-Catchers zur Ermittlung
der Gerdte- und Kartennummer sowie des Stand-
ortes von Mobiltelefonen fiir verfassungsgemafy
erklart. Die Entscheidung kann unter http://
www.bverfg.de/entscheidungen/rk20060822_
2bvr134503.html abgerufen werden. Zu den
Maoglichkeiten und der daraus resultierenden Ge-
fahr fiir die Grundrechte der Betroffenen durch
den eingesetzten IMSI-Catcher siehe Nelles in NK
2006, S. 69.

18 Diesen Gesichtspunkt fiihrt auch das Bundesver-
fassungsgericht in seiner Entscheidung zu den
Regelungen zur vorbeugenden Telekommunika-
tionsiiberwachung des Niedersichsischen Geset-
zes Uiber die offentliche Sicherheit und Ordnung
an, BVerfGE 113, 348, 385.

19 So auch im Gesetzentwurf der Bundestagsfrak-
tion Biindnis 90/Die Griinen, S. 2.

20 Staatsfeinde und Verbrecher der Schwerkrimina-
litat sollten mittels Telekommunikationsiiberwa-
chung gefasst werden konnen, siehe BT-Drucks.
5/1880,S.7.

21 Albrecht, Dorsch, Kriipe, S. 17.

22 Durch das Gesetz zur Neuordnung des Betdu-
bungsmittelrechts (BtMRNOG), BGBI. 1 1981,
681 wurden die Betdaubungsmitteldelikte in
§ 100a StPO eingefiigt.

23 Eingefiigt wurden bspw. die §§ 244, 244a, 260
StGB durch das Gesetz zur Bekdmpfung des ille-
galen Rauschgifthandels und anderer Erschei-
nungsformen der Organisierten Kriminalitat
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(OrgKG), BGBL. 11992, 1302 sowie durch das Ge-
setz zur Verbesserung der Bekdmpfung der Orga-
nisierten Kriminalitit (OrgKVerbG), BGBIL I
1998, 845.

24 Vgl. Niehaus, S. 40.

25 So auch der Vorwurf der Bundestagsfraktion
Biindnis 90/Die Griinen, S. 2.

26 Meyer-Gofner, § 100a Rn. 4.
27 7.B.§§97 Abs. 2, 109e Abs. 5 StGB.

28 Kritik an der Uneinheitlichkeit des Straftatenka-
taloges tiben insbesondere Neuhaus, 375, 386f;
Niehaus, S. 91f.

29 Nichaus, S. 74. Zur Anderung der Telekommuni-
kationsiiberwachung in Richtung proaktiver Er-
mittlungstétigkeit, Albrecht, Dorsch, Kriipe, S.
465f.

30 Vgl. den zuletzt zu diesem Thema verdffentlichten
Aufsatz von Allgayer in NStZ 2006, 603.

31 Vgl. BGH NStZ 1996, 200, 201; 1998, 426, 427.
Sowohl der Gesetzentwurf der Bundestagsfrak-
tion Biindnis 90/Die Griinen als auch der Ent-
wurf des BMJ enthalten im Hinblick auf Zufalls-
erkenntnisse eine Regelung, nach der ohne Ein-
willigung der von der Mafinahme betroffenen
Person nur bei Erfiillung einer Katalogtat des
§ 100a StPO eine Beweisverwertung in der Haupt-
verhandlung moglich ist (§ 100b V StPO-E im
Entwurf der Bundestagsfraktion und § 161 II
StPO-E im Entwurf des BM]).

32 BGHSt 31, 304, 308f.
33 Meyer-GofSner, § 100a Rn. 21.

34 Da es fiir den Bereich der Telekommunikations-
iiberwachung nur indirekte Bedeutung hat, wie
Voraussetzungen und Schutzniveau bei § 97
StPO ausgestaltet sind, soll an dieser Stelle nicht
weiter darauf eingegangen werden. Vgl. dazu nur
die Kommentierungen von Meyer-GofSner, StPO,
Rn. 9 ff oder von Rudolphi, SK-StPO, § 97, Rn. 7 ff.

35 Meyer-Gofiner, § 53 aRn. 1.

36 Auf die Frage, inwieweit die Ausklammerung von
Angehorigen i.5.d. § 52 StPO sachgerecht ist, soll
an dieser Stelle nicht eingegangen werden.

37 Hilgerin GA 2003, 482, 485.

38 Vgl. zum Problem der Einbeziehung von Journa-
listen in den Schutzbereich von § 100h II StPO
eingehend Hilger in GA 2003, 482, Welp in GA
2002, 546 und Kunert in NStZ 2002, 169.

39 So auch Wolter in SK-StPO, § 100h Rn. 6.
40 Meyer-GofSner, § 100a Rn. 10.

41 Meyer-Gofiner, § 100a Rn. 13; Pfeiffer, StPO,
§ 100a Rn. 7; Nack, KK-StPO, § 100a Rn. 28 {., Ei-
senberg, Beweisrecht der StPO, Rn. 2492.

42 Zur Frage der Telekommunikationsiiberwachung
von Rechtsanwilten siehe auch den Aufsatz bzw.
die Anmerkung von Kiihne, Telefoniiberwachung
von Rechtsanwilten — Fall Kopp (Schweiz) -
EGMR-Urteil vom 25Mirz 98 (13/1997/
797/1000), in StV 1998, 683. Kiihne kommt unter
Zugrundelegung der Rechtsprechung des EGMR
zu der Auffassung, dass § 148 StPO Art. 8 Il EMRK
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nicht gerecht wird und einen nur unzureichen-
den Schutz konstituiert.

43 BGHSt 33, 347, 349 1.
44 BGHSt 33, 347, 352.

45 Nack, KK-StPO, § 100a Rn. 29 m.w.N., BGHSt 33,
347.

46 Rudolphi in SK-StPO, 100a Rn. 17 ff.

47 Diese Regelungsliicke bezweifelt Werle in ]JZ
1991, 482.

48 Rudolphi in SK-StPO, § 100a Rn. 21 m.w.N.

49 So zum Beispiel Nack, KK-StPO, § 100a Rn. 31,
der eine einschrankende Auslegung des § 100a
StPO fiir geboten hilt, wenn dem Betroffenen zu-
gehende Mitteilungen solche sind, die nach § 53
StPO dem Berufsgeheimnis unterliegen und will
diese einschrinkende Auslegung unter das Erfor-
dernis des § 97 11 3 StPO stellen.

50 Nack in KK-StPO, § 100a Rn. 131.

51 Ein solch erschreckendes Ausmaf3 der Nichtbe-
nachrichtigung der von der Maffnahme Betrof-
fenen offenbarte die Untersuchung von Backes,
Gusy, Begemann, Doka, Finke, S. 6. Zu dhnlichen
Ergebnissen kommt auch die Studie von Al-
brecht, Dorsch, Kriipe, S. 451.

52 Ist es die Angst vor der gerichtlichen Uberprii-
fung, weil dann herauskommt, dass die gesetz-
lichen Ermachtigungen zu grofiziigig ausgelegt
wurde? Zu dieser Tendenz der Strafverfolgungs-
organe und der Kritik hieran, Nelles in NK 2006, S.
70.

53 Vgl. Albrecht, Dorsch, Kriipe, S. 464.

54 Vgl. Albrecht, Dorsch, Kriipe, S. 464f.

55 Den Versuch mit Hilfe eines Straftatenkataloges
die Grundrechtseingriffe zu beschranken, sieht
Nelles in NK 2006, S. 71 als gescheitert an.

56 Darunter fallen z.B. §§ 86 StGB, 20 VereinsG.

57 Referentenentwurf, S. 86f.

58 Referentenentwurf, S. 90f.

59 Zum Beispiel § 232 Abs. 1 StGB.

60 Referentenentwurf, S. 90f.

61 Vgl. Albrecht, Dorsch, Kriipe, S. 465.

62 Zu diesem Ergebnis kommt die Studie von Al-
brecht, Dorsch, Kriipe, S. 299.

63 Referentenentwurf, S. 85f. bzgl. BVerfGE 107,
299, 329; 109, 279, 346; 113, 348, 385f. Die
Schwammigkeit des Begriffs ,Straftat von erheb-
licher Bedeutung” kritisiert Nelles in NK 2006, S.
71. Die Eingriffsermdchtigung enthalte aufgrund
dieses Begriffs keine Grenze, welche ein Richter
demzufolge auch nicht kontrollieren kann. Die
Kritik ist jedoch unberechtigt, da die Rechtspre-
chung und auch der Gesetzgeber den unbe-
stimmten Rechtsbegriff der ,Straftat von erheb-
licher Bedeutung” mehrfach ausgelegt haben
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