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Abstract: Definitions serve a range of purposes, including providing meaning to a term, describing the characteristics of an object being de-
fined, eliminating any ambiguity about the meaning of a term, demonstrating the etymology of a word, and so on. However, scholars hold
differing opinions on everything from the necessity of definitions to the very existence of definitions. This disagreement is evident in various
definition theories, types, and methods. This article aims to provide a tentative definition of blockchain using the Aristotelian method of
definition, after thoroughly examining existing definitions in the literature. Many publications were collected from multiple databases to
achieve this, and non-peer-reviewed literature was excluded. Subsequently, definitions were extracted from the literature using a semi-auto-
mated method, creating a mini corpus of definitions, which was then analyzed. During the analysis, it was observed that authors employ eleven
class terms and several distinguishing characteristics to define blockchain. However, ten of the class terms were deemed unsuitable based on
the analysis, and the definition was ultimately made on the concept of Distributed Ledger Technology (DLT). Nevertheless, the proposed
definition is presented as tentative due to the absence of a precise definition for DLT and the ongoing evolution of blockchain. In the field of
information systems, defining concepts logically is a rare occurrence caused by professionals’ unfamiliarity with communication and logic
principles. This study aims to provide a tentative definition of blockchain that will enable interested parties to have a consistent understanding
of the term and lay the groundwork for future definitions in this domain.
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“If terms be incorrect, language will be incongruous; and if language be incongruous, deeds will be imperfect” (Confucius 1996, 68)

1.0 Introduction indispensability of definition. While some scholars, such as

Schiappa (2003), place significant emphasis on the im-

Definitions serve a multitude of purposes, including but
not limited to ascribing meaning to a term, elucidating the
characteristics of an object under definition, eliminating
any ambiguity surrounding the meaning of a term, and trac-
ing the etymology of a word. There has been a longstanding

scholarly discourse surrounding the essence, objectives, and

portance of definitions, others, such as Wittgenstein (1968)
and Fodor (1981), illustrate the challenges inherent in de-
fining certain concepts. Nevertheless, Carnap (2003), a pro-
ponent of the significance of definition, underscores that
definitions establish both a necessary and sufticient condi-
tion for forming and utilizing a concept.
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In the contemporary era, there are four recognized types
of definitions: dictionary, legal, terminological, and scien-
tific. The purpose of a dictionary definition is to acquaint
individuals unfamiliar with a term by providing its lexical
meaning (Walton 2001). Legal definitions play a crucial role
in the process of legal decision-making, but there are sugges-
tions that legal systems should also incorporate “defini-
tional reasoning,” which involves identifying, evaluating,
and comparing competing interests (Aleinikoft 1987). Ter-
minological definitions are applicable only to pure terms,
reflecting the concept’s notion and describing the relevant
properties of the term (Halpern 2014). Scientists aim to
comprehend the nature of existing entities and their behav-
iors. They do so in order to articulate how things behave in
statements of causal laws and to capture the true essence of
things in accurate definitions (Bhaskar 2015). As Rickert
explains, “definition is then a means to a scientific end”
(Rickert 2000, 201). It is important to note that all types of
definitions must be appropriate for the context in which
they are employed; therefore, they cannot be considered
static “truths.” Over time, meanings evolve due to techno-
logical advancements, shifting social norms, and changes in
word usage (Halpern 2014, 132).

Despite the widespread acceptance of these various
forms of definitions, there remains ongoing scholarly de-
bate surrounding definitions, resulting in a multitude of de-
fining methods, types, and theories. Moreover, the exten-
sive criticism of one stream of thought from the perspective
of another significantly influences the acceptability of defi-
nitions. Consequently, it has become a prevailing theme
among authors to acknowledge that definitions are subject
to convention. In line with this notion, Kuhn (1996) em-
phasizes that definitions serve a functional purpose due to
conventional convenience, a viewpoint that aligns with
Quine's essay on “truth by convention” (Quine 1997).
However, it is important to note that not all conventions are
inherently true; rather, they are considered true only among
those who adhere to the convention (Harman 1999).
Therefore, as Schiappa (2003, 3) asserts, “the distinction be-
tween accepted and utilized definitions and those that are
not lies in the realm of persuasion.” The persuasive power
of a definition is influenced by various factors, including
the reputation of the individual proposing the definition
and whether the definitions are endorsed by authoritative
figures who provide standard definitions.

According to Pearson (1998), the act of defining can be
approached in two distinct manners. Firstly, defining can
occur when a definition is initially formulated and ex-
pressed, which is known as defining exercitives. The term
exercitives is defined by Austin (1975, p. 154) as “ the giving
of a decision in favor of or against a certain course of action,
or advocacy of it. It is a decision that something is to be so”
Secondly, defining can take place when a definition is re-

stated or rephrased in order to provide clarification or ex-
planation, referred to as defining expositive. The term ex-
positive is defined by Austin (1975, p. 160) as “the ex-
pounding of views, the conducting of arguments, and the
clarifying of usage and of references.”

Definition exercitives are commonly observed when ex-
perts write for their peers or when a term already exists
within a specific field of study, but the author intends to
assign it a new meaning, particularly within academic liter-
ature. This process can be undertaken by an individual or a
group of individuals, known as individual-level defining ex-
ercitives. Alternatively, it can be carried out by an authorita-
tive body such as a standardizing organization or profes-
sional association, referred to as consensual defining exerci-
tives.

In the former scenario, the level of conventionality is de-
termined by the author's reputation and the publication in
which the definition is presented. Conversely, in consensual
definition exercitives, the degree of conventionality and per-
suasiveness is higher. The heightened degree of persuasive-
ness can be attributed to the longstanding credibility of the
standard-setting bodies, which have been diligently formu-
lating standardized terminologies for numerous decades.

In the field of information systems, approaches to defin-
ing are employed like other academic disciplines. To this
end, dictionaries such as Downing (2009) and encyclopedic
publications like Bidgoli (2003), Henderson (2009), and
Khosrow-Pour (2005) serve as reference sources for defini-
tions of terminology used in the subject of study. These
works are the result of a collaborative effort between aca-
demics and organizations that have recognized the need for
such publications to promote a shared understanding
among users of the terms contained therein. Such publica-
tions can be considered as examples of individual-level de-
fining exercitives. Conversely, publications issued by the In-
ternational Organization for Standardization (ISO) and
IEEE Standard terminologies can be cited as examples of
consensual defining exercitives. Both individual and con-
sensual levels of defining rely on sources such as conference
proceedings, books, and journal publications, in addition to
the individual or organizations own definitions.

In spite of the extensive endeavors made to establish pre-
cise definitions for terms within the field of information
systems, a considerable number of terms remain undefined
due to various factors. One such factor is the insufficient
expertise of professionals in defining terms, stemming from
their limited understanding of communication and logic
principles (Parnas 1990). Consequently, this article adopts
a logical approach to define the concept of blockchain. To
achieve this objective, a comprehensive collection of aca-
demic publications was procured from multiple databases,
which were subsequently subjected to analysis using Word-
Stat, a software specifically designed for quantitative data
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analysis. Based on the findings, a tentative definition of
blockchain is proposed.

Academic publications present definitions in various
formats. However, for those definitions with a genus difter-
ence form, a semiautomated approach was employed to ex-
tract them from the publications. This approach involved
combining WordStat searching and manual screening. The
extraction process involved using the phrase “blockchain
is,” which yielded both definitions and non-definitions
thatincluded the phrase. Subsequently, the non-definitions
were eliminated, resulting in a mini-corpus of definitions.

To analyze the corpus and identify the essential distin-
guishing characteristics of blockchain, we followed Rickert
assertion that definitions must specify the essential charac-
teristics of objects and utilize them in the formation of con-
cepts (2000, 216). Furthermore, in accordance with the
Correspondence Theory of Truth, as expounded by New-
man (2002), class words that do not correspond to facts
were rejected. Conversely, the class word that accurately cor-
responds to the fact was accepted for use in defining block-
chain.

Definitions play a crucial role in shaping social
knowledge and fostering a shared understanding among in-
dividuals regarding the nature of things and their existence
in reality. They also guide the appropriate use of language
(Schiappa 2003). Moreover, definitions serve as the founda-
tion for the development of theories in all academic disci-
plines (MacKenzie 2003). Consequently, the consistency
and coherence of theories within a particular field are heav-
ily influenced by the definitions of the terminology em-
ployed in that domain. Larsen and Bong (2016) highlight
that the lack of uniformity in defining terms raises several
issues, including construct identity fallacy (CIF). CIF man-
ifests in two forms: the jingle fallacy, where two constructs
with similar names refer to distinct real-world phenomena,
and the jangle fallacy, where different construct names are
used to describe the same real-world phenomenon.

In the realm of IS, the absence of precise definitions has
impeded the establishment of a cumulative tradition where
scholars can expand on one another’s research and exchange
ideas and themes. For instance, the ambiguity in defining
the fundamental concept of the field “information” high-
lights the lack of agreement on what IS truly encompasses,
resulting in a negative effect on its theoretical foundation
(Keen 1980). Similar to all areas of IS, there has been a prev-
alent occurrence of fallacies in connection with blockchain
for a considerable period. Specifically, many scholars mis-
takenly believe that blockchain, bitcoin, and cryptocur-
rency are interchangeable terms. Swan (2015) emphasizes
that the terms Bitcoin and blockchain can refer to any of the
three fundamental elements of the concept, including the
foundational blockchain technology, the protocol and cli-
ent used for transactions, and the tangible cryptocurrency.

Alternatively, these terms can be used broadly to encompass
the entire concept of cryptocurrencies. Du etal. (2019) have
extensively deliberated on this matter and have elucidated
that it has negatively affected the acceptance and adoption
of this technology.

Moreover, the prevalence of confusion surrounding
blockchain technology has a significant impact on user per-
ception, particularly in terms of its usefulness, risks, and
benefits. As such, itis imperative to provide a clear and con-
cise definition of blockchain, despite the inherent chal-
lenges in doing so. It has been observed that various authors
have differing interpretations of blockchain, with some con-
sidering it a database, others a data structure, and still others
a transaction management technology. However, it is im-
portant to note that these interpretations are not entirely ac-
curate. Therefore, as the essentialist school of thought pos-
its, a precise definition is necessary to convey more exact and
certain information than can be achieved through descrip-
tive statements (Abelson 2006).

Blockchain is a technology of great importance due to its
paradigmatic nature. Defining it is significant for several
reasons including:

1. Definitions serve as the foundation for theory formula-
tion (MacKenzie 2003), and as such, defining block-
chain facilitates the development of theories.

2. The absence of a clear definition can have a detrimental
impact on the adoption of a technology (Du et al. 2019).
Defining blockchain can enhance its adoption, thereby
promoting its widespread use.

3. Defining a term fosters the prevalence of cumulative tra-
dition, where knowledge accumulates rather than being
piled up (Keen 1980). Defining blockchain is essential
for fostering a shared understanding and promoting
knowledge advancement.

4. Defining blockchain helps to avoid the occurrence of
construct identity fallacy (CIF) (Larsen and Bong 2016).
As aresult, clear distinction between Bitcoin blockchain
and cryptocurrency etc. can be made so that inappropri-
ate use of these terms will be avoided.

5. Itisimportant to note that nothing useful can be said or
known about a concept until it is properly defined
(Kaplan and Haenlein 2006).

However, the definition presented herein is tentative owing
to the lack of a widely accepted “definition in use” (Carnap
2003) for the class term employed to define blockchain, as
well as the continuous evolution of the technology, which
may render presently deemed essential characteristics insig-
nificant in the near future.

The article is structured as follows: it begins with an in-
troduction, followed by a section discussing the relationship
between language and information systems and the im-
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portant aspects of blockchain. A literature review is then
conducted, focusing on different types and methods of def-
initions. The article then explains the method used to pre-
pare it and moves on to a discussion section outlining the
reasons for rejecting specific genus terms and differentiae,
as well as the proposed definition. Finally, the main sections
of the paper conclude with a summary and the analyzed def-
initions, a list of terms used in the definitions, and a con-
cordance table for some key terms are included as an annex
at the end.

2.0 Background

This section presents background information on the rela-
tionship between language and information systems and a
comprehensive background on blockchain.

2.1 Language in information systems research

Scholars in the field of information systems analyze the con-
nections between language and information systems from
various viewpoints and levels of abstraction. While some
consider language to be the central focus of the discipline,
others view it as a fundamental component. In the former
sense, scholars emphasize that communication serves as the
foundation of information systems. For example, Lyytinen
(1985) highlights how the primary purpose of an infor-
mation system is to facilitate human communication and
argues that an information system would be meaningless
without a linguistic function. On the other hand, authors
such as Orlikowski and Iacono (2001) perceive the primary
subject of information system research to be the infor-
mation systems artifact, which encompasses four compo-
nents: constructs, models, methods, and instantiation. In
this perspective, language is represented by construct,
which serves as the fundamental language for presenting
concepts.

For those who consider communication as the primary
focus of the discipline, language theories are essential as they
can be utilized to interpret existing design approaches to in-
formation systems. These theories emphasize the im-
portance of selecting an appropriate perspective in design-
ing an information system (Lyytinen 1985). A language ac-
tion viewpoint, which regards the use of information sys-
tems as a form of communicative action, is consistent with
this perspective (Lyytinen, 1987). According to this view-
point, design is considered an ontological process encom-
passing more than just the design of structure and function.
It involves participating in the organization and design of
practices, which includes designing the work rather than the
tool. This can be effectively achieved by using appropriate
language to describe the process (Winograd 1986).

The second group of scholars views information systems
artifacts as the central focus of an information system, with
language being just one component of these artifacts. Ac-
cordingly, information systems artifact encompasses four el-
ements: constructs, models, methods, and instantiation.
Constructs represent a basic language for concept presenta-
tion with which it is possible to characterize phenomena.
Models on the other hand are higher-order constructions
used to describe tasks, situations, or artifacts. The ways of
performing goal-directed activities are presented through
methods. These all are instantiated in specific products and
physical implementations intended to perform certain tasks
(March and Smith,1995).

Both groups of literature stress the importance of utiliz-
ing appropriate language when designing information sys-
tems. The group that focuses on artifacts is the dominant
force in information system research, conducting research
that ranges from conceptualizing to theorizing artifacts.
However, it has long been recognized that concepts in infor-
mation systems are often presented in an imprecise manner
due to professionals' lack of knowledge in defining them,
stemming from their unfamiliarity with communication
and logic principles (Parnas 1990).

Over time, various fields of study related to information
systems have emerged to address it. One such field is artifi-
cial intelligence, which tackles the issue through its three
subfields: natural language processing (NLP), machine
learning, and knowledge representation (Vargas et al. 2018).
NLP, also known as computational linguistics (Bolshakov
and Gelbukh 2004), focuses on developing information sys-
tems that can process words in natural language texts. Its
foundation is built on computer and information sciences,
languages, mathematics, psychology, and other disciplines.
NLP is used in a wide range of research fields, including ma-
chine translation, natural language text processing and sum-
marization, user interfaces, multilingual and cross-linguistic
information retrieval (CLIR), and other areas of study
(Chowdhary 2020).

Machine learning is a field of study that aims to develop
methods for computers to learn by detecting statistical reg-
ularities or other data patterns. This is achieved through the
use of algorithms that mimic the human approach to task
learning (Nasteski 2017). Machine learning has become the
preferred method for creating useful systems in various ap-
plications such as computer vision, speech recognition, nat-
ural language processing, robot control, and more. As ma-
chine-learning approaches for analyzing high throughput
experimental data have been developed, there have been sig-
nificant consequences throughout empirical sciences, from
biology to cosmology to social science (Jordan and Mitchell,
2015).

Machine learning algorithms are generally classified into
two types: supervised and unsupervised approaches
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(Nasteski 2017). Muhammad and Yan (2015) conducted a
survey about supervised machine learning algorithms, while
Usama et al. (2019) conducted a survey about unsupervised
machine learning approaches.

Knowledge Representation is a field within Artificial In-
telligence that deals with the symbolic representation and
manipulation of knowledge by automated reasoning sys-
tems (Brachman and Levesque, 2004). The focus of re-
search in this area is typically on either the formalism used
for representation or the information that is encoded within
it, which is known as knowledge engineering. Formalisms
for representing knowledge require a well-defined syntax,
meaningful semantics, and a computationally traceable in-
ference mechanism (Hayes 1999). Syntax establishes a set of
rules, while semantics describes how expressions are under-
stood.

To be effective, a representation must meet certain desir-
able requirements, including metaphysical adequacy (no
contradiction between facts), epistemic adequacy (the abil-
ity to communicate facts), heuristic adequacy (the ability to
describe the thinking process), and computational traceabil-
ity (the ability to manipulate the representation within a
system) (Bench-Capon 1990). Examples of knowledge rep-
resentation systems include knowledge graphs (Nickel et al.
2016), which model information in the form of entities and
their interactions, as well as frame-based graphs (Minsky
1988). Natural language is also a tool for knowledge repre-
sentation (Bench-Capon 1990). These three topics are per-
tinent to this study from a methodology perspective, and
their application is described in the methodology section.

2.2 Blockchain

The genesis of blockchain invention is contentious. Numer-
ous authors (Abe et al. 2018; Conoscenti et al. 2016; Ehmke
etal. 2018; Feng et al. 2019; Liu et al. 2017; Novo 2018; Pa-
zaitis et al. 2017; Pinno et al. 2017; Qu et al. 2018; Reyna et
al. 2018) attribute Satoshi Nakamoto, the creator of
Bitcoin, as the inventor of blockchain, or they claim that
blockchain was first used by Bitcoin. On the other hand,
others argue that the components of blockchain technology
existed before the launch of Bitcoin.

According to Wood (2019), Dwork and Naor (1993) de-
signed proof-of-work for spam detection, which is currently
employed by Bitcoin as a consensus mechanism. Further-
more, before Bitcoin came into existence, Vishnumurthy et
al. (2003) used proof-of-work for trading files in a peer-to-
peer network. Consistently, authors, including Aste et al.
(2017) and Wang et al. (2019), describe that the only inven-
tion that Bitcoin has brought is operationalizing a monetary
system without the involvement of a central organ.

Furthermore, Dhillon et al. (2018) stress Bitcoin’s Byz-
antine fault tolerance capability as its major contribution,

but Lamport et al. (1982) introduced the foundation idea
years before Bitcoin came into life. Byzantine fault tolerance
denotes the unfettered functionality of a network despite
some members acting dishonestly.

Blockchain has ample potential to transform human ac-
tivities and the relationships between mankind. Its superior
value is emphasized by authors such as Efanov and Roschin
(2018), who regard it as the most significant invention since
the dawn of the Internet. Similarly, Swan (2015) labels it
“the fifth disruptive computing paradigm.” However,
Iansiti and Lakhani (2017) agree with its bearing but argue
that it will take decades for it to be disruptive. Compared to
the Internet, which is presented as the third disruptive par-
adigm in Swan (2015), it is explained by Saberi et al. (2019)
that blockchain can transfer value that outstrips the ability
of the Internet by which information has been transferred.
This improvement results from various computer and eco-
nomic principles, most notably peer-to-peer networks,
asymmetric cryptography, consensus protocols, decentral-
ized storage, decentralized computation, smart contracts,
and incentive systems (Eberhardt and Tai 2017). The evolu-
tion of each computing and economics concept concerning
their use in blockchain has been developing.

The development of blockchain technology has had a
significant impact, continuously evolving its potential to
transform various aspects of human activities and relation-
ships. The introduction of Bitcoin has greatly accelerated
blockchain research, leading to extensive advancements in
the field. Similarly, subsequent platforms developed after
Bitcoin have significantly impacted the progress of block-
chain, each making substantial contributions in various
ways.

Initially, blockchain was primarily used for cryptocur-
rency when Bitcoin was introduced. However, the entry of
Ethereum revived the concept of smart contracts proposed
by Nick Szabo (Szabo 1997). Ethereum expanded the capa-
bilities of blockchain technology by incorporating smart
contracts, enabling the management of content rights, ad-
ministration of smart property, and reputation-based credit
management. This expansion paved the way for a broader
application of blockchain, leading to the classification of
blockchain usage for cryptocurrency as blockchain 1.0, and
blockchain employment with smart contracts as blockchain
2.0. Subsequently, the introduction of various platforms
further expanded the use of blockchain, resulting in the
emergence of blockchain 3.0. This new phase of blockchain
technology has found applications in healthcare, industry,
supply chain management, and other sectors (Swan 2015).

Despite the advancements in the field, there is still a lack
of clarity among various stakeholders regarding the distinc-
tion between Bitcoin, cryptocurrency and blockchain. This
confusion arises from the significant impact that Bitcoin
has had on the development of blockchain technology. In
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their study, Du et al. (2019) argue for the separation of
blockchain from Bitcoin, emphasizing that these two con-
cepts are distinct. The confusion stems from the fact that
blockchain is utilized to track transactions in Bitcoin. More-
over, the adoption of blockchain technology has witnessed
a substantial increase following the introduction of Bitcoin.
However, despite the growing interest in blockchain re-
search, there remains a lack of consensus on the terminology
associated with this technology. Multiple definitions of
blockchain exist, which can impact the accurate compre-
hension of this technology, as emphasized by Adere (2022).
Consequently, this article critically examines the existing lit-
erature aiming to provide definitions of blockchain.

3.0 Literature review

In the current setting, four definition traditions have been
deemed to be acceptable: scientific, legal, dictionary, and
terminological. Because each of these streams contains flaws
of its own, it is common to criticize one from the standpoint
of the other, indicating a lack of consistency and competi-
tiveness (Rey 2000). For a long time, there has been incon-
sistency and divergence in opinions, which includes, among
other things, theories formulated on definition, definition’s
purpose, categorization of definitions, and the methods
used in developing definitions. Regarding theories of defi-
nition, Rickert explains that *There are no two modern lo-
gicians with the same theory about definitions” (Rickert
2000, 199). This implies that scholars argue on anything
from whether definition is necessary to whether definition
exists at all (Fodor 1998).

Several of the disagreements between authors are intrac-
table (Schiappa 2003). Some writers depict how challenging
or impossible it is to define some concepts. Wittgenstein
(1968), for example, shows why it is impossible to define
“game”, and Fodor (1981) illustrates how vague a definition
of paint would be if it were to exist. Despite these kinds of
issues, definitions have supporters; their contributions are
discussed in the coming sections of this part. Generally, it
has to be noted that “disagreement is not disconfirming, it
is as much a datum for philosophizing as agreement is”
(Cavell 1976, 95). Therefore, authors of the past and pre-
sent propose varying definition types, methods to be fol-
lowed, and theories that deal with definition.

However, in what might be viewed as a great attempt to
comprehend this incomprehensible issue, Abelson (2006)
divides viewpoints on definitions into three main catego-
ries: essentialist, prescriptive, and linguistic, depending on
their objectives and substance. According to essentialists,
the objective of definitions is to give descriptive knowledge
gathered by a consistent cognitive mode known as intellec-
tual vision, intuition, reflection, or conceptual analysis. For
prescriptive thinkers, definitions are symbolic conventions

that strive to eliminate ambiguity and vagueness through
syntactic and semantic rules. This stream is divided into two
basic types: normalist and formalist. The former describes
definitions as semantic rules for assigning names to objects,
while the latter is concerned with syntactic rules for abbre-
viating strings of symbols to clear up or avoid ambiguity,
vagueness, and obscure language rather than communicate
information. From a linguistic standpoint, definitions are
reports of language behavior that provide descriptive
knowledge of how to use words correctly.

3.1 Definition types

Scholarly literature from both historical and contemporary
periods endeavors to classify definitions. Aristotle classified
definitions into two types: real and nominal, while Kant
categorized them as analytical and synthetic (Abelson
2006). Additionally, Russell proposed a classification of
definitions based on intension and extension (Russell 1908;
Whitehead and Russell 2011), which was further elaborated
by Carnap (2003). These classifications have laid the
groundwork for modern literature on definitions.

For instance, Riemer (2010) builds upon Aristotle's cat-
egorization by further dividing the nominal category into
cognitive, which aims to convey knowledge about the
proper usage of a word, and extensional, which seeks to nar-
row down the meaning of a word. Similarly, Hurley (2015)
adopts Carnap's well-known intensional and extensional
categorization as the basis for grouping definitions. A sum-
mary of various classification types of definitions can be
found in Table 1.

The definition types listed in Table 1 share certain simi-
larities and differ from one another in some ways. However,
the ones described in Flowerdew (1992) are used to catego-
rize the definitions. The major element of this classification
is the distinction between formal and semi-formal defini-
tions, with the difference between the two being the inclu-
sion of a class term in formal definitions and its absence in
semi-formal definitions. As a result, formal definitions are
the same as the Aristotelian definition, which presents def-
initions according to genus and difference. This definition
type is further divided into four categories: location/occur-
rence, composition/structure, behavior/process/function,
and attribute/property. The behavior/process/function
definition type explains how an object acts and reacts, the
operations it can execute, and the reason for which the ob-
ject to be defined is utilized. On the other hand, the compo-
sition/structure definition attempts to show what the term
to be defined is comprised of and what form it exists in. The
location/occurrence definition, on the other hand, at-
tempts to portray the location where the term to be defined
processes its actions and exists. Finally, the attribute/prop-
erty definition concentrates on the object’s unique qualities
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Author Definition Type Explanation
Extensional (Denotative) Assigns meaning to a term
1 —Demonstrative (Ostensive) Definition by pointing at the object
2 — Enumerative Naming the members of the class the term denotes
3 - By subclass Naming subclasses of the class denoted by the term
Intensional (connotative) Indicates the qualities or attributes that the word connotes
(Hurley 2015) 1 — Synonymous Using a single word that connotes the same attribute
2 - Etymological By disclosing the word's ancestry both in its language and other
languages
3- Operational Specifying certain experiment.al procedure.s thal.t determine
whether or not the word applies to a certain thing
4 - By genus and difference Identifying a genus term and one or more difference words
Real Describing the essence or inherent nature of a thing
. Nominal Describing the meaning of the word that denotes the thing
(Riemer 2010) - — - - —
1 - Extensional Fixing the meaning of a word to avoid ambiguity
2 - Cognitive Explaining to someone who does not already understand it
Reportive Explains how a word is actually used
1 — Lexical How a word is used in ordinary life
2 - Disciplinary How a word is used in some special area (technical use)
(Munson and Black | 3 - Historical How a word was used in the past
2010) Stipulative Explains how a word is going to be used
1 - Arbitrary How the writer or speaker has decided to use a word
2 - Precising HO\.N the writer or spea].<er is going to restrict the meaning of an
ordinary word to make it more exact
Formal
1. Behavior/process/function
2. Composition/structure
3. Location/occurrence
, 4. Attribute/property Explained below
Semi-formal
1. Behavior/process/function
(Flowerdew 1992) 2. Com[.)osition/structure
3. Location/occurrence
4. Attribute/property
Substitution
1. Synonym Employing a word that implies the word to be defined
Using different words to explain a phrase or a sentence differ-
2. Paraphrase
ently
3. Derivation Using words that are obtained from the original word
Ostensive Showing through pointing at objects

Table 1. Some examples of types of definitions

in comparison to others in the same class without mention-
ing the other three defining subcategories stated here.

3.2 Methods of defining

There exist various approaches to defining a concept, rang-
ing from the use of demonstrative gestures to identify the
object in question, which may not be applicable to abstract
concepts, to more sophisticated techniques. Presented be-
low are some of the methods employed. While some schol-

ars consider defining through the aforementioned methods
as a distinct approach, others perceive definition types and
methods in a distinct manner.

Hurley (2015) can be considered an example of those
who offer similar definition types and methods, as he states
the definition types are methods as well. In contrast, after
delivering definition types discussed above, Munson and
Black (2010) distinguish between the two by providing def-
inition techniques such as synonym, genus and spices, os-
tention, example, and complete enumeration. The syno-

19.01.2026, 15:26:38.


https://doi.org/10.5771/0943-7444-2024-6-380
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Knowl. Org. 51(2024)No.6

387

E. M. Adere. Toward a Definition of Blockchain: Analyzing Definitions to Propose a Definition

nym definition approach involves offering a term or phrase
that is equivalent or nearly identical in meaning to the word
defined. Genus and species, on the other hand, refer to the
class to which a term belongs and describe its unique char-
acteristics within that class. The simplest technique of defi-
nition is ostention, which uses pointing to the object to be
defined. An example method of definition accomplishes
definition by providing instances of the kind of objects the
term designates. Finally, the complete enumeration ap-
proach entails listing all of the items that the term indicates.

The genus difference technique, as described in Hurley
(2015), is considered applicable for constructing all types of
definitions. Although commonly referred to as the Aristo-
telian method, it is important to note that Aristotle's defi-
nition writings encompass a wide range of theories, making
it misleading to attribute a single “Aristotelian” definition
theory. Additionally, the Socratic and Platonic defining ap-
proaches have also contributed to the development of this
methodology. However, Aristotle structured it with the for-
mula X is a Y, along with additional distinguishing charac-
teristics (Schiappa 2003). Consequently, a definition in this
method consists of the term to be defined, known as the de-
finiendum, and the definiens, which includes a term that
classifies the definiendum and provides further information
about its qualities.

In terms of sentence structure, the definiendum is posi-
tioned on the left side of the sentence, while the definiens is
on the right (Flowerdew 1992). Various authors use differ-
ent terms to refer to the component of the definiens that
performs classification, such as superordinate (Meyer
2001), class word (Munson and Black 2010), and genus
term (Flowerdew 1992). Similarly, different authors use dif-
ferent titles to describe the qualities that illustrate the defin-
dens, such as distinguishing characteristics (Meyer 2001),
species (Munson and Black, 2010), and differentia (Ross et
al. 2004). For the purposes of this paper, these terms are
used interchangeably.

The method has been used for millennia with almost no
changes (Abelson 2006). Aristotle suggests definition to be
performed by division and generalization (Deslauriers 2007;
Ross et al. 2004). The use of these techniques implies the
existence of a hierarchy between the object to be defined
and the class to which it belongs, which brings us to the no-
tion of Russell's (Russell 1908) theory of types, as elabo-
rated by Whitehead and Russell's (2011), who establishes
the existence of a logical types hierarchy in which a class can-
not be a member of itself, nor can one of its members be the
class. In this paper, blockchain is defined using this method.
The comprehensive procedure that Aristotle describes in-
cludes the methodology's specifics as well. According to
Abelson (2006, 674):

1. A definition should give the essence or nature of the
thing defined, rather than its accidental properties
2. A definition should give the genus and differentia of the
thing defined
. One should not define by synonyms
. A definition should be concise

. One should not define by metaphors.

A\ WV R W

. One should not define by negative terms or by correla-
tive terms.

4.0 Methodology

This paper has been prepared using a rigorous three-step
procedure, which can be summarized as follows. Firstly, a
comprehensive search was conducted across several reputa-
ble databases, including Sciencedirect, Springer link, IN-
FORMS, Sage, Taylor and Francis, Emeralds Insight, IEEE
Xplore, and JSTOR, using the key term “blockchain”. This
search yielded a total of 6,852 documents. Secondly, 674
grey publications, such as reports, theses, dissertations, and
monographs, were excluded from the analysis. Finally, from
the remaining 6,178 publications, definitions of “block-
chain” were extracted using semi-automated method. This
method returned 102 definitions, of which 41 were identi-
fied as duplicates and removed. The remaining 61 defini-
tions were then used to create a corpus of definitions for
further analysis. Figure 1 provides a summary of these pro-
cesses.

4.1 Corpora and Definition extraction

A corpus is “ a systematic collection of texts, which docu-
ments the usage features of a language or language variety”
(Hartmann and James 2002, 30). Corpora are actual text,
thus it is possible to use them to discover what people ex-
press and do not express as well as how frequently they do
so. Additionally, they can be used to test theories or under-
take new research. Furthermore, corpora can be a helpful
supplement to other sorts of resources, including dictionar-
ies, printed texts, subject matter experts, and intuition, since
they have advantages over them (Bowker and Pearson
2002).

There are several types of corpora, including reference
corpora, which contain a language's standard vocabulary,
special purpose corpora created for a specific research pur-
pose, monitor corpora designed to track language evolu-
tion, and parallel corpora or translation corpora, which con-
tain original texts as well as translations into another lan-
guage (Teubert and Cermakova 2004). Special purpose cor-
pora can be developed for a variety of purposes and texts
ranging from a specific subject area textbook to informal
conversation, from a certain topic to a variety of languages.
It can be designed by considering the corpora’s purpose,
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Search and screening of documents

Definition extraction and corpus formation

-Yes:

Analysis and presentation

Figure 1. Workflow of the methodology

genre, representativeness, and applicability. The extent and
technique of data collection, however, are determined by
the genre under discussion (Flowerdew 2004).

Despite its numerous advantages, there are concerns
with using corpora such as authenticity, representativeness,
sampling (Tognini-Bonelli 2001), and applicability (Flow-
erdew 2004). In some cases, these concerns are not handled
correctly, resulting in inaccurate outcomes. As a result,
when employing corpora, care must be taken to avoid the
development of such circumstances. By taking into account
these issues, authors employ corpora for various research,
including for works that are somehow related to this paper.
For instance, Flowerdew (1992) employed a corpus contain-
ing a large number of definitions of terms to analyze the fre-
quency, distribution, form, and function of definitions.
Similarly, the corpus in Westerhout (2009a) is made up of a
vast number of definitions. In these publications, defini-

tion extraction—the process of obtaining definitions from
their sources—is generally used.

Definition extraction is “the excerption of terminologi-
cal data from a corpus” (Hartmann and James 2002, 141).
It is used for various purposes, including question answer-
ing (QA), dictionary building, ontology development, and
glossary creation (Westerhout 2010). There are two tech-
niques for definition extraction: rule-based and machine
learning-based (Westerhout 2009b, 2010). The methods
can be used independently or in combination to achieve a
better result. The rule-based definition extraction method
presupposes the presence of patterns in the definition of
concepts. These patterns are characterized as lexical, gram-
matical, or paralinguistic (Meyer 2001). In this article, we
employ lexical patterns, which is the most common pattern
type. Lexical patterns involve one or more distinct lexical el-
ements. For example, hyperonymy patterns incorporate “is
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» «

a”, “classified as”, and “defined as”; meronymy patterns take

» s

in “its”, “is a portion of”, and “contains”; and function pat-
terns include “required for”, “serve as”, and “designed for”
(Meyer 2001).

In this article, the genus and difference type of definition
or hyperonymy were extracted using the “is a” pattern recog-
nition approach, which means that to fetch the definitions,
we used the search phrase “blockchain is” on the software
WordStat. The software is a quantitative data analysis tool
for determining correlations between words, phrases, or cat-
egories of words and other numeric or categorical variables
found in documents (Provalis Research 2021). The search
yielded 1,872 sentences containing “blockchain is”, which
included both definitional and non-definitional. The defi-
nitions were selected manually from among them. The por-
tion of the screenshot of the software is presented in Fig-
ure 2.

4.2 Analysis of the definitions

The analysis was performed semi-automatically, which
means that the software was used to identify the locations
where definitions were presented as well as the frequency
with which definitions and key terms were presented in the
publications. Other activities, such as definition selection,
were done manually. Accordingly, in the manual selection
process, 102 definitions were found. Those that relied on

definitions made by other authors and presented in them
through citations were omitted. This resulted in a reduction
of the number of definitions to 61. Afterward, the defini-
tions are categorized by their superordinate term. Further-
more, they were also grouped per the formal definition type
presented in Flowerdew (1992). The result of the analysis is
presented in the findings section.

The definitions were mapped using a concept map built
in WordStat to demonstrate the concurrence of key terms.
Concept maps have been an information visualization
method numerous scholars have used for decades. Accord-
ing to Lune and Berg (2017), it was initially used by Joseph
D. Novak's Cornell University research program. Though
it was originally employed to examine changes in students'
knowledge of science topics, it has since been applied to
other issues, such as instructional design, and to understand
changes in meanings (Novak 1990). Additionally, research-
ers have demonstrated the several applications for which a
concept map may be used, including as a research tool for
creating an illustrative representation of ideas or plans and
their relationships (Lune and Berg 2017), can be used as a
starting point for developing an ontology for a knowledge
management application (Starr and Parente de Oliveira
2013), in marketing used to identify brand association net-
works (John et al. 2006), and to show the impact of trans-
portation projects on environment and community health
(Balal and Cheu 2019), and so on.

List: [User defined

'] Sort t

Word: BLOCKCHAIN_IS

Context delimit

T —————

= blockchain is 1872 -1....
= blockchain is a 3499 -1....58
= blockchain is a distrbuted S0 -1....
# blockchain is a distributed database 15 -%....
# blockchain is a distributed ledger 13 -1....
& blockchain is a distributed data structure 4 -1....
# blockchain is a distributed system 3 Leswe
# blockchain is a distributed digital 3 Luves
# blockchain is a distributed append only & A

blockchain is a distributed software m... 2 SLaiss

# blockchain is a distributed public datab... 2 L
blockchain is a distributed and decentr... 1 1.
blockchain is a distributed immutable |... 1 =Leead
blockchain is a distributed incorruptible ... s SRS —
blockchain is a distributed non centrakz... E B P
blockchain is a distributed transaction ... 1 <.
blockchain is a distributed technology t... 1 L

# blockchain is a highly 14 -1....
= blockchain is a decentrakzed 14 -1....
blockchain is a decentralized transactio... 3 Liuse

# blockchain is a decentralized distributed 3 ~Leess
blockchain is a decentralized mesh net... 2 Hieoa
blockchain is a decentralized network ... B D
blockchain is a decentralized ledger th... 1 =L
blockchain is a decentralized trustless ... 1 ...
blockchain is a decentralized computin... 1 sl
blockchain is a decentralized data stru... : SR [P
blockchain is a decentralized diaital led... 1 -1....

Figure 2. Screenshot of the definition extraction process of WordStat
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The software’s concept map utilizes multidimensional
scaling (MDS) to visually represent the proximity values of
keywords. Each point on the map corresponds to a keyword
or content category, with the distances between points re-
flecting the likelihood of their co-occurrence. Proximity on
the map indicates a tendency for items to appear together,
while greater distances suggest independence or lack of co-
occurrence. Furthermore, the map employs colors to denote
the membership of items in distinct partitions formed by hi-
erarchical clustering (Provalis Research 2021, 200).

4.3 Definition development

The definition analysis shows that there is a legitimate class
term and correct and wrong distinguishing characteristics.
Therefore, it was decided to reject the wrong distinguishing
characteristics and the incorrect class terms. The evaluation
method is based on the Correspondence Theory of Truth,
which states that a proposition is true if and only if it corre-
sponds to a fact, and false if and only if it does not corre-
spond to any fact. Newman (2002) provides a detailed dis-
cussion of the theory. The class terms and distinguishing
characteristics used to define blockchain are examined in
the discussion section of this article, and any that are not
true are rejected.

As stated in the literature review, there are various ap-
proaches to defining. We used the Aristotelian definition
technique, which suggests using a class term and distin-
guishing characteristics. Furthermore, definitions should
be concise and show the essence or nature of the item stated
rather than its accidental qualities. Moreover, synonyms,
metaphors, and negative terms should not be used in the
definition. As a result, these issues have been considered

when defining blockchain.

70
60
50
40
30
20
10

B Behavior/process/function

M Location/occurrence

5.0 Findings

The contents of the extracted definitions reveal that all the
four kinds of definitions discussed in Flowerdew (1992) are
prevalent. Most definitions focus on attribute/property
type in which the qualitative features of blockchain, such as
the distributed, immutable, secure, transparent, and audita-
bility of transactions kept in it, are mentioned. The second
most common form is the composition/structure kind of
definition, whereby the constituent components of block-
chain are their focus. The themes they emphasize include
the components that create a block, the data structure of
blockchain, and so forth.

On the other hand, those that attempt to portray the be-
havior/process/function of blockchain seck to cover areas
such as the processes by which transactions are recorded in
blocks, the chronological nature of transaction recording,
and the append-only feature of blockchain. Additionally,
these types of definitions include information on the do-
mains in which blockchain can be used, the objectives for
which it can be used, and the absence of intermediaries in
blockchain-based systems. The final and least employed def-
inition kind is location/occurrence. This sort emphasizes
the role of peer-to-peer networks in the development of
blockchain. The following graph (Figure 3) illustrates the
proportions of types of definitions.

The definitions generally consist of eleven genus terms.
The overwhelming majority of them view blockchain as a
distributed digital ledger. To a considerable extent, the re-
maining definitions consider blockchain technology a dis-
tributed database, data structure, transaction management
technology, and peer-to-peer network. Additionally, a few
outlying definitions are presented. These regard it as new
institutional technology, a shared auditable platform, a de-
centralized trustless protocol, an infrastructure for smart

W Composition/structure

Attribute/property

Figure 3. Classification of the publications based on their definition types of Flowerdew (1992)
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contracts, and a confidence machine. Figure 4 depicts the
shares of each superordinate.

Although these terms are employed as class words, in some
cases some authors consider one as similar to the other. For
instance, Khan and Salah (2018), Wu et al. (2017), Hammi et
al. (2018), and Dotan et al. (2021) use a database ledger, im-
plying that the database in blockchain is a ledger. In other
cases, some authors, like Li et al. (2018), present blockchain
as a distributed database system, but the nodes in the system
are maintained by distributed ledger technology. Differently,

maintaining the nodes in other definitions, such as Glaser’s
(2017), is left to a peer-to-peer network. Such presentations
entail the existence of relegating the role of a term stated as
superordinate in one definition as part of distinguishing char-
acteristics in the other. Furthermore, it depicts the presence
of some commonalities between definitions that are pre-
sented with differing class words.

Table 2 and Appendix 3 display concordance tables illus-
trating the qualifying terms associated with class terms. In
Table 2, the authors showcase the public, decentralized, im-

«
‘e

m Distributed digital ledger

M Distributed database

m Data structure

m Transaction management technology
B Peer to peer network

H New institutional technology

M Shared auditable platform

m Decentralized trustless protocol
i Infrastructure for smart contract
i Confidence machnie

M Distributed system

Figure 4. Share of class terms used to define blockchain

CASENO /| KEYWORD
1 A decentrakzed, distributed, and publc digital ledger | that is utlized for saving the transaction In various nodes. |
1 A decentraized, dstrbuted, shared, and immutabe database| ledger | that stores registry of assets and transactions 2cross a peer-to-peer (1|
1 A digkal dstributed  kedger | used to record and share information throughout 3 peer-to-peer net
1 A digtal, immutable, distrbuted | ledger | that chronologically records transactions in near real time. |
1 Adstrbuted|  ledger | of transactions, which is structured in blocks and stored in the netwo
1 A distrbuted ledger | that records and secures transactions in 3 peer-to-peer network.
1 Adstributed|  ledger  |that records transactions across a network. )
Adistrbuted|  ledger | which records nformation or transactions in 3 decentraized way.
1 A dstrbuted ledger | —wrke once and never erase
1 A dstrbuted data structure (| kedger ). which can hoid any information (transactions, records etc.) that s ¢
1 | A distrbuted database ( ledger ) that maintains 3 permanent and tamper-proof record of transaction:
1 | cords in the form of encrypted “blocks” (smaler datasets), or a pubic| ledger of all transactions or digkal events that have been executed and shar|
1 |} regarded 3s 3 number of nodes jointly mantained by the Distrbuted  Ledger | Technology (DLT). |
1 A dstrbuted publc database (| ledger ) that contains a continuously growing Ist of transactions which are o
1 A distrbuted system reaizing 2 decentraized|  ledger | or “database”™ with the property that once data s added, & cannot b
1 A distrbuted transaction/data ledger | composed of blocks, wkh each blodk representing data inked to the |
1 A lst type data structure for publc ledger which stores data elements & a block. |
1 | A peer-to-peer (P2P) dstrbuted.  ledger | technology based on encryption aigorthms and 3 shared database tel|
1 Apubkc)  ledger |, in which al committed transactions are stored In a kst (or a chan). 1
1 Apubkc|  ledger  foran open and distrbutive community that composed of a rge amx|
1 A pubkc, distrbuted|  ledger | that contains chained blocks, each of which s made up of several trar|
1 A secure distributed digtal ledger | (Le. smukaneously shared across multipl users/locations and not stol|
1 A type of distributed ledger |, comprised of digkal records of transactions or assets, accessbie to 3|
1 A type of distrbuted ledger | in whkh value exchange transactions are sequentialy grouped nto bb
1 A unique type of computerzed  ladger |, one that reles on cryptographic techniques and new methods for ¢|
1 An append-only data structure that functions as 3 distributed | ledger  |.
1 An encoded digtall  ladger | that is stored on mukiple computers in 3 publc or prizate network.

Table 2.: Concordance table for the term ledger
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mutable, and distributed characteristics of blockchain. The
table also emphasizes the attributes of the ledger, such as the
chronological recording of transactions, the tamper re-
sistance of blockchain, the continuous growth of transac-
tion information, and the role of peer-to-peer networks in
blockchain. Additional explanations of these terms are
available in the discussion section. The other key terms are
presented in the Appendix, allowing for the acquisition of
such explanations section.

When defining blockchain, certain terms are frequently
used, with “distributed” being the most common. This
term is often paired with other words like “ledger” and “da-
tabase” to create genus terms like “distributed ledger” and
“distributed database.” Figure S also shows other terms that
appear three or more times in definitions of blockchain.
The terms are presented in their root form after conversion,
such as distributed being presented as distribute.

These frequently recurring words are used to show the
most prevalent distinguishing characteristics of the defini-
tions. The widely used differentiae are used in the construc-
tion of the concept map shown in Figure 6. The concept
map includes genus terms and distinguishing characteristics
used in definitions, as well as connecting phrases. The con-
cept map represent the proximity values of keywords. Each
point on the map corresponds to a keyword, with the dis-
tances between points reflecting the likelihood of their co-
occurrence. Proximity on the map indicates a tendency for
items to appear together, while greater distances suggest in-

Frequency

10

0 Hm --..IIII e .

B Append B Asset M Block

H Continuous M Cryptography B Data

M Distribute B Computer B Grow

M Layer W Peer M Participate
H One Node Network
W Record W Public M Provide

M Ledger B Store Structure

B Transaction M Transparent M Type

dependence or lack of co-occurrence. Furthermore, the col-
ors denote the membership of items in distinct partitions
formed by hierarchical clustering.

6.0 Discussion

Despite the extensive research conducted on blockchain
technology, there is currently no universally accepted defi-
nition. The proposed definitions by different authors high-
light a range of issues, indicating the lack of consensus in
this area. This article addresses existing definitions' limita-
tions and puts forward a tentative definition. This findings
section presents a compilation of subtypes of definitions
falling under the formal definition type, as outlined by
Flowerdew (1992). Furthermore, the definitions are catego-
rized based on the overarching concept they represent. The
article also includes the most prevalent distinguishing char-
acteristics and terminology used in these definitions.

Following is a discussion on the veracity of the class terms
and differentiae in which the inaccurate once are eliminated
so that a tentative definition of blockchain is proposed.

6.1 Blockchain and distributed database
One of the most prevalent class terms employed to define
blockchain is distributed database, and this is not confined

to literature. For example, prominent blockchain platforms
such as Corda identify themselves as distributed databases.

1
Words
Chain B Chronological ® Contain
M Database H Decentralize M Digital
Immutable B Information ®Keep
H Order H Open HOnly
Multiple B Maintain Secure
M Protocol W List M Linked
System B Tamper Tachnology
M Trust W User B Share

Figure 5. Words that are used three or more times in the definitions
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Figure 6. Concept map developed from the definitions

This is owing to some similarities between blockchain and
distributed databases, such as their ability to store data in a
distributed fashion. However, distributed databases are
characterized by distributing processing logic or processing
elements, functions, data, and control (Ozsu and Valduriez
2011). These are performed with various techniques that
range from fragmenting the database to replicating data.
Several authors employ these issues to show the distinctions
between blockchain and distributed databases.

Ruanetal. (2021) and Chowdhury etal. (2018) show the
differences between the two in terms of the methods fol-
lowed for replication, concurrency, storage, sharding, and
data control. The presentations demonstrate that there are
distinctions between the two in all issues. On the other
hand, Krylov and Seleznev, (2019) argue that blockchain is
not a distributed database at all as it does not store the pre-
sent state of the system and does not guarantee data availa-
bility. Hence, blockchain is a chronological record of all
events that have modified its state. If blockchain is consid-
ered a database, the modification in it is the deletion of the
previous transaction and the creation of a new row (Peters
and Panayi 2016).

Apparently, in terms of design, distributed databases and
blockchain are not the same, yet they have recently shown
some fusion (Ruan et al. 2021). As a result, the qualities of
databases have been used to improve blockchain, while
blockchain’s attributes have also been employed to improve
databases (Przytarski et al. 2021). Nathan etal. (2019) prove
that a relational database can be upgraded with blockchain
features. Similarly, it is depicted in Muzammal et al. (2019)
that a blockchain database application platform called
CHAINSQL is improved by leveraging distributed data-

base features. These sorts of developments have been made

by Adkins et al. (2020) and Zhu et al. (2020). A detailed
summary regarding the trend in developments of the two is
presented in Raikwar et al (2020).

Therefore, distributed database cannot be used as a class
term to define blockchain, hence there are differences some
of which are discussed above. Furthermore, it is possible to
argue that blockchain has some extra quality than distrib-
uted database in that it is possible to create a transaction-
specific rule in the form of smart contract (Hancock and
Vaizey 2016). As a result, taking distributed database as a su-
perordinate that includes blockchain will end up in a falla-
cious definition.

6.2 Blockchain and distributed ledger technology
(DLT)

There is no universally acknowledged definition of distrib-
uted ledger, just as no generally recognized definition of
blockchain. According to the World Bank document
(Krause et al. 2017), the phrase “distributed ledger” began
to emerge after the introduction of Bitcoin as an alternative
model to Bitcoin's peer-to-peer money transfer method,
which is named as “blockchain”. However, several authors
consider blockchain to be a distributed ledger, as indicated
above. It is self-evident that ledgers are tied to accounting
and finance, nonetheless, defining blockchain as a digital
ledger technology is prevalent in a wide range of applica-
tions. Furthermore, several established platforms claim to
be distributed ledgers as well.

Despite these, Rauchs et al. (2018) stress that many of
the current blockchain platforms fail to meet the qualitative
standards of distributed ledger technology. To be designated
as distributed ledger technology, a system must satisfy five
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criteria. These are the quality of enabling shared record-
keeping, multi-party consensus on a shared set of records,
independent validation by each participant, evidence of
non-consensual changes, and resistance to tampering.
Nonetheless, many publications theoretically agree that
blockchain is a specialized application of digital ledger tech-
nology that follows a precise data format. In this context,
publications like (Allon 2018) point to blockchain as an ex-
ample of DLT implementation.

As a result, although DTL is not a defined concept in
and ofitself, categorizing blockchain as a digital ledger tech-
nology with some distinguishing characteristics makes
sense. The proposed definition in this article uses DLT as its
superordinate, but defining a term with another term that
does not have a definition raises concerns. This, among
other things, causes me to consider the suggested definition
tentative.

6.3 Blockchain and data structure

Data structure determines the specifics of how data is orga-
nized and stored (Rahimi and Haug,2010). There are sev-
eral methods of data structuring, including arrays, files,
linked lists, stacks, queues, trees, graphs, and so forth. In
blockchain-based systems and platforms, there are two pre-
dominant data structuring strategies. They are the ones we
call it in this paper the linked blocks approach and the Di-
rected Acyclic Graph (DAG) method. While the linked
blocks approach and linked list data structure have few sim-
ilarities, the DAG is a graph data structure. The most prev-
alent blockchain data structure from these two is the linked
blocks method, which involves transactions being organized
in a tree format before being placed in a block. The blocks
are then joined together to form a chain of blocks. Ina DAG
data structure, transactions represent the nodes of a graph
in which block is not utilized to maintain them (Matteo
Ben¢i¢ and Podnar Zarko 2018).

The DAG structure started to be employed as a solution
to some of the scalability and latency concerns that had been
plaguing blockchain platforms. In DAG, the scalability is-
sue is handled by requiring each transaction to validate at
least two subsequent transactions. On the other hand, la-
tency is reduced by eliminating the mining procedure
(Pervez et al. 2018). Some prominent platforms, such as
Bitcoin and Ethereum, use the linked blocks data structure,
whilst other platforms, such as IOTA and Nano, use DAG
(Pervez et al. 2018).

As demonstrated, some of the literature describes block-
chain as a single data structure while ignoring the other. In
this scenario, these definitions are unable to keep up with
the evolution of blockchain. Furthermore, it misrepresents
the fundamental characteristics of blockchain, implying
that it is only just a data structure.

6.4 Blockchain and peer-to-peer network

While some authors define blockchain as a peer-to-peer net-
work (Min 2019; Kamble et al. 2019; Xu et al. 2021), others
regard peer-to-peer as a foundation on which various terms
that are presented as class terms can be implemented. This
means that peer-to-peer networks are used to maintain dis-
tributed databases, distributed ledgers, and data structures.
Authors like Feng et al. (2019), Khan and Salah (2018),
Ducas and Wilner (2017), Cheng et al. (2018), Savelyev
(2018), Glaser (2017), Chen (2018), and Aditya (2020),
show that a peer-to-peer network serves as a platform for
maintaining a distributed database, distributed digital
ledger data structure, and so on, or they are intended to
serve members of a peer-to-peer network.

Furthermore, as shown by Adere (2022), the peer-to-
peer network is an essential component of blockchain, thus
it cannot be regarded as blockchain in and of itself. As a re-
sult, labeling blockchain a peer-to-peer network distorts its
true nature.

6.5 The outlying definitions

This group includes six unique superordinates: transaction
management technology, new institutional technology, a
shared auditable platform, decentralized trustless protocol,
smart contract infrastructure, a confidence machine, and a
new software development methodology.

Those that consider blockchain in terms of transaction
management have similar perspectives. Reyna et al. (2018)
and Kleinaki et al. (2018) emphasize the verification process
of transaction management, in which blockchain does not re-
quire a single trusted party but instead allows participants to
verify transactions. Ethereum and other blockchain plat-
forms present themselves as state transition machines that ex-
ecute transactions to achieve their state transitions. However,
blockchain is capable of much more than simply handling
state transition processes, as demonstrated by Ethereum and
other platforms. As a result, the transaction processing capa-
bility introduced by blockchain is one of its properties and
cannot be used to classify it.

The confidence machine and the decentralized trustless
protocol genera have a symbiotic connection. While Zhang
et al. (2017) define blockchain as a trustless protocol, De
Filippi et al. (2020) confirm it as a confidence machine that
attempts to remove trust and restore confidence owing to
flaws with trust-based systems such as interpersonal connec-
tion integrity. As a result, the two definitions share charac-
teristics and illustrate similar characteristics from different
angles, but the superordinate they employ can serve as dis-
tinguishing characteristics rather than genus.

When MacDonald et al. (2016) present it as a new institu-
tional technology, they use new institutional economics and
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public choice economics as theoretical tools to show block-
chain from a different perspective. They claim to characterize
blockchain as a new institutional technology due to factors
such as the impact of blockchain on transaction costs in the
financial industry, which could have a significant bearing on
the governance of financial services provision. Furthermore,
the availability of smart contracts and Distributed Autono-
mous Organizations (DAO) allows blockchain to contribute
to the formation of a self-organizing economy by introducing
new contract types and organizational logic. Therefore, aside
from adding a new dimension to distinguishing characteris-
tics, this definition is incomplete.

The superordinate employed by Wong et al. (2019) is a
new software development methodology. The definition of
blockchain as such is the result of research that has begun to
use it as a component of software development methodolo-
gies. The two primary areas in which blockchain is used for
software development are global software development
(GSD) and distributed agile software development (DASD)
techniques. It is well known that these approaches distribute
their development sites. While distributed agile software de-
velopment practices face the issue of developer communica-
tion, Global Software Development (GSD) encounters is-
sues, including continuous integration of software codes,
lack of communication, control, and coordination (Niazi et
al. 2016; Shrivastava and Date 2010). Therefore, employing
blockchain in Distributed Agile Software Development
(DASD) is predicated on the idea that it may improve collab-
oration, communication, security, and traceability (Farooq et
al. 2022). These advantages are equally applicable in the
global software development context. As a result, the link be-
tween blockchain and software development methodology is
not a class and species relationship; rather, blockchain is uti-
lized as a tool to improve the quality of software development
processes, and defining blockchain as such is incorrect.

The other two definitions characterize blockchain as a
shared auditable platform and infrastructure, viewing it from
an infrastructure and platform standpoint. In this regard,
Bocek et al. (2017) consider blockchain as an infrastructure
for smart contracts, whereas Hazard et al. (2016) see block-
chain as a shared, auditable platform. Digital infrastructure is
defined as a shared, unbounded, heterogeneous, open, and
dynamic sociotechnical system that incorporates an installed
base of different information technology capabilities as well
as associated user, operational, and design communities ( Til-
son et al. 2010). Digital platforms, on the other hand, are a
collection of digital resources, such as services and infor-
mation that enable external businesses and customers to col-
laborate to produce value (Constantinides et al. 2018).

Although not for definitional purposes, blockchain is
frequently presented in publications as either infrastruc-
ture, platform, or both. For instance, Blaschkel etal. (2019)
describe blockchain as a “new infrastructure,” while Con-

stantinides et al. (2018) categorize it as both infrastructure
and platform. Similarly, several publications, including Li et
al. (2019), Jiang et al. (2018), Al Omar et al. (2017), and
Jiang et al. (2018), see their blockchain-based prototypes
and systems as platforms. Others, such as Casey et al.
(2018), Glaser (2017), Lombardi et al. (2018), and Avital et
al. (2016), have presented their work on recognizing block-
chain as infrastructure.

As a result, viewing blockchain as a digital infrastructure
and platform is conventional and is not erroneous. The prob-
lem is that infrastructure encompasses a vast number of ob-
jects and relationships made through them. For instance, the
internet, data centers, open standards such as IEEE 802.11,
USB, and consumer devices such as smartphones and tablets
are instances of infrastructure (Constantinides et al. 2018).
Similarly, Uber, Airbnb, and TaskRabbit are mentioned as
peer-to-peer platforms (de Reuver et al. 2018). Therefore, us-
ing both as superordinate to define blockchain create open-
ness and categorization problem or intension and extension
issues.

6.6 The major distinguishing characteristics

There are various flawed distinguishing characteristics that
authors frequently use when defining blockchain. The
most common are decentralized, open, public, maintain
identical replicas, and append-only, which indicate the in-
fluence of Bitcoin and other platforms that acquire traits
from it. When other platforms and systems built after
Bitcoin attempted to address scalability and security con-
cerns, in addition to expanding the application domains of
blockchain, these qualitative attributes were removed;
hence, they were found unnecessary.

Itis plausible to argue that blockchain's decentralized na-
ture is no longer necessary given that it is used in application
areas that require high privacy due to legal constraints and
the nature of the application domains. The use of block-
chain in healthcare can be used as an example in this regard.
Because of privacy concerns in healthcare, blockchain archi-
tecture must adhere to distributed centralization; this is also
true in banking and other areas that require centralization.

Similarly, employing open and public ledger as distin-
guishing characteristics do not recognize the presence of
permissioned blockchains that are not either of the two. Per-
missioned blockchains have been around for years now,
which require approval from an entity to utilize blockchain.
As a result, referring to blockchain as such implies that the
definitions are fixated on the time when blockchain was
public. In blockchain identical replica is maintained is an-
other distinguishing characteristic that is present in some of
the definitions. This characteristic of blockchain was re-
moved after Ethereum appeased users of the need to down-
load all the blockchain data, instead of requiring them to
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store state information. Similarly, in Corda, transactions
aren’t broadcasted to all the participants of the network. In-
stead, it is conveyed to nodes that are involved in the specific
transaction. Identically, append-only differentia that im-
plies once anything is written, it cannot be modified aspect
of blockchain has been improved to make it more flexible.
In this sense, the work put forth by Corda can be used as an
example. Correcting or discard transactions in Corda is pos-
sible if certain circumstances are met.

6.7 Proposing a tentative definition

The above presentation comprehensively examines the class
words and most frequently used distinguishing characteris-
tics employed in defining blockchain. It portrays the use of
various genus terms, implying that blockchain signifies dif-
ferent things to different authors. This is partly due to con-
sidering blockchain from various perspectives by utilizing
theories that can broaden the perspective from which block-
chain can be viewed. The majority of incorrect superordinate,
however, is owing to the existence of some artifacts that have
some similarities with blockchain, such as distributed data-
bases, and focusing on the specific characteristics such as the
data structure followed in some prominent platforms. Fur-
thermore, conflating blockchain and Bitcoin has considera-
bly contributed to the usage of incorrect distinguishing char-
acteristics. The critical analysis further illustrates that, for a
variety of reasons, all superordinates other than distributed
digital ledger technology (DLT) are rejected.

As shown above, DLT emerged as a new information sys-
tem artifact as a different way to organize data and transac-
tions for peer-to-peer asset transfer with the advent of
Bitcoin (Krause et al. 2017). There are efforts to design
frameworks that demonstrate its features, such as those
made by Rauchs et al. (2018), who claim that DLT has five
key features: shared record-keeping, multiparty consensus,
tamper evidence, tamper resistance, and independent vali-
dation. All authors who define blockchain as DLT are im-
plying that DLT is a class term that contains blockchain as
its species, even though the distinguishing characteristics of
blockchain used to characterize are not yet agreed upon.

Furthermore, each definition that does not use DLT as
its superordinate has its differentiating characteristics,
which appear to be numerous; yet, the definitions use a
small number of identical differentiae, some of which are
rejected as mentioned above. However, some differentiae
are found in the analyzed definitions that accurately charac-
terize blockchain, which will be utilized to define block-
chain. Table 3 presents those that accurately portray block-
chain by concisely summarizing the definitions.

As previously stated, these distinguishing characteristics
can be used to accurately define blockchain, and the follow-
ing definition is formulated using DLT as a superordinate.

Blockchain is a distributed ledger technology (DLT) that
is used to autonomously record, share and keep track of a
continuously growing time-ordered list of transaction in-
formation that takes place between peer-to-peer network
nodes that are secured by cryptographic methods and man-
aged by cryptographic-based consensus mechanisms, elimi-
nating the need for third-party intermediation.

The definition contains five key distinguishing charac-
teristics, which are:

1. Blockchain is used to autonomously record, share and
keep track of transaction information
— Since the introduction of Ethereum, smart contracts
have emerged as a fundamental component of block-
chain technology, allowing for the autonomous re-
cording and tracking of transactions. Therefore,
blockchain functions those tasks autonomously.
2. The transaction information is time-ordered and contin-
uously growing
— Regardless of the data structure used, blockchain
transactions must be kept in a timestamped order;
however, the “continuously growing” characteristic
does not signify the endlessness of ordering. Hence,
the ordering list's duration is determined by the life of
the blockchain system. Bitcoin and other platforms
are presumed to continue in perpetuity, however,
blockchain solutions, on the other hand, can be de-
signed for projects with a short lifespan.
3. They take place between peer-to-peer network nodes
— A peer-to-peer network is the cornerstone of block-
chain, allowing for the creation of diverse network to-
pologies, communication patterns between nodes,
and types of nodes that participate in the operation of
blockchain systems.
4. Their security is maintained through cryptographic
mechanisms
— Thesignificance of cryptography in blockchain is un-
deniable, which is why Garcia-Alfaro et al. (2017) in-
clude the phrase “in code we trust” in its title because
cryptography is involved in both blockchain manage-
ment and security
5. They are managed through cryptographic-based consen-
sus mechanisms, without the need for third-party inter-
mediation
— One key advancement brought about by blockchain
is the elimination of the necessity for third-party en-
gagement in the running of a system that is consistent
with its autonomous operating capabilities.

Two elements make the definition tentative: the popularity
of the superordinate used to define it, as well as the evolu-
tion of both blockchain and DLT. Carnap (2003, 65) ex-
plains that a definition's superordinate should have a “defi-
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Distinguishing characteristics

Authors

Shared, distributed

(Ducas and Wilner 2017), (Hazard et al. 2016), (Mackey and Nayyar 2017),
(Wuetal. 2017), (Dwivedi et al. 2019), (Oliveira et al. 2020) (Li et al. 2018),
(Reyna et al. 2018), (Truby 2018), (Alharby and Van Moorsel 2018),
(Hammi et al. 2018), (Dagher et al. 2018), (Savelyev 2018), (Banerjee et al.
2018), (Glaser 2017), (Khan and Salah 2018), (Kleinaki et al. 2018), (Onder
and Treiblmaier 2018), (Chen 2018), (Galvez et al. 2018), (Henry et al. 2018),
(Di Silvestre et al. 2018), (Gai et al. 2018), (Esposito et al. 2018), (Alzahrani
and Bulusu, 2018), (Caro et al. 2018), (Cai 2018), (Burchert et al. 2018),
(Tejal Shah and Shailak Jani 2018), (Andoni et al. 2019), (Kuo et al. 2019),
(Min 2019), (Cichosz et al. 2019), (Li et al. 2019), (Singh et al. 2020), (Bagay
2020), (Chen et al. 2020), (Saleh 2021), (Dotan et al. 2021), (Xu et al. 2021),
(Muzammal et al. 2019)

(Mackey and Nayyar 2017), (Wu et al. 2017), (Banerjee et al. 2018), (Galvez
etal. 2018), (Jiang et al. 2018), (Dwivedi et al. 2019), (Chen et al. 2020), (Li

Records and keeps track of a continuously growing time-

ordered list of transaction information

etal. 2019), (Aditya et al. 2020), (Saleh 2021), (Hazard et al. 2016), (Ducas
and Wilner 2017), (Casey et al. 2018), (Cheng et al. 2018), (Hammi et al.
2018), (Khan and Salah 2018), (Chen 2018), (Cai 2018)

Use a cryptographic-based consensus system that ensures
tamper-proofing and runs autonomously without the

need for third parties but is trusted by all participants

(Zhang et al. 2017), (Bocek et al. 2017), (Cheng et al. 2018), (Truby 2018),
(Hammi et al. 2018), (Savelyev 2018), (Kleinaki et al. 2018), (Henry et al.
2018), (Caro et al. 2018), (Casey et al. 2018), (Min 2019), (Kamble et al.
2019), (Xu et al. 2021), (Muzammal et al. 2019)

Nodes of a peer-to-peer network

(Ducas and Wilner 2017), (Glaser 2017), (Chen 2018), (Feng et al. 2019),
(Wang et al. 2019), (Aditya et al. 2020), (Singh et al. 2020), (Saleh 2021),
(Oliveira et al. 2020)

Table 3. The summarized correct distinguishing characteristics employed to define blockchain

nition in use.” It is mentioned by Pearson (1998, 115) that
making a definition tentative demonstrates that the defini-
tion “is complete for now but maybe refined in some future
date. The use of the modal allows the author to distance
himself from the definition, thereby attenuating his com-
mitment to it.”

As mentioned above, DLT is a new information system
artifact that has been around for a time and has not gained
widespread familiarity. Furthermore, it lacks a generally ac-
cepted definition, and its properties are unknown with cer-
tainty. Nonetheless, it is used in this paper as a class term;
therefore, in such cases, making the definition tentative is
appropriate. Furthermore, it is clear that blockchain has
evolved, rendering its qualities unclear. However, the five
differentiating characteristics described in the definition are
crucial and can be retained. As a result of these reservations,
the definition is presented as provisional.

7.0 Conclusion

This paper proposes definitions of blockchain in the belief
that definitions serve a role in fostering common under-
standing among interested parties by establishing sufficient
and necessary conditions for the use of a term. To do this,
literature from multiple academic databases was gathered
and grey literature was removed. Definitions were then ex-
tracted using a semi-automated definition extraction pro-
cess. A corpus of definitions was constructed from the ex-
tracted definitions, and they were analyzed.

According to the findings, cleven class words with dis-
tinct distinguishing characteristics were used to define
blockchain. These genus terms and their differentiae were
assessed using the Correspondence Theory of Truth, which
rejects class terms and distinguishing characteristics that do
not correlate to facts. Based on this method, all genus terms
were rejected for use as class terms in defining blockchain,
except Distributed Ledger Technology (DLT). Further-
more, differentiae that are proven to be non-factual or non-
essential as determined are eliminated.
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Following that, a tentative definition of blockchain is
proposed, using DLT as a class word. Because there is no
widely recognized definition of DLT and because the tech-
nology is always evolving, what is considered an essential
component now may become a superfluous feature in the
future, and the definition is kept tentative. Despite the au-
thor’s assertions about the rapid evolution of blockchain,
we believe that the distinguishing characteristics used are
unlikely to become obsolete shortly, therefore the second
reason for tentativeness is extreme caution.

Blockchain is then defined as a distributed ledger tech-
nology (DLT) used to autonomously record, share, and
keep track of a continuously growing time-ordered list of
transaction information that takes place between peer-to-
peer network nodes that are secured by cryptographic meth-
ods and managed by cryptographic-based consensus mech-
anisms, eliminating the need for third-party intermediation.

8.0 Limitations

This research, like any other research, has limitations. How-
ever, these limitations do not impact the replicability or ac-
ceptability of the findings and the proposed definition.
One limitation is that the research only includes definitions
presented in the Aristotelian definition method, excluding
other methods. This limitation means that there may be
other terms that would require falsification. Secondly, the
paper attempts to categorize the definitions into four cate-
gories: behavior/process/function, composition/structure,
attribute/property, and location/occurrence, based on the
work of Flowerdew (1992). However, the assessment of the
definitions' content is subjective, which means that difter-
ent individuals may have different opinions.
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Appendix 1

The list of definitions extracted and analyzed

Publication

Definition

(MacDonald et al. 2016)

A technology of decentralization and is therefore better understood as a new institu-
tional technology for coordinating people—i.e., for making economic transactions—
which then competes with firms and markets.

(Hazard et al. 2016)

A shared, auditable platform with formalized and unbreakable rules about how trans-
actions must take place

A digital distributed ledger used to record and share information throughout a peer-

(Ducas and Wilner 2017)

to-peer network

A secure distributed digital ledger (i.e. simultaneously shared across multiple users/lo-
(Mackey and Nayyar 2017) cations and not stored in a single location) made up of ‘blocks’ of continuous transac-

tion information

(Zhang et al. 2017)

A decentralized, trustless protocol that combines transparency, immutability, and con-
sensus properties to enable secure, pseudo-anonymous transactions.

(Wuetal. 2017)

A distributed public database (ledger) that contains a continuously growing list of
transactions which are organized in blocks and secured from tampering

(Bocek etal. 2017)

An infrastructure for smart contracts that can operate in a fully autonomous and de-
centralized manner.

(Dai and Vasarhelyi 2017)

A new type of database that has the potential to either play the role of the accounting
module in an ERP or be used in conjunction with the existing accounting infor-
mation system.

(Patel 2018)

A data structure consisting of an ordered sequence of batched entries termed blocks.
The ordering of these blocks is established by storing a cryptographic hash of the im-

mediate prior record within each block

(Lietal. 2018)

A distributed database system, it also can be regarded as a number of nodes jointly

maintained by the Distributed Ledger Technology (DLT).

(Reynaetal. 2018)

The mechanism that allows transactions to be verified by a group of unreliable actors.
It provides a distributed, immutable, transparent, secure and auditable ledger.

(Cheng et al. 2018)

A public ledger for an open and distributive community that composed of a large
amount of peer-to-peer computers (and users) to record and share information in
blocks without relying on a centralized server for activity coordination.

(Truby 2018)

A type of distributed ledger, comprised of digital records of transactions or assets, ac-
cessible to and trusted by all participants running the same protocol

(Alharby and van Moorsel 2018)

A distributed database that records all transactions that have ever occurred in the
blockchain network

(Hammi et al. 2018)

A distributed database (ledger) that maintains a permanent and tamper-proof record
of transactional data.

(Dagher etal. 2018)

An append-only data structure that functions as a distributed ledger.
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Publication Definition
A type of distributed ledger in which value exchange transactions are sequentially
(Savelyev 2018) grouped into blocks. Each block is chained to the previous one and immutably rec-

orded across a peer-to-peer network, using cryptographic trust and assurance mecha-
nisms.

(Yang et al. 2018)

A public ledger, in which all committed transactions are stored in a list (or a chain).
This chain continuously grows when the new transactions have been confirmed.

(Banerjee et al. 2018)

A distributed database that keeps track of all transactions. Since all participating de-
vices maintain the same records, unless an adversary manages to compromise the ma-
jority of devices, the integrity of the records will be assured.

(Glaser 2017)

A distributed, transactional database. Globally distributed nodes are linked by a peer-
to-peer (P2P) communication network with its own layer of protocol messages for
node communication and peer discovery

(Minoli and Occhiogrosso 2018)

A cryptographically-linked list of blocks created by nodes, where each block has a
header, the relevant transaction data to be protected, and ancillary security metadata
(e.g., creator identity, signature, last block number, and so on.).

(Khan and Salah 2018)

A decentralized, distributed, shared, and immutable database ledger that stores regis-
try of assets and transactions across a peer-to-peer (P2P) network.

(Kleinaki et al. 2018)

A distributed, incorruptible transaction management technology without one single
trusted party.

(Onder and Treiblmaier 2018)

A distributed database that is made up of a list of transaction bundles called blocks
that are attached to each other.

(Chen 2018)

A distributed ledger that records and secures transactions in a peer-to-peer network.

(Galvez et al. 2018)

A distributed database of records in the form of encrypted “blocks” (smaller datasets),
or a public ledger of all transactions or digital events that have been executed and
shared among participating parties, and can be verified at any time in the future.

(Henry et al. 2018)

A distributed, append-only log of time-stamped records that is cryptographically pro-

tected from tampering and revision.

(Di Silvestre et al. 2018)

A distributed ledger of transactions, which is structured in blocks and stored in the
network nodes.

(Gaietal. 2018)

A chain-enabled distributed ledger that provides tamper-resistant data storage func-
tionality, such as transactions between parties.

(Esposito et al. 2018)

A technology able to build an open and distributed online database, which consists a
list of data structures (also known as blocks) that are linked with each other (i.e. a
block points to the following one, hence the name blockchain).

(Jiang et al. 2018)

A blockchain is an append-only data structure, to store a continuously growing list of
transactions.

(Alzahrani and Bulusu 2018)

A public, distributed ledger that contains chained blocks, each of which is made up of
several transactions

(Caroetal. 2018)

The distributed ledger technology underpinning cryptocurrencies such as Bitcoin,
represent a new and innovative technological approach to realizing decentralized trust-
less systems.

(Cai 2018)

A distributed ledger which records information or transactions in a decentralized way.

(Casey et al. 2018)

A unique type of computerized ledger, one that relies on cryptographic techniques
and new methods for consensus to capture and secure the data.

(Burchert et al. 2018)

A distributed append-only ordered list of transactions

(Tejal Shah and Shailak Jani 2018)

A digital, immutable, distributed ledger that chronologically records transactions in
near real time.
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Publication

Definition

(Danzi et al. 2018)

A concatenated list of blocks, stored in multiple copies by the nodes of the blockchain
network.

(Feng etal. 2019)

An append-only database maintained by the nodes of a peer-to-peer (P2P) network.

(Andoni et al. 2019)

A digital data structure, a shared and distributed database that contains a continu-
ously expanding log of transactions and their chronological order.

(Wong etal. 2019)

A new software development methodology involving a unique data structure

(Kuo etal. 2019)

A distributed ledger—write once and never erase

(Y. Wang et al. 2019)

An encoded digital ledger that is stored on multiple computers in a public or private
network.

(Min 2019)

A peer-to-peer network of information technology that keeps records of digital asset
transactions using distributed ledgers that are free from control by intermediaries such
as banks and governments.

(Cichosz et al. 2019)

A distributed transaction/data ledger composed of blocks, with each block represent-
ing data linked to the previous block (layers of increasingly complex data secured by

cryptographic hashing layers the data chronologically).

(Lietal. 2019)

A blockchain is a distributed data structure (ledger), which can hold any information
(transactions, records etc.) that is simulated and shared between members of the net-
work.

(Kamble et al. 2019)

A peer to peer transaction platform which doesn’t need any third-party intermediary

(Qiuetal. 2019)

A list type data structure for public ledger which stores data elements is a block.

(Dwivedi et al. 2019)

A shared data structure responsible for storing all transactional history.

(Adytia et al. 2020)

A system that keeps track of transactions of its users in the form of ledgers on all the
computers which are linked in a peer-to-peer network.

(Singh et al. 2020)

A decentralized, distributed, and public digital ledger that is utilized for saving the
transaction in various nodes.

(Oliveira et al. 2020)

An asset database shared across a network of multiple sites, geographies or institu-
tions, in which all nodes within the network hold an identical replica of the database.

(Bagay 2020)

A distributed database that is stored simultaneously by all users of the network.

(De Filippi et al. 2020)

A confidence machine that tries to displace trust in favor of confidence.

(L. Chen etal. 2020)

A distributed system that stores time ordered data in a continuously growing list of

blocks

(Kouhizadeh et al. 2021)

Decentralized ledgers that contain transactions as data blocks; with blocks linked to
their predecessors by a cryptographic pointer

(P. & Venkatesan 2021)

An open ledger that provides decentralization, transparency, immutability, and confi-
dentiality

(Dotan etal. 2021)

A distributed system realizing a decentralized ledger or “database” with the property
that once data is added, it cannot be removed or altered

(Saleh 2021)

A distributed ledger that records transactions across a network.

(Xuetal.2021)

A peer-to-peer (P2P) distributed ledger technology based on encryption algorithms
and a shared database technology on the Internet.

(Muzammal et al. 2019)

A blockchain is a distributed and decentralized linked data structure for data storage

and retrieval which also ensures that the data is resistant to any modification.
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Appendix 2

List of the words used in the definitions with conjunctions, articles, etc. removed and repeating words changed to

their root form

Terms Freq | Terms Freq
ACCESSIBLE ACCESSIBLE 1 CONFIDENCE CONFIDENCE 2
CONFIDENTIAL- CONFIDENTIAL-
ACCOUNTING ACCOUNTING 2 1
ITY ITY
ACTIVITY ACTIVITY 1 CONFIRMED CONFIRMED 1
ACTORS ACTORS 1 CONJUNCTION CONJUNCTION 1
ADDED ADDED 1 CONSENSUS CONSENSUS 2
ADVERSARY ADVERSARY 1 CONSISTING
CONSIST 2
ALGORITHMS ALGORITHMS 1 CONSISTS
ALLOWS ALLOWS 1 CONTAIN
CONTAIN 4
ALTERED ALTERED 1 CONTAINS
AMOUNT AMOUNT 1 CONTINUOUS
CONTINUOUS 6
ANCILLARY ANCILLARY 1 CONTINUOUSLY
ANONYMOUS ANONYMOUS 1 CONTRACTS CONTRACTS 1
APPEND APPEND 5 CONTROL CONTROL 1
APPROACH APPROACH 1 COORDINATING COORDINATING 1
ASSET ASSET 4 COORDINATION COORDINATION 1
ASSETS COPIES COPIES 1
ASSURANCE ASSURANCE 1 CREATED
CREATE 1
ASSURED ASSURED 1 CREATOR
CRYPTOCURREN- CRYPTOCURREN-
ATTACHED ATTACHED 1 1
CIES CIES
AUDITABLE AUDITABLE 2 CRYPTOGRAPHIC
CRYPTOGRAPH- CRYPTOGRAPHY 7
AUTONOMOUS AUTONOMOUS 1
ICALLY
BANKS BANKS 1 DATA DATA 24
BATCHED BATCHED 1 DATABASE DATABASE 18
BITCOIN BITCOIN 1 DATASETS DATASETS 1
DECENTRALIZA-
BLOCK
BLOCK 25 TION DECENTRALIZE 11
BLOCKS DECENTRALIZED
BLOCKCHAIN BLOCKCHAIN 3 DEVELOPMENT DEVELOPMENT 1
BUILD BUILD 1 DEVICES DEVICES 2
BUNDLES BUNDLES 1 DIGITAL DIGITAL 9
CAPTURE CAPTURE 1 DISCOVERY DISCOVERY 1
CENTRALIZED CENTRALIZED 1 DISPLACE DISPLACE 1
CHAIN DISTRIBUTED
CHAIN 5 DISTRIBUTE 41
CHAINED DISTRIBUTIVE
CHRONOLOGICAL DLT DLT 1
CHRONOLOGI- CHRONOLOGICAL 3
ECONOMIC ECONOMIC 1
CALLY
COMBINES COMBINES 1 EITHER EITHER 1
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Terms Freq | Terms Freq
COMMITTED COMMITTED 1 ELEMENTS ELEMENTS 1
COMMUNICATION | COMMUNICATION 2 ENABLE 2
COMMUNITY COMMUNITY 1 ENABLED ENABLE

COMPETES COMPETES 1 ENCODED ENCODED 1
COMPLEX COMPLEX 1 ENCRYPTED

COMPOSED COMPOSED 2 ENCRYPTION ENCRYPT >
COMPRISED COMPRISED 1 ENSURES ENSURES 1
COMPROMISE COMPROMISE 1 ENTRIES ENTRIES 1
COMPUTERIZED COMPUTERIZED 1 ERASE ERASE 1
COMPUTERS COMPUTERS 3 ERP ERP 1
CONCATENATED CONCATENATED 1 ESTABLISHED ESTABLISHED 1
EXISTING EXISTING 1 EVENTS EVENTS 1
EXPANDING EXPANDING 1 EXCHANGE EXCHANGE 1
FAVOR FAVOR 1 EXECUTED EXECUTED 1
FOLLOWING FOLLOWING 1 LOCATION LOCATION 2
FORMALIZED FORMALIZED 1 LOCATIONS

FULLY FULLY 1 LOG LOG 2
FUNCTIONALITY FUNCTION 2 MACHINE MACHINE 1
FUNCTIONS MAINTAIN MAINTAIN 4
FUTURE FUTURE 1 MAINTAINED

GEOGRAPHIES GEOGRAPHIES 1 MAINTAINS

GLOBALLY GLOBALLY 1 MAJORITY MAJORITY 1
GOVERNMENTS GOVERNMENTS 1 MAKING MAKING 1
GROUP GROUP 2 MANAGEMENT MANAGE 2
GROUPED MANAGES

GROWING GROW 4 MANNER MANNER 1
GROWS MARKETS MARKETS 1
HASH HASH 2 MECHANISM MECHANISM 2
HASHING MECHANISMS

HEADER HEADER 1 MEMBERS MEMBERS 1
HISTORY HISTORY 1 MESSAGES MESSAGES 1
HOLD HOLD 2 METADATA METADATA 1
IDENTICAL IDENTICAL 1 METHODOLOGY METHOD 2
IDENTITY IDENTITY 1 METHODS

IMMEDIATE IMMEDIATE 1 MODIFICATION MODIFICATION 1
IMMUTABILITY IMMUTABLE 6 MODULE MODULE 1
IMMUTABLE MULTIPLE MULTIPLE 4
IMMUTABLY NETWORK NETWORK 17
INCORRUPTIBLE INCORRUPTIBLE 1 NEVER NEVER 1
INCREASINGLY INCREASINGLY 1 NODE NODE 9
INFORMATION INFORMATION 7 NODES

INFRASTRUC- INFRASTRUC-

TURE TURE 1 OCCURRED OCCURRED 1
INNOVATIVE INNOVATIVE 1 ONCE ONE 6
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Terms Freq | Terms Freq
INSTITUTIONAL INSTITUTION 2 ONE
INSTITUTIONS ONLINE ONLINE 1
INTEGRITY INTEGRITY 1 ONLY ONLY S
INTERMEDIARIES INTERMEDIARY 2 OPEN OPEN 3
INTERMEDIARY OPERATE OPERATE 1
INTERNET INTERNET 1 ORDER ORDER 5
INTO INTO 1 ORDERED
INVOLVING INVOLVING 1 ORDERING
JOINTLY JOINTLY 1 ORGANIZED ORGANIZED 1
KEEPS KEEPS 3 OWN OWN 1
KNOWN KNOWN 1 PARTICIPANTS
PARTICIPATE 3
LAYER PARTICIPATING
LAYER 3
LAYERS PARTIES
PARTY 4
LEDGER PARTY
LEDGER 34
LEDGERS PEER PEER 23
LINKED LINKED 7 PEOPLE PEOPLE 1
LIST LIST 10 PERMANENT PERMANENT 1
POINTER PLACE PLACE 1
POINT 2
POINTS PLATFORM PLATFORM 2
POTENTIAL POTENTIAL 1 PLAY PLAY 1
PREDECESSORS PREDECESSORS 1 SINGLE SINGLE 2
PREVIOUS PREVIOUS 2 SITES SITES 1
PRIOR PRIOR 1 SMALLER SMALLER 1
PRIVATE PRIVATE 1 SMART SMART 1
PROOF PROOF 1 SOFTWARE SOFTWARE 1
PROPERTIES STAMPED STAMPED 1
PROPERTY 2
PROPERTY STORAGE
PROTECTED PROTECTED 2 STORE
PROTOCOL PROTOCOL 3 STORED STORE 14
PROVIDES PROVIDES 3 STORES
PSEUDO PSEUDO 1 STORING
PUBLIC PUBLIC 8 STRUCTURE
REAL REAL 1 STRUCTURED STRUCTURE 11
REALIZING REALIZING 2 STRUCTURES
RECORD SYSTEM
SYSTEM 6
RECORDED RECORD 17 SYSTEMS
RECORDS TAKE TAKE 1
REGARDED REGARDED 1 TAMPER
TAMPER 4
REGISTRY REGISTRY 1 TAMPERING
RELEVANT RELEVANT 1 TECHNIQUES TECHNIQUES 1
RELIES TECHNOLOGICAL
RELY 2 TECHNOLOGY 10
RELYING TECHNOLOGY
REMOVED REMOVED 1 THIRD THIRD 1
REPLICA REPLICA 1 TIME TIME 4
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Terms Freq | Terms Freq

REPRESENT TRACK TRACK 2
REPRESENT 2

REPRESENTING TRANSACTION

RESISTANT RESISTANT 2 TRANSACTIONAL | TRANSACTION 37

RESPONSIBLE RESPONSIBLE 1 TRANSACTIONS

RETRIEVAL RETRIEVAL 1 TRANSPARENCY TRANSPARENCY 2

REVISION REVISION 1 TRANSPARENT TRANSPARENT 1

ROLE TRIES TRIES 1
ROLE 2

RULES TRUST

RUNNING RUNNING 1 TRUSTED TRUST 6

SAME SAME 2 TRUSTLESS

SAVING SAVING 1 TYPE TYPE S

SECURE UNIQUE UNIQUE 2

SECURED UNLESS UNLESS 1
SECURE 8

SECURES UNRELIABLE UNRELIABLE 1

SECURITY USED

SEQUENCE SEQUENCE 1 USERS USE 8

SEQUENTIALLY SEQUENTIALLY 1 USING

SERVER SERVER 1 UTILIZED UTILIZED 1

SEVER AL SEVER AL 1 UNBREAKABLE UNBREAKABLE 1

SHARE VERIFIED VERIFIED 2
SHARE 11

SHARED SIMULTANEOUSLY | SIMULTANEOUSLY 2

SIGNATURE SIGNATURE 1 UNDERPINNING UNDERPINNING 1

SIMULATED SIMULATED 1 UNDERSTOOD UNDERSTOOD 1

VALUE VALUE 1 VARIOUS VARIOUS 1
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Appendix 3
Table of concordance for four out of the five primary class terms

CASENO KEYWORD \
1 Adstrbuted  database | of records in the form of encrypted “blocks™ (smaller datasets), or 3 pu !
1 A technology able to buid an open and distrbuted onine.  database |, which consists a kst of data structures (akso known as blocks) that are !
1 | An append-only  database .rmhnmd by the nodes of a peer-to-peer (P2P) network. '
1 A digral data structure, a shared and dstrbuted  database | that contains a continuously expanding log of transactions and ther chl '
1 An asset.  database | shared across 3 network of muliphe stes, geographies or nstitutions, in '
1 |s, in which all nodes within the network hold an identical replca of the  database | !
1 | Adstrbuted  database _thz! i stored simukaneously by al users of the network.
1 A distrbuted system realzing 3 decentnlzed ledger or ™| database |~ wkh the property that once data s added, it Gnnot be removed Ol'- |
1 rbul:nd ledger technology based on encryption aigorthms and a shared database | technology on the Intemet. I
/) A new type of, database | that has the potental to ether ply the role of the accounting module
1 A dstrbuted  database | system, & ako can be regarded as a number of nodes jontly mantanec |
1 A dstrbuted  database | that records all transactions that have ever occurred in the blockchain 1
. S Adsubuted  database | (ledger) that maintains a permanent and tamper-proof record of transa «
1 A dstrbuted  database  |that keeps track of al transactions. Since al partiipating devices maint: '
1 A distrbuted, transactional|  database  |. Globaly distrbuted nodes are Iinked by a peer-to-peer (P2P) commun
1 A decentraized, distrbuted, shared, and immutable.  database  |ledger that stores registry of assets and transactions ICross 3 peer-to-p
1 A dstrbuted  database | that s made up of a kst of transaction bundles called blocks that are ati

CASENO KEYWORD

1 sl dstrbuted ledger used to record and share information throughout a| peer-to-peer |network i
1 5 users in the form of ledgers on al the computers which are inked n 3. peer-to-peer ‘netwoﬂc. [
1 | A| peerto-peer |(P2P) dstributed ledger technology based on éncryption aigorthms an- '
1 11 open and distrbutive community that composed of a lerge amount of peer-to-peer ‘cormutefs (and users) to record and share information in blocks withou
1 11 block is chained to the previous one and immutably recorded across a,_ peer-to-peer ‘netwom, using cryptographic trust and assurance mechansms. ]
1 duted, transactional database. Giobaly dstrbuted nodes are inked by 3| peer-to-peer ‘(PZP) communication network with ks own byer of protocol messages
1
1
i)
1

database ledger that stores registry of assets and transactions across 3| peer-to-peer (pzn) network. "
A ditrbuted ledger that records and secures transactions in 3, peer-to-peer | network. |

An append-only database maintained by the nodes of 3. peer-to-peer | (P2P) network. !
A| peer-to-peer network of nformation tedmobgy that keeps records of MI assat t |

CASENO KEYWORD |
1| An append-only data  structure  that functions as a dstrbuted ledger.
An append-only data.  structure |, to store 3 continuously growing kst of transactions. '
S Adgraldata  structure .amwmmmmammm-
1 | Anew software development methodology mvolng 3 unique data.  structure |
S A dstrbuted data,  structure | (ledger), which can hold any information (transactions, records etc.) th
1 | Alsttype data  structure | for publc ledger which stores data elements & a block. '
1 \ Ashared data  structure respoasble for storng al transactional history. J
1 A dstrbuted and decentralzed Inked data. structure wmwwrmmwmnmmmum-

blocks created by nodes, where each block has a header, the relevant| tnsaction | data to be protected, and ancllary securty metadata (e.9., creator ide
A dstrbuted, incomuptbie  tRnsction | management technology without one sngle trusted party.
A dstrbuted database that s made up of a Ist of tansaction  bundies called blocks that are attached to each other.
Adstrbuted| transaction  /data ledger composed of blocks, with each block representing data In
Ape«top«t transaction  phitform which doesnt need any third-party intermedary
and dstrbuted, and pubk digtal ledger that & utized for aving the|  tansaction | In vanous nodes.
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