
I.2 Steuerung, Steuerungsfähigkeit

und Steuerungspotenzial

Politische Steuerungwird häufigmit Begriffenwie staatlichemHandeln, regieren, regu-

lieren oder regeln in Verbindung gebracht oder sogarmit diesen gleichgesetzt (vgl.Mül-

ler 1991: 8ff.). Dagegen soll im Folgenden ein spezifischer Steuerungsbegriff – und ver-

knüpftmit diesem die für die Analyse in der vorliegenden Abhandlung zentralen Begrif-

fe der Steuerungsfähigkeit und des Steuerungspotenzials1 – herausgearbeitet werden (die

vertiefendeDarstellungunterschiedlicher Steuerungsformenund -instrumentefindet sich

inKapitel III). Zunächst folgt jedoch eine kurze Ausführung zur (Sozio-)Kybernetik,wo-

bei die Kontroversen um kybernetische und systemtheoretische Ansätze an dieser Stelle

nicht vertieft werden können. Gleichwohl ist ein Exkurs aus zwei Gründen angebracht:

zum einen aus begrifflicher Perspektive, weil Regelung und Steuerung als »Lehnwörter

ausderKybernetik« indieSozialwissenschaftlichenübernommenwurden (ebd.: 8).Zum

anderen finden kybernetische Vorstellungen von Steuerung und Planung immer wieder

Eingang sowohl in das Nachdenken über die Gestalt des Staates als auch über konkre-

te Steuerungsformen, angefangen bei der staatlichen Planungseuphorie in den 1960er-

und 1970er-Jahren bis hin zum technokratischen Regieren im daten- und algorithmen-

getriebenen 21. Jahrhundert.

I.2.1 Kybernetik

Der Begriff der Steuerung ist eng verbunden mit der Entwicklung der Kybernetik [cy-

bernetics]2 der 1940er-Jahre, zunächst in den Natur- und Ingenieurswissenschaften,

1 Die zusammenfassendeDiskussionderAnalyseergebnisse zu veränderten Steuerungspotenzialen

im digitalen Zeitalter erfolgt in Kapitel VI.

2 Bereits der englische Begriff cybernetics verdeutlicht die Aktualität der dahinterstehenden, im

»kollektiven Gedächtnis verankerten« »[k]ybernetische[n] Mythen« und »kybernetischen Erzäh-

lungen« (Rid 2016: 13). Dessen im Laufe der Jahrzehnte auf cyber verkürzte Form ist als techno-

logiebezogene Vorsilbe heute auch in Deutschland omnipräsent: Cyberspace, Cyberwar, Cybersi-

cherheit, Cyberangriffe oder Cyberaußenpolitik, umnur einige Beispiele zu nennen –wobei hieran

ein Schwerpunkt auf der Sicherheitsdimension sichtbar wird. In der 6. aktualisierten Auflage der
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