Rechtsprechung dieser Institutionen: »Das menschenverachtende nationalsozialisti-
sche Regime wurde durch willfihrige Richter und Staatsanwilte gestiitzt, die das
Recht pervertierten. Die Grausamkeit, die das Bild der Justiz in der NS-Zeit prigt,
gipfelte in seinem beispiellosen Mifibrauch der Todesstrafe.« (BGH § StR 747/94).

Winfried Hassemer
Uber die absehbare Zukunft des Datenschutzes™

1. Vorbemerkung

Vor einem Vierteljahrhundert hat im Hessischen Landtag der institutionalisierte Da-
tenschutz angefangen. Das hessische Datenschutzgesetz ist 1970 in Kraft getreten; es
war das erste seiner Art in Deutschland und in der Welt, und es hat den Datenschutz
theoretisch wie praktisch geférdert.

Die damalige Landesregierung war entschlossen, die Verwaltung zu modernisieren,
insbesondere mit Hilfe der automatisierten Datenverarbeitung. Die Idee war, diese
Modernisierung — mit der ja ein erheblicher Machtzuwachs verbunden war — nicht
ins Werk zu setzen ohne eine ausgleichende Stirkung der Biirger, welche einer effek-
tiver gewordenen Staatsverwaltung ausgesetzt waren. Automatisierte Datenverarbei-
tung sollte nicht ohne einen wirksamen Datenschutz realisiert werden; die
Intensivierung der Herrschaftsmacht sollte durch eine Stirkung der Biirgerrechte
normativ ins Lot gebracht werden. Deshalb war das Recht auf informationelle
Selbstbestimmung keine Erfindung der 6cer und 7oer Jahre; es war vielmehr eine
Neuformulierung des alten Grundrechts auf Freiheit und auf Privatheit, welche
durch die informationelle Aufriistung des Staates notwendig geworden war. Das
Recht auf Datenschutz war in diesem Verstandnis — gemaf} einer alten und michtigen
Tradition — ein Abwehrrecht gegen einen allzu informationshungrigen Staat, der
plotzlich imstande war, ungeahnte Mengen an Daten zur Kenntnis zu nehmen, sie zu
sortieren und sie wohlgeordnet vorzuhalten.

An diesem Konzept des Datenschutzes hat sich bis heute nicht viel verindert. Die
Datenschutzgesetze innerhalb und auflerhalb Deutschlands realisieren mehr oder
weniger die Idee eines informationellen Abwehrrechts der Biirger gegeniiber einem
michtigen Staat. Diese Idee ist theoretisch weiterhin verniinftig und praktisch not-
wendig. Der Staat hat seine Rolle seither nicht gewechselt; wachsende Kontrollbe-
diirfnisse der »Risikogesellschaft« werden — etwa vom Verfassungsschutz, der Polizei
oder den Sozialbehdrden — gerne befriedigt und gestarke.

Der Staat hat aber als Informationssammler und Informationsverarbeiter mittler-
weile Gesellschaft bekommen. Die Datenverarbeitung in privater Hand ist fir die
Privatheit der Biirger nicht weniger gefahrlich als die in 6ffentlicher, und schon das
fordert dringend Neuorientierungen im Konzept des Datenschutzes.

Zwei andere Entwicklungslinien sind bedeutsam. Die Technologien von Information
und Kommunikation haben sich rasant entwickelt, und darauf mufd sich der Daten-
schutz natiirlich einstellen — nicht nur auf neue Bedrohungen informationeller
Selbstbestimmung, sondern hie und da auch auf mégliche Verbiindete aus dem Be-
reich der Technologie. Auch hat mittlerweile die Europaische Richtlinie zum Daten-

* Der Text entstammt einem Vortrag zum Thema »25 Jahre Datenschutz in Hessen« bei einer Veranstaltung
des Landes Hessen 1995.
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schutz nicht nur die internationale Diskussion wieder angefacht; sie bietet uns auch
vielerlei Anregungen und Anlisse, unsere Praxis zu iiberdenken und zu erneuern. Es
gibt also dringende faktische und normative Griinde, ein neues Konzept des Daten-
schutzes zu entwickeln. Aus diesem Konzept muf} dann auch praktisches Handeln
folgen.

Insgesamt sind fiinf Empfehlungen zu geben, die auf die Modernisierung des Daten-
schutzes zielen. Es ist notwendig, sich auf neue Wirklichkeiten einzustellen (dazu 2),
alte Zopfe abzuschneiden (dazu 3), neue Technologien fiir den Datenschutz zu nut-
zen (dazu 4), den Datenschutz niher an die Biirgerinnen und Biirger heranzubringen
(dazu 5) und bewahrte Traditionen zeitgerecht zu formulieren (dazu 6).

2. Neue Wirklichkeiten

Die Prognose des Gesetzgebers der 7oer Jahre hat sich als falsch erwiesen. Die Da-
tenschutzgesetze waren eingestellt auf eine zentrale Datenverarbeitung in staatlicher
Hand. Diese gefihrliche Quelle wurde markiert und eingeziunt. Die zentralen ge-
setzlichen Vorschriften und auch die Existenz der Datenschutzbeauftragten sind
Konsequenzen dieser Konzeption.

Die heutige Wirklichkeit und die von morgen sehen anders aus. Nicht (nur) zentrale
staatliche Rechner interessieren sich fiir die personlichen Daten der Leute; es sind
viele kleine Bearbeitungsstationen, die immer potenter und billiger werden und sich
deshalb schnell ausbreiten. Viele sind untereinander vernetzt, konnen Informationen
austauschen und auf intelligente Weise zusammensetzen. Die meisten von ihnen be-
finden sich in privater Hand.

All dies wird von einem Trend verstirkt, das Wissen zu dezentralisieren und die
Verarbeitung von Daten aus den Zentren wirtschaftlichen Handelns auszulagern.
Auf diese Weise verschwimmt der Prozefl der Informationsverarbeitung weithin.
Auflerdem kommt hinzu, daff dieser Typ fremden Wissens iiber Menschen seine
Gefahrlichkeit fiir diese Menschen leicht kaschieren kann: War die Neugier des
Volkszihlers noch aufdringlich oder bedrohlich, so sammeln sich Informationen
heute mit leichter Hand und gleichsam nebenbei. Die Leute werden zur Preisgabe
ihrer Daten nicht mehr verpflichtet, sondern verlockt.

Beispiele dieser neuen Wirklichkeiten begleiten uns mittlerweile in grofler Zahl, und
morgen werden sie fir fast alle von uns alltiglich sein. Ich hebe nur vier davon
hervor:

Die SmartCards werden in rasantem Tempo leistungsfihiger, und folglich erobern
sie sehr schnell einen Lebensbereich nach dem andern: Kredit, Gesundheit, Reisen,
Einkaufen. Sie werden getragen von einem nachdriicklichen wirtschaftlichen Inter-
esse der Anbieter, sie treffen auf eine lebhafte Zustimmung bei den meisten Verbrau-
chern, und: Sie machen das Leben einfacher, leichter und bunter. Biometrische
Verfahren versprechen — jedenfalls auf die Dauer — dasselbe oder mehr. Sie sind
absolut individuell und zuverlissige Kennzeichen einer Person, und sie kdnnen des-
halb — auch in Verbindung mit anderen Technologien — Prozesse der Wiedererken-
nung so schnell und verlifllich gestalten, dafl sie uns von vielen kostspieligen und
zeitraubenden Alternativen befreien werden, wenn wir wollen. »Surfen im Internet«
ist so verfiihrerisch, wie es klingt, es sieht aus nach einem Palaver, einem spontan
regulierten Markt von Informationen, und es verspricht ungeahnt weite informatio-
nelle Riume. Multimedia endlich erhebt sich langsam aus dem faszinierenden
Dunkel einer revolutionir globalen Kommunikation, die am Ende wirklich simtli-
che Informationen verarbeiten kann, welche ein Mensch im Leben braucht.

Die Probleme, welche diese neuen Technologien mit sich bringen, sind bei weitem
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weniger gut sichtbar als die Vorziige und Versprechungen. Und gerade darin besteht
schon das erste Problem: Die Leute registrieren die Bedrohlichkeit nicht; die Ge-
fahrlichkeit dieser Informationsverarbeitung verschwindet als Phanomen hinter den
Bereicherungen und Erleichterungen, welche die neuen Technologien versprechen.
Und dabei ist doch klar, dafl es allemal um Datenspuren, Datensammlungen und
Datenabgleich geht, um Verfahren und Ergebnisse, an denen viele ein lebhaftes In-
teresse haben, nicht nur Anbieter, sondern unter bestimmten Voraussetzungen
moglicherweise auch die Arbeitgeber, die Versicherungen oder die Polizei. Diese
Technologien versprechen das Erstellen von Profilen und ungeahnte Einsichten in
die Personlichkeit von Menschen.

Es ist absehbar, daf} eine autonome Entscheidung, sich solcher Technologien — aus
welchen Griinden auch immer— nicht bedienen zu wollen, erheblichen Mut vorausset-
zenwird. Wenn beispielsweise fast alle anderen im Besitz einer Gesundheitskarte sind,
so wird man sich, wenn man das fir sich anders halten will, alsbald wie Robinson auf
seiner Insel sehen, und man wird (etwa im Verhiltnis zum Arzt oder Apotheker) mani-
feste Schwierigkeiten gewirtigen miissen. Diese neuen Technologien werden wie ein
Strom sein, gegen den einzelne kaum anschwimmen kénnen.

Endlich ist zu erwarten, daf} sich unsere Rezeptions- und Interaktionsgewohnheiten
indern werden. Wer iiber den Bildschirm cinkauft oder unter soo Fernsehprogram-
men zu wihlen hat, wird — nicht nur wenn er ein Jugendlicher ist — andere Augen,
Ohren oder Beine bekommen (wobei natiirlich noch nicht ausgemacht ist, daf} dar-
auf kein Segen liegt).

Ausgemacht ist freilich, daf} diesen Entwicklungen die bisherigen Vorstellungen von
Privatheit und Datenschutz nicht gerecht werden. Die beschauliche Konfrontation
von Biirgerfreiheit und Staatskontrolle wird durch ein Szenario erganzt werden,
welches ungleich komplexer und mobiler ist. Daraus ergeben sich drei Konsequen-
zen.

Erstens macht es keinen Sinn mehr, das Konzept des Datenschutzes auf den Staat als
Informationsverarbeiter zu konzentrieren und die private Datenverarbeitung nur am
Rande wahrzunehmen, sie fiir das kleinere informationelle Ubel zu halten und sie
folglich im Zweifel gewihren zu lassen. Gewif ist klar, daff unsere Grundrechtstra-
dition die private Datenverarbeitung anders gewichtet als die des Staates. Klar ist
aber auch, dafl das Grundrecht auf informationelle Selbstbestimmung von der priva-
ten Datenverarbeitung jedenfalls nicht weniger intensiv bedroht ist als von staatlicher
Kontrolltatigkeit. Deshalb sollte man jedenfalls die 6ffentliche und die private Da-
tenschutzkontrolle zusammenfiihren, man sollte versuchen, den Schutzstandard zu
vereinheitlichen. Tut man das, so darf man auf Synergie-Effekte hoffen und darf von
einer einheitlichen Beurteilung und Strategic erwarten, daff ein Schutz personlicher
Daten auch im privaten Bereich merklich besser greifen wird. Die Differenz von
Staat und Gesellschaft hat sich jedenfalls auf dem Feld der Datenverarbeitung einge-
ebnet; im Bereich des Datenschutzes darf der fortbestehende Glaube an eine solche
Differenz nicht dazu fithren, die Biirger gegeniiber privater Datenverarbeitung ver-
gleichsweise schutzlos zu stellen.

Zweitens mufl sich unsere Vorstellung von »Datenschutz« konzeptionell erweitern
und vertiefen. Die Zeiten, da es nur oder vor allem um den Schutz einzelner Daten
ging, sind — auch in Hinsicht auf die Europiische Richtlinie — vorbei. Es geht viel-
mehr um das Freihalten von Riumen privater Autonomie und um die Erhaltung der
Voraussetzungen, unter welchen die Menschen furchtlos und geschiitzt an 6ffentli-
cher Auseinandersetzung und Meinungsbildung teilnehmen kénnen. Dazu ist not-
wendig, aber nicht hinreichend, daf} ich weif}, was der Staat iiber mich weif§ (wie das
das Bundesverfassungsgericht einst formuliert hat). Es geht auch darum, in Struktu-
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ren und Verfahren der Datenverarbeitung Einblick zu bekommen, um die Fihigkeit,
die Bedeutung der Informationsverarbeitung zu beurteilen und sich moglichst sou-
verian auf diesem Feld zu bewegen. Nur soweit solche Prozesse der Beteiligung
gelingen, wird man davon sprechen konnen, dafl aus »Datenschutz« ein Konzept
von »Privatheit« geworden ist, welches nicht nur blind Verbote fiir bestimmte Typen
von Datenverarbeitung aufrichtet, sondern die Menschen dariiber hinaus instand-
setzt, mit ihren personlichen Daten selbstbestimmt umzugehen.

Drittens sollte man den Datenschutz noch niher an die Entwicklung der Datenver-
arbeitung heranfihren. Es geht darum, fiir die betroffenen Menschen Beherrschbar-
keit und Durchsichtigkeit der Informationsverarbeitung zu gewihrleisten. Wer nicht
versteht, was technisch passiert (wobei es natiirlich auf Einzelheiten nicht ankommt),
wird seine Rechte nicht autonom sichern konnen, weil er deren Bedrohtheit nicht
sieht. Das bedeutet etwa fiir die Datenschutzbeauftragten konkret, daf sie ihre Be-
ratungsaufgaben in bezug auf die menschlichen, die rechtlichen und die politischen
Folgen der Datenverarbeitung ernst nehmen und dafl eine funktionierende Technik-
folgenabschitzung auch fiir die Bereiche von Information und Kommunikation
organisiert wird.

3. Alte Zopfe

Mehr und schneller als auf anderen Gebieten bilden sich im Bereich des Daten-
schutzes in Theorie und Praxis, in Rechtslage und Institution alte Z6pfe deshalb,
weil hier die Angemessenheit des Schutzkonzepts besonders intensiv vom schnellen
technischen Wandel abhingt. Die Sache wird dadurch noch kompliziert, daf§ es nicht
immer einfach ist, Gewohnheiten als »alte Zopfe« verlafilich zu diagnostizieren: Es
koénnte ja sein, dafy gerade diese Gewohnheit einen versteckten Sinn hatte, der sich
erst dann schmerzlich offenbart, wenn man die Gewohnheit aufgegeben hat. Endlich
muf} man in Rechnung stellen, dal Gewohnheiten sehr konkrete Phinomene sind.
Das bedeutet u. a., daff sic von der jeweiligen Praxis des Berufs oder privaten Lebens
abhingen, nicht allgemein verbreitet sind und folglich auch nicht allgemein beurteilt
werden konnen. Unter diesen Kautelen sollte — jedenfalls in Hessen — auf einige
Einrichtungen verzichtet werden.

In der richtigen und weiterhin verniinftigen Erkenntnis, daff ein Biirger jedenfalls
dann informationell nicht verantwortlich handeln kann, wenn er nicht dariiber in-
formiert ist, wie der Staat die Daten automatisiert verarbeitet, hat der hessische
Gesetzgeber zur Pflicht gemacht, ein zentrales Register zu fithren und dieses auch
regelmiflig zu verdffentlichen. Dieser verniinftige Sinn ist mit der Entwicklung der
Informationstechnologie und ihrer Wahrnehmung durch die Bevolkerung nach und
nach entfallen. Fiir dieses Register interessiert sich praktisch niemand mehr — wahr-
scheinlich vor allem deshalb, weil niemand seine Existenz kennt. Folglich macht es
keinen praktischen Sinn, es in dieser Form weiterzufiihren. Seinen verniinftigen An-
spruch, Biirger iiber die Datenverarbeitung zu informieren, sollte man vielmehr
dadurch einlésen, dafl man Register dort fiihrt, wo die Datenverarbeitung wirklich
stattfindet: in der einzelnen Behorde (s. auch unter §.).

Ganz dhnlich liegt es bei der Pflicht der Behorde, die Biirger unter bestimmten
Voraussetzungen dariiber zu informieren, dafl Daten iiber sie automatisiert verarbei-
tet werden. In dieser Hinsicht fiihlen sich in wachsender Zahl Leute fiir dumm
verkauft, weil ithnen Mitteilungen gemacht werden, welche sie entweder nicht inter-
essieren oder welche ihnen schon bekannt waren. Statt dessen sollte man die
Benachrichtigungspflichten auf diejenigen Informationen konzentrieren, welche fiir
die Biirgerinnen und Biirger wirklich informativ sind.

IP 216.73.216.36, am 18.01.2026, 13:20:46. © I
Inhatts ir it, fiir oder in KI-Sy



https://doi.org/10.5771/0023-4834-1996-1-99

Es ist ferner wenig sinnvoll, dem Datenschutzbeauftragten eine Pflicht zur Beanstan-
dung in allen Fillen aufzuerlegen, in welchen er Verstofle gegen das Recht des
Datenschutzes feststellt. Die Datenschutzbeauftragten haben bekanntlich kaum ei-
nen formellen Einflufl; thre Chancen der Verinderung liegen im Argument und in
der offentlichen Auseinandersetzung. Thre Moglichkeit, einen Fehler zu beanstan-
den, ist funktional dquivalent der »Roten Karte« im Fufiball: Man sollte sie duflerst
sparsam benutzen und sie jedenfalls dann nicht einsetzen (miissen), wenn der Fehler
marginal war oder alsbald behoben wird.

Auch die Pflicht, jedes Jahr einen Tatigkeitsbericht vorzulegen, it sich méglicher-
weise datenschutzfreundlich dahin verindern, daf dieser Bericht jihrlich alterniert
mit schriftlichen Stellungnahmen, Auflerungen oder Informationen zu wechselnden
spezifischen Problemen des Datenschutzes.

4. Moderne Technologien

Das Verhiltnis von Datenschutz und Datenverarbeitung ist herkémmlich kein
freundliches: Neue Entwicklungen im Bereich der Datenverarbeitung bedeuteten
regelmiflig eine weitere Aufriistung des kontrollierenden Staates und damit eine
erhohte kritische Wachsamkeit auf dem Gebiet des Datenschutzes. Mir scheint, dafl
sich hier Veranderungen abzeichnen. Es gibt Entwicklungen moderner Kommunika-
tionstechnologie, welche dem Datenschutz hilfreich sein konnen; er sollte sie
deshalb nutzen.

So kénnte man beispielsweise dem oben (unter 2.) dargestellten Problem, daf} der
Mensch im Einzelfall real keine Maoglichkeit hat, die Technologie fiir sich abzuleh-
nen, dadurch begegnen, dal man die Entscheidungsfreiheit mit Hilfe der Technolo-
gie auf verniinftige Einzelheiten konzentriert. Nach meiner Erwartung kann kein
Datenschiitzer etwas daran indern, dafl die SmartCards sich durchsetzen werden
und dafl die Benutzer nur theoretisch die Wahlfreiheit behalten, ob sie eine solche
Karte fiir sich akzeptieren oder nicht. Mit Hilfe der kryptographischen Verfahren
konnte man aber sicherstellen, dafl — beispielsweise auf einer Gesundheitskarte — die
Betroffenen dariiber entscheiden kénnen, welche Informationen ihre Karte enthilt
oder wer die auf der Karte enthaltenen Informationen lesen darf. So konnten unter-
schiedliche »Lesetiefen« dazu fithren, dafl bestimmte Informationen an bestimmte
Leser gelangen, an andere hingegen nicht.

So hingt im Bereich von Multimedia fiir die Privatheit der Betroffenen sehr viel
davon ab, wie »benutzerfreundlich« und informativ die Oberfliche dieser Pro-
gramme sein wird. Eine Entscheidung iiber die Weitergabe von Daten ist umso eher
selbstbestimmt, je genauer der Betroffene dariiber informiert ist, was er im Einzelfall
tut. Folglich muf es darauf ankommen, die Autonomie der Menschen auch mit Hilfe
technischer Moglichkeiten zu verstirken. Insoweit konnte die Technologie zu threr
eigenen Beherrschbarkeit beitragen.

Auch in einer letzten Hinsicht kann die Informationstechnologie dem Datenschutz
hilfreich sein — freilich auf eine verzwickte Weise. Traditionell steht den Datenschiit-
zern nur ein schwaches Instrument zur Verfligung, wenn sie auf Verletzungen des
Grundrechts der informationellen Selbstbestimmung aufmerksam machen wollen:
die Warnung vor einem Grundrechtseingriff. Mit dieser Warnung wird gemeinhin
wenig erreicht. Neuerdings tritt — in Gestalt der » Akzeptanz« — ein neuer Helfer auf
den Plan. Damit ist die Erwartung gemeint, daf§ die Biirger, sofern sie die Technik
nicht verstehen oder sie ihnen unheimlich bleibt, diese Technik nicht akzeptieren
werden. Bei der Autobahnmaut oder bei der Bahn-Card scheint es den Datenschiit-
zern gelungen zu sein, mit Hinweisen auf die mangelnde »Akzeptanz« bei den
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Biirgern datenschutzfreundliche Losungen durchzusetzen, welche eher durchschau-
bar und beherrschbar sind. Mir scheint, dafl auf diesem Feld noch nicht alle Friichte
geerntet sind.

5. Biirgerndhe

Eine Chance, Lésungen fiir die realen Probleme der Zeit anzugehen, bietet das »Fo-
rum Datenschutz«, welches bislang viermal vom Prisidenten des Hessischen Land-
tags und vom Hessischen Datenschutzbeauftragten veranstaltet worden ist. Es hat
eine grofle Resonanz in der Offentlichkeit gehabt und am Beispiel konkreter Pro-
blemlagen (Stasi-Unterlagen, Innere Sicherheit und Organisierte Kriminalitit, Situa-
tion der Auslinder) die Aspekte des Datenschutzes vor den Betroffenen ausbreiten
kénnen.

Von entscheidender Bedeutung fiir die Biirgernahe des Datenschutzes ist aber das
Interesse der Biirger am Datenschutz selber. Wer seine Rechte auf Auskunft oder
Information niemals wahrnimmt, hat sie im Grunde nicht. Auch unter diesem
Aspekt ist es wichtig, die Konzeption des Datenschutzes als eines Abwehrrechts
gegen staatliche Eingriffe zu erweitern und unter »Datenschutz« auch ein Recht auf
Zugang zu Informationen zu verstehen.

Das Konzept »Freedom of Information«, welches in anderen Lindern bereits zum
selbstverstandlichen Bestand der Biirgerrechte gehort, ist bei uns aus mannigfachen
Griinden nicht gut entwickelt. In meinen Augen mufl man alles daransetzen, dafl die
Biirgerinnen und Biirger dieses Recht zur Kenntnis nehmen und beginnen auszu-
iben. So gesehen, ist das Umweltinformationsgesetz ein guter Anfang, indem es
einen Zugang zu Informationen der Umweltverwaltung unter Beachtung von Per-
sonlichkeitsrechten und Betriebsgeheimnissen erlaubt. Es steht dem Datenschutzbe-
auftragten konzeptionell gut an, sich auch in der Rolle des »Informationsbeauftrag-
ten« zu bewihren, welche als eine Beratungs- und Clearingstelle funktioniert, um
den Biirgern ihre Informationsrechte im Einzelfall auch praktisch zuginglich zu
machen.

Endlich gehért zu einem biirgernahen Datenschutz heute ein Konzept von »Daten-
schutz von unten«. Die dargestellte Entwicklung der Datenverarbeitung hat dazu
gefiihrt, daff es nicht mehr um die Kontrolle zentraler Rechner gehen kann. Dezen-
tralisierung und Vernetzung der Datenverarbeitung miissen auch zu einer Verinde-
rung des Konzepts der Datenverarbeitungskontrolle fihren. Der zentral in den
Lindern und im Bund eingerichtete Datenschutzbeauftragte hat keine Chance, diese
Art von Datenverarbeitung wirklich zu iiberblicken.

In diesem Kontext hilfreich sind die behordlichen und die betrieblichen Daten-
schutzbeauftragten, welche Ahnung von der Technik und Einblick in konkrete
Vorginge der Informationsverarbeitung in ihrem Bereich haben. Deren Stellung mufl
man verbessern — sowohl hinsichtlich threr Ausbildung als auch hinsichtlich ihrer
Kontrollméglichkeiten; hier steckt noch vieles in den Anfingen. Auch wire es sinn-
voll, daf} dezentrale Register (vgl. oben unter 3.) bei diesen Datenschutzbeauftragten
gefiihrt werden; bei ihnen darf jeder diese Register praktisch vermuten, und sie sind
imstande, die nétigen Informationen beizutreiben.

Dies dndert nichts daran, da} mit dem Datenschutzbeauftragten des Landes cine
zentrale Stelle der Koordination weiterhin sinnvoll bleibt; es geht nur darum, dafl
diese zentrale Stelle ihre Kontrollaufgaben mit besserem Einblick und grofierem
Nachdruck wahrnehmen kann.
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6. Bewdbrte Traditionen

Nach 25 Jahren kann man im Datenschutz bereits von »guten Traditionen« sprechen.
Heute kommt es darauf an, diese Traditionen aus ihren eher zufilligen Einkleidun-
gen herauszupriparieren und sie so zu formulieren, dafl sie neu verstanden werden
konnen.

Das Bundesverfassungsgericht hat in seinem grundlegenden Volkszihlungsurteil
1983 die beiden klassischen Ziele des Datenschutzes giiltig formuliert: Es kommt —
in meiner Sprache — darauf an, die Rechte der Menschen in zweierlei Hinsicht infor-
mationell zu sichern: Als Individualperson sollen sie geschiitzt sein gegen fremdes
geheimes Wissen, welches zum Instrument von Manipulation und Erniedrigung
werden kann. Als Sozialperson sollen sie geschiitzt sein vor der Gefahr, daf die
Mobglichkeit fremden geheimen Wissens ihnen den Mut nimmt, auch in der Offent-
lichkeit fiir thre Meinung einzutreten. Die Verletzung von Privatheit, welche im
Recht des Datenschutzes gemeint ist, besteht in einer vagen Angst vor informatio-
neller Uberwiltigung durch Michtigere und in einer sozialen Desorientierung,
welche sich dem Nichtwissen dariiber verdankt, daf} andere einem gerade in denje-
nigen Bereichen informationell iiberlegen sind, welche zum Kernbereich der Person
gehoren. Informationelle Selbstbestimmung ist das Gegenteil von Vagheit, Vermu-
tungen, Desorientierung, Undurchsichtigkeit. Sie ist autonome und souverine Ent-
scheidung eines Menschen dariiber, was mit seinen personenbezogenen Informatio-
nen geschehen soll — freilich immer innerhalb der Grenzen berechtigter Gemein-
schaftsinteressen.

Sieht man es so, dann wird ohne weiteres klar, daff ein modernes Datenschutzkon-
zept sich nicht auf ein Negativum beschrinken darf, niamlich auf die Abwehr
informationeller Eingriffe. In einer Informationsgesellschaft, wie wir sie bereits ha-
ben bzw. erwarten diirfen, muff der Schutz der informationellen Selbstbestimmung
viel frither einsetzen, und er mufl umfassender sein. In dieser Welt kann die Abwehr
informationeller Eingriffe iiberhaupt nur dann gelingen, wenn die Betroffenen ver-
lafllich orientiert sind tiber das, was »Informationsgesellschaft« heifft und was in ihr
passiert.

Folglich ist ein Konzept des Datenschutzes heute vor allem anderen die Veranstal-
tung, den Biirgerinnen und Biirgern die Welt der Informationsverarbeitung und
deren Konsequenzen fiir die Durchsetzung ihrer informationellen Rechte niherzu-
bringen. Sodann ist sie die Beforderung von Typen der Informationsverarbeitung,
welche den Menschen so leicht wie moglich kognitiv zuganglich sind und welche
ihnen moglichst viele Alternativen der Entscheidung iiber die Verarbeitung ihrer
Daten real zuginglich machen. Erst dann besteht sie in einem Freihalten von Riu-
men und Sphiren, innerhalb deren die Menschen sich selbst gehren und den Mut
zur autonomen Selbstdarstellung entwickeln kénnen. Datenschutz ist heute sowohl
der Schutz einer informationellen Partizipation am 6ffentlichen Leben als auch der
Versuch, das private Leben von informationeller Uberwiltigung freizuhalten.
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