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Foreword

I do not consider myself a genius. Over the course of my studies I have
had the good fortune to meet and collaborate with colleagues and teachers
who have razor sharp minds for science; I certainly do not feel I am one of
them. Therefore, I am not one of those researchers who had been confi-
dent that they would sit down and conduct a PhD since their first day at
University. Nevertheless, I have been lucky enough to be inspired and en-
couraged in the course of my academic life by friends, colleagues and
teachers who saw potential in me and made me believe that everything is
possible with hard, systematic work. Through this note, I would like to ex-
press my heartfelt gratitude firstly to Prof. Trute for giving me the chance
to undertake this particular project despite the interdisciplinary challenges
it posed for a lawyer; to Prof. Schulz for being an excellent second super-
visor helping me to maintain the dual approaches between law and IT and
between EU and US law that the challenge I had set up for myself necessi-
tated; to Prof. Papadopoulou from my alma mater, the Aristotle’s Univer-
sity of Thessaloniki, for offering me as much help and support as possible
in order to remain academically sharp while I was looking for a suitable
opportunity to conduct a project as demanding as an interdisciplinary
PhD; to my ex-colleagues at Apogee Information Systems, my first full-
time employer and at the Directorate General for Media at the European
Commission for facilitating my curiosity to get to know the real meaning
of terms such as ‘software’, ‘data processes’, ‘cloud-based systems’ etc.,
which are always intriguing for an IT lawyer but require a lot more than a
strong legal background in order to tackle regulatory challenges associated
to them. And last but not least, I wish to cordially thank all those class-
mates and teachers from my school years and the colleagues, friends and
teachers from my university years who helped me build the confidence it
took to make it from high school to my LLB study, then on to my LLM
and further onwards to my PhD term. Regardless of degrees and titles, all
these people and experiences have taught me that everything is possible if
you are determined to fight for it. And this is a lesson I will cherish for
life!
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This work has been finalized on 27 September 2017. All its contents
and arguments should be read in light of the legal status quo applicable at
that time.

PS: Grandma, I know you are happy about this. I promise you I will not
stop here!

 
Hamburg, 27. September 2017
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United States (of America) US(A)
United States of America: Uniting and Strengthening America by
Providing Appropriate Tools Required to Intercept and Obstruct
Terrorism Act

USA PATRIOT
Act

Virtual Machine(s) VM(s)
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