Die Starkung europaischer Grundrechte im digitalen
Zeitalter: demokratiepolitische Potentiale am Beispiel
des Privatheitsschutzes

Carlos Becker und Sandra Seubert

»0ur freedom is built on what others do
not know of our existences.«
(Alexander I. Solschenizyn)

Die Digitalisierung des Alltags ist in westlichen Gesellschaften allgegenwirtig:
Sie strukturiert unsere Freizeit, prigt unsere Arbeitsbeziehungen und wird selbst
in der Politik zum immer wichtigeren Faktor. Digitalisierung verspricht erhdhte
Transparenz und Rationalitit, Sicherheit und Effizienz und geht doch mit einer
Monopolisierung von Macht einher, die in ihren Ausmafen historisch einmalig
ist (Zuboft 2018; Morozov 2011; Wu 2012; Mayer-Schonberger/Ramge 2017). Mit
dieser Entwicklung verbunden sind intensive wissenschaftliche Debatten, die die
normativen Grundlagen der Demokratie und das Verhiltnis zu Prozessen der
Digitalisierung neu zu bestimmen versuchen (Voss 2014; Nam 2017; Persily 2017).
Insbesondere richten sie den Fokus dabei auf den Wert der Privatheit und seine
Verteidigung (exemplarisch: Schwartz 1999; Seubert/Niesen 2010; Papacharissi
2010; Isin/Ruppert 2015). Angesichts der globalen Strukturen der Digitalisierung,
ihrer transnationalen technischen Infrastruktur und ékonomischen Besitzverhalt-
nisse, ist das Verhiltnis von Digitalisierung, Demokratie und Privatheit allerdings
kaum mehr innerhalb der Grenzen von Nationalstaaten allein zu begreifen. Vor
diesem Hintergrund erlangt die EU als politischer und rechtlicher Akteur eine her-
ausgehobene Bedeutung, was mittlerweile eine eigenstindige wissenschaftliche
Auseinandersetzung hervorgerufen hat (Irion 2016; Granger/Irion 2018; Petkova
2019).

Nicht erst seit den Debatten zum Urheberrechtsschutz ist die europdische
Digital- und Netzpolitik zum Kulminationspunket zivilgesellschaftlicher Politi-
sierung in Europa geworden. Schon zuvor hat die Europidische Rechtsprechung
offentliche Kontroversen mit ihren Versuchen generiert, dem digitalen Struktur-
wandel durch wegweisende Grundsatzurteile (»Schrems-Urteil«, »Right-to-be-
forgotten«) normative Leitplanken einzuziehen. Zunichst primir als Regulati-
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onsinstrument des Binnenmarktes gefasst, hat das europiische Recht im Ganzen
inzwischen eine Normativitit entfaltet, die iiber den urspriinglichen Regelungs-
zweck und Wirkungsraum an vielen Stellen hinaustreibt.'

Spitestens mit der Anerkennung der Grundrechtecharta (GRC) ist neben die
»vier Grundfreiheiten« ein bindender Katalog von Grundrechten getreten, der
das Unionsrecht verfassungsrechtlich unterfiittern soll. Dabei zeigt sich, dass
eine Substantialisierung europiischer Grundrechte gerade auf dem Gebiet der
Netz- und Digitalpolitik Gestalt annimmt und in besonderer Weise von den euro-
péischen Rechtsinstitutionen - allen voran durch den Europiischen Gerichtshof
(EuGH) - vorangetrieben und gestirkt wird.

Nicht nur profiliert sich die EU in diesem Politik- und Rechtsgebiet als Akteur
mit politischer Handlungskompetenz etwa gegeniiber digitalen GrofSunternehmen
(Kalyanpur/Newman 2019). Vielmehr ist es das mehrdimensional gerahmte Recht
auf Privatheit*, an dem auf besondere Weise die Stirkung und Selbstbehauptung
europdischer Grundrechte exemplifiziert und weitergefithrt wird. Zwischen bin-
nenmarktorientierter Regulierungsaufgabe und grundrechtlicher Selbstverpflich-
tung des Unionsrechts spannt sich ein normativer Korridor auf, in dem das »Recht
auf Privatheit« eine zentrale Stellung einnimmt und die zukiinftige Gestalt der eu-
ropdischen Rechtsarchitektur entscheidend mitprigen wird (De Vries 2015, 236).
Dieser Bedeutungszuwachs des Privatheitsschutzes in Europa ist nun aber nicht
allein im Hinblick auf den individualrechtlichen Schutz der Privatheit, sondern
auch in seiner demokratiepolitischen Bedeutung zu erfassen. Danach stirkt der
europiische Privatheitsschutz die Handlungsfreiheit je einzelner Individuen und
erweist sich zugleich als entscheidend fir die Verwirklichung demokratischer Praxis
als freiheitlicher Kommunikation.

Der Fokus des vorliegenden Beitrags wird auf dieser These — der spezifisch de-
mokratischen Bedeutung eines individuellen Grundrechtsschutzes der Privatheit
in Europa - liegen, die zugleich auf die aktuellen politischen Herausforderungen

1 Vgl. dazu exemplarisch zur dhnlich gelagerten Debatte um die normativen Potentiale Europdi-
scher Biirgerschaft: Seubert/Eberl/Van Waarden 2018; umfassend auch: Baubdéck 2019.

2 Schon hier sei kurz anzumerken, dass es im Unionsrecht so wenig wie im deutschen Recht ein
juridisch so benanntes Recht auf Privatheit gibt (vgl. dazu umfassend auch: Eichenhofer 2019),
auch wenn der Schutz des Privatlebens europarechtlich zumindest begrifflich eingefiihrt wird.
Im Folgenden sollen mit dem Recht auf Privatheit somit alle Rechte umfasst werden, die im
weitesten Sinne den Schutz der Privatsphare, personlicher Kommunikation oder personenbezo-
gener Daten, d.h. den Datenschutz betreffen. Der Schutz privater Lebensvollziige und Interak-
tionsbeziehungen und Datenschutz werden damit begrifflich zwar nicht synonym verwendet,
jedoch als insoweit sich wechselseitig ergdnzend begriffen, dass diese fiir den Zweck des vorlie-
genden Beitrags unter dem Recht auf Privatheit zusammengefasst werden sollen. Vgl. zu dieser
gerade rechtswissenschaftlich nicht unstrittigen, aber doch gut begriindbaren Zusammenfiih-
rung: Gusy 2018.
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des digitalen Strukturwandels bezogen werden soll. Denn es sind letztlich die sich
rapide transformierenden Arrangements digitaler Kommunikation und Informa-
tionsverarbeitung, die zu neuen Bedrohungsformen kommunikativer Freiheit fith-
ren. Auch wenn der Blick des vorliegenden Beitrags vor allem auf den grundrecht-
lichen Fragen und einer demokratietheoretischen Interpretation des Privatheits-
schutzes liegt, so wird deren Virulenz doch zuallererst durch die Digitalisierung
alltdglicher Kommunikationspraxis und ihrer potentiellen Folgen ersichtlich.

Die argumentative Struktur des Textes soll in drei Schritten entwickelt werden.
In den Blick genommen wird zunichst, wie das Recht auf Privatheit innerhalb der
mehrdimensionalen Vertrags- und Rechtsarchitektur in Europa eine grundrechtli-
che Bedeutung annimmt und als Rechtstext im Zuge der Rechtsprechung, gerade
des EuGH, eine substantielle Unterfiitterung erfihrt (Abschnitt 1). Die Substan-
tialisierung europiischer Grundrechte am Beispiel der Privatheit soll sodann auf
seine demokratiepolitischen Konsequenzen hin befragt werden. Im zweiten Schritt
(Abschnitt 2) muss dafiir geklirt werden, wie das Verhiltnis von Privatheit und De-
mokratie in einem normativen Sinne zu verstehen ist. Ausgehend von einer kur-
sorischen Kritik individualrechtlicher Privatheitstheorien wird ein soziales Privat-
heitsverstindnis formuliert, das im Kern auf eine Vorstellung interaktionistischer
Freiheitsverwirklichung ausgerichtet ist (Abschnitt 2a). Der Fokus wird darauffol-
gend auf der konzeptuellen Verkniipfung der Privatheit mit einer Idee kommuni-
kativer Freiheit liegen, die in besonderer Weise geeignet scheint, den demokrati-
schen Wert der Privatheit herauszustellen und auf dessen Bedeutung innerhalb ei-
ner digitalen Kommunikationsarchitektur aufmerksam zu machen (Abschnitt 2b).
Im dritten Schritt (Abschnitt 3) sollen diese beiden Ebenen zusammengefithrt und
ein Ausblick auf die demokratischen Effekte des europiischen Privatheitsschutzes
versucht werden.

1. Ein europaisches Grundrecht auf Privatheit?

Die Starkung des Privatheitsschutzes in Europa muss letztlich — ironisch genug -
als Produkt der neuen Gefihrdungslagen begriffen werden, die mit dem digitalen
Strukturwandel zu Tage getreten sind. Die grenziiberschreitende Datendkonomie
und die Masseniiberwachung digitaler Alltagskommunikation, besonders durch
die 5-Eyes-Allianz®, waren nicht zuletzt ausschlaggebend fiir die Initiative, beson-
ders der europdischen Rechtsinstitutionen (sowie des Europiischen Parlaments),

3 Als 5-Eyes wird gemeinhin die Zusammenarbeit der Geheimdienste von den USA, Kana-
da, GroRbritannien, Australien und Neuseeland benannt, die besonders durch die Snowden-
Enthillungen ins Visier der Offentlichkeit geraten sind (Greenwald 2014, 175ff.).

- am 12.02.2026, 16:53:

227


https://doi.org/10.14361/9783839448649-012
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by-nc-sa/4.0/

228

Carlos Becker und Sandra Seubert

fiir einen besseren und wirksameren (Grund)Rechtsschutz der Privatheit zu sor-
gen. Zum einen sollte damit einem entfesselten Daten- und Informationsmarke
begegnet werden, in dem das Nicht-Vorhandensein von Schutzstandards mit 6ko-
nomischen Vorteilen verbunden ist und binneneuropiische Spannung zwischen
Staaten erzeugt, deren Schutzstandards unterschiedlich hoch sind. Zum anderen
drangten besonders die Snowden-Enthiillungen auf einen besonderen Schutz per-
sonenbezogener Daten und Privatheit auch im Verhiltnis zu Nicht-EU-Staaten und
deren potentiellen Geheimdienstaktivititen.

Nun genief3t der Schutz privater Lebensvollziige und der Schutz personenbe-
zogener Daten im europiischen Mehrebenen-Recht zweifelsohne schon lange eine
grundrechtliche Bedeutung. Schon 1950 wird etwa in der EMRK mit Artikel 8 das
Recht auf Achtung des Privat- und Familienlebens festgehalten, das nur unter den hohen
Hiirden eines eminent wichtigen kollektiven Interesses gemeinschaftlich in Frage
gestellt werden darf und einen besonderen Augenmerk auf den Schutz der privaten
»Korrespondenz« (EMRK, Art. 8 [1]) legt. Als volkerrechtliches Vertragswerk dient
Art. 8 der EMRK nicht nur als grundlegende Normquelle des europiischen Pri-
vatheitsschutzes (Granger/Irion 2018, 3f.), es stellt zugleich die fundamentale Be-
deutung der Privatheit durch seine Inkorporation in den Grundrechtekatalog der
Konvention fest. Diese grundrechtliche Stellung wird auch in den weiteren konsti-
tutionellen Vertrags- und Grundrechtswerken der EU fortgeschrieben und um ein
Grundrecht auf Datenschutz erginzt.

Sowohl der EU-Vertrag in Art. 39 als auch der Vertrag tiber die Arbeitsweise der
EU in Art. 16 halten ein Grundrecht auf Datenschutz an grundrechtsiquivalenter
Stelle fest, das alle Organe und Institutionen der EU zu einem angemessenen und
zweckgebundenen Umgang mit sensiblen Daten verpflichtet — und dieses Recht
zugleich allen EU-Biirgern als Einzelpersonen zuerkennt. Auch der spiter abge-
lehnte Entwurf einer Europdischen Verfassung misst dem Schutz der Privatheit
und personenbezogener Daten mit Art. 50 und 51 eine grundrechtliche Bedeutung
bei (vgl. zur Ubersicht: Brithann 2015a, 11f.; 2015b).

Diese Hervorhebung der Privatheit gilt ganz besonders fiir die europiische
Grundrechtecharta (GRC), die mit Art. 7 und 8 an zentraler Stelle den Schutz priva-
ter Lebensvollziige und den Schutz personenbezogener Daten und ihrer Verarbei-
tung auszeichnet. Zusammengenommen wird der Schutz der Privatheit im euro-
piischen Rahmen damit auf volkerrechtlicher (EMRK), institutionell-verfahrens-
rechtlicher (TEU/TFEU) und auf europiischer Grundrechtsebene (GRC) verankert
und als Siule der europiischen Rechtsarchitektur bekriftige.*

4 Bilyana Petkova geht sogar so weit, Privatheit als »Europe”’s first Amendment« zu bezeichnen
(Petkova 2019, 140ff.; 153f.). Petkova deutet Privatheit in Europa — auf durchaus strittige Weise
— dabei so, dass diese eine spiegelbildliche Stellung Recht auf Meinungsiufierung in den USA
einnimmt und als Herzstiick nicht nur der gesamten Rechtsarchitektur zu begreifen sei, sondern
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Die Grundrechtecharta erweist sich in diesem Kontext allerdings als besonders
bedeutsam, denn mit dem Auftritt der GRC als verfassungsiquivalente Rechtsord-
nung wird der EuGH zum »Grundrechtsgericht« (Kithling 2014, 684), der mit seinen
inhaltlichen Entscheidungen zugleich iiber die Struktur und Wirkungsweite euro-
piischer Grundrechte entscheidet (Haltern 2017, 579ff.). Das betrifft nun sowohl
die binneneuropiische Hierarchisierung von Grundrechten gegeniiber den Grund-
freiheiten der EU°® als auch die Selbstbehauptung von europiischem Unionsrecht
gegeniiber nationalstaatlichem Recht. Die Frage nach den etwaigen demokrati-
schen Effekten der Substantialisierung europiischer Grundrechte am Beispiel des
Grundrechts auf Privatheit stellt sich damit vor allem im Hinblick auf die GRC und
die Entscheidungen des EuGH. Die Auslegung europdischer Grundrechte durch
den EuGH ist nun seit seinem Bestehen (gerade von deutscher Seite) kritisch kom-
mentiert und ambivalent bewertet worden,® weil dieser stets im Verdacht stand,
im Zweifel die Grundfreiheiten des Binnenmarktes itber die Grundrechte zu stel-
len und im Zuge der Harmonisierung europdischer Rechtsarchitekturen zu einem
generellen Absinken der grundrechtlichen Schutzniveaus beizutragen.

Diese Befiirchtungen wurden nun besonders auch im Hinblick auf die euro-
péischen Rechtsentscheidungen hinsichtlich des Schutzes der Privatheit und des
Datenschutzes artikuliert, war doch zu erwarten, dass die 6konomische Bedeutung
digitaler Industrien und die Relevanz sicherheitspolitischer Themen im Zweifel ge-
gen eine grundrechtliche Stirkung der Privatheit sprechen kénnten. Umso iiber-
raschender war vor diesem Hintergrund, wie strikt der EuGH fiir eine umfassen-
de Stirkung des Privatheitsschutzes auf der Grundlage von Art. 7 und 8 der GRC
eingetreten ist und wie sich der EuGH damit auch gegeniiber der EU und ihren

zugleich eine integrierende Funktion habe, die vergleichbar zur freedom of expression in Zeiten der
amerikanischen Burgerrechtsbewegungen ist (Petkova 2019, 144ff.; 148ff.).

5 Vgl. dazu: EuGH C-36/02 Omega, Urteil vom 14.10.2004.

6 Das betrifft sowohl das Verhaltnis von Grundfreiheiten und Grundrechten im europiischen Bin-
nenmarkt als auch die spezifische Qualitat und die Grenzen der EuCH-Rechtsprechung. Sah sich
der EuGH auf der einen Seite dem Vorwurf ausgesetzt, im Zweifel die Grundfreiheiten des Bin-
nenmarkts gegeniiber den Grundrechten zu priorisieren, wurde auf der anderen Seite der zu
starke oder zu schwache Grundrechtsschutz der européischen Rechtsinstitutionen hervorgeho-
ben (Vgl. dazu auch: Masing 2015, 486f.). Besonders das Bundesverfassungsgericht (BVerfG) und
entsprechende Kommentare haben vielfach Bedenken gegeniiber einer vermeintlich drohen-
den Verwdsserung grundrechtlicher Standards gedufiert (Haltern 2017, 446ff.). Sowohl wurde
institutionell die unzuldssige Kompetenzerweiterung des EuGH auf nicht unionsrechtlich de-
finierte Gebiete moniert, als auch inhaltlich an der spezifischen Auslegung der Grundrechte
Kritik artikuliert. Diese Debatte fand ihre Zuspitzung im Kontext der Akerberg Fransson- und
Melloni-Urteile, in denen der EUuGH einerseits seine Kompetenzen massiv auszuweiten versuchte,
und andererseits drohte, grundrechtliche Schutzstandards mit dem Verweis auf die Harmoni-
sierung binneneuropaischer Rechtsordnungen zu verwassern (Haltern 2017, 698ff.; Pliakos/Ana-
gnostaras 2015, 104ff.).
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Mitgliedslindern als starkes europiisches Grundrechtsgericht positioniert hat (De
Vries 2015, 244fF.; Petkova 2019, 148ff.; Irion 2016, 879fF., 886f.). Es sind letztlich
drei zentrale Urteile des EuGH, die diesen Eindruck stiitzen: Digital Rights Ireland,”
Google Spain® und Schrems I°.

Das Digital Rights Ireland-Urteil von 2014 behandelt die europiische Richtlinie
zur Vorratsdatenspeicherung, die es Behorden erlaubte, ohne spezifische Zweck-
bindung umfassend auf elektronische Kommunikationsdaten zuzugreifen. Der
EuGH sah in dieser Richtlinie eine schwere Verletzung von Art. 7 und 8 der GRC™®
und stellte einen »Eingriff in die Grundrechte fast der gesamten europiischen
Bevolkerung«™ fest, der keinen anderen Schluss zulief§, als »dass der Unionsge-
setzgeber beim Erlass der Richtlinie 2006/24 die Grenzen iiberschritten hat«.”
Zum ersten Mal hat der EuGH im Folgeschluss eine gesamte EU-Richtlinie, auf
die sich die Mitgliedstaaten geeinigt hatten, fiir ungiltig erklirt und die GRC
als Grundlage eines Normenkontrollverfahrens auf solch strikte Weise eingesetzt
(Haltern 2017, 578, Randnummer 1368; Irion 2016, 882f.).2

Diese strikte Haltung zum Grundrechtsschutz der Privatheit setzte der EuGH
nur kurz danach in seinem Google Spain-Urteil fort. Dabei ging es um etwaige
Verletzungen der personalen Integritit durch Ergebnislisten digitaler Suchma-
schinen. Der EuGH hat aus Art. 7 und 8 der GRC ein »Recht auf Vergessen«
abgeleitet, das Suchmaschinen-Betreiber dazu verpflichten kann, bestimmte
Links aus den Ergebnislisten zu streichen, und damit das Recht auf Privatheit
sowohl gegeniiber 6ffentlichen Interessen und damit verkniipften Rechten als auch
gegeniiber den wirtschaftlichen Interessen des Suchmaschinen-Betreibers bevor-
zugt (Boehme-Nefller 2014, 829fT.; Petkova 2017, 542f.; zum Recht auf Vergessen in
der DGSVO: Kubis 2017).**

Noch deutlicher hat sich der EuGH dann im Schrems I-Urteil positioniert, das
das sog. »Safe Harbour«-Datenschutzabkommen zwischen den USA und der EU
betraf. Wiederum mit dem expliziten Verweis auf Art. 7 und 8 der GRC hat der

7 EuGH Rs. C-293/12 und C-594/12 Digital Rights Ireland, Urteil vom 8.4.2014.

8 EuGH Rs. C-131-12 Google Spain, Urteil vom 13.5.2014.

9 EuGH Rs. C-362/14 Schrems |, Urteil vom 6.10.2015.

10 EuGH Digital Rights Ireland (Fufinote. 40), Randnummer 52-63.

11 Ebd., Randnummer 56.

12 Ebd., Randnummer 69.

13 Schon zuvor hatte der EuGH mit dem Schecke Eifert-Urteil (FuRnote 24) einen Prizedenzfall
im Gebiet des Privatheitsschutzes geschaffen, weil er (iberhaupt zum ersten Mal europiisches
Recht mit dem Verweis auf die Grundrechte-Charta und Art. 7 und 8 zurlickgewiesen hat (vgl.
auch: Petkova 2019, 148).

14 Das Recht auf Vergessen erfihrt eine Abschwachung dort, wo es ein berechtigtes 6ffentliches
Interesse an bestimmten Informationen geben kann, das vor allem dann gegeben ist, sofern die
betreffende Person eine 6ffentliche Rolle oder gar ein Amt einnimmt (vgl. EuGH Google Spain
(FuRnote 41), Randnummer 97f.
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EuGH das transatlantische Datenschutz-Abkommen fiir nichtig erklirt, weil das
Datenschutzniveau der USA keinerlei garantierten Schutz der Grundrechte auf
Privatheit bote und die Speicherung personenbezogener Daten in unqualifizierter
Weise erfolge. Damit »verletzt eine Regelung, die es den Behorden gestattet, gene-
rell auf den Inhalt elektronischer Kommunikation zuzugreifen, den Wesensgehalt
des durch Art. 7 der Charta garantierten Grundrechts auf Achtung des Privatle-
bens.«”® Neben der weiteren Stirkung und Ausgestaltung des europiischen Grund-
rechts auf Privatheit, das die massenhafte Speicherung und den nicht zweckgebun-
denen Zugriff auf private Kommunikationsakte untersagt, entfaltet die GRC durch
den EuGH gleichsam auch Wirkungen auf das Datenschutzniveau von Drittstaa-
ten, wenn »das Recht und die Praxis dieses Landes kein angemessenes Schutzni-
veau«’® gewihrleisten kann."”

Entscheidend ist jedoch, dass der EuGH — wiederum zum ersten Mal - ei-
ne Zuriickweisung europdischen Sekundirrechts mit dem Verweis auf die Verlet-
zung des grundrechtlichen Wesensgehalts vornimmt, was sowohl auf eine tiefgreifen-
de Grundrechtsverletzung schliefen lisst als auch zur Folge hat, dass diese Ver-
letzung nicht mit dem Verweis auf andere Interessen und Rechte legitimiert oder
ausgeglichen werden kann (Petkova 2019, 150).”® Zusammengenommen ergibt sich
damit ein Bild, in dem der Schutz der Privatheit nicht nur eine zentrale Stellung in-
nerhalb der europiischen Rechtsarchitektur einnimmt,” sondern in dem iiber den

15 Ebd., Randnummer 94.

16 Ebd., Randnummer107.

17 Ebd., Randnummer 45ff. und 72ff. Diese Ausweitung der Wirkung der europdischen Privat-
heitsrechte spiegelt sich in Teilen auch in der DGSVO wieder, in der ausdriicklich alle Nutzer
digitaler Kommunikationstechniken als potentielle Schutzsubjekte gelten —also nicht nur Uni-
onsbiirger. Auch wenn dies natirlich anders gelagertist, zeigt sich auch hier, wie nationale oder
regional begrenzte Rechtsordnungen in Spannung zu den globalen Kommunikationsstromen
des Internets geraten. Als zentraler Akteur innerhalb der weltweiten Kommunikation kénn-
te jedoch die europdische Initiative zum Schutz der Privatheit gleichsam grofRe Wirkungskraft
entfalten, indem sie Drittstaaten auf ein dhnliches Schutzniveau verpflichtet.

18 Mit dem Privacy Shield wurde in der Folge ein neues Datenschutz-Abkommen ausge-
handelt, dessen Schutzwirkung abermals von verschiedener Seite in Frage gestellt wird.
Dies hat nicht zuletzt zum mittlerweile als Schrems Il bezeichneten Verfahren gefiihrt,
mit dem sich nun der EuGH auseinandersetzt, nach dem dieser ein weiteres Mal vom
irischen Supreme Court in einem Vorabentscheidungsverfahren angerufen wurde. Gegen
diese Verfahrensiibernahme durch den fiir seine strikte Datenschutz- und Privatheits-
Rechtsprechung mittlerweile bekannten EuGH hatte vor allem Facebook massiv op-
poniert (vgl. u.a. https://www.irishtimes.com/business/technology/facebook-loses-supreme-
court-appeal-in-max-schrems-case-1.3910710 (15.6.2019); https://techcrunch.com/2019/06/04/
facebook-fails-to-stop-europes-top-court-weighing-in-on-eu-us-data-transfers/(15.6.2019).

19 Diese Stellung ldsst sich auch dadurch belegen, dass der EuGH, wie sonst nur in wenigen ande-
ren prominenten Fillen, in Privatheits- und Datenschutzfragen zuallermeist als Grand Cham-
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Schutz der Privatheit zugleich eine Substantialisierung europiischer Grundrechte
im Ganzen vorangetrieben wird (Granger/Irion 2018, 283ff., 2951T.).

Der vorliegende Beitrag will diese grundrechtliche Substantialisierung des
Rechts auf Privatheit in Europa diagnostizieren und zugleich skizzieren, wel-
che demokratischen Effekte mit einer solchen Substiantialisierung einhergehen
konnten. Dabei soll weniger von der demokratischen Bedeutung ausgegangen
werden, die Grundrechte im Allgemeinen fiir demokratische Ordnungen ha-
ben.*® Vielmehr liegt der Fokus auf dem demokratischen Wert der Privatheit. Der
grundrechtliche Privatheitsschutz entfaltet seine demokratiepolitische Bedeutung
aus dieser Perspektive erst, wenn der Wert der Privatheit demokratietheoretisch
erschlossen und das Recht auf Privatheit iiber seine individualrechtliche Form
hinaus begriffen wird.

2. Der demokratische Wert der Privatheit

In der wissenschaftlichen Debatte zur Privatheit lisst sich seit einiger Zeit eine
Abkehr von einem liberal-privatrechtlichen Paradigma feststellen, das Privatheit
grundlegend mit Ideen der individuellen Abgeschiedenheit und Kontrolle verbun-
den hat und auf einer individualistischen Konzeption personaler Autonomie griin-
dete. Mit Privatheit als »right to be let alone« (Warren/Brandeis 1890, 193) hatte
diese Vorstellung schon friih einen rechtlichen Ausdruck gefunden, der iiber Jahr-
zehnte das Verstindnis und die Rechtsprechung zu Privatheit gerade in den USA
prigen sollte. Ahnlich der aktuellen Renaissance der Privatheitsforschung war auch
die Verteidigung der Privatheit von Warren und Brandeis seinerzeit eine Antwort
auf die technologischen Entwicklungen, vor allem der Photographie und ihrer 6ko-
nomischen Verwertung, die auf neue Weise private Lebensvollziige zu gefihrden
drohten (ebd., 195ff.). Dabei entwickeln die beiden Autoren eine primir eigentums-
theoretische Interpretation der Privatheit — etwa das Recht am Bild -, die zugleich
mit einer starken Idee der individuellen (Zugangs-)Kontrolle verkniipft wird (vgl.
auch: Gavison 1980, 4281T.).

»The common law secures to each individual the right of determining, ordinarily,
to what extent his thoughts, sentiments, and emotions shall be communicated to
others. Under our system of government, he can never be compelled to express
them (except when upon the witness stand); and even if he has chosen to give
them expression, he generally retains the power to fix the limits of the publicity

ber getagt hat, was die herausgehobene Bedeutung dieser Fragen auch fiir den EuGH abermals
dokumentiert (vgl. dazu: Irion 2016, 876ff.).
20 Vgl. hierfiir den Beitrag von Anja Mihr in diesem Band.
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which shall be given them.« (Warren/Brandeis 1890, 198; Hervorhebung der Ver-
fasser C.B./S.S)

So lange an genau dieser Vorstellung der Privatheit als individueller Handlungs-
autonomie und Entscheidungsgewalt festgehalten wurde (vgl. umfassend auch:
Réssler 2001), so deutlich hat ein solches Kontrollparadigma in Zeiten globaler Da-
tenstréme und unsichtbarer Datentransfers an faktischer Uberzeugungskraft ein-
gebuft. Allein die Kommunikationsarchitektur sozialer Netzwerke ist derart ver-
flochten, dass die Nutzer nie die volle Kontrolle iiber die Verbreitung ihrer per-
sonlichen Daten haben kénnen (Marwick/boyd 2014; Helm/Seubert 2019). Doch
bereits bei Warren und Brandeis zeigt sich die ganze Komplexitit einer an Kon-
trolle orientierten Vorstellung. Denn zum einen vermag sich Privatheit tatsichlich
in der Freiheit ausdriicken, auf selbstbestimmte Weise kontextuell und relational
unterschiedliche Ebenen seiner Person kommunikativ zu offenbaren (Seubert 2014a,
Masur 2019). Zum anderen ist diese kommunikative Dimension der Offenbarung
jedoch selbst ein notwendig intersubjektiver Akt der Interaktion mit anderen, selbst
wenn eben nicht kommuniziert wird (vgl. auch mit Bezug zu Warren/Brandeis:
Gusy 2018, 246). Es ist die kommunikative Beziehung mit spezifischen Anderen,
aus denen je unterschiedliche Privatheitsverhiltnisse erwachsen.

Auf dieser intersubjektivititstheoretischen Vorstellung baut nun ein soziales Pri-
vatheitsverstindnis auf, das die Grundannahmen einer individualistischen Konzep-
tion der Privatheit in Frage stellt, weil es auf den stets sozialen Charakter der Pri-
vatheit abhebt (vgl. dazu umfassend: Rossler/Mokrosinska 2015). Dabei erweist sich
nicht nur Privatheit selbst als gesellschaftlich bestimmt, sie ist vielmehr funktional
notwendig fiir soziale Beziehungen und gesellschaftliches Zusammenleben. Privat-
heit ist nach dieser Lesart iiber die je individuelle Freiheitsverwirklichung hinaus
zugleich eine zentrale Vorbedingung der Verwirklichung kollektiver oder sozialer
Freiheit (Becker 2017, 53ff.). In diesem Sinne gewinnt Privatheit einen sozialen Wert,
der die individuelle Bedeutung der Privatheit iiberspannt. Im ersten Schritt soll
nun kurz rekapituliert werden, wie der soziale Wert der Privatheit begriindet werden
kann (ITa). Ausgehend von diesen Uberlegungen soll sodann im Fokus stehen, wie
sich daraus eine Idee des demokratischen Werts der Privatheit ableiten lisst (IIb).

a Der soziale Wert der Privatheit

Privatheit wird vor dem Hintergrund eines sozialen Privatheitsverstindnisses nun
nicht nur zu einem sozialen Interaktionsverhiltnis, zu einer immer schon sozia-
len Praxis erklirt (Steeves 2009; Marwick/boyd 2014; auch schon: Altman 1975, 23f.).
Vielmehr wird diese zugleich als soziales Gut beschrieben, dem ein zentraler Wert
innerhalb von (demokratischen) Gesellschaften zukommt (Hughes 2015). Priscilla
Regan folgend, lisst sich der soziale Wert der Privatheit auf drei Weisen begreifen:
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Privatheit kann erstens einen blof} sozial geteilten Wert (common value) haben, auf
den Gesellschaftsmitglieder sich in der einen oder anderen Form beziehen (Regan
2015, 56ft.). Privatheit kann zweitens einen kollektiven Wert (collective value) besit-
zen, der die wechselseitige Abhingigkeit der Privatheit einzelner von dem Schutz
der Privatheit aller fasst (ebd., 227ff.; nochmals auch: Marwick/boyd 2014). Der so-
ziale Wert der Privatheit bezeichnet hier den Umstand, dass ein sozial anerkann-
ter und tatsichlich wirksamer Schutz der Privatheit der je Einzelnen nur in einem
Kontext gelingen kann, den ein tatsichlich reziprokes Interesse am wechselseitigen
Schutz der Privatheit auszeichnet. Privatheit als individuelle Grenzziehung muss
folglich soziale Anerkennung erfahren; ihre Verteidigung als angemessen und ihre
Uberschreitung von anderen als Verletzung wahrgenommen werden. Priscilla Re-
gan unterscheidet dariiber hinaus den dffentlichen Wert der Privatheit (public value),
der auf die konstitutive Bedeutung der Privatheit firr das Gelingen demokratischer
Selbstbestimmung verweist.

Konstitutiv lisst sich dabei zunichst so verstehen, dass eine bestimmte Praxis
oder Institution funktional notwendig fiir das Gelingen eines grofleren sozialen
Zusammenhangs ist. Beate Rossler und Dorota Mokrosinska beschreiben Privat-
heit in diesem Sinne etwa als konstitutive Voraussetzung fiir das Bestehen sozia-
ler Rollen, die sich mafigeblich nach dem Grad der sich in ihnen vollziehenden
Privatheitskommunikation differenzieren lassen. Erst dadurch, dass der jeweili-
ge Grad der Privatheit von den jeweiligen Interaktionspartnern oder dem sozialen
Umfeld respektiert und anerkannt wird, kénnen sich bestimmte Rollen wiederum
strukturell verfestigen und fortbestehen (Rossler/Mokrosinska 2013, 779f.). Ahn-
lich hat Helen Nissenbaum am Beispiel sozialer Kontexte beschrieben, wie diese
durch die Verletzung kontextuell normierter Privatheits- und Informationsregeln
im Ganzen geschidigt werden kénnen (Nissenbaum 2010, 129ff.). Die Verletzung
tradierter und normierter Privatheitsregeln — so sehr gerade dies Kernthema femi-
nistischer Politisierungskimpfe war (vgl. dazu umfassend: Wagner-DeCew 2015) —
kann zur Dysfunktionalitit sozialer Beziehungen und gesellschaftlicher Interak-
tionskontexte fithren; »norms of privacy are constitutive of social relationships«
(Rossler/Mokrosinska 2013, 779).2* Wie aber lisst sich Privatheit in diesem Sinne
als konstitutive Voraussetzung der Demokratie begreifen?

21 Nicht allein der Verlust 6ffentlicher Anonymitit durch die Uberwachung éffentlicher Raume
mittels CCTV-Kameras und automatisierter Gesichtserkennung oder die massenhafte Speiche-
rung digitaler Kommunikationsdaten sind aus dieser Perspektive problematisch. Ebenso kann
die Vermischung von Freizeit- und Berufsspharen, konomischen, kulturellen und rein privaten
Interessen in sozialen Netzwerken zu einer strukturellen Verunsicherung von sozialen Kontex-
ten und Rollenidentititen fithren und auch die durch Privatheit freigesetzten Freiheitspoten-
tiale austrocknen (Seubert/Becker 2019).
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b  Privatheit und Demokratie - eine spannungsvolle Beziehung

Der demokratische Wert der Privatheit erschlieft sich nicht von selbst, gelten
Privatheit und Demokratie doch vielerorts als Gegensatzpaar, deren normative
Grundprinzipien — Teilnahme, Transparenz vs. Verborgenheit, Rickzug - als
unvereinbar gelesen werden (Lever 2006; Etzioni 1999, 187ff.). Nun hingt diese
Deutung freilich davon ab, wie sowohl Privatheit als auch Demokratie konzeptuell
gefasst werden (Seubert 2017). Dennoch tun sich liberale ebenso wie republika-
nische Demokratiekonzeptionen aus unterschiedlichen Griinden schwer damit,
der Privatheit irgendeinen eigenstindigen Wert zuzuerkennen. Auch Versuche,
den politischen Wert der Privatheit negativ iiber deren antipodische Stellung zur
politischen Offentlichkeit zu bestimmen, helfen hier wenig weiter, besteht der
politische Wert der Privatheit letztlich blof} darin, eben nicht politisch zu sein
(vgl. so etwa: Mokrosinska 2014). Aus der Perspektive des politischen Liberalismus
gewinnt Privatheit politischen Wert hier nur ex negativo, in dem das Politische
vom Privaten freigehalten wird und damit das Politische stirkt.”*

Es ist jedoch zu unterscheiden, ob Privatheit, wie hier, blofR instrumentell als
notwendiger Gegenpart (freiheitlicher) politischer Ordnungen gilt; oder ob sie als
hinreichende Bedingung fiir ein besseres Gelingen der demokratischen Selbstbe-
stimmungspraxis oder gar als konstitutives Element der Demokratie beschrieben
wird. Im ersten Fall wird Privatheit als wichtige, aber eben nicht notwendige Res-
source demokratischer Gemeinwesen gefasst — etwa im Sinne eines lebensweltli-
chen Reservoirs pluraler Meinungen und Lebensentwiirfe, die das »kommunika-
tiv[e] Unterfutter« (Seubert 2014b, 964) lebendiger Demokratien darstellen und zu
deren Gedeihen beitragen (vgl. dazu: Solove 2008, 91ff.). Privatheit ist hier nicht
nur der Nihrboden politisch handlungsfihiger Subjekte, sondern auch von po-
litischen Meinungen und gesellschaftlichen Interessen, ohne deren Artikulation
die Institutionen der Demokratie von innen her austrocknen wiirden. Ohne Frage
wird Privatheit in dieser Lesart zum wichtigen Faktor vielfiltiger demokratischer
Gemeinwesen. Als funktional notwendig fir die Verwirklichung demokratischer
Selbstbestimmung erweist sich die Privatheit hier jedoch nicht.

Genau diese konstitutive Dimension der Privatheit kénnte nun erschlossen
werden, indem Privatheit und Demokratie iiber eine intersubjektivititstheoreti-
sche Idee der kommunikativen Freiheit konzeptuell verbunden werden. Natiirlich

22 Eine dhnliche Deutungder Privatheit l4sst sich auch aus einer neo-republikanischen Perspekti-
ve formulieren, die einen herrschaftskritischen Ansatz verfolgt. Indem Privatheit auch vor dem
potentiellen Eingriff durch (v.a.) politische Institutionen geschiitzt wird, werden bestimmte
Formen politischer Herrschaft gleichsam auf instrumentelle Weise durch Privatheit verhindert
und politische Ordnungen in ihrem demokratischen Charakter gestarkt (Roberts 2015a, 336ff.;
2015b; 2018, 8ff).
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hingt auch hier die Bestimmung des demokratischen Wertes der Privatheit letzt-
lich davon ab, welches Konzept der Demokratie zugrunde gelegt wird. Demokratie
grundlegend auf eine Idee gelingender Kommunikation zu beziehen, erschlief3t
sich folglich nicht von selbst, kann sich jedoch in einem breiten Spektrum von De-
mokratietheorien riickversichern, die an den Begrift der Deliberation anschliefRen
und damit im weitesten Sinne auf eine Idee der kommunikativen Freiheit und dis-
kursiven Rationalitit verweisen. Deliberative Demokratietheorien zeichnen glei-
che und freie Kommunikationsakte zwischen Menschen insofern aus, als sie die-
se als zugleich demokratisch und rational beschreiben. Gerade weil alle potenti-
ellen Teilnehmer durch freie kommunikative Akte am demokratischen Selbstbe-
stimmungsprozess mitwirken konnen, kénnen iiber verniinftige Verfahren des ar-
gumentativen Austauschs rationale Kommunikationsergebnisse erwartet werden.
Die demokratischen Institutionen kénnten nun genau diese Infrastruktur delibe-
rativer Aushandlung mittels gréfitmoglicher Partizipation bereitstellen und for-
dern. Doch erschépft sich kommunikative Freiheit eben nicht in der Partizipation
an demokratischen Verfahren.

Im Anschluss an Jirgen Habermas und Klaus Giinther liefRe sich kommuni-
kative Freiheit zweigliedrig als freiwillige Kommunikation des je Einzelnen und
als kollektive Freiheit einer Kommunikationsgemeinschaft deuten (Giinther 1996;
Habermas 1992). Entscheidend ist nun, dass aus der Perspektive einer diskurs-
theoretischen Demokratiekonzeption beide Dimensionen kommunikativer Frei-
heit wechselseitig verzahnt und als gleichurspriinglich zu behandeln sind: indi-
viduelle kommunikative Freiheit ldsst sich letztlich nur in einem Kontext realisie-
ren, den ein wechselseitiges Interesse an der Ermdglichung, Sicherung und Ver-
wirklichung dieser Freiheit auszeichnet; eine freie Kommunikationsgemeinschaft
wiederum lebt von der je individuellen kommunikativen Freiheit ihrer Mitglieder,
auf die sie gleichwohl nicht reduziert werden kann (vgl. zu einer dhnlichen Deu-
tung: Parsons 2015). Gerade Habermas hat diese Gleichurspriinglichkeit kommu-
nikativer Autonomie in eine diskurstheoretische Rechtskonzeption iibersetzt, in
der sich die rechtlichen Verfahren kollektiver, demokratischer Selbstbestimmung
und individuelle Freiheitsrechte wechselseitig voraussetzen und reziprok legiti-
mieren. In diesem Sinne sind auch individuelle Freiheitsrechte, die auf die Ermog-
lichung privater Autonomie abzielen, mit einer Idee politischer Autonomie ver-
schrinkt, die sich in demokratischen Rechtssetzungsverfahren verwirklicht (Ha-
bermas 1992, 109ff.). Kommunikative Autonomie und Recht sind aus dieser Per-
spektive nicht voneinander zu trennen. Das gilt gerade auch auf grundrechtlicher
Ebene, denn Habermas macht deutlich, dass sich kommunikative Freiheit letztlich
nur dann egalitir verwirklichen lisst, wenn sie auf dem Fundament gleich zuging-
licher Grundrechte aufbaut. Die Stirkung von Grundrechten kann folglich sowohl
zu einem individuellen als auch kollektiven Zuwachs kommunikativer Freiheit bei-
tragen.
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Wie aber lisst sich Privatheit hier einordnen? Privatheit kann einerseits als
kommunikativer Riickzug, als »Ausstieg« (Habermas 1992, 153) aus den kommuni-
kativen Verpflichtungen verstanden werden, der zunichst im diametralen Gegen-
satz zur Idee der Demokratie zu stehen scheint. Kommunikative Freiheit bestiinde
einfach darin, das Recht zu haben, nicht kommunizieren zu miissen (ebd., 152fF.).
Fasst man Privatheit hingegen als kontext- und interaktionsbezogene Grenzzie-
hung des kommunikativen Offnens und Verbergens, dann bestiinde kommunika-
tive Freiheit in der — rechtlich geschiitzten — ungezwungenen Moglichkeit, selbst
bestimmen zu kénnen, wo und wem ich etwas kommunikativ enthiille (vgl. auch
Becker/Seubert 2016).

Kommunikative Grenzziehungen sind jedoch nie das Produkt der Ent-
scheidung eines einzelnen Individuums, sondern hingen immer auch von den
gesellschaftlichen und rechtlichen Rahmenbedingungen ab, die auf diese Grenz-
ziehung unterschiedlich reagieren. Individuelle Grenzziehungen konnen geachtet
oder missachtet, anerkannt oder missbraucht werden. Das gilt gleichermaflen
fiir intime, professionelle wie politisch-6ffentliche Beziehungen. Individuelle
kommunikative Freiheit als selbstbestimmte Entscheidung dariiber, wie und
mit wem ich was kommunizieren mochte, ist angewiesen auf eine Kommuni-
kationsgemeinschaft, die diesen Erwartungen weitest moglich Rechnung trigt
und Interaktionsbeziehungen respektiert, denen ein spezifischer Umgang mit
Privatheit normativ eingeschrieben ist. Gerade diesen Formen der individuellen
oder gemeinschaftlichen Grenzziehungen entstehen durch den digitalen Struk-
turwandel enorme Hiirden. Nicht nur versprechen sich 6konomische Akteure
monetire Vorteile davon, auf der Suche nach rohem, méglichst authentischem
Datenmaterial, genau diese Grenzen zu durchbrechen oder zu umgehen. Auch
politische und geheimdienstliche Organisationen sowie Versicherungs- oder Ver-
sorgungsunternehmen haben ein dezidiertes Interesse an transparenten Biirgern,
um moglichst prizise Vorhersagen und Risikoeinschitzungen machen zu kénnen.

Deren individuelle Grenzziehungen werden dabei mitunter selbst zum Beob-
achtungsobjekt; wer, warum, mit wem, welche soziale Beziehungen eingeht, ist
nicht nur Gegenstand geheimdienstlicher Metadaten- und Masseniiberwachung,
sondern wird vor allem fiir Marketingunternehmen bis hin zur politischen Kam-
pagnenarbeit immer wichtiger (vgl. zum letzteren: Bennett 2015). Auch hier kann
die asymmetrische Anordnung der digitalen Kommunikationslandschaft und ihrer
Akteure zur Erosion einer sozial geteilten und dadurch gesicherten Privatheitspraxis
beitragen, die auf die je individuelle kommunikative Freiheit negativ einwirkt.

Das macht allerdings vorerst nur deutlich, dass sich Privatheit als Sozialbezie-
hung begreifen lisst, die wechselseitig von den Wiinschen der Individuen und den
sie umgebenden gesellschaftspolitischen Strukturen abhingt. Die konstitutive Be-
deutung der Privatheit — verstanden als Prozess des kommunikativen Verbergens
und Enthiillens - fir die demokratische Selbstbestimmungspraxis erschlief3t sich
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gleichwohl erst dann, wenn etwa im Anschluss an ein diskurstheoretisches Demo-
kratiemodell deutlich wird, dass sich die selbstbestimmte Grenzziehung, wo und
mit wem ich was teilen méchte, als Ausdruck individueller kommunikativer Freiheit be-
greifen lisst, auf die Demokratien wesentlich angewiesen sind. Verstehen sich Demokra-
tien im Sinne der deliberativen Demokratietheorie als freiheitliche Arrangements
kommunikativer Selbstbestimmung, dann griindet sich ihr normatives Verspre-
chen auf der Vorbedingung, dass ihre Mitglieder gleichsam frei und gleich kom-
munizieren dirfen und iber die Art und den Umfang ihrer Kommunikation nach
auflen selbst bestimmen.

Genau dies l4sst sich nun als ein Element von Privatheit begreifen, weil damit
eine Entscheidung dariiber impliziert ist, wo und wem ich was enthiille und wem
nicht. Der so erschlossene demokratische Wert der Privatheit liegt folglich darin,
dass sie die Erméglichungsbedingung einer privaten kommunikativen Autonomie
ist, die nicht nur durch politische Institutionen geachtet werden sollte, sondern
die zugleich das Freiheitsversprechen von Demokratien wesentlich ausmacht. Es
ist schlicht widersinnig, sich Demokratien vorzustellen, deren Mitglieder nicht frei
entscheiden diirfen, was sie wie und wem kommunizieren mdchten.

Es ist nun genau dieser Zusammenhang, der durch die massenhafte Uberwa-
chung digitaler Kommunikationsstréme und deren Kommodifizierung auf mas-
sive Weise gestort wird. Wie oben gesehen verwischen diese Praktiken nicht nur
tradierte Privatheitsnormen auf eine teils unzulissige Weise* und greifen in die
funktionalen Grundstrukturen sozialer Beziehungen ein. Vielmehr stellen sie ganz
grundsitzlich das normative Versprechen der kommunikativen Freiheit in Frage,
auf dem Demokratien konstitutiv aufbauen. Indem Kommunikation zur kommo-
difizierten Ware, zum iiberwachten oder gar unfreiwilligen Handlungsakt im Un-
gewissen wird, ist verstindigungsorientierte Kommunikation als Basis demokra-
tischer Praxis in ihrem Wesenskern betroffen (Parsons 2015; Roberts 2015; im wei-
teren Sinne auch: Stahl 2016 und Réssler 2015).

Freilich wusste schon Arendt, dass jeder Kommunikationsakt ein Sprung ins
Ungewisse ist und letztlich ein wenig kontrollierbares Eigenleben fiihrt (Arendt
[1967] 2010). Auch ist digitale Kommunikation notwendigerweise nur vermittelt
moglich und operiert immer iiber eine Infrastruktur, die von (privaten) Dritten (In-
termedidren) bereitgestellt wird. Doch miissen diese strukturellen Eigenschaften
des Internets von den Machtasymmetrien geschieden werden, die geheimdienstli-
che und dkonomische Uberwachungs- und Kommodifizierungspraktiken mit sich
bringen. Vielfach ist darin die Verletzung der Privatheit und kommunikativen Au-
tonomie schon mit dem Beginn der Kommunikation manifest oder gar deren Vor-
aussetzung — das gilt letztlich schon bei Diensten und Apps, die soziale Vernetzung

23 Ohne damitdie freilich moglichen emanzipatorischen Effekte negieren zu wollen, die mitdem
Aufbruch bestimmter Kontexte und Privatheitsnormen auch verbunden sein kénnen.
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vermeintlich kostenlos anbieten und die Nutzer mit ihren Kommunikationsdaten
zahlen lassen.*

Kommunikative Freiheit darf hier jedoch nicht mit politischer Meinungsfrei-
heit verwechselt werden — die ebenso Teil der kommunikativen Freiheit ist —, geht
es an dieser Stelle doch in erster Linie um kommunikative Grenzziehungen, die
Individuen im Hinblick auf ihre Privatheit vornehmen. In diesem Sinne ist die
kollektive Freiheit demokratischer Selbstbestimmung qua freiheitlicher Kommu-
nikation nur zu haben, wenn alle Mitglieder der demokratischen Kommunikati-
onsgemeinschaft iiber Garantien verfugen, dass sie selbstbestimmt dariiber ent-
scheiden konnen, wem sie was und in welchem Kontext von sich preisgeben méch-
ten. Erzwungene, unfreiwillige und dekontextualisierte Kommunikation kann aus
dieser Sicht nicht nur als Verletzung der kommunikativen Autonomie des jeweils
betroffenen Individuums, sondern gleichsam als Beschidigung einer gemeinsa-
men, freiheitlichen Kommunikationspraxis verstanden werden, die das Herzstiick
funktionierender demokratischer Gemeinwesen darstellt. Rechtsgarantien, die das
Privatleben und private Kommunikationsakte in diesem Sinne schiitzen sind damit
nicht blof} als Freiheitsgewinn je einzelner Individuen zu verstehen. Der Schutz-
anspruch, den sie Rechtssubjekten im Hinblick auf ihre kommunikative Autono-
mie gewihren, muss vielmehr zugleich in seiner demokratieférderlichen Wirkung
erschlossen werden. Es ist der Rechtsschutz individueller Privatheit, der iiber den
Schutz der kommunikativen Autonomie jeweiliger Individuen zugleich zum Erhalt
oder Aufbau einer demokratischen Kommunikationsgemeinschaft und einer Pra-
xis kollektiver kommunikativer Autonomie beitrigt, die sich als Wesenskern gelin-
gender demokratischer Gemeinschaften entschliisseln lisst. Auch eine demokra-
tietheoretische Verteidigung der Privatheit zeichnet insofern den grundrechtlichen
Schutz der Privatheit als zentrale Voraussetzung der Verwirklichung kommunika-
tiver Autonomie aus. In diesem Sinne erschlief3t sich der demokratische Wert einer
strikten Auslegung des Grundrechts auf Privatheit.

3. Privatheit und Demokratie in Europa - demokratiepolitische
Potentiale des europaischen Grundrechtsschutzes

Vor dem Hintergrund der demokratietheoretischen Ausfithrungen des vorange-
gangenen Abschnitts wird ersichtlich, dass die aktuellen Bedrohungen der Privat-
heit — das heif3t vor allem personlicher Informationen und Kommunikationsbezie-

24 Sebastian Sevignani hat dies weiter zugespitzt, indem er auf die existenzielle Notwendigkeit
der Teilnahme an digitalen Kommunikationspraktiken hingewiesen hat, weil sie iiber die Sicht-
barkeit und Teilhabe an sozialen Lebens- und Arbeitspraktiken entscheiden. Er nennt dies im
Anschluss an Marx die doppelte Freiheit der Internetnutzerlnnen (Sevignani 2017, 249ff.).
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hungen - durch dkonomische und staatliche Akteure nicht blof problematisch fiir
die je individuelle Freiheit sind. Die unsichtbare und ungefragte Entbergung, Spei-
cherung und Analyse privater Kommunikationsdaten und Interaktionen im Netz
erweist sich vielmehr als fundamentaler Eingriff in die Realisierung und Realisie-
rungsmoglichkeit demokratischer Freiheit. Indem die kommunikative Autonomie
von Einzelnen beschidigt wird, sieht sich eine auf den Grundfesten freiheitlicher
Kommunikation aufbauende demokratische Gemeinschaft im Ganzen geschidigt.

Trotz der Ausrichtung auf den kollektiven und offentlichen Wert der Pri-
vatheit, der im Sinne Priscilla Regans auf die wechselseitige Verschrinkung
und den allgemeinen Nutzen individueller Privatheit aufmerksam macht, bleibt
damit der wirksame und verldssliche Schutz der kommunikativen Freiheit des
je Einzelnen eine fundamentale Grundbedingung demokratischer Freiheit. Wie
gesehen, nehmen damit grundrechtsgestiitzte Schutzanspriiche individueller Pri-
vatheit, die ausdriicklich kommunikative Beziehungen einschliefien, auch in einer
intersubjektivitits- und diskurstheoretischen Lesart der Privatheit eine tiberra-
gende Rolle ein. Vor diesem Hintergrund sind es nicht nur die Durchsetzung
des Rechtsstaatsprinzips, das die Verteidigung eines grundrechtlichen Schutzes
der Privatheit verlangt, sondern zugleich die normativen Verpflichtungen eines
deliberativen Demokratieprinzips, das individuelle und kollektive Freiheitsver-
wirklichung tiber ein Konzept der kommunikativen Autonomie verzahnt.

Genau in diesem Sinne lisst sich nun der vom EuGH vorangetriebene Grund-
rechtsschutz der Privatheit auf seine demokratiepolitischen Potentiale hin befra-
gen. Die zentrale Stellung, die das europiische Primirrecht und der EuGH dem
Grundrecht auf Privatheit einriumen, und die Bedeutung, die auch der Daten-
schutz im europiischen Sekundirrecht durch die DGSVO erfahren hat, sprechen
nicht allein fiir einen Zuwachs an Rechtsstaatlichkeit und eine Stirkung individuel-
ler Freiheitsrechte. Der Schutz individueller Privatheitsrechte hat vielmehr auch ei-
ne eminent demokratiepolitische Bedeutung, weil sich diese als Voraussetzung de-
mokratischer Freiheitsverwirklichung rekonstruieren lassen. Privatheit lisst sich
damit zugleich als kollektives Gut begreifen, zu deren Schutz folglich nicht nur
die je einzelnen Individuen, sondern die demokratische Gemeinschaft im Ganzen
aufgerufen ist. Das verpflichtet letztlich auch politische und staatliche Institutio-
nen, die kommunikative Infrastruktur demokratischer Gemeinwesen im Lichte der
neuen Herausforderungen und Bedrohungen des digitalen Strukturwandels bes-
ser zu schiitzen. Privatheit auch als kollektives bzw. 6ffentliches Gut zu begreifen
bedeutet zugleich, den Herausforderungen insgesamt politisch anders zu begeg-
nen.

Ein soziales Privatheitsverstindnis, das diesen Uberlegungen zugrunde liegt,
lasst sich so gesehen zu einer positiven Pflicht zur Stirkung des Systemdatenschutzes
umformulieren, das Individuen vom je blo individuellen Schutz ihrer Privatheit
entlastet. Auf rechtswissenschaftlicher Ebene konnte ein solcher Perspektiviwechsel
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zu einer partiellen Abkehr von einem Privatheitsschutz nétigen, der diesen allein
in der Sprache liberaler Abwehrrechte versteht. Die positive Pflicht Privatheit auch
als kollektives und 6ffentliches Gut zu schiitzen, liefde sich hier etwa iibersetzen in
die Pflicht politischer und rechtlicher Institutionen, das begriindete Vertrauen der
Nutzer in kommunikative Infrastrukturen selbst zum Schutzgegenstand zu ma-
chen (vgl. dazu einschligig: Eichenhofer 2016; 2019; auch: Hartzog 2018). Das kol-
lektive Vertrauen in die Strukturen kommunikativer Netzwerke kann freilich nur
dann geschiitzt werden, wenn diese auf umfassende Weise grundrechtlich und in-
stitutionell eingehegt, aber auch politisch-zivilgesellschaftlich kontrolliert werden.
Der Schutz der Privatheit als 6ffentliches Gut erweist sich damit auch praktisch als
Gemeinschaftaufgabe demokratischer Gesellschaften. Diese erschopft sich damit
nicht im Recht, wird aber eben doch wesentlich von diesem getragen.

Der grundrechtliche Schutz individueller Privatheit, der in besonderer Wei-
se auf private Kommunikationen im digitalen Raum bezogen und in dieser Form
durch den EuGH maf3geblich vorangetrieben worden ist, kann somit dezidiert als
Beitrag gewertet werden, den demokratischen Wert des Privaten unter den neuen
Bedingungen digitaler Uberwachung und Kommodifizierung zu schiitzen. In die-
sem Sinne liefRe sich die Stirkung des europiischen Privatheitsschutzes zugleich
auch als Stirkung der europdischen Demokratie verstehen.

Wie genau sich diese Stirkung der Demokratie durch den (europiischen) Pri-
vatheitsschutz vollziehen konnte, sollte Gegenstand weiterer, insbesondere auch
politikwissenschaftlicher Forschung sein. Gerade fiir eine weitere demokratietheo-
retische Auseinandersetzung mit den Herausforderungen des digitalen Struktur-
wandels in Europa wird das Verhiltnis von Privatheitsrechten, EU-Biirgerschaft
und marktwirtschaftlichen Interessen der Datenokonomie eine zentrale Rolle spie-
len. Denn letztlich geht es bei dieser Auseinandersetzung um das grundsitzliche
Verhiltnis von demokratischen Freiheitsrechten zu 6konomischen und sicherheits-
politischen Interessen, das vermittelt iiber den Schutz der Privatheit den Wesens-
kern der Demokratie selbst betrifft.
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