77

3. Teil: Die Wandlung der Rolle des Staates im digitalen Zeitalter —
Der Staat als Garant (manipulationsfreier) politischer
Willensbildung?

Auch wenn die prinzipielle Notwendigkeit einer staatlichen Intervention rechts-
politisch zumindest plausibel dargelegt werden kann, so folgt daraus freilich
keine unmittelbare staatliche, ja gar verfassungsrechtlich determinierte Pflicht,
diese Rolle auch wirksam auszufiillen und nunmehr Garant kommunikations-
grundrechtlicher Rechtsgiiter in sozialen Netzwerken zu sein. Insoweit braucht
es immerhin verfassungsrechtlicher Ankniipfungspunkte, die eine solche Rolle
des Staates generell (1. Kapitel) und dann auch im Kontext der Meinungsrobo-
ter begrinden konnen (2. Kapitel). Eine davon zu trennende Frage ist dann
freilich, welcher Schutzbedarf sich daraus ergibt und inwieweit der Staat die-
sem unter Beriicksichtigung anderweitiger verfassungsrechtlicher Anforderungen
nachkommt oder nachkommen muss (3. Kapitel). Weil es sich aber bei dem di-
gitalen Kommunikationsraum um einen dynamischen Regelungsbereich handelt,
kann eine fiir alle Zeiten finale Regelung kaum denkbar sein, sodass auch ein
Blick auf die zukunftige (Rechts-)Entwicklung gewagt werden darf (4. Kapitel).
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78 1. Kapitel: Kommunikationsgrundrechtliche Schutzgiiter

1. Kapitel: Die Begrindung einer staatlichen Verantwortung fiir
die kommunikationsgrundrechtlichen Schutzgiiter in
digitalen Kommunikationsraumen

Eine Verantwortung des Staates kann nur dort entstehen, wo ihm durch die Ver-
fassung selbst ein entsprechender Auftrag respektive eine entsprechende Pflicht
auferlegt wird. Kommt er dieser Verantwortung nicht nach, so ,trifft [ihn] die
Begriindungslast, warum das so ist; ihn trifft die Argumentationslast dafiir, ob
und was dagegen getan werden muss; ihn trifft gegebenenfalls eine Handlungs-
pflicht, um die Zustinde wieder zu verbessern.“3** Blickt man in das Grundge-
setz, so lassen sich durchaus verschiedene solcher Auftrige (explizit) entnehmen.
Im grundrechtlichen Bereich gilt das etwa fiir Ausgestaltungsauftrige oder Ein-
richtungs- und Institutsgarantien. Sie sind notwendige Voraussetzung dafur, dass
bestimmte grundrechtliche Freiheiten iiberhaupt in der Gesellschaft und im Ver-
héltnis zu Dritten wahrgenommen werden konnen. Sie verpflichten den Gesetz-
geber nicht nur einfach-rechtlich, die entsprechenden Institute vorzusehen, son-
dern sie auch so auszugestalten, dass sie Wirksamkeit erlangen.?* Das gilt nicht
nur fir die Vertragsfreiheit (Art. 2 Abs. 1 GG), die durch die vertragsrechtlichen
Vorgaben gewihrleistet wird (§§ 104 ff. BGB) und durch allgemeine Vorkehrun-
gen gegeniiber Dritten Wirksamkeit entfaltet (etwa §§ 123, 134, 138 BGB).3*
Auch die Ehefreiheit (Art. 6 Abs. 1, 1. Alt. GG) bedarf der Ausgestaltung und
Absicherung. Das gilt nicht nur fiir die Eheschlieffungs- (§§ 1297ff. BGB fir die
Eingehung, §§ 1564ff. BGB fiir die Beendigung), sondern auch fiir die Ehegestal-
tungsfreiheit (insbesondere das eheliche Giiterrecht, §§ 1363ff. BGB).*¥” Am
deutlichsten kommt diese Verantwortung in Art. 14 Abs.1 S.2 GG zum Aus-
druck: ,Inhalt und Schranken [des Eigentums] werden durch die Gesetze be-
stimmt.“ Was also zum grundrechtlichen Eigentum gehort und wie weit dieses
reicht, ist nicht — wie etwa der Lebensschutz oder die Menschenwiirde — tatsich-
lich vorgegeben, sondern wird erst durch das einfache Recht bestimmt (etwa
§§ 903 ff. BGB, UrhG etc.)**s. Daneben kommt bereits in Art. 1 Abs.1 S.2 GG
und in Art. 6 Abs. 1 GG auch ein weiterer Aspekt zum Tragen: Ein Schutzauftrag
fiir (bestimmte) grundrechtliche Freiheiten. Gemein sind diesen grundrechtlichen

344 Schimmele, Staatliche Verantwortung fiir diskursive Integritit, S. 149.

345 Siehe etwa Papier/Shirvani, in: Maunz/Diirig, Art. 14 Rn. 119; Mdslein, in: Gsell u.a., Beck-online
GK, § 145 BGB Rn. 23; Badura, in: Maunz/Diirig, Art. 6 Rn. 8 f., 70.

346 Zu dieser etwa BVerfGE 89, 214 (231 f.) — Biirgschaftsvertrige. Ausfiihrlich zu dieser Verantwortung
auch Moslein, in: Gsell u.a., Beck-online GK, § 145, Rn. 23 ff.

347 Siehe hierzu auch Brosius-Gersdorf, in: Dreier, GG, Art. 6 Rn. 61 ff. zur Eheschliefungsfreiheit und
zu ihrer Ausgestaltung und Rn. 66 f. zur Ehegestaltungsfreiheit und ihrer Ausgestaltung.

348 Eine ausfiihrliche Aufzihlung mit Verweisen zur verfassungsgerichtlichen Judikatur findet sich etwa
bei Axer, in: Epping/Hillgruber, BeckOK GG, Art. 14 Rn. 49 1.
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Auftriagen aber eines: Sie sollen im Ergebnis die grundrechtliche Freiheit absi-
chern und schiitzen und das auch im Verhaltnis zu (privaten) Dritten.

Auch andernorts finden sich spezifische Verantwortungen des Staates. Das gilt
etwa fur den Schutz der natiirlichen Lebensgrundlage und der Tiere (Art.20a
GG). Und das Sozialstaatsprinzip (Art. 20 Abs. 1 GG) ist Grundlage fiir die staat-
liche Fir- und Vorsorge, wozu insbesondere aber nicht ausschlieflich®* der Be-
reich der Daseinsvorsorge zdhlt. Besondere Bereiche dieser Daseinsvorsorge wer-
den explizit an spiterer Stelle angesprochen: der Verkehr (Art. 87e GG) und die
Post und Telekommunikation (Art. 87f GG). Insbesondere mit Blick auf letztere
hat sich aber ein gewisser Wechsel in der Verantwortungsstruktur ergeben.
Durch die Privatisierung der Deutschen Bundesbahn und der Deutschen Bundes-
post kann der Staat nicht mehr unmittelbar die Verantwortung dafiir tiberneh-
men, dass die Anforderungen der Daseinsvorsorge in diesen Bereichen tatsachlich
erfiillt werden. Vielmehr beschrankt sich der tatsichliche Zugriff nun darauf, die
entstandene private Macht zu kanalisieren und den Zugang zu den Dienstleistun-
gen fiir alle zu gewihrleisten (vgl. Art. 87e Abs. 4 S. 1, Art. 87f Abs. 1 GG). Inso-
weit hat er vor allem durch einfach-rechtliche Vorgaben (PostG, TKG) sicherzu-
stellen, dass ,,flichendeckend angemessene und ausreichende Dienstleistungen*
bestehen. Insoweit wandelte sich die einstige Erfullungsverantwortung in eine
Gewihrleistungsverantwortung fiir die im Wege der Liberalisierung erschaffenen
Marktstrukturen.’°

Was bedeutet all das fir die hier gegenstiandliche Frage einer Verantwortung
fir den Kommunikations- und Willensbildungsprozess? Ein expliziter Auftrag
hierfur lasst sich im Grundgesetz nicht in einer vergleichbaren Weise ausmachen.
Im Gegenteil weisen die fur ihn relevanten Grundrechte, insbesondere Art. 5
Abs. 1 S.1, 2 GG, allein der Gesellschaft und ihren Kriften das Recht und inso-
weit die ,,Obliegenheit“ zu, den Kommunikationsprozess in eigener Verantwor-
tung zu vollziehen.*! Das wird besonders in Art.21 Abs.1 S.1 GG deutlich:
»Die Parteien wirken bei der politischen Willensbildung des Volkes mit. [Her-
vorh. d. Aut.]* Wegen seiner demokratischen Funktion macht dies auch nur
Sinn, denn an dessen Ende steht immerhin die Legitimation staatlicher Gewalt.>?

349 Ausfiihrlicher zu den Teilgehalten etwa Wittreck, in: Dreier, GG, Art. 20 Rn. 27 ff.

350 Zu dieser Gewihrleistungsverantwortung siehe etwa BVerfGE 108, 370 (392 ff.) — Exklusivlizenz fiir
Postdienstleistung. Ausfiihrlicher zur Privatisierung staatlicher Aufgaben und der ihr korrespondie-
renden Gewihrleistungsverantwortung etwa Kdmmerer, Privatisierung, S. 474 ff. und Weiss, Privati-
sierung und Staatsaufgaben, S. 291 ff.

351 Ingold, in: Opelland, Propaganda als (neue) aufSen- und sicherheitspolitische Herausforderung, S. 81
(101). Vesting, JZ 2020, 975 (977) spricht von der ,,gesellschaftlichen Selbstorganisation®. Zur Kon-
stitution des (sozialen) Kommunikationsprozesses durch die Grundrechte auch Schulze-Fielitz, in:
Dreier, GG, Art. 5 Abs. 1-2 Rn.42. Und das BVerfG, E 8, 104 (113) — Volksbefragung, begreift die
offentliche Meinungsbildung als ,,Erscheinung des gesellschaftlich-politischen und nicht des staatsor-
ganschaftlichen Bereichs®.

352 Vgl. BVerfGE 148, 11 (24) — Chancengleichheit politischer Parteien; 138, 102 (109) — Wabhl-
kampfauflerungen von Regierungsmitgliedern.
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Gleichwohl war die 6ffentliche Kommunikation und Willensbildung stets auf die
Bereitstellung offentlicher Riume angewiesen, die originir vor allem durch den
Staat bereitgestellt wurden (etwa offentliche Straflen und Wege). Im digitalen
Zeitalter verlieren diese Raume aber zunehmend an Bedeutung, und offentliche
Debatten verlagern sich in private, digitale Riume.?** Auch wenn damit die (fak-
tische) Ausgangslage dhnlich ist wie im Bereich der Telekommunikation, so folgt
allein hieraus keine eigenstindige Gewdhrleistungsverantwortung des Staates.
Anders als im Anwendungsbereich des Art. 87f GG bestand schon zuvor keine
alleinige Verantwortung des Staates, entsprechende Raume zu gewihrleisten.
Schon durch private Print- und Rundfunkmedien wurde Offentlichkeit erzeugt.
Insoweit hat nicht der Staat Liberalisierungsmafinahmen ergriffen, durch die ori-
gindr staatliche Aufgaben fir einen privaten Markt frei gegeben wurden. Vor al-
lem technische Entwicklungen — die Erhohung der Sendefrequenzen im Rund-
funk oder die Entwicklung des Internets — fithrten zu einer Liberalisierung und
einem Wandel von Offentlichkeit und kommunikativen Riumen. Insofern geht es
hier folglich nicht um eine ,,Privatisierung“,** sodass sich daraus keine gewan-
delte Verantwortung ergeben kann. Wenn der Staat auch in diesem Bereich gefor-
dert sein soll — und insoweit von einer ,,Gewihrleistungsverantwortung®“ gespro-
chen wird —*** so muss diese Verantwortung verfassungsrechtlich anderweitig
begriindet werden.

Hierfiir kommen potentiell zwei dogmatische Ansitze in Betracht: Erstens, hat
die gesellschaftliche Primirverantwortung fiir den Kommunikationsprozess das
BVerfG nicht davon abgehalten, frihzeitig im Bereich des Rundfunks eine staatli-
che Verantwortung daftr zu begriinden, den Meinungsmarkt vor rundfunkspezi-
fischen Gefahren zu schiitzen. Art. 5 Abs. 1 S.2, 2. Var. GG sei hierfiir ein spezi-
eller Regelungsauftrag zu entnehmen (A.).3%¢ Weil aber nicht nur der Rundfunk
potentielle Risiken fiir den Meinungsmarkt zeitigt, sondern Risiken auch durch
andere Krifte insbesondere im digitalen Umfeld drohen, liefe sich — zweitens —
ganz generell dariiber nachdenken, ob dem Staat nicht zumindest eine sekundire
Verantwortung dergestalt zukommt, die Wahrnehmung der kommunikativen
Grundrechte gegen potentielle Bedrohungen abzusichern und so den gesellschaft-

353 Vgl. hierzu BVerfGE 128, 226 (251 ff.) — Fraport, wo das BVerfG in einem obiter dictum andeutete,
auch private 6ffentlich Riume einer (starken) Bindung an die Versammlungsfreiheit unterwerfen zu
wollen.

354 Ausfiihrlicher zur Privatisierung und ihrer Erscheinungsformen etwa Weiss, Privatisierung und
Staatsaufgaben, S. 28 ff.

355 Vgl. Febling/Leymann, AfP 2020, 110 Rn. 6; Ingold, in: Oppelland, Propaganda als (neue) aufen-
und sicherheitspolitische Herausforderung, S. 81 (100); Kube, in: Isensee/Kirchhof, HbStR 1V, § 91
Rn. 30; Kellner, Die Regulierung der Meinungsmacht von Internetintermediiren, S. 119 oder Heil-
mann, MMR 2020, 162 (163).

356 Auf diese Kasuistik beziehen sich im Kontext der Meinungsroboter etwa Dankert/Dreyer, K&R
2017, 73 (75). Allgemein zur Gewihrleistungsverantwortung des Staates fiir Internetkommunikation
etwa Kube, in: Isensee/Kirchhof, HbStR IV, § 91 Rn. 30.
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lichen Kriften bei der Wahrnehmung ihrer ,,Obliegenheit“ Hilfe zu leisten.>” In-
soweit konnte sich die nur vereinzelt ausdriicklich und spezifisch angesprochene
grundrechtliche Schutzfunktion des Staates zu einer allgemeinen Verantwortung
verdichten lassen: Einer grundrechtlichen Schutzverantwortung zugunsten der
(Kommunikations-)Grundrechte (B.).358

A. Der rundfunkrechtliche Regelungsauftrag des Gesetzgebers

Schon frith hat das Bundesverfassungsgericht die Bedeutung des Rundfunks fiir
die Meinungsbildung und damit firr die Demokratie betont.>*® Im Laufe der Jahre
hat es zahlreiche Moglichkeiten erhalten, zu rundfunkrechtlichen Fragen Stellung
zu nehmen,** wobei eine Sonderdogmatik entstanden ist. Kern dieser Dogmatik
ist ein spezifischer Handlungsauftrag, den Rundfunk und seine Wirkungen auf
den Meinungsbildungsprozess zu regulieren.

I. Entwicklung

Den Weg der Entwicklung einer speziellen rundfunkrechtlichen Regelungs- und
damit Schutzverantwortung ebnete die 1. Rundfunkentscheidung.’®' Dort fithrte
das BVerfG aus, dass der Rundfunk unabhingig vom Programmformat eminen-
ter Faktor der offentlichen Meinungsbildung sei.>®> Gegeniiber der Presse unter-
scheide sich der Rundfunk aber darin, dass wegen der Frequenzknappheit und
der hohen Betriebskosten die Senderanzahl gering sei, wodurch keine Auflen-Plu-
ralitit gewahrleistet werden konne. Deshalb benotige es besonderer Vorkehrun-

gen dafur, dass der Rundfunk ,weder dem Staat noch einer gesellschaftlichen

357 Das ist letztlich auch der Gedanke, der dem verfassungsgerichtlichen Ansatz der Rundfunkdogmatik
zugrunde liegt, siche etwa BVerfGE 121, 30 (52) — Parteibeteiligung an Rundfunkunternehmen.

358 Den Bezug zu einer solchen staatlichen bzw. grundrechtlichen Schutzpflicht im Kontext der Mei-
nungsroboter stellen demgegeniiber Milker, ZUM 2017, 216 (220); ders., InTeR 2017, 199 (2021.);
Lober/Rofinagel, MMR 2019, 493 (496); Klaas, MMR 2019, 84 (89) und Brings-Wiesen, JuWiss-
Blog Nr. 93/2016, her. Und im Kontext der aufgezeigten Privatisierungsfragen weist auch Kdmmerer,
Privatisierung, S. 449 ff. auf die Bedeutung staatlicher Schutzpflichten als Gegenstand des ,,Privatisie-
rungsfolgenrecht hin.

359 Angefangen 1961 mit der ersten Rundfunkentscheidung BVerfGE, 12, 205 (259 ff.), wobei die Aus-
fithrungen hier noch recht oberflichlich waren. Wesentliche Grundlagen fiir die Dogmatik wurden
dann 1967 in der zweiten Rundfunkentscheidung geschaffen, BVerfGE 31, 314 (325 ff.).

360 Ein umfassender Uberblick iiber die Rundfunkentscheidungen des BVerfG bieten z.B. Holznagel, in:
Spindler/Schuster, Elektronische Medien, Vor § 1 RStV Rn. 22 ff.; Grabenwarter, in: Maunz/Diirig,
GG, Art. 5 Abs. 1, 2 Rn. 539 ff. und Degenhart, in: BK-GG, Art. 5 Abs. 1, 2 Rn. 284 ff.

361 Dort sprach das BVerfG bereits von der ,Besonderheit des Rundfunkwesens“, BVerfGE 12, 205
(260) — 1. Rundfunkentscheidung.

362 BVerfGE, ebd.
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Gruppe ausgeliefert wird.“3¢* Hierfir miissten die Rundfunkanstalten intern
so organisiert sein, dass sie die Garantie daftr bieten, dass ,alle in Betracht
kommenden Krifte [...] Einflufs haben und im Gesamtprogramm zu Wort kom-
men konnen® und dass der Inhalt selbst sachlich und ausgewogen ist.’** Um
dies gewihrleisten zu konnen, miisse der Staat den Rundfunk entsprechend der
Vorgaben gesetzlich regeln.’®® Der Regelungsauftrag’®® des Gesetzgebers fiir den
Rundfunk war also geboren.

Dieser Auftrag beschriankte sich aber nicht nur auf den o6ffentlich-rechtlichen
Rundfunk. Das BVerfG hatte schon damals klargestellt, dass auch ein privater
Rundfunk existieren konne, fiir den es auch einer Organisation bedarf, die
dem Aspekt der Pluralitdt hinreichend Rechnung trigt. Voraussetzung sei schon
deshalb eine Staatsaufsicht.’*” In der 3. Rundfunkentscheidung — es ging um
die saarlindische Regelung des privaten Rundfunks — sprach das BVerfG zum
ersten Mal ausdriicklich von einer ,,dienenden (Rundfunk-)Freiheit*.3¢® Zugleich
machte es Vorgaben fiir die Regelung des privaten Rundfunks: Der Gesetzgeber
habe entsprechende Regelungen zu erlassen, die einerseits den Zugang und die
Vergabe der Sendefrequenzen regeln®® andererseits aber auch die notwendige
Pluralitdt absichern.’”® Dabei habe er die Wahl zwischen einer binnen- oder einer
aufSenpluralistischen Struktur.’”! Bei Letzterem miisse aber durch das Gesamtan-
gebot gewihrleistet sein, dass das Angebot im Wesentlichen der bestehenden
Meinungsvielfalt entspreche.’”? In jedem Fall benotige es auch einer begrenzten
Staatsaufsicht und einer vorherigen Uberpriifung, ob die Veranstalter die Anfor-
derungen erfullen.

Hieran wurde weitestgehend auch in der 4. Rundfunkentscheidung festgehal-
ten. Der terrestrisch verbreitete 6ffentlich-rechtliche Rundfunk sei fiir die Grund-
versorgung zustindig, weil private Anbieter dies nicht flichendeckend gewidhr-
leisten konnen.’”® Gleiches gelte fiir die notwendige Pluralitit, was auch an der
Notwendigkeit der Werbefinanzierung des privaten Rundfunks liege.>”* Deshalb
bediirfe der private Rundfunk auch weiterhin einer Regulierung, die allerdings —

363 BVerfGE, a.a.0. (262) — 1. Rundfunkentscheidung; ebenso in E 90, 60 (87) — 8. Rundfunkentschei-
dung zur Gebiihrenausgestaltung. Vgl. auch zum Zugang zum Rundfunk fiir private Interessenten
BVerfGE 73, 118 (182f.) — 4. Rundfunkentscheidung; 83, 238 (323) — 6. Rundfunkentscheidung.

364 BVerfGE 12, 205 (262) — 1. Rundfunkentscheidung; 31, 314 (326) — 2. Rundfunkentscheidung.

365 BVerfGE, 12, 205 (263) — 1. Rundfunkentscheidung.

366 Als solchen fast ausdriicklich bezeichnend dann BVerfGE 31, 314 (329) — 2. Rundfunkentscheidung:
»Den Lindern ist von Verfassungs wegen aufgegeben, durch allgemeine Normen zu sichern, [...]«.

367 BVerfGE 12, 205 (262) — 1. Rundfunkentscheidung.

368 Seit BVerfGE, 57, 295. (320) — 3. Rundfunkentscheidung stindige Rechtsprechung.

369 Weil dies im Saarland aber nicht gewihrleistet war, wurde die entsprechende Regelung fiir nichtig
erklart, BVerfGE 57, 295 — 3. Rundfunkentscheidung.

370 Hierzu ausfiihrlich BVerfGE 57, 295 (319 ff.) — 3. Rundfunkentscheidung.

371 BVerfGE, a.a.O (325) - 3. Rundfunkentscheidung.

372 BVerfGE, ebd.

373 BVerfGE 73, 118 (156 f.) — 4. Rundfunkentscheidung.

374 BVerfGE, a.a.O. (155) — 4. Rundfunkentscheidung.
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wegen der gesicherten Grundversorgung — nicht gleich hohe Anforderungen er-
filllen miisse.’”> Die nachfolgenden Urteile’”® verfestigten und prizisierten den
beschrittenen Weg.?”” Oftmals ging es dabei um die Absicherung des offentlichen
Rundfunks und seiner zentralen Bedeutung.’”®

Durch die zunehmende Digitalisierung wurde es allerdings moglich, dass das
Angebot des privaten Rundfunks auf dem ,,Meinungsmarkt“ deutlich zunehmen
konnte. Da das BVerfG zur Begriindung seiner Dogmatik an die Frequenzknapp-
heit angekniipft hatte,>” fehlte ein wesentlicher Pfeiler fiir die Aufrechterhaltung
der bisherigen Rechtsprechung. Allein der kommerzielle Einfluss als Gefahr der
Meinungsvielfalt®®® blieb erhalten. Schon in ihrem Sondervotum zur 2. Rund-
funkentscheidung hatten die Richter Geiger, Rinck und Wand angedeutet, dass
die Dogmatik mit der Frequenzknappheit stehen und fallen wiirde:*! Sobald eine
Aufen-Pluralitit durch den Wettbewerb vergleichbar mit der im Pressewesen ent-
stehe, golten die strengen Vorgaben nicht mehr.3$? Diesem Ansatz ist das BVerfG

375 BVerfGE, a.a.O. (158f.) — 4. Rundfunkentscheidung ausfihrlich zu den inhaltlichen Anforderungen
solcher Regelungen BVerfGE, a.a.O. (159). Daran ankniipfend BVerfGE 83, 238 (316f.) — 6. Rund-
funkentscheidung.

376 Eine detailliertere Darstellung findet sich u.a. bei Grabemwarter, in: Maunz/Diirig, GG, Art. 5 Abs. 1,
2 Rn. 540 ff.

377 Inder S. Entscheidung, BVerfGE 74, 297, ging es um den verfassungswidrigen Ausschluss des 6ffent-
lich-rechtlichen Rundfunks von der Veranstaltung regionaler Sendungen und Programme. BVerfGE
97, 228 — Kurzberichterstattung, stellte klar, dass Art. 5 Abs. 1 S.2 GG weitestgehend legitimiere, die
Kurzberichterstattung von 6ffentlichen Veranstaltungen zuzulassen. Art. 12 Abs. 1 GG mache davon
aber punktuell Ausnahmen, etwa in Hinblick auf die Unentgeltlichkeit, a.a.O. (262f.), oder auf ein-
zuhaltende Karenzzeiten, bspw. bei der Berichterstattung iiber Fufiballspiele, a.a.O. (261). Durch
BVerfGE 121, 30 (50 ff.) wurde das gesetzliche Verbot der Parteibeteiligung an Rundfunkunterneh-
men, durch die sie einen bestimmenden Einfluss auf die Programmgestaltung nehmen konnen, gebil-
ligt.

378 So ging es u.a. um die Zulissigkeit des Engagements auch auf regionaler Ebene (in Konkurrenz mit
dem privaten Rundfunk) BVerfGE 74, 297 (331 ff.) — 5. Rundfunkentscheidung. Die Bestands- und
Entwicklungsgarantie, die den Gesetzgeber bindet, wurde angedeutet in BVerfGE 74, 297 (350f.) -
5. Rundfunkentscheidung und ausdriicklich so benannt in BVerfGE 83, 238 (298) — 6. Rundfunkent-
scheidung. Um die Gewihrleistung einer Finanzierung ging es jedenfalls thematisch bereits in
BVerfGE 83, 238 (310 f.) — 6. Rundfunkentscheidung, wobei das Gericht konkrete Fragen explizit of-
fenlieS. Die Grenzen der Finanzierung werden dann niher in BVerfGE 87, 181 (199ff.) - 7. Rund-
funkentscheidung, aufgezeigt. Zur Ausgestaltung der Gebiithr und damit verbundenen Fragen
BVerfGE 90, 60 — 8. Rundfunkentscheidung. Die Gebiihrenfinanzierung war dann auch wieder Ge-
genstand von BVerfGE 119, 181 — Rundfunkfinanzierungsstaatsvertrag. Zur Besetzung der Aufsichts-
gremien als Gewihrleistung der Binnenpluralitit, BVerfGE 136, 9 — ZDF-Staatsvertrag. Und jungst
zur Legitimitdt des Rundfunkbeitrags BVerfGE 149, 222 — Rundfunkbeitrag.

379 So schon der Ansatz fiir die Unterscheidung zwischen Rundfunk und Presse in BVerfGE 12, 205
(261) = 1. Rundfunkentscheidung, und dann vor allem BVerfGE 31, 314 (334) — 2. Rundfunkent-
scheidung.

380 BVerfGE 31, 314 (334) - 2. Rundfunkentscheidung; 87, 181 (199) — 7. Rundfunkentscheidung.

381 So heifst es im Sondervotum der Richter, BVerfGE 31, 314 (338) — 2. Rundfunkentscheidung, ,Das
[gemeint ist das Verbot den Rundfunk dem Belieben Einzelner zu tiberlassen — Anm. d. Aut.] wiirde
sich erst dndern, wenn allen interessierten Gruppen [...] eine Frequenz zugewiesen werden kénnte
[.]%

382 So fithren sie weiter fort: ,[...] und sich auf diese Weise ein Pluralismus der Meinungen und
Anschauungen dhnlich wie im Bereich der Presse auch im Bereich von Rundfunk und Fernsehen
herstellen liefSe. “, BVerfGE, ebd.
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aber nicht gefolgt. In der Entscheidung zum Rundfunkfinanzierungsstaatsvertrag
betonte es ausdriicklich, dass der Wegfall der Frequenzknappheit und das Entste-
hen eines Medienmarktes den Regelungsauftrag des Gesetzgebers nicht entbehr-
lich mache.?*? Vielmehr resultiere der Regelungsauftrag aus der herausgehobenen
Bedeutung des Rundfunks unter den Medien, die aus seiner Breitenwirkung, Ak-
tualitdt und Suggestivkraft folge.’** Zudem bestiinden neue Gefahrdungen, denen
zu begegnen sei.’®’ Insoweit blieb die rundfunkrechtliche Sonderdogmatik bis
heute im Wesentlichen aufrecht erhalten.3%

II. Die verfassungsdogmatischen Aussagen des BVerfG

Betrachtet man die Entscheidungen des BVerfG zur Rundfunkfreiheit, so kann
man diese auf einige pragnante und wesentliche dogmatische Aussagen reduzie-
ren: Die Rundfunkfreiheit gewihrleistet zwar ein subjektiv-rechtliches Abwehr-
recht fiir (potentielle)’®” Rundfunkveranstalter. Dieses tritt aber weitestgehend
hinter einer objektiv-rechtlichen Funktion zurtck.**® Weil Rundfunk wesentliches
Medium und Voraussetzung fir den Kommunikationsprozess ist, musse die
Funktionsfahigkeit des Rundfunks insgesamt staatlich sichergestellt werden. In-
soweit sieht das BVerfG mit dem Regelungsauftrag die Rundfunkfreiheit als ein
normgepragtes Grundrecht an,*’ dass der gesetzlichen Ausgestaltung bedarf,>°
wobei fiir den 6ffentlich-rechtlichen und den privaten Rundfunk nicht dieselben
Anforderungen gelten.’*' Zu dieser Ausgestaltung sind die Lander verpflichtet,?*?
denen hierbei eine weite Einschitzungsprarogative zukommt.**> MafSnahmen zur
Ausgestaltung stellen keine Eingriffe in die Rundfunkfreiheit dar,*** weshalb sie
letztlich auch nicht an dem Schrankenvorbehalt des Art. 5 Abs. 2 GG zu messen
sind.?*> Weil aber auch ihnen belastende Wirkung zukommen kann, sind sie nur
dann ,verfassungsrechtlich nicht zu beanstanden, wenn sie geeignet sind, das

383 BVerfGE 119, 181 (214) — Rundfunkfinanzierungsstaatsvertrag.

384 BVerfGE 119, 181 (214 f.) — Rundfunkfinanzierungsstaatsvertrag m.w.N.

385 Neben der zunehmenden Kommerzialisierung, zihlt hierzu auch die zunehmende horizontale und
vertikale Verflechtung auf den Medienmirkten, BVerfG, a.aO. (216f.).

386 Vgl. zuletzt BVerfGE 149, 222 (260ff.) - Rundfunkbeitrag und BVerfGE 136, 9 (28ff.) - ZDF-
Staatsvertrag.

387 Hierzu BVerfGE 97, 298 (312f.) — extra-radio; 121, 30 (55 f.) — Parteibeteiligung an Rundfunkunter-
nebmen.

388 Vgl. Degenhart, in: BK-GG, Art. 5 Abs. 1, 2 Rn. 281 spricht von einer Uberlagerung und von einem
Zuriickdringen der individuell-abwehrrechtlichen Dimension Rn. 304.

389 So Beyerbach, in: Hornung/Miiller-Terpitz, RechtsHb Social Media, 9 Rn. 7.

390 BVerfGE 97, 228 (266) — Kurzberichterstattung m.w.N. zur Judikatur.

391 BVerfGE 121, 30 (50) — Parteibeteiligung an Rundfunkunternebmen.

392 Grundlegend BVerfGE 12, 205 (223 ff.) — 1. Rundfunkentscheidung.

393 BVerfGE 121, 30 (50) — Parteibeteiligung an Rundfunkunternebmen, m.w.N. zur Judikatur.

394 Zur Abgrenzung von Ausgestaltungs- und Eingriffsgesetzen siehe etwa Grabemwarter, in: Maunz/
Diirig, GG, Art. 5 Abs. 1 Rn. 858.

395 So ausdriicklich BVerfGE 73, 118 (166) — 4. Rundfunkentscheidung. Siehe aber auch BVerfGE 97,
228 (267) — Kurzberichterstattung.
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Ziel der Rundfunkfreiheit zu fordern und die von Art. 5 Abs. 1 S. 2 GG geschiitz-
ten Interessen angemessen berticksichtigen. 3%

II. Kritische Rezeption der Rechtsprechung

Jedenfalls im Ergebnis wurde und wird dem BVerfG oftmals zugestimmt: Der
Rundfunk ist regulierungsbedurftig.’*” Im Laufe der Jahre mehrten sich aber
die Stimmen, die — auch angesichts des erstarkten Wettbewerbs im Rundfunkbe-
reich —3%% an der Rechtsprechung zweifelten.’*® Mittlerweile diirfte die Rundfunk-
freiheit Gegenstand einer der kontroversesten grundrechtsdogmatischen Diskus-
sionen sein.*

Bis heute kann die Dogmatik des Bundesverfassungsgerichts nicht iiberzeu-
gend erkliren, warum allein der Rundfunkfreiheit eine besondere Regelungs-
pflicht zu entnehmen ist. Zwar kommt dem Rundfunk eine wesentliche Bedeu-
tung fur die Meinungsbildung zu. Vor allem durch fehlenden Wettbewerb und
fehlende Vielfalt entstehen damit besondere Risiken, denen aus Sicht eines auf
Offenheit, Transparenz und Pluralitit basierenden demokratischen Kommunika-
tionsprozess zu begegnen ist.*! Insoweit wertet man das kollidierende Allgemein-
interesse am Rundfunk zum ausschlaggebenden Schutzzweck der Norm mit der

396 BVerfGE 97, 228 (267) — Kurzberichterstattung.

397 So etwa Klein, Staat 20 (1981), 177 (184); Fink, DOV 1992, 805 (812); vgl. Degenhart, in: BK-GG,
Art. 5 Abs. 1, 2 Rn. 304, der zumindest die Notwendigkeit gesetzgeberischer Ordnungsbefugnisse er-
kennt. Thum, DOV 2008, 653 (657) meint, dass die objektiv-rechtliche Erweiterung sinnvoll und
notwendig ist, aber die abwehrrechtliche Funktion nicht iiberlagern diirfte.

398 So weist Degenhart, in: Merten/Papier, HbGR § 105 Rn. 18, darauf hin, dass die ,,urspriingliche und
tragende Rechtfertigung, die rundfunkrechtliche Sondersituation entfallen ist.“ Ahnlich Cornils, Aus-
gestaltung der Grundrechte, S. 84. Siehe auch Gersdorf, Legitimation und Limitierung von Online
Angeboten, S. 57 und Klein, Staat 20 (1981), 177 (183). Besonders deutlich mit Blick auf die neue,
digitale Herausforderung einer ,,Content Curation® etwa Vesting, JZ 2020, S. 975 ff.

399 So etwa der NdsStGH ZUM-RD 2006, 321 (326), unter Hinweis auf die europiischen und volker-
rechtlichen Vorgaben, i.E. aber offenlassend. Ausdriicklich kritisch hingegen Degenbart, in: Merten/
Papier, HbGR 1V, § 105, Rn. 17 ff.; ders., in: BK-GG, Art. 5 Abs. 1, 2 Rn. 304 ff.; Gersdorf, Legitima-
tion und Limitierung von Online-Angeboten, S. 31 f., 50 ff.; Hain, in: Spindler/Schuster, Elektronische
Medien, C. Rn. 122-123; ders., Rundfunkfreiheit und Rundfunkordnung, S. 83 ff.; ders., JZ 2008,
128 (130f.); Hartmann, JZ 2016, 18 (21ff.); Hillgruber, in: Isensee/Kirchhof, HbStR IX, §200
Rn. 71; Klein, Staat 20 (1981), 177 (189 ff.) m.w.N. in den Fn. 42-52; Kiihling, in: Gersdorf/Paal, In-
formations- und Medienrecht, Art.5 GG Rn. 80, 94ff.; Stern, in: ders., Staatsrecht, Bd. VI/1,
S. 1655 ff. scheint dies zwar auch kritisch zu sehen, aber wegen der gefestigten Rspr. spricht er von
einer Irreversibilitit. Zustimmend aber, Kube, in: Isensee/Kirchhof, HbStR, § 91 Rn. 13; Schmidt,
ZRP 1980, 132 (135f.) und wohl auch Hoffmann-Riem, ZRP 1976, 291 (292f.). Und speziell im
Kontext digitaler Medien(intermediire) auch Heidtke, Meinungsbildung und Medienintermediire,
S.206 ff.

400 Hartl, Suchmaschinen und Meinungsmacht, S. 87, bezeichnet es als eines der ,,bestindigsten Diskus-
sionsfeldern im Bereich der Grundrechte®.

401 Ohnehin haben sich auch die tatsichlichen Gegebenheiten gewandelt. Die urspriingliche Sondersitua-
tion kann nicht mehr ausgemacht werden. Und die besondere Suggestivkraft konnte bisher jedenfalls
ebenso wenig ausgemacht werden, sodass das gesamte argumentative Konstrukt mehr oder weniger
im ,luftleeren Raum* schwebt. Ausfiihrlicher hierzu etwa Pille, Meinungsmacht sozialer Netzwerke,
S.231ff. und ebenfalls kritisch hierzu Cornils, Designing platform governance, S.21.
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Folge auf,*? dass die individuell-abwehrrechtliche Konzeption der Grundrechte
hier punktuell aufgegeben wird*®3 und dem Gesetzgeber wesentliche Entscheidun-
gen fir die Verwirklichung des Grundrechts vorbehalten bleiben,** ohne dass
die Norm hierfiir etwas hergeben wiirde:*® Schon der Wortlaut enthilt keinen
Anhaltspunkt fiir eine solche Sichtweise. Berichterstattung kann hochstens — was
das BVerfG* aber zu Recht ablehnte — als inhaltliches Kriterium verstanden
werden. Eine Ausgestaltungspflicht kann hier aber ebenso wenig hineingelesen
werden®” wie in das Merkmal der Gewdbrleistung, welches sich auf alle Medien-
freiheiten bezieht.

Aus systematischer und teleologischer Sicht gilt Ahnliches, denn anders als in
Art. 14 Abs.1 S.2 GG kommt ein Ausgestaltungsauftrag hier nicht zum Vor-
schein.**® Warum zudem gerade die Rundfunkfreiheit nicht mehr blof ein subjek-
tiv-rechtliches Abwehrrecht, sondern auch eine objektiv-rechtliche Regelungsver-
pflichtung enthalten soll, kann nicht plausibel erklart werden. Dass den Grund-
rechten objektiv-rechtliche Funktionen zukommen, ist richtig. Das gilt etwa all-
gemein fiir die Kommunikationsrechte, bei denen die demokratieférdernde Funk-
tion betont wird.*”” Daraus wird aber auch woanders keine Schranke fiir die sub-
jektiv-rechtliche Funktion gezogen.*'* Im Gegenteil: Im Falle der Meinungsfrei-
heit wirkt sich dies gerade schutzintensivierend aus.*'’ Und mit Blick auf die

402 Vgl. Gersdorf, Legitimation und Limitierung von Online-Angeboten, S. 53; Bremer/Esser/Hoffmann,
Der Rundfunkbegriff in der Verfassungs- u. Wirtschaftsordnung in Deutschland, S. 42.

403 Kritisch deshalb etwa Bremer/Esser/Hoffmann, Der Rundfunkbegriff in der Verfassungs- u. Wirt-
schaftsordnung in Deutschland, S. 41 f.; Degenbart, in: BK-GG, Art. 5 Abs. 1, 2 Rn. 304, 643; Klein,
Staat 20 (1981), 177 (178 £.); Thum, DOV 2008, 653 (657). Gersdorf, Legitimation und Limitierung
von Online-Angeboten, S. 53 spricht bei der verfassungsrechtlichen Annahme von einem ,,scharfen
Kontrast® zur herkdmmlichen Dogmatik und von einem ,,Restbereich personaler Subjektivitit.«

404 Vgl. hierzu auch Thum, DOV 2008, 653 (656), der vorrangig die unzulissige Wahrnehmung par-
lamentarischer Rechte durch das BVerfG durch das Aufstellen wesentlicher Kriterien bemingelt,
nachrangig aber auch die Gestaltung des Grundrechts durch den Gesetzgeber.

405 Vgl. Thum, DOV 2008, 653 (657).

406 BVerfGE 12, 205 (260) — 1. Rundfunkentscheidung.

407 Kritisch zu dem Versuch hierauf gestiitzt die Sonderdogmatik herzuleiten auch Schmitt, in: Donath/
Bretthauer u.a., §9. ATOR — Verfassungen, S. 203 (208 f.).

408 Schmitt, a.a.O., (209); Pille, Meinungsmacht sozialer Netzwerke, S. 230. Allerdings bezeichnet Hain,
in: Spindler/Schuster, Elektronische Medien, 1. Teil C. Rn. 123, das als banales Argument.

409 Zur Meinungsfreiheit BVerfGE 7, 198 (208) — Liith; zur Informationsfreiheit BVerfGE 27, 71 (81) —
Leipziger Volkszeitung; zur Versammlungsfreiheit siche etwa nur BVerfGE69, 315 (343 f.) — Brok-
dorf; zur Pressefreiheit BVerfGE 20, 162 (174) — Spiegel; und mit Blick auf Art. 5 Abs. 1 GG insge-
samt BVerfGE 20, 56 (97) - Parteifinanzierung I. Auf diesen Aspekt ebenfalls hinweisend Degenbart,
in: Merten/Papier, HbGR 1V, § 105 Rn. 18; ders., in: BK-GG, Art. 5 Abs. 1, 2 Rn. 304; Gersdorf, Le-
gitimation und Limitierung von Online-Angeboten, S. 31. Und in der Liith-Entscheidung wird gar der
gesamten grundrechtlichen Ordnung eine objektive Funktion als Wertordnung beigemessen, die in al-
le Rechtsgebiete ausstrahlt, BVerfGE 7, 198 (204 ff.) — Liith.

410 Ahnlich auch Tief, Kommunikation auf Facebook, Twitter & YouTube, S. 43.

411 Den Vergleich zur Meinungsfreiheit zieht auch Gersdorf, Legitimation und Limitierung von Online-
Angeboten, S.31, 55. Kritisch zu dieser Unterscheidung auch Kull, in: Badura/Scholz, FS-Lerche,
1993, S. 663 (666). Und mit der Pressefreiheit vergleichend Schmitt, in: Donath/Bretthauer u.a., 59.
ATOR - Verfassungen, S. 203 (209). Thum, DOV 2008, 653 (657) deutet an, dass ein objektiv-recht-
liches Verstiandnis zuldssig ist, wenn es die Wirkkraft verstirkt oder erweitert. Klein, Staat 20 (1981),

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

A. Der rundfunkrechtliche Regelungsauftrag des Gesetzgebers 87

Presse ergibt sich funktional kein Unterschied: Beide Medienfreiheiten haben eine
wesentliche, unterstiitzende Funktion im Kommunikationsprozess. Die besonde-
re Wirkmacht des Rundfunks und die damit einhergehenden Risiken fur die
Kommunikation koénnen im Vergleich zur Presse zwar strengere Regelungen
rechtfertigen und mogen den Rundfunk regelungsbedurftiger machen. Allein die
Regelungsbediirftigkeit als tatsdchlicher Moment ist aber kaum in der Lage, eine
verfassungsrechtliche (inhaltlich prizise umrissene) Pflicht zu begriinden.*? Viel-
mehr hat sich der Gesetzgeber trotz Regelungsbedurftigkeit an die grundrechtli-
chen Grenzen zu halten.

Auch eine volkerrechtsfreundliche Auslegung im Lichte von Art. 10 EMRK*'3
oder Art. 11 Abs. 2 EuGRC wiirde zu einem ausschliefSlich subjektiv-rechtlichen
Verstiandnis fithren. Zwar ist der Staat fiir den EGMR auch der ,ultimate gua-
rantor fiir Pluralismus im Rundfunk** und auch er erkennt objektiv-rechtliche
Dimensionen der Meinungsfreiheit, speziell der Medienfreiheiten an*'S. Daraus
folgt indes nicht die Uberlagerung der subjektiv-rechtlichen Komponente. Maf3-
nahmen zur Vielfaltssicherung werden vielmehr als Beschrankungen zum Schutze
der Rechte anderer bzw. als notwendige Beschriankung fir die demokratische Ge-
sellschaft und nicht als Ausgestaltung angesehen, vgl. Art. 10 Abs. 2 EMRK.*#!¢

177 (186) sieht den Streit darin wurzelnd, ob Grundrechte entweder als subjektives Recht oder als
objektiver Ordnungszusammenhang begriffen werden. ,,Je nachdem welcher Auffassung man folgt,
haben die individualrechtlichen oder die objektivrechtlichen Elemente der Grundrechtsnormen priva-
lierenden oder dienenden Charakter; d.h. entweder verstirken die objektiven Komponenten der
Grundrechte deren individualrechtlichen Kern oder umgekehrt: die Grundrechte [...] kommen nur im
Rahmen ihnen objektivrechtlich vorgegebener Funktionszusammenhinge zum Tragen.“ Dann kom-
men aber hinsichtlich Meinungsfreiheit und Pressefreiheit einerseits und Rundfunkfreiheit anderer-
seits (scheinbar) unterschiedliche Ansitze zum Tragen. Schmidt, ZRP 1980, 133 (135) meint zwar,
dass sich aus Art.5 Abs.1 S.2 GG kein neues subjektives Recht ergibt, weil dies schon durch die
Meinungsfreiheit ausreichend abgesichert sei. Das widerspricht aber der Stellung und auch der For-
mulierung vehement, so auch Klein, Staat 20 (1981), 177 (190f.).

412 So auch Degenbart, in: BK-GG, Art. 5 Abs. 1, 2 Rn. 304.

413 Hierauf ebenfalls abstellend, Degenbart, in: Merten/Papier, HbGR IV, § 105 Rn. 19ff oder Tief,
Kommunikation auf Facebook, Twitter & YouTube, S. 44 f. Ausfiihrlicher hierzu Gersdorf, Legitima-
tion und Limitierung von Online-Angeboten, S. 59 ff.

414 EGMR, Urt. v. 24.11.993 - 13912/88 u.a. = EuGRZ 1994, 549 Rn. 34, 38 - Informationsverein
Lentia u.a. v. Austria.

415 Siehe EGMR (GK), Urt. v. 23.09.1994 — 15890/89, Rn. 31 — Jersild, der betont, , that freedom of ex-
pression constitutes one of the essential foundations of a democratic society and that the safeguards
to be afforded to the press are of particular importance. Whilst the press must not overstep the
bounds set, (...) it is nevertheless incumbent on it to impart information and ideas of public interest.
Not only does the press have the task of imparting such information and ideas: the public also has a
right to receive them. Were it otherwise, the press would be unable to play its vital role of ,public
watchdog’.“ Diese Grundsitze gelten, so der EGMR, auch fiir audio-visuelle Medien und damit fiir
den Rundfunk.

416 Hierzu EGMR Urt. v. 24.11.993 — 13912/88 u.a. = EuGRZ 1994, 549 Rn. 34, 38 f. — Informations-
verein Lentia u.a. v. Austria. Eine vergleichende Darstellung von BVerfG und EGMR findet sich bei
Grote/Wenzel, in: Dorr/Grote/Marauhn, Konkordanzkommentar, Kap. 18 Rn.22f. und auch bei
Thum, DOV 2008, 653. Auf die volkerrechtliche, anders gelagerte Situation ebenfalls hinweisend
Degenbhart, in: Merten/Papier, HbGR 1V, § 105 Rn. 20 und Hain, in: Spindler/Schuster, Elektronische
Medien, Erster Teil C. Rn. 122. Deshalb wurde das staatliche Rundfunkmonopol in Osterreich etwa
1994 mit folgender Begriindung als ungerechtfertigter Eingriff eingestuft: ,,As a result of the technical
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Und letztlich soll auch noch auf die fehlende Praktikabilitdt in zwei Punkten*!”
hingewiesen werden: Es wird nicht nur eine Differenzierung zwischen Eingriff

und blofler Ausgestaltung notwendig.

418 Daruber hinaus fuhrt die Dogmatik

auch zu einer breiten Diskussion tiber den Rundfunkbegriff, die vor allem durch
die zunehmende Medienkonvergenz an Relevanz gewonnen hat.*"”

417

418

419

progress made over the last decades, justification for these restrictions [gemeint ist: das 6ffentlich-
rechtliche Monopol] can no longer today be found in considerations relating to the number of fre-
quencies and channels available;* EGMR, Urt. v. 24.11.993 — 13912/88 u.a. = EuGRZ 1994, 549
Rn. 39 — Informationsverein Lentia u.a. v. Austria. Gleichwohl sehen Kaiser/Reiling, in: Unger/v. Un-
gern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (100), hier drin keinen Widerspruch.
Daneben speziell zu den Problemen, die sich jiingst in der Entscheidung des BVerfG zum Rundfunk-
beitrag zeigten (BVerfGE 149, 222) und dadurch ergeben, dass das Konzept der gruppenorientierten
Vielfalt auf digitale Intermediire tibertragen wird, auf die dieses aber nicht ohne Weiteres zutrifft,
Vesting, |Z 2020, 975 ff.

Vgl. hierzu Hain, in: Spindler/Schuster, Elektronische Medien, Erster Teil C. Rn. 127. Kritisch des-
halb etwa auch Pille, Meinungsmacht sozialer Netzwerke, S. 228 f.

Weil die Grenzen zwischen analoger Pressetitigkeit und digitaler Rundfunktitigkeit immer weiter im
Internet verschwimmen, wird versucht, den Rundfunkbegriff zu modifizieren, oftmals um die negati-
ven Regelungsfolgen, oder eine allzu weite Entfernung vom einfachrechtlichen Rundfunkbegriff zu
vermeiden. Zentral lassen sich hierbei drei Stromungen ausfindig machen. Zwei davon versuchen den
Rundfunkbegriff selbst auszulegen und sind durch ein enges bzw. weites Verstindnis geprigt. Vertre-
ter eines engen Verstindnisses kniipfen dabei an das definitorische Merkmal der Darbietung an und
laden dieses qualitativ auf. Teilweise wird eine publizistische bzw. meinungsbildende Relevanz (so
Dérr, in: Dittmann/Fechner/Sander, Der Rundfunkbegriff im Wandel der Medien, S. 125; Ricker, AfP
1998, 437 [443]; Gersdorf, Rundfunkrecht, Rn. 91; ders., AfP 1995, 565 [569]), eine redaktionelle
Aufbereitung (so etwa Holznagel, in: Hoeren/Sieber/derS. Multimedia-Recht, Teil 3 Rn. 63; ders., in:
Spindler/Schuster, Elektronische Medien, §2 RStV Rn. 115 Jarass, AfP 1998, 133 [134f.]; Schulze-
Fielitz, in: Dreier, GG, Art. 5 Abs. 1, 2 Rn. 101; Schemmer, in: Epping/Hillgruber, Art. 5 Rn. 69; Gra-
benwarter, in: Maunz/Diirig, GG, Art. 5 Abs. 1, 2 Rn. 620; Ladeur, in: Paschke/Berlit/Meyer/Kroner,
Medienrecht, 1. Teil 4. Abschnitt Rn. 75. In diese Richtung auch Papier/Schrider, epd Medien Nr. 60
[2010], 16 [18]; Dankert/Dreyer, K&R 2017, 73 [74]), eine Vergleichbarkeit mit dem herkémmli-
chen Rundfunk, insbesondere mit den Kriterien der Aktualitit, Suggestivkraft und Breitenwirkung
(vgl. Beater, Medienrecht, Rn.219. So wohl auch Klaes, ZUM 2009, 135 [141]), oder aber gar die
Linearitat des Angebots (so etwa Starck/Paulus, in: v. Mangoldt/Klein/Starck, GG, Art. 5 Rn.252;
Kube, in: Isensee/Kirchhof, HbStR, IV, § 91 Rn. 14.; Holznagel, AfP 2011, 532 [534f.], der eine Ab-
grenzung zwischen Rundfunk und einer neu zu entwickelnden Internetdienstefreiheit erméglichen
will) gefordert. Vertreter eines weiten Rundfunkbegriffs kniipfen hingegen allein an den technischen
Ubertragungsweg an (so Paulus/Nélscher, ZUM 2017, 177 [178]; Schulz, in: Binder/Vesting, Rund-
funkrecht, § 2 RStV Rn.22; Hain, in: Spindler/Schuster, Elektronische Medien, C. Rn.48. In diese
Richtung auch Bethge, in: Sachs, GG, Art. 5 Rn. 90af.; Grabenwarter, in: Maunz/Diirig, GG, Art. 5
Abs. 1, 2 Rn. 613 ff.; Wendt, in: v. Miinch/Kunig, GG, Bd. 1, Art. 5 Rn. 57 f.; Stern, in: ders., Staats-
recht, Bd. VI/1, S. 1667 f., 1670 und speziell zum World Wide Web S. 1673 oder Ory, AfP 2011, 19).
Eine davon zu unterscheidende Dritte Stromung versucht den Ausweg durch eine Weiterentwicklung
der Medienfreiheiten selbst zu finden, entweder indem eine einheitliche Medienfreiheit (Kellner, Die
Regulierung der Meinungsmacht von Internetintermedidren, S. 110 ff.; in diese Richtung auch Kiih-
ling, in: Gersdorf/Paal, Informations- und Medienrecht, Art. 5 GG Rn. 76) oder zumindest eine ei-
genstindige Internetfreiheit (Holznagel, AfP 2011, 532 [534]; ders./Schumacher, ZRP 2011, 74 [77])
geschaffen wird. Allgemein erweckt die Diskussion den Anschein, als wiirde man versuchen, die un-
liebsamen Rechtsfolgen der Rundfunkfreiheit bereits auf Tatbestandsseite zu umgehen. Dafiir besteht
aber selbst nach der verfassungsgerichtlichen Judikatur kein Grund. Das BVerfG hat betont, dass
,[d]ie Ausgestaltung dieser [Rundfunk-]Ordnung [...] Aufgabe des Gesetzgebers [ist], der dabei einen
weiten Spielraum, auch fiir Differenzierungen insbesondere nach der Regelungsart und Regelungs-
dichte, vorfindet [...].”, so BVerfGE 121, 30 (50) — Parteibeteiligung an Rundfunkunternehmen. Eine
solche Moglichkeit wird auch in der Literatur oftmals angenommen, so etwa Jarass, AfP 1998, 133
(133); Kresse/Heinze, AfP 1995, 574 (577f.); Castendyk/Béttcher, MMR 2008, 13 (15); Hain, in:
Spindler/Schuster, Elektronische Medien, C. Rn. 48, 49; Dittmann, in: ders./Fechner/Sander, Rund-
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Einen Bruch der Dogmatik und dadurch begriindete Schwierigkeiten*?* konnte
man anderweitig vermeiden: Der Rundfunk steht ebenso wie die Pressetatigkeit
im Spannungsverhiltnis zwischen individuellem Rechtsschutz und Allgemeinin-
teresse,”! weil er in unmittelbarem Zusammenhang zur Informations- und Mei-
nungsbildungsfreiheit der Rezipienten steht.*?? Er ist — insoweit ist dem BVerfG
zuzustimmen — Forum und Faktor des Meinungsbildungsprozesses. Mit der
Rundfunkfreiheit kollidieren dann aber gewichtige verfassungs- und insbeson-
dere grundrechtlich geschiitzte Interessen, die — wie sonst ublich — auf Schran-
kenebene hitten berticksichtigt werden konnen, indem sie mogliche Begrenzun-
gen rechtfertigen.*?? So liefle sich dann auch der ,dienenden Funktion“ des
Rundfunks Rechnung tragen. Auf diesem Weg hitte der urspriingliche Ansatz
eines staatlichen Monopols wegen der bestehenden Frequenzknappheit auch be-
grindet werden konnen: Das Allgemeininteresse an einer gesicherten pluralen
Berichterstattung wiegt hoher als die Freiheit des Einzelnen, Rundfunk zu veran-
stalten.

Legt man den Fokus in der Diskussion um die Regulierungsbediirftigkeit stir-
ker auf die kollidierenden Interessen, so ldsst sich damit auch ein Sonderweg
vermeiden. Vielmehr stiinde mit der aus der objektiv-rechtlichen Funktion der
Grundrechte gewonnenen Schutzpflicht*** gerade ein Instrument zur Verfiigung,
welches fiir alle freiheitlichen Grundrechte eine staatliche Verantwortung begriin-
den kann und ebenfalls im Einzelfall konkrete gesetzgeberischer Mafsnahmen
verlangt.*? Dass dieser gemeinsame Ansatz nicht von Anfang an verfolgt wurde,
ist wohl dem Umstand geschuldet, dass die Sonderdogmatik des Rundfunks
bereits entwickelt wurde, bevor tiberhaupt das BVerfG den Begriff der Schutz-
pflicht verwendet hat. Erst Mitte der 1970-er Jahre, also ein Jahrzehnt spiter, be-
gann sich die Schutzpflichtendogmatik parallel zu der bereits naher ausdifferen-
zierten Rundfunkdogmatik zu entwickeln. Wenn Rundfunk aber ,,Faktor* des
Meinungsbildungsprozesses und damit wesentliche Voraussetzung fir die Infor-
mations- und Meinungsbildungsfreiheit ist, dann konnte den Staat eine Schutz-

funkbegriff im Wandel, S. 19 (32 ff.) spricht diesbeziiglich von einer Relevanztheorie. Jedenfalls an-
deutend Bullinger, in: Isensee/Kirchhof, HbStR VII, § 163 Rn. 150.

420 So auch Hain, in: Spindler/Schuster, Elektronische Medien, Erster Teil C. Rn. 130, mit Blick auf eine
konvergenztauglichen Fortentwicklung®.

421 Ahnlich Hain, Rundfunkfreiheit und Rundfunkordnung, S. 85 der die Interessen der Rezipienten an
der Gestaltung der Rundfunktitigkeit anspricht.

422 Daraus ergibt sich letztlich der ,,dienende* Charakter.

423 So auch Hain, in: Spindler/Schuster, Elektronische Medien, 1. Teil C. Rn. 126 hin; ders., JZ 2008,
128 (131); ders., Rundfunkfreiheit und Rundfunkordnung, S.85. In diese Richtung auch Bremer/
Esser/Hoffmann, Rundfunk in der Verfassungs- und Wirtschaftsordnung in Deutschland, S.42;
Klein, Staat 20 (1981), 177 (184, 196); Hindelang, Freiheit und Kommunikation, S. 191. Vgl. auch
Cornils, Ausgestaltung der Grundrechte, S.72. Kritisch zu einem solchen Ansatz Fink, DOV 1992,
805 (812).

424 Dazu ausfiihrlich sogleich unter B.

425 Auf diese Schutzpflichtendimension weisen auch Schmitt, in: Donath/Bretthauer u.a., 59. ATOR -
Verfassungen, S. 203 (220) und Pille, Meinungsmacht sozialer Netzwerke, S. 212 ff., maflgeblich hin.
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pflicht dahingehend treffen, diese Funktion abzusichern.*?* Wie noch aufzuzeigen
sein wird, besteht auch mit Blick auf den durch das BVerfG eingeraumten Ent-
scheidungsspielraum eine nicht zu verkennende Parallele von Rundfunk- und
Schutzpflichtendogmatik.*?” Das BVerfG hat bislang den Absprung fiir die Uber-
fithrung der Rundfunk- in die Schutzpflichtendogmatik verpasst, sodass Sterns
Annahme einer Irreversibilitdt*?® durchaus berechtigt ist. Gleichwohl dndert das
nichts daran, dass — unabhingig von der Frage, ob es sich bei Meinungsrobotern
iberhaupt um Rundfunk handelt — mit den Schutzpflichten ein deutlich tiberzeu-
genderes Konstrukt zur Begriindung einer staatlichen Verantwortung besteht als
mit der Rundfunkdogmatik.

B. Grundrechtliche Schutzpflichten des Staates

Die Anerkennung grundrechtlicher Schutzpflichten ist deshalb vor Schwierigkei-
ten gestellt, weil Grundrechte primir als Abwehrrechte gegen den Staat konzi-
piert sind, um einen moglichst groffen Raum individueller Freiheit zu gewdahrleis-
ten.*”? Zwar ist es seit jeher Aufgabe des Staates, nicht nur die Freiheit der Biirger
zu achten, sondern auch ihre Sicherheit zu gewahrleisten.*° Allerdings wurde der
Sicherheitsaspekt meist nur als rechtfertigendes, kollidierendes Interesse freiheits-
beschrinkender Mafsnahmen verstanden.

Auch wenn deshalb Sicherheit und Freiheit oftmals in einem Spannungsver-
haltnis stehen, so kommt dem Aspekt der Sicherheit auch eine freiheitssichernde
Bedeutung zu:*' Nicht allein vom Staat gehen Gefihrdungen fiir die grundrecht-
liche Freiheit aus. Insbesondere dort, wo die Ausiibung grundrechtlicher Freiheit
im privaten (Rechts-)Raum erfolgt — sei es bei der Suche nach Arbeit,*? bei

426 Diese Schutzpflicht betont etwa auch Schmitt, in: Donath/Bretthauer u.a., Verfassungen, S. 203 (220)
und will damit den Abschied von der dienenden Freiheit einleiten. In diese Richtung (wohl) auch
Wendt, in: v. Munch/Kunig, Art. 5 Rn. 50.

427 Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 141 ff. zeigt diese Parallele durchaus
auf, erkennt dabei jedoch auch einen entscheidenden Unterschied: Wihrend die Handlungspflicht bei
der Dogmatik der Schutzpflicht ,je nach Dringlichkeit der Gefahr* besteht, geht die ,,Dogmatik der
dienenden Freiheit von einer stindigen Gefahrenlage aus.“ Daneben siehe auch Hindelang, Freiheit
und Kommunikation, S. 203 f. Ausfiihrlich zur Schutzpflicht und der Frage der Dringlichkeit der Ge-
fahr, 2. Teil, 2. Kap. A.I.1 und Kap. 3 A.IlL.4.

428 So Stern, in: ders., Staatsrecht VI/1, S. 1657.

429 Vgl. BVerfGE 7, 198 (204) — Liith; 50, 290 (370) — Mitbestimmung; Klein, NJW 1989, 1633 (1639).
Hierzu auch unter Einbeziehung der Handlungspflichten Classen, Staatsrecht II, §4 Rn.24, §6
Rn. 33. Kritisch zu einer solchen Betonung der abwehrrechtlichen Konzeption, Weiss, Privatisierung
und Staatsaufgaben, S. 150 f.

430 Hierzu Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 181 ff.; sieche etwa auch BVerfGE 49, 24
(56) — Kontaktsperre-Gesetz.

431 Vgl. Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 183.

432 Siehe hierzu BVerfGE 84, 133 (146) — Warteschleife.
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der Austibung des religiosen Bekenntnisses im Arbeitsverhiltnis,**3 der Austibung
der Meinungsfreiheit in digitalen Kommunikationsraumen,** der Ausitibung der
informationellen Selbstbestimmung im digitalen Zeitalter**’ oder dem Ubersen-
den von vertraulichen Informationen auf postalischem oder digitalem Wege** —
gehen wesentliche Gefahrdungen nicht von staatlicher Seite, sondern von priva-
ter Seite aus.*” Da aber den Grundrechten (grundsatzlich)*® keine unmittelbare
Wirkung gegentiber Privaten zukommt,** wiren die Grundrechte in ihrer Wir-
kung eingeschrankt* und der Einzelne der Macht privater Dritter schutzlos aus-
geliefert,**! sofern nicht der Gesetzgeber im Rahmen seiner Prirogative freiwillig
einfach-rechtliche Schutzvorkehrungen trifft.

I. Grundlagen grundrechtlicher Schutzpflichten

Das grundlegende Bediirfnis einer Erweiterung der Grundrechte tiber blofse Ab-
wehrrechte hinaus gerade mit Blick auf das Verhiltnis Privater zueinander hat
das BVerfG bereits in der Liith-Entscheidung erkannt. Dort erstreckte es die Wir-
kung der Grundrechte auch auf private Rechtsbeziehungen. Denn Grundrechte
seien nicht blofS subjektive Rechte, sondern stellten auch eine objektive Wertord-

433 Hierzu, allerdings aus europiischer Sicht, EuGH, Urt. v. 14.03.2017 — C-188/15 = EuZW 2017,
483 — Bougnaoui/Micropole SA und Urt. v. 14.03.2017 - C-157/15 = NJW 2017, 1087 — Achbi-
ta/G4S Secure Solutions NV.

434  Zur (mittelbaren Drittwirkung) der Meinungsfreiheit in sozialen Netzwerken und verschiedenen Fil-
len einer Loschung oder Sperrung von Inhalten bzw. Nutzerprofilen siehe u.a. OLG Hamm, Beschl.
v. 15.09.2020 - 29 U 6/20 = GRUR-RS 2020, 25382; OLG Nurnberg, Urt. v. 04.08.2020 - 3 U
3641/19 = GRUR-RS 2020, 23456; OLG Dresden, Beschluss vom 07.04.2020 — 4 U 2805/19 =MMR
2020, 626; OLG Miinchen, Urt. v. 18.02.2020 — 18 U 3465/19 Pre = NJW-RR 2020, 1171 oder
OLG Oldenburg, Urt. v. 01.07.2019 13 W 16/19 = MMR 2020, 41.

435 Auch hier aus europiischer Sicht etwa zur Ubermittlung von Daten ins Ausland EuGH, Urt. v.
16.07.2020 — C-311/18 =NJW 2020, 2613 - Schrems II.

436 Denn zumindest mit der Privatisierung der Deutschen Post hat Art. 10 GG in seiner abwehrrechtli-
chen Wirkung an Bedeutung verloren und die Schutzdimension an Bedeutung gewonnen, hierzu Tur-
ner, in: Maunz/Diirig, GG, Art. 10 Rn. 76, 80; Ogorek, in: Epping/Hillgruber, BeckOK GG, Art. 10
Rn. 74. Insbesondere § 39 PostG ist nun Ausdruck der staatlichen Schutzverantwortung.

437 Ahnlich Hesse, in: FS Mahrenholz, S. 541 (544); Herdegen, in: Maunz/Diirig, GG, Art.1 Abs.3
Rn.23.

438 Allein Art. 9 Abs.3 S.2 GG kann eine explizit angeordnete horizontale Wirkung entnommen wer-
den.

439 Urspriinglich war die Frage einer unmittelbaren Drittwirkung streitig. So hatte insbesondere Nipper-
dey, DVBL. 1958, 445 (446 ff.) und auch das BAG eine unmittelbare Drittwirkung fiir bestimmte
Grundrechte angenommen, fiir Art. 5 Abs. 1, Art. 3 Abs. 3 GG, BAGE 1, 185 (193 ff.); 24, 438 (441);
fiir Art. 6 Abs. 1, 2 GG BAG NJW 1957, 1688 (1689). Zu einer unmittelbaren Drittwirkung siche
auch Bdckenforde, Staat 29 (1990), 1 (11). Seit BVerfGE 7, 198 (205) — Liith, ist aber allgemein an-
erkannt, dass die Grundrechte nur mittelbar zwischen Privaten wirken koénnen. Aus der Literatur
siche nur Herdegen, in: Maunz/Dirig, GG, Art.1 Abs.3 Rn.113; Hillgruber, in: Epping/ders.,
BeckOK GG, Art. 1 Rn. 72; Hermes, NJW 1990, 1764 f. Umfangreicher zur Frage der Drittwirkung
der Grundrechte v. Miinch/Kunig, in: dies., GG, Vorb. Art. 1-19 Rn. 15 ff.; Classen, A6R 122 (1997),
65 ff.

440 Hierzu Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 177.

441 Vgl. Klein, NJW 1989,1633; Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 177.
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nung auf, die die Geltungskraft der Grundrechte verstirkt und fiir alle Bereiche
des Rechts gilt.**? Von ihnen gingen Richtlinien und Impulse fur den Staat aus.**
Deshalb hitten auch die Gerichte bei Anwendung und Auslegung des einfachen
Rechts die Grundrechte im Verhiltnis Privater zu beriicksichtigen, was vor allem
bei Generalklauseln, den ,,Einbruchsstellen® der Grundrechte, relevant wird.**
Auch wenn dies durchaus plausibel und eine mittelbare Drittwirkung mittlerwei-
le allgemein anerkannt ist, so fiihren die abstrakten Ausfuhrungen des BVerfG
letztlich zu einer Beachtung der Grundrechte in privaten Rechtsverhiltnissen in
zwei Fillen. In Abhingigkeit vom Ursprung der freiheitsbelastenden Wirkung
kann entweder der Staat Urheber einer Freiheitsbeeintrachtigung sein oder aber
der Private. In beiden Fillen sind Grundrechte zu beachten, wobei aber in der
ersten Konstellation unmittelbar die Grundrechte als Abwehrrechte gefordert
sind und in der zweiten die Gerichte die Grundrechte in einer Schutzfunktion zu
beachten haben.* Insofern liegt schon der objektiven Wertordnung eine gewisse
Schutzfunktion zugrunde.

Deshalb ist es nicht verwunderlich, dass das BVerfG auf Basis dieser objekti-
ven Wertordnung die schon fir die Judikative enthaltene Schutzdimension auch
auf die Staatsgewalt insgesamt erstreckte. Wesentliche Vorarbeiten hierfiir wur-

442 BVerfGE, a.a.0 (205) — Liith.

443 BVerfGE, ebd.

444 BVerfGE, a.a.0 (206).

445 So lag der Liith-Entscheidung wegen des begehrten und von den Gerichten bewilligten AufSerungsver-
botes eine abwehrrechtliche Konstellation zugrunde, so auch Canaris, Grundrechte und Privatrecht,
S.37; Alexy, Theorie der Grundrechte, S. 486 f. und Classen, Staatsrecht II, § 3 Rn. 66. In anderen
Konstellationen, etwa bei nachteiligen Wirkungen eines Vertrages (so etwa in BVerfGE 89, 214 -
Biirgschaftsvertrige), bei einem Stadionverbot (so etwa in BVerfGE 148, 267), oder der Sperrung ei-
nes Netzwerkprofils (BVerfG NJW 2019, 1935 — II1. Weg), ging es allein um eine Schutzwirkung der
Grundrechte gegeniiber diesem Dritten und damit um den eigentlichen Anwendungsfall der mittelba-
ren Drittwirkung der Grundrechte. Insoweit kommt also in der mittelbaren Drittwirkung bereits eine
staatliche Schutzpflicht der Judikative zum Tragen, so letztlich auch Canaris, Grundrechte und Pri-
vatrecht, S. 38; Armbriister, in: MiiKo-BGB, § 134 Rn. 34. Siehe auch Alexy, Theorie der Grundrech-
te, S.485. Diese Differenzierung ergibt sich letztlich mittelbar auch aus der Judikatur des BVerfG.
Wihrend bei Liith und in dhnlich gelagerten Fillen (etwa BVerfGE 86, 1 — TITANIC; 97, 125
(144 ff.) — Caroline von Monaco I) keine gesonderte Argumentation fiir die Beriicksichtigung der
Grundrechte — abseits der allgemeinen Ausfithrungen zur objektiven Wertordnung — erfolgte, begniigt
sich das Gericht in anderen Fillen hiermit nicht. Vielmehr bedarf es eines besonderen Umstandes,
warum die Grundrechte zu beriicksichtigen sind. Bei der Vertragsautonomie war das etwa ein starkes
Ubergewicht einer Vertragspartei (BVerfGE 89, 214 (234 ff.)). In der Stadionverbotsentscheidung hat
das BVerfG fiir die Relevanz von Art. 3 Abs. 1 GG gerade die besondere Konstellation hervorgeho-
ben, dass ein Privater ,eine Veranstaltung aufgrund eigener Entscheidung einem groffen Publikum
ohne Ansehen der Person [...][zur Verfiigung stellt] und [...] fiir die Betroffenen in erheblichem Um-
fang iiber die Teilnahme am gesellschaftlichen Leben entscheidet. Indem ein Privater eine solche Ver-
anstaltung ins Werk setzt, erwichst ihm von Verfassungswegen auch eine besondere rechtliche Ver-
antwortung.“, BVerfGE 148, 267 (283 f.). Im Beschluss zum Bierdosenflashmob, BVerfG NJW 20135,
2485 Rn. 5, kniipfte das BVerfG an das ,,6ffentliche Forum* aus BVerfGE 128, 226 (252f.) - Fra-
port, an, um eine besondere Verpflichtung der Eigentiimerin zu begriinden. Und bei einem Ausschluss
von Facebook hat das BVerfG jedenfalls auf die Bedeutung des Netzwerks und auf andere Kriterien
hingewiesen, BVerfG, NJW 2019, 1935 Rn. 15 — III. Weg. In allen Fillen ging es aber um eine
Schutzpflichten-Konstellation.
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den bereits im Hochschul-Urteil geleistet. Weil die Grundrechte eine objektive
Wertordnung aufstellen, die mafigeblich fur die gesamte Rechtsordnung ist und
die Geltungskraft der Grundrechte verstiarken soll, ist es nicht nur Aufgabe des
Staates, staatliche Eingriffe zu unterlassen.**¢ ,[S]ie schliefSst vielmehr das Einste-
hen des Staates [...] fir die Idee einer freien Wissenschaft und seine Mitwirkung
an ihrer Verwirklichung ein und verpflichtet ihn, sein Handeln positiv danach
einzurichten, d.h. schiitzend und fordernd einer Aushohlung dieser Freiheitsga-
rantie vorzubeugen.“*” Auch wenn hier — ebenso wie in der Entscheidung zum
numerus clausus —**% eher Leistungsanspriiche gegen den Staat auf Bereitstellung
notwendiger Mittel begriindet wurden, so ging es im Ergebnis gleichwohl um
einen Anspruch auf staatlichen Schutz.

Mit der ersten Entscheidung zum Schwangerschaftsabbruch erweiterte das
BVerfG diesen Schutzaspekt unter Hinweis auf die objektive Wertordnung erst-
mals auch auf ein tripolares Verhiltnis, in dem die Gefahren von einem Privaten
(der Mutter) her drohten: Art.2 Abs.2 S.1 GG enthilt eine staatliche Schutz-
pflicht, die den Staat verpflichtet, ,,sich schiitzend und fordernd vor [das] Leben
zu stellen, das heifSt vor allem, es auch vor rechtswidrigen Eingriffen von Seiten
anderer zu bewahren. An diesem Gebot haben sich die einzelnen Bereiche der
Rechtsordnung, je nach ihrer besonderen Aufgabenstellung, auszurichten.“*
Diese allgemeine staatliche Schutzpflicht wurde daneben auch unter Hinweis auf
das explizit normierte Schutzgebot in Art. 1 Abs. 1 S.2 GG begrindet. Die dar-
auffolgenden Entscheidungen bestitigten diese Schutzpflicht zunichst nur hin-
sichtlich der Rechtsgiiter des Art.2 Abs.2 S. 1 GG.*° Angesichts des zuvor vom
BVerfG betonten Zusammenhangs mit der Menschenwiirde — und damit mit dem
explizit normierten Schutzgebot des Art. 1 Abs.1 S.2 GG - mag das auch ver-
standlich sein. Im Verlauf verschob sich die Begriindung aber immer mehr auf die
dem Abwehrrecht zur Seite stehenden objektiv-rechtlichen Funktionen,*! und
zunehmend hat das BVerfG auch fiir andere grundrechtliche Schutzgiiter Schutz-
pflichten anerkannt, denen kein vergleichbar enger Bezug zur Menschenwiirde
zukommt.*? Insoweit ist der Verweis des BVerfG auf Art. 1 Abs. 1 S.2 GG auch

446 BVerfGE 35, 79 (114) — Hochschul-Urteil.

447 BVerfGE, ebd.

448 BVerfGE 33, 303 (330f.) — numerus clausus I.

449 BVerfGE 39, 1 (42) - Schwangerschaftsabbruch 1.

450 BVerfGE 46, 160 (164) — Schleyer; 49, 89 (141f.) — Kalkar I; 53, 30 (57) — Miihlbeim-Kirlich; 56, 54
(73) = Fluglirm.

451 Angefangen mit BVerfGE 49, 89 (141f.) — Kalkar I und dann fortgesetzt in BVerfGE 53, 30 (57) -
Miihlheim-Kirlich; 56, 54 (73) — Flugldrm; 121, 317 (356) — Rauchverbot; 142, 313 (337) -
Zwangsbehandlung. Lediglich in BVerfGE 88, 203 (251) — Schwangerschaftsabbruch 11, wies das
BVerfG erneut und explizit auf Art. 1 Abs.1 S.2 GG hin, was aber auch daran liegt, dass mit der
Abtreibung gerade auch die Menschenwiirdegarantie deutlicher tangiert war als in den anderen Fil-
len. Entsprechendes gilt auch fiir BVerfGE 115, 118 (152) — Luftsicherbeitsgesetz.

452 Siche — ohne Anspruch auf Vollstindigkeit — zu Art.2 Abs. 1 (Privatautonomie) BVerfGE 81, 242
(254 1.) — Handelsvertreter; 103, 89 (100 f.) — Unterhaltsverzichtsvertrag; 114, 1 (34) — Bestandsiiber-
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nur als Hinweis auf die spezifische Nihe zur Menschenwiirde im konkreten Fall
zu deuten, ohne dabei aber die Schutzpflichten hieraus (abschliefend) herleiten
zu wollen.

Sicherheit ist also nicht mehr nur eine objektive Aufgabe des Staates in Aus-
formung der grundrechtlichen Schranken,*? sondern auch wesentliche Voraus-
setzung der Verwirklichung grundrechtlicher Freiheit selbst und in jedem Grund-
recht angelegt, weshalb auch ein subjektiv-rechtlicher Anspruch auf staatlichen
Schutz der Grundrechte besteht.** Trotz anfianglicher Kritik** und verschiedener
anderer, teils ergdnzender Begriindungsansitze,*¢ besteht mittlerweile Einigkeit

tragung Lebensversicherung; 114, 73 (90) — Lebensversicherung mit Uberschussbeteiligung; BVerfG
(K), MMR 2007, 93; zu Art.2 Abs. 1 GG i.V.m. Art. 1 Abs. 1 GG (allgemeines Personlichkeitsrecht)
BVerfGE 96, 56 (64) — Vaterschaftsauskunft; zur informationellen Selbstbestimmung BVerfG (K),
MMR 2007, 93. Zu Art. 4 GG BVerfG (K), NVwZ 2001, 908; BVerfGE 125, 39 (78 ff.) — Advents-
sonntage Berlin; zu Art. 12 Abs. 1 BVerfGE 92, 26 (46) — Zweitregister; zuvor schon angedeutet in
BVerfGE 84, 133 (146 f.) — Warteschleife, BVerfGE 149, 126 Rn. 47 ff. — Teilzeit- und Befristungsge-
setz m.w.N. auf die Judikatur; zu Art. 14 BVerfGE 114, 73 (90) — Lebensversicherungen mit Uber-
schussbeteiligung; BVerfG, NJW 2018, 2312 Rn. 31 — Fliegerhorst Biichel. Und dort, wo bislang eine
entsprechende Judikatur fehlt, ist dies eher einer fehlenden Moglichkeit denn einer fehlenden Bereit-
schaft geschuldet, so Gerbig, Grundrecht auf staatlichen Schutz, S. 55.

453 So etwa in BVerfGE 2, 118 (120) — Sicherungsverwahrung; 7, 377 (414 f.) — Apotheken-Urteil; 9, 338
(346) — Hebammen; 23, 50 (57) — Nachtbackverbot I.

454 BVerfGE 125, 39 (78) — Adventssonntage Berlin: ,,Aus Grundrechten ist vielmehr auch eine Schutz-
pflicht des Staates fiir das geschiitzte Rechtsgut abzuleiten, deren Vernachldssigung von dem Betroffe-
nen mit der Verfassungsbeschwerde geltend gemacht werden kann®, m.w.N. zur Judikatur. In der Li-
teratur gibt es keine einheitliche Linie. Eine umfangreichere Darstellung dieses Problems findet sich
bei Borowski, Grundrechte als Prinzipien, S. 373 ff. m.w.N.

455 Im Sondervotum der Richter Rupp-v. Briinneck und Simon wird die Schutzpflicht deshalb kritisch
gesehen, weil die Grundrechte nicht mehr allein vor Eingriffen schiitzen, sondern als Grundlage fiir
staatliche Eingriffe (durch den Gesetzgeber) dienen. Zudem wird auch die damit verbundene Verstir-
kung der Kompetenzen des BVerfG kritisiert, BVerfGE 39, 1 (73 ff.) — Schwangerschaftsabbruch 1.
Zur Kritik insgesamt vgl. Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 165 ff. mit entsprechenden
weiteren Verweisen oder Calliess, in: Merten/Papier, HbG 11, § 44 Rn. 8. Vor allem dem ersten Ein-
wand erteilte das BVerfG in E 88, 203 (252f.) — Schwangerschaftsabbruch II eine Absage, wenn es
das Verbot des Schwangerschaftsabbruchs als einzige Moglichkeit ansiecht. Und dem zweiten Ein-
wand begegnet das BVerfG durch einen weiten Spielraum des Gesetzgebers und einer zuriickhalten-
den Uberpriifung seiner Entscheidungen, siehe hierzu nur BVerfGE 92, 26 (46) — Zweitregister.

456 Hierzu umfassend etwa Hermes, Grund und Grenzen staatlicher Schutzanspriiche, S. 82ff.; Dietlein,
Die Lehre von den grundrechtlichen Schutzpflichten, oder Unrub, Zur Dogmatik der grundrechtli-
chen Schutzpflichten, S. 31ff. Uberwiegend wird dem BVerfG in der Begriindung iiber die objektive
Wertordnung gefolgt (so u.a. Kahl, in: BK-GG, Bd. 1, Art. 1 Abs. 3 Rn. 177; Béckenforde, Staat 29
(1990), 1; vgl. Klein, NJW 1989, 1633 (1636); Dolderer, Objektive Grundrechtsgehalte, S. 196ff.;
Robbers, Sicherheit als Menschenrecht, S. 186ff., unter Erganzung durch einen vom Staat geschaffe-
nen Vertrauenstatbestand; die Subjektivierung soll dann aufgrund einer sozialstaatliche Komponente
erfolgen, ebd. S. 193f.; Hoffmann-Riem, JZ 2014, 53 (56); Stern, DOV 2010, 241 (244) stiitzt sich
auf Art. 1 Abs. 1 S.2 GG und die Funktion als objektive Wertentscheidung) werden Schutzpflichten
(erginzend) auch aus dem Staatszweck der Gewihrleistung von Sicherheit hergeleitet (grundlegend
etwa Isensee, Grundrecht auf Sicherheit, S. 34ff.). Daneben wird — dogmatisch sauber — versucht, die
Schutzpflicht aus Art. 1 Abs.1 S.2 GG zu gewinnen (so etwa Starck, in: ders., Praxis der Verfas-
sungsauslegung, S. 70 ff.), wobei sich allerdings Probleme im Umfang ergeben, weil eine Begrenzung
auf den jeweiligen in der Menschenwiirde wurzelnden Kern der speziellen Grundrechte notwendig
wire (kritisch deshalb etwa Unrub, Zur Dogmatik der grundrechtlichen Schutzpflichten, S. 43f. oder
Weiss, Privatisierung und Staatsaufgaben, S.151ff.; ablehnend Robbers, Sicherheit als Menschen-
recht, S. 188. Und Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten, S. 66f. weist darauf-
hin, dass Art. 1 Abs. 1 S.2 GG nur eine besondere Qualitit enthilt, weil dem Gesetzgeber — anders
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dariiber, dass der Staat nicht nur eigene Eingriffe zu unterlassen hat, sondern
ihn — jedenfalls hinsichtlich der freiheitsrechtlichen Rechtsgiiter =7 auch Schutz-
pflichten treffen,*® kraft derer er sich ,schiitzend und fordernd vor die [...]
Rechtsgiiter zu stellen [hat]“#°. Im Verhaltnis zu Privaten ist der Staat also

457

458

459

als bei den anderen Grundrechten — hier kein Ausgestaltungsspielraum im einfachen Recht verbleibt.)
Teilweise wird die Schutzpflicht auch als Teil des Abwehrrechts verstanden und dies durch die staatli-
che Auferlegung einer Duldungspflicht des Betroffenen konstruiert: Wenn der Staat gefahrenbegriin-
dendes Verhalten Dritter erlaube, dann biirdet er den Betroffenen eine Duldungspflicht auf, kraft de-
rer er selbst in die Grundrechte eingreift (vgl. etwa Murswiek, NVwZ 1986, 611; ders., Die staatliche
Verantwortung fiir die Risiken der Technik, S. 89ff.; kritisch hierzu zu Recht etwa Unrub, Zur Dog-
matik der grundrechtlichen Schutzpflichten, S. 46f.; Robbers, Sicherheit als Menschenrecht, S. 190f.
oder Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten, S. 38ff. ). Und wieder andere se-
hen die Schutzpflicht als Kompensation® fiir die aus dem staatlichen Gewaltmonopol resultierende
Friedenspflicht der Biirger an (siehe hierzu etwa Callies, JZ 2006, 321 (326); so im Ansatz etwa Drei-
er, in: ders., GG, Vorbem. Rn. 104; vgl. auch Klein, JuS 2006, 960; v. Kielmansegg, JuS 2009, 216
(217); kritisch zu diesem Begriindungsansatz Klein, NJW 1989, 1633 (1636) und Weiss, Privatisie-
rung und Staatsaufgaben, S.162ff.). Insoweit findet sich wohl kein abschliefender Ankniipfungs-
punkt und Begriindungsansatz der Schutzpflichten. Vielmehr folgen diese einerseits aus der teilweisen
Normierung im Verfassungstext, der Staatsaufgabe, Sicherheit — auch wegen des Gewaltmonopols —
herzustellen, dem Bediirfnis, die Grundrechte auch gegeniiber Privaten zu schiitzen und damit aus ob-
jektiven Werten, die die Grundrechte aufstellen, so auch Ruffert, Vorrang der Verfassung und Eigen-
stindigkeit des Privatrechts, S. 166 und Clausen, Das Verhiltnis von Achtungs- und Schutzpflichten
in Ausnahmesituationen, S. 61.

Bei gleichheitsrechtlichen Fragen wird dies indes schwieriger zu beurteilen sein, da kein Gleichbe-
handlungszwang zwischen Privaten besteht, sieche nur BVerfG NJW 2019, 3769 Rn. 6 — Hausverbot
NPD-Funktiondr. Allein in gewissen Konstellationen lisst sich hieriiber nachdenken. Das BVerfG hat
jungst bei einem bundesweit geltenden Stadionverbot auch aus Art. 3 Abs.1 GG Schutzfunktionen
im Wege der mittelbaren Drittwirkung hergeleitet. Dies blieb aber auf Fille beschrinkt, in denen
weinzelne Personen mittels des privatrechtlichen Hausrechts von Veranstaltungen ausgeschlossen wer-
den, die von Privaten aufgrund eigener Entscheidung einem groffen Publikum ohne Ansehen der Per-
son gedffnet werden, und wenn der Ausschluss fiir die Betroffenen in erheblichem Umfang tiber die
Teilhabe am gesellschaftlichen Leben entscheidet.“ Das war etwa dort nicht der Fall, wo es um die
Beherbergung eines NPD-Funktionirs durch einen Hotelier ging, der ihm die Unterbringung verwei-
gerte, hierzu BVerfG NJW 2019, 3769 — Hausverbot NPD-Funktiondr. Denn hier handele es sich
weder ,,um eine Veranstaltung, die in erheblichem Umfang iiber die Teilnahme am gesellschaftlichen
Leben entscheidet, noch hat die Hotelbetreiberin eine Monopolstellung oder eine strukturelle Uberle-
genheit., ebd., Rn. 8. Daneben hilt vor allem das AGG einen einfach-rechtlichen Diskriminierungs-
schutz bereit. Ausfiihrlicher zur Frage einer Schutzpflicht fiir die Gleichheitsrechte etwa Gerbig,
Grundrecht auf staatlichen Schutz, S. 57 ff.

Siehe etwa Bdckenforde, Staat 29 (1990), 1 (12); Borowski, Grundrechte als Prinzipien, S.369f.;
Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten, S. 34 ff.; Gerbig, Grundrecht auf staat-
lichen Schutz, S. 33 ff., 83; Moritz, Staatliche Schutzpflichten gegeniiber pflegebediirftigen Menschen,
S. 96; Weiss, Privatisierung und Staatsaufgaben, S. 149; Calliess, JZ 2006, 321; Jaeckel, DVBI. 2011,
13 (14); Stern, DOV 2010, 241 (244); Neubert, ASR 140 (2015), 267 (270 £.) m.w.N.; Canaris, AcP
184 (1984), 201 (225f1.); Hesse, in: FS-Mahrenholz, S. 541 (545); Classen, Staatsrecht II, § 6 Rn. 35;
Epping, Grundrechte, Rn. 124; Michael/Morlok, Grundrechte, Rn. 511. Zu alternativen Ansitzen
einer Schutzpflicht und der Kritik hieran Callies, in: Merten/Papier, HbGR 1II, § 44 Rn. 12 ff. ders., JZ
2006, 321 (324). Umfassender auch Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten,
S. 35 ff. Aber nicht nur in Deutschland ist die Schutzfunktion der Grundrechte durch den Staat aner-
kannt. Auch der EGMR hat diese objektiv-rechtliche Deutung fiir die europiischen Menschenrechte
ibernommen, siehe nur EGMR, Urt. v. 16.03.2000 — 23144/93, Rn. 42 f. — Ozgiir Giindem/Tiirkei
m.w.N. Und auch Art.51 Abs.1 S.2 der EuGRC zielt mit der Verpflichtung, die Anwendung der
Rechte zu fordern, auf Schutzpflichten der nach Satz1 Gebundenen ab, hierzu Jarass, EuGRCh,
Art. 51 Rn. 5.

Vgl. BVerfGE 39, 1, (1. LS, 42) — Schwangerschaftsabbruch I; 88, 203 (251) — Schwangerschaftsab-
bruch I zum Lebensrecht aus Art. 2 Abs. 2 GG.
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»Garant“#° fiir die Wahrnehmung grundrechtlicher Freiheiten. Kommt der Staat
dieser ,,Garantenpflicht“ nicht nach, verletzt er selbst die Grundrechte.*! In jiin-
gerer Vergangenheit gewinnt diese auch — bspw. hinsichtlich des eingefiihrten
Masernimpfzwanges*®, den InfektionsschutzmafSnahmen wihrend der Covid-19-
Pandemie,**> Umweltschutzmafinahmen*** oder allgemein angesichts des zu ge-
wiahrenden grundrechtlichen Schutzniveaus wegen der zunehmenden Digitalisie-
rung ** — zunehmend an Bedeutung.*%

II. Voraussetzungen und Inhalt der Schutzpflichten

Wihrend die Voraussetzungen einer unzulidssigen Beeintrichtigung der abwehr-
rechtlichen Dimension der Grundrechte mit der Trias aus Schutzbereich, Eingriff
und Rechtfertigung feststehen, besteht ein solch dezidiertes Prufprogramm fiir
staatliche Schutzpflichten nicht. Am ehesten hat sich noch die — recht abstrak-
te — Differenzierung zwischen Tatbestand und Rechtsfolge etabliert.**” Insoweit
trennt man also gedanklich zwischen zwei Fragen: Erstens, ob der Staat tiber-
haupt — abstrakt — verpflichtet ist, Schutz zu gewihren und zweitens, was aus
dieser Pflicht konkret folgt.

460 Kube, in: Isensee/Kirchhof, HbStR 1V, § 91 Rn. 30 sieht den Staat mit Blick auf die Internetkommuni-
kation in der ,,Rolle des fiir die freiheitliche Kommunikationsordnung Gewihrleistungsverantwortli-
chen“. Von Gewihrleistungsverantwortung spricht auch Heilmann, MMR 2020, 162 (163).

461 Siehe nur BVerfGE 77, 170 (214) — Lagerung chemischer Waffen.

462 BT-Drs. 19/3452, jetzt in § 20 Abs. 8-13 InfSchG normiert. Hierzu siche etwa Komp/Thrun, JA 2020,
195 ff.; Zuck, ZRP 2017, 118 (120) und vor allem auch BVerfG, NJW 2020, 1946 Rn. 15 — Masern-
schutzimpfung.

463 Zum Zusammenhang von Schutzpflicht und IfSchG etwa Kluckert, in: ders., Das neue Infektions-
schutzrecht, § 2 Rn. 49 ff.

464 Hierzu etwa Vofkuble, NVwZ 2013, 1 (6 ff.) oder Bickenbach, JZ 2020, 168 (170 ff.).

465 Mit Blick auf die Ausnutzung von Sicherheitsliicken von IT-Systemen durch staatliche Ermittlungsbe-
horden siehe etwa Derin/Golla, NJW 2019, 1111 (1114f.). Datenschutzrechtliche Fragen der Digita-
lisierung wurden (vorerst) auf europdischer Ebene mit dem Erlass der DS-GVO geklart. Im Rahmen
der 5G-Diskussion etwa lisst sich schon iiber das altbekannte Problem der Gefahren von Mobilfunk-
anlagen nachdenken, siehe hierzu bereits BVerfG NJW 2002, 1638 — Mobilfunkanlagen I; NVwZ
2007, 805 — Mobilfunkanlagen II, wo zwar die Grenzwerte nicht beanstandet wurden, weil aus wis-
senschaftlicher Sicht noch nicht verlisslich klar war, ob diese zum Schutz der Gesundheit ausreichend
waren. Allerdings wurde deshalb die Beobachtungspflicht des Gesetzgebers betont. Zu den gesund-
heitlichen Risiken siehe u.a. Betzalel/Ishai/Feldman, Environmental Research 163 (2018), 208 ff.
oder Di Ciaula, International Journal of Hygiene and Environmental Health 221 (2018), 367 ff. Und
auch mit Blick auf autonomes Fahren stellen sich wesentliche Fragen, die Schutzpflichten beriihren,
etwa bei ,,Dilemmasituationen®, hierzu Steege, NZV 2019, 459 (463 f.).

466 So schon die Einschitzung von Hesse, in: FS-Mahrenholz, S. 541 (544); Gerbig, Grundrecht auf
staatlichen Schutz, S. 15. In eine dhnliche Richtung geht auch Jarass, in: Badura/Dreier, FS-BVerfG,
S.35, der die Schutzpflichten als ,,grofSten Beitrag® des BVerfG fiir die Grundrechtsdogmatik be-
zeichnet.

467 Statt vieler Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 217.
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1. Tatbestandliche Voraussetzungen

Auf die erste Frage, wann Schutzpflichten tiberhaupt greifen, hat das Bundesver-
fassungsgericht bisher keine prizise Antwort gegeben; spezifische ,,Anspruchs-
voraussetzungen® wurden bislang nicht aufgestellt, weshalb eine Systematisie-
rung schwerfillt.*® Notwendig wird zunichst vor allem die Abgrenzung des
abwehrrechtlichen Anspruchs, staatliche Handlungen zu unterlassen, von dem
positiven Anspruch, staatlichen Schutz gegeniiber Dritten bereitzustellen.*® So-
weit das Verhalten, gegen das Schutz begehrt wird, staatlichen Ursprungs bzw.
dem Staat zurechenbar ist,*”° aktiviert sich das Abwehrrecht.*”! Droht die Gefahr
von Seiten Dritter, ist der Schutzanspruch einschligig.

Abseits klassischer Fille der Gefahrenverursachung durch private Dritte kom-
men Schutzpflichten potentiell auch dort in Betracht, wo Gefahren durch Na-
turgewalten oder auslidndische Staaten verursacht werden.*?> Mit Blick auf na-
turliche Risiken kommt das jedenfalls dort in Betracht, wo es auch um von
Menschen verursachte klimatische Folgen wie etwa beim Klimawandel geht.*”?
Und auch Gefahren, die von auslindischen Staaten drohen, kénnen durchaus
erfasst sein.*’* Denn qualitativ besteht teilweise kein Unterschied zum Handeln
der grundrechtsgebundenen inldndischen Staatsgewalt oder zum Handeln priva-
ter Dritter. Im Gegenteil kann sich dies zu einer ganz erheblichen Gefihrdung fiir

468 Dietlein, Grundrechtliche Schutzpflichten, S. 105 spricht insoweit von ,,systematischen Defiziten*.

469 Die dadurch entstehenden Abgrenzungsprobleme hat schon Dietlein, Grundrechtliche Schutzpflich-
ten, S. 88 ff., besprochen und sollen hier nicht weiter behandelt werden. Eine solche Abgrenzungs-
schwierigkeit stellte sich etwa auch in BVerfG, NJW 2018, 2312 Rn. 28 ff., 44 f. — Fliegerhorst Bii-
chel oder in BVerfGE 77, 170 (222) — Lagerung chemischer Waffen.

470 Nicht damit ist gemeint, dass der Staat durch ein fehlendes rechtliches Verbot der Handlung selbst
Gefihrder dadurch wird, dass er dem Betroffenen eine ,,Duldungspflicht* aufbiirdet. Zu dieser feh-
lerhaften Konstruktion der Schutzpflicht als Teil des Abwehrrechts sieche schon Fn. 456. Ausfiihrli-
chere Kritik findet sich etwa bei Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten,
S.37ff.

471 BVerfG, Beschl. v. 04.09.2008 — 2 BvR 1720/03, Rn. 37 — juris. s. Vgl. hierzu auch BVerfGE 66,39
(57 ff.) = Nachriistung.

472 Insgesamt hierzu etwa Szczekalla, Grundrechtliche Schutzpflichten im deutschen und europiischen
Recht, S. 276 ff. m.w.N.

473 Zu der Schutzpflicht hinsichtlich des Klimawandels siche etwa Meyer, NJW 2020, 894 ff.; Buser,
DVBI. 2020, 1389 (1391), der sich aber hier auch nur auf den menschengemachten Klimawandel be-
zieht und etwa Meteoriteneinschldge hiervon ausnehmen will. Zur Aktivierung allein bei ,,menschli-
cher Mitverursachung® und nicht bei rein natiirlichen Risiken kommt auch Isensee, in: ders./Kirch-
hof, HbStR IX, § 191 Rn.243; Krings, Grund und Grenzen staatlicher Schutzanspriiche, S.217 ff.
Bei Naturgewalten i.S.v. Naturkatastrophen ablehnend Dreier, in: ders., GG, Vorbem. Rn.104.
Wenn er sich aber darauf beruft, dass das private Handeln in derlei Konstellationen fehlt, ist das ein
ZirkelschlusS. Es ist ja gerade fraglich, ob Schutzpflichten abschlieend einen privaten Ubergriff vor-
aussetzen. Und aus Sicht des Schutzgutes macht es keinen Unterschied, ob etwa das Leben durch
einen privaten oder durch Naturgewalten bedroht wird. Aufgrund einer schutzgutorientierten Sicht-
weise nimmt wohl Unrub, Zur Dogmatik der grundrechtlichen Schutzpflichten, S. 76, auch in derlei
Fillen eine Schutzpflicht an. Und Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten,
S. 103, halt eine Differenzierung anhand der Gefahrenquelle fir ganzlich unvereinbar. Weitere befiir-
wortende Verweise finden sich etwa bei Krings, a.a.O., Fn. 223.

474 Umfangreiche Nachweise etwa bei Kleinlein/Rabenschlag, ZabRV 2007, 1277 (1300) mit Fn. 136.
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die Burger entwickeln.*” Das gilt etwa mit Blick auf die NSA-Affire und den
erheblichen Ubergriff auf das informationelle Selbstbestimmungsrecht.*”¢ Dass
sich gegebenenfalls international politische Spannungen ergeben konnen, mag
zwar gewichtig sein, allerdings ist das dann eher ein kollidierendes Interesse,
welches auf Rechtsfolgenseite zu berticksichtigen wire.*”” Ohnehin konnen hier
zumeist nur diplomatische Schritte unternommen werden.*® Das BVerfG hat
Schutzpflichten zumindest bei einem gefahrenverursachenden Handeln eines aus-
lindischen Staates, dass einen gewissen Inlandsbezug aufwies,*”” angenommen,
gewihrte allerdings einen weiten politischen Spielraum.*°

Aus inhaltlicher Sicht ist jedenfalls diskutabel, ob jedes risikobehaftete Han-
deln eines Dritten automatisch Schutzpflichten des Staates begriinden kann.
Denn im Ausgangspunkt macht auch ein Dritter von seinen grundrechtlich ver-
biirgten Rechten Gebrauch.*! Die schwangere Frau, die sich entscheidet abzu-
treiben, bt ihr Selbstbestimmungsrecht,*? und der Betreiber eines angrenzenden,
larmintensiven Flughafens*® bt seine Eigentums- und Berufsfreiheit aus. Ver-
gleichbares gilt fiir den Stadionbetreiber*** oder den Betreiber von sozialen Netz-

475 Dieses schutzgutorientierte Verstindnis legt etwa auch Unrub, Zur Dogmatik der grundrechtlichen
Schutzpflichten, S. 76, zugrunde.

476 Hier nimmt etwa Neubert, A6R 140 (2015), 267 ff. das Bestehen grundrechtlicher Schutzpflichten
an. Ebenso Hoffmann-Riem, JZ 2014, 53 (56f.).

477 So auch Dietlein, Zur Dogmatik der grundrechtlichen Schutzpflichten, S.123. Nichts anderes galt
letztlich auch in den Fillen, in denen Terroristen die Gefahrenverursacher waren und gewichtige poli-
tische bzw. strategische Belange einem Eingehen auf die erhobenen Forderungen im Wege standen,
BVerfGE 46, 160 (164) — Schleyer.

478 Vgl. BVerfG NJW 2018, 2312 Rn. 45 f. — Fliegerhorst Biichel.

479 Das war nicht nur in BVerfG NJW 2018, 2312 Rn. 45 f. — Fliegerhorst Biichel, sondern auch in
BVerfGE 77, 170 — Lagerung chemischer Waffen, und in BVerfGK 14, 192 (199) — Schloss Bensberg,
der Fall. In den beiden ersten Fillen ging es jeweils um die Lagerung bzw. den Transport gefihrlicher
militirischer Waffen durch andere Staaten innerhalb des deutschen Staatsgebiets. Im Fall des Schlos-
ses Bensberg um die Beanspruchung und verzogerte Rdumung eines deutschen Grundstiicks durch
den belgischen Staat. Das OVG Miinster, Urt. v. 19.03.2019 — 4 A 1361/15 = BeckRS 2019, 5666,
hat die Schutzpflicht dann auch auf den Fall ausgedehnt, in dem ein auswirtiger Staat von dem im
Hobheitsgebiet Deutschlands gelegenen Stiitzpunkt militirische Drohnen im Ausland betreibt. Das
BVerwG hat das Urteil allerdings in der Revision gedandert, BVerwG, Urt. v. 25.11.2020 - 6 C 7/19.
Explizit sehen die Entscheidungen aber keine Beschrankungen auf allein inlidndische Sachverhalte vor.
Insbesondere in BVerfG, Beschl. v. 04.09.2008 — 2 BvR 1720/03 = BeckRS 2010, 54358 Rn. 34 ist
nur von einer ,,Pflicht [...] inlindische Unternehmen vor Beeintrichtigungen durch fremde Staaten zu
schiitzen die Rede, wobei Voraussetzung nur ,,die Schutzbediirftigkeit des Betroffenen sei. Aller-
dings sprach das BVerfG in BVerfGE 6, 290 (299) — Washingtoner Abkommen von der Schutzpflicht
auch hinsichtlich im Ausland befindlicher Grundstiicke. Fiir einen Inlandsbezug als Voraussetzung et-
wa Krings, Grund und Grenzen grundrechtlicher Schutzanspriiche, S. 196, wobei aber auch schon die
Staatsbiirgerschaft ausreiche, ebd., S. 200 f. Gegeniiber Drittstaaten ablehnend, Dreier, in: ders., GG,
Vorbem. Rn. 104 und zur Kritik siehe auch Kleinlein/Rabenschlag, Za5RV 2007, 1277 (1304).

480 Siehe nur BVerfG NJW 2018, 2312 Rn. 45 — Fliegerhorst Biichel, m.w.N.

481 Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 220 weist auf die Ambivalenz dieses Schutzeingriffes
hin.

482 Vgl. BVerfGE 39, 1 (43 f.) — Schwangerschaftsabbruch I; 88, 203 — Schwangerschaftsabbruch 11.

483 So etwa der Fall in BVerfGE 56, 54 — Fluglirm.

484 BVerfGE 148, 267 (281) — Stadionverbot.
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werken, der gestiitzt auf sein Hausrecht Dritte von der Nutzung ausschlief3t.*$
Dort, wo die Austibung der eigenen Freiheiten die Freiheitsrechte Dritter nicht
oder nur unwesentlich beriihrt, wo es also um blofle Beldstigungen oder Bagatel-
len geht, ist jedenfalls kein Raum fiir Schutzpflichten.**¢ Vielmehr kommt eine
Schutzpflicht nur dort in Betracht, wo gegen den Willen des Betroffenen auf ein
grundrechtliches Schutzgut eingewirkt wird.*” Insoweit handelt es sich also um
eine ,eingriffsiquivalente Lage®, die im Schrifttum mit dem Merkmal des ,,Uber-
griffs“ beschrieben wird.*® Offensichtliche Fille eines solchen Ubergriffs liegen
jedenfalls dann vor, wenn es bereits zu konkreten Storungen kommt, also Scha-
den bereits eingetreten sind. Aber auch schon bevor Schiden eintreten, greifen
staatliche Schutzpflichten wegen ihres praventiven Schutzzwecks und wegen des
ansonsten nur selten effektiv gewihrleisteten Grundrechtsschutzes.*® Wie weit
im Voraus staatliche Schutzpflichten bestehen, ist bisher aber noch nicht hinrei-
chend geklart.

a. Einschrinkungsversuche in der Literatur

Die Diskussion um eine Restriktion des Tatbestandes wurde auch durch das
BVerfG dadurch entfacht, dass es von einem ,rechtswidrigen Eingriff“ sprach.*°
Das fiihrte im Schrifttum teilweise dazu, dass eine Uberpriifung der Legitimit:it
des Verhaltens bereits auf Tatbestandsebene gefordert wurde.*! Nur der mit
der Verfassung unvereinbare Eingriff sei abzuwehren.*? Anderswo findet sich
lediglich ein blofser Verweis darauf, dass Schutzpflichten jedenfalls nicht durch
sunerhebliche Gefahren® begriindet werden.*> Uberwiegend wird allerdings eine

485 Hierzu vgl. BVerfG NJW 2019, 1935 — III. Weg. Eine ausfiihrlichere Darstellung denkbarer Kollisi-
onsfille findet sich etwa bei Preu, JZ 1991, 265 (266).

486 Vgl. etwa BVerfGE 102, 347 (363) — Schockwerbung I, mit Blick auf ,[e]in vom Elend der Welt
unbeschwertes Gemiit des Biirgers®, BVerfGE 128, 226 (261) — Fraport, mit Blick auf sich aus ,,der
Gruppenbezogenheit der Grundrechtsausiibung [der Versammlungsfreiheit] ergeben[de] [Belastigun-
gen]“ oder BVerfG NJW 2011, 47, 1. Ls — Kritik an Abtreibungspraxis.

487 Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn.225; Gerbig, Grundrecht auf staatlichen Schutz,
S. 60.

488 Vgl. Callies, JZ 2006, 320 (326); Isensee, in: ders./Kirchhof, HbStR, XI, § 191 Rn. 225.

489 Vgl. Moritz, Staatliche Schutzpflichten gegeniiber pflegebediirftigen Menschen, S.110; Gerbig,
Grundrecht auf staatlichen Schutz, S. 62.

490 So etwa bei BVerfGE 39, 1 (42) — Schwangerschaftsabbruch I; 46, 160 (164) — Schleyer; 53, 30 (57) —
Miiblbeim-Karlich.

491 Siche hierzu etwa Isensee, in: ders./Kirchhof, HbStR XI, § 191 Rn. 225 ff. Zumindest diese Richtung
andeutend Hillgruber, in: Hoffmann/Knaup, Was heiflt: In Wiirde sterben?, S. 115 (124). Zutreffende
Kritik hiergegen findet sich aber schon bei Dietlein, Grundrechtliche Schutzpflichten, S.106 oder
auch bei Kdmmerer, Privatisierung, S. 452.

492 Vgl. Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn.227. Zu den Problemen des Begriffes und dem
Rechtswidrigkeitsurteil siehe Hermes, Das Grundrecht auf Schutz von Leben und Gesundheit,
S.226f. Ebenfalls kritisch Krings, Grund und Grenzen staatlicher Schutzanspriiche, S.233 und Kdm-
merer, Privatisierung, S. 452.

493  So etwa Schmidt-Affmann, AR 106 (1981), 205 (216).
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Parallele zum polizeirechtlichen Gefahrenbegriff gezogen.** Demnach miisse
eine Sachlage bestehen, die bei ungehindertem Verlauf mit hinreichender Wahr-
scheinlichkeit zu einem Schaden fiihrt.*’ Entscheidend fiir die Bestimmung der
Gefahr sei das Produkt aus der Eintrittswahrscheinlichkeit und des Schadensaus-
mafles.*® Je grofler der zu erwartende Schaden, desto geringer seien die Anfor-
derungen an die Eintrittswahrscheinlichkeit.*”” Damit wird vor allem versucht,
die Risikovorsorge aus dem Anwendungsbereich herauszuhalten. So diirfe der
Staat diese zwar verfolgen und sie stelle auch ein legitimes Ziel dar, sei aber
nicht verfassungsrechtlich geboten.*® Dadurch konne der Schutzpflicht klare(re)
Konturen verliehen werden, und man vermeide die Frage, ob und inwieweit sich
im Bereich der Risikovorsorge subjektive Rechte begriinden lassen.*”

Anderswo wird dieser Ansatz scharf kritisiert. So sei es widerspriichlich, wenn
teilweise dann doch auf wertende Elemente zurtickgegriffen werde, um bestimm-
te (sozialaddquate) Gefahren wieder aus dem Anwendungsbereich herauszuhal-
ten.’” Zudem sei der Gesetzgeber anders als die Exekutive kein Nothelfer, der im
Einzelfall eingreife.’*! Die zu erlassenden Schutzgesetze umfassen vielmehr ver-
schiedene Szenarien, in denen auch kumulierte Risiken betrachtet werden miissen
und bei denen es um eine (zeitlich) umfassendere Prognose geht.’® Gefahren mit
bedenklichem Schadenausmafd entwickeln sich erst tiber Jahrzehnte hinweg.’%
Eine Abgrenzung anhand des Gefihrdungsniveaus beriicksichtige dies nicht. Des-
halb sei auch zwischen exekutiver Schutzpflicht, die durch den einfach-rechtli-

494 Neubert, AGR 140 (2015), 267 (272); Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 235; Hermes,
Das Grundrecht auf Schutz von Leben und Gesundheit, S. 236; Murswiek, Die staatliche Verantwor-
tung fiir die Risiken der Technik, S. 140 ff.; Epping, Grundrechte, Rn. 124; Schmidt am Busch, in:
Kollmer/Klindt/Schucht, Arbeitsschutzgesetz, A. Rn.29; Girditz, in: Landmann/Rohmer, UmweltR,
GG Art.20a Rn. 86; Peine, in: Brauenschweigische Wissenschaftliche Gesellschaft, Jahrbuch 1999,
S.151 (153); Arndt/Droege, NVwZ 2003, 906 (908); Krings, Grund und Grenze staatlicher Schutz-
anspriiche, S.231; vgl. Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 144. Di Fabio,
in: Maunz/Diirig, GG, Art. 2 Abs. 2 S. 1 Rn. 49 halt den Riickgriff jedenfalls fiir moglich.

495 Krings, Grund und Grenze staatlicher Schutzanspriiche, S.231. Zum polizeirechtlichen Gefahrenbe-
griff siehe etwa Kingreen/Poscher, Polizeirecht, § 8 Rn.2. U.a. in §3 Abs.3 Nr.1 SOG MV findet
sich eine Legaldefinition des Gefahrenbegriffs.

496 Krings, ebd.; vgl. auch Hermes, Das Grundrecht auf Schutz von Leben und Gesundheit, S. 236 f. Aus-
fithrlicher zu dieser Produktformel Murswiek, Die staatliche Verantwortung fiir die Risiken der Tech-
nik, S. 165 f.

497 Krings, ebd.; Murswiek, Die staatliche Verantwortung fiir die Risiken der Technik, S. 149 f.; Garditz,
in: Landmann/Rohmer, UmweltR, GG Art. 20a Rn. 86.

498 So Murswiek, Die staatliche Verantwortung fiir die Risiken der Technik, S. 144; Isensee, in: ders./
Kirchhof, HbStR IX, § 191 Rn. 235. Vgl. auch Moritz, Schutzpflichten gegeniiber pflegebediirftigen
Menschen, S. 111; Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten, S. 107.

499 Krings, Grund und Grenze staatlicher Schutzanspriiche, S. 230.

500 So etwa Murswiek, Die staatliche Verantwortung fiir die Risiken der Technik, S. 141 f. Kritisch dazu
Hermes, Das Grundrecht auf Schutz von Leben und Gesundheit, S.238f. und Dietlein, Die Lehre
von den grundrechtlichen Schutzpflichten, S. 108.

501 Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten, S.108; Unrub, Zur Dogmatik der
grundrechtlichen Schutzpflicht, S. 77.

502 Dietlein, ebd.; Unrub, a.a.O., S. 77.

503 Dietlein, ebd.
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chen Gefahrenbegriff oftmals vorgegeben ist, und der legislativen Gesetzgebungs-
pflicht zu unterscheiden.’® Im letzteren Falle bestiinde namlich die eigentliche
Problematik gar nicht darin, die Frage des Ob dezidiert zu klaren. Wegen der ein-
gerdumten Gestaltungsspielriume des Gesetzgebers werde das schutzpflichtenak-
tivierende Gefahrenniveau ,erst dort relevant, wo sich die legislativen Gestal-
tungsspielraume [...] zu unabdingbaren Gesetzgebungspflichten ,auf Null’ redu-
ziert haben.“5” Insoweit seien die unterschiedlichen Gefahrenniveaus nicht auf
Tatbestands-, sondern vielmehr auf Rechtsfolgenseite relevant.’* Diese Grenze
sei aber spezifisch verfassungsrechtlich zu bestimmen. Der Gesetzgeber miisse in
erster Linie Normen bereithalten, die die Exekutive dann zum Eingriff ermich-
tigt. Deshalb komme es fiir die Legislative weniger auf die Produktformel als
vielmehr auf die Frage an, ob der Exekutive ein Eingriff bei Gefihrdungen be-
reits ermoglicht werde. Insoweit sei auch die bestehende Rechtslage zu beriick-
sichtigen.>?”

Moritz spricht sich zwar gegen eine Gefahrenschwelle aus, will aber auf
Tatbestandsseite eine Abwigung im Einzelfall vornehmen, die ,,neben der Bedeu-
tung des gefihrdeten Rechtsguts, auch die Gefahrintensitit, die moglichen Mit-
tel sowie entgegenstehende Interessen® berticksichtigt.’®® Und anderswo werden
uberhaupt keine tatbestandlichen Restriktionen gefordert, sondern eine Differen-
zierung anhand des Gefihrdungsniveaus allein auf Rechtsfolgenseite vorgenom-
men.’” So meint Gerbig, dass anhand einer am jeweiligen Schutzgut orientierten
Wertung nur solche Sachverhalte zu identifizieren seien, ,,in denen die Freiheits-
rechte einer zumindest vorstellbaren Bedrohung ausgesetzt sind.“’!° Und auch
nach Hermes konnen Gefahren, Risiken, Restrisiken oder das allgemeine Lebens-
risiko Schutzpflichten auslosen.’'! Ein verfassungsrechtliches Restrisiko gebe es
folglich nicht.

504 Dielein, a.a.0., S. 109 ff. Thm zustimmend etwa Clausen, Das Verhiltnis von Achtungs- und Schutz-
pflicht in Ausnahmesituationen, S. 64 f.

505 Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten, S.112. In diese Richtung auch Her-
mes, Grundrecht auf Schutz von Leben und Gesundheit, S. 240.

506 Dietlein, ebd.

507 Ausfiihrlich hierzu Dietlein, aa.O. S. 112 ff. In Anlehnung an ihn auch Clausen, Das Verhiltnis von
Achtungs- und Schutzpflicht in Ausnahmesituationen, S. 65.

508 Moritz, Schutzpflicht gegeniiber pflegebediirftigen Menschen, S. 112.

509 So neben Gerbig, Grundrecht auf staatlichen Schutz, S. 62 f. und Hermes, Das Grundrecht auf Schutz
von Leben und Gesundheit, S. 239 f. auch Heun, RW 2011, 376 (396). In diese Richtung auch Szcze-
kalla, Grundrechtliche Schutzpflichten im deutschen und europiischen Recht, S. 304.

510 Gerbig, Grundrecht auf staatlichen Schutz, S. 64.

511 Hermes, Das Grundrecht auf Schutz von Leben und Gesundheit, S.239f.; Gerbig, Grundrecht auf
staatlichen Schutz, S. 63. In diese Richtung tendenziell auch Heun, RW 2011, 376 (396).
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b. Die Rechtsprechung des BVerfG:

Das BVerfG hat sich nie ausdriicklich zu einer potentiellen Gefahrenschwelle
als Voraussetzung der Schutzpflicht gedufSert und damit auch nie dazu beigetra-
gen, die von ihm selbst verursachten Ungewissheiten zu beseitigen. Soweit es
zu Beginn selbst von unerheblichen Grundrechtsgefihrdungen,’'? sozialadiqua-
ten Risiken’ oder rechtswidrigen Eingriffen®'* gesprochen hat, war damit aber
wohl nie eine Restriktion der Schutzpflicht gewollt. So hat das BVerfG etwa
schon blofSe Risiken und Realisierungstendenzen als erheblich eingestuft’’ und
ebenfalls als ,,Grundrechtseingriff“ bezeichnet.’'® Und auch die Risikovorsorge
hat es als ,,von der Schutzpflicht der staatlichen Organe umfasst“ angesehen.’'”
Die Sozialadiquanz eines Risikos wird allein bei der Frage relevant, ob ein
absoluter Schutz notwendig ist oder ob nicht bestimmte Risiken geduldet und
von allen getragen werden miissen (allgemeines Lebensrisiko), weil ansonsten

etwa die Nutzung von Kernenergie®'® s19

oder die (kernphysikalische) Forschung
unmoglich wiren. Insoweit ging es auch hier eher um eine Abwigung auf
Rechtsfolgenseite. Und auch die Rechtswidrigkeit hat das BVerfG nie dezidiert
geprift. Vielmehr scheint es damit evidente Fille zu kennzeichnen, wenn es heifst,
dass Schutzpflichten ,,insbesondere“52° oder ,,vor allem*“S*' bei rechtswidrigen
Eingriffen bestehen, was etwa bei Schwangerschaftsabbriichen evident ist.

Eine Parallele zur polizeirechtlichen Gefahr kommt nicht nur in den vom

BVerfG verwendeten Begriffen der Gefahr,?> Gefihrdung®® oder des Risikos’*

512 So in BVerfGE 49, 89 (141) — Kalkar I; siche auch BVerfG, NVwZ 2018, 1224 Rn. 43 - Flieger-
horst—Biichel.

513 Etwa in BVerfGE 49, 89 (143) — Kalkar I; BVerfG, NVwZ 2009, 171 (173) — Grafenrbeinfeld,
NvWZ 2009, 1489 Rn.47 — Flughafen Leipzig/Halle; NVwZ 2010, 114 Rn. 23 - Schacht Konrad
und NVwZ 2010, 702 Rn. 13 — CERN.

514 Siehe hierzu etwa BVerfGE 39, 1 (42) — Schwangerschaftsabbruch I; 46, 160 (164) — Schleyer; 53, 30
(57) = Miiblbeim-Kirlich.

515 BVerfG, NVwZ 2010, 702 Rn. 12 = CERN zur Realisierungstendenz und BVerfGE 49, 89 (141f.) -
Kalkar I zum Risiko. Auch andernorts spricht das BVerfG von der gebotenen ,,Risikovorsorge®, etwa
in BVerfGE 53, 30 (58 f.) — Miihlbeim-Karlich; 56, 54 (78) — Fluglirm.

516 Siehe zur (theoretisch herleitbaren) Gefihrdung BVerfGE 49, 89 (141) — Kalkar I; 56, 54 (77, 78) —
Fluglirm; BVerfG, NVwZ 2010, 702 Rn. 12 — CERN. Zur Risikovorsorge BVerfGE 53, 30 (58f.) —
Miihlbeim-Karlich; 56, 54 (78) — Fluglirm.

517 BVerfG, NVwZ 2009,1489 Rn. 29 — Flughafen Leipzig/Halle m.w.N.

518 BVerfGE 49, 89 (142f.) — Kalkar I. Das Allgemeininteresse an dieser Nutzung betont das BVerfG
auch in E 53, 30 (58) — Miiblbeim-Kirlich, allerdings nicht im Rahmen der Sozialadiquanz.

519 BVerfG, NVwZ 2010, 702 Rn. 13 - CERN.

520 BVerfGE 53, 30 (57) — Miihlheim-Kdrlich.

521 BVerfGE 39, 1 (42) — Schwangerschaftsabbruch 1.

522 Siehe etwa BVerfGE 88, 203 (252) — Schwangerschaftsabbruch 1T; 142, 313 Rn. 80 — Zwangsbehand-
lung; 149, 126 Rn. 41 - Teilzeit- und Befristungsgesetz; BVerfG, NVwZ, 2018, 1224 Rn. 45 - Flie-
gerhorst Biichel; NJW 2020, 1427 Rn. 14 — Coronabedingtes Verbot religidser Zusammenkiinfte.

523 BVerfGE 49, 89 (141) — Kalkar I.

524 In BVerfGE 56, 54 (78) — Flugldrm, betont das BVerfG gerade, dass auch die Risikovorsorge umfasst
sein kann, allerdings bezieht es das wiederum auf ,,Grundrechtsgefihrdungen®. In BVerfG, NVwZ
2010, 702 Rn. 12 — CERN spricht das BVerfG etwa von ,Risikopotenzial“.
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zum Ausdruck. Teilweise finden sich auch deutliche Hinweise einer Produktfor-
mel.’?S In der Entscheidung Kalkar I meinte das Gericht, dass grundrechtliche
Schutzpflichten auch dort in Betracht kommen, wo gegenwirtig noch keine
Grundrechtsverletzungen vorliegen. Schutzpflichten kénnen auch zu Regelungen
verpflichten, die die Gefahr von Grundrechtsverletzungen eindimmen. Ob, wann
und mit welchem Inhalt eine solche Regelung verfassungsrechtlich geboten sei,
hinge u.a. von einer Abwagung ,,der Art, der Nihe und dem Ausmafd moglicher
Gefahren, der Art und dem Rang des verfassungsrechtlich geschiitzten Rechts-
guts [...]“
Entscheidungen, in denen es um den Bereich der Risikovorsorge ging.’?” Ob das
BVerfG aber diese Priifung schon auf Tatbestandseite vornehmen will oder ob
es vielmehr dazu tendiert, auch die Risikovorsorge als von der Schutzpflicht mit
umfasst anzusehen und sich diese nur unter bestimmten Umstinden zu einer
konkreten Pflicht, Mafinahmen zur Risikovorsorge zu ergreifen, verdichtet, ist
unklar. Deutlicher wird dieser Bezug in der Entscheidung zum Schwangerschafts-
abbruch.’*® So miisse ,die Schutzverpflichtung des Staates [...] um so ernster
genommen werden, je hoher der Rang des in Frage stehenden Rechtsgutes inner-
halb der Wertordnung des Grundgesetzes anzusetzen ist.“?* Ahnliche Stellen
finden sich auch in weiteren Entscheidungen.’3

In anderen Entscheidungen werden derartige Ausfihrungen hingegen eher auf
Tatbestandsseite relevant. Allen voran die CERN-Entscheidung ist hierfur sinn-
bildlich. Unter Verweis auf kernphysikalische Uberlegungen trug die Beschwerde-
fithrerin vor, dass von einem Experiment des CERN potentielle Risiken fir die
gesamte Welt bestiinden, weil Miniatur-Schwarze-Locher entstehen konnten,
welche dann die sie umgebende Materie absorbierten. Was wie ein Science-Fic-
tion-Szenario klang, hat das BVerfG aber gerade nicht davon abgehalten, Schutz-
pflichten hier fur einschldgig zu halten. Das BVerfG hat die hohe Bedeutung des
Rechtsgutes (Art.2 Abs.2 S. 1 GG) betont und deshalb nur geringe Anforderun-
gen an die Eintrittswahrscheinlichkeit gestellt.

ab.’?¢ Entsprechende Formulierungen finden sich auch in anderen

Eine nur theoretisch herleitbare Gefihrdung von Leben oder Gesundheit kann aus-
nabmsweise als Grundrechtseingriff angesehen werden. Dabei gilt: Je gréfier das Risiko-
potenzial fiir Leben oder Gesundbeit ist, desto niedriger liegt die Schwelle der Wabr-

525 Siehe etwa BVerfGE 49, 89 (141) - Kalkar I; 56, 54 (78) — Fluglirm.

526 BVerfGE 49, 89 (140) — Kalkar I.

527 Siehe nur BVerfG, NVwZ 2009, 1489 Rn. 29 — Flughafen Halle/Leipzig m.w.N.

528 Zur Kalkar-Entscheidung tendenziell a.A. Voland, NVwZ 2019, 114 (117). Szczekalla, Grundrechtli-
che Schutzpflichten im deutschen und europiischen Recht, S. 173 weist auf den Interpretationsspiel-
raum hin: ,,Ob sich die genannten Auflerungen des BVerfG tatsichlich und zwingend auf die Prii-
fungsstufe ,Beeintrichtigung’ (in einem weiten, Gefahr und Risiko einschliefenden Sinne) beziehen
oder ob es nicht vielmehr (schon) um Erwigungen zur Rechtfertigung ganz oder teilweise unterlasse-
ner Schutzmafinahmen geht, ist unklar.“.

529 BVerfGE 39, 1 (42) — Schwangerschaftsabbruch 1.

530 Siche etwa BVerfGE 49, 89 (142) — Kalkar I; BVerfG, NVwZ 2010, 702 Rn. 12 — CERN.
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scheinlichkeit fiir die Prognose eines Schadenseintritts, bei deren Uberschreitung wirksa-
me staatliche SchutzmafSnabmen geboten sind. Hinsichtlich schwerer Schiden an Leben
oder Gesundheit einer Vielzahl von Grundrechtstrigern geniigt prinzipiell bereits eine im
Vorfeld erkannte Realisierungstendenz, um Schutzpflichten des Staates auszulbsen |[...].<

Das legt durchaus den Schluss nahe, dass es sich dort zwar originir um den
Bereich der Risikovorsorge handelt, sich das Risiko aber wegen eines gesenk-
ten WahrscheinlichkeitsmafSstabes bereits zu einer relevanten Gefahr verdichtet
hat.3! Auch in der Entscheidung zum Fluglirm meint das BVerfG, ,,[d]af$ auch
eine auf Grundrechtsgefihrdungen bezogene Risikovorsorge von der Schutz-
pflicht der staatlichen Organe umfafit werden kann“332,

In wieder anderen Entscheidungen duflerte sich das BVerfG iiberhaupt nicht
zu etwaigen Voraussetzungen. In der Entscheidung zur Zwangsbehandlung un-
terscheidet das BVerfG vielmehr zwischen allgemeiner und konkreter Schutz-
pflicht. Dies erweckt den Eindruck, dass allgemeine Schutzpflichten immer be-
stehen, konkrete hingegen nur in besonderen Fillen.’3® Letztere ergaben sich
immerhin aus der besonderen Hilfsbediirftigkeit der untergebrachten Personen
und nach Abwigung der freiheitlichen mit den sicherheitsrechtlichen Belangen.3*
Und auch in Entscheidungen zum Kiindigungsschutz von Arbeitnehmern,’> zum
Schutz der unterlegenen Vertragspartei,’*® oder zur Sonntagsruhe®” wird auf eine
Gefahrenprognose oder vergleichbare Aspekte nicht eingegangen, sondern von
der Existenz von Schutzpflichten fiir einen bestimmten Bereich ausgegangen und
im Rahmen einer Abwigung der kollidierenden Interessen dann bestimmte Rege-
lung fiir (un-)vereinbar gehalten.’*® Damit bewegt man sich aber auch hier eher
auf Rechtsfolgenseite. Allerdings kann dies auch daran liegen, dass es hierbei
um weitaus offensichtlichere Gefahrdungslagen ging als etwa in den Fillen der
Risikovorsorge.

Juingst hat das BVerfG hinsichtlich des strafrechtlichen Verbots der geschifts-
mifligen Hilfe zur Selbsttotung (§ 217 StGB) formuliert, dass der Gesetzgeber
verfassungsrechtlich ,,nicht gehindert [ist], aus generalpraventiven Griinden
Handlungen, die lediglich generell geeignet sind, Rechtsgiiter zu gefihrden, unter

531 In diese Richtung Gdrditz, in: Landmann/Rohmer, UmweltR, GG Art.20a Rn. 86. Sieche auch Her-
mes, Das Grundrecht auf Schutz von Leben und Gesundheit, S. 237, 238.

532 BVerfGE 56, 54 (78) — Fluglirm.

533 So etwa auch Szczekalla, Grundrechtliche Schutzpflichten im deutschen und europdischen Recht,
S.172.

534 BVerfGE 142, 313 (338 ff.) - Zwangsbehandlung.

535 Siehe hierzu etwa BVerfGE 128, 157 (176 f.) — Klinikprivatisierung, m.w.N. auf die verfassungsge-
richtliche Judikatur. Hier wird nur darauf hingewiesen, dass der Staat der Schutzpflicht durch die
Kiindigungsschutzvorschriften entspricht. Kritisch zu dieser pauschalen Aussage und zur Entschei-
dung des BVerfG insgesamt Lindner, RdA 2005, 166 (167 f.).

536 BVerfGE 114, 1 (42f.) — Bestandsiibertragung Lebensversicherung.

537 BVerfG, NVwZ 2010, 570 Rn. 150 ff. — Berliner Ladeniffnungsgesetz.

538 BVerfGE 114, 1 (43ff.) — Bestandsiibertragung Lebensversicherung; BVerfG, NVwZ 2010, 570
Rn. 162 ff. — Berliner Ladenéffnungsgesetz oder in BVerfGE 142, 313 (340 ff.) — Zwangsbehandlung.
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Umstinden schon in einem frithen Stadium zu unterbinden [...]. Anderenfalls
nihme man dem Gesetzgeber die Moglichkeit, Gefahren fiir hochrangige Rechts-
giiter zu begegnen, die aufgrund fehlender gesicherter wissenschaftlicher oder
empirischer Erkenntnisse nicht exakt einschitzbar sind.“5* Auch wenn das Ge-
richt hier gerade die Prarogative des Gesetzgebers betont, folgt daraus nicht, dass
eine Pflicht zum Schutz nicht besteht. Vielmehr bezieht sich dies auf die Aus-
wahlmoglichkeiten im konkreten Fall und die Frage, ob das Strafrecht zum pra-
ventiven Lebensschutz eingesetzt werden darf.

Kurzum: Allein die Parallelen zur Produkt- und Je-desto-Formel konnen nicht
zu dem Schluss fiihren, das BVerfG kniipfe ebenfalls an eine Gefahrenschwelle
an. Vielmehr scheint es auch im Bereich der reinen Risikovorsorge Schutzpflich-
ten anzunehmen und diesem Umstand dann auf Rechtsfolgenseite durch die Ge-
wihrung eines weitreichenderen Entscheidungsspielraums Rechnung zu tragen.

c. Fazit: Gefabrenschwelle als Minimalkonsens

Auch wenn im Einzelnen die Ansichten dariiber auseinander gehen, ab welcher
Gefihrdungsschwelle Schutzpflichten eingreifen, so ldsst sich jedenfalls ein Mini-
malkonsens ausmachen. Zumindest wenn eine nicht vom Staat verursachte Ge-
fahr fiir grundrechtliche Schutzgiiter besteht, ist der Staat in entsprechender An-
wendung polizeirechtlicher Maf$stibe grundrechtlich zur Gewahrung von Schutz
verpflichtet.’*

2. Die Rechtsfolge — Inbalt und Ausgestaltung staatlicher Schutzpflichten

Damit ist freilich noch nichts dariiber gesagt, welche inhaltlichen Pflichten dies
fir den Staat zeitigt. Adressat der Schutzpflichten kann jedenfalls — in entspre-
chender Anwendung von Art. 1 Abs. 3 GG - die gesamte staatliche Gewalt sein.
Primar und zuvorderst richten sie sich freilich an den Gesetzgeber,*! der ein dem
Schutzbedarf gerecht werdendes Schutzniveau innerhalb der Rechtsordnung vor-
sehen muss, welches dann auf sekundirer Ebene durch Exekutive und Judikative
verwirklicht werden kann.**

539 BVerfG, NJW 2020, 905 Rn. 271 — Recht auf Selbsttotung.

540 So etwa auch Neubert, A6R 140 (2015), 267 (272).

541 Holderer, Objektive Grundrechtsgehalte, S. 199; Stern, in: der, Staatsrecht I1I/1, S. 951. Vgl. BVerfGE
39, 1 (44) — Schwangerschaftsabbruch I; 88, 203 (252) — Schwangerschaftsabbruch I1.

542 BVerfGE 142, 313 (337) — Zwangsbebandlung; im Ansatz auch BVerfGE 39, 1 (44) — Schwanger-
schaftsabbruch I.
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a. Allgemeine Grenzen

Weder auf abwehrrechtlicher Seite noch auf Seiten der Schutzpflichten ist staatli-
ches Handeln unbegrenzt moglich. Faktische Grenzen ergeben sich schon aus der
begrenzten territorialen Macht des Staates, sodass im Grundsatz rechtlicher und
damit effektiver Schutz primar nur innerhalb des eigenen Herrschaftsbereichs
gewihrt werden kann. Im Ausland beschrankt sich der Schutz zumeist auf di-
plomatische Bemithungen. Weil es daneben aber durchaus Fille geben kann,
in denen staatliche Bemiithungen ergebnislos bleiben oder von vornherein zum
Scheitern verurteilt sind,** steht die Schutzpflicht insoweit unter dem Vorbehalt
der ,,Unmoglichkeit.5*

Daneben ergeben sich schon aus der wechselseitigen Beziehung von Freiheit
und Sicherheit verschiedene Grenzen. Da Sicherheitsaspekte zwangsldufig Frei-
heitsrechte Anderer begrenzen, ziehen die betroffenen Abwehrrechte und mit
ihnen das Ubermafiverbot Grenzen.’* Mit Blick auf Sicherheitsaspekte hat das
BVerfG betont, dass die Reichweite der Schutzpflicht auch ,,mit Blick auf die [...]
Schutzbediirftigkeit des zu schiitzenden Rechtsguts [...] zu bestimmen [sei].“%*
Denn die Grundrechte fordern und fordern autonomes Handeln der Biirger.’”
Soweit den Betroffenen also Mittel zur eigenstindigen Beseitigung des Risikos
bzw. der Gefahr zur Verfiigung stehen, bedarf es keines spezifischen, staatlichen
Schutzes.’*® Dieser Gedanke kommt nicht zuletzt schon in den polizeirechtlichen
Subsidiarititsklauseln zum Ausdruck.’® Zudem wiirde staatlicher Schutz hier

543 Zu denkbaren Fillen tatsichlicher Unméglichkeit auch auf dem eigenen Herrschaftsgebiet siche etwa
Hermes, Grundrecht auf Schutz von Leben und Gesundheit, S. 244 f.

544 Vgl. Hermes, ebd.; Clausen, Das Verhiltnis von Achtungs- und Schutzpflichten in Ausnahmesituatio-
nen, S. 157.

545 Ausfiihrlicher auch zu diesem Spannungsverhiltnis Hermes, a.a.O., S. 246 ff.

546 BVerfGE 85, 191 (213) - Nachtarbeitsverbot; 88, 203 (254) - Schwangerschaftsabbruch 1I;
BVerfGK 14, 192 (199) - Schloss Bensberg; BVerfGE 142, 313 (341) — Zwangsbebandlung. Zur
Schutzbediirftigkeit sieche auch Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn.219, 270f. Kuch,
DOV 2019, 723 (724) beschreibt es so, ,dass der staatsfreie Raum erst beginnen kann, wo die vor-
dringlichen Schutzbediirfnisse des Biirgers enden.“

547 Vgl. hierzu Classen, Staatsrecht II, § 6 Rn.33. In BVerfGE 142, 313 (341) — Zwangsbehandlung,
stellt das BVerfG etwa darauf ab, dass die untergebrachten Personen ,nicht zur Einsicht in die kon-
krete Notwendigkeit einer medizinischen MafSnahme fihig sind und darum Gefihrdungen von Leib
und Leben ausgeliefert wiren, ohne in Freiheit selbst fiir den eigenen Schutz sorgen zu kénnen.“ Die-
ser Autonomiegedanke hat nicht nur Ausdruck in dem Leitbild eines miindigen und verniinftigen
Biirgers der Aufklirung geprigt, sondern es ist auch das Idealbild, welches dem Grundgesetz zugrun-
de liegt, vgl. etwa BVerfGE 27, 71 (81f.) — Leipziger Volkszeitung; 124, 1 (21) — Nachwahl; oder
jiingst BVerfG, Urt. v. 26.02.2020 — 2 BvR 2347/15 u.a., Rn. 274, 279 — Recht auf Sterben m.w.N.
auf die verfassungsgerichtliche Judikatur. Die Autonomie als mafigebliches Leitbild betont das Ge-
richt auch in BVerfG, NJW 2019, 3703 Rn. 127 — Hartz-1V Sanktionen, m.w.N.

548 Das ist letztlich auch bedeutsam fiir das Ubermafiverbot, genauer gesagt fiir die Erforderlichkeit
staatlicher Maffnahmen. Zur Selbsthilfeméoglichkeit als Grenze ausfiihrlicher Hermes, a.a.O., S. 245 f.

549 Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 271.
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tendenziell Gefahr laufen, paternalistische Ziige anzunehmen und die Autonomie
des Einzelnen dadurch zu beeintriachtigen.’*

Spezifische rechtliche Grenzen konnen sich daneben vor allem auch aus dem
Unionsrecht ergeben. Wegen seines umfangreichen Anwendungsvorrangs auch
vor dem nationalen Verfassungsrecht kann es den Handlungskorridor moglicher
Schutzmafinahmen begrenzen. Das gilt insbesondere dort, wo Sekundarrecht
eine unionsweite (Voll-)Harmonisierung bewirkt ha, und insoweit kein oder nur
ein geringer Spielraum fiir mitgliedstaatliche Abweichungen oder Alleinginge
besteht.>s!

b. Spezifische Vorgabe der Schutzpflichtendimension

Die Dimension der grundrechtlichen Schutzpflichten gibt dem Staat indes ein
bestimmtes Handlungsziel vor: einen effektiven Schutz grundrechtlicher Rechts-
giiter.’>

aa. Ausgangspunkt Gestaltungsspielraum des Staates

Das bedeutet freilich nicht, dass damit von vornherein spezifische Vorgaben
bestehen oder gar ein optimaler Schutz gewihrleistet werden muss.’? Allgemein
kann sich die staatliche Gewalt stets auf gewisse Einschdtzungs- und Beurtei-
lungsspielrdume berufen. Fiir die Exekutive und Judikative sind diese zwar deut-
lich geringer, weil sie schon an das einfache Recht gebunden sind und Spielraume
auch zur Schutzgewihrung durch das einfache Recht vorgegeben werden.’** So-
weit hier ein ,,Schutz durch Eingriff“ gewihrt werden soll, bedarf es wegen der
Rechtfertigungslast des Staates immerhin einer (prizisen) gesetzlichen Grundla-
ge.” Fur den Gesetzgeber folgt hingegen in erster Linie nur aus der Verfassung
selbst eine Bindungswirkung. Insoweit stehen ihm deutlich weitere Gestaltungs-
spielraume zu, die ihm das BVerfG etwa bei der Beurteilung der Eignung oder
Erforderlichkeit eines Gesetzes gewahrt.’*¢ Damit wird nicht zuletzt auch das

550 Hermes, a.a.O., S. 245, der hier etwa das Beispiel der Verbraucherhinweise auf Produkten zur Infor-
mation tiber Gesundheitsrisiken nennt. Besonders deutlich wird das etwa in vertragsrechtlichen Fal-
len, in denen grundsitzlich die Vertragsautonomie hinreichend Schutz bietet, vgl. hierzu nur BVerfGE
89, 214 (2311.) — Biirgschaftsvertrige. In dem hier untersuchten Feld der Meinungsroboter wird das
auch noch relevant, siehe hierzu unten, 3. Kapitel, B.IL.1.

551 Das wird hier noch relevant werden, wenn es um Fragen der Vereinbarkeit spezifischer Maffnahmen
mit der E-Commerce-Richtlinie geht, hierzu ausfiihrlicher unten, 3. Kapitel, C.II.2.c.aa(Ill.) und mit
Blick auf das Herkunftslandprinzip ebd, C.IL.2.f.bb.

552 Vgl. Hermes, Grundrecht auf Schutz von Leben und Gesundheit, S. 261.

553 Krings, Grund und Grenzen grundrechtlicher Schutzanspriiche, S. 260.

554 Siehe hierzu auch Weiss, Privatisierung und Staatsaufgaben, S. 179 f.

555 Vgl. hierzu etwa BVerfGE NJW 2020, 300 Rn. 86 — Recht auf Vergessen I.

556 Zum ,Beurteilungs- und Prognosespielraum® bei der Erforderlichkeit etwa BVerfG, NJW 2019,
3054 Rn. 66 — Mietpreisbremse; BVerfGE 116, 202 (225) — Tariftreueerklirung; 146, 71 (126) - Ta-
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verfassungsrechtliche Verhiltnis zwischen primir verantwortlichem Gesetzgeber
und nur sekundir verantwortlicher Verfassungsrechtsprechung geklirt und ein
Ubergriff der Judikative verhindert.5’

Geht es um die Erfiillung grundrechtlicher Schutzpflichten, tritt die Notwen-
digkeit von Spielraumen noch deutlicher zu Tage.’*® Denn wihrend der negato-
rische Anspruch darauf gerichtet ist, dass eine konkrete schutzbereichsbeschrin-
kende Mafinahme des Staates unterbleiben muss,*’ ist die Schutzpflicht unbe-
stimmt.’®® Grundrechtliche Schutzgiiter lassen sich in vielfiltiger Weise schiit-
zen;*®! eine konkrete MafSnahme kann also oftmals nicht ausgemacht werden.
Hinzu kommt, dass die Schutzinteressen regelmaflig mit freiheitsrechtlichen
Interessen kollidieren, sich also zwei Grundrechtstriger gegentuberstehen: Die
Gewihrung von Schutz fihrt dann zur Beschneidung der Freiheitsgrundrechte
anderer.’® Notwendig wird also eine Abwigung und damit die Herstellung
eines schonenden Ausgleichs.’®> Das Ergebnis dieses Ausgleichs ist aber offen.

rifeinbeitsgesetz. Zur Einschitzungsprirogative bei der Eignung etwa BVerfG NJW 2019, 3703
Rn. 166 — ALG-II-Sanktionen; BVerfGE 116, 202 (224) — Tariftreueerklirung. Daneben zum Ein-
schitzungsspielraum bei der Auswahl von férderungsfihigen Zwecken (im Steuerrecht) etwa
BVerfGE 138, 136 (182) — Erbschaftssteuer und zum Beurteilungsspielraum iiber die tatsichlichen
Gegebenheiten als Grundlage einer Regelung BVerfG NJW 2017, 381 Rn. 62 — Kopftuchverbot in
Kindertagesstdtten oder BVerfGE 94, 114 (143 {.) — sichere Herkunftsstaaten.

557 Andeutend Bethge, in: Maunz u.a., BVerfGG, § 90 Rn. 27; deutlicher Walter, in: Maunz/Diirig, GG,
Art. 93 Rn. 104 ff.

558 Siehe gerade mit Blick auf das Verhiltnis von Gesetzgebung und Verfassungsgerichtsbarkeit etwa
BVerfGE 56, 54 (819) — Fluglirm; BVerfG NJW 1998, 3264 (3265) — Waldsterben; NJW 2016, 1716
Rn. 19 — Pflegenotstand.

559 Krings, Grund und Grenzen grundrechtlicher Schutzanspriiche, S.262; Hesse, in: FS-Mahrenholz,
S. 541 (545).

560 BVerfGE 96, 56 (64) — Vaterschaftsauskunft; 115, 118 (160) — Luftsicherbeitsgesetz; 142, 313
(337) = Zwangsbehandlung. Diesen Vergleich von abwehr- und schutzrechtlicher Seite ziehen neben
Klein, NJW 1989, 1633 (1637) u.a. auch Unrub, Zur Dogmatik der grundrechtlichen Schutzpflich-
ten, S.79; Ruffert, Vorrang der Verfassung und Eigenstindigkeit des Privatrechts, S.167; Krings,
Grund und Grenzen grundrechtlicher Schutzanspriiche, S.261; Calliess, in: FS-Starck, S.201 (208)
und Hesse, in: FS-Mahrenholz, S. 541 (545). Ahnlich auch Heun, RW 2011, 376 (398).

561 Siehe hierzu nur Krings, Grund und Grenzen grundrechtlicher Schutzanspriiche, S. 263 f.

562 Das gilt etwa dann, wenn der Nasciturus durch strafrechtliche Verbote geschiitzt werden soll, die
wiederrum die Mutter in ihrer Entscheidungsfreiheit einschrinken (hierzu BVerfGE 39, 1 — Schwan-
gerschaftsabbruch I und E 88, 203 — Schwangerschaftsabbruch II), wenn aus Griinden des Gesund-
heitsschutzes bestimmte Immissionswerte festgelegt und eingehalten werden miissen (hierzu etwa
BVerfGE 56, 54 — Flugldrm; BVerfGE 79, 174 — Straflenverkebrslidrm oder BVerfG, NJW 2002,
1638 — Mobilfunkanlagen) oder die Freiheit der Arbeitgeber durch Kiindigungsschutzregeln zuguns-
ten der Arbeitnehmer begrenzt wird (hierzu etwa BVerfGE 92, 26 (46) — Zweitregister; BVerfGE 149,
126 Rn. 47 ff. — Teilzeit- und Befristungsgesetz m.w.N).

563 Dies spielt auch in der verfassungsrechtlichen Judikatur eine entscheidende Rolle, siche etwa schon
BVerfGE 56, 54 (80) — Fluglirm. Umfangreiche Gedanken zu einer solchen Abwagung machte sich
das BVerfG etwa in BVerfGE 142, 313 Rn. 78 ff. - Zwangsbehandlung, wo es um die Abwigung der
Freiheit der Betreuten mit ihrem gesundheitlichen Schutz ging. In BVerfGE 96, 56 (64f.) — Vater-
schaftsauskunft meint das BVerfG gar, dass die Abwigung zwischen Schutzrecht und Abwehrrecht,
der mafSgebliche Grund fiir den Gestaltungsspielraum des Gesetzgebers ist: ,,Gestaltungsspielriume
bestehen vor allem dort, wo es um die Beriicksichtigung widerstreitender Grundrechte geht. Das gilt
auch dann, wenn — wie hier — der Schutz einer grundrechtlichen Position zwangsliufig die Beein-
trachtigung des Grundrechts einer anderen Person zur Folge hat, weil die Abwagung in erster Linie
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Besonders deutlich wird dies dadurch, dass die Frage der Schutzintensitit letzt-
lich davon abhingt, wie bestimmte Gefahren, Risiken und potentielle Schiden
bewertet werden. Dafir sind zwar wissenschaftliche Ergebnisse brauchbar, aber
auch diese miissen nicht immer eindeutig sein. In Abhingigkeit von den ge-
wahlten Bewertungsgrundlagen kann sich das Ergebnis (erheblich) unterscheiden
und zu anderen Mafinahmen fithren. Denkbar sind neben Uberwachungs- und
NachforschungsmafSnahmen als Risikovorsorge auch priaventive Regelungen und
Mafinahmen bis hin zur ,schirfsten Waffe“** der Repression mit Hilfe des
Strafrechts.’® Insoweit ist die konkrete Auswahl der Mafinahmen nicht nur
eine verfassungsrechtliche, sondern auch eine rechtspolitische’®® Frage. Damit
bewegt man sich aber auch hier auf der Verantwortungsebene des Gesetzge-
bers, weshalb ihm schon dem Grunde nach zur Beantwortung der ,komplexen
Frage“’®” der Gewihrung staatlichen Schutzes ein erheblicher Einschitzungs-,
Gestaltungs- und Wertungsspielraum zugebilligt werden muss.’®® Insoweit folgt
aus den Schutzpflichten meist nur das Gebot, dass der Staat handeln muss.**’
Nur selten wird ihm eine konkrete Handlungspflicht auferlegt.’”® Freiheits- und
schutzrechtliche Aspekte ebnen also lediglich einen ,,Handlungskorridor®, inner-
halb dessen sich der Staat bewegen muss.>”!

den jeweils zustindigen staatlichen Organen zukommt.“ Ausfihrlicher zu dem ,Konfliktschlich-
tungsauftrag® des Gesetzgebers Ruffert, Vorrang der Verfassung und Eigenstindigkeit des Privat-
rechts, S. 203 ff.

564 BVerfGE 39, 1 (45) — Schwangerschaftsabbruch 1.

565 Vgl. hierzu BVerfGE 39, 1 (44f.) — Schwangerschaftsabbruch I.

566 Besonders hinsichtlich des Nichtraucherschutzes in Gaststitten betont das Zuck, ZRP 2008, 165
(166).

567 So schon RiBVerfG Rupp-v. Briinneck, Simon, SV, BVerfGE 39, 1 (71) - Schwangerschafsabbruch I;
zudem BVerfGE 56, 54 (81) — Fluglirm; BVerfG NJW 1987, 2287 — Aids-Bekdmpfung; NJW 1996,
651 — Ozon; NJW 1998, 3264 (3265) — Waldsterben; NVwZ 2000, 309 (310) — Altlasten DDR-
Uranbergbau; NJW 2016, 1716 Rn. 19 — Pflegenotstand. Hesse, in: FS-Mahrenholz, S. 541 (546)
nennt es eine ,,komplexe Problematik“.

568 Vgl. BVerfGE 39, 1 (44) — Schwangerschaftsabbruch 1. Spiter dann in eben dieser Formulierung etwa
in BVerfGE 77, 170 (214f.) — Lagerung chemischer Waffen; 85, 191 (212) — Nachtarbeitsverbot; 96,
56 (64) — Vaterschaftsauskunft; 142, 313 (337) - Zwangsbebandlung; BVerfG NJW 1996, 651 —
Ozon; NJW 1998, 3264 (3265) — Waldsterben; NVwZ 2000, 309 (310) — Altlasten DDR-Uranberg-
bau; NVwZ 2009, 1489 Rn. 30 — Flughafen Leipzig/Halle; NVwZ 2011, 991 Rn. 38 - Fluglirm-
schutzgesetz; NJW 2016, 1716 Rn. 19 — Pflegenotstand.

569 Heun, RW 2011, 376 (398). Vgl. BVerfGE 142, 313 (342) - Zwangsbehandlung.

570 BVerfGE 96, 56 (64) — Vaterschaftsauskunft; BVerfG, NJW 2016, 1716 Rn. 19 — Pflegenotstand.
Garditz, in: Landmann/Rohmer, UmweltR, GG Art. 20a Rn. 89. In der Judikatur des BVerfG war das
selten der Fall, und kam vor allem dort in Betracht, wo es um das Recht auf Leben ging (so auch
BVerfGE 46, 160 (164f.) — Schleyer). Vor allem hinsichtlich des Schwangerschaftsabbruchs meinte
das BVerfG, dass das Strafrecht eingesetzt werden und der Schwangerschaftsabbruch als Unrecht gel-
ten miisse, E 39, 1 (44) — Schwangerschaftsabbruch I; BVerfGE 88, 203 (252) — Schwangerschaftsab-
bruch II. Zum Luftsicherheitsgesetz hatte das BVerfG gemeint, dass der Abschuss entfiihrter Flugzeu-
ge die einzige Handlung sei. Wegen kollidierender Grundrechte der Insassen hatte es dies allerdings
fiir verfassungswidrig gehalten, BVerfGE 115, 118 (159 ff.) — Luftsicherbeitsgesetz.

571 Calliess, JZ 2006, 320 (329); ders., in: FS-Starck, S. 201 (216). In der Sache dhnlich Ruffert, Vorrang
der Verfassung und Eigenstindigkeit der Privatrechtsordnung, S.218; Mayer, Untermaf}, Ubermaf3
und Wesensgehaltsgarantie, S.76; Borowski, Grundrechte als Prinzipien, S.261f. Illustrativ etwa
Schimmele, Staatliche Verantwortung fiir diskursive Integritdt, S. 117 f. In einem SV spricht RiBVerfG
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bb. UntermafSverbot als Direktive der Effektivitit

Das bedeutet allerdings nicht, dass hierbei keinerlei Grenzen zu beachten wiren.
Auf abwehrrechtlicher Seite schriankt das Ubermafuverbot die staatliche Gewalt
ein. Es ist die Direktive fiir das grundrechtliche Unterlassungsgebot: Der Staat
darf nur verhaltnismifSige Eingriffe vornehmen. Sein Pendant auf der Seite der
Schutzpflichten findet es im Untermafverbot.>”* Schutzpflichten sind keine Opti-
mierungsgebote in dem Sinne, dass sie den Staat zu einem absoluten und damit
optimalen Schutz verpflichten.’”® Einen solchen kann es schon wegen der Kollisi-
on mit Freiheitsrechten regelmifSig nicht geben.’”* Wegen der Forschungsfreiheit
miissen bspw. gewisse Restrisiken von wissenschaftlichen Experimenten in Kauf
genommen werden.’”> Gleiches gilt auch bei der Erzeugung von Kernenergie’’®
und der Entsorgung des radioaktiven Materials.””” Demnach gewihrleistet das
Untermafverbot nur einen Mindestschutz.’”® Unterhalb dieser Schwelle darf sich
der Staat nicht bewegen. Konkret bedeutet das, dass die getroffenen Vorkeh-
rungen ,fiir einen angemessenen und wirksamen Schutz ausreichend sein und
zudem auf sorgfiltigen Tatsachenermittlungen und vertretbaren Einschatzungen
beruhen [miissen].“°7” Bewegt sich der Staat unterhalb des gebotenen Mindest-
standards, verletzt er die Grundrechte, handelt also verfassungswidrig. Wo diese

Bryde davon, dass ,der Gesetzgeber von Verfassungs wegen ohnehin schon zwischen Untermafiver-
bot [...] und Ubermafverbot [...] eingeklemmt ist.“, BVerfGE 121, 317 (380) — Rauchverbot in
Gaststdtten.

572  Moritz, Staatliche Schutzpflichten gegeniiber pflegebediirftigen Menschen, S. 113. Zum historischen
Kontext des Untermafiverbotes sieche etwa Calliess, in: FS-Starck, S.201 (202 ff.). In der verfassungs-
gerichtlichen Judikatur findet sich dies erstmals erwihnt in BVerfGE 88, 203 (254) — Schwanger-
schaftsabbruch I1. Zustimmend im Schrifttum Moritz, Schutzpflicht gegeniiber pflegebediirftigen
Menschen, S.119; Bortnikov, Netzneutralitdt, S.145 ff.; Krings, Grund und Grenze staatlicher
Schutzanspriiche, S. 262; Klein, JuS 2006, 960 (964); Sachs, in: ders., GG, Vor. Art. 1 Rn. 36; Callies,
in: FS-Starck, S.201 (211). Teilweise wird eine eigenstindige Bedeutung verneint, weil im Dreiecks-
verhiltnis Ubermaf- und Untermaflverbot deckungsgleich seien, so etwa Hain, DVBL. 1993, 982 ff.;
ahnlich auch Starck, JZ 1993, 816 (817).

573 So Krings, Grund und Grenzen grundrechtlicher Schutzanspriiche, S.262. Tendenziell anders Unrub,
Zur Dogmatik der grundrechtlichen Schutzpflicht, S.78, der von einem ,gréStmoglichen Schutz“
spricht. Zwar sprach auch das BVerfG in E 49, 89 (139) — Kalkar I von einer ,,bestmdoglichen Gefah-
renabwehr®, worauf auch Unrub, aa.O, Fn.227 verweist. Allerdings legte es hier den Willen des Ge-
setzgebers hinsichtlich des § 7 Abs.2 AtomG aus und stellte nicht darauf ab, dass dies der Sinn der
Schutzpflicht, sondern dass dies vielmehr die Vorgabe des Gesetzgebers an die Exekutive sei. So letzt-
lich auch Krings, Grund und Grenzen grundrechtlicher Schutzanspriiche, S. 260.

574 Ahnlich Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 219.

575 BVerfG NVwZ 2010, 702 Rn. 13 — CERN.

576 Vgl. BVerfGE 49, 89 (143) — Kalkar 1.

577 BVerfG, NVwZ 2010, 114 Rn. 23 - Schacht Konrad.

578 Canaris, AcP 184 (1984), 201 (228); Sommermann, in: v. Mangoldt/Klein/Starck, GG, Art.20
Rn. 319; Grzeszick, in: Maunz/Diirig, GG Art. 20 Rn. 126. Aus der verfassungsgerichtlichen Judika-
tur insbesondere BVerfGE 88, 203 (254 f.) — Schwangerschaftsabbruch II.

579 BVerfGE 88, 203 (254) — Schwangerschaftsabbruch 111.
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Grenze exakt verlduft, hingt vom Einzelfall ab’®® und ist vor allem von der Art
der drohenden Schiden, dem Umfang, der Bedeutung des Rechtsguts, der Nahe
der Bedrohung und auch von den kollidierenden Interessen abhingig.’®! Und ein
einmal ergriffenes Schutzkonzept entbindet den Staat nicht davon, nachzufor-
schen, zu beobachten und gegebenenfalls nachzubessern, falls sich etwa die tat-
sachlichen Umstinde dndern.’®?

aa. Kontrolle durch das Bundesverfassungsgericht

Ob Schutzpflichten bestehen und ob der Staat diese verletzt, hat regelmafig
das BVerfG zu entscheiden. Das fiihrt aber deshalb zu Problemen, weil das Ge-
richt mit der Wahl seiner Priifungsdichte Einfluss auf den Gesetzgeber ausiiben
kann:*** Ein enger MafSstab fuhrt dazu, dass das BVerfG nicht nur gesetzgeberi-
sche Entscheidungen tiberpriift, sondern dem Gesetzgeber auch die verfassungs-
rechtlichen Ergebnisse verbindlich vorgeben kann und somit in seinen Kompe-
tenzbereich ubergreift.’®* Dieser Gefahr ist sich auch das BVerfG bewusst.’®* So
betont es den weiten Einschitzungs- bzw. Gestaltungsspielraum des Staates’®®
und nimmt damit die eigene gerichtliche Kontrolldichte zuriick. Dabei weist
die Judikatur allerdings unterschiedliche Maf$stabe auf:**” Insbesondere die erste
Entscheidung zum Schwangerschaftsabbruch ist von einer eher strengen Kontrol-
le und von prizisen Vorgaben gepragt. Der Abbruch sei stets als Unrecht zu

580 So Canaris, AcP 184 (1984) 201, 228; Krings, Grund und Grenzen grundrechtlicher Schutzansprii-
che, S.261; Schliesky u.a., Schutzpflichten und Drittwirkung im Internet, S.50f.; Stern, in: ders.,
Staatsrecht III/1, S. 953.

581 So etwa BVerfGE 49, 89 (142) — Kalkar I.

582 Siehe hierzu statt vieler BVerfGE 56, 54 (79 ff.) — Fluglirm.

583 Ausfiihrlicher zu dem Konflikt der gerichtlichen Kontrolle im Bereich der Schutzpflicht etwa Hesse,
in: FS-Mahrenholz, S. 541 ff.

584 Diese Gefahr haben schon die RiBVerfG Rupp-v. Briinneck und Simon gesehen und zeigten in ihrem
SV zum Schwangerschaftsabbruch grundlegende Probleme auf. Siehe hierzu BVerfGE 39, 1 (71ff.) —
Schwangerschaftsabbruch I. Dort sprachen sie sich auch fiir eine zuriickhaltende Position des BVerfG
aus. Siehe auch Unrub, Zur Dogmatik der grundrechtlichen Schutzpflichten, S. 79 f.

585 Zu den wahrgenommenen Kompetenzkonflikten siehe u.a. BVerfGE 56, 54 (819) — Fluglirm; BVerfG
NJW 1998, 3264 (3265) — Waldsterben; NJW 2016, 1716 Rn. 19 — Pflegenotstand.

586 In BVerfGE 39, 1 (42) — Schwangerschaftsabbruch 1, heift es etwa: ,Die Schutzverpflichtung des
Staates mufS um so ernster genommen werden, je hoher der Rang des in Frage stehenden Rechtsgutes
innerhalb der Wertordnung des Grundgesetzes anzusetzen ist.“ In BVerfGE 88, 203 (254) — Schwan-
gerschaftsabbruch I1, heift es: ,,Art und Umfang des Schutzes im Einzelnen zu bestimmen, ist Aufga-
be des Gesetzgebers. Die Verfassung gibt den Schutz als Ziel vor, nicht aber seine Ausgestaltung im
Einzelnen.“ Ahnliche Ausfithrungen finden sich auch bei BVerfGE 46, 160 (164) — Schleyer; 56, 54
(80f.) — Flugldrm. In BVerfGE 77, 170 (214 f.) — Lagerung chemischer Waffen, findet sich dann erst-
mals die Formulierung: ,,Dem Gesetzgeber wie der vollziehenden Gewalt kommt bei der Erfiillung
dieser Schutzpflichten ein weiter Einschatzungs-, Wertungs- und Gestaltungsbereich zu, der auch
Raum ldt, etwa konkurrierende 6ffentliche und private Interessen zu beriicksichtigen.“ Diese wurde
in den folgenden Entscheidungen dann stets — gebetsmiihlenartig — wiederholt. Siche hierzu BVerfGE
85, 191 (212) — Nachtarbeitsverbot; 79, 174 (202) — Straflenverkebrslarm; 92, 26 (46) — Zweitregis-
ter; 125, 39 (78) — Adventssonntage Berlin; 142, 313 (337) = Zwangsbehandlung.

587 Vgl. hierzu BVerfGE 50, 290 (333) — Mitbestimmungsgesetz.
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werten und musse daher strafrechtlich verboten werden. Nur in besonderen
Konstellationen diirfe man Ausnahmen schaffen, solange hierbei auch der Schutz
des Ungeborenen gewihrleistet bleibt.®® Und auch die ersten atomrechtlichen
Entscheidungen sind nicht von Zuriickhaltung geprigt. In Kalkar I tberpriifte
das BVerfG, ob der Gesetzgeber die Grenze praktischer Vernunft bei der Rege-
lung eingehalten hatte.’®” Eine Ausnahme bildet insoweit der Schleyer-Beschluss.
Allerdings lag dies wohl auch an den besonderen Umstinden des Falles, immer-
hin wurde hier ein spezifisches Handeln der Exekutive gefordert, um Schleyer aus
der Gewalt der RAF-Terroristen zu befreien: Die Erfiillung der Forderungen der
Geiselnehmer und damit u.a. die Freilassung von elf Inhaftierten.’*

In der Entscheidung zum Fluglirm stellte das BVerfG dann hingegen auf
einen MafSstab der Evidenz ab und nahm damit die eigenen Kontrollbefugnisse
jedenfalls dort stark zuriick, wo ,nicht Rechtsgiiter von hochster Bedeutung
auf dem Spiel stehen“**!. Das BVerfG konne — bei Nachbesserungspflichten —
erst dann eingreifen, ,,wenn evident ist, daf§ eine urspringlich rechtmifSiige Re-
gelung wegen zwischenzeitlicher Anderung der Verhiltnisse verfassungsrechtlich
untragbar geworden ist, und wenn der Gesetzgeber gleichwohl weiterhin untatig
geblieben ist oder offensichtlich fehlsame NachbesserungsmafSnahmen getroffen
hat.“5*? In folgenden Entscheidungen kniipfte man hieran an und betonte, dass
das BVerfG nur eingreife, wenn der Schutz ganzlich ungeeignet oder vollig unzu-
langlich ist. 5%

Zwischenzeitlich brachte der Zweite Senat in der zweiten Entscheidung zum
Schwangerschaftsabbruch das Untermaf§verbot als PriiffungsmafSstab in die Dis-
kussion und kontrollierte den Gesetzgeber dahingehend, ob er den erforderlichen
Mindestschutz gewihrleistet hatte. Allerdings fithrte der Senat sogleich aus, dass
es sich hierbei um eine eingeschrankte Priifung handelt, die danach fragt, ob die
Entscheidung vertretbar sei. Dabei betonte er, dass Reichweite und der Umfang
des gesetzgeberischen Spielraumes von verschiedenen Parametern abhingen.**

In den darauffolgenden Entscheidungen setzte sich hingegen wieder der Evi-
denzmafSstab durch. Demnach konne das BVerfG eine ,,Verletzung einer solchen
Schutzpflicht nur feststellen, wenn Schutzvorkehrungen entweder tiberhaupt

588 BVerfGE 39, 1 (45 ff.) — Schwangerschaftsabbruch I. Kritisch hierzu etwa Denninger, in: FS-Mahren-
holz, S. 561 (568 .).

589 BVerfGE 49, 89 (143) — Kalkar 1. Daran ankniipfend dann BVerfGE 53, 30 (57 ff.) — Miihlheim-Kdr-
lich.

590 BVerfGE 46, 160 ff. - Schleyer.

591 BVerfGE 56, 54 (81) — Fluglirm.

592 BVerfGE 56, 54 (81) — Flugléirm.

593 BVerfGE 77, 170 (214f.) — Lagerung chemischer Waffen; 79, 174 (202) — StrafSenverkebrslirm; 85,
191 (212) — Nachtarbeitsverbot. Den MafSstab der ,Evidenz“ findet man daneben aber auch in
BVerfG NJW 1987, 2287 — AIDS-Bekdampfung; NJW 1998, 3264 (3265) — Waldsterben; NJW 2016,
1716 Rn. 19 - Pflegenotstand.

594 BVerfGE 88, 203 (254 ff.) — Schwangerschaftsabbruch I1.
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nicht getroffen sind, wenn die getroffenen Regelungen und MafSnahmen offen-
sichtlich ungeeignet oder vollig unzulinglich sind, das gebotene Schutzziel zu er-
reichen, oder wenn sie erheblich hinter dem Schutzziel zurtickbleiben [...].“%%*
Die Entscheidungen sind allerdings nicht zwingend als widersprichlich zu
begreifen. Im Ausgangspunkt durfte sich die Evidenzkontrolle durchgesetzt ha-
ben.**¢ Evidenzkontrolle und Untermaf§verbot greifen dabei ineinander: Ergreift
der Staat keinen oder nur unzureichenden Schutz, so ist damit der verfas-
sungsrechtlich vorgesehene Mindestschutz nicht eingehalten worden. Das Unter-
mafSverbot wird dann evident verletzt.””” Ob es dabei um eine allein prozess-
rechtliche Frage der Kontrollbefugnis geht, oder aber dies eine materiell-recht-
liche Frage ist*® — Szczekalla spricht hier von einem Auseinanderfallen von
Handlungs- und Kontrollnorm —°*° ist mangels divergierender praktischer Konse-
quenzen hier zu vernachldssigen.®® In bestimmten Konstellationen kann es aber
dazu kommen, dass sich der Spielraum des Gesetzgebers verengt und damit
einhergehend die verfassungsgerichtliche Kontrolle intensiviert wird. Das wird
insbesondere dort der Fall sein, wo es — wie in den Abtreibungsentscheidungen —
um erhebliche Gefahrdungen bzw. Verletzungen elementarer Grundrechte geht.®!

cc. Operable Formel des Untermaf3verbots

Fir die Praxis ist es allerdings notwendig, das UntermafSverbot operationalisier-
bar zu machen®”? und dabei auch die EvidenzmafSstibe des BVerfG einfliefSen

595 BVerfGE 142, 313 (337f.) = Zwangsbehandlung. Siehe zudem auch zuvor BVerfGE 92, 26 (46) —
Zuweitregister; 125, 39 (78 f.) — Adventssonntage Berlin; BVerfG NJW 2018, 2312 (2313) — Flieger-
horst Biichel m.w.N.

596 Aus der Literatur zustimmend etwa Krings, Grund und Grenzen staatlicher Schutzanspriiche, S.271;
Gropl, in: FS-Kifer, S. 95 (107); Hesse, in: FS-Mahrenholz, S. 541 (556f.). In diese Richtung auch
Ruffert, Vorrang der Verfassung und Eigenstindigkeit des Privatrechts, S. 215.

597 So lag der Fall etwa bei BVerfGE 125, 39 (84 ff.) — Adventssonntage Berlin.

598 Diese Frage hat bisher auch das BVerfG nicht zufriedenstellend beantwortet, ist vielmehr selbst Ver-
ursacher dieses Problems, vgl. Denninger, in: FS-Mahrenholz, S. 561 (568).

599 Szczekalla, Grundrechtliche Schutzpflichten im deutschen und europiischen Recht, S.353. Ahnlich
auch Hesse, in: FS-Mahrenholz, S. 541 (557).

600 Zu dieser Diskussion siehe etwa Szczekalla, ebd., S. 353 ff.; Stérring, Das Untermafiverbot in der Dis-
kussion, S. 123 ff. jeweils m.w.N.

601 In diese Richtung das BVerfG, E 88, 203 (262f.) — Schwangerschaftsabbruch II: ,Die im Beschluf§
des Senats vom 29. Oktober 1987 [...] enthaltenen Ausfithrungen zur Zulissigkeit einer Verfassungs-
beschwerde gegen staatliches Unterlassen diirfen nicht dahin verstanden werden, als geniigten der Er-
fillung der Schutzpflicht des Staates gegeniiber menschlichem Leben schon Mafinahmen, die nicht
ginzlich ungeeignet oder vollig unzulinglich sind.“ Deutlich jiingst auch BVerfG, Urt. wv.
26.02.2020 - 2 BvR 2347/15 u.a., Rn. 266 — Recht auf Sterben. Zu einem flexiblen Maf8stab kommt
auch Moritz, Schutzpflicht gegeniiber pflegebediirftigen Menschen, S. 120. Vgl. auch Schmidt, in: Er-
furter Kommentar, ArbR, 10. Einleitung Rn. 43; Bortnikov, Netzneutralitit und Bedingungen kom-
munikativer Selbstbestimmung, S. 146 und Klein, JuS 2006, 960 (961).

602 Kritisch zur Entscheidung Schwangerschaftsabbruch IT wegen fehlender praxistauglicher Konkretisie-
rungen, Dietlein, ZG 1995, 75 (76 f.).
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zu lassen.®” Uberwiegend wird hierfiir eine Anlehnung an das Ubermafiverbot
befiirwortet.®* Eine solche Parallele ist allerdings nicht unkritisiert geblieben.®%s
Teilweise wird von einer Kongruenz von Ubermaf$- und UntermafSverbot ausge-
gangen:®¢ Innerhalb des Storungsdreiecks erlaube das Ubermafiverbot ohnehin
nur die mildesten und wirksamsten Mittel und entspreche daher i.E. dem Un-
termafSverbot.®”” Das mag im Grundsatz durchaus richtig sein.®®® Dort, wo aller-
dings kein Eingriff in Rechte Dritter erfolgt — etwa wenn man die Schutzpflicht
auch gegeniiber anderen Staaten oder Naturgewalten anerkennt — dann werden
regelmifSig keine Grundrechte betroffen sein;*® dem Untermafiverbot kommt
dann eine eigenstandige, konstitutive Bedeutung zu.?'® Zudem kann nicht von
einer Ergebniskongruenz auf eine generelle Deckungsgleichheit geschlossen wer-
den. Immerhin unterscheiden sich beide Institute im Ansatz und in der Funktion:
im ersten Fall wird eine bestimmte Mafsnahme abgewehrt, es entscheidet sich
also, was der Staat tun darf, im zweiten soll Schutz gegen eine bestimmte (zu-
kiinftige) Handlung gewihrt werden, es entscheidet sich also, was der Staat tun
muss.o

Aber selbst wenn die Eigenstindigkeit des Untermafsverbots angenommen
wird, soll eine an das Ubermaf3verbot angelehnte Priifung ausscheiden.t'> Beim
Ubermafiverbot ginge es um eine konkrete Mafinahme, wihrend beim Unter-
mafSverbot der potentielle Spielraum offen fiir Wertungen sei. Und Dietlein meint
gar, dass aus dem UntermafSverbot nichts anderes folge als aus dem Schutzgebot
der Schutzpflicht.®'? Allerdings ist die Frage eines Schutzgebotes von dessen In-

603 Ahnlich Bortnikov, Netzneutralitit, S. 147.

604 In diese Richtung etwa Michael/Morlok, Grundrechte, Rn. 627 ff.; Bortnikov, Netzneutralitit und
Bedingungen kommunikativer Selbstbestimmung, S. 147 ff.; Hindelang, Freiheit und Kommunikati-
on, S. 197 m.w.N.

605 Ausfiihrlich zum Problem der Eigenstindigkeit des Untermaf3verbotes Szczekalla, Grundrechtliche
Schutzpflichten im deutschen und europiischen Recht, S. 323 ff. m.w.N.

606 So vor allem Hain, DVBL. 1993, 982 ff.; dhnlich auch Starck, JZ 1993, 816 (817). In der Tendenz
andeutend Stern, in: ders., StaatsR III/2, S. 813 f. Eine ausfiihrliche und auch kritische Darstellung
findet sich etwa auch bei Schimmele, Staatliche Verantwortung fiir diskursive Integritdt, S. 117 ff.
oder bei Borowski, Grundrechte als Prinzipien, 261 f.

607 So etwa Erichsen, Jura 1997, 85 (88); Hain, DVBL. 1993, 982 (983); Starck, JZ 1993, 816 (817).

608 Vgl. Klein, JuS 2006, 960 (963); ebenso Erichsen, Jura 1997, 85 (88).

609  Schimmele, Staatliche Verantwortung fiir diskursive Integritit, S. 119; Stérring, Das Untermaflverbot
in der Diskussion, S. 128; zu Naturgewalten Dietlein, ZG 1995, 131 (135).

610 In diese Richtung auch mit umfassenderer Kritik Krings, Grund und Grenzen staatlicher Schutzan-
spriiche, S. 299 ff. Siehe auch Dietlein, ZG 1995, 131 (135 ff.).

611 Vgl. hierzu Klein, JuS 2006, 960 (962 f.) auch zu weiteren Divergenzen prozessualer Art; Isensee, in:
ders./Kirchhof, HbStR IX, § 191 Rn. 304. Vertieft auch anhand der Entscheidung Schwangerschafts-
abbruch 11 Dietlein, ZG 1995, 131 (136 ff.). Daneben siehe auch Krings, Grund und Grenzen grund-
rechtlicher Schutzanspriiche, S. 300; Calliess, in: FS-Starck, S. 201 (211); Ruffert, Vorrang der Verfas-
sung und Eigenstindigkeit des Privatrechts, S. 216 f.; Stérring, Das Untermafverbot in der Diskussi-
on, S. 127; Grzeszick, in: Maunz/Diirig, GG, Art. 20 Rn. 127.

612 In diese Richtung etwa Dietlein, ZG 1995, 131 (139). Jedenfalls kritisch zu einer Schematisierung
Ruffert, Vorrang der Verfassung und Eigenstindigkeit des Privatrechts, S. 222 f.

613 Dietlein, ZG 1995, 131 (140). Ahnlich auch Hain, DVBI. 1993, 982 (983). Kritisch hierzu Krings,
Grund und Grenzen staatlicher Schutzanspriiche, S. 301.
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halt zu trennen. Liegt eine Gefahrenlage vor, ist das Gebot aktiviert. Sein Inhalt

liegt dann im Toleranzbereich zwischen Untermaf3- und Ubermafiverbot.6'*

Und auch wenn das UntermafSverbot ungenau ist, heifSt das nicht, dass es
nicht zumindest operationalisierbar gemacht werden kann und sollte. Ob das
in Anlehnung an das Ubermafiverbot erfolgen soll oder eigenstindig®'s, ist jeden-
falls fiir die Praxis unbedeutend und diirfte i.E. ohnehin keinen Unterschied
machen. Da aber ansonsten kaum ein praxistauglicher Vorschlag gemacht wird,
liegt es deutlich nidher, sich auf diese Parallele einzulassen.®!® Das fithrt gerade
nicht zu einem blofen ,,Wenn-Dann-Schema“.®'” Vielmehr lassen sich die spezi-
fischen Unklarheiten und Spielriume des Gesetzgebers hier angemessen beriick-
sichtigen. Das gilt einerseits hinsichtlich der Auswahl des Schutzkonzeptes, ande-
rerseits aber vor allem auch hinsichtlich der Abwigung mit anderen Belangen.
Hier ist dann letztlich auch Raum dafiir, die freiheitsrechtliche Seite zu beriick-
sichtigen, die die dufSerste Grenze aufzeigt. In Ankniipfung an bereits vorhandene
Darstellungen®'® ergeben sich danach vier ,,Stufen*:

1. Zunichst gilt es zu kliren, ob der Gesetzgeber bereits ein Schutzkonzept
vorgesehen hat bzw. sonstwie zum Schutz titig geworden ist. Ist dies nicht
der Fall liegt ohnehin schon ein evidenter Verstof$ gegen das UntermafSverbot
vor, sofern dies nicht durch kollidierende Rechte und das UbermafSverbot
bedingt ist.

2. Sodann ist zu kliren, ob das Konzept zum Schutz auch geeignet ist, also
dem Schutz in irgendeiner Weise dient. Besteht aus wissenschaftlicher Sicht
noch keine Klarheit tiber Art und Ausmaf$ von Gefahren und werden hierzu
unterschiedliche wissenschaftliche Meinungen vertreten, so ist es Aufgabe des
Gesetzgebers, die Bewertung auf Grundlage vorsichtiger und vertretbarer Tat-
sachenermittlungen vorzunehmen, wobei er verpflichtet ist hierfur ,,Erkennt-
nisquellen auszuschopfen und eine Risikoanalyse mit fachlicher Bewertung
vorzunehmen.“¢" Sofern er hierbei eine Auswabhl trifft, die nicht ,,feststehen-

614 In diese Richtung auch Callies, in: FS-Starck, S.201 (212); Schimmele, Staatliche Verantwortung fiir
diskursive Integritit, S. 119. Vgl. hierzu auch mit Unterscheidung zwischen obligatorischem und fa-
kultativem Teil Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 305.

615 So etwa befiirwortend Moritz, Schutzpflicht gegentiber pflegebediirftigen Menschen, S. 120 m.w.N.

616 So i.E. jedenfalls Michael/Morlok, Grundrechte, Rn. 628 ff.; Bortnikov, Netzneutralitit und Bedin-
gungen kommunikativer Selbstbestimmung, S.148ff.; Hermes, Grund und Grenzen staatlicher
Schutzanspriiche, S.253f.; Calliess, JZ 2006, 321 (329); Krings, Grund und Grenzen staatlicher
Schutzanspriiche, S. 302 ff.; Lange, Grundrechtsbindung des Gesetzgebers, S. 404 f.

617 So Dietlein, ZG 1995, 131 (139).

618 Siehe hierzu u.a. Michael/Morlok, Grundrechte, Rn. 628 ff.; Bortnikov, Netzneutralitit und Bedin-
gungen kommunikativer Selbstbestimmung, S.148ff.; Hermes, Grund und Grenzen staatlicher
Schutzanspriiche, S. 253 f.; Krings, Grund und Grenzen grundrechtlicher Schutzanspriiche, S. 302 ff.;
Calliess, JZ 2006, 321 (329); ders., in: FS-Starck, S.201 (215 f.); Krings, Grund und Grenzen staatli-
cher Schutzanspriiche, S.302ff.; Mayer, Untermaf§ Ubermaf8 und Wesensgehaltgarantie, S.154f.
Ausfiihrlicher hierzu Borowski, Grundrechte als Prinzipien, S. 266 ff.

619 BVerfG, NVwZ 2010, 702 Rn. 14 - CERN.
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de unvereinbare Tatsachen ignoriert“¢?°; ist seine Entscheidung nicht angreif-
bar.

3. Das Schutzkonzept muss aber auch dasjenige sein, welches einerseits einen
hinreichenden, effektiven Schutz bietet, andererseits aber am wenigsten stark
in kollidierende Interessen eingreift. Solange keine Alternative denkbar ist,
die offensichtlich bevorzugt werden miisste, handelt der Gesetzgeber in ver-
tretbarer Wahrnehmung seines Spielraums.

4. Zuletzt muss das Schutzkonzept die Zweck-Mittel-Relation zwischen Schutz
und kollidierenden (freiheitsrechtlichen) Belangen wahren. Auch hier besteht
ein erheblicher Spielraum, der nur auf evidente VerstofSe hin tberprift wer-
den kann. Hierbei muss vor allem tiberlegt werden, ob etwaige Restrisiken,
die bislang nicht geregelt sind, hingenommen werden miissen. Dies kann sich
nur durch eine Abwigung ergeben, bei der Art und Ausmafl der Schiden,
ihre Nihe und die Bedeutung des Rechtsgutes, die bestehenden Regelungen®?!
und auch die kollidierenden Grundrechtsbelange berticksichtigt werden.t??

c. Fazit: UntermafSverbot als rechtspraktische verfassungsrechtliche Grenze

Was aus den jeweiligen Schutzpflichten konkret fiir den Staat — insbesondere
den Gesetzgeber — folgt, ist in der Regel unbestimmt und hiangt von verschiede-
nen Parametern ab. Dabei wird die Pflicht nicht nur durch den Vorbehalt des
Unmoglichen oder durch rechtliche Grenzen auflerhalb des Verfassungsrechts
begrenzt. Wegen oftmals kollidierender Freiheitsrechte und dem zu beriicksichti-
genden Ubermafiverbot bedarf es einer vorsichtigen und komplexen Abwigung
von Freiheit und Sicherheit. Deshalb und weil mit der Schutzpflicht das Ziel,
nicht aber der Weg dorthin vorgegeben ist, muss dem Gesetzgeber ein weiter
Spielraum zukommen, der nur in wenigen Fillen auf eine bestimmte MafSnahme
konkretisiert werden kann. Eine (justiziable) Verletzung der Schutzpflichten liegt
nur dann vor, wenn der Gesetzgeber in evidenter Weise das Untermafdverbot
verletzt, also Schutzmafinahmen gar nicht ergreift oder erheblich hinter dem
Mindestschutz zuriickbleibt. Dies nachzupriifen ist Aufgabe des Bundesverfas-
sungsgerichts. Fur die rechtspraktische Anwendung tiberzeugt es, in Anlehnung
an das Ubermaflverbot entsprechende Priifungspunkte zu entwickeln. Hierbei
gilt es einerseits den gesetzgeberischen Spielraum zu beachten, andererseits auch
die abwehrrechtliche Seite kollidierender Grundrechte Dritter. Was final aus der
Schutzpflicht folgt, hingt deshalb vom Einzelfall ab.

620 OVG Miinster, Beschl. v. 05.05.2020 — 8 B 1153/20.N = BeckRS 2020, 7654 Rn.25; Beschl. v.
19.05.2020 — 13 B 557/20.NE = BeckRS 2020, 9803 Rn. 47 m.w.N.

621 BVerfGE 49, 89 (142) - Kalkar I.

622 In diese Richtung Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 297.
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2. Kapitel: Aktivierung grundrechtlicher Schutzpflichten durch
Meinungsroboter in digitalen Kommunikationsraumen?

Vor diesem Hintergrund stellen sich auch mit Blick auf die Meinungsroboter und
ihre oben beschriebenen Auswirkungen auf den Kommunikations- und Willens-
bildungsprozess (2. Teil, C.) zentrale Fragen, denen nachgegangen werden muss:
Inwieweit begrindet die Aktivitit der Meinungsroboter eine staatliche Schutz-
pflicht (A.)? Und werden neben den Meinungsrobotern als ,,unmittelbare Storer®
auch die betreiberseitigen Verzerrungen relevant, die den Einsatz begiinstigen
konnen, sodass auch dies Schutzpflichten begrindet (B.)?

A. Schutzpflichten im Verhiltnis (Bot-)Verwender-Staat-Nutzer

Dass im politischen Kommunikations- und Willensbildungsprozess grundrechtli-
che Rechtsgiiter relevant werden, sollte bereits hinreichend deutlich geworden
sein (2. Teil. B.). Das bedeutet aber nicht zwangsliufig, dass Meinungsroboter
diese in einer so erheblichen Weise tangieren, dass daraus auch eine staatliche
Schutzpflicht fiir die betroffenen Rechtsgiiter folgt. In den bislang vom Bundes-
verfassungsgericht entschiedenen Fillen konnte stets eine gewisse Gefahr ohne
Weiteres ausgemacht werden. Das gilt nicht nur fiir den Schwangerschaftsab-
bruch®?, firr die Bedrohung von durch Terroristen entfiithrte Passagierflugzeu-
ge®* oder fur das durch die friedliche Nutzung von Kernenergie®®® gefahrdete Le-
bensrecht, sondern etwa auch fiir die Gefahren fiir die (Vertrags-)Autonomie, die
durch bestimmte Abhingigkeiten oder Machtgefille entstehen.®?® Im Falle der
Meinungsroboter hingegen ist vieles unklar. Weder ldsst sich zweifelsfrei feststel-
len, ob und in welchem Umfang Meinungsroboter aktiv sind, noch welche kon-
kreten Einflisse und Auswirkungen sie auf die Kommunikation und die Nutzer
haben. Weil es damit — zumindest auf den ersten Blick — nur um ein Risiko geht,
lasst sich hinterfragen, ob hieraus eine Schutzpflicht erwichst oder ob die Ge-
wihrung von Schutz nicht vielmehr der Prarogative des Gesetzgebers tiberlassen

bleibt.

623 Hierzu BVerfGE 39, 1 ff. — Schwangerschaftsabbruch I; 88, 203 ff. — Schwangerschaftsabbruch II.

624 Siehe BVerfGE 115, 118 — Luftsicherbeitsgesetz.

625 Hierzu statt vieler BVerfGE 49, 89 — Kalkar I.

626 Hierzu etwa BVerfGE 149, 126 Rn.47 - Teilzeit- und Befristungsgesetz, m.w.N fiir den Schutz
,strukturell unterlegene[r] Arbeitnehmerinnen und Arbeitnehmer®. Allgemein mit Blick auf die Ve-
tragsautonomie etwa BVerfGE 81, 242 (254 f.) — Handelsvertreter; 103, 89 (100f.) — Unterbaltsver-
zichtsvertrag; 114, 1 (34) — Bestandsiibertragung Lebensversicherung; 114, 73 (90) — Lebensversiche-
rung mit Uberschussbeteiligung; BVerfG (K) MMR 2007, 93 — versicherungsvertragliche Obliegen-
heit zur Schweigepflichtentbindung.
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I. ,Unscharfe* im bisherigen Umgang mit der Schutzpflichten-Dogmatik im
Kontext der Meinungsroboter

Schon die bisherige Diskussion im Kontext der Meinungsroboter ist von dem
Bemiihen geprigt, eine gewisse Relevanzschwelle verbindlich festlegen zu wol-
len, ab der Schutzpflichten bestehen sollen. Ausgangspunkt der Uberlegungen
ist meist die staatliche Verantwortung fiir die Aufrechterhaltung einer funktio-
nierenden Kommunikationsordnung,®”” wobei ,,[e]ine Handlungspflicht des Ge-
setzgebers [...] erst bei einer unmittelbaren Beeintriachtigung und ernsthaften
Bedrohung ausgelost [werde].“¢?® Eine solche Lage soll nach divergierenden Auf-
fassungen bei einer ,existentiellen Gefihrdung des normativen Vielfaltsbildes“®?*
oder dann vorliegen, wenn die Meinungsbildung unmoglich gemacht®? oder ein
Diskussionskanal ,,vollstindig lahmgelegt* wird.®3' Hiervon ausgehend werden
spezifische Schutzmafinahmen des Staates vor dem Einsatz der Meinungsrobo-
ter fiir (noch) nicht erforderlich gehalten.®3? Allein Brings-Wiesen nimmt die
Aktivierung von Schutzpflichten an, die eine zumindest vorsichtige Regulierung
notwendig mache.®3

Betrachtet man die Diskussion genauer, so ldsst sich aber eine gewisse Un-
schirfe ausmachen. So wird nicht hinreichend deutlich, ob bereits die Aktivie-
rung der Schutzpflicht unter den aufgezeigten Vorbehalten stehen soll und inso-
weit die Gefahrenschwelle konkretisiert wird,*** oder ob es sich vielmehr um eine
Beschrankung der Rechisfolge handelt. Dort, wo von einer ,,spezifischen staat-
lichen Schutzpflicht“®3S bzw. ,konkreten Schutzpflicht“¢% die Rede ist, deutet

627 Im Kontext der Meinungsroboter Léber/Roffnagel, MMR 2019, 493 (496); Milker, ZUM 2017, 216
(220); Libertus, ZUM 2018, 20 (22); vgl. Klaas, MMR 2019, 84 (89). Allgemein mit Blick auf die
Schutzgiiter des Art.5 Abs.1 S.1 GG etwa Grabenwarter, in: Maunz/Diirig, GG, Art.5 Abs. 1
Rn. 108. Kiibling, in: Gersdorf/Paal, Informations- und Medienrecht, Art. 5 GG Rn. 13 bezeichnet
das als ,,Grundkonsens“, m.w.N. Ebenso Schimmele, Staatliche Verantwortung fiir diskursive Integri-
tat, S. 202.

628 Léber/Rofinagel, MMR 2019, 493 (496). So auch Milker, ZUM 2017, 216 (220); ders., InTeR 2017,
199 (202f.). Auch hier allgemein mit Blick auf Art.5 Abs.1 S.1 GG Grabenwarter, in: Maunz/
Diirig, GG, Art. 5 Abs. 1 Rn. 109.

629 Lober/RofSnagel, MMR 2019, 493 (496).

630 So etwa Steinbach, ZRP 2017, 101 (103), der damit Fille ,,faktischer Knappheit“ erfasst wissen will.
Siehe auch Milker, ZUM 2017, 216 (220).

631 Milker, ZUM 2017, 216 (220); ders., InTeR 2017, 199 (203). In diese Richtung auch Liesem, in:
Litschka/Krainer, Der Mensch im Digitalen Zeitalter, S. 183 (194).

632 In diese Richtung etwa Léber/Rofinagel, MMR 2019, 493 (496); vgl. Milker, ZUM 2017, 216
(220f.). Ausdriicklich — allerdings mit Blick auf eine konkrete Schutzpflicht — Liesem, in: Litschka/
Krainer, Der Mensch im digitalen Zeitalter, S. 183 (194). Offenlassend indes Klaas, MMR 2019, 54
(89).

633 Brings-Wiesen, JuWiss-Blog Nr. 93/2016. In diese Richtung auch Hostacna, AL 2018, 1 (4).

634 In diese Richtung wohl eher Léber/Roffnagel, MMR 2019, 493 (496), wenn es im Kontext der
Handlungspflicht heifst, dass der Gesetzgeber den Meinungsbildungsprozess durch geeignete Maf-
nahmen schiitzen muss.

635 Milker, ZUM 2017, 216 (220).

636 Libertus, ZUM 2018, 20 (22); Milker, ZUM 2017, 216 (220).
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vieles darauf hin, dass die Schutzpflicht des Staates abstrakt fir aktiviert gehal-
ten wird und allein an der Notwendigkeit spezifischer regulativer Maflnahmen
gezweifelt wird.®*” Allein Klaas macht ausdriicklich deutlich, dass er zumindest
Zweifel an der Aktivierung von Schutzpflichten hat, auch wenn er dies auf die
Notwendigkeit konkreten Handelns bezieht.3

Soweit sich die vorgeschlagenen Eingrenzungen auf die Rechtsfolge beziehen
und die Grenze fiir spezifische Handlungen markieren sollen, verkennt man aber,
dass aus der Schutzpflicht immer ein spezifisches Handlungsziel folgt, namlich
Schutz vor den Risiken bzw. Gefahren zu gewihren. Eine davon zu trennende
Frage ist dann, wie dieser Schutz auch mit Rucksicht auf kollidierende Belange
verfassungskonform aussehen kann. Konkrete Handlungsanweisungen im Sinne
einer ganz bestimmten Mafinahme werden also wegen der Prarogative des Ge-
setzgebers nur selten aus einer Schutzpflicht folgen.®* Insoweit wire also das
Bestehen einer Schutzpflicht von dem Bestehen einer Regelungspflicht zu trennen.

Soweit man die Begrenzung schon auf Tatbestandsseite fruchtbar macht,®*
wirde damit zwar dem Ansatz einer spezifischen Gefahrenschwelle entsprochen
werden. Gleichwohl bestehen erhebliche Zweifel an den aufgezeigten Versuchen.
Zum einen wird nicht begriindet, warum die gewihlte Schwelle dort verlaufen
soll, wo sie gezogen wird. Wenn hier auf die grundlegende Bedeutung der Mei-
nungsfreiheit hingewiesen wird,**! ist damit nicht viel gewonnen. Und zum ande-
ren kann sich die Ernsthaftigkeit der Bedrohung auf das Schadensausmaf3, die
Eintrittswahrscheinlichkeit oder auf beides beziehen. Damit werden aber wesent-
lich hohere Anforderungen gestellt, als es die polizeirechtliche Gefahrenschwelle

637 Deutlich wird dieser Ansatz etwa bei Milker, ZUM 2017, 216 (220), der nicht nur von einer ,.kon-
kreten bzw. ,spezifischen Schutzpflicht“ spricht, sondern hier auch mit dem allgemeinen Risiko ei-
nes nicht reprisentativen Internets argumentiert. Das entspricht folglich den ,,unentrinnbaren, sozial-
addquaten Lasten® die das BVerfG etwa bei der Nutzung von Kernenergie, BVerfGE 49, 89 (143) -
Kalkar I, oder risikobehafteter physikalischer Forschung, BVerfG, NVwZ 2010, 702 Rn.13 -
CERN, betont hat. Deutlicher macht Milker das in InTeR 2017, 199 (203), wo er explizit den Ge-
staltungsspielraum anspricht und darauf hinweist, dass sich dieser nur bei einer ernsthaften Bedro-
hung verenge.

638 Klaas, MMR 2019, 84 (89).

639 BVerfGE 96, 56 (64) — Vaterschaftsauskunft; BVerfG, NJW 2016, 1716 Rn. 19 — Pflegenotstand. In
der Judikatur des BVerfG war das selten der Fall. Hinsichtlich des Schwangerschaftsabbruchs meinte
das BVerfG, dass das Strafrecht eingesetzt werden und der Schwangerschaftsabbruch als Unrecht gel-
ten miisse, BVerfGE 39, 1 (44) — Schwangerschaftsabbruch I; 88, 203 (252) — Schwangerschaftsab-
bruch II. Zum Luftsicherheitsgesetz hatte das BVerfG gemeint, dass der Abschuss entfiihrter Flugzeu-
ge die einzig mogliche Handlung sei. Wegen kollidierender Grundrechte der Insassen hatte es dies al-
lerdings fiir verfassungswidrig gehalten, BVerfGE 115, 118 (159 ff.) — Luftsicherheitsgesetz.

640 So klingt das etwa bei Lober/Rofinagel, MMR 2019, 493 (496), die nur von der ,,Handlungspflicht
des Gesetzgebers“ sprechen und sodann meinen, wenn die genannte Schwelle erreicht ist, ,,muss der
Gesetzgeber [...] durch geeignete Maffnahmen schiitzen®.

641 So insbesondere Grabenwarter, in: Maunz/Diirig, GG, Art. 5 Abs. 1 Rn. 109.
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vorsieht.** Denn die elementare Bedeutung der betroffenen Rechtsgiiter®* miiss-
te eher zu einer Absenkung der Anforderungen fithren. Andernorts wird gerade
die Notwendigkeit praventiver Regelungen betont, um frithzeitig Fehlentwick-
lungen fir den Kommunikationsprozess zu begegnen.®** Demnach scheint die
Kategorie der ,ernsthaften Bedrohung® also klare Fille zu umfassen, in denen
vom Staat (regulative) Schutzmafinahmen spitestens und zwingend zu ergreifen
sind.®* Sie kann aber nicht als abschliefende Fallgruppe verstanden werden.
Moglicherweise sind die Versuche, eine pauschale Schwelle festlegen zu wol-
len, eher ergebnisorientiert zu erkldren. Nicht jede Tauschung und auch nicht
jede Beeintrichtigung®* der AufSerungsbereitschaft soll Regelungspflichten auslo-
sen. Denn es wire bedenklich, wenn der Staat schon bei geringfiigigen Gefahren
verpflichtet wire, ein hohes, eingriffsintensives Schutzniveau zu gewahren, im-
merhin operiert er dann am offenen Herzen des demokratischen Prozesses.®*
Das ist allerdings weder eine tatbestandliche Frage, noch schliefit das eine
Schutzverantwortung per se aus. Der Staat unterliegt immerhin Begrenzungen
von zwei Seiten. Vor allem die abwehrrechtliche Seite der Meinungsfreiheit oder
anderer kollidierender Grundrechte verhindert einen gesetzgeberischen Exzess.
Den Prinzipien staatlicher Neutralitdt und der Staatsferne des Kommunikations-
prozesses kommt also auf Rechtsfolgenseite entscheidende Bedeutung zu und
verschmilert den ,,Handlungskorridor“. Allgemein zeigt sich an den Darstellun-
gen in der Literatur die fehlende Systematik grundrechtlicher Schutzpflichten und
mit ihr die fehlende Trennung zwischen tatbestandlichen Voraussetzungen und
den eigentlichen Rechtsfolgen.®*® Vieles spricht daher dafiir, dass die genannten
Schwellen eher angeben, ab wann konkrete MafSnahmen unbedingt notwendig

642 1In der Tendenz geht das cher in die Richtung einer gegenwirtigen Gefahr (vgl. etwa § 3 Abs. 3 Nr. 3
SOG MV), womit qualitativ hohere Anforderungen gestellt werden. Vgl. hierzu auch BVerfGE 141,
220 Rn. 110, 111 - BKAG.

643 Siehe nur zur Meinungsfreiheit BVerfGE 7, 196 (208) — Liith.

644 So insbesondere das BVerfG mit Blick auf Verzerrungen und Gefahren im herkommlichen Rundfunk,
BVerfGE 121, 30 (52) — Parteibeteiligung an Rundfunkunternebmen, m.w.N. aus der Judikatur. Aus
dem Schrifttum etwa Brinkmann, UFITA 2019, 364 (377) und Fehling/Leymann, AfP 2020, 110
Rn. 41.

645 So jedenfalls ausdriicklich Milker, InTeR 2017, 199 (203).

646 Milker, ZUM 2017, 216 (220). Vgl. Schréder, DVBL. 2018, 465 (469).

647 Vgl. etwa Febling/Leymann, AfP 2020,110 (115); Martini, Blackbox Algorithmus, S. 103, spricht
hier von einer ,,Odysee zwischen Skylla und Charybdis: Auf der einen Seite lauft er [der Staat] Ge-
fahr, die Funktionsbedingungen einer pluralistischen Demokratie zu unterspiilen, wenn er soziale
Netzwerke untitig treiben ldsst. Auf der anderen Seite kann hektischer Aktionismus die von staatli-
chen Vorgaben freie Meinungsbildung des demokratischen Diskurses durch Einschiichterungseffekte
staatlicher Wahrheitskontrolle gefihrden.“ Vgl. auch Schimmele, Staatliche Verantwortung fiir dis-
kursive Integritit, S.266 die eine staatliche Pflicht zum Schutz vor fehlerhaften Informationen des-
halb ablehnt, weil ,,dies faktisch zu einer staatlich gesteuerten Informationspolitik [fiihrt].«

648 Denn wenn Schimmele, ebd., die Verantwortung des Nutzers fiir die kritische Rezeption von Infor-
mationen betont, dann werden damit der staatlichen Verantwortung unmittelbar verfassungs- bzw.
grundrechtliche Grenzen gezogen. Diese Grenzziehung ist aber keine Frage des Tatbestandes und
damit der Frage, ob eine Verantwortung besteht, sondern begrenzt allein die Ausfiillung der Verant-
wortung (erheblich).
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sind und damit auch auf Rechtsfolgenseite gesetzgeberische Mafinahmen (zwin-
gend) erfordern.®® Wenn also in der Literatur gemeint wird, dass der Staat keine
MafSnahmen zum Schutz vor Meinungsrobotern ergreifen miisse,**° so heifst das
nicht, dass eine Schutzverantwortung nicht besteht. Vielmehr konnen Aspekte
der Neutralitdt und des freien Meinungsbildungsprozesses o.a. hier der Wahrneh-
mung der Schutzverantwortung derart entgegenstehen, dass lediglich beobach-
tende oder informierende MafSnahmen — etwa im Wege der Offentlichkeitsarbeit
— zuldssig sind. Insoweit sind die Begriffe ,,(konkrete) Schutzpflicht* und ,,Rege-
lungspflicht“ gerade nicht kongruent.

II. Relevanter Ubergriff auf grundrechtliche Schutzgiiter?

Besinnt man sich auf die allgemeinen tatbestandlichen Voraussetzungen fiir die
Aktivierung einer Schutzpflicht zuriick, so gilt es zunidchst einmal zu ermitteln,
ob ein fiir die Begriindung der Schutzpflicht relevanter Ubergriff in grundrecht-
liche Schutzgiiter durch die Verwendung von Meinungsrobotern erfolgt. Dass
es insoweit um eine klassische Dreieckskonstellation geht, die den Staat als
Garanten fordert, liegt auf der Hand. Die hier relevanten Risiken rithren nicht
von dem deutschen Staat, sondern von nicht grundrechtsgebundenen Dritten
her. Soweit sie auch durch auslindische Staaten begrindet wird, wie etwa im
Falle der Internet Research Agency Russlands,®! besteht mit der Ankniipfung
an den demokratischen Willensbildungsprozess und die im Inland eintretende
Wirkung auch ein spezifischer Inlandsbezug. Insoweit ist allein zu untersuchen,
ob Meinungsroboter auch in einer erheblichen Weise grundrechtliche Schutzgtiter
tangieren.

1. Ubergriff auf die Meinungséiuflerungsfreibeit

Die Meinungsfreiheit des Art. 5 Abs. 1 S. 1 GG wird dort relevant, wo der Einzel-
ne unmittelbar oder faktisch daran gehindert wird, seine Meinung frei kundzu-
tun. Sie umfasst vor allem das Recht, sich diskriminierungsfrei zu dufsern und
Gehor zu verschaffen®? und dabei auch iiber die Modalititen der Auflerungen,
insbesondere Ort und Zeit, zu entscheiden®3. Insoweit ist also die Meinungsfrei-

649 So ausdriicklich etwa Milker, InTeR 2017, 199 (203).

650 In diese Richtung Steinbach, ZRP 2017, 101 (105), allerdings bezogen auf politische Wiinsche, ,,den
Einsatz von Social Bots in Wahlkampfzeiten zu verbieten.“; Milker, ZUM 2017, 216 (220f.).

651 Siehe hierzu etwa Mueller, Report On The Investigation Into Russian Interference In The 2016 Presi-
dential Election, Vol. I, S. 14 ff., und speziell zu den Botnetzwerken auf Twitter, ebd., S. 28 f.

652 Holzngael, in: Hoeren/Sieber/ders., Multimedia-Recht, Teil 3 Rn. 137, bezeichnet dies als Grundvo-
raussetzung. Wendt, in: v. Miinch/Kunig, Art. 5 Rn. 17, der auf die geistige Wirkung und die Mog-
lichkeit ,,andere mit seiner Meinung werbend zu erreichen abstellt.

653 Statt vieler Grabenwarter, in: Maunz/Diirig, GG, Art. 5 Abs. 1 GG Rn. 82 ff., 91 ff. m.w.N.
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heit jedenfalls immer dann tangiert, wenn sich Personen gar nicht oder nur in be-
grenztem Umfang duffern konnen.

a. Ubergriff durch ,psychische Zwangswirkung*?

Anders als in Fillen, in denen mit von auflen erzeugtem Druck oder Gewalt eine
Auferung verhindert werden soll (vgl. §§ 108 Abs. 1, 240 Abs. 1 StGB) geht es
im Falle deer Meinungsroboter allein um ,,psychische Zwangswirkungen®, die
durch das wahrgenommene Meinungsklima des jeweiligen Kommunikationsum-
feldes verursacht werden (Theorie der Schweigespirale) und damit eher um eine
Selbst- denn Fremdzensur.* Deshalb ist aber nicht der Charakter eines Uber-
griffs abzulehnen. Von der Wirkungsweise unterscheiden sich beide Methoden
kaum. In beiden Fillen soll der Wille des Auflernden gebeugt werden. Zwar mo-
gen Gewalt und Drohung illegitimer und unvereinbar mit den grundrechtlichen
Wertvorstellungen sein.®® Gleichwohl sind in beiden Fillen wesentliche Wir-
kungsvoraussetzungen in der Auflenwelt begriindet, die dann mafsgeblich die
Willensbetitigung beeinflussen. Das ist insoweit vergleichbar mit den auf ab-
wehrrechtlicher Seite bedeutsamen chilling effects. Denn wenn beispielsweise eine
anonyme Auflerung erschwert wird, weil eine Datenspeicherung angeordnet wiir-
de, dann hat das auch erst einmal eine psychologische Wirkung dergestalt, dass
aus Angst vor potentiellen Konsequenzen eine MeinungsidufSerung unterbleibt.5%
Gleichwohl fiihrt das nicht dazu, dass man hier den Eingriffscharakter ablehnt.®”
Auch wenn die Makroebene stetig auf die Mikroebene einwirkt und lediglich die
Wirkungsintensitat variiert, darf nicht aufler Betracht bleiben, dass es nicht um
»normale“ Einfliisse diskursiver Offentlichkeit geht. Diese Wirkungen werden
kiinstlich erzeugt: falsche Mehrheiten werden suggeriert und bestehende Heuris-
tiken gezielt ausgenutzt, um die einschiichternde, selbst-zensierende Wirkung her-
beizufiithren. Insoweit ist der Vorgang der Selbst-Zensur zwar ein innerer. Die
wesentlichen Grundbedingungen werden aber durch Dritte und damit extern ge-
setzt. Daran andert auch die gedachte Anonymitit im Internet nichts. Diese fiihrt
nicht unbedingt zu einer ,,Liberalisierung® der MeinungsidufSerung. Vielmehr le-
gen Studien den Schluss nahe, dass die selbstzensierenden Effekte. wegen der

654 Zur Schweigespirale oben, 1. Teil B.IIL3.a.

655 Mit Blick auf wirtschaftlichen Druck siehe etwa BVerfGE 25, 256 (264 ff.) — Blinkfiier. Daneben
siche auch BVerfGE 62, 230 (244 f.) — Boykottaufruf; BVerfG NJW 1989, 381 (382) — Mietboykott.

656 Zu den chilling effects in derlei Konstellationen etwa Grife, PinG 2019, 5 (7).

657 Mit Blick auf Art. 10 EMRK (hier die Pressefreiheit) EGMR, Urt. v. 27.03.1996 - 17488/90 =
BeckRS 2012, 18728 Rz. 39 — Goodwin v. UK. Vgl. auch Grabenwarter, in: Maunz/Diirig, GG,
Art. 5 Abs. 1 Rn. 104. Kersten, JuS 2017, 193 (196), sieht die Vermeidung von chilling effects nicht
nur als Frage der abwehrrechtlichen Dimension, sondern ebenfalls als ,,Ausdruck staatlicher Schutz-
pflichten, dass Biirgern [...] eine anonyme Meinungskundgabe erméglicht wird, in denen beispiels-
weise individuelle oder soziale, rechtliche oder wirtschaftliche Repressalien fiir die freie Meinungsiu-
ferung zu erwarten sind.“.
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Angst vor unkontrollierten und dadurch stirkeren Sanktionen in sozialen Netz-
werken stirker sein konnen als in der realen Welt.658

b. Uberschreitung der Bagatellgrenze — Einsatz von Meinungsrobotern als blofSe
Belistigung?

Insoweit konnte allein der Einwand vorgebracht werden, dass es sich hierbei nur
um eine blofSe Bagatelle, eine zumutbare Beldstigung handelt, die hingenommen
werden muss.®® Ausgangspunkt der Uberlegung ist hierbei die dezentrale Kom-
munikationsstruktur innerhalb der sozialen Netzwerke: Anders als in herkémm-
lichen Meinungsforen gibt es keinen bestimmten Ort fiir themenspezifische Dis-
kussionen. Vielmehr konnen sich diese situationsbedingt ergeben. Jeder Beitrag,
jede Seite, jede Gruppe und jedes Hashtag konnen Diskussionsorte werden,®®°
sodass jeder Nutzer mehr als nur eine Moglichkeit hat, seine themenspezifische
Meinung kundzugeben. Dort, wo Meinungsroboter nicht aktiv sind, haben sie
auch keinen Einfluss auf die AufSerungsbereitschaft.

Das wiirde freilich voraussetzen, dass die Erheblichkeit einer Beeintrachtigung
allein an gquantitativen MafSstiben zu messen wire. Im Schrifttum finden sich
durchaus entsprechende Ansitze, mit denen jedenfalls im Ergebnis der (bislang)
harmlose Charakter der Meinungsroboter begriindet wird. So meint Milker et-
wa — auch wenn hierbei nicht der Tatbestand, sondern die Rechtsfolge begrenzt
wird —%¢! dass ,[e]ine konkrete Schutzpflicht [...] ausnahmsweise nur dann be-
grundet [wird], wenn ein Diskussionskanal komplett lahmgelegt wird.“®> Und
Steinbach meint etwa, dass sich die Unzulissigkeit aus Sicht der Meinungsbil-

658 Siehe hierzu neben Hampton wu.a., Social Media and the ,Spiral of Silence‘, S.4 auch Neubaum/
Kridmer, Communication Research 45 (2018), 139 (157f.).

659 Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn.239. Vgl. hierzu etwa BVerfGE 102, 347 (364) —
Schockwerbung 1, wo das BVerfG explizit meint, dass ,,[e]in vom Elend der Welt unbeschwertes Ge-
miit des Biirgers [...] kein Belang [ist], zu dessen Schutz der Staat Grundrechtspositionen einschrin-
ken darf. Anders kann es zu beurteilen sein, wenn ekelerregende, furchteinfléende oder jugendge-
fihrdende Bilder gezeigt werden.“ Die Abgrenzung von gesundheitsgefihrdender Umweltbelastung
und hinnehmbarer Belistigung betont Vofkuhle, NVwZ 2013, 1 (6).

660 So zu Twitter letztlich auch Shao u.a., IEEE Access Vol. 6 (2018), 75327 (75336).

661 Jedenfalls wiirde das der Differenzierung zwischen abstrakt bestehender Schutzverantwortung und
konkreter Schutz- bzw. Regelungspflicht entsprechen. Vgl. zu der Differenzierung zwischen ,,allge-
meiner und ,konkreter Schutzpflicht* auch BVerfGE 142, 313 (338) — Zwangsbehandlung. Auch
wenn der Ansatz eines vollstindigen Lahmlegens plausibel klingen mag, so ergeben sich dann gerade
wegen der dezentralen Kommunikationsstruktur Probleme bei der Anwendung. Was macht einen
Diskussionskanal aus, und wann ist er im Sinne des Ansatzes von Milker vollstindig lahmgelegt? Je
nachdem, ob man einen einzelnen Beitrag oder ein einzelnes Hashtag, ein bestimmtes Angebot (etwa
die Seite des ZDF) oder das gesamte Netzwerk als ,,Diskussionskanal® begreift, variieren auch die
Anforderungen an die Lahmlegung.

662 Milker, ZUM 2017, 216 (220); ders., InTeR 2017, 199 (203). In diese Richtung auch Liesem, in:
Litschka/Krainer, Der Mensch im Digitalen Zeitalter, S. 183 (194) und vgl. auch Semizoglu, in: Het-
mank/Rechenberg, Kommunikation, Kreation und Innovation, S. 79 (95).
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dungsfreiheit erst dann ergebe, wenn es zu Fillen faktischer Knappheit, etwa
einer limitierten Darstellung individueller Meinungen, kame.%¢
In der Judikatur finden sich auch Konstellationen, in denen das Gewicht von
Beeintrichtigungen der Auflerungsméglichkeiten mit quantitativen Uberlegungen
relativiert wurde. So hielt das VG Mainz den Ausschluss eines Nutzers von der
Kommentarfunktion auf Seiten des ZDF wegen des wiederholten Publizierens
von Hassrede fiir rechtmifig.®* Zwar ging das VG schon davon aus, dass es
sich bei den Auflerungen um Fomalbeleidigungen und Schmihkritik handelte.565
Aber auch unabhingig davon iiberwogen die kollidierenden Interessen, weil die
Auflerungsmoglichkeit nicht insgesamt, sondern nur zu einem (unbedeutenden)
Teil genommen wurde. ¢
wZwar wird ihm hierdurch die Moglichkeit genommen, weiterhin an den Diskussionen
auf den betroffenen Facebook-Profilen des Bekl. teilzunehmen und hier seine Meinun-
gen zu auflern. Angesichts der groffen Verbreitung von Facebook und der wachsenden
Bedeutung virtueller offentlicher Raume fiir die Ausiibung der Meinungsfreiheit, ist die-
se einschrinkende Wirkung fiir den Kl. auch nicht zu unterschétzen. Gleichwohl wird
dem Kl. durch die Sperren nicht grds. die Mdoglichkeit genommen, seine Meinungen
weiterhin Offentlich — auch auf einer Vielzahl von Plattformen im Internet — kundzutun.
[...] Schlieflich hat der Bekl. in der miindlichen Verhandlung auch klargestellt, dass es
sich keineswegs um ,lebenslange™ Sperren handelt, der Bekl. — anders als Facebook —
technisch aber nicht die Moglichkeit habe, eine Sperre zugleich mit ibrer Vornahme zu
befristen.«%%7
Das LG Frankfurt a.M. urteilte unter Berufung auf das VG Mainz dhnlich.®¢® Der
Klager machte einen Anspruch aus den §§241 Abs. 2, 1004 BGB gegen den Be-
treiber eines Netzwerkes gerichtet auf die Wiederherstellung eines gesperrten

Kommentars®®®

geltend, der nach Ansicht des Betreibers gegen die Nutzungsbe-
dingungen verstiefs. Das LG gab dem Antrag nicht statt, weil ein Verfligungsan-
spruch gegen den Betreiber nicht bestiinde. Zwar seien im Wege der mittelbaren
Drittwirkung auch Grundrechte im Rahmen der Riicksichtnahmepflichten (§ 241
Abs. 2 BGB) zu berticksichtigen. Gleichwohl wurde die Sperrung nicht nur wegen
der durch Hassrede beeintrachtigten Interessen des Betreibers, eine sachbezogene

Diskussion und die freie Rede aller Nutzer zu gewihrleisten, als rechtmifSig er-

663 Steinbach, ZRP 2017, 101 (103).

664 VG Mainz, MMR 2018, 556 ff.

665 VG Mainz, a.a.O. Rn. 122 ff.

666 VG Mainz, a.a.O. Rn. 139.

667 VG Mainz, a.a.O. Rn. 145.

668 LG Frankfurt a.M., MMR 2018, 770.

669 Unter einem Beitrag der ,,Welt“ zu einem Angriff auf Polizisten durch Asylbewerber veroffentlichte
der Klager: ,,Wasser marsch, Kniippel frei und dann eine Einheit Militirpolizisten! Dann ist schnell
Ruhe! Und jeden ermittelten Gast Merkels ab in die Heimat schicken.“.
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achtet, sondern auch deshalb, weil der Umfang der Sperrung gering und daher

die Loschung angemessen sei. ¢7°
Demgegeniiber gebt es vorliegend darum, dass dem Ast. die Wiederbolung seiner AufSe-
rung allein auf der Plattform der Ag. untersagt wird. Es geht also gerade nicht darum,
dass der Ast. sich iiberbaupt nicht derart duflern kann, dies steht ihm auflerbalb der
Plattform der Ag. unabhingig vom hiesigen Antrag frei [...]. Der Eingriff in die Rechte
des Ast. ist daber insgesamt ggii. einer dufSerungsrechtlichen Unterlassungsverfiigung
oder durch die genannten Auflerungsdelikte deutlich eingeschrinkt. Hierbei verkennt die
Kammer nicht, dass die Ag. [... ein] wesentlicher Marktplatz fiir Informationen darstellt
und ein grofes Interesse fiir den Ast. daran besteht, seine Meinung auf dieser konkreten
Plattform duflern zu kémnen. Der Eingriff in die Rechte des Ast. ist hier zweifelsohne
erheblich, er enthailt jedoch kein Gesamtverbot und ist damit jedenfalls im Vergleich dazu
weniger schwerwiegend. "'

Auch der EGMR wies in der Rechtssache Delfi jedenfalls am Rande darauf
hin, dass das Internet dem Einzelnen viele Moglichkeiten biete, sich Gehor zu
verschaffen, weshalb die Verpflichtung eines Providers, Hassrede wirksam einzu-
schrinken, ,in keiner Weise mit einer ,privaten Zensur® gleichgestellt werden
[konne].“¢7> Und letztlich findet sich das Argument der Quantitit auch in der Li-
teratur wieder. So weist etwa Liidemann daraufhin, dass die Angewiesenheit auf
das Netzwerk kein Argument dafiir sei, die Regelungen der sozialen Netzwerke
und ihre darauf gestiitzte Sperr- und Loschpraxis fiir unzulidssig zu halten. Im-
merhin bestiinden zahlreiche weitere Moglichkeiten, denselben Inhalt an anderer
Stelle zu dufSern.®”

Generell liefSe sich einem quantitativen Ansatz zwar schon entgegenhalten,
dass die Bedeutung des Netzwerks fiir die Auflerung des Finzelnen und die
Kommunikation insgesamt verkannt wird.®”* Andere Dienste und internetbasier-
te Auflerungsmoglichkeiten haben immerhin nicht ansatzweise denselben Stel-
lenwert und dieselbe Reichweite®”> wie das streitgegenstindliche Netzwerk,®”
sodass allein die vom LG Frankfurt angesprochenen kollidierenden Interessen die

670 In einem dhnlich gelagerten Fall hat auch das LG Gorlitz auf eine dhnliche Argumentation abgestellt.
Die Entscheidung ist zwar nicht veréffentlicht, allerdings greift das OLG Dresden die Argumentation
des LG auf. Zum Tatbestand siehe OLG Dresden, MMR 2018, 756 und zur Argumentation des LG
ebd., Rn. 19.

671 LG Frankfurt, MMR 2018, 770 Rn. 43.

672 EGMR, Urt. v. 16.06.2015 — 64569/09 = NJW 2015, 2863 Rn. 157 — Delfi/Estland.

673 Liidemann, MMR 2019, 279 (284).

674 So meint etwa Raue, JZ 2018, 961 (966), dass ,,die von den Plattformen angebotene Leistung nicht
ohne Weiteres substituierbar [ist].“ Und auch Kénig, AcP 219 (2019), 611 (633), will zumindest die
Bedeutung der Netzwerke fiir die Kommunikation bei der Interessenabwigung — allerdings im Falle
einer Klauselkontrolle nach § 307 Abs. 1 BGB - beriicksichtigt wissen.

675 Kritisch hierzu Liidemann, MMR 2019, 279 (284), der darauf hinweist, dass aus Art. 5 Abs.1 S. 1
GG kein Anspruch auf Reichweite folgt.

676 In diese Richtung etwa OLG Dresden, MMR 2018, 756 Rn. 19. Siehe hierzu auch BVerfG, NVwZ
2019, 959 Rn. 19 - 111.-Weg.
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Rechtmifigkeit begrinden konnen. ¢77 Abseits hiervon bestehen auf den ersten
Blick durchaus Gemeinsamkeiten: Auch im Falle der Meinungsroboter werden
Nutzer — faktisch — am Verfassen von Kommentaren gehindert. Diese faktische
Sperre gilt nicht fir das gesamte Netzwerk, sondern nur fir betroffene Netz-
werkknoten und Diskussionspunkte. Und wenn eine unmittelbare Beschrinkung
rechtmafSig ist, dann miisste das doch erst recht fir lediglich mittelbar-psycholo-
gische Wirkungen gelten. Auf den zweiten Blick ergeben sich indes evidente Un-
terschiede: Der Nutzer setzt vorliegend keinen kausalen Beitrag, der Grundlage
der Sperrung ist. Hoher zu gewichtende, kollidierende Belange sind — anders als
bei Nutzer- oder Inhaltssperren — nicht betroffen. Und auch die rein psychische
Wirkung taugt nicht als Argument. Zum einen ist die Unterscheidung zwischen
mittelbaren und unmittelbaren Zwangswirkungen oftmals theoretischer Natur,
weil sie sich in ihrer tatsichlichen Wirkung dhneln.”® Zum anderen mag die
faktische Sperrwirkung zwar allein von sozial-psychologischen Effekten abhin-
gig sein, die von Person zu Person unterschiedlich stark sein konnen (Theorie
der Schweigespirale) und die auch in der vor-digitalen Welt schon wirkten. Das
verkennt allerdings, dass es ja nicht um eine unabdingbare Wirkung diskursi-
ver Offentlichkeit geht, sondern dass diese Wirkung im konkreten Einzelfall
vielmehr kiinstlich erzeugt wird, gerade um eine diskursive Auseinandersetzung
zu verhindern. Anlassbezogene betreiberseitige Sperrungen sollen hingegen diese
ungestorte diskursive Offentlichkeit schiitzen. Insoweit bestehen also gewichtige
strukturelle Unterschiede.

Daneben ldsst ein rein quantitativer Ansatz entscheidende Parameter unbe-
rucksichtigt. Wenn im Einzelfall nur wenige Diskussionspunkte betroffen sind,
kann die Gesamtwirkung wesentlich gravierender sein als im umgekehrten Fall.
Das mag zunichst verwundern, leuchtet aber angesichts des dezentralen Charak-
ters der Netzwerke ein: Das individuelle Netzwerk eines jeden Nutzers unter-
scheidet sich und mit ihm die zentralen Netzwerkknoten und Diskussionspunkte.
So ergeben sich etwa spezifische Punkte an denen tiberwiegend Personen mit
derselben ideologischen Einstellung oder denselben politischen Ansichten aufein-
andertreffen. Daneben bestehen aber auch neutralere Orte, die Schnittpunkte
vieler individueller Netzwerke sind und die wegen der deutlich grofleren Reich-
weite eine zentralere Bedeutung als andere Netzwerkknotenpunkte haben. Dass
dies einen Unterschied machen kann, kann an den trending topics von Twitter
verdeutlicht werden: Wahrend des syrischen Biirgerkrieges ist etwa das Hashtag

677 Auf die Beeintrichtigungswirkung auf Diskussionen etwa hinweisend LG Frankfurt a.M., MMR
2018, 545 Rn. 13; ebd.,770 Rn. 14, (69, 70); LG Karlsruhe, Beschl. v. 26.11.2018 — 4 O 270/18 =
BeckRS 2018, 42508 Rn. 30, 35; und im Anschluss hieran OLG Karlsruhe, NJW-RR 2019, 1006
Rn. 29. Nur im Ansatz VG Miinchen, MMR 2018, 418 Rn. 17, 24, 29 und VG Mainz, MMR 2018,
556 Rn. 88.

678 Das zeigt nicht zuletzt auch die oftmals nicht ergebnisrelevante Unterscheidung zwischen unmittelba-
ren und mittelbar-faktischen Eingriffen des Staates in grundrechtliche Schutzgiiter.
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#Syria fur darauf bezogene Diskussionen kennzeichnend gewesen.®”” In Mexiko
wurde das Hashtag #YaMeCanse zum Kennzeichen einer scharfen und breit ge-
fihrten Kritik an staatlichen Behorden.®® In beiden Fillen sollen Bots versucht
haben, die Diskussion und Informationsweitergabe zu storen, indem sie das
Hashtag dekontextualisierten oder zum Verbreiten von Spam verwendeten. Da-
durch wurde die Partizipation an der Diskussion und die Rezeption diskussions-
spezifischer Inhalte erschwert. Im Falle von #YaMeCanse fihrte das gar dazu,
dass die Diskussion sukzessive zu #YaMeCansel, #YaMeCanse2 usw. verlagert
werden musste. Die Partizipation an der Diskussion ging zuriick, wofiir aller-
dings auch der lange Zeitraum (mit-)ursidchlich gewesen sein kann. Auch wenn
hier letztlich nur ein Schlagwort attackiert wurde, hat das eine potentiell bedeut-
samere Wirkung. Von einer bloflen Beldstigung ldsst sich in solchen systemati-
schen und gezielten Kampagnen kaum sprechen.

Der Einsatz von Meinungsrobotern lisst sich also nicht per se als bagatellhaft
oder unbedeutend charakterisieren. Konkrete Auswirkungen variieren im Einzel-
fall. Entscheidend kommt es vor allem auf die Qualitit einer Beeintrichtigung
und damit eine wertende Betrachtung an. Werden zentrale Diskussionspunkte
angegriffen und eine Diskussion gestort, so ist das am ehesten noch vergleichbar
mit der Stérung von Versammlungen im o6ffentlichen Raum durch Dritte. Auch
hier wird nicht von einer Bagatelle gesprochen, sondern es werden Schutzpflich-
ten bemiiht.®$! Insoweit handelt es sich auch beim Einsatz von Meinungsrobotern
aus Sicht der Meinungsfreiheit um einen relevanten Ubergriff.

2. Verianderung der ,kommunikativen Chancengleichbeit*

Davon zu trennen ist allerdings die Frage, ob auch dann ein relevantes Drittver-
halten vorliegt, wenn man sich dufert, die Auflerung aber in der Masse der
Gegenbeitriage untergeht und so die Rezeptionswahrscheinlichkeit sinkt. Gemeint
sind insbesondere Konstellationen, in denen Diskussionen dadurch gekapert wer-
den, dass massenhaft Inhalte veroffentlicht oder Beitrdge anderer Teilnehmer
unterstiitzt werden, um eine gewisse Dominanz auszustrahlen. Dabei helfen
sicherlich auch die Algorithmen, die Kommentare oder Inhalte an Diskussions-
punkten nach verschiedenen Kriterien und nicht nur chronologisch anordnen.
Wegen der suggerierten Nutzermehrheit durch Meinungsroboter konnen also an-
dere ,normale“ Beitrage unterdriickt oder weniger priorisiert angezeigt werden,

679 Hierzu Abokhodair/Yoo/McDonald, in: ACM, Proceedings of the 18™ ACM Conference on Comput-
er Supported Cooperative Work & Social Computing, S. 839 (849).

680 Sudrez-Serrato u.a., in: Spiro/Ahn, SocInfo 2016: Social Informatics, S. 269 ff.

681 In diese Richtung etwa Stern/Sachs/Dietlein, in: Stern, Staatsrecht IV/1, S. 1274 f.; Schulze-Fielitz, in:
Dreier, GG, Art. 8 Rn. 110, 113 jeweils m.w.N. Offenlassend aber BVerfGE 69, 315 (355) — Brok-
dorf.
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sodass ihnen auch mogliche Rezipienten keine oder zumindest weniger Beach-
tung schenken. Allerdings geht es hierbei nicht darum, einen grundrechtlichen
»Anspruch® auf tatsichliche Rezeption zu begriinden. Dem stiinde schon die ne-
gative Informationsfreiheit der anderen Nutzer im Wege.®®? Vielmehr geht es um
die Frage, inwieweit nicht auch die Kommunikationsfreiheiten ein gewisses Mafs
an chancengleicher Teilhabe gewahrleisten, das staatlich abzusichern sein kann.

a. Begriindbarkeit einer Schutzpflicht zugunsten der ,,kommunikativen
Chancengleichheit“?

Weit tberwiegend wird das Prinzip ,, kommunikativer Chancengleichheit“ mit
rundfunkrechtlichen Fragestellungen in Verbindung gebracht und hat dort seit je-
her eine besondere Bedeutung, wenn es um Ausgestaltungsfragen von Meinungs-
vielfalt geht,*®* etwa hinsichtlich der Netzneutralitit oder der Chancengleichheit
von Rundfunkveranstaltern.®®* Insoweit ist kommunikative Chancengleichheit es-
sentieller Bestandteil des rundfunkrechtlichen Regulierungsauftrags und wesentli-
che Direktive fir den Rundfunkgesetzgeber.%®> Das muss aber nicht zwingend den
abschlielenden Anwendungsbereich bilden.®®¢ Denn offentliche Kommunikation
wurde urspringlich im Wesentlichen medial vermittelt, weshalb es dort auch nur
um die Chancengleichheit der Rundfunkunternehmen und die Chancengleichheit
(von Gruppeninteressen)®®” im Rundfunksektor gehen konnte. Mit der digitalen
Entwicklung kann auch jeder Einzelne zur 6ffentlichen (Internet-)Kommunikati-

682 Cornils, ZUM 2019, 89 (93); dhnlich Gomille, GRUR 2017, 241 (245). Einen solchen Anspruch
ebenfalls i.E. ablehnend etwa Grabemwarter, in: Maunz/Diirig, GG, Art. 5 Abs. 1 Rn. 81.

683 Meinungsvielfalt ist eines der zentralen Regelungszicle, die das BVerfG dem Rundfunkgesetzgeber
vorgibt, siehe etwa BVerfGE 57, 295 (320, 321, 323) — 3. Rundfunkentscheidung; 73, 118 (153) — 4.
Rundfunkentscheidung. Soweit es um die Herstellung einer AufSenpluralitit durch verschiedene An-
gebote geht, ist das durchaus fiir den Rundfunksektor tiberzeugend. Geht es hingegen um eine inhalt-
liche Meinungsvielfalt, so ist kommunikative Chancengleichheit die Vorbedingung, unter der sich
diese erst i.E. tatsichlich einstellen kann. Zu diesem Zusammenhang siehe Hartl, Suchmaschinen, Al-
gorithmen und Meinungsmacht, S. 36. In BVerfGE 73,118 (159) — 4. Rundfunkentscheidung, heifit es
gar, dass der ,,Grundstandard gleichgewichtiger Vielfalt [...] die wesentlichen Voraussetzungen von
Meinungsvielfalt [umfasst], die gegen konkrete und ernsthafte Gefihrdungen zu schiitzen sind: die
Maoglichkeit fiir alle Meinungsrichtungen — auch diejenigen von Minderheiten —, im privaten Rund-
funk zum Ausdruck zu gelangen [...]“ und in BVerfGE 25, 256 (265) — Blinkfiier, spricht das Gericht
gar explizit von der ,,Gleichheit der Chancen beim Prozef§ der Meinungsbildung®.

684 So etwa bei Gersdorf, AfP 2011, 209 (213 f.); Bortnikov, K&R 2015, 703 (704); Jahn, in: Spindler/
Schuster, Elektronische Medien, 2015, § 52¢ RStV Rn. 13; Knothe/Nowosadtko, ZRP 2001, 33f.;
Stern/Sachs/Dietlein, in: Stern, Staatsrecht, § 114 S. 76; BT-Drs. 16/11570, S. 267.

685 Vgl. Schulz/Held/Kops, ZUM 2001, 621 (625).

686 So auch Bortnikov, Netzneutralitit und Bedingungen kommunikativer Selbstbestimmung, S. 47, 50.

687 Vgl. BVerfGE 12, 205 (265 {.) — 1. Rundfunkentscheidung; deutlicher in BVerfGE 57, 295 (322) - 3.
Rundfunkentscheidung; 73, 118 (153) — 4. Rundfunkentscheidung. Dieses gruppenfokussierte Ver-
stindnis ist im Bereich des Rundfunks pragmatisch begriindet, weil so zumindest eine gewisse Identi-
fizierung und Beteiligung unterschiedlicher Bevolkerungsgruppen maoglich ist, Hindelang, Kommuni-
kation und Freiheit, S. 159. Dieses Verstindnis wird den Gegebenheiten im Internet aber gerade nicht
mehr gerecht, ausfithrlicher hierzu Hindelang, a.a.O., S. 172 ff., insbesondere S. 176 ff.
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on beitragen, sodass dhnliche Probleme auch hier entstehen konnen.®®® Zudem
kennt das Grundgesetz mit der Wahlrechtsgleichheit in Art. 38 Abs. 1 S. 1, 4. Alt.
GG fiir den zentralen demokratischen Akt der Wahl eine ganz besondere Auspra-
gung des Prinzips kommunikativer Chancengleichheit, dass nicht nur explizit
normiert ist, sondern auch streng formal®® verstanden wird. Und auch mit Blick
auf den politischen Wettbewerb der Parteien ist die Chancengleichheit (Art.21
Abs.1 i.V.m. Art.3 Abs.1 bzw. i.V.m. Art.38 Abs.1, Var. 4 GG) wesentliche
subjektiv-rechtliche Gewihrleistung.®®® Chancengleichheit ist somit ein Kernprin-
zip des demokratischen Staates.®*!

Wenn und weil sich aber die demokratische Meinungsbildung nicht allein in
dem Wahlakt erschopft, sondern auch ein stetiger Kommunikationsprozess ent-
scheidend ist,*”> muss die Chancengleichheit prinzipiell auch in diesem Bereich
Geltung erhalten.®** Denn 6ffentliche Kommunikation kann nur dann die demo-
kratische und integrative Funktion zukommen, wenn jeder grundsitzlich dieselbe
Chance auf Teilhabe und Gehor erhilt.®** Ansonsten wiirde gerade auch die min-
derheitsschiitzende Funktion®® partiell verkannt werden. Kommunikative Chan-

688 Vgl. hierzu neben Bock, Die Ubertragbarkeit der Kommunikationsfreiheiten des Art. S GG auf das
Internet, S. 259 f. auch Hindelang, Freiheit und Kommunikation, S. 71f., 103, und 158 insbesondere
zu dem daraus folgenden Wandel der Schutzfunktion. Das gilt etwa mit Blick auf die Debatte um die
Netzneutralitit und die Frage, inwieweit etwa Access-Provider bestimmte Signale und Inhalte privile-
giert bzw. priorisiert weiterleiten diirfen.

689 BVerfGE 95, 408 (417) — Grundmandatsklausel, m.w.N. zur Judikatur. Ausfiihrlich hierzu etwa Mor-
lok, in: Dreier, GG, Art. 38 Rn. 103.

690 Siche hierzu u.a. BVerfGE 138, 102 (110f.) — Wahlkampfiuferungen von Regierungsmitgliedern;
140, 225 (227) - Auferungsbefugnis Bundesministerin; 148, 11 (23 ff.) — Chancengleichheit politi-
scher Parteien und jingst Urt. v. 09.06.2020 — 2 BvE 1/19= NJW 2020, 2096 Rn. 43 ff. — Seehofer.

691 Mit Blick auf die Chancengleichheit der Parteien ausdriicklich BVerfGE 120, 82 (104) — Sperrklausel
Kommunalwabhlen. Siche daneben auch BVerfGE 138, 102 (109 f.) — Wahlkampfiuferungen von Re-
gierungsmitgliedern.

692 Hierzu nur BVerfGE 8, 104 (112f.) — Volksbefragung; 20, 56 (98f.) — Parteifinanzierung I; 148, 11
(23) = Chancengleichheit politischer Parteien; und etwa Dreier, in: ders., GG, Art. 20 Rn. 77.

693 Das BVerfG spricht teilweise von einem Recht auf Teilhabe, E 12, 113 (115) — Schmid-Spiegel. An-
dernorts spricht es ausdriicklich davon, dass Voraussetzung ein ,, Willensbildungsprozef [ist], an dem
grundsitzlich alle wahlmiindigen Biirger zu gleichen Rechten teilhaben kénnen [...]«. Kube, in: Isen-
see/Kirchhof, HbStR IV, § 91 Rn. 27 entnimmt Art. 5 Abs. 1 S. 1 als ,,objektivrechtliche Gewihrleis-
tung® Aspekte einer Kommunikationsgerechtigkeit, wozu er insbesondere auch die kommunikative
Chancengleichheit zihlt. Zum Vermittlungsprozess durch Algorithmen von Medienintermediiren et-
wa Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (96).
Eine Moglichkeit der Ausweitung der ,,Netzneutralitit® sieht auch Bock, Ubertragbarkeit der Kom-
munikationsgrundrechte des Art. 5 GG auf das Internet, S. 260 f.

694 Andernorts wird das eher als Offenheit des Kommunikationsprozess bezeichnet, so etwa bei Habel,
Roboterjournalismus, S. 92; vgl. auch Dreier, in: ders., GG, Art. 20 Rn. 77; Heilmann, MMR 2020,
162 (1631.). Diese Offenheit betont auch das BVerfG, wenn es um die Chancengleichheit der Partei-
en geht, so etwa in BVerfGE 148, 11 (24) — Chancengleichbeit politischer Parteien.

695 Zu dieser etwa Stern/Sachs/Dietlein, in: Stern, Staatsrecht IV/2, § 112 S. 35. Vgl. auch Wendt, in: v.
Miinch/Kunig, Art.5 Rn.74. Kritisch deshalb zum Gruppenverstindnis im klassischen Rundfunk
Hindelang, Freiheit und Kommunikation, S. 175. Und auch das BVerfG betont, dass das demokrati-
sche Prinzip verlangt, dass auch die Minderheit zur Mehrheit werden kann, BVerfGE 138, 102
Rn. 28 — Wahlkampfiuferung von Regierungsmitgliedern; vgl. auch BVerfGE 123, 267 (340ff.) -
Vertrag von Lissabon, was aber eine chancengleiche Teilhabe zwingend voraussetzt.

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

130 2. Kapitel: Aktivierung grundrechtlicher Schutzpflichten durch Meinungsroboter

cengleichheit ist also auch Ausdruck der auf demokratische Teilhabe ausgerichte-
ten Kommunikationsfreiheiten des Art. 5 Abs. 1 GG®*¢ und Voraussetzung fur die
Offenheit des Kommunikationsprozesses und damit der MeinungsaufSerungs-
und Informationsfreiheit.®” Deshalb folgt aus der kommunikativen Chancen-
gleichheit nicht nur eine (Gewdahrleistungs-)Pflicht fur den Staat,**® die Offenheit
des Kommunikationsprozess zu gewiahrleisten, die sich etwa dort aktualisiert, wo
es um Fragen des technischen Zugangs zur Online-Kommunikation geht.®*® Da-
neben tritt gerade auch eine (Schutz-)Pflicht, bestimmten Verzerrungen, die durch
Anbieter und Dritte hervorgerufen werden, zu begegnen.”® Damit wird nicht zu-
letzt gewahrleistet, dass die grundrechtlich gesicherten kommunikativen Frei-

696 Mit Blick auf das Prinzip der Meinungsvielfalt spricht Habel, Roboterjournalismus, S. 84 f. von einer
»akzessorischen Grundrechtsvoraussetzung®, welche ,,mit den Einzelgrundrechten eng verwoben
list].“ Zur Netzneutralitit vgl. Bock, Ubertragbarkeit der Kommunikationsgrundrechte des Art. S
GG auf das Internet, S. 260 f.

697 Kube, in: Isensee/Kirchhof, HbStR 1V, § 91 Rn. 27. Deshalb will Bock, Die Ubertragbarkeit der Kom-
munikationsfreiheiten des Art. 5 GG auf das Internet, S. 260, die staatliche Schutzpflicht der ,, Netz-
neutralitit® auch nicht als (alleinigen Bestandteil) der Medienfreiheiten verstanden wissen, sondern
als ,ein[en] allgemeine[n] Grundsatz jeglicher Kommunikation*.

698 Kube, in: Isensee/Kirchhof, HbStR IV, § 91 Rn. 27.

699 Das ist etwa dort problematisch, wo eine flichendeckende Versorgung mit Breitbandanschliissen
nicht sichergestellt ist und somit Zugangshiirden fir die Wahrnehmung digitaler Kommunikationsan-
gebote bestehen, vgl. hierzu etwa Schiitz, MMR 2018, 36 (38); Hindelang, Freiheit und Kommunika-
tion, S. 107 f. und Kube, in: Isensee/Kirchhof, HbStR IV, § 91 Rn. 28. Insoweit entspricht das letztlich
der Gewihrleistungsverantwortung des Art. 87f Abs. 1 GG, zu dieser etwa Mdstl, in: Maunz/Diirig,
GG, Art. 87f Rn. 70 ff. Diese inhaltliche Kongruenz deutet etwa Hoffmann-Riem, JZ 2014, 53 (58)
an, weist allerdings auf die unterschiedlichen Zielrichtungen hin: bei den Schutzpflichten geht es um
Freiheits- und Personlichkeitsschutz, bei Art. 87f GG um ,,Systemschutz*.

700 Vgl. Kube, a.a.O., Rn. 30; Schulze-Fielitz, in: Dreier, GG, Art. 5 Abs. 1-2 Rn. 42, und mit Blick auf
die Informationsfreiheit und die dortige Kommunikationsgerechtigkeit Rn. 222. Siche daneben auch
Bock, Die Ubertragbarkeit der Kommunikationsfreiheiten des Art. S GG auf das Internet, S. 258 ff.;
Bortnikov, Netzneutralitit und kommunikative Selbstbestimmung, S.47f.; Hindelang, Freiheit und
Kommunikation, S. 196 f. entsagt sich der Formulierung der ,,kommunikativen Chancengleichheit*,
sieht aber die Schutzpflicht des Staates dort, ,wo [die kommunikative Autonomie des Einzelnen]
droht, von den Méglichkeiten aktiver massenmedialer Betdtigung im Rahmen der Informationspro-
duktions- und -distributionsprozesse durch andere Privatleute beeintrichtigt zu werden.*, a.a.O.,
S.197, siehe auch S.204. Hierbei geht es um die Aspekte die das BVerfG in seiner Rundfunkjudika-
tur immer als Teil der Meinungsvielfalt versteht, also Vermeidung einer Meinungskonzentration u.i.
Aspekte. Diese Schutzverantwortung hat etwa Ausdruck im bisherigen Medienkonzentrationsrecht
(§§ 26 ff. RStV) oder bei der inhaltlichen Ausgestaltung (§§ 25, 52b, 52¢ RStV) gefunden und aktua-
lisiert sich auch in der Debatte um die von privaten Providern abhingige Netzneutralitit. Zu Letzte-
rer etwa Hindelang, Freiheit und Kommunikation, S. 111f., der hier von einem ,grundsitzlich dis-
kriminierungsfreie[m] Senden von Informationen spricht. Urspriinglich ermichtigte § 41a TKG die
Bundesregierung, ,,gegeniiber Unternehmen, die Telekommunikationsnetze betreiben, die grundsatzli-
chen Anforderungen an eine diskriminierungsfreie Dateniibermittlung und den diskriminierungsfrei-
en Zugang zu Inhalten und Anwendungen festzulegen, um eine willkiirliche Verschlechterung von
Diensten und eine ungerechtfertigte Behinderung oder Verlangsamung des Datenverkehrs in den Net-
zen zu verhindern.“ Aspekte der Netzneutralitit regelt mittlerweile EU-einheitlich die VO 2015/2120
iiber Maffnahmen zum Zugang zum offenen Internet [...] in der Union, ABL. 2015 L 310, 1ff. Mit
Blick auf soziale Netzwerke aktualisiert sich diese ,,Schutzpflichtendimension® etwa im Vertrags-
recht, wenn es um Zugangsanspriiche zu den Netzwerken und die mittelbare Drittwirkung der Kom-
munikationsgrundrechte geht, vgl. hierzu etwa BVerfG, NJW 2019, 1935 ff. und Bock, Die Ubertrag-
barkeit der Kommunikationsfreiheiten des Art. 5 GG auf das Internet, S. 257 f.
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heitsriume nicht durch eine faktische Begrenzung des Zutritts zu bzw. der Stel-
lung in den digitalen Kommunikationsraumen beeintrachtigt wird.”!

b. Inhaltliche Reichweite des Schutzes kommunikativer Chancengleichbeit

Damit ist freilich noch nicht geklirt, welche inhaltliche Reichweite man dem
Prinzip zuspricht.””? Anders als bei der Wahl ldsst sich eine formale Chancen-
gleichheit kaum garantieren, was schon an unterschiedlichen Positionen der ein-
zelnen Kommunikationsteilnehmer liegt.”*® Insoweit geht es zunichst vor allem
um eine chancengleiche Teilhabemoglichkeit am Kommunikationsprozess und
damit einhergehend die chancengleiche Moglichkeit der Rezeption durch ande-
re,”* die sichergestellt sein muss.”” Denn eine unterschiedlich meinungsstarke
Stellung der Teilnehmer ist jedenfalls dann gleichheitsrechtlich unproblematisch,
wenn diese kommunikativ begriindet ist,”% ihre Legitimation also aus der Funkti-
onsweise des Meinungsmarkts selbst folgt.””” So kommt Inhalten von Influencern
oder Medienunternehmen deshalb eine wesentlich stirkere Bedeutung als einer

701 Zur Notwendigkeit der staatlichen Steuerung etwa Schulze-Fielitz, in: Dreier, GG, Art. 5 Abs. 1-2
Rn. 42.

702 Auf die Frage des Verstindnisses weist auch Cornils, ZUM 2019, 89 (93) hin.

703 Und auch das BVerfG unterscheidet hinsichtlich der Anforderungen, wenn es betont, dass ,der
Grundakt demokratischer Legitimation, die Wahl (...)¢, ,,[i]n hochstem Mafle der Integritit bediirf-
tig ist“, BVerfGE 44, 125 (140) — Offentlichkeitsarbeit, und wenig spiter der gleichberechtigten Teil-
habe nur ,,grundsitzlichen* Charakter zuspricht, ebd., S. 142.

704 Chancengleichheit in diesem Sinne heifSt freilich auch, dass Einschrinkungen moglich sind. Diese
Einschrinkungen ergeben sich in der Dreieckskonstellation vor allem aus kollidierenden Interessen
der Betreiber digitaler Kommunikationsraume.

705 So auch Hindelang, Freiheit und Kommunikation, S. 170; Hartl, Suchmaschinen, Algorithmen und
Meinungsmacht, S. 32; vgl. Holznagel, in: Hoeren/Sieber/Ders., Multimediarecht, Teil 3 C. Rn. 137;
vgl. Knothe/Nowosadtko, ZRP 2001, 33 (34). Das BVerfG spricht hier von der grundsitzlich gleich-
berechtigten Teilhabe, BVerfGE 44, 125 (142) — Offentlichkeitsarbeit und der ,,Gleichheit der Chan-
cen beim Prozess der Meinungsbildung“, BVerfGE 25, 256 (265) — Blinkfiier. An anderer Stelle be-
tont das BVerfG gerade, ,,dass [d]er Gesetzgeber [...] zwar nicht faktisch vorhandene, unterschiedli-
che Moglichkeiten der Einflufnahme auf diesen Prozef§ auszugleichen® braucht. Insoweit geht es also
nicht um einen Anspruch auf Zurverfiigungstellung wirksamer Instrumente zur Auflerung (einen sol-
chen ablehnend Grabenwarter, in: Maunz/Diirig, Art. 5 Abs. 1 Rn. 111 m.w.N.). Sofern entsprechen-
de Instrumente bestehen, kann ein Anspruch darauf entstehen, dass gewihrleistet wird, dass diese
chancengleich verwendet werden kénnen. Dass damit nicht jede Form erfasst sein kann, ist schon an-
gesichts der Schranken der Meinungsiauflerungsfreiheit und kollidierender Interessen der Anbieter
selbst offenkundig. Ein solcher Anspruch aktualisiert sich etwa in den Fillen der mittelbaren Dritt-
wirkung, wenn es um Konten- oder Inhaltssperrungen geht, hierzu etwa BVerfG NJW 2019, 1935
Rn. 15 - III. Weg; LG Nirnberg-Fiirth, MMR 2019, 541 oder OLG Karlsruhe, GRUR-RR 2019,
496.

706 Das ist nach Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 32 das entscheidende Krite-
rium fiir die kommunikative Chancengleichheit. Daneben siehe auch Knothe/Nowosadtko, ZRP
2001, 33; Habel, Roboterjournalismus, S. 92.

707 Eine gewisse Parallele findet sich bei Schulze-Fielitz, in: Dreier, GG, Art. 5 Rn. 4, wenn er meint, dass
auf das ,liberale Modell gesellschaftlicher Selbstregulierung auf dem ,Marktplatz der Meinungen’“
u.a. angesichts ,,vermachteter und konkurrierender Meinungsmarkte“ und ,,durch neue Medien®
nicht vertraut werden diirfe, sondern die Steuerung der Rezeptionschancengleichheit durch den Staat
notwendig sei.
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Einzelmeinung zu, weil sie mit ihren Inhalten eine breitere Offentlichkeit anspre-
chen und damit ,,iiberzeugender“”* sind als andere. Und auch die Bedeutung fiir
den Kommunikationsprozess ist jedenfalls bei Medienunternehmen eine deutlich
grofere.

Indes anders zu beurteilen ist es, wenn eine im Kommunikationsprozess selbst
angelegte Legitimationsgrundlage fehlt.””” Das hat schon das Bundesverfassungs-
gericht deutlich gemacht. In der Blinkfiier-Entscheidung’'® ging es um einen Boy-
kottaufruf des Presseverlages Axel Springer gegen die hamburgische Wochenzei-
tung, der an die lokalen Handler gerichtet war. Wegen des Abdrucks ,,der Ostzo-
nenprogramme® forderte man Handler auf, den Verkauf zu stoppen und drohte
fiir den Fall, dass vom Verkauf nicht abgesehen wird, mit einer Beendigung des
geschiftlichen Verhiltnisses. Damit habe man aber nicht mehr von einem zulis-
sigen Mittel im geistigen Meinungskampf Gebrauch gemacht. Entscheidend sei
hier zwar nicht allein die wirtschaftliche Machtstellung des Verlagshauses, weil
dem ,,Starkeren nicht verwehrt [sei], einen geistigen Meinungskampf zu fihren®,
sondern die Tatsache, dass anstelle eines rein geistigen Arguments vorliegend die
wirtschaftliche Stellung als mafigeblicher Uberzeugungsfaktor genutzt wurde:”!

»Die Ausiibung wirtschaftlichen Druckes, der fiir den Betroffenen schwere Nachteile be-
wirkt und das Ziel verfolgt, die verfassungsrechtlich gewdihrleistete Verbreitung von Mei-
nungen und Nachrichten zu verhindern, verletzt die Gleichheit der Chancen beim Prozefs
der Meinungsbildung. Sie widerspricht auch dem Sinn und dem Wesen des Grundrechts

der freien Meinungsiauflerung, das den geistigen Kampf der Meinungen gewdibrleisten
soll. <712

Im Falle der Meinungsroboter wird zwar kein wirtschaftlicher Druck ausgetibt.
Allerdings wird die Stirke des Argumentes ebenso wenig durch den geistigen Ge-
halt der AufSerung gewonnen, sondern durch das koordinierte Zusammenagieren
der Nutzerkonten. Grundsitzlich besteht zwar fiir jeden Nutzer dieselbe Chance,
sich mit anderen zusammen zu tun und etwa als Online-Protestbewegung den
Einfluss zu steigern. Allerdings ist man insoweit auf die eigene Uberzeugungs-
kraft gegeniiber anderen und damit auf die (geistige) Unterstiitzung durch andere
angewiesen.’”'® Simplifiziert folgt das dem grundlegenden Prinzip ,,one man, one
vote“.”'* Bei Meinungsrobotern hingegen kann ein Einzelner ohne Zutun anderer

708 Vgl. Hindelang, Freiheit und Kommunikation, S. 41, 150. Illustrativ formuliert dies auch Heldt, CR
2018, 494 (497): ,,Auf dem Marktplatz der Ideen gewinnt derjenige, der seine Meinung am besten
verkauft.“

709 Fiir den Rundfunk werden diese insbesondere dort ausgemacht, wo die Verbreitungschancen nicht
von inhaltlichen, sondern von wirtschaftlichen oder technischen Kriterien abhingen, vgl. Bortnykov,
K&R 2015, 703 (704).

710 BVerfGE 25, 256 (258) - Blinkfiier.

711 BVerfGE 25, 256 (264 ff.) — Blinkfiier.

712 BVerfGE 25, 256 (265) — Blinkfiier.

713 Hierzu etwa Thieltges/Hegelich, ZfP 64 (2017), 493 (504).

714 Vgl. auch Steinbach u.a., Desinformation aufdecken und bekimpfen, S. 111. Schroeder, DVBI. 2018,
465 (472) schldgt vor, dieses Prinzip (hilfsweise) als Bestandteil der 6ffentlichen Ordnung im gefah-
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seine Uberzeugungskraft selbst (suggestiv) steigern.”’* Insoweit geht es also nicht
um im kommunikativen Prozess gewonnene geistige Starke. Hier gilt vielmehr
das Prinzip ,,one man, many votes“.”'® Dadurch werden aber nicht nur gezielt
anderslautende Meinungen behindert.”’” Es gelten auch nicht mehr fiir alle Teil-
nehmer dieselben Voraussetzungen fiir eine erfolgreiche Teilnahme. Die Chancen-
verteilung wird einseitig zugunsten des Verwenders verandert.”'® Am ehesten lasst
sich diese Situation noch mit Fragen der Netzneutralitdt vergleichen. Denn wenn
technisch bedingt bestimmte Signale oder Daten priorisiert oder in anderer be-
vorzugter bzw. benachteiligter Weise weitergegeben werden, so ist das mit Blick
auf die kommunikative Chancengleichheit schon seit jeher als problematisch und
regulierungsbediirftig angesehen worden.”” Zwar fihrt das vor allem zu Regulie-
rungen bzw. Regulierungsvorschligen fiir Netzbetreiber selbst, was hier eher dem
Netzwerk entsprache. Anders als dort findet die eigentliche ,,Manipulation® aber
nicht beim Weiterleitungsprozess statt.”?° Dass hier ggf. auch (legitime) Eigenra-
tionalitdten der Netzwerkbetreiber — Stichwort Personalisierung und Filterblase —
relevant werden,’?' dndert hieran nichts. Denn die auf dieser Eigenrationalitit
beruhenden Kriterien einer priorisierten Weiterleitung sind fiir alle Nutzer die
gleichen. Die entscheidende Manipulation, die dann zu einer priorisierten Weiter-

renabwehrrechtlichen Sinne zu verstehen, um so staatliche Maflnahmen gegen die Betreiber zu er-
moglichen.

715 Hierauf verweist wohl auch die Landerarbeitsgruppe ,,Social Bots“ in ihrem nicht veroffentlichten
Bericht, vgl. die Antwort der Sichsischen Staatsregierung auf eine kleine Anfrage zu diesem Thema,
Sichs-LT-Drs. 6/12131, S. 3 f.

716 Auf diesen Bruch mit dem Prinzip des ,,one man, one vote“ weisen auch Steinbach u.a., Desinforma-
tion aufdecken und bekdmpfen, S. 111, hin.

717 Vgl. etwa Lamo/Calo, UCLA Law Review 66 (2019), 988 (999). Das zu verhindern, ist aber nach
Holznagel, in: Hoeren/Sieber/Holznagel, Multimediarecht, Teil 3 C Rn. 137 zentrales Anliegen der
kommunikativen Chancengleichheit.

718 So auch Febling/Leymann, AfP 2020, 110 (118), die von einer ,,Verzerrung des chancengleichen Mei-
nungswettbewerbs sprechen. Vgl. hierzu auch Habel, Roboterjournalismus, S. 145 und Heilmann,
Anonymitit fiir User-generated Content?, S. 163. Aus ethischer Sicht kritisch hierzu Coleman, Jour-
nal of Media Ethics Vol. 33 (2018), 120 (125).

719 Siehe hierzu u.a. Holznagel, MMR 2011, 1 (2). Einfach-rechtlich wurde diese Einwirkung auf die
kommunikative Chancengleichheit etwa in § 52¢ RStV reguliert. Der MStV normiert nun fiir Medi-
enintermediire ebenfalls ein neutralititswahrendes Diskriminierungsverbot in § 94 MStV. Ausfiihr-
lich zu diesem noch spiter, 3. Teil, 3. Kap. C.IL2.b. Und auch im Ubrigen legt der MStV einen gestei-
gerten Wert auf die Absicherung der kommunikativen Chancengleichheit etwa mit Blick auf die Auf-
findbarkeit dhnlicher Angebote (§ 83), den Zugang zu Medienplattformen und Benutzeroberflichen
(§§ 82, 83) oder deren Belegung (§ 81).

720 Wohl gemerkt: Nur weil auch hier bei der Weiterleitung die kommunikative Chancengleichheit tan-
giert ist, bedeutet das freilich nicht, dass damit eine strikte Neutralititsverpflichtung die Folge sein
muss. Anders als bei Internetprovidern besteht hier nimlich ein erhebliches kommerzielles Interesse
an der unterschiedlichen Gewichtung von Inhalten, die nicht nur allein in der Uberzeugungskraft
(hier wire das etwa die Popularitit eines Inhaltes) liegt. Das ist aber keine Frage, ob die kommunika-
tive Chancengleichheit tangiert ist, sondern inwieweit hier die kollidierenden Interessen der Betreiber
(und auch Nutzer) einer strengen Regulierung im Wege stehen. Zu diesem Ausgleich im Kontext des
neuen Diskriminierungsverbotes aus § 94 Abs. 1, 2 MStV noch unten 3. Teil, 3. Kap. C.I.3.a.

721 Vgl. mit Blick auf Suchmaschinen Koreng, in: Stark/Dérr/Aufenanger, Die Googleisierung der Infor-
mationssuche, S.245 (249). Auch dies kann aus Sicht der staatlichen Schutzverantwortung relevant
sein, hierzu unten B.
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gabe fiihrt, erfolgt zeitlich vorgelagert bei der Erstellung des weiterzuleitenden
Inhalts,”” bzw. bei der Eingabe anderer Signale, die unmittelbar bedeutsam fiir
die Relevanzbewertung des Inhalts ist. Im Ergebnis ist aber unerheblich, ob der
Weiterleitungsprozess betreiberseitig eine Priorisierung bestimmter Inhalte vor-
sieht, oder ob dieser Weiterleitungsprozess durch manipulierte Meta(-Daten) der
Inhalte korrumpiert wird.

c. Blofle Bagatelle oder beachtlicher Ubergriff?

Auch mit Blick auf die kommunikative Chancengleichheit lieSe sich prinzipiell
uberlegen, inwieweit der Einsatz von Meinungsroboter nicht als blofse Belasti-
gung zu werten wire. Aber wie auch schon mit Blick auf die MeinungsiufSe-
rungsfreiheit wire es trugerisch, von der Moglichkeit, andernorts chancengleich
seine Meinung dufSern zu konnen, auf eine blofle Beldstigung zu schlieffen. Auch
hier kommt es weniger auf quantitative denn auf qualitative MafSstibe an. Inso-
weit kann der Einsatz ebenfalls nicht als blofle Bagatelle qualifiziert werden. Das
gilt umso mehr, als dass in vergleichbaren Konstellationen gerade die Debatte
um Netzneutralitit gefihrt wird. Insoweit handelt es sich auch aus Sicht der
kommunikativen Chancengleichheit um einen beachtlichen Ubergriff.

3. Ubergriff auf die Informations- und Meinungsbildungsfreibeit

Die Informationsfreiheit des Art. 5 Abs.1 S.1, 2. Alt. GG schiitzt die Entschei-
dung, ob und wie sich der Einzelne informiert. Dabei ist die Wahl allein auf
Quellen beschriankt, die geeignet sind, der Allgemeinheit Informationen zu ver-
schaffen.”?? Nicht nur herkommliche Massenmedien unterfallen also dem An-
wendungsbereich der Informationsfreiheit. Auch das Internet und die dort frei
zugdnglichen Dienstleistungen sind gerade darauf angelegt, Informationen an
eine Vielzahl von Nutzern weiterzuleiten. Soziale Netzwerke bilden hiervon —
trotz der vorgenommenen Personalisierung — keine Ausnahme.”?* Fiir den Schutz
kommt es gerade nicht darauf an, dass jeder dieselben Informationen erhilt, son-
dern vielmehr, dass der Quelle tiberhaupt eine Informationsfunktion im oben be-
schriebenen Sinne zukommt.” Zentrales Informationsmedium in sozialen Netz-

722 Vgl. hierzu auch Hindelang, Freiheit und Kommunikation, S. 78 f. Das ist in einem sehr weiten Sinne
etwa vergleichbar mit der Differenzierung zwischen normalen und Premium-Kunden, deren Signale
priorisiert weitergeleitet werden, auch wenn dies im Weiterleitungsprozess selbst Beriicksichtigung
findet (hierzu Bortnikov, Netzneutralitit, S. 108 ff., 118). Meinungsroboter machen sich selbst durch
die gegenseitige Unterstiitzung zu solchen ,,Premium-Kunden® bzw. die eingegebenen Daten zu ,,Pre-
mium-Inhalten®.

723 Siehe nur BVerfGE 103, 44 (59) — Fernsehaufnahmen aus dem Gerichtssaal I m.w.N.

724  Grabenwarter, in: Maunz/Diirig, GG, Art.5 Abs.1, Abs.2 Rn.1008; Peukert, MMR 2018, 572
(575); vel. Drexl, ZUM 2017, 529 (539).

725 Vgl. zu diesem weiten Verstindnis, Grabenwarter, in: Maunz/Diirig, Art. 5 Abs. 1 Rn. 1004.
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werken ist vor allem der individuell zusammengestellte News Feed.””* Daneben
kann auch den trending topics — soweit vorhanden — wesentliche Bedeutung zu-
kommen, ebenso einer individuellen Suche nach bestimmten Themen oder Be-
griffen tber entsprechende Suchmasken. Trotz des individuellen Netzwerks, auf
dem der News Feed beruht, ist es nicht zwingend notwendig, dass Meinungsro-
boter mit dem einzelnen Nutzer unmittelbar verbunden sind. Wo dies allerdings
der Fall ist, kann ein Beitrag deutlich leichter in den jeweiligen News Feed gelan-
gen. Daneben konnen sie aber auch mittelbar tiber gemeinsame Verbindungs-
punkte — gemeinsame Freunde, Interessen oder abonnierte Seiten — Einfluss auf
den News Feed haben.

Bedeutsam hierfiir wird der Rankingalgorithmus.”?” Eine wesentliche GrofSe
bei diesem ist die Relevanz der Inhalte fiir die Nutzergemeinschaft oder fiir
Nutzer mit dhnlichem Nutzerprofil.”?® Indem Meinungsroboter also ein gemein-
schaftliches Interesse fiir einen Beitrag oder ein Thema suggerieren, konnen sie
Einfluss auf die Weitergabe der Information nehmen, weil diese etwa im News
Feed, in Kommentarspalten oder als trending topic priorisiert angezeigt werden.
Wie stark dieser Einfluss tatsichlich ist, ist auch hier von verschiedenen Fakto-
ren abhingig. Insbesondere dort, wo eine groflere Schnittmenge zwischen den
Bot- und den Nutzerinteressensprofilen besteht, ist die Wahrscheinlichkeit eines
unmittelbaren oder mittelbaren Einflusses auf den News Feed und damit die
Informationsvermittlung erhoht.”?”” Damit beeinflusst man aber bereits die Infor-
mationsgrundlage, aufgrund derer sich Nutzer potentiell eine Meinung bilden.
Dadurch kann bereits bestimmt werden, ob die Grundstimmung zu einem be-
stimmten Thema eher positiv oder negativ ausfallt.”?* Besonders prekar ist diese
Situation etwa bei Falschinformationen zu aktuellen Themen oder in Krisenzei-
ten.”?! Nutzer sind sich dieses Umstands ebenso wie dem des personalisierten
Rankings oftmals nicht bewusst.”3?

726 Zur Bedeutung der Informationsbiindelung durch algorithmisierte Feeds oder Streams etwa Schmidt
u.a., Zur Relevanz von Online-Intermediiren fiir die Meinungsbildung, S. 20 ff.

727 Zu diesem bereits oben, 2. Teil, A.IL.2.

728 Vgl. Lischka, AfP 2018, 388 (390).

729 Zu derlei Einfliissen siehe etwa Thieltges/Hegelich, ZfP 64 (2017), 493 (497).

730 Zu der eher negativ konnotierten Informationsweitergabe wihrend des katalanischen Referendums
Stella/Ferrara/Domenico, PNAS Vol. 115 (2018), 12435 ff.

731 Auch wihrend der Covid-19-Pandemie kursierten verschiedenen fehlerhafte Informationen iiber den
Ausbruch der Krankheit, den Verlauf und weitere Aspekte der Pandemie im Internet. Auch hier
konnte der Einsatz von (vermeintlichen) Meinungsrobotern beobachtet werden, hierzu etwa Ahmed
u.a., ] Med Internet Res 2020:22(5):e19458; Cinelli u.a., Scientific Reports 10 (2020), 16598; Ferra-
ra, First Monday Vol. 25 (2020) Nr. 6; Gallotti u.a., Nature Human Behaviour 2020; Yang/Torres-
Lugo/Menczer, Prevalence of Low-Credibility Information on Twitter During the Covid-19 Out-
break, 2020. Zur Verbreitung von Hate Speech auch durch Meinungsroboter wihrend der Pandemie
Uyheng/Carley, Journal of Computational Social Sciences 2020.

732 Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S.85 (103).
Zur fehlenden ,algorithmic awareness® siche etwa Schulz/Dankert, Die Macht der Informationsin-
termediire, S.42f. mit Verweis auf eine durchgefiithrte Studie von Eslami/Rickman u.a. Siehe dane-
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Zwar liefle sich sagen, dass, solange nur die Informationsgrundlage selbst
betroffen ist, keine Probleme auszumachen sind, weil unklar ist, ob und wie diese
Informationen aufgenommen werden und die Informationsaufnahme primar oh-
nehin vom (unvorsichtigen) Auswahlverhalten der Nutzer selbst abhingig ist.”?
Daran ist sicherlich richtig, dass die Informationen niemandem aufgezwungen
werden. Verkannt wird aber, dass die Netzwerkbetreiber keine redaktionelle Vor-
priifung vornehmen. Die Algorithmen sortieren gerade nicht nach sachlich-in-
haltlichen, sondern primir nach 6konomisch-rationalen Kriterien. Es ist Aufgabe
des Nutzers, relevante von irrelevanten Inhalten zu unterscheiden.”?* Dabei ist
er aber gerade anfillig fiir Verzerrungen, angefangen beim confirmation bias,
iber mogliche Beeinflussungen durch sensationelle oder emotionale Reize, bis
hin zu den wesentlichen Kriterien zur Ermittlung der Relevanz.”>* Diese nutzer-
seitigen Verzerrungen konnen aber durch den Einsatz von Meinungsrobotern
gezielt ausgenutzt werden.”?¢ Insoweit geht es hier also um die Lenkung der Auf-
merksamkeit und die unbewusste Manipulation von Nutzern. MafSgebliche Wir-
kungsvoraussetzungen werden also nicht erst durch den Nutzer selbst, sondern
schon vorher durch externe Faktoren geschaffen. Das ist gerade vergleichbar
mit der algorithmischen Informationsweitergabe selbst’?” und wird hier, wenn
auch im anderen Gewand, wieder relevant. Insoweit ist zumindest ein Ubergriff
anzunehmen.

Informationsaufnahme und -Rezeption haben aber auch wesentliche Bedeu-
tung fur die Meinungsbildung. Betrachtet man Art. 5 Abs. 1 S.1 GG, so findet
sich zwar kein Hinweis darauf, dass auch der innere Prozess der Meinungsbil-
dung geschiitzt ist.”>® Informations- und Meinungsfreiheit gewihren prima vista
nur einen ,,Input-Output-Schutz“. Damit wire aber der zentrale geistige Vorgang
vor von auflen drohender Indoktrination ungeschiitzt. Wenn aber gerade die
Meinungsbildung sowohl auf Mikro- als auch auf Makroebene das zentrale An-
liegen der Kommunikationsfreiheiten ist,”** muss auch die eigentliche Meinungs-

ben auch die Darstellung und Verweise bei Schmidt u.a., Zur Relevanz von Online-Intermediiren fiir
die Meinungsbildung, S. 29.

733 Siehe hierzu bereits die Verweise in Fn. 338.

734 So letztlich auch BVerfGE 149, 222 (262) — Rundfunkbeitrag.

735 Dazu ausfiihrlicher bereits oben, 2. Teil, B.IIL.3.b.

736 Dazu ausfiihrlicher bereits oben, 2. Teil, C.III.

737 Siehe hierzu etwa Pille, Meinungsmacht sozialer Netzwerke, S. 322 ff.; Kellner, Die Regulierung der
Meinungsmacht von Internetintermediiren, S. 150 ff.; Heidtke, Meinungsbildung und Medieninter-
mediire, S. 124 ff. und zur Rolle der Intermedidre im Meinungsbildungsprozess und zu den negativen
Effekten auf diesen, S. 130 ff.

738 Starck, in: v. Mangoldt/Klein/ders., GG, Art. 5 Rn. 37; Schmalenbach, NVwZ 2005, 1357.

739 Ahnlich Rossen-Stadtfeld, in: Binder/Vesting, Rundfunkrecht, § 25 RStV Rn.9; vgl. Degenhart, in:
BK-GG, Art. 5 Abs. 1, 2 Rn. 57, der in der Meinungsbildung den funktionalen Schutzzweck erblickt;
explizit Schmalenbach, NVwZ 2005, 1357, der auf einen ansonsten liickenhaften Schutz hinweist.
Grundlegend zur Meinungsfreiheit BVerfGE 7, 198 (208) - Liith; zur Rundfunkfreiheit etwa
BVerfGE 57, 295 (319) - 3. Rundfunkentscheidung.
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bildung als von Art.5 Abs.1 S.1 GG mitgeschuitzt angesehen werden,’* um
einen lickenhaften Schutz zu verhindern.”*! Auch hierbei handelt es sich freilich
um einen inneren Prozess, auf den aber durch die aufgezeigten Manipulationen
Einfluss genommen werden kann. Weil auch insoweit die ,,erschlichene Aufmerk-
samkeit“ mafgeblich fiir die inneren Prozesse ist, handelt es sich auch hier um
ein zu bertcksichtigendes Drittverhalten.”*

4. Ubergriff auf die Freibeit der Wahlentscheidung

Neben den klassischen kommunikationsgrundrechtlichen Schutzgitern koénnte
aber auch eine besondere Verantwortung fiir den entscheidenden Kommunikati-
onsakt der Wahl aus Art. 38 Abs. 1 S.1 Var. 3 GG folgen. Zwischen Kommuni-
kationsprozess und Freiheit der Wahl besteht immerhin ein enger Sachzusam-
menhang, weil sie nicht nur die eigentliche Entscheidungsfreiheit vor unzulassi-
gem Zwang oder sonstigen Beeinflussungen schiitzt,”** sondern auch gewahrleis-
ten will, dass der Wihler seine Entscheidung ,,in einem freien, offenen Proze[ss]
der Meinungsbildung® treffen kann.”#*
prozess im — zeitlich begrenzten — Vorfeld der Wahl mitgeschiitzt.”* Probleme re-
sultieren hier allerdings daraus, dass es sich bei den Wahlrechtsgrundsitzen um
grundrechtsgleiche Rechte handelt und insoweit unklar ist, ob die grundrechtli-
che Schutzpflichtendogmatik ohne Weiteres tibertragen werden kann. Denn ei-
nerseits hat das BVerfG die Wahlfreiheit in einer Wahlpriifungssache auch gegen-
iber Privaten ohne Rekurs auf eine Schutzpflicht zur Anwendung gebracht,’*
andererseits hat es aus Art. 38 Abs.1 S.1 GG eine Integrationsverantwortung
hinsichtlich der verfassungsrechtlichen Grenzen fiir die unionsrechtliche Kompe-

Insoweit ist auch der Kommunikations-

740 So auch Grabenwarter, Maunz/Diirig, GG, Art. 5 Abs. 1, 2 Rn. 76; Grife, PinG 2019, 5 (8). LE. auch
aber einschriankend auf Titigkeiten, die ,,von auflen bedrohbar sind* Starck, in: v. Mangoldt/Klein/
ders., GG, Art. 5 Rn. 37; Schulze-Fielitz, in: Dreier, GG, Art. 5 Rn. 67; Schmidt-Jortzig, in: Isensee/
Kirchhof, HbStR VII, § 162 Fn. 35; Kloepfer, Verfassungsrecht II, § 61 Rn. 29, sieht es zumindest als
objektiv-rechtlichen Gehalt an.

741 Ahnlich Schmalenbach, NVwZ 2005, 1357; Schmidt-Jortzig, in: Isensee/Kirchhof, HbStR VII, § 162
Fn. 35.

742 Freilich gilt das auch fiir herkémmliche Medien, denen dhnliche Beeinflussungswirkungen zukom-
men. Dass sich Meinungsroboter hiervon aber unterscheiden, wurde bereits herausgearbeitet, 2. Teil,
C.VI. Und zudem ist die Legitimitit des Handelns keine Frage des Ubergriffs. Auch die Presse unter-
liegt etwa mit den Sorgfaltspflichten (etwa § 35 PresseG MV) oder dem Gegendarstellungsanspruch
(etwa § 10 PresseG MV) spezifischen Vorgaben, die bestimmten Risiken entgegenwirken sollen. In-
wieweit entsprechende regulative Absicherungen notwendig sind und wie intensiv diese sein miissen,
ist aber eine Frage der Abwiagung kollidierender Belange.

743 BVerfGE 7, 63 (69) — Listenwahl; 15, 165 (166) — Briefwahl; 47, 253 (282) — Bezirksvertretung; 66,
369 (380) — Wahlbeeinflussung durch Unternehmer; 124, 1 (24) — Nachwahl Dresden.

744 BVerfGE 44, 125 (139) — Offentlichkeitsarbeit der Bundesregierung; 66, 369 (380) — Wahlbeeinflus-
sung durch Unternebmer; 124, 1 (24) — Nachwahl Dresden.

745 Trute, in: v. Miinch/Kunig, GG, Art. 38 Rn. 43, der den Schutz durch einen funktionalen Zusammen-
hang mit der Wahl begrenzen will.

746 BVerfGE 66, 369 (380) — Wahlerbecinflussung durch Unternehmer.
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tenziibertragung hergeleitet, die den Schutzpflichten nicht unihnlich sei.” Inso-
weit ergibt sich kein klares Bild.

Zu bertcksichtigen ist aber einerseits, dass die Wahlpriifungsbeschwerde nicht
dem Schutz individueller Rechte dient, sondern die Integritidt der Wahlen bewah-
ren will.”*® In der oben genannten Entscheidung rekurriert das BVerfG zudem im
Wesentlichen auf die einfach-rechtliche Norm der Wahlernotigung (§ 108 StGB)
und damit nur mittelbar auf Art. 38 Abs. 1 S. 1 GG.” Und bei der Integrations-
verantwortung geht es auch nicht primar um die in Art. 38 Abs. 1 S. 1 geschiitz-
ten Wahlrechtsgrundsitze, sondern um den Schutz des Wesenskerns”? des demo-
kratischen Wahlrechts vor einer inhaltlichen Entleerung. Art.38 Abs.1 S.1 GG
ist notwendig, um ein justitiables, subjektives Recht zu begriinden;”! der inhaltli-
che Schwerpunkt der Verantwortung liegt aber eher beim Demokratieprinzip.’*?
Ebenso wenig steht der Charakter eines grundrechtsgleichen Rechts im Weg.
Denn zum einen sind Grundrechte und grundrechtsgleiche Rechte vergleichbar
ausgestaltet, insbesondere justiziable subjektive Rechte.”® Und mit Blick auf die
Wahlgrundsitze, insbesondere die Wahlfreiheit, gilt es zu beriicksichtigen, dass
anders als in den Fillen des Statusrechts (Art. 33 GG) oder der justiziellen Rechte
(Art. 101, 103, 104 GG)7** nicht allein aus der staatlichen Sphire Bedrohungen
resultieren. Gerade die Wahlfreiheit ist auch durch Private angreifbar, sodass

747 Siehe hierzu BVerfGE 142, 123 Rn. 166 — OMT-Programm; 151, 202 Rn. 142 — Europdische Ban-
kenunion; BVerfG, Urt. v. 05.05.2020 — 2 BvR 859/15 u.a., Rn. 114 — EZB Staatsanleibenkaufpro-
gramm. Diese Verantwortung verpflichtet die Verfassungsorgane, sich schiitzend und fordernd vor die
durch Art. 38 Abs. 1 S.2 i.V.m. Art. 20 Abs. 2 S. 1 GG geschiitzten Rechtspositionen des Einzelnen zu
stellen, wo dieser nicht selbst fiir ihre Integritit sorgen kann (...).“, so in BVerfGE 142, 123
Rn. 166 — OMT-Programm; 151, 202 Rn. 142 — Europdische Bankenunion.

748 BVerfGE 66, 369 (378) — Wiihlerbeeinflussung durch Unternebmer, m.w.N.

749 BVerfGE 66, 369 (380 ff.) — Wihlerbeeinflussung durch Unternebmer. Das ist insoweit konsequent,
als dass die Frage der Unzulissigkeit wegen der grundsitzlich gewollten Beeinflussung im Kommuni-
kationsprozess eine Abwigung zwischen kollidierenden Giitern voraussetzt, deren Ergebnis dann
letztlich § 108 StGB ist, hierzu in Ansitzen Miiller, in: v. Mangoldt/Klein/Starck, GG, Art.38
Rn. 140 f.

750 Schon in der Maastricht-Entscheidung, BVerfGE 89, 155, wird von den ,unverzichtbaren Mindest-
anforderungen® gesprochen, ebd., S. 172. Siehe hierzu aber auch die nachfolgenden Urteile BVerfGE
142, 123 Rn. 126 — OMT-Programm; 151, 202 Rn. 92 — Europdische Bankenunion; BVerfG, Urt. v.
05.05.2020 — 2 BvR 859/15 u.a., Rn. 104 — EZB Staatsanleibenkaufprogramm.

751 Vgl. hierzu die erste Entscheidung des BVerfG, E 89, 155 (171f.) — Maastricht; und dann nachfol-
gend BVerfGE 123, 267 (340ff.) — Lissabon; 129, 124 (167f.) — Euro-Rettungsschirm; 151, 202
Rn. 91f. — Europiiische Bankenunion; BVerfG, Urt. v. 05.05.2020 — 2 BvR 859/15 u.a., Rn. 98 ff. —
EZB Staatsanleibenkaufprogramm.

752 Bereits in BVerfGE 89, 155 (172) — Maastricht, wird hier der unverinderliche Kern des Art.20
Abs. 1, 2 i.V.m. Art. 79 Abs. 3 GG betont. Siehe hierzu auch die spiteren Entscheidungen BVerfGE
123,267 (341 ff.) — Lissabon; 129, 124 (177 f.) — Euro-Rettungsschirm; 142, 123 Rn. 127 ff. - OMT-
Programm; 151, 202 Rn. 115 ff. — Europdische Bankenunion.

753 Vgl. Dreier, in: ders., GG, Vorbem. Art. 1 GG Rn. 64, der sie als ,materielle Grundrechte bezeich-
net.

754 Der Begriff des Gerichts bzw. Richters erfasst hier nur staatliche Institutionen, was schon der Zusam-
menhang mit Art. 92 GG zeigt. Vgl. zu Art. 101 Abs. 1 GG Classen, in: v. Mangoldt/Klein/Starck,
GG, Art. 101 Rn. 11; zu Art. 103 GG Nolte/Aust, in: v. Mangoldt/Klein/Starck, GG, Art. 103 Rn. 16.
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auch hier die Notwendigkeit eines staatlichen Schutzes besteht.””> Und das
BVerfG hat nicht nur die Bedeutung der Grundsitze betont,”*® sondern auch den
Bezug zur Menschenwiirde.””” Wenn aber die Freiheit der Wahl ein so elementa-
rer verfassungsrechtlicher Wert ist, der auch durch Dritte beeintrichtigt werden
kann, wire es nur konsequent, dass sein Schutz auch Staatsaufgabe ist.”*
Hiervon zu trennen ist allerdings die Frage, ob die Anerkennung einer Schutz-
pflicht fiir die hier behandelte Fragestellung einen wesentlichen Mehrwert bietet.
Soweit nur der offene und plurale Kommunikationsprozess als Voraussetzung
einer freien Wahl Ankniipfungspunkt fur die Schutzverantwortung des Staates
ist, ist die Schutzverantwortung hier kongruent mit der fir die kommunikations-
grundrechtlichen Schutzgiiter. Art. 38 Abs.1 S.1 GG kommt also keine eigen-
standige, sondern nur eine verstirkende Wirkung zu. Anders als in Fillen der un-
mittelbaren Beeinflussung der Wahlentscheidung durch Notigungshandlungen
(vgl. § 108 StGB) besteht hier also kein originidrer Ansatz fur eine Schutzpflicht.

S. Fazit: Ubergriff auf die kommunikationsgrundrechtlichen Giiter

Meinungsroboter konnen auf allen Stufen des Kommunikationsprozesses rele-
vant werden und beriihren schon deshalb die hierfiir relevanten grundrechtlichen
Schutzgiiter. Das beginnt bei der Informationsvermittlung durch die Steigerung
gewisser Relevanzmerkmale und setzt sich fort bei der Stérung von Diskursen
und dem Verringern mehrheitskontriarer Auflerungen. Dadurch wird nicht zu-
letzt die kommunikative Chancengleichheit zulasten anderer Diskursteilnehmer
verzerrt und der individuelle Meinungsbildungsprozess beeinflusst. Auch wenn
es sich hierbei um interne Verarbeitungsprozesse der Nutzer handelt, werden
die fur eine Entscheidung mafsgeblichen Parameter extern erzeugt und so die
Aufmerksamkeit der Nutzer fiir bestimmte Inhalte erschlichen. Dadurch kann
letztlich auch der interne Meinungsbildungsprozess mittelbar beeinflusst werden.
Weil dieser Informations-, Meinungsbildungs- und MeinungsdufSerungsprozess

755 Wenn man, wie teilweise in der Literatur vertreten (s.o. Fn. 455) das Gewaltmonopol als Grundlage
der Schutzpflichten sieht gilt das also erst recht. Denn insoweit ist der Einzelne auf staatliche Hilfe
angewiesen, um sich bestimmten Beeinflussungen (etwa Notigungen) erwehren zu konnen.

756 Siehe nur BVerfGE 99, 1 (13) — Bayerische Kommunalwahlen.

757 Siehe hierzu etwa BVerfGE 123, 267 (341) — Lissabon.

758 Beildufig hat das etwa auch das BVerfG betont. So heifit es in BVerfGE 59, 119 (127) — Briefwabhl,
dass der Gesetzgeber ,auch kiinftig fiir eine bestmogliche Sicherung und Gewihrleistung der Wahl-
rechtsgrundsitze zu sorgen [habe].“ Er miisse getroffene Regelungen angesichts neuer Entwicklungen
iiberpriifen. ,, Treten dabei Miflbriuche zutage, die geeignet sein konnen, die Freiheit der Wahl [...]
mehr als unumginglich zu gefdhrden, so erwichst daraus die verfassungsrechtliche Pflicht, die ur-
spriingliche Regelung im Wege der Nachbesserung zu erginzen oder zu dndern.“ Und auch in der Li-
teratur werden Schutzpflichten zugunsten der Wahlgrundsitze des Art. 38 Abs. 1 S. 1 GG ohne nihe-
re Begriindung angenommen, so etwa Stern/Sachs/Dietlein, in: Stern, Staatsrecht IV/2, § 115 S. 196
mit Blick auf die Allgemeinheit der Wahl; zum Grundsatz der geheimen Wahl Klein, in: Maunz/
Diirig, GG, Art. 38 Rn. 110 und explizit zur Wahlfreiheit etwa Sachs, Grundrechte, § 33 Rn. 23.
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notwendige und wesentliche Voraussetzung fiir die freie Wahlentscheidung der
Nutzer ist, besteht auch ein wesentlicher Zusammenhang mit dem Grundsatz der
Freiheit der Wahl. Das fithrt zwar nicht per se zu einem Ubergriff in dieses
Schutzgut. Jedenfalls ist es aber als verstirkendes Element mit zu beriicksichti-
gen.

III. Fakultative Risikovorsorge oder obligatorische Gefahrenabwehr?

Auch wenn ein Ubergriff in grundrechtliche Schutzgiiter vorliegt, muss das nicht
zwingend zu einer staatlichen Verantwortung fiir Meinungsroboter fithren. Viel-
mehr hangt das mafigeblich davon ab, welches Aktivierungsniveau man fir eine
staatliche Schutzpflicht fiir erforderlich hilt. Bedeutung erlangt hier die Diskussi-
on um eine Gefahrenschwelle”’. Denn wie schon ausfiihrlicher aufgezeigt (1. Teil
C.1V), ist einerseits unklar, ob Meinungsroboter tiberhaupt in einem relevanten
Umfang aktiv sind und andererseits, welche genauen Auswirkungen von ihnen
tatsdchlich ausgehen. Wegen dieser Unsicherheiten bewegt man sich prima vista
im Bereich der Risikovorsorge, der oftmals allein der Prirogative des Gesetzge-
bers zugeschrieben wird.”

Was auf den ersten Blick simpel und plausibel erscheint, wird dadurch er-
schwert, dass die bereits aufgezeigte Produktformel aus Schadenshohe und Ein-
trittswahrscheinlichkeit die Gefahrenschwelle beweglich macht. Bei grofSeren zu
erwartenden Schaden fiir bedeutendere Rechtsgiiter ist eine deutlich geringere
Eintrittswahrscheinlichkeit ausreichend als bei geringerer Schadensintensitit. In-
soweit sind ,,Gefahren [...] Risiken ab einer bestimmten Grofle.“”®' Das fiihr-
te in der Judikatur des Bundesverfassungsgerichts dazu, dass hinsichtlich des
Lebensrechts schon ,theoretisch herleitbare Risiken* und damit eine ganz ent-
fernte Wahrscheinlichkeit ausreichte, um Schutzpflichten zu aktivieren.”®? Im ers-
ten Urteil zum Schwangerschaftsabbruch hatte das Gericht gar gemeint, dass
die Schutzpflicht umso ernster genommen werden misse, je hoher der Rang
des in Frage stehenden Rechts innerhalb der Wertordnung ist.”* Dies wurde
teils kritisch rezipiert, weil damit suggeriert werde, dass den unterschiedlichen

759 Hierzu oben, A.L1.

760 Zu diesem Gleichlauf von Risikovorsorge und gesetzgeberischer Prirogative hinsichtlich der Frage
des ,,Ob* einer Schutzgewihrung allgemein Murswiek, Die staatliche Verantwortung fiir die Risiken
der Technik, S. 144; Isensee, in: ders./Kirchhof, HbStR IX, § 191 Rn. 235. Vgl. auch Moritz, Schutz-
pflichten gegeniiber pflegebediirftigen Menschen, S.111; Dietlein, Die Lehre von den grundrechtli-
chen Schutzpflichten, S. 107. In diese Richtung im Kontext der Intermediirsregulierung hinsichtlich
einer Vielfaltssicherung etwa Cornils, AfP 2018, 377 (383) und Liesem, ZUM 2020, 377 (378 f.).

761 Krings, Grund und Grenzen staatlicher Schutzanspriiche, S. 228.

762 So etwa in BVerfG, NVwZ 2010, 702 Rn. 12 f. — CERN.

763 BVerfGE 39, 1 (42) — Schwangerschaftsabbruch 1. In BVerfGE 121, 317 (353) — Rauchverbot in
Gaststitten, wird u.a. auch mit dem ,hohen Gewicht* des Lebensrechts ,in der Wertordnung des
Grundgesetzes“ argumentiert.
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Rechtsgiitern ein unterschiedlicher Wert zukomme, dem Grundrechtskatalog also
eine Werthierarchie entnommen werden konne.”®* Um eine solche Wertordnung
dirfte es indes gar nicht gehen. Vielmehr wird damit beriicksichtigt, dass bei ge-
wissen (existenziellen) Schutzgiitern die Anforderungen wegen der damit einher-
gehenden Risiken geringer ausfallen miissen als bei anderen,’®® weil sich ihre Re-
stituitionsfdbigkeit unterscheidet.”® Denn die Frage, ob ein Zustand ex post be-
hebbar ist, hat unmittelbaren Einfluss auf die Frage, ob man Schutzmaf$nahmen
frither ergreifen muss, um nicht oder nur schwer korrigierbare Fehlentwicklun-
gen zu vermeiden.”®” Das erklart letztlich auch, warum beim Lebensgrundrecht
ein deutlich geringerer MafSstab angelegt wird.”®® Fiir die Produktformel sind al-
so drei wesentliche Faktoren entscheidend: die Bedeutung des Rechtsguts, die Be-
drohungs- bzw. Schadensintensitit und die Eintrittswahrscheinlichkeit. Eine ho-
here Bewertung potentieller Schiden und der Bedeutung des Rechtsguts rechtfer-
tigt also eine Verringerung des Wahrscheinlichkeitsgrades des Schadeneintritts.”®’

1. Bedeutung der betroffenen Grundrechtsgiiter

Anders als das Lebensrecht haben die betroffenen Kommunikationsfreiheiten
keine physisch-existenzielle Bedeutung.””? Wenn dort die Wahrscheinlichkeits-
anforderungen auf ein Minimum abgesenkt werden,””!
sequent.”’? Allerdings ist die MeinungsdufSerungsfreiheit firr die politisch-gesell-

ist das durchaus kon-

764 Zu diesem Problem etwa Ruffert, Vorrang der Verfassung und Eigenstindigkeit des Privatrechts,
S. 194; Dietlein, Die Lehre von den grundrechtlichen Schutzpflichten, S. 86.

765 In diese Richtung hinsichtlich des Lebensgrundrechts jedenfalls Hermes, Das Grundrecht auf Schutz
von Leben und Gesundheit, S.237. Vgl. hierzu eben auch BVerfGE 121, 317 (352f.) — Rauchverbot
in Gaststitten.

766 Vgl. Klein, NJW 1989, 1633 (1638).

767 Zwar nicht zur Schutzpflicht, allerdings mahnt das BVerfG dies in Entscheidungen zur Rundfunkfrei-
heit deutlich an. ,,Bei dieser Sachlage wiirde es dem verfassungsrechtlichen Gebot, die Freiheit des
Rundfunks zu gewihrleisten, nicht gerecht werden, wenn nur staatliche Eingriffe ausgeschlossen
wiirden und der Rundfunk dem freien Spiel der Krifte tiberlassen wiirde; dies um so weniger, als
einmal eingetretene Fehlentwicklungen — wenn iiberbaupt — nur bedingt und nur unter erheblichen
Schwierigkeiten riickgingig gemacht werden konnten. [Hervorh. d. Autors]“, BVerfGE 57, 295
(323) - 3. Rundfunkentscheidung. Ahnlich auch BVerfGE 73, 118 (160) — 4. Rundfunkentscheidung.

768 Ahnlich Murswiek, Die staatliche Verantwortung fiir die Risiken der Technik, S.179; Klein, NJW
1989, 1633 (1638).

769 Murswiek, Die staatliche Verantwortung fiir die Risiken der Technik, S.179 hat allerdings darauf
hingewiesen, dass sich hieraus allein eine grobe Richtschnur ergebe, weil der Verfassung ,,nur wenige
Kriterien fiir die Beurteilung des Schadenumfangs zur Verfiigung stellt“. Insbesondere immaterielle
Schiden kénnen nur schwer quantifiziert werden, ebd. S. 175.

770 ,Das menschliche Leben stellt, wie nicht ndher begriindet werden muf, innerhalb der grundgesetzli-
chen Ordnung einen Hochstwert dar; es ist die vitale Basis der Menschenwiirde und die Vorausset-
zung aller anderen Grundrechte.“, BVerfGE 39, 1 (42) — Schwangerschaftsabbruch I. Fiir die Schutz-
pflicht des ungeborenen Lebens hat das BVerfG gemeint: ,Ihre Erfiillung ist eine Grundbedingung
geordneten Zusammenlebens im Staat®, BVerfGE 88, 203 (252) — Schwangerschaftsabbruch I1.

771 Statt vieler und besonders instruktiv BVerfG NVwZ 2010, 702 Rn. 12 — CERN, wo bereits theore-
tisch herleitbare Gefahren ausreichend waren.

772 So i.E. jedenfalls Murswiek, Die staatliche Verantwortung fiir die Risiken der Technik, S. 179.
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schaftliche Sphire elementar; sie ist der Kern der Kommunikationsverfassung’”?
und von fundamentaler Bedeutung fir den ,Ausdruck der menschlichen Per-
sonlichkeit in der Gesellschaft [...]“”7*. Diese Bedeutung erschopft sich nicht
ausschlieflich in dieser subjektiv-rechtlichen Wirkung. Vielmehr sind auch die
gesellschaftlichen und demokratischen Zielsetzungen zu berticksichtigen.””> Denn
der Einzelne ist in ein Gesamtkonstrukt eines Meinungsbildungsprozesses und
einer diskursiven Offentlichkeit eingebettet. Individuelle Meinungsbildung und
-duferung ist Voraussetzung fiir die kollektive und umgekehrt.””¢ Deshalb kann
der Meinungsfreiheit auch eine demokratiefordernde, objektiv-rechtliche Funkti-
on nicht abgesprochen werden.””” Die Meinungsfreiheit ist ,,schlechthin konstitu-
ierend fiir die freiheitlich-demokratische Grundordnung“’”® und der daraus ent-

“779 einer

stehende Prozess der offentlichen Meinungsbildung das ,,Lebenselement
Demokratie.”®® Und dieser Diskurs wiederum ermoglicht es erst, seine Meinung
selbst weiterzubilden, zu tberpriifen und ihr sodann im Wahlakt Ausdruck zu
verleihen.”8!

Dem steht die Informations- und Meinungsbildungsfreiheit in nichts nach. Sie
hat eine wesentliche Funktion fiir den Meinungsbildungsprozess und damit fiir
die Demokratie.”® Informationen sind notwendige Bedingung der Meinungsbil-
dung nicht nur als Voraussetzung, um im Kommunikationsprozess partizipieren
und politisch verantwortungsvoll handeln zu konnen, sondern sie sind auch
fur die soziale Stellung entscheidend.”® Und ohne das Recht, Informationen
frei empfangen zu konnen, verlore auch die MeinungsdufSerungsfreiheit an Wirk-

773 Die amerikanische Verfassung macht es gerade vor, dass zur Gewihrleistung eines umfangreichen
Kommunikationsschutzes allein die Meinungsfreiheit (1 Amendment) ausreicht. Ahnliches gilt mit
Blick auf Art. 10 Abs. 1 S. 1, 2 EMRK oder fiir Art. 11 Abs. 1 EuGRC. Der EGMR bezeichnet sie als
wessential foundation of a democratic society“, EGMR, Urt. v. 07.12.1976 — 5493/72, Rz. 49 — Han-
dyside/Vereinigtes Kénigreich. Insoweit merkt Dorr, in: Merten/Papier, HBGR IV, § 103 Rn. 13, zu-
treffend an, dass es sich bei den einzelnen Kommunikationsgrundrechten ,lediglich um die Konkreti-
sierung eines einzigen Grundrechts handelt“ und die Meinungsfreiheit den Ausgangspunkt [bildet]“.

774 BVerfGE 7, 198 (208) — Liith. Zum Aspekt der Personlichkeitsentfaltung etwa auch BVerfGE 82,
272 (282) — Zwangsdemokrat StraufS, und Jestaedt, in: Merten/Papier, HbGR IV, § 102 Rn. 7.

775 Zu dieser doppelten Schutzrichtung schon BVerfGE 7, 198 (208) — Liith. Deutlicher etwa in BVerfGE
82, 272 (282) — Zwangsdemokrat StraufS. Siehe auch Schulze-Fielitz, in: Dreier, GG, Art. 5 Abs. 1-2
Rn. 40.

776  Jestaedt, in: Merten/Papier, HbGR 1V, § 102 Rn. 19 formuliert es anschaulich als ,,die Wechselbeziig-
lichkeit von individueller und 6ffentlicher Meinungsbildung, [...] die Notwendigkeit eines 6ffentli-
chen Kommunikationsprozesses als Stimulans, Katalysator und Resonanzboden individueller Mei-
nungsbildung und MeinungsdufSerung [...]“.

777 So schon BVerfGE 7, 198 (208) — Liith. Ausfiihrlicher zu dieser Funktion und ihrer (dogmatischen)
Bedeutung etwa Jestaedt, in: Merten/Papier, HbGR IV, § 102 Rn. 13 ff.

778 So die vom BVerfG seit BVerfGE 7, 198 (208) — Liith verwendete Formulierung.

779 So BVerfGE 7, 198 (208) — Liith.

780 Vgl. BVerfGE $, 85 (135) - KPD-Verbot; 7, 198 (208) — Liith; 20, 56 (98) — Parteifinanzierung I.

781 Bockenforde, in: Isensee/Kirchhof, HStR 1I, § 24 Rn. 68; dhnlich Holznagel, NordOR 2011, 205
(206).

782 BVerfGE 27, 71 (81) — Leipziger Volkszeitung.

783 BVerfGE 27, 71 (81) — Leipziger Volkszeitung.
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kraft.”®* Zudem sorgt eine plurale Informationsaufnahme fiir Toleranz und Ak-
zeptanz anderer Meinungen und fiithrt so zur Beseitigung von Vorurteilen.”?S Die
Informationsfreiheit erginzt somit die Meinungs- und Medienfreiheiten aus der
Empfingerperspektive.”® Ohne ihre Gewihrleistung wire der demokratische
Kommunikationsprozess unvollstandig.”®”

Die Relevanz der kommunikativen Freiheiten in ihrer Gesamtheit findet nicht
zuletzt auch ihren Ausdruck darin, dass Voraussetzung der freien Wahlausiibung
gerade der offene, plurale und freie Kommunikationsprozess ist.

2. Potentielles Schadensausmafl

Hinsichtlich des konkreten SchadensausmafSes ldsst sich schon auf die oben skiz-
zierten Wirkungszusammenhidnge verweisen. Auch hier wird es also nicht um
existentielle Bedrohungslagen gehen, wie in Fillen des Lebensrechts. Gleichwohl
sind verschiedene gewichtige Faktoren zu berticksichtigen, die den Meinungsro-
botern eine erhohte Relevanz zukommen lassen (konnen).

a. Allgemeine Bedeutung der Netzwerke als digitale Informations- und
Kommunikationsridume

Generell ist die Bedeutung der sozialen Netzwerke und die Netzwerkkommuni-
kation fiir die Meinungsduflerung und fur die Informationsaufnahme zu beriick-
sichtigen.”®® Die Bedeutung fiir die MeinungsdufSerung folgt dabei vor allem aus
der Reichweite, die in der analogen Welt keine Entsprechung findet. Inhalte
und Auflerung manifestieren sich, bleiben fiir alle sichtbar erhalten und abruf-
bar, sodass sie dauerhaft und iiber territoriale Grenzen hinweg wirken konnen.
Zudem kann unmittelbar auch mit gesellschaftlichen und politischen Akteuren
interagiert werden. Auch diese Interaktivitdt sucht man in der analogen Welt
vergebens. Dort ist man etwa auf die in den Medien zur Verfiigung gestellten
Leserbriefsparten angewiesen und damit auch von einem redaktionellen Filter
abhingig. Und allgemein sind AufSerungen in der analogen Welt fiir Personen,
denen gegeniiber sie nicht kundgegeben werden, in der Regel nicht wahrnehm-
bar. Diese Reichweite fithrt letztlich dazu, dass einer Auferungsmoglichkeit in

784 Dérr, in: Merten/Papier, HbGR 1V, § 103 Rn. 13. Stern, in: ders., Staatsrecht IV/1, § 108, S. 1387 be-
zeichnet sie deshalb zu Recht als ,,Zwillingsgrundrechte und Grabenwarter, in: Maunz/Diirig, GG,
Art. 5 Abs. 1 Rn. 985 als ,Komplementirstiick zur Meinungsfreiheit*.

785 BVerfGE 27, 71 (82) — Leipziger Volkszeitung.

786 BVerfGE 90, 27 (31) — Parabolantenne 1.

787 BVerfGE 90, 27 (31) — Parabolantenne I; vgl. BVerfGE 27, 71 (81) — Leipziger Volkszeitung.

788 Das betont auch Milker, InTeR 2017, 199 (203).
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sozialen Netzwerken eine deutlich hohere Bedeutung zukommt.”® Das gilt umso
mehr, je relevanter auch die Nutzung der Plattformen selbst wird.

Entsprechendes gilt auch mit Blick auf die Informationsvermittlung. Soziale
Netzwerke fungieren als Medienintermediire. Sie erleichtern den Zugriff auf
Informationen erheblich einerseits dadurch, dass in ihnen die verschiedenen me-
dialen Subangebote sowie politische und wirtschaftliche Informationen zusam-
menlaufen und durch die Intermediire selbst und nur nach den potentiellen
Interessen des Nutzers vorgefiltert werden und andererseits dadurch, dass der
Zugriff auf die Informationen barrierefrei und vor allem - jedenfalls aus Sicht
der Nutzer — ,kostenfrei“ moglich ist. Freilich ist dies dahingehend zu relativie-
ren, dass die sozialen Netzwerke keine Monopolstellung bei der Informations-
vermittlung innehaben, sondern abseits hiervon ein plurales Medienangebot zur
Verfugung steht, welches ebenso viele Informationen bereithdlt’”? und welches
aktuell jedenfalls noch deutlich umfangreicher genutzt wird.”! Allerdings wire
es trigerisch deshalb bereits jegliches Bedrohungspotential abzusprechen. Je nach
individuellem Nutzungs- und Medienkonsumverhalten variiert die Bedeutung der
Netzwerke und damit auch die potentielle Beeintrachtigung durch entsprechen-
de Manipulationen in ihnen. Besonders bedeutsam werden Manipulationen fiir
Nutzer, die tiberwiegend tiber soziale Netzwerke kommunizieren und Informatio-
nen aufnehmen,”? etwa weil sie den herkommlichen Medien weniger Vertrauen
entgegenbringen. Das wird — aktuell — zwar nur ein Bruchteil der Nutzer sein.
Aus demokratischer Sicht gibt es aber gerade keine zu vernachliassigende Grofse,
wenn es um die Partizipation am Meinungsbildungsprozess geht.

<

b. MeinungsdufSerungsfreibeit

Zwar wird die Auflerungsmoglichkeit anders als bei Kontensperren nicht generell
genommen. Von der Intensitit her kann das aber eine vergleichbare Ausschluss-

789 Diese zentrale Bedeutung wird auch andernorts betont, etwa wenn es um die Frage der Zulissigkeit
von AufSerungen und damit um Fragen der mittelbaren Drittwirkung geht. Das OLG Dresden, ZUM-
RD 2019, 2 (6), und Urt. v. 16.06.2020 — 4 U 2890/19 = GRUR-RS 2020, 12291 Rn. 18 spricht von
einer ,,Quasi-Monopolstellung“. Das OLG Miinchen, ZUM 2019, 269 (270) spricht hier von einem
,,offentlichen Marktplatz“; ebenso LG Bamberg, MMR 2019, 56 Rn. 51. Das OLG Niirnberg, Urt.
v. 04.08.2020 — 3 U 3641/19 = GRUR-RS 2020, 23456 Rn. 72 betont hingegen nur die ,,Bedeutung
des [...] betriebenen Netzwerkes [...], die ihm aufgrund seiner erheblichen Reichweite zukommt*.
und andernorts wird vor allem die marktbeherrschende Stellung betont und daraus eine starke mittel-
bare Bindung an die Meinungsfreiheit angenommen, so etwa OLG Hamm, Beschl. v. 15.09.2020 -
29 U 6/20 = GRUR-RS 2020, 25382 Rn. 109.

790 Hierauf ebenfalls hinweisend Milker, ZUM 2017, 216 (220). Allgemein zur Bedeutung des Konsum-
verhaltens im Kontext der Filterblasendiskussion etwa Schweiger, Der (des)informierte Biirger, S. 91 f.

791 Siehe hierzu Reuters Institute, Digital News Report 2020, S. 70.

792 Nach dem Reuters Institute, Digital News Report 2020, S. 11, haben etwa 39 % der Befragten zu Be-
ginn der Corona-Krise (auch) soziale Medien als Nachrichtenquelle verwendet. Und 2019 haben ins-
gesamt 10 % soziale Medien als Hauptnachrichtenquelle angegeben, hierzu Hélig/Hasebrink, Reu-
ters Institute Digital News Report 2019 — Ergebnisse fiir Deutschland, S. 21.
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wirkung vor allem dann haben, wenn der Ort der Diskussion zentral war. Inso-
weit kommt es allein und entscheidend auf die qualitative Wirkung an. Hierbei
ist auch zu berticksichtigen, dass etwaige zensierende Effekte durch Mehrheiten
tendenziell starker in den Netzwerken sein konnen als in der realen Welt, was
vor allem auch daran liegt, dass potentielle Folgen nicht tiberschaut und ihnen
vor allem nur begrenzt begegnet werden kann.” Welche tatsichlichen Auswir-
kungen dies hat, ist einzelfallabhingig und kann nicht pauschal beantwortet wer-
den. Dass hier ein strafrechtlich relevantes Niveau noch nicht erreicht ist, weil
keine taugliche Notigungshandlung oder keine relevante Ausiibung von Druck
vorliegt,”* ist jedenfalls unbeachtlich. Strafrechtliche Maf$nahmen sind die #/zi-
ma ratio”’ und insoweit nicht maflgeblich fur die Bewertung des Schadensaus-
mafes.””®
Nicht zu verkennen ist aber, dass i.E. auch mithilfe der Meinungsroboter dieselbe
faktische Wirkung hergestellt werden kann wie durch die strafrechtlich ponali-
sierten Notigungshandlungen.

Insofern mag das allein auf Rechtsfolgenseite Beriicksichtigung finden.

¢. Kommunikative Chancengleichheit

In der Debatte um ,Netzneutralitit® wird gerade wegen des Einflusses auf die
Chancengleichheit eine staatliche Regulierung fir notwendig gehalten.”” Das gilt
nicht zuletzt auch mit Blick auf die Wirkung der Algorithmen von Intermedia-
ren.””® Wenn aber nicht vom Algorithmus die unmittelbare Gefahr eines diskri-
minierenden Einflusses auf die Chancengleichheit ausgeht, sondern die Manipu-
lation u.a. von statistischen Daten mafSgeblich fir eine privilegierte Weitergabe
von Informationen ist, wire es nicht plausibel, dies hier fiir unbeachtlich zu
halten. Denn objektiv betrachtet ist es gleichgtltig, ob der Algorithmus und da-

793 Vgl. Cornils, AfP 2018, 377 (380 ff.) und Ingold, MMR 2020, 82 (84), die bestehende Ungewisshei-
ten im Umgang mit potentiellen Gefahren der Online-Kommunikation aufzeigen.

794 Zu den wahlrechtsspezifischen Delikten, auch zur Wahlernotigung, siehe etwa v. Ungern-Sternberg,
in: Unger/dies., Demokratie und kiinstliche Intelligenz, S.3 (15f.). Ausfiihrlicher hierzu noch unten,
3. Teil, C.L4.a.

795 Vgl. BVerfGE 39, 1 (45) — Schwangerschaftsabbruch 1. Ausfithrlicher zu einem ultima-ratio-Prinzip
Jabn/Brodowski, ZStW 129 (2017), 363 (366 ff.).

796 Vgl. Schulze-Fielitz, in: Dreier, GG, Art. 5 Abs. 1 Rn. 222.

797 Mit Blick auf die Neutralitit der Intermediire selbst siche etwa Bund-Linder-Kommission, Bericht
zur Medienkonvergenz, S.32f.; zu Suchmaschinen siche etwa Dérr/Natt, ZUM 2014, 829 (843).
Umfassend zum Aspekt der Netzneutralitit Bortnikov, Netzneutralitit und Bedingungen kommuni-
kativer Selbstbestimmung. Das eigentliche Problem der Netzneutralitit der Access-Provider war ur-
spriinglich sogar in § 41 a TKG durch Verordnungsermichtigung der Bundesregierung geregelt, was
sich jetzt in Art. 3 der VO 2015/2120, ABI. 2015 L 310/1 wiederfindet.

798 Jedenfalls kritisch mit Blick auf Aspekte der Netzneutralitit BVerfGE 149, 222 Rn. 79 — Rundfunk-
beitrag; die Regulierungsbediirftigkeit vor diesem Hintergrund zeigt auch Heilmann, MMR 2020,
162 (163) auf, wobei sie — zutreffend — betont, dass anders als in der Telekommunikationsdebatte
wegen der Funktion der Suchmaschinen keine absolute Neutralitit moglich ist. So auch und kritisch
zur Parallele der Netzneutralitit Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 197 f.
Deshalb spricht er eher von Suchmaschinenneutralitat, S. 198 ff.
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mit das Bewertungsverfahren von Inhalten und ihren Metadaten eine priorisierte
Weitergabe verursacht,oder ob diese aufgrund manipulierter, fir die Bewertung
relevanter (Meta-)Daten”” selbst erfolgt. In beiden Fillen ist das Resultat dhn-
lich: ein verzerrtes Bild aus dem eigenen Netzwerk. Kern der Neutralitatsdebatte
ist aber gerade, dass eine technisch bedingte Priorisierung bzw. Benachteiligung
verhindert werden soll.

d. Informations- und Meinungsbildungsfreibeit

Insbesondere fiir die oben bereits angesprochenen Nutzer, die iberwiegend tiber
soziale Netzwerke kommunizieren und Informationen aufnehmen,’ etwa weil
sie den herkommlichen Medien weniger Vertrauen entgegenbringen, konnen
Meinungsroboter bedeutsam werden. Das wird — aktuell — zwar nur ein Bruchteil
der Nutzer sein. Aus demokratischer Sicht gibt es aber gerade keine zu vernach-
lassigende GrofSe, wenn es um die Partizipation am Meinungsbildungsprozess
geht. Besonders mit Blick auf diese Nutzergruppe haben Meinungsroboter aber
dann auch eine wesentlich grofiere Bedeutung. Dies resultiert einerseits aus
einer potentiell schon bestehenden Informationsdisbalance infolge personalisier-
ter, algorithmischer Informationsweitergabe und homogeneren Teilnetzwerken.
Meinungsroboter mit einem entsprechenden Nutzerprofil konnen also gezielten
Einfluss auf die Informationsweitergabe an ,,Gleichgesinnte“ haben.®’! Entschei-
dend wird hierbei freilich auch das individuelle Nutzerverhalten.®> Denn der
Einfluss wird potentiell dadurch grofSer, dass entsprechende Profile eine direkte
Verbindung miteinander eingehen. Gerade im Bereich der hier angesprochenen
Nutzergruppe besteht aber die Gewohnheit einer deutlicheren sozialen Isolation
im Vergleich zu anderen Nutzergruppen.®® Gelingt es Meinungsrobotern also in
diese Kreise zu gelangen und ,,social capital“8** aufzubauen, dann wird auch der
Einfluss grofSer sein.$%

799 Gemeint sind hiermit etwa die Relevanz des Inhalts fiir Nutzergemeinschaft und statistische Daten
wie Likes, Reaktionen oder Anzahl der Kommentar etc., also solche Informationen, die fiir die
Bewertung des Inhalts relevant werden.

800 Griife, PinG 2019, 5 (9) sieht im Kontext des sog. Microtargetings ebenfalls, dass diese Nutzergruppe
,eines stirkeren Schutzes* bedarf.

801 Strategisch zielt das in gewisser Weise auf ein Microtargeting ab, indem unterschiedlichen Nutzer-
gruppen unterschiedliche Informationen angezeigt werden, um zielgruppenorientiert bestimmte Wir-
kungen etwa von Wahlwerbung o0.d. zu erzeugen. Siehe ausfiihrlicher zum Microtargeting Klaas,
MMR 2019, 84 (89) und Kiinast, ZRP 2019, 62 (63).

802 Hierzu illustrativ Thieltges/Hegelich, ZfP 64 (2017), 493 (504 ff.).

803 Allgemein zur Tendenz der homophilen Kommunikationsnetzwerke etwa Schweiger, Der (des)infor-
mierte Biirger, S.89f. Mit Blick auf die Netzwerkstruktur von Impfgegnern siehe etwa Yuan/
Schuchard/Crooks, Social Media + Society 2019, 1 (6, 8, 9).

804 Zu diesem etwa Coleman, Journal of Media Ethics Vol. 33 (2018), 120 (123).

805 Zu diesem Social Capital als Wirkungsvoraussetzung etwa Murthy u.a., IJoC 10 (2016), 4952 ff.
Siehe zum Einfluss in diesen geschlossenen Netzwerken auch Hagen u.a., Social Science Computer
Review, 1 (13 ff.) mit Blick auf politisch rechte Netzwerke.

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

A. Schutzpflichten im Verbiltnis (Bot-) Verwender-Staat-Nutzer 147

Spezifische Probleme nicht nur in Bezug auf diese Nutzergruppen ergeben
sich dann, wenn ,alternative Fakten“ verbreitet und deren Glaubwiirdigkeit
durch entsprechende Interaktionen suggeriert wird. Diverse Erfolgsgeschichten
von Falschinformationen zeigen, dass diese nicht allein in einem kleinen Kreis
Gehor finden, sondern ihnen eine groflere Breitenwirkung zukommt.?%¢ Zwar
sind desinformative Inhalte kein neues Phinomen der virtuellen Welt. Allerdings
verstiarken soziale Netzwerke die nachteiligen Wirkungen erheblich,*” was nicht
nur an der Geschwindigkeit der Kommunikation liegt. Dass es sich hierbei um
von der Mehrheit abweichende Fakten handelt, ist dabei nicht entscheidend,
sondern ihr fehlender sachlicher Kern. Das gilt nicht nur deshalb, weil durch
sie Verwirrung gestiftet’®® oder ein Klima der Verunsicherung geschaffen wer-
den kann, indem unklar wird, welche Informationen richtig und welche falsch
sind.®®” Diese Verunsicherung mag zu Zweifeln an einer Mehrheitsmeinung oder
rational-faktenbasierten Informationen fiithren, was wiederum Einfluss auf die
weitere Informationsaufnahme und -verarbeitung haben kann.$!® Wenn aufgrund
unzutreffender Informationen eine Meinung gebildet wird, entfernt man sich von
einer sachlichen Diskussion und damit vom Lebenselement der Demokratie.’!!
Eine kritische Uberpriifung der eigenen, auf Grundlage ganz anderer Informa-
tionen gebildeten Meinung ist so deutlich schwieriger. Geférdert wird dadurch
vor allem die Entstehung von extremen, regierungs- oder staatsfeindlichen Posi-
tionen, die teils auch verschworungstheoretischen Charakter haben,®'? was nicht
minder problematisch ist. Solche Informationen kursierten zwar schon in der
analogen Welt®'® und konnen auch in der virtuellen Welt erfolgreich ohne Zutun
von Meinungsrobotern verbreitet werden. Meinungsroboter helfen aber gerade,
diese Informationen fiir einen grofseren Kreis der Nutzer sichtbar zu machen

806 Und zwar auch bei Nutzern, die weniger stark die sozialen Medien nutzen, vgl. hierzu Vosoughi/Roy/
Aral, Science Vol. 359 (2018), 1146 (1149).

807 wvon der Weth/Vachery/Kankanhalli, in: Proceedings of the International Conference on Multimedia
& Expo Workshops (ICMEW), S. 1.

808 Hierzu etwa Coleman, Journal of Media Ethics Vol. 33 (2018), 120 (126).

809 Hegelich, Die Politische Meinung, Nr. 543 (2017), 32 (36).

810 Hegelich, ebd.

811 Das ist letztlich auch die wesentliche Ratio, die sich hinter dem vom BVerfG vertretenen Ausschluss
bewusst unwahrer Tatsachenbehauptungen vom Schutz des Art.5 Abs.1 S.1 GG verbirgt, vgl.
BVerfGE 12, 113 (130) — Schmid-Spiegel; 54, 208 (219) — B,

812 Neben der Reichsbiirgerbewegung, die die Existenz der Bundesrepublik anzweifeln, zihlt hierzu u.a.
auch die Leugnung des menschengemachten Klimawandels, zahlreiche Verschworungstheorien hin-
sichtlich der Covid-19 Pandemie, insbesondere dass der Staat versuche, individuelle Freiheiten massiv
und dauerhaft zu beschrinken. In der Studie von Hagen u.a., Social Science Computer Review, 1 ff.
konnte etwa nachgewiesen werden, dass (wahrscheinlich) automatisierte Nutzerprofile vorwiegend
dem rechten Spektrum zugeordnet werden konnten (S.10). Zu einer Verbreitung ,,various alt-right
narratives [...] which are pushing divisive political ideology” wihrend der Covid-19-Pandemie
kommt auch Ferrara, First Monday Vol. 25 (2020) Nr. 6.

813  Hill, DOV 2020, 205 (209 f.); Appel/Doser, in: Appel, Die Psychologie des Postfaktischen, S. 9 (11f.)
mit einigen Beispielen. Hierauf ebenfalls, wenn auch in einem anderen Zusammenhang, hinweisend
Pfengler, GreifRecht 2020, 1 (10).
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und mit ihrer Hilfe weiterzuverbreiten.®'* Insoweit bleibt dann der betroffene
Nutzerkreis gerade nicht auf eine Minderheit beschriankt. Das gilt umso mehr,
wenn man die zunehmende Bedeutung sozialer Netzwerke in den vergangenen
Jahren berticksichtigt. Mit zunehmender Nutzung und Verweildauer steigt auch
die Wahrscheinlichkeit, in Kontakt mit entsprechenden Manipulationen zu kom-
men.?” Und letztlich ist auch allgemein im Blick zu behalten, dass qualitatssi-
chernde Vorfilter wie in herkommlichen Massenmedien online nicht in demsel-
ben Umfang existieren, weshalb der Nutzer die Bewertung und Trennung von re-
levanten Inhalten selbst iibernehmen muss, dabei aber besonders anfillig fir Ver-
zerrungen und Manipulationen ist.®'® Ein blofler Verweis auf das Bestehen alter-
nativer, qualitdtssichernder Informationsmoglichkeiten greift deshalb insgesamt
zu kurz, um das Gefahrenpotential zu negieren.®'”

e. Wechselseitige Verstarkungen der Effekte und das iibergeordnete Schutzgut
der Kommunikation

Nicht aus dem Blick zu verlieren ist bei der Diskussion auch, dass die Teilfreihei-
ten des Art. 5 Abs.1 S.1 GG in einem grofleren Zusammenhang zu betrachten
sind. Sie sichern mit den subjektiven Gewihrleistungen auch den objektiven
Kommunikationsprozesses als solchen ab.?'$ Insoweit sind die Teilfreiheiten und
die beeintrachtigenden Auswirkungen nicht nur isoliert, sondern eben auch in
ihrer kumulierten Wirkungsweise zu betrachten. Kumuliert wirken die Mei-
nungsroboter aber aus Sicht des Kommunikationsprozesses an den entscheiden-
den Stellen. Nicht nur die Weitergabe der Informationen, sondern gerade auch
die diskursive Begegnung der Nutzer wird beeintrichtigt.8'? Die diskursive Of-
fentlichkeit ist aber — unabhingig davon, dass soziale Netzwerke eher verschiede-

814 Zum Zusammenhang zwischen Falschinformationen bzw. ,low-credibility-information® und dem
Einsatz von Meinungsrobotern vgl. etwa Yang/Torres-Lugo/Menczer, Prevalence of Low-Credibility
Information on Twitter During the COVID-19 Outbreak, 2020, S. 2 f. und Gallotti u.a., Nature Hu-
man Behaviour 2020, im Kontext der Covid-19-Pandemie. Hill, DOV 2020, 205 (210) spricht von
einer ,,neuen Dimension®, die Fake News auch durch den Einsatz von Bots angenommen habe.

815 Wohl auch deshalb mahnen Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstli-
che Intelligenz, S. 85 (96) zu einer ,,vorausschauenden Regulierung“ mit Blick auf die Meinungsviel-
falt in sozialen Netzwerken.

816 Allgemeiner zu diesen Verzerrungen bereits ausfiihrlich oben, 2. Teil, B.IIL.3.b. Das BVerfG sagt das
zwar nicht ausdriicklich, allerdings leitet es auch dadurch die noch immer bedeutende Rolle des 6f-
fentlich-rechtlichen Rundfunks in einer verinderten Medienwelt her, BVerfGE 149, 222 Rn. 80 —
Rundfunkbeitrag.

817 In diese Richtung ebenfalls und von Bedrohung sprechend Kaiser/Reiling, in: Unger/v. Ungern-Stern-
berg, Demokratie und kiinstliche Intelligenz, S. 85 (96). Mit Blick auf die Bedrohungsszenarien der
Fragmentierung durch Intermediire dhnlich Brinkmann, UFITA 2019, 364 (370f.).

818 Vgl. zu diesem Zusammenhang von Informationsfreiheit, Meinungsfreiheit und Meinungsbildungs-
prozess statt vieler BVerfGE 74, 297 (323) — 5. Rundfunkentscheidung.

819 Dies stellt fiir Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, S. 85 (95) aber im Kontext der Filterbla-
senproblematik eine (besondere) Gefahr dar.
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ne Teiloffentlichkeiten als eine gesamte Offentlichkeit aufweisen 52 entscheiden-
de Voraussetzung des Kommunikationsprozesses. Das setzt nicht nur voraus,
dass Raume der Begegnung bestehen, sondern dass gerade alle Meinungen und
Informationen in gleichberechtigter Weise Zugang zu ihnen erhalten konnen.®!
Meinungsroboter versuchen aber insbesondere dies zu verhindern.

Berticksichtigt man also auch die kumulierten (Wechsel-)Wirkungen, bedeutet
das in den Kategorien der Schutzpflichtendogmatik gesprochen, dass das potenti-
elle Schadensausmafd damit steigt. Im Falle der Meinungsroboter wird das u.a.
dort besonders deutlich, wo unliebsame Meinungen unterdriickt und zeitgleich
fehlerhafte Informationen verbreitet werden. Potentiell kritische Stimmen werden
gar nicht laut oder zumindest nicht mehr im gleichen Umfang wahrgenommen,
wohingegen abweichende Fakten zur wesentlichen Grundlage der Diskussion
werden konnen. In Abhingigkeit vom Thema, dem Nutzerkreis und anderen si-
tuationsspezifischen Faktoren kann das unterschiedliche und nicht abschliefSend
abschitzbare Auswirkungen haben: Besonders in empfinglichen Nutzerkreisen
kann das zu einem noch grofleren Vertrauensverlust in die herkommlichen Medi-
en, die Politik, das Staatswesen und dadurch zu einer anhaltenden und weiteren
Radikalisierung fithren. Und auch die notwendige Begegnung unterschiedlicher
Meinungen zur Findung der Wahrheit durch den kommunikativen Prozess wird
so, wenn auch u.U. nur marginal, verhindert.®?? Das gilt umso mehr dann, wenn
desinformative Inhalte verbreitet werden, eine Begegnung also schon aufgrund
ganz unterschiedlicher Tatsachen erfolgt.®?® Eine gemeinsame Losung oder einen
Kompromiss zu finden, ist so unter erheblich erschwerten Bedingungen und nur
begrenzt moglich.?** In der ohnehin gespaltenen Internetoffentlichkeit, in der
schon jetzt aggressive und politisch polare Kommunikation zu beobachten ist,*
kann das zusitzlich den Spaltungsprozess und die Entgrenzung der Netzwerkof-

820 Vgl. hierzu nur Brinkmann, UFITA 2019, 364 (375 f.); Grife, PinG 2019, 5 (6); Vesting, in: Unger/v.
Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 33 (45).

821 Zur Offenheit als zentrale Voraussetzung der ,,Offentlichkeit* sieche bereits oben, 1. Teil, B.I.

822 Vgl. Keller/Klinger, Political Communication Vol. 36 (2019), 171 (174).

823 Ahnlich, allerdings im Kontext der Filterblasen und Echokammern, Kaiser/Reiling, in: Unger/v. Un-
gern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (95f.).

824 Keller/Klinger, Political Communication Vol. 36 (2019), 171 (174). Vgl. hierzu Schaal, in: Bedford-
Strohm/Hohne/Zeyher-Quattlender, Digitaler Strukturwandel der Offentlichkeit, S. 121 (127): ,, Twit-
terbots [...] sind nicht darauf programmiert, dem zwanglosen Zwang des besseren Arguments zu fol-
gen — das Gegenteil ist der Fall [...]. Da sie im Gegensatz zu Menschen in Kommunikationen frustra-
tionstolerant sind, besteht die Gefahr, dass die Ergebnisse deliberativer Prozesse in der demokrati-
schen Offentlichkeit in Zukunft eine systematische Schlagseite zugunsten von Twitterbots besitzen
werden. Durch die Verzerrung der informationellen Basis des Prozesses der Priferenzgenese kann das
deliberative Ideal demokratischer Politik insgesamt untergraben werden, da die Ergebnisse deliberati-
ver Verfahren nicht mehr die Vermutung héherer Rationalitit fiir sich beanspruchen kénnen. Vor
diesem Hintergrund steht die normative Integritit 6ffentlicher Diskurse unter Vorbehalt und die Idee
der risonierenden Offentlichkeit wird selbst in Frage gestellt.“ Und erginzend, a.a.O., S. 128 f.

825 Brinkmann, UFITA 2019, 364 (368 £.).
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fentlichkeit befliigeln.®?¢ Zu beriicksichtigen ist zudem, dass die Wirkungen we-
der auf den Einzelnen noch auf die Online-Umgebung allein beschrinkt bleiben.
Wegen der Orientierungsfunktion digitaler Offentlichkeiten und des digitalen
Meinungsklimas fiir die Kommunikation in der analogen Welt®?” konnen die
Wirkungen weiterreichen.$?8

f. Zwischenfazit

Deshalb ist weder eine pauschale Verharmlosung noch eine mafllose Ubertrei-
bung angezeigt.’” Quintessenz bleibt vielmehr, dass die tatsdchlichen Auswirkun-
gen der Meinungsroboter gerade die Grundsatze des von Art.5 Abs.1 S.1 GG
geschiitzten offenen und gleichberechtigten Kommunikationsprozess beriithren
und mit der interaktiven und auf der Nutzergemeinschaft beruhenden Kommuni-
kationsstruktur der sozialen Netzwerke jedenfalls die Grundlage fiir einen erfolg-
reichen Einfluss der Meinungsroboter gelegt ist. Den Meinungsrobotern wohnt
damit jedenfalls ein nicht unerhebliches Schadenspotential®*® inne, das mit Blick
auf die kommunikative Chancengleichheit und die Informationsweitergabe ten-
denziell vergleichbar mit Aspekten der Netzneutralitit sein kann. Und aus Sicht
der Meinungsidufserungsfreiheit ergibt sich im Ergebnis kein Unterschied zu den
bereits strafrechtlich normierten Verboten der Willensbeeinflussung. Alles in al-
lem spricht also vieles fiir ein erhohtes potentielles SchadensausmafS, dem zwar
nicht — wie schon mehrfach betont — Allgemeingiiltigkeit zukommen kann, son-
dern das letztlich vielmehr von den konkret-individuellen Umstanden abhingig

826 Vgl. Steinmaurer, in: Litschka/Krainer, Der Mensch im digitalen Zeitalter, S. 31 (36) der von einer
Erosion und Vergiftung 6ffentlicher Diskursqualititen spricht.

827 Vgl. Thieltges/Hegelich, ZfP 64 (2017), 493 (507 f.). MafSgeblich ist insoweit auch die von den Netz-
werkthemen und Diskussionen ausgehende Agenda-Setting-Funktion. Daneben werden Sie aber etwa
auch fiir statistische Erhebungen oder sonstige Analysen relevant, hierzu Muble/Ackland/Grabam,
ZParl 2018, 618 (638). Schaal, in: Bedford-Strohm/Hohne/Zeyher-Quattlender, Digitaler Struktur-
wandel der Offentlichkeit, S. 121 (128) bezeichnet die 6ffentliche Meinung als Seismograph und zeigt
gleichzeitig auch die Probleme auf, die dadurch entstehen, ebd., S. 127f.

828 Zu der Moglichkeit dieses Einflusses etwa Oberer/Erkollar/Stein, in: Stumpf, Digitalisierung und
Kommunikation, S.311 (316) und Muble/Ackland/Graham, ZParl 2018, 618 (638). Dankert, in:
Hoffmann-Riem, Big Data, S. 157 (164) bezeichnet das als die ,,schwerwiegendere Gefahr“. In diese
Richtung auch Weber, Roboterjournalismus, ChatBots und Co, S. 86.

829 Kriiper, in: Unger/v. Ungern-Sternberg, Demokratie und kunstliche Intelligenz, S. 67 (69) spricht hier
von einer doppelten Gefahr: ,Weder darf sie sich zum Diener von Horrorszenarien einer Tyrannin
der Algorithmen machen, noch sollte sie sich in digitalpolitischer Ignoranz iiben.“ Und mit Blick auf
das Filterblasennarrativ betonen Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und
kiinstliche Intelligenz, S. 85 (90) die Notwendigkeit einer , differenzierte[n] Bewertung, die weder in
ein ,Filterblasen-Lamento® verfillt, noch die Gefahr einer Filterblase [...] kleinzureden versucht.*
Diese beiden Extrema zeigt auch Hegelich, Die Politische Meinung, Nr. 543 (2017), 32 auf. Ebenfalls
vor (politischen) Fehlschliissen im Kontext digitalisierter Offentlichkeiten warnend Drerup, in: Bin-
der/ders., Demokratieerziehung und Bildung digitaler Offentlichkeiten, S.29 (37).

830 Steinmaurer, in: Litschka/Krainer, Der Mensch im digitalen Zeitalter, S. 31 (36) spricht mit Blick auf
Fake News und Social Bots von einem hohen Gefihrdungspotential.
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wiare.?! Letzteres ist aber fiir die Frage einer Schutzpflicht des Staates insgesamt
unbedeutend.?%

3. Die Eintrittswabrscheinlichkeit — empirische Unsicherhbeiten und
Rationalititsanforderungen an die Schutzpflicht

Entscheidend fiir die verfassungsrechtliche Betrachtung werden die bereits aufge-
zeigten Unsicherheiten im Umgang mit Meinungsrobotern. Denn wenn nicht hin-
reichend klar ist, ob erstens Meinungsroboter iiberhaupt in einem bedeutenden
Umfang aktiv sind und zweitens, welche genauen Auswirkungen sie haben, dann
ist der Eintritt der aufgezeigten Schiaden nicht hinreichend belegbar.®®* Prima
facie wirde das also zu einer eher geringen Eintrittswahrscheinlichkeit fithren.
Das muss vor dem Hintergrund der Je-desto-Formel zwar nicht Schutzpflichten
ausschliefen. Es verlangt aber einen hoheren Begriindungsaufwand. Betrachtet
man vor diesem Hintergrund die rundfunkrechtlichen Pramissen, die das BVerfG
dem Regelungsauftrag des Gesetzgebers zugrunde legt, so fillt insbesondere ei-
nes in diesem Zusammenhang auf: Das Gericht betont stets den notwendigen,
praventiven Charakter der ,,Handlungspflicht“:®3* Erst einmal eingetretene Fehl-
entwicklungen im Kommunikations- und Meinungsbildungsprozess lassen sich —
wenn iiberhaupt — nur sehr schwer riickgiangig machen.®3’ Anders gewendet wird
die Eintrittswahrscheinlichkeit von Schiaden im Bereich des Kommunikationspro-
zesses regelmifSig nicht hinreichend abschitzbar sein, was aber einer priventiven
Regelungspflicht nicht entgegensteht. Abzuwarten, bis eine Schadigung eintritt
oder sich konkret abzeichnet, kann mit ganz erheblichen Nachteilen verbunden
sein, weshalb bereits eine ,abstrakt-generelle Gefahr“®3¢ der Beeintrichtigung
ausreicht.37

831 Zu diesen Faktoren siehe bereits oben, 2. Teil, C.V.

832 Immerhin geht es hier um die Frage einer Schutzpflicht, der durch abstrakt-generelle Regelung und
damit anders als im Polizeirecht nicht durch Verfiigung im konkreten Einzelfall begegnet werden soll.

833 Zu den Schwierigkeiten der Konkretisierung einer Eintrittswahrscheinlichkeit siehe auch Thieltges/
Hegelich, ZfP 64 (2017), 493 (509).

834 In diese Richtung etwa Heitdke, Meinungsbildung und Medienintermediirsregulierung, S. 209 ff., der
aber auch nur von einer Obliegenheit ausgeht.

835 Darauf stets hinweisend das BVerfG, E 57, 295 (323) - 3. Rundfunkentscheidung; 73, 118 (160) — 4.
Rundfunkentscheidung; 119, 181 (217) — Rundfunkfinanzierungsstaatsvertrag. So auch in der gene-
rellen Diskussion um eine Intermediirsregulierung und unter Bezugnahme auf diese Rechtsprechung
etwa Bund-Linder-Kommission, Bericht zur Medienkonvergenz, 2016, S. 32. In diese Richtung auch
Brinkmann, UFITA 2019, 364 (377); Febling/Leymann, AfP 2020, 110 Rn.41 und Paal, MMR
2018, 567 (568).

836 Vgl. Heidtke, Meinungsbildung und Medienintermediire, S. 210; Dérr/Natt, ZUM 2014, 829 (841).

837 Mit Blick auf soziale Netzwerke Febling/Leymann, AfP 2020, 110 Rn. 41. Mit Blick auf Suchmaschi-
nen Dérr/Natt, ZUM 2014, 829 (841). Vgl. auch zu einem eher priventiv-vorsorgenden Ansatz, al-
lerdings mit Blick auf Nanotechnologie, Softwareentwicklungen und Algorithmen, Martini, BlackBox
Algorithmus, S. 121. Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 141 f. meint sogar,
dass wegen der Funktion der ,dienenden Rundfunkfreiheit“ eine stindige Gefahrenlage bestehe. In-
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Eine Ubertragung dieses ,, Vorsorgegedankens“ auf die neuen digitalen Proble-
me wird allerdings durchaus kritisch bewertet. So meint etwa Cornils, dass die
Risikovorsorge zwar regulative Eingriffe rechtfertige, aber hieraus keineswegs
eine Regelungspflicht gewonnen werden konne.®*® Ansonsten bestiinde etwa die
Gefahr, dass das auf den klassischen Rundfunk bezogene Diktum der Meinungs-
vielfalt auf alle Medien erstreckt wird, ,wenn und soweit eine Akkumulation
von Meinungsmacht durch diese [...] vorstellbar ist.“%° Insoweit ,,verbiet[e] sich
die Annahme, [...] Mafsnahmen [- etwa zur Entflechtung oder Aufmerksamkeits-
lenkung -] konnten nicht nur erlaubt, sondern auch noch verfassungsrechtlich
obligatorisch sein.“%* Daher sei nicht von einer Pflicht, sondern einer gesetzge-
berischen Prirogative auszugehen.®*! Und Ingold weist daraufhin, dass im Be-
reich der neuen Medien und der Meinungsroboter eine doppelte Ungewissheit
bestiinde, einerseits in Hinblick auf die Eignung der zu wihlenden Instrumente
im ,, kommunikativen Wirkungsgefiige“ und andererseits hinsichtlich der Grund-
annahmen uber die gesellschaftlichen Wirkungszusammenhinge der zu regulie-
renden Phinomene.?** Zudem seien die Kommunikationstechniken keine ,,Hoch-
risikotechnologieanlagen®,%* bei denen entsprechend geringere Anforderungen
gestellt wurden.®** Ohnehin mussten im digitalen Raum ganz andere Konzepte
gefunden werden, weil es hier gerade nicht mehr um eine Angebotsvielfalt gin-
ge s

Prinzipiell ist der Kritik durchaus zuzustimmen. Die neuen Herausforderun-
gen divergieren ganz erheblich von denen , die der herkommliche Rundfunk mit
sich gebracht hat. Dass altbekannte Regelungsmodelle nicht ohne Weiteres als
Status quo fiir den gesamten Medienbereich Geltung beanspruchen konnen, folgt
schon aus den ganz verschiedenartigen Gefahrenlagen.?*¢ Im Internet ist nicht

soweit sicht er einen Unterschied im Regel-Ausnahme-Verhaltnis im. Vergleich zu dem bei der
Schutzpflicht. Hier sei der Veruicht auf schiitzende Handlung die Regel.

838 Cornils, AfP 2018, 377 (382). Ebenso Lieser, UFITA 2019, 395 (409).

839 Cornils, ebd.

840 Cornils, a.a.0., S. 383. In diese Richtung auch Ingold, MMR 2020, 82 (85).

841 Cornils, a.a.0., S. 384; so letztlich auch Liesern, UFITA 2019, 395 (409).

842 Ingold, MMR 2020, 82 (84). Zumindest mit Blick auf das kommunikative Wirkungsgefiige auch
Cornils, AfP 2018, 377 (383).

843 Ingold, MMR 2020, 82 (84).

844 So etwa bei BVerfG, NVwZ 2010, 702 - CERN.

845 Ingold, ebd.

846 Nichts anderes hat auch das BVerfG betont, wenn es formulierte, dass ,die Ausgestaltung dieser
Ordnung [- gemeint ist die plurale Rundfunkordnung nach den Vorgaben des BVerfG —] Aufgabe des
Gesetzgebers [ist], der dabei einen weiten Spielraum, auch fiir Differenzierungen insbesondere nach
der Regelungsart und Regelungsdichte, vorfindet [...]“, BVerfGE 121, 30 (50) — Parteibeteiligung an
Rundfunkunternehmen. Vgl. daneben BVerfGE 73, 118 (202) — 4. Rundfunkentscheidung, in der das
BVerfG es fiir unproblematisch ansah, dass auslindische Programme nicht der in § 15 LRG normier-
ten Ausgewogenheit verpflichtet waren. In BVerfGE 83, 238 (302) — 5. Rundfunkentscheidung, stell-
te es klar, dass fiir neue Medien wegen der noch geringen Bedeutung, vorerst keine Grundversorgung
notwendig war.
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mehr die generelle, sondern die individuelle Vielfalt das Problem,**” sodass
zwangslaufig ganz andere Regelungsansitze notwendig werden. Das bedeutet
aber nicht, dass der Kerngedanke der Aufrechterhaltung des offenen und plura-
len Kommunikationsprozesses damit nicht mehr einschligig ist. Auch hier fiihrt
die rundfunkrechtliche Sonderdogmatik mit ihren vergleichsweise strikten Rege-
lungs(ziel)vorgaben zu einer starken Verunsicherung im Umgang mit neuen digi-
talen Phinomenen. Durch die Ubertragung althergebrachter Regelungsziele und
-Vorgaben befiirchtet man eine zu starke Regulierung aller meinungsrelevanten
Dienste. Hier zeigen sich erneut die Vorteile der Dogmatik grundrechtlicher
Schutzpflichten: Ob potentielle Fehlentwicklungen wegen ihrer Irreversibilitit
eine Pflicht des Gesetzgebers auslosen, ist von der Frage des Inbalts einer solchen
Pflicht klar zu trennen.?*® Eindeutige, obligatorische MafSnahmen sind im Bereich
der ,Risikovorsorge® schon wegen der kollidierenden Interessen nur schwer zu
begriinden. Hier bleibt es eher bei der Vorgabe eines aus dem Schutzbedarf er-
wachsenden Schutzziels. Die Auswahl der konkreten Schutzinstrumente obliegt
regelmifSig und ausschliefllich dem Staat respektive dem Gesetzgeber.**” Denn die
von Ingold angesprochenen empirischen Wissensliicken tiber die Auswirkungen
bestimmter Phinomene ebenso wie iiber die Auswirkungen noch zu ergreifender
Instrumente sind auch abwehrrechtlich problematisch und im Rahmen der Ver-
hiltnismafigkeit durchaus zu berticksichtigen (dazu noch spater, 3. Teil C.IL.3).
Aus Sicht der Kommunikationsgrundrechte ist die Staatsferne des Kommunikati-
onsprozesses zu beachten, und durch den Staat selbst begriindete, schadhafte
Verzerrungen sind zu vermeiden.®° Das kann dazu fithren, dass regulative Mafs-
nahmen nicht ergriffen werden konnen, sondern anderweitig Schutz zu gewihren
1st.

847 Liesem, AfP 2020, 277 (278) spricht insoweit nicht mehr von der Angebots-, sondern von der Rezep-
tionsvielfalt. Ingold, MMR 2020, 82 (85) verweist darauf, dass es eher um individuelle Autonomie
denn um objektive Anforderungen der Reprisentativitit 0.d. geht.

848 Miiller-Terpitz, in: Kithling/Zimmer, Neue Gemeinwohlherausforderungen, S. 177 (194) scheint dies
etwa zu sehen, wenn er einerseits meint, dass eine Aufgabe zur Gefahrenvorsorge besteht, anderer-
seits aber meint, dass die Linder zwar keine Regelungen angesichts der abstrakten Gefahr treffen
miissen, dies aber diirfen. Indes verkannt wird diese Differenzierung auch von Schimmele, Staatliche
Verantwortung fiir diskursive Integritit, S. 204, wenn sie einerseits erkennt, dass der algorithmenba-
sierten Informationsvermittlung eine Verzerrungstendenz immanent ist, sie aber darin keine ,,Aufleh-
nung gegen eine funktionierende Kommunikationsordnung, die staatliche Schutzpflichten auslost
sieht, weil wirtschaftliche Zielsetzungen auch bei analogen Medien vorzufinden sind. Das steht nicht
der prinzipiellen Verpflichtung im Wege, sondern es sind vielmehr Aspekte, die dann auf Rechtsfol-
genseite beriicksichtigt werden kénnen, weil Art. 3 Abs. 1 GG und Art. 12 Abs. 1 GG insoweit Gren-
zen ziehen konnten.

849 So Lieserm, UFITA 2019, 395 (409); dies., AfP 2020, 277 (279); dies., in: Litschka/Krainer, Der
Mensch im digitalen Zeitalter, S. 183 (194).

850 Vgl. zu dieser Gefahr im Intermediirsbereich etwa Liesern, AfP 2020, 277 Rn. 19 ff. mit Blick auf die
Vorgabe einer positiven Diskriminierung durch den Staat. Vgl. zu diesem Problem auch Fehling/
Leymann, AfP 2020, 110 Rn. 26; Ingold, MMR 2020, 82 (84), und in Bezug auf Propaganda und
Desinformation ders., in: Opelland, Propaganda als (neue) auflen- und sicherheitspolitische Heraus-
forderung, S. 85 (101).
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Auch hier stehen die empirischen Defizite nicht per se einer Schutzpflicht
im Wege. Schon die Debatte um die Rundfunkregulierung ist — nach Entfallen
der Frequenzknappheit — mit der besonderen Suggestivkraft®! recht stark von
Annahmen geprigt, die so nie wirklich belegt werden konnten und zunehmend
in Zweifel gezogen werden®2. Ohnehin handelt es sich bei der Meinungsbildung
um einen komplexen Prozess, bei dem einzelne Wirkungsfaktoren nur schwer
bestimmt werden konnen.?5? Letzteres wird auch noch dadurch erschwert, dass
man es mittlerweile mit einer wesentlich komplexeren und vielfiltigeren Medien-
nutzung zu tun hat, sodass ohnehin keine absolute Gewissheit eintreten kann,
ob und wie bestimmte Phianomene online und offline Wirkung entfalten.®**
Dass insbesondere die Kommunikations- und Medienwissenschaften deshalb (be-
rechtigte) Zurtickhaltung bei der Bewertung bestimmter Phinomene und ihrer
Rickfithrung auf digitale Prozesse wahren, ist vor diesem Hintergrund nur ver-
standlich.®%S Fiir eine medienrechtliche Regulierung hat das aber keine zwingende
Konsequenz.®¢ Hier geht es ja gerade um die Verhinderung eines (zukiinftigen)
Gefahreneintritts fiir den demokratischen Kommunikationsprozess, dessen end-
gultiger Beweis nicht abgewartet werden sollte und der ohnehin kaum in dieser
Weise zu erbringen wire.®” Diese Unsicherheit ist nicht nur der Medienregulie-

851 BVerfGE 90, 60 (87) — 8. Rundfunkentscheidung; 119, 181 (214f.) — Rundfunkfinanzierungsstaats-
vertrag.

852 Hierauf ebenfalls, wenn auch in anderem Kontext, hinweisend Pille, Meinungsmacht sozialer Netz-
werke, S.166f., 233 f. Ebenfalls kritisch Cornils, Designing platform governance, S.21; ders., AfP
2018, 377 (3801.).

853 Schon das BVerfG sprach in der analogen Zeit davon, dass .,[z]wischen den Faktoren und Medien
des komplexen Prozesses der Meinungs- und Willensbildung [...] mannigfache Beziehungen, Abhin-
gigkeiten und Einflufnahmen [wirken]“, BVerfGE 20, 56 (99) — Parteifinanzierung I.

854 Besonders deutlich formuliert das auch Hegelich, Die Politische Meinung, Nr. 543 (2017), 32 (35):
»[.--] [E]ines wird die Wissenschaft in absehbarer Zeit nicht zustande bringen: den unumstoflichen
Nachweis, dass diese Formen der Manipulation einen politischen Effekt haben. Denn diese Gretchen-
frage entzieht sich dem sozialwissenschaftlichen Zugriff. Es lisst sich nie mit hundertprozentiger Si-
cherheit sagen, wie sich dieselben Menschen ohne den Kontakt mit den sozialen Medien in genau der
gleichen Situation verhalten hitten.“ Siehe daneben auch Brinkmann, UFITA 2019, 364 (376), und
Mitsch, DVBL. 2019, 811 (816 f.) begriindet mit dieser vielschichtigeren Nutzung der Medien gerade
die Unzuldnglichkeit des bestehenden medienrechtlichen Rahmens.

855 Brinkmann, UFITA 2019, 364 (376).

856 So letztlich mit Blick auf die allgemeinen Probleme der Medienintermediire ganz ausdriicklich Brink-
mann, UFITA 2019, 364 (377, 379), der zudem — und, wie noch in dem vorliegenden Fall aufzuzei-
gen sein wird, zu Recht — betont, dass gerade im Bereich der Telemedien bislang kaum ein regulatori-
scher Zugriff erfolgt ist, was deshalb gerade die Notwendigkeit eines solchen nochmals deutlicher
aufzeigt (a.a.0., S.383). Auch das spricht hier dafiir, dass es keine rein fakultative Aufgabe sein
kann, (endlich) vorsorgend titig zu werden. Nach Brinkmann, a.a.O., S. 383 , konnte sich [die Unta-
tigkeit] als fahrlissiges Experiment an den realen Verhiltnissen erweisen® und ,,[d]er medienrechtli-
che Auftrag [konne] sich [nicht] hinter fehlende[n] gesellschaftswissenschaftliche[n] Beweisfiihrungen
[...] zuriickziehen. .

857 Vgl. hierzu auch Brinkmann, UFITA 2019, 364 (377, 383). Denn selbst wenn nachgewiesen werden
wiirde, dass Meinungsroboter mit Nutzern interagieren und so einen potentiellen Einfluss haben,
bleibt immer noch unklar, inwieweit dies auch realiter das Meinungsbild des jeweiligen Nutzers be-
einflusst. Speziell mit Blick auf die Wirkungszusammenhinge von Meinungsrobotern Kind u.a., Soci-
al Bots, S.57. Anders jedenfalls mit Blick auf die netzwerkinternen Wirkungen Muble/Ackland/
Grabam, ZParl 2018, 618 (638).
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rung immanent,*® sondern ohnehin ein Kernaspekt jeder staatlichen Risikovor-
sorge und Gefahrenabwehr.®”

Die Bedeutung der empirischen Defizite fiir die Begriindung einer Schutz-
pflicht im Falle der Meinungsroboter sind daneben aber auch aus anderen Griin-
den zu einem gewissen Grad zu relativieren: Studien, die selbst entsprechende
Profile verwendet haben, konnten immerhin aufzeigen, dass die Implementierung
der Meinungsroboter in den sozialen Netzwerken moglich ist und zumindest ein
gewisser Einfluss durchaus bestehen kann.®® Insoweit bleibt also allein ungewiss,
in welcher Anzahl Meinungsroboter insgesamt aktiv sind und welchen Einfluss
sie tatsdchlich haben. Weil dies aber auch von verschiedenen konkret-individuel-
len Faktoren abhingt (hierzu oben, 2. Teil, C.V.), ist eine konkrete Aussage ohne-
hin nur schwer moglich. Gleichwohl zeigt sich insbesondere im Erfolg desinfor-
mativer Inhalte®®! deutlich, dass der Nutzer in der Online-Welt, in der er selb-
stindig ,die Verarbeitung und die massenmediale Bewertung iibernehmen
[muss], die herkommlich durch den Filter professioneller Selektionen und durch
verantwortliches journalistisches Handeln erfolgt[e]“*¢?, unvorsichtig agiert und
in erheblicher Weise manipulierbar sein kann.%¢* Diese nutzerseitigen kognitiven
Verzerrungstendenzen lassen sich auch — anders als etwa betreiberseitig geforder-
te Filterblaseneffekte —%** nachweisen. Entsprechendes gilt auch fiir potentielle

858 Zu der Notwendigkeit und dem Wesen des Medienrechts auf unklare aber sich abzeichnende Risiken
zu reagieren etwa Brinkmann, UFITA 2019, 364 (377).

859 Auch die Rasterfahndung war etwa darauf angelegt Personen ausfindig zu machen, die in einem spi-
teren Schritt erst zu moglichen Gefihrdern werden. Aus Sicht des Rechtsgiiterschutzes wurde dies
auch nicht beanstandet, sondern allein wegen der damit einhergehenden unverhiltnismaigen Ein-
griffe in das Recht auf informationelle Selbstbestimmung der Betroffenen, hierzu BVerfGE 115, 320
(345 ff.) — Rasterfabndung II. Siehe zudem auch BVerfGE 109, 133 (158) — Langfristige Sicherungs-
verwahrung.

860 So etwa Boshmaf u.a., Computer Networks 57 (2013), 556 ff.; Grimme u.a., Big Data Vol. 5 (2017),
279 ff. Murthy w.a., IJoC 10 (2016), 4952 ff.; Freitas u.a., Social Network Analysis and Mining
(2016), 6:23, S.22ff.; Zhang u.a., in: 2013 IEEE Conference on Communications and Network Se-
curity (CNS), S. 46 ff. mit Blick auf den “digital influence” allerdings aus kommerzieller und nicht
politischer Sicht. Und zu einem speziellen Literaturnetzwerk Aiello w.a., in: Proceedings of the 6™
International AAAI Conference on Weblogs and Social Media, S. 10 ff.

861 Zu dieser Entwicklung auf der ,unteren Ebene der vernetzten digitalen Kommunikation®, Brink-
mann, UFITA 2019, 364 (372). Besonders relevant wurden letztere Inhalte auch wihrend der
Covid-19-Pandemie, siche hierzu etwa Abmed u.a., ] Med Internet Res 2020;22(5):¢19458; Cinelli
u.a., Scientific Reports 10 (2020), 16598; Ferrara, First Monday Vol. 25 (2020) Nr. 6 und Gallotti
u.a., Nature Human Behaviour 2020; Yang/Torres Lugo/Menczer, Prevalence of Low-Credibility In-
formation on Twitter During the COVID-19 Outbreak, 2020.

862 BVerfG 149, 222 Rn. 80 — Rundfunkbeitrag.

863 Vgl. hierzu mit Blick auf FakeNews und einer mangelnden Medienkompetenz Kalwey, in: Méller,
Was tun gegen Fake News und Hate Speech?, S. 139; Schweiger, Der (des)informierte Biirger, S. 109
und Thieltges/Hegelich, ZfP 64 (2017), 493 (498).

864 Auf diese Ungewissheiten und die mittlerweile anderslautenden empirischen Ergebnisse weist Cornils,
AfP 2018, 377 (381); ders., ZUM 2019,89 (95), hin. Zumindest zuriickhaltend gegeniiber Regulie-
rungsvorschligen ohne empirische Basis Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie
und kiinstliche Intelligenz, S. 85 (89) mit Fn. 20. Gleichwohl sehen sie hier eine den Handlungsbedarf
auslosende Bedrohung, S. 96. Allerdings gilt es auch hierbei zu bedenken, dass letztlich aus dem Sta-
tus quo die fehlende Regulierungsbediirftigkeit abgeleitet wird, obgleich unbestritten sein diirfte, dass
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Auswirkungen der Schweigespirale nicht nur allgemein. Thre Wirkung ldsst sich —
teilweise stirker —in der Online-Kommunikation belegen.’¢> Obgleich gewisse
Zweifel an den in der bisherigen Empirie angewandten Methoden bei der Erken-
nung der Bots (hierzu oben 2. Teil, C.IV.) angebracht sind, so konnten zumindest
entsprechende Automatisierungstendenzen und Phinomene weltweit beobachtet
werden.®¢ Die Netzwerkstruktur, die auf nutzerfreundliche und einfache Interak-
tion und auf der Auswertung dieser Interaktionssignale beruht, bietet ein ideales
Umfeld fiir Meinungsroboter. Sie sind besonders vorbildliche und interaktive
Nutzer.?” Und viele der aufgezeigten Einsatzstrategien lassen sich einfach erstel-
len. Insoweit sind also wesentliche Voraussetzungen fir einen tatsichlich erfolg-
reichen Einsatz geschaffen, sodass sich die aufgezeigten Schiaden durchaus plausi-

die Intermediire jedenfalls die Moglichkeit und die Macht hitten, die Informationsvermittlung im
Sinne dieser Narrative zu steuern (siehe hierzu etwa Schmidt u.a., Zur Relevanz von Online-Interme-
didren fiir die Meinungsbildung, S.20; Heidtke, Meinungsbildung und Medienintermediire,
S. 124 ff.; und zu Suchmaschinen Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 38ff).
Insoweit kann sehr wohl ein in die Zukunft gerichtetes Bediirfnis bestehen, einen potentiellen Miss-
brauch — gerade angesichts monopolartiger Marktstrukturen — zu verhindern, so etwa auch Miiller-
Terpitz, in: Kiithling/Zimmer, Neue Gemeinwohlherausforderungen, S. 177 (193), der hier zudem von
weiner verfassungsrechtlichen Aufgabe einer Gefahrenvorsorge“ spricht, ebd., S. 194. Ausfiihrlicher
zu den potentiellen Risiken hier Pille, Meinungsmacht sozialer Netzwerke, S. 322 ff., der hieraus ge-
rade eine besondere Gefahrgeneigtheit ableitet (S. 345), die zu einer praventiven Regulierung fithren
muss (S. 346 ff.), mit Blick auf die potentielle Moglichkeit eines Eingriffs in die Informationsvermitt-
lung, (S.352ff.). Aber auch hier wird betont, dass wegen der theoretischen Plausibilitdt das Phino-
men ernst zu nehmen [ist]“, was gerade auch deshalb der Fall sei, weil ,eine empirisch fundierte
Aussage iiber den gegenwirtigen Impetus seiner Algorithmen derzeit nur von Facebook selbst getrof-
fen werden kann, weil eine fiir die Wissenschaft zugingliche Datenbasis fehlt.“ Hartl, Suchmaschi-
nen, Algorithmen und Meinungsmacht, S. 70 f.

865 Insbesondere mit Blick auf den Einsatz der Meinungsroboter — wenn auch nur aus theoretischer
Sicht — Ross u.a., European Journal of Information Systems 2019, S. 394 ff. Allgemeiner zur Schwei-
gespirale in sozialen Netzwerken Neubaum/Krimer, Communication Research 45 (2018), 139
(158 ff.) und Hampton u.a., Social Media and the ,Spiral of Silence’, S. 8. Insoweit geht es gerade
nicht allein um blofle Vermutungen, die nicht erfasst sein sollen, so etwa Krings, Grund und Grenzen
grundrechtlicher Schutzanspriiche, S. 231.

866 Siehe etwa zu Venezuela Forelle u.a., Political Bots and the Manipulation of Public Opinion in
Venezuela, 2017; zu Japan Schdfer/Evert/Heinrich, Big Data Vol. 5 (2017) Nr. 5, zu den USA Bessi/
Ferrara, First Monday Vol. 21 Nr. 11; Howard u.a., Junk News and Bots during the US Election,
2017; zu Mexiko Sudrez-Serrato u.a., in: Spiro/Ahn, SocInfo 2016: Social Informatics, S. 269 ff., und
Treré, Tripodos, Nimero 39 (2016), 35 (39 ff.); zum Iran Thieltges u.a., Effects of Social Bots in the
Iran-Debate on Twitter, 2018; zu Brasilien vgl. Department of public policy analysis, Bots and
Brazil’s Electoral legal system, Policy Paper 3, 2019; zum katalanischen Referendum Stella/Ferrara/
Domenico, PNAS Vol. 115 (2018), 12435 ff.; zum Ukrainekonflikt Hegelich/Janetzko, in: Proceed-
ings of the Tenth International AAAI Conference on Web and Social Media (ICWSM 2016),
S. 579 ff. Weitere Nachweise auch bei Woolley, First Monday Vol. 21(2016). Zu Deutschland in An-
sitzen Brachten u.a., Strategies and Influence of Social Bots in a 2017 German state election, 2017;
Grimme u.a., PropStop Bericht Bundestagswahl 2017; Institute for Strategic Dialogue, Make Germa-
ny Great Again, S. 18 f.; Pfaffenberger/Adrian/Heinrich, in: Holtz-Bacha (Hrsg.), Die (Massen-)Medi-
en im Wahlkampf, S. 97 (99). Und. Im Kontext der Covid-19 Pandemie u.a. Abmed u.a., ] Med Inter-
net Res 2020:22(5):e19458; Cinelli u.a., Scientific Reports 10 (2020), 16598; Ferrara, First Monday
Vol. 25 (2020) Nr. 6; Gallotti u.a., Nature Human Behaviour 2020; Yang/Torres-Lugo/Menczer,
Prevalence of Low-Credibility Information on Twitter During the COVID-19 Outbreak, 2020 und
Uyheng/Carley, Journal of Computational Social Sciences 2020.

867 Kaerlein, in: Hug/Pallaver, Talk with the Bots, S. 17 (24 f.).

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

A. Schutzpflichten im Verhdiltnis (Bot-) Verwender-Staat-Nutzer 157

bel darlegen lassen konnen®®® und keine Anhaltspunkte dafiir bestehen, dass ge-
rade Deutschland®® auf Dauer verschont bleiben sollte. Deshalb warnen auch
Empiriker davor, dass entsprechende Szenarien zukiinftig gerade nicht auszu-
schliefen sind.®”® Die grundlegende Bedeutung der kumulativ betroffenen Gehal-
te der Kommunikationsfreiheiten wiirde die Herabsetzung der Wahrscheinlich-
keitsanforderungen rechtfertigen. Insoweit geht es nicht mehr ausschliefSlich um
abstrakte Risikopotentiale, die in ferner Zukunft in ,konkrete Gefahren um-
schlagen konnten“$”!. Man bewegt sich also nicht mehr allein in einem Bereich
blofSer Risikovorsorge. Die betroffenen Grundrechte erlauben es, die Anforde-
rungen an die Eintrittswahrscheinlichkeit in einer Weise herabzusetzen, dass sich
die theoretisch herleitbaren und rational nachvollziehbaren Risikopotentiale zu
einer — wenn auch sehr abstrakten — Gefahr verdichten.$”2

868 Brinkmann UFITA 2019, 364 (383), scheint es zu geniigen, wenn sich Fehlentwicklungen im Bereich
der Medien ,,abzeichnen®. Ein bestimmter Nachweis bestimmter Strategien von Meinungsrobotern
konnten unter anderem Hagen u.a., Social Science Computer Review, 1 ff. fiihren.

869 Und selbst hier wurden entsprechende Phinomene bereits entdeckt, auch wenn das Ausmaf (teilwei-
se) gering war, siche bereits die Verweise in Fn. 866.

870 Vgl. Thieltges/Hegelich, ZfP 64 (2017), 493 (509f.), die differenziert die Risiken beurteilen. Mit
Blick auf netzwerkintern-individuelle Risiken sprechen sie von einer ,,hohen Eintrittswahrscheinlich-
keit“ und ,,multiplen Risiken, bei netzwerkintern-sozialen Risiken sei hingegen die Eintrittswahr-
scheinlichkeit eher geringer (S. 510). Entsprechendes gilt fiir netzwerkextern-individuelle bzw. -sozia-
le Risiken (S. 510f.). Zukiinftig und insgesamt gehen sie aber von einer Erhéhung der Eintrittswahr-
scheinlichkeit aus (S. 511). Siehe auch Kind u.a., Social Bots, S. 40. Steinmaurer, in: Litschka/Krainer,
Der Mensch im digitalen Zeitalter, S. 31 (36) spricht schon jetzt — allerdings im Kontext von Fake
News und Social Bots — von einem ,,hohe[n] Gefihrdungspotenzial fiir demokratische Kommunikati-
onsprozesse.“ Kaerlein, in: Hug/Pallaver, Talk with the Bots, S. 17 (22 f.) meint, dass sich etwaige Be-
fiirchtungen nicht ,,[g]anz von der Hand zu weisen sind [...].“ Ross u.a., European Journal of Infor-
mation Systems, 394 (408) bezeichnen sie im Kontext der Schweigespirale als ,,plausible mechanism
of manipulation® und meinen, ,that their existence can considerably undermine democratic proces-
ses[...].“ Und auch die Enquete-Kommission Kiinstliche Intelligenz plidiert jedenfalls dafiir, ,,dass die
Situation — auch wenn stichhaltige Belege fiir Social Bots bislang fehlen — ernst genommen werden
sollte“, BT.-Drs. 19 /2700, S. 481.

871 So etwa Heidtke, Meinungsbildung und Medienintermediire, S. 210, der im Kontext der Intermedia-
re ,(noch) nicht von einer Pflicht zur Ausgestaltung®, sondern von einer ,,Obliegenheit zur Risiko-
vorsorge® ausgeht. Brinkmann, UFITA 2019, 364 (383) weist aber zutreffend daraufhin, dass die
Untitigkeit ansonsten schnell zu einem ,,fahrlassigen Verzicht“ werden kann.

872 Davon ging scheinbar auch die Linderarbeitsgruppe ,,Social Bots* in ihrem nicht veréffentlichten Be-
richt aus, vgl. Sdchs-LT-Drs. 6/12131, S. 4. Blickt man auf die Literatur zur Medienregulierung digi-
taler Phinomene finden sich durchaus vergleichbare Stimmen. Hinsichtlich der Intermediirsregulie-
rung spricht Miiller-Terpitz, in: Kithling/Zimmer, Neue Gemeinwohlherausforderungen, S. 177 (194)
nicht nur von einer verfassungsrechtlichen Aufgabe zur Gefahrenvorsorge, sondern gerade auch von
einer abstrakten Gefahr. Mit Blick auf Suchmaschinen sehen das etwa auch Dorr/Natt, ZUM 2014,
829 (841) dhnlich: ,,Das Schutzgut der Meinungsfreiheit ist fiir eine demokratische Gesellschaft von
solcher Bedeutung, dass allein die abstrakt-generelle Moglichkeit der Einflussnahme ausreicht, um re-
gulierend titig zu werden. [...] [D]en Gesetzgeber [trifft] eine Gewihrleistungspflicht“. Mit Blick auf
soziale Netzwerke, allerdings im Kontext der Ausgestaltungsdoktrin des Rundfunks, meinen Kaiser/
Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (102): ,,Von Ver-
fassungs wegen zu fordern ist demnach eine Anpassung des Rundfunkstaatsvertrags an die moderne
Gefihrdungslage, die sich durch die sozialen Medien insgesamt und durch den personalisierten Algo-
rithmus im Besonderen ergibt. Sie sprechen hier zudem - trotz vielfiltiger Mediennutzung — von
einer Bedrohung, S.96. Mit Blick auf potentielles Microtargeting und Webtracking meint Griife,
PinG 2019, 5 (11) ,,[...] [Flir eine Regulierung [lieffe sich] argumentieren, dass zum Schutz der De-
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4. Obligatorische Risikovorsorge und Gefahrenabwebr?

Generell wird deutlich, dass die fur die Begriindung einer prinzipiellen Hand-
lungspflicht gewidhlte Unterscheidung zwischen Risikovorsorge und Gefahrenab-
wehr erhebliche Probleme aufwirft, weil eine prazise Abgrenzung kaum moglich
ist. Die Grenze zwischen blofflem Risiko- und damit ,,Obliegenheit zur Risiko-
vorsorge“$”> — und zumindest abstrakter Gefahr — und damit obligatorische Ge-
fahrenabwehr — kann nicht klar gezogen werden. Gerade in Fillen empirischer
Wissensdefizite wird das offensichtlich. Potentielle Risiken lassen sich kaum
handhabbar bewerten und einem Gefahrenmodell zuordnen. Ein Risiko kann
sich bereits zur Gefahr verdichten oder nur ein Risiko bleiben. Das erklirt
vielleicht auch, warum das BVerfG nie ausdriicklich zu diesem Abgrenzungspro-
blem Stellung bezogen hat. Oftmals ging es ohnehin um offensichtliche Fille
rechtswidriger Eingriffe.’”* Auch wirde damit attestiert werden, dass die Gefah-
renschwelle des Polizeirechts kongruent mit der grundrechtlichen Schutzpflicht
des Staates verlduft.*”> Mit anderen Worten wire die tatbestandliche Gefahren-
schwelle nicht mehr selbst Ergebnis der Wahrnehmung der gesetzgeberischen
Schutzpflicht, sondern die notwendige und zentrale Voraussetzung fir das Ein-
greifen eben dieser.’’® Gerade mit Blick auf empirische Unsicherheiten fithrte

mokratie Schutzpflichten des Staates aus den Kommunikationsgrundrechten bestehen.“ Explizit zu
den Meinungsrobotern geht auch Brings-Wiesen, JuWiss-Blog Nr. 93/2016, davon aus, dass Schutz-
pflichten jedenfalls in einem Mafe aktiviert sind, die einen ,vorsichtig regulierenden Eingriff“ not-
wendig machen. Tendenziell mit Blick auf die Schutzpflichten, allerdings ohne dies ausdriicklich klar-
zustellen, Schmitt, in: Donath u.a., Verfassungen — 59. ATOR, S. 203 (220 f.). Hartl, Suchmaschinen,
Algorithmen und Meinungsmacht, S. 70 f., spricht sich jedenfalls wegen der Plausibilitdt von Perso-
nalisierungsmaf$nahmen auf die Informationsvermittlung dafiir aus, dies ,,ernst zu nehmen®. Anders-
wo wird die (medienrechtliche) ,Risikovorsorge“ als ,,Obliegenheit* des Gesetzgebers (Heidtke,
Meinungsbildung und Medienintermediire, S.201) bzw. als verfassungsrechtlich nicht geboten ange-
sehen (Cornils, AfP 2018, 377 [384]; Liesem, ZUM 2020, 377 [378 f.]). Hierbei geht es aber eher um
die Frage, ob bestehende Vorgaben zur Vielfaltssicherung zwingend auf Intermedidre und das Inter-
net zu iibertragen sind.

873 Vgl. Heidtke, Meinungsbildung und Medienintermediire, S.210. Ahnlich auch Cornils, AfP 2018,
377 (384); Liesem, ZUM 2020, 377 (378 f.). L.E. jedenfalls ebenso Murswiek, Die staatliche Verant-
wortung fiir die Risiken der Technik, S. 144.

874 So etwa mit dem Schwangerschaftsabbruch und dem Beenden des menschlichen Lebens (BVerfGE
39, 1 [42] - Schwangerschaftsabbruch I und E 88, 203 [251] — Schwangerschaftsabbruch II), bei der
Bedrohung des Lebens durch Geiselnahme (E 46, 160 [164] — Schleyer), den Gefahren der friedlichen
Nutzung von Atomenergie (S. nur E 53, 30 [57] — Miihlheim-Kdrlich) oder bei terroristischen Angrif-
fen (E 115, 118 [152] — Luftsicherbeitsgesetz). In all diesen Entscheidungen findet sich gerade der
Rekurs — gekennzeichnet durch die konkreten Seitenangaben — auf den , rechtswidrigen Angriff«.

875 In diese Richtung etwa Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 144.

876 Vgl. hierzu etwa Gerbig, Grundrecht auf staatlichen Schutz, S. 63, die deshalb durch Zuriicknahme
der Anforderungen eine ,eigenstindige Bedeutung herstellen will. Siehe auch Dietlein, Grundrecht-
liche Schutzpflichten, S.108 mit Blick auf die exekutiven Schutzpflichten. Er betont hier, dass die
grundrechtliche[n] Schutzpflichten zur ,kleinen Miinze* des Polizeirechts [verkommen].“ Krings,
Grund und Grenzen staatlicher Schutzanspriiche, S. 229, sieht das aber nicht als ,,prinzipiell proble-
matisch“ an, ,,sondern aus verfassungsrechtlicher Sicht erwiinscht und notwendig.“ Dabei schliefSt er
aber von der einfach-rechtlichen Schwelle als Ausdruck der Transformation des Gesetzesvorbehaltes
auf die eingeschrinkte Verantwortung des Staates. Insoweit scheint er Regelungspflicht und Schutz-
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das aber zu Problemen: Wenn unklar ist, ob Risiken tiberhaupt bestehen, so
konnte der Gesetzgeber zwar freiwillig tatig werden, eine Pflicht, fiir Aufklirung
zu sorgen, besteht aber gerade nicht. Das fithrte aber zu absurden Ergebnissen:
Solange der Staat auf die unzureichenden Forschungsergebnisse verweisen kann,
kann er sich aus der Verantwortung ziehen, obwohl es gerade entscheidend
wire, dass zumindest dafiir Sorge getragen wird, entsprechende Unsicherheiten
zu beseitigen.?”” Er wire also nicht mal verpflichtet — um im polizeirechtlichen
Jargon zu bleiben — Mafinahmen der Gefahrenerforschung vorzunehmen.®”8
Plausibler wire es, die Unsicherheiten vor allem auf Rechtsfolgenseite zu be-
ricksichtigen:*”” Die Auswahl staatlicher Mafsnahmen kann wegen dieser Unge-
wissheit weitreichend sein. Von Unterstiitzung empirischer Forschungsprojekte
durch Bereitstellen finanzieller Mittel im Haushaltsplan und Vergabe durch die
zustindigen Stellen oder die Beauftragung mit der Durchfithrung entsprechender
Studien bis hin zu vorsichtig regulierenden Eingriffen ist vieles denkbar.®*° Inso-
weit kommt dem Gesetzgeber ein weitreichender Spielraum zu, der ausfiillungs-
bediirftig und nicht vorgezeichnet ist. Das dndert aber nichts an der bestehen-
den Verantwortung des Staates. Wenn hiergegen eingewendet wird, dass damit
das Verhiltnis von Freiheit und Schutz ganz strukturell verindert wird, weil
jede Freiheitsausiibung potentiell risikobehaftet und deshalb i.E. rechtfertigungs-
bediirftig wird,*! so ist dem in dieser Verallgemeinerung nicht zuzustimmen.
Es mag richtig sein, dass nicht jedes Verhalten Schutzpflichten auslost, sondern
ein gewisser Bagatellvorbehalt besteht.®$? Freiheit und Schutz sind aber schon

pflicht kongruent zu verstehen. Plausibler wire es, wenn man die flexible Gefahrenschwelle heranzo-
ge, um zu bestimmen, ab wann konkrete regulative Mafinahmen notwendig werden und damit eine
Regelungspflicht besteht.

877 Zur Gefahr, dass sich der Staat seiner Verantwortung entzieht Hermes, Grundrecht auf Schutz von
Leben und Gesundheit, S.233, und mit Blick auf eine Pflicht selbst fiir Aufklirung zu sorgen ebd.,
S.234.

878 Aus polizeirechtlicher Sicht wire das aber notwendige Voraussetzung, um einen weitreichenderen
Spielraum fiir die Sicherheitsbehorden zu schaffen. Mit der Frage des Vorliegens einer Gefahr ent-
scheidet sich also, inwieweit danach tatsichlicher Schutz zu gewihren wire. Zum Gefahrenerfor-
schungseingriff siehe etwa Weifs, NVwZ 1997, 737 f.; Pewestorf, in: ders./Séllner/Télle, Polizei- und
Ordnungsrecht, § 1 Rn. 17.

879 So auch Hermes, Grundrechte auf Schutz von Leben und Gesundheit, S.234, 240; Gerbig, Grund-
recht auf staatlichen Schutz, S. 63 f.; Siehe auch Meyer, NJW 2020, 894.

880 Zu einer solchen allgemeinen Abstufung der Pflichtigkeit gelangt auch Gerbig, Grundrecht auf staat-
lichen Schutz, S. 63. Siehe hierzu auch Martini, BlackBox Algorithmus, S. 121: ,,Fordert eine Risiko-
analyse hinreichende Anhaltspunkte fiir eine Schadensneigung zu Tage, kniipft sich daran das proze-
durale Gebot, weitere Erkundungen und Analysen zu betreiben, um die Gefahren niher zu erforschen
und zu ermitteln. Die Risikoprognose miindet in die Abwigung, ob die Reaktion zwischen Eintritts-
wahrscheinlichkeit und Schadenshéhe gesellschaftlich noch hinnehmbar oder bereits unzumutbar ist.
Der Pflichtige muss dann mit Blick auf die diagnostizierte Risikohohe alle technologischen Mafinah-
men ergreifen, die zur Verfiigung stehen, um einen Schaden zu vermeiden — auch wenn ein solcher
nicht unmittelbar droht.

881 In diese Richtung etwa Murswick, Die staatliche Verantwortung fiir die Risiken der Technik, S. 143;
Dietlein, Grundrechtliche Schutzpflichten, S. 105.

882 Hierzu bereits oben, A.I.1 mit Fn. 486.
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immer kollidierende Aspekte gewesen, die in einen Ausgleich zueinander zu
bringen sind. Eine generelle Risikotragungspflicht besteht also nicht per se,’®3
sondern ergibt sich erst im Wege dieses Ausgleichs,** der zuvorderst Aufgabe des
Gesetzgebers ist.*®® Mit steigendem Risiko, fehlenden Schutzvorkehrungen und
dem Vorliegen weiterer Aspekte wie der Irreversibilitit von Schiden steigen die
Anforderungen an das zu erreichende Schutzniveau;®¢ der Schutzgedanke kann
dann die Freiheit tiberwiegen. Konkret fithrt das also dazu, dass sich der Hand-
lungs- und Gestaltungsspielraum mit zunehmendem Risiko immer weiter verengt
und mit Eintritt in eine relevante Gefahr auch regulative Maffnahmen (zwingend)
notwendig werden konnen.*” Das bedeutet indes nicht, dass vorher keinerlei
Verantwortung besteht.®®® Nur wird der Staat sich hier eher auf die Rolle eines

883 So aber Murswiek, ebd.

884 Vgl. Gerbig, Grundrecht auf staatlichen Schutz, S.63. Das BVerfG hat die Sozialadiquanz und das
allgemeine Lebensrisiko in seinen Entscheidungen auch nicht als Ausschluss der Schutzpflichten be-
griffen, sondern erst unter Beriicksichtigung der Forschungsfreiheit (BVerfG NVwZ 2010, Rn. 14 —
CERN) oder den Interessen an der Nutzung der Kernenergie (vgl. BVerfGE 49, 89 [144] — Kalkar I)
betont. Insoweit ist es gerade verfehlt, wenn Krings, Grund und Grenzen staatlicher Schutzansprii-
che, S. 230 meint, dass der Gefahrenbegriff als Korrektiv und als ,,Zuordnungs- und Ausgleichskrite-
rium zwischen Freibeit und staatlichem Schutzhandeln [Hervorh. d. Aut.]“ dient. Damit betont er ge-
rade doch die Rechtsfolge des Interessensausgleichs. Insoweit unterscheidet sich der Gefahrenbegriff
fiir exekutives Handeln entscheidend. Er ist Mafigabe fiir das rechtmifige freiheitseinschrinkende
Handeln der Polizei- und Ordnungsbehorden, weil die Schwelle unterhalb der Gefahr meist keine
Rechtfertigung hierfiir bietet. Dies wird ja auch hier nur dann anders beurteilt, wenn unklar ist, ob
iberhaupt eine Gefahr besteht. Dem begegnet man dann aber mit einer Einschrankung auf Rechtsfol-
genseite, nur sog. Gefahrenerforschungseingriffe vornehmen zu koénnen. Zum Gefahrenverdacht und
den Gefahrenerforschungseingriffen etwa Weiff, NVwZ 1997, 737 f. oder Pewestorf, in: ders./Sollner/
Tolle, Polizei- und Ordnungsrecht, § 1 Rn. 17. Die Gefahrenerforschung gehort also eher zum Be-
reich der Risikovorsorge.

885 Vgl. hierzu BVerfGE 96, 56 (64f.) — Vaterschaftsauskunft. Ausfihrlicher zu dem ,,Konfliktschlich-
tungsauftrag® des Gesetzgebers Ruffert, Vorrang der Verfassung und Eigenstindigkeit des Privat-
rechts, S. 203 ff. Auch daraus resultiert der umfangreiche Spielraum, den das BVerfG betont, etwa in
BVerfGE 39, 1 (44) — Schwangerschaftsabbruch I; 77, 170 (214f.) — Lagerung chemischer Waffen;
85, 191 (212) — Nachtarbeitsverbot; 96, 56 (64) — Vaterschaftsauskunft; 142, 313 (337) — Zwangsbe-
handlung; BVerfG NJW 1996, 651 — Ozon; NJW 1998, 3264 (3265) — Waldsterben; NVwZ 2000,
309 (310) — Altlasten DDR-Uranbergbau; NVwZ 2009, 1489 Rn. 30 — Flughafen Leipzig/Halle;
NVwZ 2011, 991 Rn. 38 — Fluglirmschutzgesetz; NJW 2016, 1716 Rn. 19 — Pflegenotstand.

886 Nichts anders liegt letztlich auch der Konzeption von priventivem Verbot mit Erlaubnisvorbehalt
und repressivem Verbot mit Genehmigungsvorbehalt zugrunde. Im ersten Fall handelt es sich um
weniger risikobehaftete Titigkeiten, bei der im Einzelfall aber kollidierende Interessen gewichtig
sein konnen, was eine staatliche Kontrolle zumindest erforderlich macht. Im zweiten Fall ist die
Ausiibung der Freiheitsrechte mit ganz erheblichen Risiken verbunden; die kollidierenden Interessen
legitimieren ein grundsitzliches Verbot, von dem nur im Einzelfall eine Ausnahme zugelassen werden
kann.

887 Das entspricht letztlich auch den verfassungsgerichtlichen Ansitzen, wenn es betont: ,,Ob, wann und
mit welchem Inhalt sich eine solche Ausgestaltung von Verfassungs wegen gebietet, hingt von der
Art, der Ndhe und dem Ausmaf$ moglicher Gefahren, der Art und dem Rang des verfassungsrechtlich
geschiitzten Rechtsguts sowie von den schon vorhandenen Regelungen ab“, BVerfGE 49, 89 (142) —
Kalkar 1. Auch im Falle des Schwangerschaftsabbruchs wird das deutlich: ,,Die Schutzverpflichtung
des Staates muff um so ernster genommen werden, je hoher der Rang des in Frage stehenden
Rechtsgutes innerhalb der Wertordnung des Grundgesetzes anzusetzen ist.“, BVerfGE 39, 1 (42) -
Schwangerschaftsabbruch 1.

888 So im Wesentlichen auch Dietlein, Grundrechtliche Schutzpflichten, S. 108; Gerbig, Grundrecht auf
staatlichen Schutz, S. 63 f.
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Uberwachers bzw. Beobachters zuriickziehen diirfen.$8® Gerade in Bereichen, in
denen wissenschaftlich vieles ungeklart ist, kommt das also in Betracht, weil ein-
griffsintensive MafSnahmen kaum verhaltnismafig sein werden.®*

Ein letztes Argument hiergegen mag zwar sein, dass das Fehlen einer bestimm-
ten qualitativen Schwelle die Justiziabilitiat einer Verletzung der Schutzpflich-
ten und damit der Grundrechte erleichtert. Denn wenn ein subjektives Recht
auf staatlichen Schutz der potentiell bedrohten Grundrechtstrager besteht,!
wire eine Verletzung der Grundrechte mdglich und insoweit eine Verfassungsbe-
schwerde durchaus zulidssig. Aber mit dem weiten Spielraum des Gesetzgebers
geht auch eine deutliche Zuriicknahme der gerichtlichen Kontrolldichte®? und
damit auch erhohte Substantiierungsanforderungen einher.®”> Die Gefahr einer
ausufernden Justiziabilitit der Schutzpflicht besteht daher im Ergebnis gerade
nicht.

Insgesamt sprechen also keine gewichtigen Griinde fir eine Restriktion des
Tatbestandes der Schutzpflicht. Auch der Bereich der Risikovorsorge ist tatbe-
standlich erfasst.®** Er fihrt allerdings zu einem grofleren Spielraum auf Rechts-
folgenseite. Eine Regelungspflicht ergibt sich also nicht zwingend; die Begriffe
Schutz- und Regelungspflicht sind gerade nicht kongruent.%

889 Vgl. Unrub, Zur Dogmatik der grundrechtlichen Schutzpflichten, S. 77 f.

890 Vgl. hierzu etwa BVerfG NVwZ 2010, 702 Rn. 14 — CERN und auch BVerfGE 141, 220 Rn. 113 -
BKAG: Dort, wo ,nur relativ diffuse Anhaltspunkte fiir mogliche Gefahren bestehen, [d]ie Tatsa-
chenlage [...] durch eine hohe Ambivalenz der Bedeutung einzelner Beobachtungen gekennzeichnet
[ist, und] [d]ie Geschehnisse [...] in harmlosen Zusammenhingen verbleiben, aber auch den Beginn
eines Vorgangs bilden [konnen], der in eine Gefahr miindet“, bestiinde keine geniigende Grundlage
fiir eingriffsintensive Maffnahmen.

891 BVerfGE 125, 39 (78) — Adventssonntage Berlin: ,Aus Grundrechten ist vielmehr auch eine Schutz-
pflicht des Staates fiir das geschiitzte Rechtsgut abzuleiten, deren Vernachlissigung von dem Betroffe-
nen mit der Verfassungsbeschwerde geltend gemacht werden kann®, m.w.N. zur Judikatur. In der Li-
teratur gibt es keine einheitliche Linie. Teilweise wurde ein subjektives Recht ginzlich abgelehnt, so
etwa Steinberg, NJW 1984, 457 (461), teilweise bejaht, aber unter einen Evidenzvorbehalt gestellt,
oder vollstindig anerkannt, so Klein, NJW 1989, 1633 (1637); Isensee, in: ders./Kirchhof, HbStR
IX, § 191 Rn. 194; Alexy, Theorie der Grundrechte, S.414f.; in diese Richtung auch Gerbig, Grund-
recht auf staatlichen Schutz, S. 19; Calliess, in: Merten/Papier, HbGR 1II, § 44 Rn. 24; Classen, Staats-
recht II, § 6 Rn. 13 ff.; Jarass, in: Badura/Dreier, FS-BVerfG, S.35 (48f.); Stern, DOV 2010, 241
(248) bejaht ein subjektives Recht, aber nur auf ein Tatigwerden, nicht auf eine bestimmte gesetzliche
Mafinahme. Eine umfangreichere Darstellung dieses Problems findet sich bei Borowski, Grundrechte
als Prinzipien, S. 373 ff.

892 Dazu oben, 1. Kapitel, B.ILaa.

893 Vgl. BVerfGE NVwZ 2010, 702 Rn. 15f. — CERN. Hierzu auch Iben, GreifRecht 2020, 36 (41) und
Meyer, NJW 2020, 894 (8991£.).

894 So spricht Richterin Haas in ihrem Sondervotum zur Rasterfahndung, BVerfGE 115, 320 (380) gera-
de auch von der gesetzgeberischen ,,Pflicht zur Risikovorsorge“. So auch mit Blick auf die Corona-
Pandemie, und damit allerdings wieder in Bezug auf das elementare Grundrecht des Art.2 Abs.2
GG, Schwarz, JA 2020, 321 (326). Daneben siehe auch Dietlein, Grundrechtliche Schutzpflichten,
S.107 ff.; Gerbig, Grundrecht auf staatlichen Schutz, S. 63 f.; Unrub, Zur Dogmatik der grundrechtli-
chen Schutzpflicht, S. 77 f.

895 Dieser Eindruck entsteht aber bei Krings, Grund und Grenzen staatlicher Schutzanspriiche, S. 229 f.
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IV. Fazit: Schutzpflicht wegen einer zumindest abstrakten Gefihrlichkeit

Durch den Einsatz von Meinungsrobotern bestehen vielseitige potentielle Risiken
fiir die kommunikationsgrundrechtlichen Schutzgiiter, deren Wirkung sich gegen-
seitig verstarken kann. In der Theorie konnten nicht nur wesentliche Wirkungen
bereits aufgezeigt und herausgearbeitet werden, gerade auch die netzwerk- und
nutzerseitigen Grundlagen fiir einen erfolgreichen Einsatz sind geschaffen. Allein
die Frage nach den tatsiachlichen Auswirkungen kann bislang nicht zufriedenstel-
lend beantwortet werden, was aber auch daran liegt, dass es sich um einen
komplexen Prozess handelt, bei dem einem einzelnen Faktor kein numerischer
Einflusswert zugeschrieben werden kann. Vielmehr hingt dieser stark von indivi-
duellen Umstianden ab. Wegen der grundlegenden Bedeutung der kommunikati-
onsgrundrechtlichen Schutzgiiter (in toto) ist es allerdings ausreichend, dass die-
se grundlegenden Gefahrenpotentiale aufgezeigt und plausibel dargelegt werden
konnen. In Bezug auf diese ,,abstrakte Gefahrlichkeit ist eine staatliche Schutz-
pflicht aktiviert.??® Davon ist strikt die Frage zu trennen, ob das den Staat zu-
gleich auch zu konkreten (regulativen) Mafinahmen verpflichtet. Letzteres kann
ohnehin nicht allein mit Blick auf die schutzrechtliche Dimension beantwortet
werden. Vielmehr konnen sich hier — auch wegen der Ungewissheiten — ander-
weitig verfassungsrechtliche Grenzen ergeben, die nur einen vorsichtigen (regulie-
renden) Eingriff zulassen.®*” Das gilt — nach der hier vertretenen Ansicht — selbst
dann, wenn man tendenziell die Risiken nicht als zu einer Gefahr verdichtet
bewertet und sie als noch im Rahmen der Risikovorsorge befindlich einordnet.
Auch sie ist Bestandteil der Schutzpflicht, nur ergibt sich ein weitaus groflerer
Spielraum fiir den Gesetzgeber.

B. Schutzpflichten im Verhaltnis Staat-Nutzer-Netzwerkbetreiber

Daneben konnen aber auch im Dreiecksverhiltnis zwischen Netzwerkbetreiber,
Nutzer und Staat Schutzpflichten aktiviert sein. Hierfiir sind zwei Ansatzpunkte
denkbar: die allgemeine Tatigkeit als Intermedidr, die erst dafir sorgt, dass ent-
sprechende Inhalte Nutzer erreichen, und die Bereitstellung einer fir Manipula-
tionen anfilligen bzw. eine Automatisierungsprozesse begiinstigenden Infrastruk-
tur.

896 In diese Richtung letztlich auch Brings-Wiesen, JuWiss-Blog Nr. 93/2016. Wohl auch Milker, ZUM
2017, 216 (220), wenn er lediglich davon spricht, dass keine konkreten Schutzpflichten eingreifen.
Vgl. auch Hartl, a.a.O., S. 142 f. der bei neuen Entwicklungen in der Kommunikationsordnung per se
von der Aktivierung ausgeht.

897 Hierauf weist letztlich auch Brinkmann, UFITA 2019, 364 (383) hin.
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Die Algorithmen der Betreiber sind primir dafir verantwortlich, welche In-
formationen iiberhaupt wahrgenommen werden.?”® Dass den Algorithmen dabei
bestimmte Verzerrungstendenzen und damit Risiken fiir den Meinungsbildungs-
prozess immanent sein oder ihnen gar bewusst implementiert werden konnen, ist
vergleichsweise unbestritten.?® Wenn der Algorithmus aber manipulierte Inhalte
priorisiert weiterleitet, so leistet auch der Betreiber einen (wesentlichen) kausalen
Beitrag dafiir, dass entsprechende Inhalte tuberhaupt die intendierte Wirkung
entfalten konnen. Zudem sind die Nutzerprofile und der auf sie zuriickgreifen-
de Algorithmus auch dafiir verantwortlich, dass eine segregierte Informations-
vermittlung erfolgen kann. Durch Personalisierungsmafsnahmen ermittelt der
Algorithmus einen Kreis potentiell interessierter Rezipienten. Insofern ist auch
der Algorithmus dafiir verantwortlich, wenn durch Meinungsroboter verursachte
Trends Nutzer erreichen und so uiberhaupt erst Wirkung entfalten konnen. Zwar
lasst sich nicht sicher feststellen, ob betreiberseitige Verzerrungen tatsachlich be-
stehen oder ob fiir eine einseitige Informiertheit nicht vielmehr die Nutzer selbst
verantwortlich sind,” und daher kein Unterschied zum einseitigen Informations-
konsum in der analogen Welt besteht.””! Insoweit lasst sich trefflich dartiber
streiten, ob bereits eine abstrakte Gefahr vorliegt oder doch nur ein gewisses
Risiko. Darauf kommt es — wie soeben aufgezeigt — aber nicht an. In jedem
Fall ist eine staatliche Verantwortung — und nicht nur die staatliche Prirogative —
%02 zumindest im Bereich der Risikovorsorge begriindet.””® Davon ist erneut die

898 Lischka, AfP 2018, 388 (391) vergleicht die Wirkung der Algorithmen letztlich mit den Auswahlent-
scheidungen durch die redaktionelle Auswahl bei herkémmlichen Medien. Illustrativ im Kontext der
Meinungsroboter Oehmer/Pedrazzi, UFITA 2020, 7 (15).

899 Siehe hierzu u.a. Bauer, WRP 2020, 171f.; Martini, Blackbox Algorithmus, S.99 ff.; Holznagel,
NordOR 2011, 205 (209ff.); Schwartmann/Hermann/Miiblenbeck, MMR 2019, 498 ff.; Paal/
Heidtke, ZUM 2020, 230 (231); Paal/Hennemann, ZRP 2017, 76 f.; Schmid/Braam/Mischke, MMR
2020, 19f.; Paal, Intermedidre: Regulierung und Vielfaltssicherung, S. 10 ff.; ders., ZRP 2015, 34 ff.;
ders., MMR 2018, 567 ff.; Drexl, ZUM 2017, 529 ff.; Heidtke, Meinungsbildung und Medieninter-
mediire, S.275.

900 Kritisch zu den Narrativen der Filterblase und Echokammer und den daraus teilweise folgenden For-
derungen nach Regulierung deshalb u.a. Cornils, AfP 2018, 377 (381 {f.); Liesern, ZUM 2020, 377
(3781.); Ingold, MMR 2020, 82 (83 ff.). Mit Blick auf die Rolle der Nutzer siche daneben vor allem
auch die Verweise in Fn. 338.

901 In diese Richtung etwa Pfengler, GreifRecht 2020, 1 (10) und Grife, PinG 2019, 5 (10), der das als
ein Problem demokratischer Kultur® bezeichnet.

902 Insbesondere Heidtke, Meinungsbildung und Medienintermediire, S.210 spricht hier (noch) von
einer bloffen ,,Obliegenheit“. Unklarer bei Cornils, AfP 2018, 377 (383), der zwar einerseits die Risi-
kopridrogative betont, andererseits dies aber auch als Argument dafiir nimmt, dass gerade keine spe-
zifischen Regelungen oder Vorkehrungen geboten sind.

903 So etwa auch Paal, MMR 2018, 567 (569) mit Blick auf Intermediire. Und mit Blick auf Suchma-
schinen — wenn auch unter dem Blickwinkel des Regelungsauftrages — etwa Doérr/Natt, ZUM 2014,
829 (841), die hier von einer abstrakt-generellen Gefahr fiir den objektiv-rechtliche Dimension der
Meinungsfreiheit und einer Gewihrleistungspflicht sprechen.
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Frage, ob hieraus auch spezifische Regulierungspflichten bereits folgen konnen,
zu trennen.’*

Wenn es demgegentiber um die Bereitstellung einer manipulierbaren Infra-
struktur geht — etwa mit Blick auf manipulierbare algorithmische Prozesse,”® die
faktische Duldung automatisierter Prozesse oder die prinzipielle Bereitstellung
entsprechender Instrumente hierfiir —,°° ist die Begriindung schwieriger. Hierbei
handelt es sich immerhin um eine wertneutrale und aus Sicht einer partizipativen
Offentlichkeit zu begriifenden Handlung.?” Risiken entstehen erst dann, wenn
eine manipulative Absicht des jeweiligen Nutzers hinzutritt.”®® Dass die Interakti-
onsstrukturen ideale Bedingungen fiir Meinungsroboter bieten und dass deshalb
dariiber nachzudenken ist, ob den Betreibern nicht bestimmte Vorgaben gemacht
werden konnen, die zum Schutz vor den Meinungsrobotern angezeigt sind und
entsprechende Manipulationen verhindern sollen, ist im Kern zutreffend.”® We-
der aus der Bereitstellung noch aus der grundsitzlichen Duldung automatisier-
ter Prozesse ergeben sich indes spezifische Gefahren fiir grundrechtliche Giiter,
die eine Schutzpflicht auslosen.”'® Anknupfungspunkt bleibt insoweit allein die
Tatigkeit bei der Informationsvermittlung und damit die spezifischen Gefahren,
die einerseits durch Personalisierungsprozesse und andererseits durch die algo-
rithmenbasierte Orientierung an statistischen Daten bei der Informationsweiter-

904 Insbesondere die durchaus berechtigten unternehmerischen Interessen an einer personalisierten Wei-
terleitung sind als abwehrrechtliche Grenze zu beriicksichtigen, so auch Hindelang, Freiheit und
Kommunikation, S.205. Und auch die Nutzer haben ein Interesse an einer gewissen Vorselektion,
was letztlich auch dem Vorgehen herkommlicher Medien entspricht. Und zuletzt bestehen auch spezi-
fische Gefahren, wenn der Staat regulierend eingreift, weil er selbst Verzerrungen schaffen kann, was
mit Blick auf die Kommunikationsgrundrechte des Art. 5 Abs. 1 GG nicht weniger problematisch wi-
re, so hinsichtlich strenger Neutralititsvorgaben fiir Medienintermediire etwa Liesem, AfP 2020,
277 (281); siche auch Cornils, ZUM 2019, 89 (103).

905 Im Kontext von sog. Trollen etwa Lee/Kerr, First Monday Vol. 25 (2020) Nr. 6.

906 Vgl. Oebmer/Pedrazzi, UFITA 2020, 7 (9).

907 Vgl. hierzu BGH GRUR 2013, 751 — Autocomplete, der einerseits das Interesse der Nutzer betonte
(Rn.22) und zeitgleich explizit meinte, dass die Entwicklung und Verwendung der entsprechenden
Software als Ergebnis der Ausiibung grundrechtlicher Freiheiten nicht vorwerfbar sei (Rn. 26). Dane-
ben vgl. auch OLG Braunschweig, GRUR-RR 2014, 385 (389).

908 Hegelich, Die Politische Meinung 543 (2017), S. 32 (34) bringt das ganz treffend auf den Punkt: ,,Es
ist also nicht die Technik, die die Probleme verursacht, sondern es sind die Interessen, denen diese
Technik dienstbar gemacht wird.“ Im Kontext der strafrechtlichen Verantwortlichkeit fiir Beleidigun-
gen weist auch Reinbacher, Neue Kriminalpolitik 2020, 186 (189) auf den ,,Missbrauch® des Nut-
zers, durch den erst die Ehrverletzung erfolgt. Dieser Gedanke liegt letztlich auch den Entscheidungen
des BGH zugrunde, wenn es um die Storerhaftung von Intermediiren geht. Im Falle von Google be-
tonte der BGH etwa, dass allein das Entwickeln der Software nicht vorzuwerfen sei, weil es hierbei
um eine geschiitzte Titigkeit ginge, die zudem nicht auf Rechtsverletzungen ausgerichtet sei. ,Nur
durch das Hinzutreten eines bestimmten Nutzerverhaltens konnen ehrverletzende Begriffsverbindun-
gen entstehen.“, BGH GRUR 2013, 751 Rn. 26 — Autocomplete.

909 Kaerlein, in: Hug/Pallaver, S. 17 (19) begreift deshalb Bots nur als ,,Symptom der Funktionsweise des
Social Webs®. Sie seien besonders soziale Bewohner der Plattformen, S. 24 f.

910 Vgl. hierzu mit Blick auf eine Garantenstellung der Anbieter fiir Beleidigungen Reinlicher, Neue
Kriminalpolitik 2020, 186 (189).
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leitung,”"' wo der Fokus ,,stirker auf Steuerungsmechanismen der Aufmerksam-
keitsokonomie [liegt] “*'2, entstehen.”!3

911 Vgl. hierzu Lischka, AfP 2018, 388 (390).

912 So Martini, Blackbox Algorithmus, S. 100.

913 Spezifisch zu sozialen Netzwerken etwa Pille, Meinungsmacht sozialer Netzwerke, S. 322 ff. Zu den
Gefihrdungen durch Medienintermediiren Heidtke, Meinungsbildung und Medienintermediire,
S. 131 ff. Andernorts wird die Frage eher unter dem Gesichtspunkt des Gestaltungsauftrags des Ge-
setzgebers fiir den Rundfunk diskutiert und die entsprechenden Algorithmen als Rundfunk im Sinne
des Art.5 Abs.1 S.2 Var. 3 GG angeschen, siche hierzu u.a. Kaiser/Reiling, in: Unger/v. Ungern-
Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (97 ff.).
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3. Kapitel: Rechtsfolgen der Schutzpflicht — Schutzbedarf und
Handlungsoptionen des Staates

Auch wenn der Staat die Verantwortung trigt, vor potentiellen Gefahren der
Meinungsroboter zu schiitzen, so folgt daraus im Ausgangspunkt nicht zwingend
eine konkrete Handlungsanweisung oder gar eine Legitimation eingriffsintensiver
Mafinahmen®'*. Was konkret aus ihr folgt, ist maflgeblich von den zwei grund-
rechtlichen Polen und dem dadurch vorgezeichneten Handlungskorridor abhin-
gig: die Vorgaben des Ubermafiverbotes auf der einen (A.) und den speziellen
Vorgaben der Schutzpflichten (B.), insbesondere des Untermaf3verbotes (C.), auf
der anderen Seite.

A. Das Ubermaf3verbot und kollidierende Grundrechte als relative Grenze
der Schutzverantwortung

Die Schutzverantwortung des Staates wird nach oben durch die kollidierenden
Grundrechte und damit durch abwehrrechtliche Aspekte relativ begrenzt. Rela-
tiv deshalb, weil auch die Freiheitsgrundrechte nicht absolute Geltung beanspru-
chen, sondern insbesondere durch Gesetze, die dem grundrechtlichen Schutz
dienen und damit die verfassungsimmanenten Schranken konkretisieren, einge-
schrankt werden konnen. Insoweit geniefSt weder die Freiheitssphire noch die
Schutzsphire per se Vorrang. Der Grenzverlauf hingt somit vom Einzelfall ab
und ergibt sich erst durch die Beriicksichtigung des Ubermafiverbotes und inner-
halb dessen zumeist erst im Rahmen einer umfangreichen Abwigung der kolli-
dierenden Belange (zu eben dieser unten, C.II.3).°"5 Der Schutzverantwortung
des Staates beim Einsatz von Meinungsrobotern stehen dabei potentiell drei Frei-
heitssphiren gegeniiber: die der Verwender, die der Netzwerkbetreiber und auch
die der Nutzer selbst, die durch staatliche Intervention auch abwehrrechtlich
tangiert sein kann.

I. Der grundrechtliche Schutz der Meinungsroboter unter der Meinungsfreiheit
Dass die Betdtigung der Verwender zumindest den (subsididren) Schutz der allge-

meinen Handlungsfreiheit des Art.2 Abs. 1 GG geniefst, diirfte unter Berticksich-
tigung der Elfes-Entscheidung kaum streitig sein.”'® Mit der Meinungsfreiheit des

914 Vgl. Hartl, Suchmaschinen, Algorithmen, Meinungsmacht, S. 143.

915 Vgl. hierzu etwa BVerfGE 115, 320 (358 f.) — Rasterfabndung II.

916 BVerfGE 6, 32 (36ff.) — ElfeS. Zu der Diskussion um die Bedeutung der ,,Entfaltung der Personlich-
keit“ im Schutzbereich des Art. 2 Abs. 1 GG und dem - zutreffenden — Verstindnis als Auffanggrund-
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Art.5 Abs.1 S.1, 1. Var. 2 GG konnte aber ein spezifisches Freiheitsrecht ein-
schldgig sein. Zwangsldufig miissen hierbei aber Bedenken geweckt werden,
wenn die Meinungsroboter einerseits darauf gerichtet sind, wesentliche Voraus-
setzungen eines offenen Kommunikationsprozesses zu storen, die Verwender an-
dererseits aber einen fiir diesen zentralen grundrechtlichen Schutz geniefSen sol-
len. Schiitzt die Meinungsfreiheit also auch den Urheber der Meinungsroboter
und die von ihnen ,produzierten Inhalte, sodass potentielle staatliche Eingriffe
den hohen Rechtfertigungsanforderungen des Art. 5 Abs. 2 GG geniligen miissen?

1. Automatisierte Auflerungen als geschiitzte Meinungsiuferung?

Im Ausgangspunkt ldsst sich schon tiberlegen, ob fiir automatisiert und teilauto-
nom veroffentlichten Content uberhaupt die Meinungsfreiheit einschligig sein
kann.”"” Das ist vor allem eine Zurechnungsfrage: Der jeweilige Verwender von
Meinungsrobotern mag zwar Grundrechtstrager der Meinungsfreiheit sein.”'$
Art.5 Abs. 1 S. 1, 1. HS. GG gewihrleistet aber nur, seine Meinung zu duflern.
Wihrend Hufen eine solche Zurechnung im Falle der Meinungsroboter ab-
lehnt,*"? lassen sich — vor allem US-amerikanisch gepriigte — Uberlegungen ausfin-
dig machen, die eine Extension der Meinungsfreiheit nicht nur auf Algorithmen
selbst,”?® sondern aus funktionalen Argumenten auch auf die ,,Speech* kiinstlich
intelligenter Systeme annehmen wollen.””' Fur das US-amerikanische Verfas-

recht, siehe statt vieler Di Fabio, in: Maunz/Diirig, GG, Art.2 Abs. 1 Rn. 12 ff. und Dreier, in: ders.,
GG, Art. 2 Rn. 26 1.

917 Diese Frage wirft auch Mehrens, in: Steinbrecher/Rager, Wenn Maschinen Meinung machen, S.20
(33) auf.

918 So auch Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreation und Innovation, S. 79 (84).
Ahnlich auch Milker, InTeR 2017, 199 (201). Im Kontext der US-amerikanischen Debatte im Lichte
der Freedom of Speech siehe etwa Hines, Houston Law Review 57 (2019), 405 (418).

919 Hufen, Staatsrecht II, § 25 Rn. 52.

920 Vgl. hierzu die US-amerikanische Rspr. in Search King, Inc. v. Google Tech. Inc., Nr. CIV-02-1457-
M, S. 9 — (PageRank-Algorithmus erfasst vom First Amendement); Bernstein v. United States Depart-
ment of State, 922 F. Supp. 1426 (1996) (1436) — (Computercodes als geschiitzte ,,Speech®). Insge-
samt ist die Frage aber — angesichts der damit verbundenen, teilweise als nicht tragbar bezeichneten,
Extension — nicht unumstritten. Ausfiihrlicher zur Problematik u.a. Kerr, Washington and Lee Law
Review, Vol. 57 (2000), 1287 (1290 ff.); Benjamin, Algorithms and Speech, Pennsylvania Law Re-
view 161 (2013), 1445 (1447f.) m.w.N. in Fn. 5-7. Das Unternehmen Apple beruft sich auf den ers-
ten Verfassungszusatz der Verfassung der Vereinigten Staaten von Amerika von 1791, der ,,Freedom
of Speech®, da es vom FBI dazu gezwungen wird eine bestimmte Version des Betriebssystems iOS be-
reit zu stellen, um so dem FBI den ungeschiitzten Zugriff auf das Mobiltelefon des Attentiters von
San Bernadino zu ermoglichen. Apple sieht darin ein Verstof§ gegen die (negative) Freiheit der Rede,
weil ihnen diese ,,Aussage* vordiktiert wird und sie der eigenen Haltung widerspricht, dem Kunden
eine absolut sichere Nutzung ihrer Gerite zu erméglichen. Dabei sei die Programmiersprache gleich
zu behandeln mit den anderen Sprachen, da auch durch sie Befehle, Meinungen und Aussagen wie-
dergegeben werden konnen. Hierzu ausfiihrlicher Cobn, Code is Free Speech, Time Magazine und
Khamooshi, Breaking Down Apple’s iPhone Fight with the U.S. Government, New York Times.

921 In diese Richtung etwa der BGH hinsichtlich automatisiert generierter Suchvorschlige BGH, GRUR
2013, 751 Rn.22 — Autocomplete, allerdings ohne hierauf niher einzugehen. Siehe auch zu sog.
Journalismusrobotern Habel, Roboterjournalismus, S. 133 ff. Daneben auch Massaro/Norton, Nw.

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

168 3. Kapitel: Rechtsfolgen der Schutzpflicht

sungsrecht mag dies aufgrund des eher sachlich ausgerichteten Schutzes des ers-
ten Verfassungszusatzes uiberzeugend sein.’?? Gilt dies aber auch fur die Zurech-
nung automataisierter Auflerungs- und Interaktionsprozesse nach dem deutschen
Verstindnis? Oder fithrt die Zwischenschaltung eines Programms hier zu einer
»Zasur“, durch die die Zurechnung unterbrochen wird?

a. Zurechnung aufgrund der Verantwortungs- und Herrschaftssphdre als
einfach-rechtlicher Grundsatz

Zurechnungsprobleme und Verantwortungsfragen beim Einsatz von Automati-
sierungsprozessen sind der Rechtsordnung mit zunehmender Digitalisierung und
Technologisierung nicht mehr fremd. Auch wenn diese Entwicklung nicht zwin-
gend Bedeutung fiir die Auslegung der ranghoheren Grundrechte haben mag,
so wire es doch widerspriichlich, wenn einerseits (nachteilige) Folgen von Au-
tomatisierungsprozessen einer Person zugerechnet werden, eine grundrechtliche
Zurechnung aber nicht erfolgt, vor allem dann, wenn Begriindungsansitze und
Interessenlagen vergleichbar wiren.

Einfach-rechtliche Zurechnungs- und Verantwortungsfragen werden vor allem
anhand der Kriterien der Beherrschbarkeit und der Risikosphire der potentiell
Verantwortlichen beantwortet. Auf eine einfache Regel heruntergebrochen gilt:
Derjenige, der sich Vorteile eines automatisierten Systems zu eigen macht, muss
auch die daraus resultierenden Nachteile tragen.’”> So wird der Einsatz auto-
matisierter Willenserklarungen im E-Commerce wie die Erklirung eines Boten
behandelt.””* Dem Verwender wird die jeweilige Erklarung also als eigene, quasi
antizipierte Willenserklarung zugerechnet,’” weil er die Kriterien, wann eine ent-
sprechende Erkliarung automatisiert abgegeben werden soll, abstrakt festgelegt
hat.®?¢ Und dort, wo die Abgabe (teil-)autonom erfolgt, wird jedenfalls im Ergeb-
nis auch eine Zurechnung angenommen, weil dem Verwender als Verantwortli-

U. L. Rev. 110, 1169 ff.; Massaro/Norton/Kaminski, Minn. Lev 101 (2016), 2481 ff., die damit argu-
mentieren, dass der Ansatz fiir den grundrechtlichen Schutz — auch nach der Rechtsprechung des US
Supreme Court — eher inhaltlich ausgerichtet ist und eher auf den Wert fiir die Zuhorer abstellt. Aus
deutscher Sicht sieche etwa auch Lewke, InTeR 2017, 207 (210f.) und — wenn auch i.E. ablehnend -
Krupar, in: Taeger, Recht 4.0, S. 275 (281f.).

922 Vgl. hierzu Massaro/Norton/Kaminski, Minnes. L. Rev. 101 (2017), 2481 (2486 ff.).

923 Vgl. BGH GRUR 2007, 890 Rn. 36; BGH, GRUR 2015, 1129 Rn. 42. Dieses Prinzip kommt letztlich
wa.in §§ 31, 166 Abs. 1, 2,278 5.1, 831 Abs. 1 S. 1 BGB zum Ausdruck.

924 Rhiem, ITRB 2014, 113f; vgl. BGH NJW 2005, 976 (977) der § 120 BGB hier (entsprechend) an-
wendet.

925 So schon Brebm, FS-Niederldnder, S.234; und - trotz urspriinglich anderer Ansichten, z.B. Clemens
NJW 1985, 1998 (2001) — mittlerweile auch allgemein anerkannt, vgl. Spindler, in ders./Schuster,
Recht elektronischer Medien, Vorbem. §§ 116 ff. BGB Rn. 5; Glossner, in: Leupold/dies., AnwHb IT-
Recht, Teil 2 Rn. 15; vgl. hierzu auch Specht/Herold, MMR 2018, 40 (41).

926 Glossner, in: Leupold/dies., AnwHb IT-Recht, Teil 2 Rn. 15; Paulus/Matzke, ZfPW 2018, 431
(440 f£.).
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chem das von ihm geschaffene Risiko zuzurechnen ist.”?” Streitig ist allein, ob es
sich um einen Unterfall der automatisierten Erklarung handelt.

Probleme ergeben sich auch im Bereich der zivilrechtlichen, verschuldensab-
hangigen Haftung. Bei der vertraglichen Haftung ist § 278 BGB nicht direkt an-
wendbar. Allein eine analoge Anwendung kidme in Betracht, sofern man eine
»funktionale Verschuldensiquivalenz“ ausreichen liefSe.”?® Die h.M. sieht dafiir
jedoch keinen Raum,*?” sondern l6st dies uiber allgemeine Sorgfaltspflichtanfor-
derungen.”® Vergleichbares gilt im deliktischen Bereich. Hier kommt eine Haf-
tung des Verwenders nach § 823 Abs.1 S.1 BGB dort in Betracht, wo er Ver-
kehrssicherungs- oder Uberwachungspflichten verletzt.”*' Dem liegt der ,allge-
meine Rechtsgrundsatz [zugrunde] [...], dass jeder, der in seinem Verantwor-
tungsbereich eine Gefahrenquelle schafft oder andauern lisst, die ihm zumutba-
ren Maflnahmen und Vorkehrungen treffen muss, die zur Abwendung der daraus
Dritten drohenden Gefahren notwendig sind. "3

Im Falle von automatisiert erstellten Suchvorschligen hat der BGH Google
gar als mittelbaren Storer i.S.d. § 1004 BGB angesehen.”* Nach dem BGH ist
eine Auflerung, bei der ein Algorithmus dem Suchenden bestimmte Suchvorschli-
ge unterbreitet, der diese anhand verschiedenster Informationen ermittelt,”* dem
Verwender zurechenbar.”>’ Begriindet hat dies der BGH damit, dass Google selbst
durch Auswertung des Nutzerverhaltens die Suchvorschlige generiert und fiir

927 Hierauf hinweisend Paulus/Matzke, ZfPW 2018, 431 (445); vgl. hierzu auch Heuer-James/Chibangu-
za/Stiicker, BB 2018, 2818 (2821, 2822), die darauf hinweisen, dass ansonsten rechtsfreie Riume
entstehen, in denen sich der Verwender von den (Haftungs-)Folgen freizeichnen konne (S.2822).

928 Zech, ZfPW 2019, 198 (211f.), weil die Situation beim Einsatz eines Erfiillungsgehilfen und eines
diesen ersetzenden Automatisierungsprozesses vergleichbar bleibe.

929 So u.a. Schaub, JZ 2017, 342 (343); Giinther/Boghmiiller, BB 2017, 53 (55); Caspers, in: Staudinger,
§278 Rn.5; Grundmann, in: MiiKo BGB, Bd. 2, § 278 Rn. 46; Medicus/Lorenz, Schuldrecht AT,
Rn. 386.

930 Grundmann, in: MiiKo BGB, Bd. 2, § 278 Rn. 46; vgl. Miiller-Hengstenberg/Kirn, MMR 2014, 307
(311).

931 Schaub, JZ 2017, 342 (344); Zech, ZfPW 2019, 198 (206 f.) und zu diesen Verkehrssicherungspflich-
ten, a.a.0., S.210f. Speziell zu den Problemen bei anpassungsfihigen Systemen Etzkorn, MMR
2020, 360 ff. De lege ferenda konnte auch ein eigener Gefihrdungshaftungstatbestand geschaffen
oder eine versicherungsrechtliche Losung eingefithrt werden. Diese Moglichkeiten andeutend Schaub,
JZ 2017, 342 (345 f.). Zur Losung durch ein Haftpflichtversicherungssystem fiir autonome Systeme,
sodass zumindest fiir Geschidigte eine Kompensation sichergestellt wire, etwa Giinther/Boglmiiller,
BB 2017, 53 (55). Und zum Ansatz einer Gefihrdungshaftung siche Borges, NJW 2018, 977 (982f.)
und zur Weiterentwicklung des Produkthaftungsrechts Seehafer/Kohler, EuZW 2020, 213 ff.

932 So BGH GRUR 2007, 890 Rn. 36. Sieche auch BGH, GRUR 2015, 1129 Rn. 42.

933 Ausreichend ist nimlich, dass man ,,in irgendeiner Weise willentlich und adiquat kausal zur Beein-
trichtigung des Rechtsguts beitrdgt.“, BGH GRUR 2012, 311 Rn.21 - Blog-Eintrag; a.a.O., 751
(753) = RSS-Feed; NJW 2018, 2324 Rn. 31; vgl. auch BGH GRUR 2013, 751 Rn. 24 — Autocomple-
te.

934 BGH, GRUR 2013, 751 Rn.28f. — Autocomplete; ausfithrlicher begriindet das der BGH in NJW
2018, 2324 Rn. 34 — Priifpflichten eines Suchmaschinenbetreibers, wo die elementare Bedeutung von
Suchmaschinen betont wird. Kritisch zur Autocomplete Entscheidung etwa Spindler/Volkmann, in:
Spindler/Schuster, Elektronische Medien, § 1004 BGB Rn. 16.

935 So BGH, GRUR 2013, 751 Rn. 17 — Autocomplete.
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Nutzer zum Abruf unmittelbar bereit hilt.”*¢ Insoweit stellt er im Wesentlichen
auch auf die Risiko- und Herrschaftssphire des Unternehmens ab. Die Haftung
wurde lediglich unter dem Gesichtspunkt der Zumutbarkeit eingeschrankt.””

Im Strafrecht®®® reicht nach der Kausalititslehre bei vorsitzlichen Erfolgsde-
likten”® schon die Inbetriebnahme eines autonomen Systems aus, um eine ,, Ver-
antwortung“ zu begriinden, sofern sie conditio sine qua non fir den tatbestand-
lichen Erfolg ist.** Eine Zasur im Sinne eines Dazwischentretens durch das
autonome Programm wird regelmafSig nicht erfolgen. Die mafSgebliche Kontrolle
und Befehlsgewalt tiber das System oder die Maschine hat der Verwender. Denn
die genauen Umstinde und Ausfithrungsarten der Handlungen werden dem Sys-
tem vorgegeben. Auch wenn derjenige die (Tat-)Handlung selbst nicht ausfiihrt,
fungiert das System als , Tatwerkzeug“’*!' im konkreten Moment. Weil aber
zumindest der bedingte Vorsatz regelmiflig fehlen wird, diirfte es tiberwiegend
eher um Fahrlassigkeitsdelikte gehen. Hierbei kommt allerdings dann wieder
der Risikosphirengedanke zum Tragen, der spezifische Anforderungen an die
Sorgfalt des Verwenders stellt.”*> Auch speziell im Bereich der Auflerungsdelikte
hilt der Verwender durch die konkreten Anweisungen an das Programm die
Herrschaft dariiber in den Hianden, unter welchen Umstinden welcher Inhalt an
welchem Ort veroffentlicht werden soll.** In gewisser Weise ist das also sogar
vergleichbar zu der Lage bei einer automatisierten Willenserklarung. Auch hier
handelt es sich faktisch um eine antizipierte AufSerung.

b. Bedeutung fiir die Frage einer grundrechtlichen Zurechnung der Auferungen

Wenn aber im einfachen Recht (nachteilige) Folgen an den Einsatz automatisier-
ter Systeme gekniipft werden und insbesondere bei automatisierten AufSerungen
eine Zurechnung vorgenommen wird, bestiinde ein Wertungswiderspruch, wenn
man dies im grundrechtlichen Bereich anders sihe.”** Denn das Botprogramm

936 BGH, cbd.

937 BGH GRUR 2012, 311 Rn.22ff. — Blog-Eintrag; NJW 2018, 2324 Rn.36 — Priifpflichten eines
Suchmaschinenbetreibers.

938 Umfassend zu intelligenten Agenten und dem Strafrecht Glef/Weigend, ZStW 2014, 561.

939 Bei Fahrlassigkeitsdelikten stellt sich die Frage nicht in gleichem MafSe, denn Ankniipfungspunkt ist
hier ein Sorgfaltswidrigkeitsverstoff. Wenn zwischen ihm und dem Erfolg ein Pflichtwidrigkeitszu-
sammenhang besteht, fithrt das schon zur Strafbarkeit. Hierbei koénnte lediglich zwischen sozialad-
dquaten und sozialinadidquaten Verstoflen zu unterscheiden sein, so Markwalder/Simmler, AJP 2017,
171 (175 ff.) aus schweizerischer Perspektive.

940 Vgl. hierzu Markwalder/Simmler, AJP 2017, 171 (179); Glefs/Weigend, ZStW 2014, 561 (579f.).

941 So fiir Social Bots Volkmann, MMR 2018, 58 (60). Vgl. hierzu auch Markwalder/Simmler, AJP
2017, 171 (179).

942 Vgl. zum autonomen Fahren etwa Sander/Hollering, NStZ 2017, 193 (200f.) oder Schuster, DAR
2019, 6 (8). Zu diesen Pflichten vgl. auch Bilski/Schmid, NJOZ 2019, 657 (660f.).

943 Umfassend im Rahmen von § 130 StGB Volkmann, MMR 2018, 58 (60 ff.).

944 So aber scheinbar Hufen, Staatsrecht II, § 25 Rn. 52: ,,Noch schwieriger diirfte es sein, die fiir den
demokratischen Diskurs nicht ungefdhrlich polarisierende Wirkung von [...] ,Likes® und ,Dislikes*
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und die von ihm getroffenen Entscheidungen sind auch hier mafigebliches Re-
sultat menschlichen Denkens und Handelns** und die Kommunikate damit un-
mittelbarer Ausdruck der Ansichten des jeweiligen Grundrechtstrigers.’* Der
Urheber formuliert in abstrakten Anweisungen die zu veroffentlichenden Inhalte
und die Umstidnde, unter denen diese publiziert werden;** sie beinhalten — wie
bei der automatisierten Willenserklirung — eine ,,antizipierte® Auflerung®*®. Das
Programm ist auch hier an die Vorgaben gebunden.’® Die wesentliche Kontrolle
uiber die Vorginge verbleibt beim Verwender®’, selbst wenn er zum Zeitpunkt
der Auflerung nicht anwesend ist und von der finalen Auflerung nur eine unge-
fihre Vorstellung hat.*s!

Daneben lassen sich aber auch aus der Meinungsfreiheit selbst gewonnene
Argumente vortragen, die eine Zurechnung legitimieren: Die Meinungsfreiheit
ist technikneutral;®*? ihr Schutz greift unabhingig von der Auflerungsmodalitit,
sodass auch neuartige Kommunikationswege erfasst sind.””> Der Auflernde kann
frei entscheiden, wann er seine Meinung wie und vor allem wo kundgibt, um
die von ihm intendierte Wirkung zu erreichen.”* Entscheidet sich dieser, automa-

mit verfassungskonformen Mitteln zu bekimpfen. Diese fallen, jedenfalls wenn sie wahrheitsgemafs
und von Personen und nicht von Robotern stammen, in den Schutzbereich der Meinungsfreiheit
[Hervorhebung d Verf.]«.

945 Herberger, NJW 2018, 2825 (2827) bezeichnet Algorithmen als ,,Gebilde des menschlichen Geistes*.

946 Lewke, InTeR 2017, 207 (211). Ahnlich fiir Suchmaschinenergebnisse Milstein/Lippold, NVwZ
2013, 182 (185).

947 Lewke, InTeR 2017, 207 (210f.); Milker, InTeR 2017, 199 (201); Semizoglu, in: Hetmank/Rechen-
berg, Kommunikation, Kreation und Innovation, S.79 (87). Aus US-amerikanischer Sicht etwa Hi-
nes, Houston Law Review 57 (2019), 405 (419).

948 So auch Hostacna, AL 2018, 1 (4); Lewke, InTeR 2017, 207 (211); Milker, ZUM 2017, 216 (217);
Liesem, in: Litschka/Krainer, Der Mensch im digitalen Zeitalter, S. 183 (189) und Semizoglu, in: Het-
mank/Rechenberg, Kommunikation, Kreation und Innovation, S. 79 (87). Siche auch Kriiper, in: Un-
ger/v. Ungern-Sternberg, Demokratie und kunstliche Intelligenz, S. 67 (74), der von einem ,,generali-
sierten Willen® spricht. Starck/Paulus, in: v. Mangoldt/Klein/Starck, GG, Art.5 Rn. 87, gehen etwa
bei den algorithmisch erstellten Suchmaschinenergebnissen wegen der ,entsprechenden Programmie-
rung® von einem Werturteil aus, m.w.N. Nicht iiberzeugend ist deshalb auch der Einwand, dass kein
manuelles Erstellen und kein willentlicher Handlungsentschluss im Zeitpunkt der Auflerung vorlie-
gen, vgl. etwa Stadler, Haftung fiir Informationen im Internet, S.293 hinsichtlich des Setzens von
Links durch Suchmaschinen.

949 Nach Lewke, InTeR 2017, 207 (211) steuert der Computer lediglich seine Rechnungsleistung bei.

950 Fiir Suchmaschinen maf$geblich auf die Kontroll- und Eingriffsmoglichkeiten des Urhebers abstellend
Milstein/Lippold, NVwZ 2013, 182 (185) und mit Blick auf den News Feed Pille, Meinungsmacht
sozialer Netzwerke, S. 178.

951 Vgl. Lewke, InTeR 2017, 207 (211). Deshalb ist die Bezeichnung als ,,Sprachrohr von Steinbach,
ZRP 2017, 101 (102) durchaus zutreffend.

952 Steinbach, ZRP 2017, 101 (102); ebenso Dankert/Dreyer, K&R 2017, 73 (74); vgl. auch Milker, In-
TeR 2017, 199 (201). Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreation und Innovati-
on, S.79 (88) nennt das ,entwicklungsoffen® und Grabenmwarter, in: Maunz/Diirig, GG, Art.5
Rn. 93 bezeichnet es als Medienneutralitit.

953 So meint etwa Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreation und Innovation, S. 79
(87), dass eine Einengung nicht mehr ,,zeitgerecht“ und die Meinungsfreiheit entwicklungsoffen sei,
S. 88. Mit Blick auf die US-amerikanische Freedom of Speech etwa Lamo/Calo, UCLA Law Review
66 (2019), 988 (1004).

954 Vgl. BVerfGE 93, 266 (289) - Soldaten sind Mérder; Grabenwarter, in: Maunz/Diirig, GG, Art. 5
Rn. 84; Schemmer, in: Epping/Hillgruber, Beck-OK GG, Art. 5 Rn. 9.
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tisiert Auflerungen zu verschicken, die durch die programmatischen Vorgaben
seinem Willen entsprechen, ist das also zunachst seine Entscheidung.”> Es diirfte
folglich keinen Unterschied machen, ob der Auflernde selbst fortwihrend seine
Auflerung niederschreibt und sodann kundgibt oder dies aus Effizienzgriinden
einem Programm tiberldsst.”’® Die zeitliche Zasur zwischen Herstellung des Pro-
gramms und Verbreitung der Auflerung findet sich in vergleichbarer Weise etwa
auch bei Flugblattern zwischen Herstellung und eigentlicher Verbreitung.”>” Sihe
man dies anders, kime man in Zeiten fortschreitender Technologisierung zu un-
losbaren Problemen. Automatisierungsprozesse sind in Zeiten des Internets not-
wendig, um auf die sich sekiindlich indernde Umgebung angemessen reagieren
zu konnen.”® Sie konnen zudem gerade auch diskursfordernde Wirkung entfal-
ten®’ und dariiber hinaus fir die Ausiibung anderer grundrechtlich gewihrleiste-
ter Freiheiten Bedeutung erlangen. Auch deshalb wire es aus grundrechtlicher
Perspektive unplausibel, hier eine technisch bedingte Grenze festlegen zu wol-
len.”®0

Das muss selbst dann gelten, wenn das Botprogramm vorgegebene Inhalte
zur Herstellung einer gewissen Varianz umformuliert oder sonstige Anderungen
vornimmt, solange die Kernaussage und die intendierte Wirkung unverindert
bleiben. Auch hier handelt das System ndmlich nicht vollig autonom.’®! Pro-
blematischer wird die Grenzziehung, wenn kiinstliche Intelligenz durch Deep-
Learning und neuronale Netze hinzutritt,”*? sich der Algorithmus also selbststin-
dig weiterentwickelt und von den urspriinglichen Anweisungen des Urhebers
»loslost“.7¢3 Soweit ersichtlich, scheint dies allerdings noch ein eher zukunftsori-

955 So in Bezug auf Journalismusroboter letztlich auch Habel, Roboterjournalismus, S. 139.

956 Zu diesem Aspekt der Effizienz als allgemeiner Charakter von Bots siche etwa Hines, Houston Law
Review 57 (2019), 405 (410).

957 Auch Schrider, DVBL. 2018, 465 (467) zieht hier Parallelen zu bereits bekannten Fillen, in denen
Formulierung und Auflerung auseinanderfallen. Und auch Haeg, JPE 2017, 85 (92) sicht in der
zeitlichen Diskrepanz zwischen Formulierung und Auferung keinen Grund, um Bots als aus ethischer
Perspektive ,,unzuldssig® anzusehen.

958 Vgl. in Bezug auf automatisierte Suchmaschinen Stadler, Haftung fiir Informationen im Internet,
S.199.

959 Auf diese Funktionalitit weisen auch Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreati-
on und Innovation, S. 79 (88) und Lewke, InTeR 2017, 207 (211), hin.

960 Pille, Meinungsmacht sozialer Netzwerke, S. 179, macht jedenfalls mit Blick auf den News Feed zur
Voraussetzung, dass der Output manuell ausgewihlt oder zumindest der Algorithmus ,,derart engma-
schig programmiert [wird], dass nur ganz konkrete Inhalte ausgewihlt werden®. Dabei geht es aber
eher nicht um die Frage der technischen Modalititen, sondern darum festzulegen, ab wann eigentlich
iberhaupt eine Meinung im eigentlichen Sinne vorliegt, wann man sich also die weitergegebenen In-
halte zu eigen macht.

961 Vgl. hierzu Habel, Roboterjournalismus, S. 137 f.

962 Zum Deep-Learning und den neuronalen Netzen siche etwa Krug, beck.digitax 2020, 74 ff.

963  Aber selbst der dann bestehende Lernprozess ist das Ergebnis menschlicher Vorgaben. Dieser bewegt
sich also auch in dem durch die Algorithmen vorgegebenen Lernrahmen, sodass auch hier einiges da-
fiir spriche, eine Zurechnung vorzunehmen, vgl. Schréder, DVBL. 2018, 465 (467). Eine Zurechnung
scheint Lewke, InTeR 2017, 207 (211) auch zu befiirworten.
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entiertes Problem zu sein.’** Eine Grenze wire dann nach Habel erreicht, wenn
ex post die Auswahl und die konkrete Formulierung eines Kommunikats nicht
mehr nachvollzogen werden kann.’®’ Das ist jedenfalls insoweit tiberzeugend, als
dass der Ankniipfungspunkt gerade der Schutz des Individuums und damit die
kognitive Leistung des Einzelnen ist und nicht allein die objektive Funktion eines
%6 In jedem Fall ist der Umstand einer automatisierten AufSerung
aber nicht per se in der Lage, eine grundrechtliche Zurechnung des Outputs und

damit die Anwendbarkeit der Meinungsfreiheit auszuschliefSen.”®”

Kommunikats.

964 So auch Lewke, InTeR 2017, 207 (208); dhnlich Oehmer/Pedrazzi, UFITA 2020, 7 (10). Dann wiirde
sich letztlich die Frage stellen, warum die Kontrolle beim Grundrechtstriger verbleiben muss. Algo-
rithmen, die selbstindig erlernen unter welchen Bedingungen sie ein vorher bestimmtes Verhalten
vollziehen miissen, konnen ebenso forderlich fiir die Ausiibung der grundrechtlich gewihrleisteten
Freiheiten sein und erleichtern sogar ihre Ausiibung (siche hierzu eindrucksvoll Miiller, Selbstlernen-
de Algorithmen, Computerwoche). Aus Sicht der US-amerikanischen Diskussion ist das letztlich ja
auch der Ansatz, um den Schutz der Freedom of Speech zu begriinden, vgl. die Verweise in Fn. (921)
und auch Lewke, InTeR 2017, 207 (211) argumentiert mit der Funktionalitit des Grundrechts. Spa-
testens dann kime man u.U. zu Wertungswiderspriichen, wenn zu hohe Anforderungen an die Kon-
trolle gestellt wiirden. Denn auch in diesen Fallen ligen menschliche Entscheidungen und Denkleis-
tungen dem Algorithmus zugrunde und der Urheber kann jederzeit steuernd eingreifen. So meint
Schréder, DVBI. 2018, 465 (466), dass ,,de constitutione ferenda“ diskutabel wire, ob mit kiinstli-
cher Intelligenz ausgestatteten Robotern die Grundrechtsfihigkeit zukommen kann. In den USA ist
man hier schon bei dieser Diskussion angekommen, siehe etwa Massaro/Norton, NWU Law Review
Vol. 110, S. 1169-1194. Zumindest aus privatrechtlicher Sicht hinterfragt Teubner, AcP 218 (2018),
155, den Status autonomer Softwareagenten. Angesichts zunehmender Automatisierung und Roboti-
sierung und der Entwicklung hin zu einer kiinstlichen Intelligenz hat der Rechtsausschuss des EU-Par-
laments der Kommission 2017 anlisslich seines Berichts (A8-0005/2017) eine Empfehlung zu zivil-
rechtlichen Regelungen im Bereich der Robotik unterbreitet. In ihm wird darauf hingewiesen, dass
jedes Reglement die Frage der Rechtsnatur von ,,Robotern® aufwirft und deshalb eine neue ,,Katego-
rie mit speziellen Merkmalen und Implikationen geschaffen werden sollte“. Hierfiir bote sich (u.a.)
ein spezieller rechtlicher Status als ,,elektronische Person® — insbesondere fiir haftungsrechtliche Fra-
gen — sowie die Anwendung einer ,elektronischen Personlichkeit* an, Empfehlung 2015/2103(INL),
S. 8, 21f. Zur Einfithrung einer Rechtspersonlichkeit fiir Computersysteme auch Kluge/Miiller, InTeR
2017, 24 (29); Heuer-James/Chibanguza/Stiicker, BB 2018, 2818 (2821).

965 So jedenfalls mit Blick auf Journalismusroboter Habel, Roboterjournalismus, S. 139.

966 So unter Rekurs auf den aus der Menschenwiirde resultierenden Schutz des Individuums, Habel, Ro-
boterjournalismus, S. 140.

967 LE. auch eine Zurechnung bei Bots annehmend: Brings-Wiesen, JuWiss-Blog Nr. 93/2016; Dankert/
Dreyer, K&R 2017, 73 (74); Hostacna, AL 2018, 1 (4); Jiirlicher/Rottgen, InTeR 2018, 15 (16);
dies., in: Taeger, Recht 4.0, S.230; Milker InTeR 2017, 199 (201); ders., ZUM 2017, 216 (217f.);
Lang/Wilms, Staatsrecht I, Rn. 631; Lewke, InTeR 2017, 207 (211); Oebmer/Pedrazzi, UFITA 2020,
7 (17); Steinbach, ZRP 2017, 101 (102); Semizoglu, in: Hetmank/Rechenberg, Kommunikation,
Kreation und Innovation, S.79 (88). Hinsichtlich Journalismusrobotern Habel, Roboterjournalis-
mus, S.143. Mit Blick auf algorithmische Suchmaschinenergebnisse nehmen auch Starck/Paulus, in:
v. Mangoldt/Klein/Starck, GG, Art. 5 Rn. 86 oder Milstein/Lippold, NVwZ 2013 182 (185) eine Zu-
rechnung vor. Auch der BGH scheint diese vornehmen zu wollen, wenn er in der Autocomplete-Ent-
scheidung auch die Meinungsfreiheit der beklagten Firma Google ins Feld fithrte, BGH, GRUR 2013,
751 Rn. 22. Allerdings kam er hierauf nicht zuriick, sondern sprach dann bei den Suchvorschligen
von einer ,,durch Art.2, 14 GG geschiitzte[n] wirtschaftliche[n] Titigkeit“. Anders hingegen Hufen,
Staatsrecht I, § 25 Rn. 52.
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2. Sachlicher Schutz der Inhalte

In sachlicher Hinsicht werden also auch automatisierte Meinungen im Sinne von
Art.5 Abs. 1 S.1, 1. HS. GG geschiitzt. Der Begriff der Meinung ist dabei weit
zu verstehen.”®® Zunichst erfasst er die eigentliche Meinung als subjektives Wert-
urteil und damit AufSerungen im Rahmen einer geistigen Auseinandersetzung, die
durch Elemente der Stellungnahme, des Dafiirhaltens und des Meinens gepragt
sind.”® Meinungen zeichnen sich also durch die subjektive Beziehung des Au-
Bernden zum gedufSerten Inhalt aus.’”® Daneben werden aber auch Tatsachenbe-
hauptungen erfasst, obgleich der Wortlaut diese nicht vorsieht,””! und ihnen bei
niherer Betrachtung die zuvor genannten subjektiven Elemente fehlen®”2. Sie sind
durch ,eine objektive Beziehung [...] [zur] Wirklichkeit geprigt und der Uber-
prifung mit Mitteln des Beweises zuginglich [...].“?”® Thr Schutz leitet sich aus
einer derivativen Funktion firr die Meinungsbildung ab, °* sodass sie nur dann
geschiitzt werden, sofern sie Grundlage und Voraussetzung fur die Bildung einer
Meinung sein konnen. °7°

Die Trennung zwischen den Auflerungsarten hat vor allem praktische Folgen,
wenn es um desinformative Inhalte geht. Wahrend es fiir den Schutz einer Mei-
nung nicht darauf ankommt, ob sie emotional oder rational, begriindet oder
grundlos, wertvoll oder wertlos ist,””® werden nach der stindigen Judikatur
des Bundesverfassungsgerichts die im Zeitpunkt der Auflerung erwiesen oder
bewusst unwahren Tatsachenbehauptungen gar nicht erst vom Schutzbereich er-

968 So BVerfGE 61, 1 (9) — CSU NPD Europas; 71, 162 (179) — Werbeverbot fiir Arzte; BVerfG (K),
NJW 1991, 1529 - Zabndrztestreik.

969 Vgl. BVerfGE 61, 1 (8) — CSU NPD Europas; 71, 162 (179) — Werbeverbot fiir Arzte; 85, 1 (14) —
Bayer-Aktiondre; 90, 241 (247) — Auschwitzliige.

970 BVerfGE 33, 1 (14) - Strafgefangene; 90, 241 (247) — Auschwitzliige. Aus jiingerer Zeit BVerfG (K),
NJW 2016, 2643 Rn. 11 — ACAB; BVerfG, Beschl. v. 26.02.2015 - 1 BvR 1036/14, Rn. 11 — FCK
CPS.

971 Schemmer, in: Epping/Hillgruber, Beck-OK GG, Art. 5 Rn. 6.

972 BVerfGE 61, 1 (8) - CSU NPD Europas; 85, 1 (15) — Bayer-Aktiondre; Degenhart, in: BK-GG, Art. §
Abs. 1, 2 Rn. 112; Schmidt-Jortzig, HbStR VIL, § 162 Rn. 21.

973 Siehe hierzu nur BVerfG, Beschl. v. 17.03.2017 — 1 BvR 3085/15 Rn. 13 m.w.N. auf die verfassungs-
gerichtliche Rechtsprechung.

974 Hierzu etwa Degenbart, BK-GG, Art. 5 Abs. 1, 2 Rn. 112; Schulze-Fielitz, Dreier GG, Art. 5 Abs. 1, 2
Rn. 63.

975 BVerfGE 7, 198 (210) — Liith; 61, 1 (8) — MeinungsiufSerung im Wahlkampf; 90, 241 (247) — Ausch-
witzliige. Ob diese Abgrenzung iiberhaupt Sinn macht, ist zweifelhaft. Ziel ist es, dass solche AufSe-
rungen aus dem Schutzbereich fallen, die irrelevant fiir die Meinungsbildung sind. Bedenkt man aber,
dass jede Tatsachenmitteilung in einem wertenden Kontext stehen kann, scheint diese Einschrankung
kaum sinnvoll zu sein, das Herausfallen aus dem Schutzbereich bleibt die (sehr) seltene Ausnahme,
vgl. Schulze-Fielitz, Dreier GG, Art. 5 Abs. 1, 2 Rn. 64. Ausfiihrlichere Kritik an dieser Rspr. findet
sich etwa bei Jestaedt, in: Merten/Papier, HbGR IV, § 102 Rn. 37 f.

976 BVerfGE 61, 1 (9) — Meinungsiuflerung im Wahlkampf; 90, 241 (247) — Auschwitzliige; 124, 300
(320) — Wunsiedel.
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fasst.””” Dem wird u.a.””® entgegengehalten dass bereits aufgrund der schwierigen
Trennung zwischen Meinung und Tatsachenbehauptung derlei Einschrankungen
abzulehnen seien®””. Unwahre Tatsachenbehauptungen konnen allerdings zu kei-
nem Zeitpunkt einen Mehrwert fiir die Meinungsbildung bieten.”®® Die Mei-
nungsfreiheit soll einen sinnvollen, sachlichen und ergiebigen Diskurs fordern.
Diesem Zweck sind Lugen abtriglich, konnen ihn sogar gefihrden®®! und sind
deshalb nicht schiitzenswert.”®2. Die Abgrenzungsschwierigkeit wird dadurch re-
lativiert, dass bei einer untrennbaren Verbindung von Meinung und Tatsache von
einer einheitlichen Meinungsauflerung auszugehen ist.”%3

Fur die Abgrenzung zwischen Meinung und Tatsachenbehauptung kommt es
weder auf die subjektive Absicht des Auflernden noch auf das subjektive Ver-
standnis des von der AufSerung Betroffenen an.?®* Vielmehr ist der Auflerung der
Sinn beizumessen, den ihr ein unvoreingenommener und verstandiger Empfanger
geben wiirde.” Dem Urheber der Auflerung darf aber kein Inhalt untergescho-
ben werden, den er ihr erkennbar nicht beilegen wollte. Im Zweifel wird zumeist
von einer MeinungsdufSerung auszugehen sein.

977 St. Rspr., BVerfGE 54, 208 (219); 61, 1 (8) — Meinungsiuferung im Wahlkampf; 85, 1 (15) — Bayer-
Aktiondre; 90, 241 (247) — Auschwitzliige; zustimmend u.a. Odendahl, in: Schmidt-Bleibtreu, GG,
Art. 5 Rn. 4; Schmalenbach, JA 2005, 749 (750); Huster, NJW 1996, 487 (487). Aus der Linie der
ansonsten einheitlichen Entscheidungen des BVerfG fillt die unklare Passage in der Stolpe-Entschei-
dung, BVerfGE 114, 339 (352) — mebrdeutige Auflerungen. Dort heifit es: ,,Grundsitzlich tritt die
Meinungsfreiheit daher bei Tatsachenbehauptungen, die bewusst unwahr oder erwiesenermafien
falsch sind, hinter das Personlichkeitsrecht zuriick“. Dies legt eine Losung auf Rechtfertigungsebene
nahe (so Degenhart, BK-GG, Art. 5 Abs. 1, 2 Rn. 118), wiirde aber der st. Rspr. widersprechen. Da in
der Entscheidung auf BVerfGE 835, 1 (17) — Bayer-Aktiondre verwiesen wurde, ist vom BVerfG die
Fundstelle wohl eher unsauber wiedergegeben worden. Dort heifSt es nimlich: ,Enthilt die Mei-
nungsiuflerung erwiesen falsche oder bewufst unwahre Tatsachenbehauptungen, so wird regelmifig
das Grundrecht der Meinungsfreiheit hinter dem [...] geschiitzten Recht zuriicktreten.“ Hier wird al-
so nur Rekurs genommen auf das, was regelmifSig bei der Vermengung von iiberwiegender Meinung
und bewusst unwahrer Tatsachenbehauptung gilt: der Schutz durch die Meinungsfreiheit mit der Fol-
ge einer umfassenden Abwigung auf Rechtfertigungsebene. Kritisch hierzu Steinbach, ZRP 2017,
101 (103).

978 Umfassender hierzu u.a. Herzog, in: Maunz/Diirig, GG, EL 30, Stand Dez. 1992, Art. 5 Rn. 50 ff.
und Jestaedt, in: Merten/Papier, HbGR 1V, § 102 Rn. 36 ff., jeweils mit weiteren Nachweisen. Siehe
insbesondere auch im Kontext von ,,Fake News* Steinbach, JZ 2017, 653 (656 ff.).

979  Schulze-Fielitz, in: Dreier, GG, Art. 5 Abs. 1, 2 Rn. 65. Kritisch wegen des Subjektbezugs reiner Tat-
sachenbehauptungen auch Jestaedt, in: Merten/Papier, HbGR 1V, § 102 Rn. 37.

980 Hierzu BVerfGE 54, 208 (219) — Boll; 61, 1 (8) — Meinungsiuferung im Wahlkampf; 90, 241 (247) —
Auschwitzliige. Vgl. hierzu auch BVerfGE 12, 113 (130) — Schmidt-Spiegel.

981 Huster, NJW 1996, 487 (487).

982 Siehe nur BVerfGE 54, 208 (219) — Boll; 61, 1 (8) — Meinungsiuflerung im Wabhlkampf; 85, 1 (15) -
Bayer-Aktiondre.

983 BVerfGE 61, 1 (9) — Meinungsiuflerung im Wahlkampf; 85, 1 (15) — Bayer-Aktiondre. Vgl. auch
BVerfGE 93, 266 (296) — Soldaten sind Morder.

984 BVerfGE 93, 266 (295) — Soldaten sind Morder; 114, 339 (348) — mebrdeutige Auferungen.

985 BVerfGE 93, 266 (295) — Soldaten sind Mdorder; 107, 275 (281) — Schockwerbung 1I; 114, 339
(348) — mehrdeutige Aufierungen. Ebenso BGHZ 95, 212 (215) — Wehrmachtsoffizier; 132, 13 (19) —
Luftsicherbeitsgesetz. Kritisch hierzu Jestaedt, in: Merten/Papier, HbGR IV, § 102 Rn. 92f., der sich
vielmehr fiir einen subjektiven Auslegungsansatz ausspricht.
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Lisst sich tiber die Richtigkeit von Tatsachenangaben streiten, so sind derarti-
ge Auflerungen nicht vom Schutz ausgenommen.?®¢ Vielmehr treffen den AufSern-
den Wahrheits- und Sorgfaltspflichten.?®” Verstofle gegen diese Pflichten konnen,
insbesondere in Kollisionsfillen mit anderen grundrechtlichen Interessen, zu Ein-
schrinkungen des Schutzes fithren.”®® So miissen i.d.R. sorgfaltswidrig unwahre
Tatsachenbehauptungen — Behauptungen, deren objektive Unwahrheit sich spa-
ter herausstellt — zuriicktreten, wihrend fir wahre Tatsachenbehauptungen fiir
gewohnlich der Vorrang der freien Rede gilt.”®

Im Falle von Hate Speech handelt es sich meist um personenbezogene Mei-
nungen oder verbundene Aussagen, sodass hier regelmifSig Personlichkeitsrechte
Dritter beeintrachtigt werden. Grundsatzlich ist auch hier der Schutzbereich fiir
noch so diffamierende Auflerungen er6ffnet.*”® Eine Grenze ist dort erreicht, wo
nur reine Beleidigungen geduflert werden (sog. Formalbeleidigungen).®*! Im Ubri-
gen ergeben sich die Grenzen allein durch kollidierende Rechte, insbesondere
durch das allgemeine Personlichkeitsrecht Betroffener. Einfach-rechtlich schligt
sich das in den §§ 130, 185, 186, 187 StGB nieder. Im Falle von Schmahkritik
tritt die Meinungsfreiheit regelmafig hinter den Schutz der personlichen Ehre zu-
riick.””? Die Schwelle hierfur liegt hoch. Sie ist erst dann anzunehmen, wenn der
AufSerung kein irgendwie gearteter sachlicher Kern mehr zu entnehmen ist, son-
dern die Diffamierung im Vordergrund steht.”*?

Einfachere Bots sind lediglich darauf programmiert, bestimmten politischen
Parteien oder Personen zu folgen. Zwar handelt es sich hierbei um non-verbale
Kommunikation. Der Betitigung des ,,Gefillt-mir“-Knopfs kann aber derselbe

986 Vgl. BVerfGE 61, 1 (8) — MeinungsiufSerung im Wahlkampf.

987 Siehe zu diesen Wahrheitspflichten etwa die Ausfithrungen in BVerfG, NJW 2016, 3360 Rn.20 —
Doping in der DDR. Vgl. auch BVerfGE 90, 241 (247 f.) — Auschwitzliige; Grabenwarter, in: Maunz/
Diirig, GG, Art. 5 Abs. 1 Rn. 49; Schmalenbach, JA 2005, 749 (750). Einfach-rechtlich kommen die-
se Pflichten etwa in § 186 StGB im Tatbestandsmerkmal ,,nicht erweislich wahr“ zum Ausdruck.

988 BVerfGE 61, 1 (8) — Meinungsiuferung im Wahlkampf, dort heifSt es: ,,soweit unrichtige Tatsachen-
behauptungen nicht schon von vorneherein [aus dem] Schutzbereich [fallen], sind sie Einschrankun-
gen [...] leichter zuginglich als das AufSern einer Meinung.“ Siche hierzu auch BVerfGE 99, 185
(197) = Scientology.

989 Degenhart, BK-GG, Art. 5 Abs. 1, 2 Rn.453. Das BVerfG urteilte: ,,Fiir die Verbreitung unwahrer
Tatsachenbehauptungen gibt es in der Regel keinen rechtfertigenden Grund“, BVerfGE 114, 339
(352) — mehrdeutige Auflerungen. Siehe hierzu auerdem nur § 186 StGB, der dies auch einfach-ge-
setzlich zum Ausdruck bringt.

990 So ausdriicklich BVerfGE 33, 1 (15) — Strafgefangene; 93, 266 (289) — Soldaten sind Mérder. Siehe
aber auch BVerfGE 61, 1 (8) — MeinungsaufSerung im Wabhlkampf.

991 Hierzu Grabenwarter, in: Maunz/Diirig, GG, Art. 5 Abs. 1 Rn. 62. Zum fehlenden grundrechtlichen
Schutz in diesen Fillen BVerfGE 60, 234 (242) — Kredithaie; 82, 43 (51) — StraufS-Transparent. In der
jiingeren Judikatur klingt das tendenziell anders, wenn Formalbeleidigung und Schmihkritik zusam-
men erwihnt werden und davon die Rede ist, dass ,,die Meinungsfreiheit regelmi@ig hinter den Eh-
renschutz zuriick[tritt]., vgl. BVerfG, NJW 2019, 2600 Rn. 18 — Hexenprozess. So auch Schemmer,
in: Epping/Hillgruber, BeckOK GG, Art. 5 Rn. 4.

992 Statt vieler BVerfG NJW 2019, 2600 Rn. 18 — Hexenprozess, m.w.N. auf die verfassungsgerichtliche
Judikatur.

993 BVerfG, NJW 2003, 3760 — politische Polemik; NJW 2009, 3016 (3017) jeweils m.w.N.
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Erklarungsgehalt wie einer verbalen Zustimmung entnommen werden, sodass
damit gerade auch ein subjektives Werturteil verbunden ist. Das gilt auch des-
halb, weil der jeweilige Nutzer stets mit dem so markierten Beitrag in Verbin-
dung gebracht und aus den markierten Inhalten auf eine bestimmte politische
oder ideologische Grundhaltung geschlossen werden kann. Deshalb ist auch die-
ser non-verbale Vorgang eine von Art. 5 Abs. 1 S.1 GG geschiitzte Meinungsdu-
Berung.”* Durch das Folgen oder Abonnieren anderer Nutzer, gibt man hingegen
nur zu erkennen, dass man uber Aktivititen des jeweiligen Nutzers informiert
bleiben will. Uber die genaue Einstellung des Folgenden wird dadurch nicht
zwingend etwas bekannt, ebenso wenig tiber seine subjektive Bewertung der In-
halte. Im Zweifel liefSe sich hochstens qua Gewohnheit davon ausgehen, dass nur
solchen Profilseiten gefolgt werden wird, an denen man auch interessiert ist. Als
sichere Erkenntnis kann dies aber nicht gelten, sodass es vom Einzelfall abhangig
sein wird, ob eine Meinungsauflerung vorliegt.

3. Restriktion des Schutzbereichs im Falle von Meinungsrobotern?

Bis hierhin wiirden die Verwender also den Schutz der Meinungsfreiheit genie-
Ben. Nur in geringem Umfang sind schadliche Inhalte — etwa Desinformation —
vom Schutzbereich ausgenommen. Insoweit ist zumindest diskutabel — die ein-
schlagige Literatur macht das vor =%, ob der Schutzbereich im Falle der Mei-
nungsroboter zu restringieren und den Verwendern der Schutz zu verwehren
wire.

a. Allgemeines zur Konzeption von Schutzbereichsausnahmen

Schon Art. 8 Abs. 1 GG stellt grundrechtsspezifische Beschrankungen des Schut-
zes dadurch auf, dass er nur ,friedliche Versammlungen ohne Waffen als ge-
schiitzt ansieht. Anderweitige Schutzbereichsausnahmen sieht das Grundgesetz
selbst zwar nicht vor. Gleichwohl versucht die Rechtsprechung, grundrechtliche
Schutzbereiche zu restringieren, um unerwiinschte Handlungsweisen den frei-
heitsrechtlichen Schutz zu versagen.”® Das gilt nicht nur mit Blick auf die Mei-

994 LE. ebenso Fublrott/Oltmanns, NZA 2016, 785 (7861f.); Schimmele, Staatliche Verantwortung fiir
diskursive Integritit, S. 103. Im Einzelfall konnen allerdings Umstinde eine andere Wertung zulassen,
bspw. wenn das Driicken des ,,Gefillt-mir“-Knopfs die Voraussetzung fiir die Teilnahme an einem
Gewinnspiel ist, hierzu LG Hamburg, Urt. v. 10.01.2013 - 327 O 438/11, Rn. 22 ff.

995 So etwa Brings-Wiesen, JuWiss-Blog Nr. 93/2016; Hostacna, AL 2017, 1 (4); Léber/Rofnagel, MMR
2019, 493 (495) oder Schréder, DVBL. 2018, 465 (467).

996 Und allgemein wird lebhaft dariiber diskutiert, ob man grundrechtliche Schutzbereiche nicht von An-
fang an auf einen bestimmten Gewihrleistungsgehalt reduzieren miisste. Wihrend das Schrankenmo-
dell den grundrechtlichen Schutz weit versteht und Begrenzungen erst im Rahmen der Abwigung
vornehmen will (in diese Richtung Kahl, Der Staat 43, 167 (184 ff.) m.w.N. in Fn. 16; ders., A6R
131, 579 (617); Classen, Staatsrecht II, § 5 Rn. 8; Hufen, NJW 1999, 1504 (1508); Hofling, Offene
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nungsfreiheit und die Herleitung des derivativen Schutzes der Tatsachenbehaup-
tungen und dem dadurch bezweckten Ausschluss erwiesen bzw. bewusst unwah-
rer Tatsachenbehauptungen. Daneben genieflen Werbeaussagen nur dann den
Schutz der Meinungsfreiheit, wenn sie einen wertenden, meinungsbildenden In-
halt aufweisen.””” Und auch der Ausschluss unrichtiger Zitate aus dem Schutzbe-
reich ist von dem Bemiihen gekennzeichnet, dies mit dem Telos der Meinungs-
freiheit zu begriinden.””® Daneben hat das BVerfG im Falle des Sprayers von Zii-
rich den Schutz der Kunstfreiheit aus Art. 5 Abs. 3 GG dort abgelehnt, wo es um
»die eigenmichtige Inanspruchnahme oder Beeintrichtigung fremden Eigentums
zum Zwecke der kiinstlerischen Entfaltung® ging.””” Mit der Sampling-Entschei-
dung hat das BVerfG diese Auffassung aber aufgegeben und eine Losung im Rah-
men der Abwigung priferiert.!? Auch bei der Berufsfreiheit aus Art. 12 Abs. 1

Grundrechtsinterpretation, S. 175 ff; Sachs, in: ders., GG, Vor Art. 1 Rn. 77a; wohl auch Jarass, in:
ders./Pieroth, GG, Vorb. Vor Art.1 Rn.21), versucht die Tatbestandslgsung schon auf Ebene des
Schutzbereiches Beschrinkungen vorzunehmen und den Schutz auf bestimmte Verhaltensweisen zu
beschrianken. Wihrend der Sachbereich nur das einschligige Thema umfasse, gebe der Gewihrleis-
tungsbereich der Grundrechte die konkrete Weite des Schutzes vor. Eben dieser Gewihrleistungsbe-
reich soll dann restriktiv gehandhabt werden, in diese Richtung u.a. Bickenférde, Der Staat 42,
165 (174 ff.); Rusteberg, Grundrechtlicher Gewihrleistungsbereich; Hillgruber, in: Isensee/Kirch-
hof, HbStR, Bd. IX, § 200 Rn. 32; Hesse, Grundziige Verfassungsrecht, Rn. 300, 428. Problema-
tisch an der Schrankenldsung ist freilich, dass eine gewisse Einzelfallkasuistik entsteht, was die Vor-
hersehbarkeit und damit die Rechtssicherheit beeintrichtigt, kritisch deshalb etwa Leisner, NJW
1997, 636 (638 f.) Andererseits sorgt dies aber gerade fiir eine Flexibilitit und dafiir, dass im Einzel-
fall sachgerechte Ergebnisse erzielt werden konnen, vgl. etwa Hillgruber, in: Isensee/Kirchhof,
HbStR, Bd. IX, § 200 Rn. 32. Die Rspr. des BVerfG ist ebenfalls nicht einheitlich. Vereinzelt kann
eine gewisse Tendenz zu tatbestandlichen Restriktionen ausgemacht werden. Insbesondere der
Sprayer von Ziirich Beschluss (NJW 1984, 1293 [1294]) sowie die Entscheidungen Glykol
(BVerfGE, 105, 252 [265]) und Osho (BVerfGE 105, 279 [294{.]) weisen eher in Richtung des Ge-
withrleistungsmodellS. In der Entscheidung zum Maastricht Vertrag differenziert das BVerfG sogar
expressis verbis zwischen ,Sachbereich® und ,,Gewihrleistungsinhalt®, BVerfGE 89, 155 (172).
Uberwiegend versucht allerdings auch das BVerfG eine Losung im Wege der Abwigung zu finden.
2016 hat das BVerfGE auch die Auffassung im Falle des Sprayers von Ziirich revidiert, BVerfGE
142, 74 (96 ff.) — Sampling. Eine ausfithrlichere Darstellung der Problematik findet sich u.a. bei
Rusteberg, Grundrechtliche Gewihrleistungsinhalte; Cornils, Ausgestaltung der Grundrechte,
S.40ff.; Hillgruber, in: Isensee/Kirchhof, HbStR, Bd. IX, § 200 Rn.24ff. Siehe auch Camilo de
Oliveira, Abwigung in der Grundrechtsdogmatik, S. 173 ff. umfassend und kritisch zu der voran-
schreitenden Losung grundrechtlicher Spannungen im Rahmen der Abwigung und S. 232 zu alter-
nativen Modellen sowie S. 281 zu einer alternativen Grundrechtsdogmatik.

997 BVerfGE 71, 162 (175) = Werbeverbot fiir Arzte. In BVerfGE 40, 371 (382) — Werbefabrten, hatte
das BVerfG ebenfalls Art. 5 Abs. 1 GG erwihnt aber, ,,da es in dem zur Entscheidung stehenden Fall
nur um die Wirtschaftswerbung geht®, hierzu nichts weiter ausgefiihrt. Ein solcher Charakter kann
bspw. dann angenommen werden, wenn die Aussagen ,,wirtschaftliche, politische, soziale und kul-
turelle Probleme zum Gegenstand haben, so BVerfGE 102, 347 (362) — Schockwerbung I. Siehe
hierzu auch BVerfGE, 107, 275 (282f., 285 f.) — Schockwerbung II.

998 Hierzu heifdt es etwa ,,Weder die 6ffentliche Meinungsbildung noch die demokratische Kontrolle
konnen [...] unter dem Erfordernis leiden, richtig zitieren zu miissen.“, BVerfGE 54, 208 (220) —
Boll.

999 BVerfG (K), NJW 1984, 1293 (1294) — Sprayer von Ziirich; zustimmend Hoffmann, NJW 1985,
237 (243).

1000 BVerfGE 142, 74 (Rn. 84, 89 f., 92 ff.) — Sampling; mit dieser Tendenz — wenn auch hinsichtlich des
Personlichkeitsrechts — schon zuvor BVerfGE 119, 1 (23) — Esra. Insgesamt ist die Entscheidung im
Falle des Sprayers von Ziirich auf erhebliche Kritik in der Literatur gestofSen, die eine Losung im
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GG gab es seit jeher Ambitionen, den Schutzbereich einzuengen. So haben
BVerwG und BVerfG den Schutz zunichst auf gesetzlich oder behordlich erlaubte
Tatigkeiten beschrankt.'®' Inzwischen sollen ,unerlaubte Tatigkeiten“ nur sol-
che sein, die ,,schon nach ihrem Wesen als verboten anzusehen sind, weil sie auf-
grund ihrer Sozial- und Gemeinschaftsschadlichkeit schlechthin nicht am Schutz
[...] teilhaben konnen®.'°° Auch hier war die Judikatur bemiiht, die Restriktion —
unabhingig von der Uberzeugungskraft — teleologisch zu begriinden. Und auch
im Ubrigen stiitzt sich das Streben nach Restriktionen grundrechtlicher Schutzbe-
reiche mafSgeblich auf teleologische Erwagungen,'®® was letztlich selbst fiir die
ausdriicklich normierte Begrenzung der Versammlungsfreiheit gilt.'"* Insoweit

Rahmen der Abwigung bevorzugte, siche hierzu nur Wittreck, in: Dreier, GG, Art. 5 III (Kunst)
Rn. 49; v. Arnauld, in: Isensee/Kirchhof, HStR VII, § 167 Rn. 44.

1001 BVerwGE 2, 110 (111) - Kasinospiel; 4, 294 (296) — Lotterie; 87, 37 (40) — Glykol; so auch
BVerfGE 7, 377 (397) — Apotheken-Urteil: ,,[Der Begriff ,Beruf‘] umfafit [...] auch die vom Einzel-
nen frei gewihlten untypischen (erlaubten) Betitigungen [...].“; BVerfGE 13, 97 (106) — Hand-
werksordnung; 14, 19 (22) — Warenautomat; 32, 311 (317) — Steinmetz-Wettbewerb; 48, 376
(388) — Tierversuche; 81, 70 (85) — Mietwagenunternebhmer; 112, 197 (213) — Spielbankgesetz Ba-
den-Wiirttemberg. Und auch das OVG Miinster, NJW 1986, 2783 zu glykolhaltigem Wein, und der
BayVGH, NJW 1987, 727 zu Schwangerschaftsabbriichen durch Arzte, haben noch auf die Maf3-
geblichkeit einfach-rechtlicher Verbote abgestellt. Anders aber BVerwGE 22, 286 (288 f.) — Astrolo-
gie, wo auf die Sozialschadlichkeit abgestellt wird. Diese ,.kann, aber muf$ nicht [darin begriindet
sein] [...], daf$ eine Titigkeit verboten oder strafbar ist“. Deshalb kénnte man auch die vorherige
Rechtsprechung in dieser restriktiveren Weise verstehen. Entsprechende Bedenken finden sich etwa
auch bei Breuer, in: Isensee/Kirchhof, HStR VIIIL, § 170 Rn. 68.

1002 So BVerfGE 115, 276 (301) — Sportwetten; 117, 126 (137) — Hufbeschlaggesetz; andeutend aber of-
fenlassend in BVerwGE 97, 12 (22) — Buchmacher; zuvor bereits BVerwGE 22, 286 (288 f.) — Astro-
logie. Zu Recht ist die urspriingliche Rechtsprechung auf Kritik gestoffen. Denn dann wiirde der
grundrechtliche Schutz fiir den Gesetzgeber disponibel. Zur Kritik sieche etwa Berg, GewArch 1977,
249; Scholz, in: Maunz/Diirig, GG, Art. 12 Rn. 35; umfangreicher bei Breuer, in: Isensee/Kirchhof,
HStR VIII, § 170 Rn. 68. Und auch die Restriktion auf ,nur“ sozial- und gemeinschaftsschidliche
Titigkeiten sieht sich dem Einwand ausgesetzt, dass der Schutz dann maflgeblich — wie bei der Pro-
stitution oder beim Handel mit Marihuana — von der momentanen gesellschaftlichen Anschauung
abhingt, wodurch es zu Rechtsunsicherheiten kommen kann, Kdmmerer, in: v. Miinch/Kunig, GG,
Art. 12 Rn. 17; vgl. Breuer, in: Isensee/Kirchhof, HStR VIII, S. 118 Fn. 268. Legalisiert der Gesetz-
geber ein Rauschgift, wie es momentan fiir Marihuana gefordert wird, so endet damit dann auch
die Gemeinschaftsschadlichkeit, so Kdmmerer, in v. Miinch/Kunig, GG, Art. 12 Rn. 17. Und mit
Blick auf die Prostitution ist, trotz urspriinglich anderer Auffassung (Berufsqualitit i.S.d. Art. 12
Abs.1 GG in einem obiter dictum ablehnend BVerwGE 22, 286 [289]; dhnlich BVerwGE 84, 314
[320]; offenlassend hingegen OVG Liineburg, NordOR 2003, 26 (27); in der Tendenz fiir die Aner-
kennung des Schutzes VG Berlin, NJW 2001, 983 [989] jeweils m.w.N.), jedenfalls durch das
ProstG die gesetzgeberische Entscheidung dafiir gefallen, den Prostituierten rechtswirksame Forde-
rungen zuzugestehen und die Tatigkeit zu legalisieren. Anders hingegen Kurz, GewArch 2002, 142
(145).

1003 Die mittels Drucks geduferte oder vermittelte Meinung wird, da sie nicht mehr auf den geistigen
Meinungskampf abzielt, nicht von Art. 5 Abs. 1 S. 1 geschiitzt, vgl. Grabenwarter, in: Maunz/Diirig,
Art. 5 Rn. 67. Die Restriktion des verfolgten Zwecks von Versammlungen — dem BVerfG nach be-
schrankt auf die Teilhabe an der offentlichen Meinungsbildung durch Kundgebungen (BVerfGE
104, 92 [104] - Sitzblockade I1I) — begrenzt den Schutzbereich der Versammlungsfreiheit aus Art 8
Abs. 1 GG aufgrund des Bezugs zum Prozess der 6ffentlichen Meinungsbildung, BVerfGE a.a.O.

1004 Dieser Ausschluss soll klarstellen, dass die Versammlung als Instrument der geistigen Auseinander-
setzung und Einflussnahme auf die politische Willensbildung dienen soll, sodass gerade der Einsatz
von Gewalt — zumal ein staatliches Gewaltmonopol beseht — diesem Zweck diametral gegeniiber-
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lassen sich Begrenzungsversuche also noch am ehesten mit einer teleologischen
Reduktion'®® vergleichen.

b. Ubertragung auf politische Bots

Ansatzpunkt einer Schutzbereichsbegrenzung der Meinungsfreiheit kann folglich
auch hier nur die Vereinbarkeit der Meinungsroboter mit dem Schutzzweck des
fiir die Demokratie unerldsslichen Prozesses einer sachlich-geistigen Auseinander-
setzung sein. Zweifel an dieser Kompatibilitat begriinden vor allem zwei Charak-
teristika: die Identitatstduschung und die vorgetduschte Meinungsmacht.'%0

aa. Identititstiuschung

Durch die falschen Nutzerkonten tiuschen die Verwender zahlreiche falsche
Identitidten vor, denen konkrete Auferungen zugeordnet werden konnen. Sie
erschaffen dadurch also Teile des virtuellen Kommunikationsraumes, ohne dass
dies von anderen Nutzern ohne Weiteres bemerkt werden kann. Dass aber
die Kopplung einer Auflerung an einen konkreten Urheber fiir die Rezeption
bedeutsam ist, hat das Bundesverfassungsgericht bereits hinsichtlich anonymer
Auferungen deutlich gemacht. Ihnen fehle ,,hiufig dasjenige Mafd an Authentizi-
tat und Glaubhaftigkeit, welches ihnen erst den gewiinschten Einfluss verleiht
oder Reaktionen hervorruft“.'®” Und dies ldsst sich auch der Entscheidung des
BVerfG tber den Schutzbereichsausschluss unrichtiger Zitate entnehmen, wenn
dort mit dem Interesse der o6ffentlichen Meinungsbildung an der Information
argumentiert wird.'® Anders als bei anonymen Auflerungen fehlt eine entspre-
chende Warnfunktion bei Meinungsrobotern. Ahnlich wie bei den unrichtigen
Zitaten'” wird hier vielmehr eine Auflerung einer fiktiven Person zugeordnet,
die fur die Nutzer echt zu sein scheint, sodass jedenfalls konkludent mit ihnen
die Aussage einhergeht, sie seien reale Personen.!”'® Dabei handelt es sich aber
ebenso um eine Lige, wie auch im Falle einer unwahren Tatsachenbehauptung.
Geht man aber davon aus, dass bewusst oder ersichtlich unwahre Tatsachenbe-

steht, Vgl. BVerfGE 69, 315 (359f.); dhnlich Benda, in: BK-GG, Art. 8 Rn. 37; andeutend Michael/
Morlok, Grundrechte, Rn. 271, 275.

1005  So bezeichnet auch Schréder, DVBI. 2018, 465 (466) die Herangehensweise.

1006 Diese Differenzierung findet sich auch in der einschlagigen Literatur, siche etwa bei Andersen, HRN
2017, 9 (10 ff.) oder Brings-Wiesen, JuWiss-Blog Nr. 93/2016.

1007 BVerfGE 97, 391 (398) — Missbrauchsbezichtigung.

1008 BVerfGE 54, 208 (220) — unrichtiges Zitat.

1009 Der mafSgebliche Unterschied besteht hier darin, dass das BVerfG in seiner Entscheidung E 54, 208
(219f.) — unrichtiges Zitat, mafigeblich auch auf das betroffene allgemeine Personlichkeitsrecht ab-
gestellt hat, welches hier freilich gar nicht erst einschligig sein wird.

1010 Milker, InTeR 2017, 199 (201).
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hauptungen keinen Gewinn fiir die Meinungsbildung bringen, liegt der Verdacht
nahe, dass das entsprechend auch fiir die Tauschung tiber die Identitat gilt.!!!

(L) Identititstduschung als Bestandteil der Modalititsfreiheit

Was im Ausgangspunkt plausibel klingt, wird aber mit Blick auf die Modali-
titsfreiheit zu einem Problem. Denn die Wahl der Auferungsmodalititen hat
unmittelbar Bedeutung fiir die Wirkung, die eine Meinung erzeugen soll und
obliegt schon deshalb allein dem Grundrechtstriger.!®> Genau genommen er-
moglichen es Meinungsroboter sogar erst, dass eine gewisse Offentlichkeit in
sozialen Netzwerken hergestellt wird,'”® eine Meinung also tberhaupt eine
bestimmte Wirkung entfalten kann. Im Entferntesten kann man sie noch mit
Flugblittern vergleichen:'*'* Verteilt eine Person Flugblitter, maximiert sie nicht
nur die Zahl ihrer AufSerungen, sondern auch die Rezeptionswahrscheinlichkeit.
Eine vergleichbare Moglichkeit besteht in sozialen Netzwerken hingegen nicht.
Der Einzelne ist hier vielmehr darauf angewiesen, dass er durch den Beitrag die
Filter der Netzwerke durchdringt und andere Personen damit auch tatsichlich
erreicht.!0!

Freilich tritt hier anders als im Falle der Flugblitter die Identitdtstauschung
hinzu. Darin wird aber oftmals kein Widerspruch gesehen, weil mit anonymen
und pseudonymen Auflerungen identititsbezogene Tduschungen einher gingen,
diese aber gerade von der Meinungsfreiheit geschiitzt werden.!”'¢ Dem ist zuzuge-
ben, dass keine Pflicht besteht, durch die Verwendung eines (richtigen) Namens
Riickschlisse auf den Urheber zu ermdoglichen.'®!” Vielmehr werden auch anony-
me und pseudonyme Auflerungen vom Schutz erfasst,''® weil nur so eine Mei-

1011 Brings-Wiesen, JuWiss-Blog Nr. 93/2016. In diese Richtung auch Andersen, HRN 2017, 9 (10f.);
Hostacna, AL 2018, 1 (4).

1012 Allgemein hierzu BVerfG NJW 2003, 1109 (1110) — Informationsweitergabe an Presse, m.w.N aus
der verfassungsgerichtliche Judikatur. Auf diese Freiheit in der Debatte um den Schutz der Mei-
nungsroboter verweisend Steinbach, ZRP 2017, 101 (102, 103) und Semizoglu, in: Hetmank/
Rechenberg, Kommunikation, Kreation und Innovation, S. 79 (90).

1013 Ahnlich Paal/Hennemann, ZRP 2017, 76 (77).

1014 Haeg, JPE 2017, 85 (89) bezeichnet sie als ,,new communicational tool“ und Bock, Ubertragbarkeit
der Kommunikationsfreiheiten, S. 195 als ,, Meinungsmultiplikator .

1015 Insoweit geht es hier um die bereits oben angesprochenen Netzwerkeffekte, die durch die Nutzerge-
meinschaft und das Prinzip der sozialen Bewihrtheit maflgeblich hervorgerufen werden, hierzu be-
reits oben 2. Teil, B.III.3.a.

1016 So etwa Steinbach, ZRP 2017, 101 (102 f.); Zumkeller-Quast, JuWiss-Blog Nr. 2/2017; Schroeder,
DVBL. 2017, 465 (467 £.); Milker, InTeR 2017, 199 (201 £.).

1017 BGH, NJW 2009, 2888 (2892); dhnlich Steinbach, ZRP 2017, 101 (103); Zumkeller-Quast, Ju-
Wiss-Blog Nr. 2/2017.

1018 So die wohl h.M.: Trotz Pseudonym lehnte das BVerfG jedenfalls nicht den Schutzbereich ab,
BVerfG NJW 2012, 3712 ff. Daneben auch BGH NJW 2009, 2888 (2892); OLG Hamm ZD 2011,
179; Grabenwarter, in: Maunz/Diirig, GG, Art. 5 Rn. 86; Kiihling, in: Gersdorf/Paal, Informations-
und Medienrecht, Art. 5 GG Rn. 33; Kersten, JuS 2017, 193 (196); Dankert/Dreyer, K&R 2017, 73
(75); Heckmann, NJW 2012, 2631 (2632); Zumkeller-Quast, JuWiss-Blog Nr.2/2017. Und selbst
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nung ohne Angst vor Repressalien frei geduflert werden kann.'”" Die ansonsten
abschreckende Wirkung und damit einhergehende Selbstzensur!®?® wiirde insbe-
sondere Minderheitsmeinungen schwachen.!?!

Allerdings bestehen strukturelle Unterschiede, die einer Gleichsetzung der
Meinungsroboter mit anonymen Auflerungen im Wege stehen: Zwar geht auch
mit Pseudonymen eine Tauschungswirkung einher.!®?? Wihrend bei anonymen
AufSerungen keinerlei Riickschliisse auf den Auflernden moglich sind, verschleiert
ein Pseudonym regelmifSig die Identitit des Urhebers. Im Ausnahmefall kann
dies sogar dazu fiihren, dass eine neue Identitit entsteht. Gleiches gilt zwar — in
potentiell groflerem Ausmafd — ebenfalls fiir Meinungsroboter.'?* Daraus einen
Gleichlauf des Schutzes der Meinungsroboter zu deduzieren, tiberzeugt indes
nicht. Pseudonyme sollen — ebenso wie Anonymitit — die eigene Identitit schiit-
zen (vgl. hierzu § 3 Abs. 6a BDSG a.E, Art. 4 Nr. 5 DSGVO). Sie stehen damit im
engen sachlichen Zusammenhang mit der informationellen Selbstbestimmung
(Art.2 Abs.1 GG i.V.m. Art. 1 Abs.1 GG)'** und haben zudem eine die Mei-
nungsfreiheit fordernde Wirkung!®®. Die Tauschungswirkung ist also notwendi-
ge Begleiterscheinung, aber nicht Hauptzweck des Pseudonyms. Bei den Mei-
nungsrobotern hingegen geht es weniger um den Schutz der Identitit des Urhe-
bers; der Zweck eines Pseudonyms ist hier vielmehr notwendige Begleiterschei-
nung.'® Hauptsdchlich soll aber durch ein falsches Profile eine andere menschli-
che Identitit suggeriert werden. Die eigene Identitit tritt also in den Hintergrund
und muss dies letztlich auch tun, um maximalen Erfolg bei der Einflussnahme
haben zu konnen. Insofern geht es primar um die Teilhabe am o6ffentlichen Dis-

diejenigen, die anonyme Auflerungen kritischer sehen, nehmen zumindest entsprechende Begrenzun-
gen erst im Rahmen der Abwigung vor, statt vieler siehe nur Benreuther, AfP 2011, 218.

1019 BGH NJW 2009, 2888 (2892); OLG Hamm ZD 2011, 179; Kersten, JuS 2017, 193 (196). Vgl.
hierzu auch Steinbach, JZ 2017, 653 (661) hinsichtlich des damals geplanten Auskunftsanspruchs
des § 14 Abs.2 TMG.

1020 So bezeichnet es der BGH, NJW 2009, 2888 (2892).

1021 Aufgrund der Schweigespirale (oben 2. Teil, B.III.3.a) besteht bereits das Phdanomen, dass (radikale)
Minderheitsmeinungen oftmals nicht kundgegeben werden. Der Schutz einer anonymen Auflerung
wiirde also dem entgegenwirken. Nimmt man das BVerfG wortlich — der Schutz von Meinungen be-
steht auch bei gefdhrlichen, wertlosen oder irrationalen Meinungen — ist dieser Schutz dann aber
gerade zwingend, um ein ,,faktisches Mehrheitsdiktat“ zu vermeiden.

1022 So Steinbach, ZRP 2017, 101 (103) und Schréder, DVBL. 2018, 465 (467). LE. auch Zumkeller-
Quast, JuWiss-Blog Nr. 2/2017. Milker, InTeR 2017, 199 (202) spricht von einer strukturellen Ver-
gleichbarkeit.

1023 Jedenfalls andeutend auch Steinbach, ZRP 2017, 101 (103).

1024 Im Ansatz auch Milker, ZUM 2017, 216 (218); deutlicher ders., InTeR 2017, 199 (202); Spindler/
Nink, Recht der elektronischen Medien, § 13 TMG Rn. 21; Knopp, DuD 2015, 527; Caspar, ZRP
2017, 233 (233, 235); dhnlich Rofnagel/Scholz, MMR 2000, 721 (722).

1025 Zutreffend deshalb BGH NJW 2009, 2888 (2892) — spickmich.de. Daneben siehe Milker, ZUM
2017, 216 (218); vgl. auch Caspar, ZRP 2015, 233 (235). Auch der Europarat erkennt diesen
Zusammenhang, Empf. ,,On the Protection of human rights with regard to social networking
services v. 04.04.2012, CM/Rec(2012)4 unter I. 3.

1026 In diese Richtung auch Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreation und Inno-
vation, S. 79 (91).
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kurs mittels Tduschung und weniger um den Schutz vor Selbstzensur, den Art. 5
Abs.1 S.1 GG gewihrleisten will.'?” Insoweit unterscheiden sich Meinungsro-
boter also schon strukturell erheblich von den geschiitzten Modalititen.!02

Ahnliches gilt auch fiir die Tauschungswirkung: Wihrend Pseudonyme in so-
zialen Netzwerken erkennbar sein konnen, gilt das fiir Meinungsroboter gerade
nicht. Gerieren sie sich als reale Person, indem das Profil mit scheinbar echten
personenbezogenen Daten gefullt und so eine falsche Identitit kreiert wurde, so
fehlt die mafSgebliche ,, Warnfunktion®, die eine anonyme oder pseudonyme Au-
Berung fiir den Rezipienten hat. Dieser ist sich der maschinellen Auferung und
der moglichen Manipulation nicht bewusst. Hierdurch wird der Wirkungsgrad
der Meinung aber vergrofSert.'%? Anders als Steinbach'®® es nahelegt, muss gera-
de deshalb auch die Vervielfiltigung als Strukturelement berticksichtigt werden.
Hier zeigt sich noch deutlicher, dass die Meinungsroboter mit der geschiitzten
Pseudonymitat kaum gleichgesetzt werden konnen'®!, da es hierbei doch fast
ausschlieflich um die Erschaffung eines ,, Kommunikationsnetzwerkes“ unter
Ausnutzung der strukturellen Besonderheiten sozialer Medien und Netzwerke
geht. Diese Unterschiede wiirden folglich eine differenzierte Behandlung der Mei-
nungsroboter durchaus rechtfertigen.

(IL.) Berticksichtigung der Rechtsprechung bei unrichtigen Zitaten

Der Ausschluss wird daneben auch mit der verfassungsgerichtlichen Judikatur zu
unrichtigen Zitaten begrindet,'*? wo ebenfalls die Parallel zu den unwahren Tat-

1027 Siehe hierzu BGH NJW 2009, 2888 (2892) — spickmich.de mit Verweis auf Ballhausen/Roggen-
kamp, K&R 2008, 403 (406). Hierauf weist letztlich auch v. Ungern-Sternberg, in: Unger/dies., De-
mokratie und kiinstliche Intelligenz, S.3 (18f.); auch Andersen, HRN 2017, 9 (11) sieht diesen
strukturellen Unterschied.

1028 So im Ergebnis auch Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreation und Innovati-
on, S.79 (91). Vgl. auch v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche Intelli-
genz, S.3 (18f.), die hier zwar trotz der soeben aufgezeigten Unterschiede von einer ,,anonymen
Modalitit“ spricht, aber sodann zu dem Schluss kommt, dass diese nicht ,,gleichermafSen schiitzens-
wert ist“, ebd., S. 19. Vgl. auch Andresen, HRN 2017, 9 (11). Und auch mit Blick auf die US-ame-
rikanische Freedom of Speech des First Amendement gibt Stricke, Vanderbilt Journal of Entertain-
ment & Technology Law Vol. 22 (2020), 839 (889), zu bedenken: ,,Anonymity can increase speech
by reprisal [...]. But the speaker’s alleged right to pose online as another individual seems harder to
defend in a context as dire as an election.

1029 Vgl. hierzu BVerfGE 97, 391 (402) — Missbrauchsbezichtigung, das im dort zu entscheidenden Fall
davon ausging, dass die mit der Aussage (des sexuellen Missbrauchs und der Nicht-Nennung des
eigenen Namen in diesem Zusammenhang) verbundene ,,Wirkung [...] auf die Offentlichkeit [...]
verringert [wird], weil die mit der Namensnennung regelmifliig verbundene Glaubhaftigkeit und
Authentizitat der Schilderung auszubleiben droht.“ Das bedeutet aber — argumentum e contrario —
dass diese Authentizitit bei einer menschlich wirkenden Identitit in der Regel gegeben ist.

1030 Steinbach, ZRP 2017, 101 (103).

1031 In diese Richtung Andersen, HRN 2017, 9 (11). Milker, InTeR 2017, 199 (202) meint, dass Bots
iiber die pseudonyme Nutzung wesentlich hinausgehen.

1032 So etwa v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche Intelligenz, S. 3 (18).

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

184 3. Kapitel: Rechtsfolgen der Schutzpflicht

sachenbehauptungen gezogen wird.!** Auf den ersten Blick mag das tiberzeugen,
denn auch mit einem unrichtigen Zitat versucht der Zitierende Aufmerksamkeit
durch die Verbindung einer Aussage mit einer (angesehenen) Person zu erhalten.
Bei Meinungsrobotern liegt der Fall aber tendenziell anders. Hier existiert bereits
die Person des Auflernden nicht. Insoweit mag zwar eine unwahre Modalitit vor-
liegen. Nicht tibersehen werden darf aber zum einen, dass im Falle unrichtiger
Zitate auch der AufSerung selbst kein Wert beigemessen wird. Im vorliegenden
Fall ist die Aulerung aber an sich geschiitzt, sofern sie sich in den aufgezeigten
Grenzen bewegt. Also wiirde allein eine unwahre Modalitdt den an sich berech-
tigten Schutz verhindern.'®* Und zum anderen darf nicht ubersehen werden, dass
das BVerfG die Wahrheits- bzw. Kennzeichnungspflicht bei interpretierenden
Wiedergaben von Zitaten vor allem auch mit den kollidierenden Grundrechten
des Zitierten begriindet.'®’ Hier aber ist das Personlichkeitsrecht eines anderen
durch die AufSerung gerade nicht tangiert, sofern fiktive Nutzer erstellt werden.
Vielmehr bleibt allein die Tauschungswirkung der Ankniipfungspunkt.

(I1.) Widerspruch zum Schutzzweck?

Widerspricht aber allein die Identitdtstauschung dem Schutzzweck in einer Wei-
se, die eine Zuriicknahme des Schutzes rechtfertigt? Dass der Begriff der Mei-
nungsroboter negativ konnotiert ist, ist auch der Tatsache geschuldet, dass
uberwiegend nur die negativen Auswiichse dieses Phinomens beriicksichtigt wer-
den.'%¢ Nur vereinzelt werden auch andere Anwendungsbereiche aufgezeigt.!®”
Das ist zwar verstandlich, weil aus wissenschaftlicher Sicht dort ein grofleres
Interesse besteht, wo auch ein hoheres Gefahrenpotential auszumachen ist. Und
in der Tat liegt in solchen Fillen der Schluss nahe, es ginge nicht mehr um eine
sachliche Auseinandersetzung und um ,,die Stirke des Arguments“'%%, Gleich-
wohl fiihrt diese einseitige Diskussion womoglich zu einem Trugschluss, denn die

1033 BVerfGE 54, 208 (219f.) — Boll, wobei auch darauf hingewiesen wird, dass durch die damit einher-
gehende Wahrheitspflicht fiir Zitate keine unangemessene und zu strenge Wahrheitspflicht an die
Zitierenden gestellt wird.

1034 Kritisch deshalb zur Schutzbereichsausnahme grundsitzlich auch Semizoglu, in: Hetmank/Rechen-
berg, Kommunikation, Kreation und Innovation, S. 79 (90).

1035 BVerfGE 54, 208 (220 ff.) - Boll.

1036 So etwa nur Thieltges/Hegelich, ZfP 2017, 493; Steinbach, ZRP 2017, 101 und Milker, ZUM
2017, 216 in Bezug auf die Auswirkungen auf den Wahlkampf, Volkmann, MMR 2018, 58 aus
strafrechtlicher Sicht oder Janal/lIsikay, GRUR-Prax 2018, 393 fiir einen kommerziellen Einsatz.
Selbst diese Arbeit bildet davon ja keine Ausnahme. Dieses Vorgehen ist ja auch nur verstindlich,
weil die ,,guten Einsatzarten von weniger politischer Relevanz sind. Diese Einseitigkeit in der Dis-
kussion sieht auch Siri, in: Akademie der Wissenschaften zu Gottingen, Digitalisierung, Privatheit
und o6ffentlicher Raum, S. 95 (102).

1037 So etwa von Veldsquez/Yazdani/Sudrez-Serrato, SocialBots Supporting Human Rights, mit Blick auf
eine unterstiitzende Rolle im Kommunikationsprozess oder Grabam/Ackland, in: Gehl/Bakardjieva,
Socialbots and their friends, S. 187 ff.

1038 Brings-Wiesen, JuWiss-Blog Nr. 93/2016.
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eigentlich problematischen Fille — seien es personlichkeitsverletzende, hetzerische
oder desinformative Inhalte — fallen entweder schon aus dem Schutzbereich der
Meinungsfreiheit heraus oder wiirden oftmals hinter den kollidierenden Rechten
zuriicktreten. Im Ubrigen handelt es sich aber um Inhalte, die auf eine sachliche
Auseinandersetzung gerichtet sind und als solche den Schutz der Meinungsfrei-
heit ohne Weiteres geniefSen.!®® Insoweit wiirde man also die Modalitit einer
Auferung héher bewerten als den eigentlichen Inhalt selbst, obwohl dieser ten-
denziell entscheidender fiir den Schutzzweck sein kann.'* Diese Aufwertung
der Modalitit gegentiiber dem Inhalt vernachlissigt aber, dass es durchaus Ein-
satzmoglichkeiten gibt, die dem Schutzzweck der Meinungsfreiheit gerade dien-
lich sind. Besonders'®! zwei Studien konnen legen dies nahe: eine Studie aus
Mexiko!'** und eine jiingere Studie zur Covid-19-Kommunikation.'"* In einer
mexikanischen Region kam es am 22.05.2015 wihrend einer Razzia zu einem
Schusswechsel zwischen vermeintlichen Kartellmitgliedern und der Polizei. Dabei
starben 42 Zivilisten.!** Wie ein Bericht der Comision Nacional de Derechos
Humanos'* (Nationale Kommission fiir Menschenrechte) spater herausfand,
wurden 22 von ihnen willkiirlich hingerichtet. Unter dem Hashtag ,,#Tanhuato*
sollen Bots versucht haben, die Informationsdiffusion zu beeinflussen und einen
Trend zu erschaffen, um die Aufmerksamkeit auf den Bericht und das staatliche
Fehlverhalten zu lenken.!** Auch wihrend der Covid-19-Pandemie wurden dhn-
liche Phianomene hinsichtlich kritischer Auflerungen zum Vorgehen Chinas in
Hongkong beobachtet, die ansonsten ignoriert oder zensiert worden wiren.!'%4
Auch in derlei Fillen'™ wird tiber die Identitdt getduscht, ohne dass aber das
Ziel der Meinungsfreiheit, einen Austausch der Ansichten und eine bereichernde
offentliche Kommunikation zu ermoglichen, in einer gleichen Weise gefdhrdet
werden wiirde. Das verdeutlicht, dass durch die Identititstiuschung einmal mehr

1039 In diese Richtung auch Kriiper, in: Unger/v. Ungern-Sternberg, Demokratie und kinstliche Intelli-
genz, S. 67 (79).

1040 Grundsitzlich dieser Ansicht auch Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreation
und Innovation, S. 79 (90). So auch Lang/Wilms, Staatsrecht II, Rn. 631.

1041 Siehe auch die Verweise in Fn. (1037). Und schon Boshmaf u.a., Computer Networks 57 (2013),
556 (559), haben hierauf hingewiesen, m.w.N.

1042 Veldsquez/Yazdani/Sudrez-Serrato, SocialBots Supporting Human Rights, S. 13.

1043 Darauf deuten etwa erste Ergebnisse von Ferrara, What Types of COVID-19 Conspiracies are Popu-
lated by Twitter Bots?, arXiv, S. 20, hin.

1044 Siehe hierzu Castillo, 43 killed in Mexican shootout, CNN.

1045 Comision Nacional de los Derechos Humanos, Recomendacién Nr. 4VG /2016.

1046 Uber die Streaming-API von Twitter wurden die Account-Ids gefiltert und mit Hilfe des Dienstes
BotorNot iiberpriift. Von den knapp 9.700 Usern wurden 1800 als Bots eingestuft.

1047 Ferrara, First Monday Vol. 25 (2020) Nr. 6.

1048 Daneben siehe auch zu moglichen positiven Einsitzen Brachten u.a., Social Bots in Social Media
Crisis Communication oder Coleman, Journal of Media Ethics Vol. 33 (2018), 120 (126). Hagen
u.a., Social Science Computer Review, 1 (2) gehen sogar — allerdings bezogen auf die webbasierten
Botprogramme insgesamt — davon aus, dass Webbots gewohnlich sind ,,and typically benign®.
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das Paradigma des technischen Fortschritts zu Tage tritt:'*° Grundsitzlich bietet
er fortschrittliche und positive Einsatzmoglichkeiten, in den falschen Hianden
ist er aber auch dem Missbrauch zuganglich. Wegen dieser negativen Auswirkun-
gen gleich ein gesamtes Feld ohne Differenzierungen (weitestgehend) vom grund-
rechtlichen Schutz auszunehmen, wird dem nicht gerecht,'° denn ,,the role and
landscape of socialbots is more complex than simple binary categorizations. “!%!
Zwar geht auch Semizoglu grundsitzlich von dem Schutz der Meinungsfrei-
heit fiir Meinungsroboter aus, allerdings will er eine Ausnahme zulassen: Im
US-amerikanischen Prasidentschaftswahlkampf sollen bewusst Nutzerkonten mit
spanischen Namen erstellt worden sein, um die lateinamerikanische Bevolkerung
zu beeinflussen und so die schlechten Umfragewerte fiir den konservativen Kan-
didaten Donald ]. Trump zu verbessern. Hierzu sollen entsprechend positive
Beitrige veroffentlicht worden sein, um dem negativen Meinungsklima zu begeg-
nen.'”2 Nach Semizoglu soll den Modalititen in derlei Fillen ,eine dhnlich
gewichtige Relevanz wie [dem] Inhalt [zukommen].“%3 Aber auch er folgert
die Unzulissigkeit eher aus dem zu missbilligendem Einsatzzweck. Denn denk-
bar kann die konkrete Gestaltung von Profilen etwa auch dort werden, wo
bestimmte andere Nutzergruppen angesprochen werden sollen. So konnte man
versuchen, Verschworungstheoretiker — sei es im Rahmen der jiingsten Covid-19-
Pandemie oder in sonstigen Fillen — gezielt mit richtigen Fakten zu versorgen,
indem man Profile mit vergleichbaren Interessen u.d. erstellt, um entsprechende
Netzwerke zu infiltrieren“. Wenn aber entsprechende staatskritische, eklatant
falsche und fiir Verunsicherung sorgende Informationen in ihrer Wirkungsweise
gestort werden sollen, ist das aus Sicht des Kommunikationsprozesses weniger
problematisch. Insofern mogen eher die besonderen Umstinde des Falles — es
ging um eine ethnische Differenzierung wihrend des Wahlkampfes — Anlass fiir

1049 Ahnlich Ferrara u.a.., Communications of the ACM 59 (7), 96 (97); Milker, ZUM 2017, 216 (218)
spricht davon, dass der Algorithmus (der Bots) ,,wie jede andere technische Entwicklung [...] auch
freiheitseinschrankend fur Dritte eingesetzt werden® kann. Dies klingt zumindest auch bei Haeg,
JPE 2017, 85 (88) an: ,, The Problems with malicious polibots (...) aren’t problems or features
connected to the polibot technology per se, but rather the specific (...) aims they have*.

1050 Mit Blick auf die US-amerikanische Diskussion dhnlich, Lamo/Calo, UCLA Law Review 66 (2019),
988 (1024): ,, But there seems to be no basis by which to lump all bot speech together as a catego-
ry. To do so, especially at this early stage of its development, would prejudge bot speech and per-
haps enable or even encourage the censorship of that speech.“ Diese grundsitzlichen Bedenken fin-
den wohl auch die Stiitze bei Dankert/Dreyer, K&R 2017, 73 (74) oder Steinbach, ZRP 2017, 101
(102), wenn sie von einem technikneutralen Schutz durch Art. 5 Abs. 1 S. 1 GG sprechen. Immerhin
wird auch an anderer Stelle dafiir plidiert, sachlich korrekt zu differenzieren, um den unterschiedli-
chen Erscheinungsformen gerecht zu werden, so bspw. Ballbausen/Roggenkamp, K&R 2008, 403
(405) hinsichtlich Bewertungsplattformen. Und auch hinsichtlich der Bots wird teilweise eine Kate-
gorisierung in gut oder schlecht vorgenommen, so etwa Ferrara u.a., Communications of the ACM
Vol. 59, 96 f. oder Haeg, JPE 2017, 85 (87).

1051 So Veldsquez/Yazdani/Sudrez-Serrato, SocialBots Supporting Human Rights, S. 13.

1052 Zu diesem konkreten Fall siche auch Woolley/Howard, Bots Unite to Automate the Presidential
Election.

1053  Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreation und Innovation, S. 79 (90).
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eine besonders kritische Bewertung gewesen sein. Die grundlegenden Fragen stel-
len sich aber in jedem Fall, in dem gezielt bestimmte Nutzergruppen adressiert
werden sollen.

bb. Meinungsmacht — quantitative Legitimitat

Eng mit der Identitdtstduschung verwoben ist auch das zweite Charakteristikum,
das eine Diskussion um eine Begrenzung des Schutzbereiches dominiert: die
Meinungsmacht bzw. die quantitative Legitimitit.'* Im Kern geht es hierbei
um folgende Uberlegung: Durch den Einsatz einer Vielzahl von Bots erlangt
die Offentlichkeit nicht nur Kenntnis von einer bestimmten Meinung. Vielmehr
wird dadurch der Anschein erweckt, sie habe einen bestimmten Riickhalt in der
Gesellschaft. Andresen sieht darin eine direkte Manipulation des Meinungsmark-
tes.'%% Tatsdchlich ldsst sich diese potentielle Manipulation auch sozialpsycholo-
gisch unter Rekurs auf die Theorie der Schweigespirale begrinden.!”¢ In diesen
Fillen geht es nicht mehr um die Stirke des Arguments und damit um eine
geistige Auseinandersetzung, sondern vielmehr um eine subtile, quantitative Tau-
schung und eine Manipulation der Mehrheitsverhiltnisse,'”” die letztlich auch
die kommunikative Chancengleichheit einseitig verdndert.'®® Gleichwohl argu-
mentiert Zumkeller-Quast, dass solch verzerrende Darstellungen ,,schon mindes-
tens solange moglich [seien], wie es schriftliche Meinungsiauflerung gibt. 105
Bei Printmedien kann die verzerrende Darstellung aber auf eine medienpoliti-
sche Einstellung des Presseverlages zuriickgefithrt werden, von dem der Leser
grundsatzlich auch Kenntnis erlangen kann.'°® Und zudem entspricht die Dar-
stellung letztlich den redaktionellen Leitlinien, die ohnehin nur eine Auswahl des
Weltgeschehens erfassen.!*! Meinungsroboter geben zwar auch eine personliche
Meinung wieder, allerdings entsteht hier ja gerade der Eindruck, dass nicht ein
bestimmter Verlag oder eine bestimmte Person dieser Ansicht ist, sondern dass

1054 Hierauf berufen sich etwa Lober/Rofinagel, MMR 2019, 493 (495) und insbesondere Andresen,
HRN 2017, 9 (11f.). Zur quantitativen Legitimitit insbesondere Brings-Wiesen, JuWiss-Blog
Nr. 93/2016. Und Schréder, DVBL. 2017, 465 (468) bezeichnet dies als ,, Verzerrung des Meinungs-
marktes®.

1055 Andresen, ebd.

1056 So letztlich auch die Argumentation von Liber/Roffnagel, MMR 2019, 493 (495). Zur Schweige-
spirale bereits oben, 2. Teil, B.III.3.a. und mit Blick auf die Auswirkung fiir die Meinungsfreiheit an-
derer Nutzer oben, A.II.1.

1057 So auch Léber/Rofinagel, a.a.O.

1058 Dazu ausfiihrlicher oben 3. Teil, 2. Kap. A.IL2.b. Auch Andresen, HRN 2017, 9 (12) argumentiert
hiermit, wenn er ausfiihrt, dass ,,[d]er Einzelmeinung tibriger Personen [...] als Konsequenz faktisch
ein geringeres Gewicht schon deshalb [zukomme], weil diese einer vermeintlich schon gefestigten
Gegenmeinung gegeniiber steht.

1059  Zumkeller-Quast, JuWiss-Blog Nr. 2/2017.

1060 Vgl. Paal/Hennemann, JZ 2017, 641 (642).

1061 Paal/Hennemann, a.a.O.
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ein erheblicher Teil der Gesellschaft eine Ansicht teilt.’%2 Anders als bei Medien,
die bewusst gewahlt werden, beeinflussen Meinungsroboter Rezipienten auf
einer wesentlich subtileren Ebene.!06

Entscheidender ist, dass die Verinderung der quantitativen Legitimitat
zwangslaufige Begleiterscheinung der Meinungsroboter ist und zwar unabhingig
vom konkreten Einsatzziel. Denn auch in der mexikanischen Fallstudie wird die
Relevanz eines Inhaltes fiktiv gesteigert. Aber auch dort ist der verbreitete Inhalt
(besonders) schutzwiirdig, weil er zentrale Informationen zu einem offentlichen
Anliegen enthilt und damit Grundlage des Kommunikationsprozesses ist. Inso-
weit wiirde (erneut) allein die Modalitit den inhaltlichen Schutz verdrangen. Das
scheint aber nicht angezeigt, denn auch ansonsten pravaliert der Inhalt die Um-
stinde einer AufSerung. Das zeigt sich nicht nur daran, dass die Rechtsprechung
die Kategorie der ,unwahren Tatsachenbehauptungen® restriktiv handhabt. Es
muss zum einen um Fille gehen, wo keine zuldssige Meinung mit der Aussage
verbunden ist und zum anderen muss die faktische Grundlage evident fehlen.
Nur dann kann kein positiver Beitrag zum Kommunikationsprozess geleistet
werden. Und im Kontext offentlicher Debatten reicht der sachliche Kern einer
Aussage aus, um diffamierende Elemente zu verdringen und eine Vermutung
zugunsten der freien Rede zu begriinden.'** Im Falle von Bots verldsst man die-
sen zuriickhaltenden, vorsichtigen Ansatz aber, wenn ganz ohne Differenzierung
das gesamte Phinomen vom grundrechtlichen Schutz ausgeschlossen werden soll.
Das lasst nicht nur die notwendige Vorsicht vermissen, sondern ist in dieser
Pauschalitit abzulehnen. %63

cc. Manipulative Zielsetzung

Ob tatsdchlich erhebliche Spannungen mit dem Schutzzweck der Meinungsfrei-
heit bestehen, ist allein von der Intention des Verwenders abhingig. Nur wenn
er in boshafter Absicht agiert, kann die Kumulation von Identititstauschung und
Meinungsmacht negative Auswirkungen fiir den Kommunikationsprozess zeiti-
gen. Entscheidend wire fiir eine Schutzbereichsausnahme — wenn tiberhaupt - al-
so nur die Differenzierung zwischen kommunikationsfordernder und -behindern-
der Zielsetzung.'%¢ Unabhingig von der Frage, ob eine solche Differenzierung im

1062 Diesen strukturellen Unterschied erkennt auch Schrider, DVBI. 2018, 465 (468); zu den Unterschie-
den auch Gasser/Kraatz, VerfBlog, 2017/1/16.

1063 Zu den Unterschieden bereits ausfiihrlich oben, 2. Teil, C.VI.

1064 Siehe etwa BVerfG NJW 2020, 2631 Rn. 16, 22 — Beleidigung von Politikern; NJW 2020, 2636
Rn. 15, 19 — Beleidigung einer Amtsperson, jeweils m.w.N.

1065 LE. letztlich auch Milker, InTeR 2017, 199 (202); ausfiihrlicher zu den Verzerrungen des Meinungs-
marktes Schrider, DVBL. 2017, 465 (468 f.). Anders indes Andersen, HRN 2017, 9 (12).

1066 Diese Abgrenzungsmoglichkeit erkennt jedenfalls auch Schréder, DVBL. 2018, 465 (468), obgleich
er sie mangels Praktikabilitit — ohne weitere Gedanken hierzu — ablehnt. Haeg, JPE 2017, 87 diffe-
renziert zwischen malicious und saintly; Coleman, Journal of Media Ethics, Vol. 33 (2018), 120,
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grundrechtlichen Bereich tiberhaupt angezeigt ist,'% fithrt das aber vor allem zu
Beurteilungs- und Bewertungsproblemen. Was ist der Maf3stab fiir eine manipu-
lative Absicht? Wenn Minderheitsmeinungen mannigfaltig veroffentlicht werden,
heifst das nicht zwingend, dass damit ein Missbrauch des Kommunikationspro-
zesses gewollt ist. Bestes Beispiel hierfir sind die bereits erwahnten mexikani-
schen Bots. Offensichtlicher hingegen mag die Beurteilung in den Fillen sein, in
denen Diskussionen von Bots durch aggressive Kommentare oder Falschinforma-
tionen gestort werden sollen.!%8 Ab wann aber die Schwelle zur manipulativen
Zielsetzung tiberschritten wird, ist unklar. Probleme ergeben sich hier vor allem
deshalb, weil zunichst einmal der Nachweis einer Automatisierung erbracht und
sodann die konkrete Zielsetzung aus den Inhalten ermittelt werden miisste. Das
wird zwangsldufig zu erheblichen Beweis- und Beurteilungsschwierigkeiten fiih-
ren, 1069

(I.) ,,Prima-facie-Beweis“ einer manipulativen Absicht?

Am einfachsten wire es daher, prima facie von einer manipulativen Absicht
auszugehen. Da aber mit einem Anscheinsbeweis die Beweisfihrung durch die
Beriicksichtigung der allgemeinen Lebenserfahrung erleichtert werden soll,'*”°
miisste gerade ein solcher Erfahrungswert hier vorliegen. Voraussetzung wire
insoweit, dass zumindest mit einer hohen Wahrscheinlichkeit'®”! eine boshafte
Intention vorliegt. Ausgehend von der Dominanz boshafter Bots in wissenschaft-

zwischen civilly und uncivilly. Und Stieglitz u.a., Categorisation of Social Bots, S. 4, unterscheiden
zwischen ,,benign® and ,,malicious*.

1067 Im Kontext von personenbezogenen Auflerungen und auf Abwigungsebene etwa kritisch Lenski,
Personenbezogene Massenkommunikation als verfassungsrechtliches Problem, S.235f. Und allge-
mein ablehnend wohl auch Schimmele, Staatliche Verantwortung fiir diskursive Integritit, S. 122.

1068 So lag etwa der Fall beim #YaMeCanse in Mexiko, siehe hierzu Sudrez-Serrato u.a., in: Spiro/Ahn,
SocInfo 2016: Social Informatics, S. 269 ff. Haeg, JPE 2017, 85 (87) spricht in diesen Fillen eben-
falls von ,,malicious polibots.

1069 Sinnbildlich hierfiir ist die Aussage von Thieltges u.a., Effects of Social Bots on the Iran-Debate on
Twitter, S. 3: ,,[...] the fraudulent intent could only be assumed, because the specific intention of the
users or the ‘backers’ is unknown”.

1070 Entwickelt wurde dieser im Zivilrecht bei schwer nachvollziehbaren Handlungsabldufen, in denen
eine Vielzahl von Faktoren eine Rolle spielten. Urspriinglich betraf dies Schiffskollisionen, bei denen
vor allem natiirliche Faktoren wie Wind, Wellengang und Meeresstromungen die mafsgeblich zu be-
riicksichtigenden Faktoren waren. In derlei Fillen schien es unbillig, die ,,Beweisnot* (so Diederich-
sen, VersR 1966, 211 [217]) einer Partei aufzubiirden, wenn nach allgemeiner Erfahrung objektive
Anhaltspunkte einen bestimmten Schluss nahegelegt haben, hierzu Stiick, JuS 1996, 153. Im Zivil-
recht wird etwa prima facie von der Urséchlichkeit einer Verletzung von Verkehrssicherungspflich-
ten fiir die entstandene Rechtsgutverletzung im Rahmen von § 823 Abs. 1 BGB ausgegangen, siche
hierzu u.a. RGZ 134, 237 (240); BGH, v. 06.11.1973 — VI ZR 76/72, Rn. 10 ff. - juris. Eine um-
fangreiche Darstellung zivilrechtlicher Fallgruppen findet sich bei Priitting, in: MuKo ZPO, § 286
Rn. 67-79. Er ist deshalb ,,von grofiter Bedeutung®, ders., a.a.O., Rn. 48.

1071 Hierzu Priitting, in: MiiKo ZPO, Bd.1, § 286 Rn. 56-60.
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lichen und medialen Beitragen'”? wire dies auf den ersten Blick anzunehmen.
Auf den zweiten Blick ist diese Dominanz aber triigerisch, weil sie auch dem
erhohten Interesse der Wissenschaft geschuldet sein kann.'”? Hinzu kommt,
dass es sich bei den Bots um ein neues Phinomen handelt, welches noch nicht
abschlieffend bewertet wurde und sich stindig weiterentwickelt. Anders als bei
Erfahrungssitzen zu Auffahrunfillen'* oder Schiffskollisionen!”, bei denen
letztlich auch unveranderliche Naturgesetze relevant werden, konnen sich so
Neuerungen ergeben, die ein Anscheinsbeweis nicht hinreichend beriicksichtigt.
Und letztlich macht nicht allein der Einsatz von Bots die manipulative Absicht
aus. Vielmehr kommt es entscheidend auch auf die Intention der Verwender an.
Insofern werden die Handlungsanweisungen und die konkreten Inhalte und Um-
stinde des Einsatzes wesentlich deutlicher zeigen, welche Ziele verfolgt werden.
In dem Einsatz mag zwar ein Indiz fiir eine bosartige Absicht des Verwenders ge-
sehen werden, ein entsprechender Erfahrungssatz ldsst sich dem aber nicht ohne
Weiteres entnehmen. Schon deshalb diirfte ein Anscheinsbeweis ausscheiden.!7¢
Aber auch aus grundrechtlicher Sicht ist dies abzulehnen. So ist anerkannt,
dass die fehlerhafte Einordnung einer Aussage als Schmihkritik regelmifSig zu
einer eigenstindigen Verletzung des Grundrechts der Meinungsfreiheit fuhrt,'*””
weil bereits auf der ,,Deutungsebene Vorentscheidungen tiber die Zulissigkeit
oder Unzulissigkeit von Auflerungen fallen [...].“1% Gleiches muss dann aber
auch bei falscher Bewertung der Absicht oder zu hohen Anforderungen an die
Entkriftung des Anscheinsbeweises gelten. Denn wenn eine Verletzung der Mei-
nungsfreiheit bei der fehlerhaften Einordnung einer Auflerung als Schmihkritik
vorliegt — also in Fillen, in denen der Schutzbereich zwar eroffnet ist, die Mei-

1072 Siehe hierzu nur die einschligigen rechtswissenschaftlichen Abhandlungen, die sich mit dem Thema
beschiftigen, so bspw. Steinbach, ZRP 2017, 101 ff.; Volkmann, MMR 2018, 58 ff.; Wolf, WRP
2019, 440 ff. Und auch die hierzu durchgefiihrten Studien erfolgten eher zu den negativen Seiten des
Boteinsatzes, so etwa nur Forelle u.a., Political Bots Venezuela, 2016; Sudrez-Serrato u.a., in: Spiro/
Ahn, SocInfo 2016: Social Informatics, S.269ff; Howard/Woolley/Calo, Journal of Technology &
Politics Vol. 15, 81 ff.

1073 Auf diese Einseitigkeit weisen auch Haeg, JPE 2017, 85 (87) und Cresci, Communications of the
ACM Vol. 63 (2020), 72 (73), hin. Und auch Siri, in: Akademie der Wissenschaften zu Gottingen,
Digitalisierung, Privatheit und offentlicher Raum, S.95 (102) zeigt hier gewisse Unterschiede im
Umgang mit politischen und unpolitischen Bots auf. Kritisch zum Schluss ,social bots = social
bad“, Coleman, Journal of Media Ethics Vol. 33 (2018), 120 (122).

1074 Hierzu nur BGH NJW 2017, 1177 Rn. 9 m.w.N. auf die hochstrichterliche Judikatur.

1075 BGH NJW-RR 1989, 474 (475).

1076 Kokott, Beweislastverteilung und Prognoseentscheidung, S.101, weist ebenfalls hinsichtlich der
grundrechtlichen Beweislastverteilung daraufhin, dass diese ,,nicht durch abstrakte Regelungen wie
[...] Prima-facie-Beweis, Beweisnot, Beweislastumkehrung etc.“ gelst werden konne, sondern viel-
mehr auch hierbei die Grundrechte zu beachten sind. Anders aber Klein/Bethge, in: Maunz u.a.,
BVerfGG, § 30 Rn. 10.1, die sich — wenn auch vage - fiir die Moglichkeit eines Anscheinsbeweises
aussprechen.

1077 Siehe hierzu u.a. BVerfGE 93, 266 (295) — Soldaten sind Mérder; BVerfG, NJW 2019, 600 Rn. 19 —
Hexenprozess m.w.N.

1078 BVerfGE 93, 266 (295) — Soldaten sind Mérder.
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nungsfreiheit aber hinter das allgemeine Personlichkeitsrecht zuriickeritt'®” —
dann muss das erst recht gelten, wenn der Schutz vollstindig versagt wird.!s
Ansonsten kiame es auch hier ,,im Ergebnis zur Unterdriickung einer zuldssigen
Auflerung. <1081

(I.) Materielle Beweislast des Grundrechtstragers?

Tragt der Grundrechtstrager dann aber wenigstens die materielle Beweislast?
Eine Orientierungshilfe konnten insoweit die Grundrechte sein, fiir deren Schutz-
bereich personliche Motive oder Umstinde mafSgeblich sind, also zum einen die
Religions- und Gewissensfreiheit (Art.4 GG) und zum anderen das Asylgrund-
recht (Art. 16a GG). Hier tragt der Grundrechtstriager die Darlegungs- und Be-
weislast fir die geistig-religiose Motivation seines Handelns bzw. fur seinen Sta-
tus als politisch Verfolgter, wobei allerdings das erforderliche Beweismaf$ gesenkt
wird.'%? Im Falle von Gewissenskonflikten (Art.4 Abs.2, 3 GG) obliegt es dem
Grundrechtstrager, objektivierbare Anhaltspunkte glaubhaft zu machen, aus de-
nen mit einer gewissen Sicherheit auf das Vorliegen einer Gewissensnot geschlos-
sen werden kann.!%% Im Falle der Religionsfreiheit muss er ,,hinreichend substan-
tiiert [darlegen], dass sich das Verhalten tatsdchlich nach geistigem Gehalt und
aufSerer Erscheinung in plausibler Weise dem Schutzbereich des Art. 4 GG zuord-
nen ldsst, also tatsichlich einer als religios anzusehenden Motivation [ent-
springt].«1084

1079 Siehe hierzu nur BVerfG NJW 1999, 2262 (2263); BVerfGE 61, 1 (12) — Meinungsiuferung im
Wahblkampf; 93, 266 (294) — Soldaten sind Morder und aus neuerer Zeit BVerfG NJW, 1460
Rn. 14 — Obergauleiter der SA-Horden; BVerfG, NJW 2019, 719 Rn. 11 - Auferung in kommunal-
politischer Auseinandersetzung, und BVerfG, Beschl. v. 14.06.2019 — 1 BvR 2433/17 — Hexenpro-
zess.

1080 Das BVerfG formuliert: ,,Urteile, die den Sinn der umstrittenen Auferung erkennbar verfehlen und
darauf ihre Wiirdigung stiitzen, verstoffen gegen das Grundrecht auf Meinungsfreiheit, BVerfGE
93, 266 (295) - Soldaten sind Morder.

1081 So BVerfGE 93, 266 (295) — Soldaten sind Mérder.

1082 Zur Beweis- und Darlegungslast bei Art. 16a GG u.a. BVerwG NVwZ 1985, 658 (660). Zum Her-
absenken des BeweismafSes heifit es dort: ,,Die Beweisschwierigkeiten des Fliichtlings bestehen —
hiufig — im Fehlen der iblichen Beweismittel. In der Regel kénnen unmittelbare Beweise im Verfol-
gerland nicht erhoben werden. Mit Riicksicht darauf kommt dem personlichen Vorbringen des KI.
und dessen Wiirdigung gesteigerte Bedeutung zu. Zur Asylanerkennung kann schon allein der Tat-
sachenvortrag des Asylsuchenden fiihren, sofern seine Behauptungen unter Beriicksichtigung aller
sonstigen Umstinde in dem Sinne ,glaubhaft* (Hervorh. d. Autor) sind, daf$ sich das Tatsachenge-
richt von ihrer Wahrheit iiberzeugen kann.“

1083 Vgl. hierzu etwa BVerwG, NJW 1973, 576 (578) zum irztlichen Notfalldienst; NVwZ 1994, 578
(579) zu einem religios bedingten Konflikt und BeckRS 2018, 19416 Rn. 14 zur Kriegsdienstverwei-
gerung.

1084 BVerfGE 138, 296 (329) — Kopftuchverbot; ebenso BVerfG NJW 2017, 461 (467) — Stilleschutz
Karfreitag; andeutend BVerfG, NJW 2017, 381 (383) — Kopftuchverbot Kindergarten; a.a.O., 2333
(2335) — Kopftuchverbot Hessen. Zustimmend, Miickl, in: BK-GG, Art. 4 Rn. 89; de Wall/Muckel,
Kirchenrecht, § 10 Rn. 2. Das BVerwG, E 94, 82 (87) spricht expressis verbis von einer Darlegungs-
last.
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Da es auch im Falle der Meinungsroboter um innere, geistige Voraussetzungen
geht, lassen sich jedenfalls gewisse Parallelen nicht von der Hand weisen. Eine
analoge Anwendung muss aber dennoch ausscheiden, weil schon die Interessen-
lage vollkommen unterschiedlich ist. Zum einen ist die Herangehensweise bei
Art.4 GG dem Umstand geschuldet, dass der Staat den Beweis gar nicht fithren
kann, ohne selbst eine Bewertung von Gewissensentscheidungen oder religioser
Motive vorzunehmen, was ihm aber gerade verwehrt sein soll;'® allein der
Grundrechtstriager bzw. die jeweilige religiose Gemeinschaft befindet dartiber,
welche Inhalte und Gebote ihren Glauben und ihre Religion pragen.'*¢ Es
kommt also bereits bei der Interpretation des Schutzgehaltes mafSgeblich auf das
Selbstverstindnis an. Zum anderen lassen sich Gewissensentscheidungen nicht
als zutreffend oder unzutreffend nachweisen.'*” Uberdehnt man daher in diesen
Fillen die Beweisanforderungen an den Grundrechtstrager, so kommt es zu einer
Entleerung des Grundrechts. Andererseits fiihrten geringe Anforderungen zu
einer Ausdehnung bis hin zu einem ,,uneingeschriankten Verweigerungsrecht®.08
Insoweit ist der Rekurs auf das Glaubhaft-Machen ein Kompromiss, der diese
Problemlage entschirft. Und wihrend es bei Art. 4 GG um die Frage geht, ob der
Schutzbereich der Religions- und Gewissensfreiheit tiberhaupt eroffnet ist,!%%
steht dies fiir die Aulerungen der Bots prinzipiell fest und es soll nur eine Riick-
ausnahme gemacht werden. Deshalb kidme nur ein eigenstindiger Ansatz fiir die
materielle Beweislast bei Art. 5 Abs. 1 S.1 GG in Betracht.

(1.) Negative Grundregel der Beweislast
Das gestaltet sich aber im grundrechtlichen Bereich deutlich schwieriger'®® als

bspw. im Zivilprozess, wo die objektive Beweislast die beweisbelastete Partei
trifft und im Falle eines non liquet vom Nichtvorliegen der streitigen Tatsache

1085 Muckel, in: Berliner Kommentar GG, Art.4 Rn. 39. Der Staat soll gerade nicht ,,theologische Dis-
pute (...) schlichten®, so Miickl, in: BK-GG, Art.4 Rn. 89. So letztlich auch das BVerfG, dass da-
rauf hinweist, dass der Staat andernfalls die ,,nach dem Grundgesetz gewihrte Eigenstandigkeit und
[...] Selbstindigkeit [...] [verletzt]“, E 24, 236 (248) — Aktion Rumpelkammer.

1086 Vgl. hierzu in Ansitzen BVerfGE 41, 29 (49) - Simultanschule. Deutlicher wird dies u.a. in
BVerfGE 108, 282 (298 f.) — Kopftuch; 138, 296 (329) — Kopftuchverbot in NRW.

1087 Ahnlich Jarass/Pieroth, GG, Art. 4 Rn. 46, die darauf verweisen, dass die Schwierigkeit auch daraus
resultiert, dass es — anders als bei der Religionsfreiheit — keine geteilte Gewissensauffassung gibt, an
der man sich orientieren kann.

1088 Zu diesem Zwiespalt Herzog, in: Maunz/Diirig, GG, Art.4 Rn. 161. Ahnlich auch die Zusammen-
fassung von Kokott, Beweislastverteilung, S. 435.

1089 ,Da das Grundrecht selbst nur unter dieser einschrinkenden Voraussetzung gewihrleistet ist,*
biirdet das BVerwG NJW 1959, 1792 (1793) explizit dem Grundrechtstriger die Beweislast auf.

1090 Kokott hat sich in ihrer Habilitationsschrift diesem Problemkreis ausfiihrlich angenommen, dies.,
Beweislastverteilung bei Grund- und Menschenrechten, 1993.
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ausgegangen wird (sog. negative Grundregel).'”' Hinsichtlich der Motivation des
Urhebers besteht aber das erste Problem bereits darin, dass es sich hierbei nur
um eine im Wege der teleologischen Auslegung gewonnenen Grenze handelt,
nicht aber um ein festes Tatbestandsmerkmal wie die ,,politische Verfolgung® in
Art. 16a GG oder die ,,Gewissensentscheidung® bei Art. 4 GG. Und selbst wenn
man diese Grundregel dann trotzdem anwendet, kommt es zu der von Herzog
angesprochenen Entleerung der Grundrechte'®?. Denn in Zweifelsfillen wiren
die speziellen Grundrechte dann nie einschligig.

(2.) Normentheorie

Im Verwaltungsprozess wird, sofern das materielle Recht keine Aussagen trifft,
an die Normentheorie angekniipft.’®* Danach trigt derjenige die Beweislast, dem
die fraglichen Umstiande bzw. das fragliche Merkmal einer Norm zugutekommen
wiirde.!”* Die Gunstigkeit ist dabei ,,durch Auslegung der materiell-rechtlichen
Norm zu ermitteln®, insbesondere auch unter Beriicksichtigung einschlagiger
Grundrechte!®”, wobei danach zu fragen ist, ,,welche Verteilungsanordnung die
in ihr enthaltene ungeschriebene Beweislastnorm trifft.“!%¢ Beruft sich der
Grundrechtstrager auf seine Glaubensfreiheit, so muss er jedenfalls belegen, war-
um sie einschligig ist, um den Schutz beanspruchen zu konnen. Er beruft sich auf
ein ihm giinstiges Abwehrrecht gegeniiber dem Staat. Im Falle der Meinungsro-
boter wiirde der Schutz der Meinungsfreiheit dem Grunde nach aber eingreifen,

1091 Hierzu OLG Diisseldorf, ZUM 2005, 825 (833); Saenger, in: ders., ZPO, § 286 Rn. 34, 53. Nagler,
Beweislast im Offentlichen Recht, S. 108 ff., 462, will diese Grundregel auch im Offentlichen Recht
zur Anwendung bringen.

1092 Herzog, in: Maunz/Diirig, GG, Art. 4 Rn. 161.

1093 Siche hierzu BVerwG, LKV 2008, 171 (176); NVwZ 2008, 1371 (1375); Schmidt-Afmann, in:
Maunz/Diirig, GG, Art.19 Abs.4 Rn.228; Vgl. Engel/Pfau, in: Mann/Sennekamp/Uechtritz,
VwVIG § 24 Rn. 60, die von einem Grundsatz sprechen. Ausfithrlicher zur Normentheorie im Of-
fentlichen Recht Dawin, in: Schoch/Schneider/Bier, VwGO, § 108 Rn. 90 ff. Freilich gibt es zahlrei-
che Ansitze zur Beweislastverteilung in grundrechtlichen Konstellationen. Grabitz hat beispielswei-
se zum Grundsatz der Verhiltnismifigkeit ein System von Vermutungs- bzw. Beweislastregeln ent-
wickelt. Grundsitze wie in dubio pro auctoritate oder in dubio pro libertate werden zwar stets ge-
nannt, wegen der unzureichenden Differenzierung aber zu Recht abgelehnt und kommen deshalb
ebenfalls nicht in Betracht, so etwa Schmidt-Afmann, in: Maunz/Diirig, GG, Art. 19 Abs. 4 Rn. 227
m.w.N.

1094 BVerwGE 80, 290 (296f.) m.w.N.; 131, 171 (Rn.41); Benda/Klein, Verfassungsprozessrecht,
Rn. 320; Lenz/Hansel, BVerfGG, §26 Rn.12; siche auch Schenke, in: BK-GG, Art.19 Abs.4
Rn. 142; Ibler, in: Friauf/Hofling, GG, Art. 19 Abs. 4 Rn. 251; Lechner/Zuck, BVerfGG, § 26 Rn. 6
und Schmidt-Afmann, in: Maunz/Diirig, GG, Art. 19 Abs. 4 Rn. 228.

1095  Schmidt-Afmann, in: Maunz/Diirig, GG, Art. 19 Abs.4 Rn.228. Das BVerwG hat beispielsweise
hinsichtlich der Rechtmifigkeit von Tatsachen im Verfassungsschutzbericht — und damit in einem
grundrechtssensiblen Bereich — dem Verfassungsschutz die objektive Beweislast aufgebiirdet,
BVerwGE 131, 171 (Rn. 41f.). Im Falle der Kriegsdienstverweigerung hat es gerade auch auf diesen
Grundsatz hingewiesen, aber ihn nicht angewendet, da Art.4 Abs.3 GG keine Ausnahmeregel ge-
geniiber einer allgemeingiiltigen Wehrpflicht beinhalte, BVerwG NJW 1959, 1792 (1793).

1096 BVerwGE 131, 171 (Rn. 41).
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der Grundrechtssauschluss wire daher eine fiir den Grundrechtstriager ungtnsti-
ge Tatsache. Weil sich freiheitsbeschrinkende Mafinahmen dann nicht mehr am
strengen MafSstab des Art. 5 Abs. 2 GG messen lassen miissen, wire dies eine fiir
den Staat giinstige Tatsache.!®” Der Einwand einer manipulativen Absicht gleicht
dann in der Wirkung einer rechtsvernichtenden Einwendung, weshalb der Staat
beweisbelastet sein miisste. Das entspriache auch der Rechtfertigungslast: Nicht
der Grundrechtstriager muss sich fiir die Ausiibung seiner Grundrechte rechtferti-
gen, sondern der Staat fiir die Einschrankung eben dieser.'**

(3.) Grundrechtsimmanente Beurteilung der Beweislastverteilung

Kokott hat sich bei der Inanspruchnahme von Grundrechten gegen abstrakte Re-
geln ausgesprochen.!'” Vielmehr miisse man die konkrete Beweislastverteilung
im Einzelfall aus dem einschligigen Grundrecht, insbesondere aus der ihm imma-
nenten Wertung gewinnen.!''®® Hieraus werden sich aber kaum Unterschiede erge-
ben. Begreift man die Meinungsfreiheit nicht nur als individualschiitzendes Frei-
heitsrecht, sondern weist man ihr auch eine objektiv-rechtliche, demokratische
Funktion — und damit elementare Bedeutung''®' — zu, triagt zwingend der Staat
die objektive Beweislast. Die demokratische Bedeutung von Kommunikation
fithrt zu einer Vermutung zugunsten der freien Rede.''?? Diese Vermutung wiirde
aber konterkariert, wenn man in Fallen eines non liguet dem Grundrechtstrager
die Beweislast aufburdet, sodass der Grundrechtsschutz regelmifig keine Wir-
kung entfaltet. Das ist durchaus vergleichbar mit den Fillen, in denen der Wahr-
heitsgehalt von Tatsachen nicht feststeht. Auch hier tragt nicht der Grundrechts-
triager die Beweislast fiir den Wahrheitsgehalt der Tatsache. Vielmehr bleibt der

1097 Vgl. Pieroth/Hartmann, DVBL. 2002, 421 (424), die bei einer Anwendung von Art. 2 Abs. 1 GG an-
stelle von Art. 12 Abs. 1 GG davon sprechen, dass ,,dem Staat die Rechtfertigung leichter [fallt]«.

1098 Vgl. BVerfG NJW 2007, 2167 Rn. 21 und im Anschluss daran BVerwGE 131, 171 (Rn. 41).

1099 Siehe hierzu Kokott, Beweislastverteilung, S. 71-88.

1100 Kokott, Beweislastverteilung, S.113-119. Das scheint deshalb plausibel, weil so die Grundrechte
nicht nur materiell-rechtliche, sondern gerade auch verfahrensrechtliche Bedeutung erlangen wiir-
den. Anderswo wird gerade auch die verfahrensrechtliche Absicherung als Aspekt der Grundrechts-
verwirklichung auch aus dem individuellen Grundrecht und nicht etwa aus Art. 19 Abs.4 GG her-
geleitet (Dolde, NVwZ 1982, 65; Starck, in: v. Mangoldt/Klein/ders., GG, Art.1 Rn.199ff;
Schmitz, in: Stelkens/Bonk/Sachs, VWVIG, § 1 Rn. 45 ff. Zum fehlenden Aussagegehalt von Art. 19
Abs. 4 zur Beweislastverteilung etwa Schmidt-Afmann, in: Maunz/Diirig, GG, Art.19 Abs.4
Rn. 227; Niehaus, Beweismaf$ und Beweislast, S. 448 f.; Kokott, Beweislastverteilung, S. 99 f.). Die
eigentliche Beweislastverteilung bei einem non liquet ist aber fiir einen effektiven (prozessualen)
Grundrechtsschutz von zentraler Bedeutung (andeutend Kokott, Beweislastverteilung, S. 102, und
Schmidt-Afmann, in: Merten/Papier, HbGR II, § 45 Rn. 47). Zudem lassen sich so auch fiir die un-
terschiedlichsten Konstellationen sachgerechte Ergebnisse herstellen, obgleich der Rechtssicherheit
damit kein Gefallen getan wird. Kritisch zu dem Ansatz von Kokott etwa Dawin, in: Schoch/Schnei-
der/Bier, VwGO, § 108 Rn. 98 ff.

1101 Grundlegend hierzu BVerfGE 7, 198 (207 f.) — Liith.

1102 BVerfGE 7, 198 (212) — Liith; 30, 336 (354) — jugendgefibrdende Schriften; 85, 1 (16) — Bayer-Ak-
tiondre; 124, 300 (324) — Wunsiedel.
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Schutz aufrechterhalten.''® Erst auf Ebene der Rechtfertigung erfolgen mogliche
Beschrankungen, so etwa durch den das Personlichkeitsrecht Dritter schiitzende
§ 186 StGB. Wenn aber bei nur derivativ geschiitzten Inhalten''** (Tatsachenbe-
hauptungen) der grundrechtliche Schutz aufrechterhalten bleibt, muss dies auch
fiir alle Inhalte von Meinungsrobotern gelten. Denn Ankniipfungspunkt ist hier
nur die Modalitit, nicht aber der Inhalt.

(4.) Fazit: keine materielle Beweislast des Grundrechtstragers

Wenn auch im Ausgangspunkt eine Parallele zu Art.4 GG naheliegt, zeigt sich
bei niherer Betrachtung, dass man es mit unterschiedlichen Ausgangslagen zu
tun hat, die einer analogen Anwendung der Grundsitze im Wege stehen. Viel-
mehr misste ein eigener Ansatz gefunden werden. Nach den bisher geltenden Be-
weislastverteilungsregeln wiirde aber niemals der Grundrechtstriger die Beweis-
last tragen, weil es sich bei der manipulativen Absicht um einen Einwand gegen
den grundsitzlich bestehenden grundrechtlichen Schutz handelt. Die Zuweisung
des non liquet stinde zudem in unmittelbaren Widerspruch mit der grundsitzlich
weit verstandenen Vermutung des Vorranges der freien Rede. Ausnahmsweise be-
wahrheitet sich hier also das Prinzip in dubio pro libertate.

4. Fazit: Schutz der Meinungsroboter durch die Meinungsfreiheit

So sehr die moralischen, ethischen, rechtlichen und politischen Bedenken, die
der Einsatz von Meinungsrobotern auslost, auch Anlass zu Kritik geben mogen,
eine Schutzbereichsausnahme konnen sie nicht rechtfertigen.!'% Weder die tech-
nische Seite der Auflerungen noch die moglichen Tauschungen iiber die Identi-
tat oder die quantitative Legitimitdt konnen einen Ausschluss tiberzeugend und
widerspruchsfrei begriinden. Andernfalls kime man zu Problemen bei fortschrei-
tender Digitalisierung und Technologisierung, wenn man den Grundrechtsschutz
nicht technikneutral begreift. Zudem verbietet sich die pauschale Verurteilung
der immanenten Tdauschungswirkung. Das liegt aber nicht an dieser selbst, son-
dern vielmehr an dem privalierenden Schutz der Inhalte. Erhebliche Konflikte
mit dem Schutzzweck der Meinungsfreiheit ergeben sich ohnehin nur dort, wo
der Einsatz von einer manipulativen Zielsetzung getragen ist. Uberzeugender
wire es also, diese zum Gegenstand einer Differenzierung zu machen. Allerdings

1103 Zur Erinnerung: die einschligige Grenze wird erst bei bewusst oder erwiesen unwahren Tatsachen
gezogen.

1104 Jestaedt, in: Merten/Papier, HbGR IV, § 102 Rn. 35.

1105 So im Ergebnis auch Steinbach, ZRP 2017, 101 (102 f.); Milker ZUM 2017, 216 (220); derS. InTeR
2017, 199 (201f.); Zumkeller-Quast, JuWiss-Blog Nr.2/2017; Dankert/Dreyer, K&R 2017, 73
(75). Differenzierender Semizoglu, in: Hetmank/Rechenberg, Kommunikation, Kreation und Inno-
vation, S. 79 (90), Kritik hierzu aber bereits oben A.1.3.b.aa(IIl.).
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stellen sich dann schwierige Bewertungs- und Beurteilungsfragen, die nicht zu-
friedenstellend innerhalb des Schutzbereiches beantwortet werden konnen. Die
Ablehnung einer Schutzbereichsausnahme bedeutet auch nicht, dass Meinungsro-
boter grenzenlos aktiv sein konnen und sollten. Grenzen konnen dann aber nicht
schon wegen des fehlenden spezifischen Schutzes der Meinungsroboter und des
daraus folgenden Uberwiegens der Schutzinteressen (leichter) gerechtfertigt wer-
den. Vielmehr bedarf es dann einer praziseren und vorsichtigeren Abwiagung zwi-
schen den kollidierenden Interessen.!'%

II. Grundrechtlicher Schutz der Interessen der Netzwerkbetreiber

Bei einer Regulierung konnen aber auch die Interessen der Netzwerkbetreiber
tangiert sein. Das gilt vor allem dann, wenn sie selbst — etwa wegen ihrer Algo-
rithmen, der Nutzeroberfliche oder aus anderen Uberlegungen — Adressat einer
Regelung sind. In erster Linie wird es hierbei vor allem um die Berufsfreiheit aus
Art. 12 Abs. 1 GG gehen. Auch wenn tiberwiegend die Stammsitze innerhalb des
europdischen Binnenmarkts im EU-Ausland liegen, so bedeutet das jedenfalls
nicht den Ausschluss vom Anwendungsbereich des Art. 19 Abs. 3 GG''%7 und da-
mit vom grundrechtlichen Schutz. Schon wegen des Diskriminierungsverbotes
aus Art. 18 AEUV ist jedenfalls im Ergebnis auch im EU-Ausland ansissigen (ju-
ristischen) Personen derselbe grundrechtliche Schutz zu gewidhren. Allein die
dogmatische Herleitung dieses Ergebnisses ist umstritten.!!* Eine notwendige zu-
mindest objektiv berufsregelnde Tendenz!''® kommt Mafsnahmen hier auch regel-
maflig zu, etwa dann, wenn unmittelbar Regeln fiir die Diensterbringung aufge-
stellt werden. Meist wird es hierbei aber nur um Berufsausiibungsregelungen ge-
hen, die vergleichsweise leicht zu rechtfertigen sind, weil hierfiir bereits ,,ver-
niinftige Uberlegungen des Gemeinwohls“ ausreichen, sofern die Regelung zur
Verfolgung dieser Ziele auch verhiltnismafig ist.!''* Dabei steigen die Anforde-

1106 Vgl. Schimmele, Staatliche Verantwortung fiir diskursive Integritit, S. 122 f.

1107 Grundlegend hierfiir BVerfG 129, 78 (92ff.) — Anwendungserweiterung.

1108 Dieser Schutz kann einerseits durch eine Extension des Deutschenbegriffs im Lichte des Art. 18
AEUV gewihrt werden (in diese Richtung wohl Breuer, in: Isensee/Kirchhof, HbStR VIII, § 170
Rn.43, wenn er von der ,supranationalen Erweiterung des Trigerkreises* spricht), andererseits
aber auch dadurch, dass der Anwendungsvorrang des Diskriminierungsverbotes eine ,,europarechts-
konforme“ Anwendung notwendig macht, sodass nach Art. 12 GG i.V.m. Art. 18 AEUV jedenfalls
EU-Auslinder geschiitzt werden, in diese Richtung etwa Ruffert, in: Epping/Hillgruber, BeckOK
GG, Art. 12 Rn. 37. Wegen des eindeutigen Wortlauts des Art. 12 Abs. 1 GG wird anderswo der
Schutz tiber Art.2 Abs.1 GG gewihrt und die jeweils spezifischen Schrankenregelungen tibertra-
gen, um eine Diskriminierung im Ergebnis zu vermeiden, so etwa das BVerfG, NJW 2016, 1436
Rn. 10ff. — Preisbindung Arzneimitte; siehe auch Starck, in: v. Mangoldt/Klein/ders., GG, Art. 1
Rn.208 und Manssen, a.a.O., Art. 12 Rn.267 Dreier, in: ders., GG, Vorbem. Rn.116 jeweils
m.w.N.

1109 Siehe hierzu statt vieler BVerfGE 129, 208 (266 f.) — TKU-Neuregelung m.w.N.

1110 Grundlegend zu den Rechtfertigungsanforderungen fiir die Berufsausiibung BVerfGE 7, 377 (405) —
Apotheken-Urteil.

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

A. Das UbermafSverbot und kollidierende Grundrechte 197

rungen an die VerhaltnismaGigkeit allerdings auch mit der Eingriffsintensitit, ins-
besondere wenn es um spezifische Regelungen fiir die Nutzeroberfliche oder den
Algorithmus geht. Denn beide sind letztlich fur den wirtschaftlichen Erfolg der
Netzwerkbetreiber ursdchlich. Die auf einfachen Interaktionen beruhende Ober-
flache fihrt zu deutlich mehr Interaktionen der Nutzer und zu einer einfachen
Handhabung des Netzwerks selbst.!''' Und diese Interaktionen sind letztlich
mafSgebliche Grofse fiir die auf Personalisierung angelegten Prozesse und damit
auch fur die Vermarktung entsprechender Werbeflichen.'''? Daneben sorgt der
Algorithmus letztlich fiir die Weitergabe der personalisierten Informationen und
versucht dadurch Nutzer moglichst lange im Netzwerk ,,gefangen® zu halten.!'3
Auch dies hat letztlich mittelbaren Einfluss auf die Vermarktung der Werbeplatze
und damit wesentliche Bedeutung fiir den wirtschaftlichen Erfolg. Die privaten
Unternehmen investieren viel Zeit und Aufwand in die (Fort-)Entwicklung und
Optimierung ihrer Dienste. Auch im Wettbewerb hat der jeweilige Algorithmus
eine wesentliche Bedeutung, was sich letztlich auch aus den jeweiligen Quasi-
Monopolen entsprechender Anbieter ableiten ldsst.'''* Aus all diesen Griinden
wird ersichtlich, warum die Algorithmen auch gegeniiber Nutzern weitestgehend
geheim gehalten und nur oberflachliche und abstrakte Informationen geteilt wer-
den.""S Dieses Geschifts- und Betriebsgeheimnis geniefst daher einen besonderen
grundrechtlichen Schutz,'"¢ sodass an den Algorithmus ankniipfende Regelungen
einen eingriffsintensiven Charakter haben konnen.'''” Bei alldem ist zudem zu
beriicksichtigen, dass aus Sicht des Ubermafverbots Differenzierungen angezeigt

1111 Hierzu Lischka, AfP 2018, 388 (389). Zur grundrechtlichen Bedeutung der Anzahl der Nutzer
und der Attraktivitit der Dienste vgl. OLG Niirnberg, Urteil vom 04.08.2020 - 3 U 3641/19 =
GRUR-RS 2020, 23456 Rn. 63.

1112 Zum Zusammenhang von personalisierungsmafinahmen und Refinanzierung etwa Heldt, CR 2018,
494 (495); Schneiders, Das ist doch Diskriminierung, S.3 m.w.N. Ausfiihrlicher zur Finanzierung
der Netzwerke und Intermediire etwa Tief, Kommunikation auf Facebook, Twitter & YouTube,
S.30f. Daneben siehe auch BKartA, Beschl. v. 06.02.2019 — B6-22/16, BeckRS 2019, 4895
Rn.220f.

1113 Vgl. Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S.85
(88).

1114 Auf dem Gebiet der Suchmaschinen ist Google mit seinem Pagerank-Algorithmus weit abgeschlagen
der Marktfiihrer. Im Bereich der sozialen Netzwerke dominiert Facebook weitestgehend den Markt
u.a. mit den Diensten Facebook und Instagram, zur Marktbeherrschung siehe etwa BKartA, Beschl.
v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 374 ff.

1115 Ahnlich auch Drexl, ZUM 2017, 529 (531).

1116 Martini, Blackbox Algorithmus, S. 38; Schulz/Dankert, Informatik Spektrum 2017, 352 (354); ex-
plizit (auch) zu Art. 12 Abs. 1 GG Werner, NJOZ 2019, 1041 (1043) zum Page-Rank-Algorithmus
von Google, allerdings mit Blick auf Art. 14 Abs. 1 GG, Heilmann, MMR 2020, 162 (165); vgl.
auch Paal/Hennemann, ZRP 2017, 76 (78); Zwar nicht explizit auf den grundrechtlichen Schutz
stellte der BGH bei der Titigkeit der Schufa ab, gleichwohl sprach er von dem besonders schutz-
wiirdigen Interesse an der Geheimhaltung der Scoreformel, die sie nicht offenlegen miisste, BGH,
NJW 2014, 1235 Rn. 15.

1117 Mit Blick auf Art. 14 Abs.1 GG Heilmann, MMR 2020, 162 (165); hinsichtlich einer Offenle-
gungspflicht Paal/Hennemann, ZRP 2017, 76 (78); dies., JZ 2017, 641 (652); Hoffmann-Riem,
AGR 142 (2017), 1 (32).
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sein konnen, soweit ansonsten unzumutbare Belastungen entstehen. So koénnen
fiir marktstarkere Netzwerkunternehmen durchaus strengere Anforderungen in
Betracht kommen als fiir kleinere Anbieter.'''® Auch gleicheitsrechtlich ist das oh-
ne Weiteres moglich.

Weil der Algorithmus aber auch Ergebnis einer geistigen Leistung ist, aus eige-
nen Mitteln selbst geschaffen wurde und exklusiv dem jeweiligen Unternehmen
zugeordnet wird,'""” kommt daneben auch ein Schutz als Eigentum im Sinne des
Art. 14 Abs.1 GG in Betracht.!'?® Dieser kann sich insbesondere neben Art. 12
Abs. 1 GG aktualisieren, wenn — aus Grinden des Allgemeinwohls — die Offen-
barung der Funktionsweise der Algorithmen verlangt oder i.U. inhaltliche Anfor-
derungen an sie (Neutralitit, Must-Carry 0.4.) gestellt und insoweit Inhalts- und
Schrankenbestimmungen getroffen werden.

Und letztlich ldsst sich auch dartber diskutieren, ob die Leistung der Interme-
didre insgesamt nicht auch als Rundfunk i.S.d. Art. 5 Abs. 1S. 2, 1. Var. GG ein-
zuordnen wire.''?' Auch hier steht Art. 18 AEUV einer Diskriminierung wegen
des Niederlassungsortes im Wege, sodass auch im EU-Ausland ansidssige Unter-
nehmen sich nach Art. 19 Abs.3 GG auf den Schutz berufen konnen.''?? Und
richtiger Weise sind auch die Leistungen der digitalen Medienintermediire als
Rundfunk anzusehen.''?* Die Zusammenfassung der Medienfreiheiten''>* oder
die Erfindung einer neuen Internetfreiheit''?* bedarf es hierfiir nicht. Angesichts
der Technikneutralitit des grundrechtlichen Schutzes sind nicht nur lineare Dien-

1118 Denn was fiir den einen Anbieter lediglich eine Berufsausiibungsschranke darstellt, kann fiir den an-
deren zu einer faktischen Berufswahlschranke werden, wenn nach Art und Umfang solche Pflichten
statuiert werden, dass sie einen erheblichen und nicht zumutbaren Aufwand fiir kleinere Unterneh-
men bedeuten. Zu diesen flieRenden Ubergingen zwischen Berufsausiibungs- und Berufswahlrege-
lung siehe etwa Scholz, in: Maunz/Diirig, GG, Art. 12 Rn. 342; Manssen, in: v. Mangoldt/Klein/
Starck, GG, Art. 12 Rn. 141.

1119 Vgl. zur einfach-rechtlichen Zuordnung, auch als Geschiftsgeheimnis, Martini, Blackbox Algorith-
mus, S. 33 ff. Und speziell zum auch urheberrechtlichen Schutz statt vieler Dreier, in: ders./Schulze,
UrhG, § 69a Rn. 22.

1120 Heilmann, MMR 2020, 162 (165). Siehe auch BGH, GRUR 2013, 751 Rn. 26 — Autocomplete, zu
Suchmaschine von Google.

1121 Anzweifelnd etwa OLG Niirnberg GRUR-RS 2020, 23456 Rn. 65.

1122 Ausfiihrlich hierzu BVerfGE 129, 78 (94 ff.) — Anwendungserweiterung.

1123 So auch Paal, MMR 2018, 567 (568); Heilmann, MMR 2020, 162 (165). Ausfiihrlich zur Einord-
nung von Suchmaschinen als Rundfunk etwa Hartl, Suchmaschinen, Algorithmen und Meinungs-
macht, S. 103 ff. Kritisch etwa OLG Niirnberg, GRUR-RS 2020, 23456 Rn. 65.

1124 So etwa Kellner, Regelung der Meinungsmacht, S. 110 ff.; in diese Richtung auch Kiibling, in: Gers-
dorf/Paal, Informations- und Medienrecht, Art. 5 GG Rn. 76.

1125 So etwa Holznagel, AfP 2011, 532 (534); ders./Schumacher, ZRP 2011, 74 (77). Hierfirr besteht
nur dann Bedarf, wenn der grundrechtliche Schutz erhebliche Liicken aufweist, die zu schlieflen wi-
ren. So lag der Fall etwa bei dem Recht auf Vertraulichkeit und Integritit informationstechnischer
Systeme. Fiir die besonderen Gefahrenlagen gewihrte Art.2 Abs.1 GG keinen ausreichenden
Schutz, was schon an den vergleichsweise niedrigen Rechtfertigungsanforderungen lag. Vgl. hierzu
BVerfGE 120, 274 (303 ff.) — Online-Durchsuchungen.
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ste erfasst.'’?® Und ebenso wenig lassen sich aus dem Begriff der Darbietung in-
haltliche Kriterien entwickeln. Eine redaktionelle Aufbereitung kann nur taugli-
ches Abgrenzungskriterium zwischen Medienfreiheiten und Meinungsfreiheit
sein.'?” Und soweit eine publizistische oder meinungsbildende Relevanz gefor-
dert wird, ist unklar welche qualitative Schwelle tiberschritten sein muss. Ohne-
hin hat das BVerfG ja betont, dass nicht nur klassischen Nachrichtensendungen
die Rundfunkqualitidt zukommt, sondern auch unterhaltenden Beitragen. Mit all
diesen Ansitzen versucht man eher den befiirchteten, negativen Konsequenzen
der Sonderdogmatik des BVerfG zu entkommen.!''?® Dass diese Sonderdogmatik
ohnehin nicht iiberzeugt und aufgegeben werden sollte, wurde bereits ausfiihrli-
cher begriindet.''?” Aber selbst das BVerfG hilt eine Differenzierung zwischen
verschiedenen Rundfunkangeboten auf Rechtsfolgenseite fir notwendig.!'>° Ein-
ziges sinnvolles Merkmal bleibt neben der Verbreitung an die Allgemeinheit
(Massenkommunikation) allein der elektronische Ubertragungsweg. '3 Ohnehin
wird der grundrechtliche Schutz nur dort relevant, wo es um die Gestaltung des
»Programms® geht. Bei Intermedidren betrifft das aber vor allem — mangels eige-
ner Inhalte — Fille, wo Vorgaben fiir die algorithmenbasierte Verbreitung der
fremden Inhalte, also fiir ihre ,,redaktionelle Vorfilterung“ gemacht werden. Das
wire etwa dort der Fall, wo die Benachteiligung bzw. Bevorzugung bestimmter
Inhalte untersagt oder qualitative Anforderungen an die Algorithmen gestellt
werden wiirden. Das entspriache also der ,,Programm- bzw. Tendenzfreiheit
klassischer Medienunternehmen.!!3?

1126 So aber Starck/Paulus, in: v. Mangoldt/Klein/Starck, GG, Art. 5 Rn. 252; Kube, in: Isensee/Kirchhof,
HbStR IV, § 91 Rn. 14; Holznagel, AfP 2011, 532 (5341.), der so eine Abgrenzung zwischen Rund-
funk und einer neu zu entwickelnden Internetdienstefreiheit erméglichen will.

1127 So auch Jarass, AfP 1998, 133 (135). Denn sowohl Presse- als auch Rundfunkfreiheit sind durch
redaktionelle Leistungen gekennzeichnet.

1128 Vgl. etwa Grabenwarter, in: Maunz/Diirig, GG, Art. 5 Abs. 1, 2 Rn. 606: ,ein weiterer, dynami-
scher Rundfunkbegriff hingegen fithrt dazu, dass andere mediale Erscheinungsformen, die rund-
funktypische ,Suggestivkraft, Aktualitdt und Breitenwirkung® aufweisen, ebenfalls von Verfassungs
wegen reguliert werden missten bzw. konnten®.

1129 Oben 3. Teil, A.III.

1130 BVerfGE 121, 30 (50) — Parteibeteiligung an Rundfunkunternehmen. Vgl. daneben BVerfGE 73,
118 (202) — 4. Rundfunkentscheidung in der das BVerfG es fiir unproblematisch ansah, dass aus-
lindische Programme nicht der in § 15 LRG normierten Ausgewogenheit verpflichtet waren. In
BVerfGE 83, 238 (302) — 5. Rundfunkentscheidung, stellte es klar, dass fir neue Medien wegen der
noch geringen Bedeutung, vorerst keine Grundversorgung notwendig war. Eine solche Differenzie-
rungsmoglichkeit wird in der Literatur oftmals betont, so etwa Jarass, AfP 1998, 133 (133); Kresse/
Heinze, AfP 1995, 574 (577f.); Castendyk/Bottcher, MMR 2008, 13 (15); Hain, in: Spindler/
Schuster, Elektronische Medien, C. Rn. 48, 49; Dittmann, in: ders./Fechner/Sander, Rundfunkbe-
griff im Wandel, S. 19 (32 ff.) spricht diesbeziiglich von einer Relevanztheorie. Jedenfalls andeutend
Bullinger, in: Isensee/Kirchhof, HbStR VII, § 163 Rn. 150.

1131 So auch Hain, in: Spindler/Schuster, Elektronische Medien, Erster Teil C. Rn. 48; Papier/Schrider,
epd Medien Nr. 60/2010, 16 (22); Wendt, in: v. Miinch/Kunig, GG Art. 5 Rn. 58; wohl auch Schem-
mer, in: Epping/Hillgruber, BeckOK GG, Art. 5 Rn. 66 ff.

1132 Vgl. Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 199f., 219; Liesemn, UFITA 2019,
395 (410). Zur Tendenzfreiheit des Rundfunks etwa C. Wagner, AfP 2018, 281 (282) oder Graben-
warter, in: Maunz/Diirig, GG, Art. 5§ Art. 1, 2 Rn. 746, der diese als Synonym fiir die Programmau-
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III. Kommunikationsfreiheiten der Nutzer

Neben den Interessen der Verwender und der Betreiber werden die Nutzerinteres-
sen aber nicht nur als schutzrechtlicher Aspekt relevant. Zugleich bilden sie auch
aus abwehrrechtlicher Perspektive eine wesentliche Schranke staatlichen Han-
delns. Dort, wo Inhalte geloscht, gesperrt oder gekennzeichnet werden, nimmt
man Einfluss auf die Meinungsfreiheit des jeweiligen Urhebers. Im Falle der Mei-
nungsroboter wurde aber schon die empirische Forschung dafiir kritisiert, dass
falsch-positive Ergebnisse bei der Uberpriifung von Netzwerkprofilen produziert
wurden. Beabsichtigt der Staat also, dass auffillige Konten gesperrt, geloscht
oder gekennzeichnet werden, dann besteht damit auch immer das Risiko, dass
entsprechende Regelungen in ihrer praktischen Anwendung origindren und da-
mit erlaubten Content berithren. Und aus Sicht der Rezipienten werden ihnen im
Falle von Kennzeichnungen bestimmte Informationen de facto aufgedringt und
im Falle von Loschungen oder Sperrungen Informationen entzogen, die unter
normalen Umstinden zuginglich gewesen wiren, sodass zumindest auch die
Informationsfreiheit potentieller Rezipienten tangiert sein kann.!!33

Eine solche staatliche Intervention will daneben auch das Gebot der Staatsfrei-
heit bzw. Staatsferne verhindern. Zwar ist dieses vor allem im Demokratieprinzip
verankert und folgt nur mittelbar daraus, dass der Gesellschaft die Aufgabe
zukommt, einen politischen Willen zu bilden.'"** Wegen der engen Verbindung
zu den Kommunikationsgrundrechten kommt diesem aber mittelbar Bedeutung
zu. Dabei geht es freilich nicht um ein umfiangliches Verbot staatlicher Interventi-
on und Aktion, denn schon durch die Offentlichkeitsarbeit kommt es zu einer
berechtigten Teilnahme an diesem Prozess.!'®® Vielmehr geht es um das Verbot
einer parteiergreifenden Intervention und somit um ein Sachlichkeits- und Neu-
tralitatsgebot.!’3¢ Wegen der Bedeutung der Medien fir die Meinungsbildung
kommt der Staatsferne im Medienbereich eine entscheidende Bedeutung zu. Dies
wird insbesondere dadurch verwirklicht, dass die Aufsicht und Kontrolle der
Einhaltung von gesetzlichen Vorgaben im Bereich der Presse durch Einrichtungen

tonomie begreift; und mit Blick auf Intermedidre etwa Kellner, Die Regulierung der Meinungsmacht
von Internetintermediiren, S. 147.

1133 Die Informationsfreiheit des Art. 11 EuGRCh bemiiht etwa auch regelmifSig der EuGH, wenn es
um die Auferlegung von Pflichten geht, die zur Sperrung oder Loschung von Inhalten fithren, siche
etwa EuGH, Urt. v. 24.11.2011 - C-70/10 = MMR 2012, 174 Rn. 52— Scarlet Extended SA/
SABAM,; Urt. v. 16.02.2012 — C-360/10 = MMR 2012, 334 Rn. 50 - SABAM/Netlog.

1134 Hierzu siehe etwa BVerwG, NVwZ 2018, 433 Rn. 28 f. — Licht aus.

1135 Hierzu etwa nur BVerfGE NJW 2020, 2096 Rn. 49 ff. — Seehofer. Aus grundrechtlicher Sicht zur
Offentlichkeitsarbeit etwa BVerfGE 105, 252 (268f.) — Glykol; a.a.O., 279 (301ff.) — Osho und
BVerwG, NVwZ 2018, 433 Rn. 18 — Licht aus.

1136 Hierzu Ostermann, Transparenz und o6ffentlicher Meinungsbildungsprozess, S. 354 ff. Zum Sach-
lichkeitsgebot siehe etwa BVerfGE 105, 252 (265 ff.) — Glykol. Hierzu auch BVerwG, NVwZ 2018,
433 Rn. 26 ff. — Licht aus, und zur Abgrenzung zum Neutralititsgebot Rn. 23 ff.
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der freiwilligen Selbstkontrolle!?” und im Rundfunkbereich durch die staatsfern
organisierten Landesmedienanstalten erfolgt.

B. (Spezifische) Grenzen der grundrechtlichen Schutzpflicht im Falle der
Meinungsroboter

Neben den abwehrrechtlichen Grenzen sind aber die schon oben (3. Teil, 1. Kapi-
tel A.I.2) angesprochenen spezifischen Grenzen der staatlichen Schutzpflicht zu
berticksichtigen. Dies gilt nicht allein in Hinblick auf das einzuhaltende Unter-
mafSverbot als Maf$stab fiir den zu gewihrenden Mindestschutz (IIL.). Auch mit
Blick auf die territoriale Entgrenzung des Internets stellen sich Fragen zu den
Grenzen des tatsichlich und rechtlich Moglichen (1.). Und letztlich gilt es auch
prazise herauszuarbeiten, worin eigentlich der genaue Schutzbedarf der betroffe-
nen Nutzer und ihrer grundrechtlichen Rechtsgiiter besteht (IL.). Immerhin ist der
Staat nicht verpflichtet, iiber diesen Schutzbedarf hinaus zu gehen.

I. Vorbehalt der Moglichkeit staatlichen Schutzes

Die staatliche Schutzpflicht steht unter dem Vorbehalt des Moglichen. Dabei
konnen neben rechtlichen Grenzen auch faktische bestehen, wegen derer der
Staat keinen oder nur einen eingeschriankten Schutz bereithalten kann bzw. darf.
Abseits der abwehrrechtlichen Implikationen kommen hier vor allem Kompe-
tenzgrenzen nicht nur auf nationaler Ebene, sondern gerade auch im Verhiltnis
zur Europdischen Union in Betracht. Und aus faktischer Sicht ergeben sich im
digitalen Raum auch ganz andere Grenzen als in der realen Welt.

1. Dichotome Gesetzgebungszustindigkeiten — Adressat der Schutzpflichten

Geht es um die Zuweisung der Zustindigkeit im foderalen Bundesstaat, so kon-
nen potentiell aufgrund der dichotomen Kompetenzstruktur zwei Adressaten ver-
pflichtet sein: Bund und Lander. Besonders veranschaulicht wird das im Bereich
der (digitalen) Medienregulierung durch das Telemediengesetz des Bundes
(TMG) und den Rundfunk- bzw. Medienstaatsvertrag der Linder, die koexistie-
ren und partielle Schnittmengen aufweisen konnen.''?® Insoweit ist die Reichwei-
te der Schutzpflicht nicht zuletzt auch von der Reichweite der jeweiligen Gesetz-

1137 Vor allem durch den Deutschen Presserat erfolgt diese Selbstregulierung.

1138 Das wird etwa mit Blick auf den Begriff des Telemediums deutlich oder mit Blick auf die Kennzeich-
nungspflichten des § 5 Abs. 1 TMG und des ehemaligen § 55 Abs. 1 RStV, der jetzt in § 18 Abs. 1
MStV zu finden ist.
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gebungskompetenz abhingig. Im Bereich des Medienrechts!'* ist der Bund neben
der Infrastruktur und der Signaltiibertragung (Art. 73 Abs. 1 Nr. 7 GG)'*° vor al-
lem fiir die Regulierung der wirtschaftlichen Aspekte der Medien zustindig
(Art. 72 Abs.2, 74 Abs.1 Nr.11 GG). So wurde neben dem TMG auch das
NetzDG kompetenziell auf diesen Titel gestiitzt.!'""' Daneben kdme etwa der
Kompetenztitel des Strafrechts (Art.74 Abs.1 Nr. 1, 2. Var. GG) dort in Be-
tracht, wo es um eine repressive Ponalisierung des Einsatzes von Meinungsrobo-
tern oder konkreter Inhalte ginge. Demgegentiber leitet sich die Kompetenz der
Liander (Art. 70 Abs. 1 GG) aus ihrer Kulturhoheit ab.''*? Sie sind fiir die publi-
zistischen, kommunikationsbezogenen Regelungen und damit vor allem fir die
inhaltlichen Vorgaben im Medienbereich zustindig.''* Freilich konnen hierfiir
auch Regelungen notwendig werden, die strafrechtlichen oder wirtschaftsrechtli-
chen Charakter haben, aber mit dem ,kompetenzbegriindenden Schwer-
punkt“!# der Regelungen eng verbunden sind.''* Das gilt etwa fur die im zuvor
im RStV bislang vorgesehenen Ordnungswidrigkeiten oder die Vorgaben fiir
Werbung und Teleshopping im Rundfunk.'* Wenn es also um die Regulierung
der Meinungsmacht und der potentiellen Einfliisse der Meinungsroboter auf den
Kommunikationsprozess geht, so ist dies Sache der Lander.

Diese duale Zustindigkeitsverteilung fithrt nicht selten zu Abgrenzungs-
schwierigkeiten.!'*” Oft ldsst sich namlich nicht vermeiden, dass eine Regelung
sowohl einen inhaltlichen, kommunikationsbezogenen als auch einen wirt-
schaftsrechtlichen Charakter aufweist."'*® So wurde dem Bund bei Erlass des
NetzDG vorgeworfen, er iiberdehne in verfassungsrechtlich unzuldssiger Weise
seinen eigenen Kompetenzbereich zulasten der Lander.!'* Teilweise verliert das
aber dadurch an Brisanz, dass inhaltlich deckungsgleiche Regelungen vorzufin-
den sind (so etwa im Falle von § 5 Abs. 1 TMG und § 55 Abs. 1 RStV bzw. § 18

1139 Grundlegend zu der Kompetenzabgrenzung zwischen Bund und Lindern im Bereich der Rundfunk-
regulierung BVerfGE 12, 205 (225 ff.) - 1. Rundfunkentscheidung.

1140 Vgl. hierzu BVerfG, ebd.

1141 Zum NetzDG siehe BT-Drs. 18/12356, S. 13; zum TMG siehe BT-Drs. 16/3078 S. 12.

1142 Grundlegend fiir das Rundfunkrecht BVerfGE 12, 205 (229) - 1. Rundfunkentscheidung. Siehe
auch Martini, in: Gersdorf/Paal, Informations- und Medienrecht, § 1 RStV Rn. 4; Vesting, in: Bin-
der/ders., Rundfunkrecht, § 1 RStV Rn. 105 Uhle, in: Maunz/Diirig, GG, Art. 70 Rn. 106.

1143 Hierzu auch Obr, in: Schwartmann, PraxisHb Medienrecht, Kap. 11 Rn. 13.

1144 Schede/Schulds, NVwZ 2019, 1572 (1574).

1145 Vgl. Vesting, in: Binder/ders., Rundfunkrecht, § 1 RStV Rn. 13.

1146 Zur Werberegulierung Vesting, in: Binder/ders., Rundfunkrecht, § 1 RStV Rn. 13.

1147 So auch Martini, in: Gersdorf/Paal, Informations- und Medienrecht, § 1 RStV Rn. 6.

1148 Vesting, in: Binder/ders., Rundfunkrecht, § 1 RStV Rn. 12 weist darauf hin, dass die urspriingliche
inhaltliche Regulierung des offentlich-rechtlichen Rundfunks mit Hinzutreten des privaten Rund-
funks eher wettbewerbsrechtlich ausgerichtet ist und die Lianderkompetenz hier nur wegen einer
»sehr weit gehende[n] Relativierung der wirtschaftsrechtlichen Kompetenz des Bundes“ moglich ist,
die aber ,,nicht mehr so ohne Weiteres plausibel gemacht werden kann*.

1149  Ausfiihrlich zur Kompetenzwidrigkeit etwa Gersdorf, MMR 2017, 439 (440 ff.). Daneben u.a. auch
Kalscheuer/Hornung, NVwZ 2017, 1721 (17241.).
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Abs. 1 MStV).'50 Und auch im Bereich des Medienkonzentrationsrechts lassen
sich gewisse Parallelen zum allgemeinen Kartellrecht nicht von der Hand wei-
sen.'”! Im Streitfalle, wenn beide Regulierungskompetenzen beriihrt sind, ent-
scheiden regelmifSig materielle Kriterien, insbesondere der eigentliche Regelungs-
schwerpunkt,''s? iber die Zustindigkeit.!'** Und nach dem Prinzip der Bun-
destreue sind Bund und Linder bei der Wahrnehmung der Kompetenzen zu ge-
genseitiger Riicksichtnahme verpflichtet.'5*

2. Unionskompetenzen, sekundarrechtliche Medienregulierung und
Herkunftslandprinzip

Eine vergleichbar dichotome Kompetenzverteilung findet sich auch im Verhaltnis
der Mitgliedstaaten zur EU wieder,'>* die auch hier maf§geblich aus dem Doppel-
charakter der Medien einerseits als Kulturgut, andererseits als Wirtschaftsgut re-
sultiert.'’® Die Vertrage sehen keinen eigenstindigen Bereich der Medienpolitik
vor; der Union fehlt also eine entsprechende, von den Mitgliedstaaten iibertrage-
ne Kompetenz im Bereich der Medien'""” und wegen des Prinzips der begrenzten
Einzelermachtigung (Art. 5 Abs. 1, 2 EUV) kann eine solche auch nicht begrin-
det werden.'"® Primar liegt die Medienregulierung daher im Verantwortungs-
und Kompetenzbereich der Mitgliedstaaten. Fiir inhaltliche, pluralismussichern-

de Aspekte folgt dies auch hier aus ihrer ,,Kulturhoheit.!>® Dass sich der unio-

1150 Zu dieser Kongruenz siehe auch noch spiter, C.I.3.c.

1151 So auch Martini, in: Gersdorf/Paal, Informations- und Medienrecht, § 1 RStV Rn. 6.3. Siche hierzu
auch Vesting, in: Binder/ders., Rundfunkrecht, § 1 RStV Rn. 15 ff.

1152 Vgl. Martini, in: Gersdorf/Paal, Informations- und Medienrecht, § 1 RStV Rn. 5; Uble, in: Maunz/
Diirig, GG, Art. 74 Rn. 12.

1153 Ausfiihrlicher hierzu etwa Erbguth/Schubert, in: Sachs, GG, Art. 30 Rn. 20 ff.

1154 Vgl. hierzu etwa BVerfGE 12, 205 (241f.) — 1. Rundfunkentscheidung oder E 61, 149 (205) -
Amtshaftung.

1155 Siehe zur vertikalen Kompetenzabgrenzung im Medienbereich etwa Knodel, Medien und Europa,
S. 193 ff.

1156 Auf diesen Doppelcharakter weisen auch Burggraf/Gerlach/Wiesner, Media Perspektiven 2018, 49,
Zagouras, Pluralismus in Europa, S. 57 f. und Schwarze, ZUM 2000, 779 (780) hin. Ausfiihrlicher
hierzu etwa Knodel, Medien und Europa, S. 32 ff. Seidel, NVwZ 1991, 120 (122) spricht insoweit
vom ,,Rundfunk als Ware“ und vom ,,Rundfunk als 6ffentliche Aufgabe und Sache der Allgemein-
heit unter nationaler Kontrolle“.

1157 Burggraf/Gerlach/Wiesner, Media Perspektiven 2018, 496; Schladebach/Simantiras, EuR 2011,
784; Ferreau, in: Spindler/Schuster, Elektronische Medien, Erster Teil B. Rn. 25 Oppermann/Classen/
Nettesheim, Europarecht, § 34 Rn. 50; Knddel, Medien und Europa, S. 114. So auch zur damaligen
EG Seidler, NVwZ 1991, 120 (124); Schwarze, ZUM 2000, 779 (781); Hain, AfP 2007, 527
(531£).

1158 Ferreau, in: Spindler/Schuster, Elektronische Medien, Erster Teil B. Rn. 2. Ukrow, in: Brohmer, Eu-
ropa und die Welt, S. 197 (231) iiberlegt, ob nicht realiter — gestiitzt auf die Schutzpflichten der ein-
schldgigen grund- bzw. menschenrechtlichen Gewihrleistungen — eine Veridnderung des Kompetenz-
gefiiges angesichts international agierender Unternehmen notwendig wiire.

1159 Vgl. Schladebach/Simantiras, EuR 2011, 784 (785); vgl. auch EuGH, Urt. v. 13.12.2007 -
Rs. C-250/06 = EuZW 2008, 86 Rn. 41 — United Pan-Europe Communications Belgium SA u.a./
Belgien, m.w.N.; EuGH, Urt. v. 25.07.1991 — Rs. C-288/89 = GRUR Int 1991, 223 Rn. 23 - Sticht-
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nale Kompetenzbereich aber im Ergebnis doch auf die nationale Medienregulie-
rung auswirkt, ist neben einer unterstiitzenden Rolle im Bereich der Kultur!!®
vor allem auch der Zuordnung der Medientatigkeiten zum Gewaihrleistungsbe-
reich der Dienstleistungsfreiheit''¢! geschuldet. Denn von national divergierenden
Regelungen bei grenziiberschreitenden Sachverhalten gehen potentielle Gefahren
fiir die Binnenmarktziele der Union aus. Dieser binnenmarktrechtliche Bezug be-
griindet die funktionale, wirtschaftsrechtliche (Harmonisierungs-)Kompetenz der
Union (Art. 59, Art.62 i.V.m Art. 53, Art. 114 AEUV)."'62 Auch im Verhiltnis
zur EU setzt sich damit das schwierige Abgrenzungsproblem zwischen wirt-
schaftsrechtlichen und kulturpolitischen Fragestellungen der Medienregulierung
fort,''63 was auch noch zu Problemen fithren wird.!1¢4

Inhaltlich beeinflusst vor allem das harmonisierende europiische Sekundar-
recht die Medienregulierung in Deutschland. Besonders die E-Commerce-Richtli-
nie 2000/31/EG (ECRL)"® und die durch sie harmonisierte Haftungsprivilegie-
rung von Hostprovidern (Art. 14 Abs. 1 und Art. 15 Abs. 1 ECRL) wird im Kon-
text von Regulierungsfragen neuer digitaler — und nicht iiberwiegend audio-visu-
eller —11% Medien bedeutsam, insbesondere wenn es um inhaltliche Uberwa-

ing Collectieve Antennevoorziening Gouda/Commissariaat voor de Media. Zur pluralismussichern-
den und inhaltsbezogenen Ausrichtung der mitgliedstaatlichen Kompetenz siehe Ferreau, ZUM
2017, 632 (638) und die Ausfithrungen des BVerfG in E 92, 203 (241) — EG-Fernsebrichtlinie, das
gerade die Notwendigkeit einer wirtschaftsorientierten Harmonisierung des Binnenmarktes sah und
diese auch deshalb akzeptierte, weil ,,[der] Kernbereich der Landeskompetenz zur Regelung der or-
ganisatorischen sowie politisch-kulturellen Materien des Rundfunkwesens nicht [beriihrt sei].“.

1160 Hier hat die Union gem. Art. 6 S. 1, S. 2 lit. ¢) AEUV eine Unterstiitzungs-, Koordinierungs- und Er-
ganzungsfunktion, die durch Art. 167 AEUV niher prizisiert wird. Aber hierbei geht es nur um ver-
gleichsweise kleine Aspekte des Medienrechts, vgl. hierzu Oster/Wagner, in: Dauses/Ludwigs, Hb
EU-WirtschaftsR, E. V. Rn. 7; Ferreau, ZUM 2017,632 (638).

1161 Fiir Betreiber sozialer Netzwerke etwa Liesching, MMR 2018, 26 (29). Mit Blick auf Video-
Sharing-Plattformen etwa Ukrow/Ress, in: Grabitz/Hilf/Nettesheim, Recht der EU, Art. 167 AEUV
Rn. 214.

1162 Vesting, in: Binder/ders., Rundfunkrecht, § 1 RStV Rn. 25 f. Vgl. zur binnenmarktrechtlichen Ziel-
setzung Hain, AfP 2007, 527 (531f., 534), allerdings noch zum EGV, und Rofnagel/Kleist/Scheuer,
Die Reform der Regulierung elektronischer Medien in der EU, S. 34, 40.

1163 Vgl. Vesting, in: Binder/Ders., Rundfunkrecht, § 1 RStV Rn. 25b und Knodel, Medien und Europa,
S.150. Burggraf/Gerlach/Wiesner, Media Perspektiven 2018, 496 sprechen hier von einem ,,nicht
immer konfliktfreie[n] Spannungsfeld mitgliedstaatlicher und gemeinschaftlicher Politik. Ausfiihr-
licher zu der Kompetenzabgrenzung etwa Knodel, Medien und Europa, S. 103 ff., und speziell im
Kontext der Vielfaltssicherung — allerdings noch zum EGV - Zagouras, Pluralismus in Europa,
S. 54 ff.

1164 Hierbei geht es vor allem um die Vereinbarkeit bestimmter Regelungen des Medienstaatsver-
trages fiir Medienintermediire mit dem Sekundir- und Primirrecht. Siehe hierzu noch unten
C.I1.2.c.aa(IIL.) und C.IL2.f.

1165 Richtlinie 2000/31/EG des Europiischen Parlaments und des Rates vom 8. Juni 2000 iiber be-
stimmte rechtliche Aspekte der Dienste der Informationsgesellschaft, insbesondere des elektroni-
schen Geschiftsverkehrs, im Binnenmarkt (,,Richtlinie iiber den elektronischen Geschiftsverkehr),
ABI. 2000 L 178, S. 1 ff.

1166 Hier wird ndmlich die Richtlinie 2018/1808 des Europiischen Parlaments und des Rates vom
14. November 2018 zur Anderung der Richtlinie 2010/13 zur Koordinierung bestimmter Rechts-
und Verwaltungsvorschriften der Mitgliedstaaten tiber die Bereitstellung audiovisueller Medien-
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chungs- und Priifpflichten fiir Intermediare geht."'” Daneben wird auch das Her-
kunftslandprinzip aus Art. 3 Abs. 1 ECRL relevant. Es verhindert, dass nationa-
les Sachrecht auf alle elektronischen Dienste angewendet wird, die einen Inlands-
bezug haben, weil damit erhebliche Hindernisse fiir den Binnenmarkt einherge-
hen wiirden."®® Deutsches Recht findet vielmehr nur auf Dienste Anwendung,
die in Deutschland niedergelassen sind, also von hieraus ihre Geschiftstatigkeit
tatsdachlich austiben (Art.3 Abs.1 i.V.m. Art 2 litc) und Erwgr. 19 ECRL bzw.
§ 3 Abs. 1, § 2a Abs. 1 S. 2 TMG), auch wenn die Dienste in anderen EU-Staaten
angeboten werden (vgl. § 3 Abs. 1 TMG). Fur audiovisuelle Medien, die sowohl
der AVMD-RL 2018/1808 als auch der ECRL unterfallen, enthalten § 2a Abs. 2,
3 TMG abweichende Regelungen. Erfasst ist aber nur deutsches Recht, dass die
Fragen des koordinierten Bereichs betrifft (Art.3 Abs.1 i.V.m. Art.2 lit.h)
ECRL) und nicht von dem Anwendungsbereich der Richtlinie ausgenommen ist.
Bei grenziiberschreitenden, internationalen Fragen entscheidet zudem das deut-
sche Kollisionsrecht tiber das anwendbare Sachrecht, das dann gegebenenfalls
selbst zu modifizieren ist, sofern damit Beschrinkungen des Geschiftsverkehrs
einher gehen.''®” Die ECRL trifft gerade keine Aussagen hieriiber (vgl. Art.1
Abs. 4 ECRL)."170

3. Faktische Grenzen staatlicher Regulierung

Wendet man sich den tatsichlichen Gegebenheiten und damit faktischen Gren-
zen einer Regulierung zu, so stofst man zunichst auf Konflikte mit dem Ter-
ritorialitdtsprinzip der staatlichen Gewalt. Dem Internet und seinen Diensten
sind territoriale Grenzen fremd. Jeder Nutzer kann (potentiell) jeden Dienst des
Internets in Anspruch nehmen und somit tber Grenzen hinweg mit anderen
Personen in Kontakt treten. Das fithrt vorliegend zu drei zentralen Problemen:
Erstens miissen potentielle Urheber von Meinungsrobotern nicht vom Inland
aus agieren, sondern konnen auch aus dem Ausland den Meinungsbildungspro-
zess beeinflussen, sodass sie im Einzelfall als (Regelungs-)Adressaten nur schwer
greifbar sein konnten.!"”! Zweitens sind auch die Anbieter selbst nur selten mit

dienste (Richtlinie iiber audiovisuelle Mediendienste) im Hinblick auf sich verindernde Marktgege-
benheiten (ABL. 2018 L 303, S. 69 ff.) bedeutsam.

1167 Speziell zu dem Problem des Art. 15 der Richtlinie sieche noch unten im Zusammenhang mit § 93
Abs. 4 MStV, C.I1.2.c.aa(IIL).

1168 Vgl. Erwgr. 5 ECRL.

1169 Ausfiihrlicher zu der Frage des anwendbaren Kollisionsrecht und zu den daraus folgenden Proble-
men etwa Weller, in: Gersdorf/Paal, Informations- und Medienrecht, § 3 TMG Rn. 7 ff. und Nord-
meier, in: Spindler/Schuster, Elektronische Medien, § 3 TMG Rn. 9 ff. Grundlegend zu dieser Sicht-
weise EuGH, Urt. v. 25.10.2011 — Rs. C-509/09 u. C-161/10 = NJW 2012, 137 Rn. 53 ff. — eDate-
Advertising. Und zum Beschrinkungsverbot auch BGH, NJW 2012, 2197 Rn. 30.

1170 Grundlegend hierzu EuGH, Urt. v. 25.10.2011 - Rs. C-509/09 u. C-161/10 = NJW 2012, 137
Rn. 60 ff. — eDate-Advertising.

1171 Vgl. Redeker, IT-Recht, D. Rn. 1291.
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einem Sitz im Inland vertreten und damit fir die staatliche Gewalt greifbar.
Und drittens fiithrt das bei konkreten Inhalten nicht selten zu Problemen, weil
sie aus Sicht der inlindischen Rechtsordnung rechtswidrig, mit Blick auf andere
Rechtsordnungen aber rechtmifSig sein konnen.''”? Deshalb ldsst sich an der
Wirksamkeit nationaler Regeln fiir einen internationalen Kommunikationsraum
jedenfalls zweifeln.!73

Abseits dessen bringen aber auch andere internetspezifische Umstinde ihre
Probleme mit sich. Riesige Datenmengen gilt es im Zweifel zu analysieren, wenn
entsprechende Manipulationen ausfindig gemacht werden sollen. Und wenn es
um die Verantwortung der Urheber geht, so verbergen sich diese hinter der
Maske der Anonymitit, was Ermittlungen nicht selten erschwert.!'”* Als greifba-
rer Adressat bleibt folglich oftmals nur der Netzwerkbetreiber. Und letztlich ist
auch die (empirische) Uberpriifbarkeit begrenzt, weil Netzwerkbetreiber keinen
Einblick hinter die Kulissen gewiahren und black boxes bleiben. Das ist insoweit
problematisch, als dass eine verniinftige Regulierung zumindest eine gewisse
Kenntnis tiber den Regulierungsgegenstand, insbesondere seine Funktionsweise,
voraussetzt.!17

II. Die Schutzbedurftigkeit der Nutzer als Grundpramisse und Grenze
staatlichen Schutzes

Geht es um den Willensbildungsprozess und potentielle Verzerrungen, so wird
vor allem auch die Schutzbediirftigkeit der Nutzer relevant. Denn die potenti-
ellen Gefahren fur die Willensbildung der Nutzer resultieren nicht allein — an-
ders als etwa in den typischen Konstellationen des Gesundheitsschutzes — von
Seiten Dritter. Vielmehr werden auch autonome, unvorsichtige Entscheidungen
der Nutzer conditio sine qua non fir die oben beschriebenen Einfliisse der
Meinungsroboter."7¢ Sind Nutzer also tiberhaupt schutzbediirftig? Und wenn

1172 Das gilt etwa mit Blick auf die dufferungsrechtlichen Vorgaben Deutschlands und der Vereinigten
Staaten. Letztere haben ein weitaus liberaleres Verstindnis von Meinungsfreiheit als Deutschland.
Darauf auch hinweisend Schmitz/Berndt, The German Act on Improving Law Enforcement on So-
cial Networks: A Blunt Sword?, S. 11. Mit Blick auf die urheberrechtliche Diskussion um Uploadfil-
ter auch Ingold, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 183 (195).

1173 So weist Classen, in: Pirson/Riifner/Germann/Muckel, HbStaatskirchenR, §38 Rn.15 auf die
»[w]egen der Internationalitit der elektronischen Verbreitung [...] nur begrenzt[en] Wirkung“ hin.
Und auch Pille, Meinungsmacht sozialer Netzwerke, S.279 meint, ,dass [das] nationalstaatliche
Recht faktisch nur noch in Grenzen funktionstiichtig ist.“. Ausfiihrlicher zur ,,Entgrenzung des In-
ternets“ und den Vollzugsdefiziten, ders., ebd., S. 282 ff. In Bezug auf die hier relevanten Social Bots
Dankert/Dreyer, K&R 2017, 73 (78).

1174 Vgl. Redeker, IT-Recht, D. Rn. 1291. Mit Bezug zu den Meinungsrobotern etwa Hagen u.a., Social
Science Computer Review, 1 (4).

1175 Vgl. Lischka, AfP 2018, 388 (391); Hartl, Suchmaschinen, Algorithmen und Meinungsmacht,
S.231.

1176 Allgemein zu den bestehenden internen Verzerrungen im Meinungsbildungsprozess oben, 2. Teil
B.IIL3.b und zur Ausnutzung dieser durch die Meinungsroboter, 2. Teil, C.III.
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ja, worin besteht die Schutzbedirftigkeit? Diese Fragen miissen in Relation zum
betroffenen ,,Schutzgut* beantwortet werden. Insoweit gilt es zwischen der Mei-
nungsauflerungs-, Informations- und Meinungsbildungsfreiheit (1.), der kommu-
nikativen Chancengleichheit (2.) und der kollektiven Sphire (3.) zu unterschei-
den.

1. Schutzbedarf der Meinungsiuflerungs-, Informations- und
Meinungsbildungsfreiheit

Besonders deutlich zeigt sich die Bedeutung individueller Verzerrungstendenzen
im Falle der Meinungsduflerungs-, Informations- und Meinungsbildungsfreiheit.
Denn wenn Nutzer bestimmten Angeboten eher vertrauen, einseitig Informati-
on aufnehmen, Informationen nicht kritisch rezipieren (Informations- und Mei-
nungsbildungsfreiheit) oder sich von einer gefiihlten Mehrheit einschiichtern
lassen (MeinungsdufSerungsfreiheit), so ist vor allem auch die eigene ,, Verantwor-
tungssphire® betroffen. Weil die Nutzer hierbei aber gerade auch Gebrauch von
ihrer grundrechtlich geschiitzten Autonomie!'”” machen, lduft der Staat Gefahr,
nicht mehr allein vor externen Gefahren, sondern auch vor eigenen, unvorsich-
tigen und unvernunftigen Entscheidungen zu schiitzen. Das bedeutet freilich
nicht, dass man damit zwangsldufig in einen Konflikt mit der grundrechtlichen
Autonomie geraten muss und der Staat den Nutzer bevormunden wiirde (a.).''”8
Gleichwohl muss genau iiberlegt werden, worin der Schutzbedarf besteht, um
diese Gefahr zu minimieren (b., c.).

a. Kein prinzipieller Widerspruch zur grundrechtlichen Autonomie

Wenn Nutzer auch vor eigenen unvernunftigen Entscheidungen geschiitzt wer-
den, so kann staatlicher Schutz paternalistische Ziige annehmen und Gefahr
laufen, in Widerspruch mit dem grundrechtlichen Idealbild der Autonomie zu
geraten."'”” Allerdings ist ,,Paternalismus [...] nicht gleich Paternalismus®.!'$
Bereits die verfassungsgerichtliche Judikatur zeigt, dass eine gewisse Differenzie-
rung angezeigt ist.''®! Diese ergibt sich bereits aus dem Handlungsziel: In Fillen,
in denen eine Gefahr aus Griinden des Drittschutzes unterbunden wird und da-

1177 Ahnlich Martini, Blackbox Algorithmus, S.103. Auf diese bewussten Entscheidungen weist auch
Drexl, ZUM 2017, 529 (535) hin.

1178 Vgl. zu dem Problem auch im Kontext der diskursiven Integritdt Schimmele, Staatliche Verantwor-
tung fiir diskursive Integritit, S. 110 ff.

1179 So bezeichnen etwa von der Weth/Vachery/Kankanhalli, in: Proceedings of the International Confe-
rence on Multimedia & Expo, S. 1, ein staatliches Verbot desinformativer Inhalte als ,,hard pater-
nalism*.

1180 Volkmann, Darf der Staat seine Biirger erziehen?, S. 435.

1181 Ausfiihrlich zum Problem des staatlichen Schutzes vor sich selbst etwa Kolbe, Freiheitsschutz vor
staatlicher Gesundheitssteuerung, S. 118 ff.
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durch auch die Gefahren fiir den Gefahrverursacher (zwangsldufig) erfasst wer-
den, hat das BVerfG das Problem einer Bevormundung gar nicht aufgeworfen.!!s
Ging es hingegen um die Abwendungen von Gefahren, die jemand allein fiir sich
selbst setzt,''®3 hat es stets betont, dass sich die individuelle Entscheidung ,,nicht
an einem MafSstab objektiver Verntinftigkeit“ auszurichten habe und dem Staat
keine ,,Vernunfthoheit“ zukomme, kraft derer er den Willen des Grundrechts-
tragers aufer Kraft setzen durfe."'®* Die Grundrechte gewidhrten vielmehr auch
das Recht, unverniinftige Entscheidungen zu treffen, sofern iiberhaupt ein freier,

1185 Das ist insoweit zutreffend, als dass

autonomer Wille gebildet werden konne.
schon der zentrale Wert der Menschenwiirde eine autonome Lebensgestaltung
gewihrleistet''%® und ohnehin keine objektiven Kriterien fiir die Bewertung einer
Handlung als verntinftig oder unverniinftig bestehen.''” Hier wird dem Staat
also gerade eine Grenze durch den Autonomiegedanken der Grundrechte gesetzt.

Insoweit ist nicht nur zwischen indirektem: und direktem, sondern bei letzte-
rem auch zwischen hartem und weichem Paternalismus zu unterscheiden. Geht

es um die Abwehr von primir eigenstindig gesetzten Gefahren, handelt der

1182 Das gilt etwa im Fall des Rauchverbots in Gaststitten und Diskotheken das vor allem mit dem
Schutz der Gesundheit der Nichtraucher begriindet wurde. Zwangsliufig unterbindet das aber auch
den schidlichen Konsum der Tabakprodukte durch die Raucher selbst. BVerfGE 121, 317ff. —
Rauchverbot in Gaststitten. Lediglich RiBVerfG Masing hat die Probleme angesprochen und in sei-
nem SV in der ,Radikallgsung eines absoluten gaststittenrechtlichen Rauchverbots (...) ein Weg
edukatorischer Bevormundung® gesehen, a.a.O (388). Problematischer kénnte das auch bei der EU-
weiten Pflicht fotografischer Warnhinweise vor den Langzeitschiden des Rauchens sein, weil damit
letztlich bezweckt wird, (junge) Personen vom Rauchen abzuhalten. Das BVerfG hat aber textliche
Warnhinweise als legitim eingestuft, ohne dabei auf dieses Problem einzugehen, BVerfGE 95, 173
(185 f.) = Warnbinweise fiir Tabakerzeugnisse. Zwar mag hier argumentiert werden, dass es um eine
Beschrankung eines Dritten, der Hersteller, ging. Gleichwohl sieht etwa Birnbacher, in: v. Hirsch/
Neumann/Seelmann, Paternalismus im Strafrecht, S. 11 (16) auch in derlei Konstellationen ein pa-
ternalistisches Staatshandeln.

1183 So etwa im Falle von Zwangsbehandlungen BVerfGE 128, 282 (303) — Zwangsbehandlung im
Mafregeelvollzug; 142, 313 (339) — Zwangsbehandlung; oder beim Suizid BVerfG, Urt. v.
26.02.2020 - 2 BvR 2347/15 u.a.— Recht auf Sterben. Zum aufgedringten Schutz vor sich selbst
ausfiihrlicher auch mit Blick auf die Schutzpflichtendogmatik Kuch, DOV 2019, 723 ff.

1184 Hierzu BVerfG, Urt. v. 26.02.2020 — 2 BvR 2347/15 u.a, Rn. 208 ff. — Recht auf Sterben. Zuvor
wurde etwa betont, dass ,,die 6ffentliche Gewalt jedem in den Arm fallen [diirfe], der sich selbst zu
toten anhebt (Di Fabio, in: Maunz/Diirig, GG, Art.2 Abs.2 Rn.47) und ein entsprechendes
,»Selbsttotungsrecht abgelehnt (D. Lorenz, JZ 2009, 57 (60); Kunig, in: v. Miinch/ders., GG, Art. 1
Rn. 365 Starck, in: v. Mangoldt/Klein/ders., GG, Art.2 Rn. 192.) oder nur unter der Voraussetzung
gewihrt, dass die Lebenserhaltung nicht zu Konflikten mit der Menschenwiirde fithrt (Di Fabio,
ebd.). Und das BVerwG, NJW 2017, 2215 Rn. 24 hatte ein Recht auf Sterben nur fiir schwer oder
unheilbar kranke Menschen ausdriicklich anerkannt. Zu der schon vor dem Urteil weitgehend ver-
breiteten Befiirwortung eines solchen Rechts — wobei allein die dogmatischen Begriindungen variier-
ten — statt vieler Neumann, in: Kindhduser/ders./Paeffgen, StGB, Vorbem. § 211 Rn. 43 m.w.N.

1185 Vgl. zuletzt BVerfG, Urt. v. 26.02.2020 — 2 BvR 2347/15, Rn. 239 ff., 279 ff. — Recht auf Sterben,
m.w.N.

1186 Siehe etwa BVerfG NJW 2019, 3703 Rn. 127 — Hartz-1V Sanktionen. Vgl. hierzu Duttge, ZStW
2017, 448.

1187 Volkmann, Darf der Staat seine Biirger erziechen?, S. 45 spricht von einer ,,Alleinzustindigkeit des
Einzelnen und (...) einem Vorrang der eigenen Entscheidung®. Aus der Rspr. etwa BVerfG NJW
2019, 3703 Rn. 27 — Hartz-1V Sanktionen.
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Staat direkt paternalistisch, wihrend die zwangsldufig mit dem primar intendier-
ten Schutz Dritter verbundene Abwehr dieser Gefahren indirekt paternalistisch
ist. 1% Schon deshalb sind indirekt paternalistische Eingriffe zuldssig. Wihrend
beim harten, direkten Paternalismus unmittelbar mit Verboten oder vergleichba-
ren Instrumenten gearbeitet wird,''®® soll weicher, direkter Paternalismus eher
eine unterstiitzende und die Autonomie des Einzelnen bewahrende Funktion
insbesondere dort einnehmen, wo ,,Defizite“ bestehen.'® In diese Kategorie las-
sen sich etwa die Entscheidungen zur Zwangsbehandlung einordnen.!"! Dieser
Ansatz ist schon deshalb richtig, weil durchaus Konstellationen denkbar sind,
in denen normatives Leitbild eines miindigen Biirgers und Realitdt voneinander
abweichen.!”? Dann geht es aber gerade darum, die Voraussetzungen fir eine

1188 Zu dieser Differenzierung ausfiihrlicher etwa Kirste, JZ 2011, 805 ff. Allgemein zum indirekten Pa-
ternalismus. Duttge, ZStW 2017, 448 (449 1.); Gutmann, NJW 1999, 3387 (3388). Mit Blick auf
§ 29 BtMG Oglakcioglu, in: MiiKo StGB, Bd. 6, Vorbem. § 29 BtMG Rn. 17. Honer, DOV 2019,
940 (946) spricht hier von einem ,,Sozialbezug®. Das gilt auch in anderen Fillen, etwa wenn es um
die Helmpflicht im Stralenverkehr geht, wenn dies mit dem Schutz vor Traumatisierung anderer
Verkehrsteilnehmer oder mit der Last fiir die Sozialversicherungen begriindet wird., vgl. hierzu etwa
VGH Mannheim BeckRS 2017, 124386 Rn. 34 und zentral zu der Begriindung der Legitimitit
BVerwG NJW 2019, 3466 Rn. 22. Zum Argument der Lasten fiir die Allgemeinheit bzw. das Sozial-
system siche BVerfGE 59, 275 (279) — Helmpflicht. Ob diese Begriindung des BVerwG allerdings
iiberzeugend ist, soll dahin gestellt bleiben (kritisch zum Argument etwa Volkmann, Darf der Staat
seine Biirger erziehen?, S.21 mit Fn. 39 und v. Hirsch, in: ders./Neumann/Seelmann, Paternalismus
im Strafrecht, S. 57 (66f.)). Aus jiingerer Zeit gehoren etwa die Masernimpfpflicht ebenso wie die
Schutzmafinahmen wihrend der Covid-19-Pandemie oder die geplante, aber nicht beschlossene Wi-
derspruchslgsung bei der Organspende hierzu. Zentrales Anliegen der Impfpflicht ist die Ausbrei-
tung des Masernvirus zu verhindern und damit Risikogruppen und solche Personen zu schiitzen, die
wegen einer medizinischen Kontraindikation nicht selbst geimpft werden, vgl. hierzu schon die Ge-
setzesbegriindung BT-Drs. 19/ 13452 und BVerfG, Beschl. v. 11.05.2020 - 1 BvR 469/20, 1 BvR
470/20, Rn. 15. Zuck, ZRP 2017, 118 (121) betont aber auch hier die Autonomie des Einzelnen
und hilt eine solche Pflicht i.E. fiir unzulissig. Bei den Kontaktbeschrinkungen und -Verboten ging
es auch darum die Verbreitung des Corona-Virus zu verlangsamen und so die Risikogruppen zu
schiitzen bzw. das Gesundheitssystem nicht zu tiberlasten. Und bei der Widerspruchslosung ging es
um sog. staatliches Nudging, also darum den Biirger auf den richtigen bzw. verniinftigen und soli-
darischen Pfad zu ,,stupsen®, hierzu ausfiihrlicher Honer, DOV 2019, 940 ff.

1189 Zu diesem harten Paternalismus sieche etwa Kolbe, Freiheitsschutz vor staatlicher Gesundheitssteue-
rung, S.119f.; siehe auch v. Hirsch, in: ders./Neumann/Seelmann, Paternalismus im Strafrecht,
S. 57 ff. Speziell mit Blick auf das Strafrecht.

1190 Vgl. hierzu Kuch, DOV 2019, 723 (732), der die Selbstbestimmung als ,,Grund und Grenze* der
staatlichen Schutzpflicht bezeichnet. Ausfiihrlicher hierzu Kolbe, ebd., S. 126 ff. Vgl. auch Duttge,
ZStW 129 (2017), 448 (449). Von liberalem Paternalismus hier sprechend Weber/Schiifer, Staat 56
(2017), 561 (576); Volkmann, Darf der Staat seine Biirger erziehen?, S. 44. Das gilt etwa in Fillen
fehlender Einsichtsfihigkeit oder Selbstbestimmtheit, also dort wo bereits die Fahigkeit zur Bildung
eines freien Willens fehlt, vgl. BVerfG, Urt. v. 26.02.2020 — 2 BvR 2347/15 u.a., Rn. 241 — Recht
auf Sterben m.w.N.

1191 Denn MafSgabe des BVerfG, E 142, 313 — Zwangsbehandlung, war dort, dass die Betreuten nicht
nur spezifisch hilfsbediirftig sind (Rn.73), sondern dass sie oftmals nicht in der Lage sind, einen
freien Willen iiber Behandlungen zu bilden (Rn. 75 f.). Daraus rechtfertigt sich der Dispens eines
entgegenstehenden natiirlichen Willens in besonderen Fallen einer ,,schwerwiegenden Gesundheits-
beeintrichtigung® (Rn. 78 ff.).

1192 Vgl. Honer, DOV 2019, 940 (945); Duttge, ZStW 129 (2017), 448 (451f.). Volkmann, in: Unger/
v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S.51 (61) spricht diesbeziiglich von
einer Kontrafaktizitit zwischen ,,gehaltvoller Vorstellung von Autonomie mit den Befunden empiri-
scher Demokratiebeobachtung®.
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autonome Entscheidungsfindung immer wieder zu tiberpriifen und bei Bedarf
entsprechend nachzujustieren, um so das normative Leitbild am Leben zu hal-
ten,"”3 ohne dass damit aber dieses konterkariert wird''"** oder a priori der
Einwand des Paternalismus erhoben werden kann.!'' Vielmehr ist es gerade
Aufgabe des Gesetzgebers hier unterstiitzend titig zu werden.!"”® Harter, direkter
Paternalismus hingegen ist unzulissig, weil hier gerade die autonome Entschei-
dung des Einzelnen missachtet und sich tiber sie hinweg gesetzt wird. Der Staat
geriert sich als ,, Vernunftpolizei“. Solche Eingriffe stehen aber in eklatantem
Widerspruch zur Konzeption des grundrechtlichen Menschenbildes, weshalb sie
nicht zu rechtfertigen sind.'""”” Probleme ergeben sich dadurch, dass die unter-
schiedlichen Kategorien nur schwer voneinander unterschieden werden konnen,

1193 Volkmann, in: Unger/v. Unger-Sternberg, Demokratie und kiinstliche Intelligenz, S. 51 (65) meint,
dass sich aus diesem Widerspruch ,kein Einwand gegen das normative Programm, sondern umge-
kehrt ein Argument, sich gerade mit dieser Entwicklung kritisch auseinanderzusetzen erwichst.

1194 Vgl. Honer, DOV 2019, 940 (945); Duttge, ZStW 129 (2017), 448 (451£.).

1195 1In der Tendenz ist das etwa in der Debatte um staatliches Nudging der Fall, vgl. nur Hufen, JuS
2020,193 (197). Und allgemein wird dieser in der Debatte oftmals wegen der damit einhergehenden
Freiheitsbeschrinkung erhoben, vgl. zu diesem Einwand Eidenmiiller, JZ 2011, 814 (815).

1196 Im Falle der geschiftsmifigen Suizidférderung hat dies letztlich auch das BVerfG angedeutet, Urt.
v. 26.02.2020 — 2 BvR 2347/15 u.a., Rn.242, 246, 274 ff. — Recht auf Sterben. Das ist letztlich
auch der Ansatz des liberalen Paternalismus, um Rationalititsdefiziten zu begegnen, siehe hierzu
Eidenmiiller, JZ 2011, 814 (817f.). Und bezogen auf die Diskrepanz von normativem Leitbild und
empirischer Wirklichkeit der Demokratie meint Volkmann, in: Unger/v. Unger-Sternberg, Demokra-
tie und kiinstliche Intelligenz, S. 51 (65), ,,[d]ie Verfassung (...) zeigt Richtungen an, in denen mog-
liche Losungen gesucht werden konnen, gibt aber in der Regel nicht schon die Losung vor.“ In jiin-
gerer Zeit ist hier vor allem die Frage virulent geworden, ob nicht Ergebnisse aus der Verhaltens-
okonomik Beriicksichtigung finden miissen, weil das normative Ideal und die empirische Wirklich-
keit nicht kongruent sind und deshalb im Wege eines ,libertiren Paternalismus® angeglichen wer-
den koénnen bzw. miissen, in diese Richtung etwa Duttge, ZStW 129 (2017), 448 (451f.). Siehe zu
libertirem bzw. liberalem Paternalismus auch Eidemmiiller, JZ 2011, 814 ff. Zuriickhaltend indes
hinsichtlich moralischer Vorstellungen der Diskursqualititit, wo die Verantwortung vor allem auch
beim Einzelnen und der Zivilgesellschaft liegt, was aber staatliche Intervention nicht unméglich ma-
che, Schimmele, Staatliche Verantwortung fiir diskursive Integritit, S. 112 f.

1197 Vgl. Kuch, DOV 2019, 723 (726); Volkmann, Darf der Staat seine Biirger erziehen?, S. 45; nur mit
Blick auf strafrechtliche Interventionen v. Hirsch, in: ders./Neumann/Seelmann, Paternalismus im
Strafrecht, S. 57 (61 ff.). Mit Blick auf etwaige Mitwirkungspflichten fiir Arbeitslose hat dies auch
das BVerfG deutlich gesagt: ,,Das [gemeint ist die Menschenwiirde und die damit garantierte Auto-
nomie] schliefft Mitwirkungspflichten aus, die auf eine staatliche Bevormundung oder Versuche der
»Besserung® gerichtet sind.“, BVerfG NJW 2019, 3703 Rn. 127 — Hartz-IV-Sanktionen. Ein Bei-
spiel hierfiir ist etwa, dass der Suizid selbst nicht strafbar ist, die Tétung auf Verlangen aber schon
(§ 216 StGB). Und auch das Verbot geschaftsmédfSiger Forderung des Suizids ist jedenfalls deshalb
und insoweit verfassungswidrig, als dass es dem Einzelnen faktisch die Méglichkeit nimmt, selbst-
bestimmt aus dem Leben durch entsprechende Titigkeiten Dritter zu scheiden, vgl. hierzu BVerfG,
Urt. v. 26.02.2020 — 2 BvR 2347/15 u.a. — Recht auf Sterben, Rn. 215 ff. zum faktischen Eingriff in
das Selbstbestimmungsrecht und Rn. 222 ff. zur (fehlenden) Rechtfertigung. Zu den hier relevanten
Aspekten des Paternalismus bzw. der Freiheit des Einzelnen siehe insbesondere Rn. 273 ff. Letztlich
zu dhnlichen grundrechtlichen Fragen im Rahmen von §216 StGB etwa v. Hirsch/Neumann, in:
dies./Seelmann, Paternalismus im Strafrecht, S.71ff. und S. 99 ff. Nach Birnbacher, in: v. Hirsch/
Neumann/Seelmann, Paternalismus im Strafrecht, S. 11 (12), ist auch nur der harte direkte Paterna-
lismus als Paternalismus im eigentlichen Sinne zu begreifen. Nach ihm konne aber auch dieser
ethisch gerechtfertigt werden. Beim indirekten Paternalismus bestiinden nur ,,strukturell mehr Mog-
lichkeiten® hierfiir, Birnbacher, ebd., (18). In diese Richtung auch Kleinig, in: v. Hirsch/Neumann/
Seelmann, Paternalismus im Strafrecht, S. 145 ff.
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die Uberginge tendenziell flieSend sind und meist zumindest auch Drittinteressen
verfolgt werden, sodass nur selten ein echter Fall des illegitimen, harten Paterna-
lismus vorliegen wird.''?8

b. Schutzbedarf der Meinungsauferungsfreibeit

Blickt man unter diesen Vorzeichen auf die MeinungsdufSerungsfreiheit, so mag
zwar die Entscheidung iiber die eigentliche Auflerungshandlung allein beim Au-
Bernden liegen. Der vorgelagerte interne und kognitive Entscheidungsprozess,
ob, wann und wie die eigene Meinung kundgegeben wird, basiert aber mafSgeb-
lich auch auf der Auswertung externer Faktoren, die dem Einfluss des Nutzers
entzogen sind. Verindern sich diese Faktoren, hat das auch Einfluss auf die
endgiiltige Entscheidung iiber die AuSerung und ihre Modalititen. So wird man
zu einer anonymen Auflerung eher dort tendieren, wo Repressalien fiir die Aufe-
rung oder anderen Konsequenzen erwartet werden.!"” Im vorliegenden Kontext
wird das deshalb relevant, weil letztlich der duflere Schein der Mehrheitsmei-
nung eine dhnliche Wirkung haben kann.'?®® Auch wenn das grundsatzlich ein
normaler und deshalb unbedenklicher Effekt interpersonaler Kommunikation
sein mag, wird er hier kiinstlich und gezielt zur Unterdriickung von Meinungen
erzeugt und ist damit gerade nicht mehr normale Begleiterscheinung diskursiver
Kommunikation. Hinsichtlich dieser ,,digitalen Zwangswirkung“'?°! besteht also
ein konkreter Schutzbedarf, wobei dieser darauf gerichtet ist, eine autonome
Entscheidung des Nutzers befreit von duferen (kiinstlichen) Zwangswirkungen
zu treffen. Er hat so lediglich einen unterstiitzenden Charakter,!2?? sodass es hier
allein um indirekte und schwach paternalistische SchutzmafSnahmen gehen wird.

Daneben besteht kein spezifischer Schutzbedarf fir die MeinungsdufSerung
bei der Wahl, denn im Zeitpunkt der Stimmabgabe ist die Einflussmoglichkeit
begrenzt und die eigentliche Wahlentscheidung ist bereits zuvor gefillt. Insoweit

1198 Vgl. Duttge, ZStW 129 (2017), 448 (450). Im Falle der Hartz-IV-Sanktionen meinte das BVerfG et-
wa, dass das Ziel die Selbstentfaltung zu fordern illegitim, die Mitwirkung zur Uberwindung der ei-
genen Hilfsbediirftigkeit zu stirken aber zulissig sei, BVerfG NJW 2019, 3703 Rn. 127. Volkmann,
Darf der Staat seine Biirger erziehen?, S. 45 fisst das prignant so zusammen: ,,Paternalismus [...] ist
nicht gleich Paternalismus.“ Mit Blick auf § 217 StGB — der vom BVerfG fiir verfassungswidrig er-
klart wurde (Urt. v. 26.02.2020 — 2 BvR 2347/15 u.a. — Recht auf Sterben) — weist etwa Duttge,
a.a.0., (457f.) daraufhin, dass das Verbot geschiftsmifSiger Suizidférderung fiir manche Personen
eine hart paternalistische Wirkung hat, weil sie ihrer autonomen Entscheidung nicht nachgehen
konnen. Das war letztlich auch ein entscheidender Aspekt fiir das BVerfG, aa.O. Rn. 266.

1199 Zur Bedeutung der Anonymitit im Kontext von sozialem Konformititsdruck siehe etwa Beater, NJ
2019, 365 (366).

1200 Hierzu bereits oben 2. Teil B.IIL.3.a.

1201 Ahnlich Milker, InTeR 2017, 199 (203).

1202 Vgl. hierzu auch BVerfG, Urt. v. 26.02.2020 — 2 BvR 2347/15 u.a., Rn. 243 — Recht auf Sterben,
Voraussetzung einer ,,freien Suizidentscheidung® sei demnach auch, ,,dass der Betroffene keinen un-
zulissigen Einflussnahmen oder Druck ausgesetzt ist.“ Vgl. zur Einwilligungsfihigkeit bei medizini-
schen Heileingriffen auch BVerfGE 128, 282 (301) — Zwangsbehandlung im MafSregelvollzug.
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resultiert das Schutzbediirfnis hier eher aus den zuvor bestehenden Einfliissen auf
die Informationsverarbeitung und Meinungsbildung.

c. Schutzbedarf der Informationsfreibeit bzw. Meinungsbildung

Soweit es um den internen Prozess der Meinungsbildung geht, besteht kein
Schutzbedarf, weil hierauf nicht eingewirkt werden kann.'?*> Entscheidend ist
vielmehr der vorgelagerte Prozess der Informationsaufnahme selbst. Auch hier
resultiert der Schutzbedarf nicht abschliefend aus der Gefahrenverursachung
durch Dritte, die die Art und Weise der Informationsaufnahme und -verarbei-
tung gesendeter Inhalte beeinflussen.'?** Denn dieser Prozess wird mafigeblich
von autonomen und bewussten Entscheidungen der Rezipienten gesteuert. Die
tatsachliche Informiertheit ist also Ergebnis autonomer Entscheidungen.'?*> Das
gleiche gilt dort, wo auf statistische Daten und damit auf Heuristiken fiir die
Verifizierung von Inhalten vertraut wird, und auch dort, wo eine kritische Re-
zeption etwa von desinformativen Inhalten nicht erfolgt. Auch hier besteht also
die Gefahr, dass staatlicher Schutz paternalistische Ziige annehmen kann. Diese
Gefahr besteht mit Blick auf drei zentrale Wirkungsmechanismen der Bots: die
Tauschungswirkung, die Verbreitung desinformativer Inhalte und hinsichtlich
einer einseitigen Informationsrezeption.!2%

aa. Taduschungswirkung

Eine Tauschungswirkung besteht bei Meinungsrobotern einerseits hinsichtlich
der Identitdt des Urhebers andererseits hinsichtlich der ,,quantitativen Legitimi-
tat“. Die Gefahr geht hier einerseits vom Verwender aus, weil er die Tduschungs-
wirkung anlegt, andererseits vom Rezipienten, weil er sich tduschen ldsst. Gleich-
wohl konne nach Steinbach von den Nutzern erwartet werden, ,,sich im durch
Pseudonymitat und Anonymitit gepragten Internet nicht auf die scheinbare Echt-
heit eines Nutzeraccounts [...] [zu] verlassen.“'?*” Und Milker meint gar, dass der

1203 Vgl. Starck/Paulus, in: v. Mangoldt/Klein/Starck, GG, Art. 5 Rn. 99.

1204 Deshalb bestehen spezifische Probleme, wenn es um die personalisierte Vermittlung von Informatio-
nen durch Intermediire geht. Dass hier ein spezifischer Schutzbedarf besteht, der in der Vorbeugung
von Meinungsvielfalt und anderen Aspekten besteht, ist schon mit Blick auf den Rundfunk seit
langer Zeit anerkannt. Ausfiihrlicher zu den Problemen und dem Regelungsbedarf, der aus den
algorithmisierten Titigkeiten der Intermediire resultiert u.a. Pille, Meinungsmacht sozialer Netz-
werke; Hartl, Suchmaschinen Algorithmen und Meinungsmacht; Heidtke, Meinungsbildung und
Medienintermediire; und Kellner, Die Regulierung der Meinungsmacht von Internetintermediiren.

1205 Vgl. Drexl, ZUM 2017, 529 (535) zur Rationalitit von einseitiger oder alternativer Informations-
aufnahme.

1206 Alle drei aktivieren immerhin rationale und autonom gesetzte Denkmuster auf Seiten der Rezipien-
ten.

1207 Steinbach, ZRP 2017, 101 (103). Hierauf weist auch Kiiper, in: Unger/Ungern-Sternberg, Demokra-
tie und kiinstliche Intelligenz, S. 67 (74) hin, allerdings geht es hier um die Frage einer Schutzbe-
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Biirger nicht zwingend vor Identitatstiuschungen geschiitzt werden miisse, weil
diese zum ,allgemeinen Lebensrisiko“ gehoren.'?*s Ein Schutzbedarf wird hier
folglich nicht angenommen, sondern vielmehr auf die Miindigkeit und Vernunft
der Nutzer vertraut.

(I.) Vergleichbare, einfach-rechtliche Konstellationen

Auch wenn das im Ausgangspunkt plausibel erscheinen mag, so wird das da-
durch konterkariert, dass das einfache Recht fiir andere Tauschungssituationen
und Informationsasymmetrien einen spezifischen Schutz durch Transparenz- und
Informationspflichten gewahrt, obwohl man den Verbraucher hier auch ohne
Weiteres auf seine Miindigkeit'?*” verweisen konnte. Auch hier folgt die Schutz-
gewidhrung daraus, dass sich insbesondere das Verbraucherrecht stark an den
verhaltensokonomischen Erkenntnissen orientiert,?! ihm also nicht mehr das

Leitbild des homo oeconomicus,'*'!

sondern eines aufzuklarenden, schutzbediirf-
tigen Verbrauchers zugrunde liegt.'?!? Entscheidend mag daneben auch sein, dass
der freie Wettbewerb allein niemals Gewihr dafiir bieten kann, dass alle zentra-
len und entscheidungsrelevanten Informationen verfiigbar sind, wodurch eine
Asymmetrie zwischen den Marktteilnehmern entstehen kann, die allein durch
staatliche Mafinahmen reduziert werden kann.!?!3

So sieht das Wettbewerbsrecht etwa einen Schutz gegen besondere, kommerzi-
ell motivierte Tduschungen vor, um den Entscheidungsprozess des Verbrauchers
abzusichern und Gewihr dafiir zu tragen, dass er auf Grundlage sachlich richti-
ger Informationen eine rationale und autonome Entscheidung treffen kann.!?!4
Dieser Schutz wird etwa durch §5 Abs. 1 UWG, durch § 5a UWG!?'S oder das
»Per-se-Verbot“ des Anhangs Nr. 11'2'¢ verwirklicht. MafSstab fiir die Bestim-

reichsausnahme von Art. 5 Abs. 1 S. 1 GG. Gerade der confirmation bias ist Folge des Bediirfnisses
einstellungskonforme Inhalte zu konsumieren und so innere Dissonanzen zu vermeiden.

1208 Milker, ZUM 2017, 216 (220).

1209 Im einschligigen Schrifttum wird letztlich auch immer die Miindigkeit als Argument dafiir heran-
gezogen, dass konkrete Mafinahmen die Uberschreitung einer hoch gesetzten Schwelle erfordern.
Siehe hierzu etwa Steinbach, ZRP 2017, 101 (103): ,,Eine Grenze wire dort zu ziehen, wo eine
Meinungsbildung durch die Marginalisierung individueller Meinungsbeitrige schlichtweg unmog-
lich gemacht wird. (...) Auch ist es Biirgern zumutbar, den Inhalt einer Aussage kritisch zu hinter-
fragen und auf ihren Wahrheitsgehalt zu priifen und sich im durch Pseudonymitit und Anonymitit
geprigten Internet nicht auf die scheinbare Echtheit eines Nutzeraccounts zu verlassen. .

1210 Siehe hierzu etwa Engel/Stark, ZEuP 2015, 32 (38 {f.).

1211 Zum homo oeconomicus bereits ausfiihrlich oben, 1. Teil B.IIL2. Kritisch zu diesem als MafSgabe
fiir die rechtliche Sphire, Alexander, in: Gsell u.a, Beck Grofskommentar BGB, § 13 Rn.370.1
m.w.N.

1212 Vgl. Tamm/Tonner, Verbraucherrecht, § 1 Rn. 25, 27. Allgemein zur Kritik am homo oeconomicus,
siche etwa Weber/Schiifer, Staat 56 (2017), 561 (564 ff.).

1213 Vgl. hierzu BVerfGE 105, 252 (266 f.) - Glykol.

1214 Vgl. Nordemann, in: Gotting/ders., UWG, § 5 Rn. 0.1.

1215 Nordemann, in: Gétting/ders., UWG, § Sa Rn. 1.

1216 Alexander, in: MiiKo Lauterkeitsrecht, Bd. 1, § 3 Abs. 3 Nr. 11 UWG Rn. 5.
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mung einer irrefuhrenden Handlung ist hierbei der durchschnittlich informierte,
situationsaddquat aufmerksame und verstindige Verbraucher'?!” (vgl. auch § 3
Abs. 4 UWG).

Auch im Medienrecht findet sich mit den Kennzeichnungspflichten ein dhnli-
cher Ansatz. § 6 TMG verpflichtet etwa zur Kennzeichnung eines kommerziellen
Zwecks. Und § 8 bzw. § 18 Abs. 1 MStV verpflichtet zur Kennzeichnung kom-
merzieller Inhalte. Auch hier geht es zumindest darum, das Informationsinteresse
des Verbrauchers zu schiitzen, damit er eine zutreffende Einschitzung gesendeter
oder angezeigter kommerzieller Inhalte vornehmen und insoweit nicht getduscht
werden kann.'?'® Denn gerade dort, wo der Eindruck entsteht, dass die Aussage
von einem Dritten und nicht vom Werbenden selbst stammt, wird Aussagen eine
andere Bedeutung beigemessen.'?"” In jlingerer Zeit ist dies besonders mit Blick
auf das sog. Influencer-Marketing problematisch geworden, weil der Verbraucher
in sozialen Netzwerken nicht immer mit kommerziellen Inhalten rechnet,'??° sich
vielmehr private und kommerzielle Zwecke und Interessen vermengen und die
Abgrenzung dadurch schwierig wird.'??! Ob entsprechende Informationen er-

1217 Andeutend EuGH, Urt. v. 06.07.1995 — Rs. C-470/93 = NJW 1995, 3234 Rn. 24 — Mars; ausdriick-
lich dann im Urt. v. 16. 7. 1998 — Rs. C-210-96 = NJW 1998, 3183 Rn. 31 — Gut Springenheide;
Urt. v. 28.01.1999 —-C-303/97 = GRUR Int. 1999, 345 Rn.36 - Sektkellerei Kessler; Urt. v.
04.04.2000 — C-465/98 = GRUR Int. 2000, 756 Rn.20 — D‘arbo Naturrein. Grundlegend in der
nationalen Judikatur fiir dieses Verstindnis BGH, GRUR 200, 619 (621) — Orient-Teppich; GRUR
2002, 715 (716) — Scanner-Werbung. Kritisch zu diesem mit Blick auf ein Behavioral Microtarge-
ting Ebers, MMR 2018, 423 (4241.).

1218 Primir mag § 18 MStV zwar verhindern, dass ein unzulissiger Einfluss infolge der Abhingigkeit
von Werbeunternehmen auf das Rundfunkprogramm entsteht, vgl. Dépkens, in: Spindler/Schuster,
Elektronische Medien, § 7 RStV Rn. 4. Letztlich fithrt das aber auch fiir Rezipienten zu einer klaren
Trennung von Werbung und Programm und damit dem Schutz vor Tauschungen, Holznagel, in:
Hoeren/Sieber/ders., Multimedia-Recht, Teil 3 Rn. 157 m.w.N. § 58 Abs.1 RStV erweitert diese
Wirkung auf Telemedien, vgl. Fiedler, in: Gersdorf/Paal, Informations- und Medienrecht, § 58 RStV
Rn.2, 5. Zu § 6 TMG siehe etwa Micklitz/Schirmbacher, in: Spindler/Schuster, Elektronische Medi-
en, § 6 TMG Rn. 7; Pries, in: Gersdorf/Paal, Informations- und Medienrecht, § 6 TMG Rn. 2, 4.

1219 Fiedler, in: Gersdorf/Paal, Informations- und Medienrecht, § 58 RStV Rn.2, zuriickgehend auf
BGH NJW 1995, 3177 (3179). So auch mit Blick auf §3 Abs.3 NR. 11 UWG Alexander, in:
MiiKo Lauterkeitsrecht, Bd. 1, § 3 Abs. 3 Nr. 11 UWG Rn. 6.

1220 Ausfiihrlicher hierzu Fries, Influencer-Marketing, S. 163ff; Mallick/Weller, WRP 2018, 155 (159).

1221 Zur Frage der Abgrenzung zwischen kommerziellen und privaten Zwecken siche etwa LG Itzehoe,
MMR 2019, 186 Rn.27ff.; LG Miinchen I, MMR 2019, 544 ff., das u.a. mit der Verifikation
(blauer Haken) die Erkennbarkeit des kommerziellen Zwecks begriindet (anders aber Kéhler, in:
ders./Bornkamp/Feddersen, UWG, § 5a Rn. 7.80a); KG Berlin, MMR 2019, 175 Rn. 18, keine ge-
nerelle Vermutung einer kommerziellen Kommunikation. Sinnbildlich fiir das Problem der Unter-
scheidbarkeit etwa Pfeifer, GRUR 2018, 2118 (1220): ,,[...] Jeder Tourist, der T-Shirts mit Werbe-
aufdruck trigt, gerit potenziell mit seinem Instagram-Foto in den Verdacht des Werbenden. Aber
auch ein Blogger oder Journalist, der Produkte bespricht, vorstellt, kritisiert und dadurch zumindest
bekannt macht, wird verdichtig. Lauterkeitsrechtlich geht es um die Frage, ab wann Kennzeich-
nungspflichten bestehen, medienrechtlich auch um die Frage, ob aufgrund des erlangten Meinungs-
einflusses dem Protagonisten Grenzen fiir Produktplatzierungen auch deswegen gesetzt werden
miissen, weil es um den normativ erwiinschten Schutz seiner Funktion als unabhingiger Meinungs-
bildner geht.“ Ausfiihrlich zum Influencer-Marketing aus rechtlicher Perspektive u.a. Fries, Influen-
cer-Marketing; Suwelack, MMR 2017, 661 ff.; Abrens, GRUR 2018, 1211 ff. und Pfeifer, ebd.,
1218 ff.
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kennbar sind, wird auch hier aus Sicht eines durchschnittlichen Verbraucher be-
antwortet.!???

Und aus Sicht des vertraglichen Verbraucherschutzrechts ergibt sich ein kon-
kreter Schutzbedarf einerseits aus bestimmten Uberraschungsmomenten'?2? und
andererseits aus dem bei Fernabsatzvertragen bzw. auflerhalb von Geschaftsrau-
men geschlossenen Vertrigen vorhandenen Informationsdefiziten,'??* denen die
Informationspflichten der §§ 312a Abs. 1, 2, 312d BGB Rechnung tragen. Inso-
weit geht es auch hier darum, die Grundlage einer informierten und rationalen
Entscheidung zu garantieren.'?? Auch hier wird fiir die Frage der klaren und ver-
standlichen Information letztlich das Verbraucherleitbild relevant.!26

Trotz des Leitbildes eines mindigen Verbrauchers sieht also das einfache
Recht durchaus Schutzmechanismen vor, die in unterschiedlichen Konstellatio-
nen eine rationale und autonome Entscheidungsfindung absichern'?*” und den
durch Dritte verursachten (tiuschungsbedingten) Informationsasymmetrien be-
gegnen sollen. Damit kniipft man also an einen Zeitpunkt vor der eigentlichen
autonomen Entscheidungsfindung der Verbraucher an. Durch die Informations-
pflichten wird gerade sichergestellt, dass die fir die Entscheidung wesentlichen
Informationen auch verfigbar sind. Eine autonome Entscheidung wird so un-
terstiitzt, sodass es nur um schwache Formen eines indirekten Paternalismus
geht.1228

1222 Zu den rundfunkrechtlichen Vorschriften etwa BVerwG ZUM 2016, 194 Rn. 24; Fiedler, in: Gers-
dorf/Paal, Informations- und Medienrecht, § 58 RStV Rn.7; Goldbeck, in: Paschke/Berlit/Meyer/
Kroéner, Medienrecht, 26. Abschnitt Rn. 89. Zu § 6 TMG siehe nur Pries, in: Gersdorf/Paal, Infor-
mations- und Medienrecht, § 6 TMG Rn. 6.

1223 Siehe hierzu bereits Erwggr. 21 der RL 2011/ 83/EU, ABI. L 304, S. 64 (66) aber auch Wendehorst,
MiiKo-BGB, Bd. 2, § 312d Rn. 2.

1224 So Miiller-Peltzer/Franck, in: Taeger, Recht 4.0, S.241 (245); Wendehorst, in: MiiKo-BGB, Bd. 2,
§312a Rn. 6 bzw. § 312d Rn. 2.

1225 Vgl. Alexander, in: Beck GroSkommentar BGB, § 13 BGB Rn. 58 f.; Honer, DOV 2019, 940 (942).
Wendehorst, in: MiiKo BGB, Bd. 2, § 312a Rn. 6 spricht von der Erméglichung ,,eine[r] zutreffen-
de[n] Einschidtzung der mit dem Vertrag verbundenen Vorteile und Nachteile sowie eine tiberlegte
Entscheidung hinsichtlich des Vertragsschlusses [...]«.

1226 Vgl. Alexander, in: Beck Groffkommentar BGB, § 13 BGB Rn. 378 ff.

1227 Fiir das Wettbewerbsrecht siche grundlegend Beater, Verbraucherschutz und Schutzzweckdenken
im Wettbewerbsrecht, 2000. Daneben siche etwa auch Alexander, in: MiiKo Lauterkeitsrecht, Bd.
1, §3 Abs.3 Nr. 11 UWG Rn. 5; Sosnitza, in: Ohly/ders., § 5 UWG Rn. 89. Fiir die Kennzeich-
nungspflichten des TMG bzw. RStV vgl. etwa Pries, in: Gersdorf/Paal, Informations- und Medien-
recht, § 6 TMG Rn. 2, 4; Fiedler, in: Gersdorf/Paal, Informations- und Medienrecht, § 58 RStV
Rn.2, 5. Zur Informationspflicht des § 312 a BGB Wendehorst, in: MiiKo BGB, Bd. 2, §312 a
Rn. 65 zu der des § 312 d BGB ders., a.a.0., § 312 d Rn. 2. Allgemein zur Bedeutung von vorenthal-
tenen Informationen fiir die Autonomie etwa Kirsten, JZ 2011, 805 (806).

1228 Anders wohl Kirsten, JZ 2011, 805 (807), der in der Reihung von Informationen iiberhaupt keinen
Paternalismus erkennt. Engel/Stark, ZEuP 2015, 32 (42 ff.) sehen darin ebenfalls einen liberalen Pa-
ternalismus, dufern sich aber auch kritisch zu einer allzu unbedachten Ausweitung europiischen
Verbraucherschutzrechte, sondern pladieren vielmehr fir ein situationspezifischen Schutz.
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(IL.) Vergleichbarkeit und Konsequenzen fir die Tauschungswirkung von
Meinungsrobotern

Was bedeutet das aber fiir die Tauschungswirkung der Meinungsroboter? Wenn
es auch hier darum geht, was von miindigen Nutzern erwartet werden kann,
so ist es nur {iberzeugend, wenn systematisch-koharent auch hier auf den durch-
schnittlichen Nutzer abgestellt und der Schutzbedarf in Abhingigkeit von diesem
MafSstab entwickelt wird. Damit orientiert man sich jedenfalls an der Realitit
und macht nicht ein iibergeordnetes, kaum existentes Ideal zum Vorbild fir
zu erwartende Verhaltensmuster. Und dadurch ermoglicht man auch einen we-
sentlich engeren Bezug zum Autonomiegedanken, ohne dass dabei allerdings
iiberspannte Anforderungen gestellt werden, etwa indem auf die Sicht und Infor-
miertheit von Digital Natives abgestellt wird, die im Umgang mit den Netzwer-
ken bewandert sind. Insoweit findet man einen Kompromiss zwischen ihnen und
dem anderen Extrem eines unvorsichtigen, flichtigen Nutzers.!??’

Damit ist aber noch nichts dariiber gesagt, was dieses Leitbild tiber den
Schutzbedarf hinsichtlich der Tauschungswirkung aussagt. Zwar ist dem durch-
schnittlichen Nutzer die grundsatzliche Moglichkeit der Pseudo- und Anonymitat
bewusst, sodass der Ausgangspunkt bei Steinbach durchaus zutreffend ist.!*
Gleichwohl wird die durchschnittliche Erwartungshaltung von Nutzern regelma-
Big dahin gehen, dass Anonymisierungen oder Pseudonymisierungen der Nutzer
aus Griunden des Daten- oder Personlichkeitsschutzes vorgenommen werden und
nicht um Manipulationen zu ermoglichen.'?’! Wenn also die Pseudonymisierung
auffillt, muss das nicht zwingend zu dem Schluss einer falschen Identitit oder
einer manipulativen Absicht fuhren. Das liegt sicherlich auch daran, dass der
herkommliche Kontakt mit unter Pseudonymen auftretenden Nutzern auch im
eigenen Netzwerk erfolgt, die Nutzer aber oftmals einander mit biirgerlichem
Namen bekannt sein diirften. Aber selbst wenn dies nicht der Fall ist, so ergibt
sich dadurch ein Unterschied, dass hier falsche Identitaten realitdtsgetreu erstellt
werden, sodass es sich ohnehin nicht um einen — erkennbaren — Fall von Pseud-
onymisierung handelt, der dem Schutz des Auflernden vor nachteiligen Folgen
dienen soll.?3?

1229 Letzterer war der urspriingliche Ansatz des BGH in wettbewerbsrechtlichen Fillen, etwa bei BGH,
WRP 1990, 235 (236); aa.O., 819 (820). Diese beiden Extrema finden sich auch mit Blick auf die
allgemeine ,,Kluft“ in Hinblick auf die Probleme der Netzwerkkommunikation wieder, so etwa bei
Brinkmann, UFITA 2019, 364 (374), der hier auch von einem ,Digital Divide“ (a.a.O., S.375)
spricht.

1230 Auch der BGH sieht die Anonymitit als dem Internet wesensimmanent an, BGH MMR 2009, 608
Rn. 38 — spickmich.de.

1231 Vel. Quandt, EJoC 27 (2012), 7 (15£.).

1232 Hierzu schon ausfiihrlicher oben, A.I.3.b.aa(l.). So auch Semizoglu, in Hetmank/Rechenberg, Kom-
munikation, Kreation und Innovation, S. 79 (91) und v. Ungern-Sternberg, in: Unger/dis., Demokra-
tie und kiinstliche Intelligenz, S. 3 (18f.).
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Diese Erwartungshaltung und das daraus folgende Schutzbediirfnis eines
durchschnittlichen Nutzers kann auch durch einen Vergleich mit dem Influencer-
Marketing verdeutlicht werden. Influencer verwenden ein normales Nutzerkon-
to, um mit anderen Nutzern auch zu Marketingzwecken in Kontakt zu treten.
Von anderen Nutzerkonten sind sie (objektiv) nur durch die Reichweite zu unter-
scheiden.'?33 Wihrend in normalen kommerziellen Settings der kommerzielle
Zweck erkennbar und eine entsprechende Kennzeichnung meist entbehrlich ist,
weil die Nutzer dies erkennen und dadurch Inhalte kritischer rezipieren kon-
nen,'?3 ist dies beim Influencer-Marketing oftmals anders. Weil soziale Netzwer-
ke in erster Linie sozial ausgerichtet sind, wird der durchschnittliche Nutzer re-
gelmifSig nicht von einer kommerziellen Einflussnahme ausgehen, wenn es um
origindre Inhalte anderer Nutzer geht,!?*’ sodass dann auch keine kritischere Re-
zeption erfolgt.'?** Im Grundsatz gilt: was nicht als kommerziell gekennzeichnet
oder deutlich erkennbar ist, wird als private Meinung angesehen.'?*” Das fiihrt
dann oftmals zu Verstoflen gegen § 5a Abs. 6 UWG.!2%8

1233 Das LG Miinchen I, MMR 2019, 544 Rn. 41 ff. betont die Verifikation von Profilen und eben die
deutlich grofere Reichweite, um daraus letztlich den offensichtlichen, kommerziellen Zweck abzu-
leiten.

1234 Im Kontext von § 5a Abs. 6 UWG BGH, GRUR 2013, 644 Rn. 16 m.w.N. zu redaktionellen Inhal-
ten. KG Berlin, MMR 2019, 175 Rn. 32, 34; LG Miinchen I, MMR 2019, 544 Rn. 41 ff. und OLG
Celle, MMR 2017, 769 Rn. 14 f. bezogen auf soziale Netzwerke. Zu § 6 TMG siehe etwa Micklitz/
Schirmbacher, in: Spindler/Schuster, Elektronische Medien, § 6 TMG Rn. 27. Generell diirfte das et-
wa bei der Prisenz von Unternehmen in sozialen Netzwerken der Fall sein, vgl. Fuch/Hahn, in:
Jahnke, Influencer-Marketing, S.161 (165). Zum Einsatz von Chat-Bots machen Miiller-Peltzer/
Franck, in: Taeger, Recht 4.0, S. 241 (245 f.), dies von dem Interesse des Nutzers abhiingig. Wenn es
i.E. keinen Unterschied macht, ob ein Bot oder ein Mensch mit dem Nutzer kommuniziert, so sei
eine diesbeziigliche transparente Information nicht erforderlich.

1235  Fries, Influencer-Marketing, S. 163; im Ansatz auch Scherer, WRP 2019, 277. In diese Richtung mit
Blick auf § 5 Abs. 6 UWG im Falle von nicht oder nur unzureichend gekennzeichnet kommerziellen
Beitridgen sog. Influencer, OLG Celle, MMR 2017, 769 Rn. 14 ff.; LG Hagen, MMR 2018, 106
Rn.23; LG Berlin, MMR 2018, 543 Rn.22. Deutlicher LG Karlsruhe, GRUR-RR 2019, 328
Rn. 47, das in der bewussten Vermengung privater und werblicher Inhalte eine gezielte Reduzierung
der Erkennbarkeit von Werbung sieht. Allgemein anders hingegen LG Miinchen I, MMR 2019, 544
Rn. 46 ff. Brubn, in: Gloy/Loschelder/Danckwerts, WettbewerbsR, § 59a Rn. 31, 32 betont jeden-
falls die schwierige Trennung zwischen Privat und kommerziell. Mit Bezug zum Influencer-Marke-
ting betont Gerecke, GRUR 2018, 153 (156), dass gerade private Kommunikation suggeriert wer-
den soll.

1236 Vgl. zu redaktionellen Inhalten BGH, GRUR 2013, 644 Rn. 16 m.w.N.; bezogen auf soziale Netz-
werke KG Berlin, MMR 2019, 175 Rn. 32, 34. Im Bereich des Influencer Marketing liegt das an
der vermittelten Authentizitit der Profile, die zu einer Einordnung als neutraler Dritter bei den Nut-
zern fihrt, Mallick/Weller, WRP 2018, 1289 (1292); Scherer, WRP 2019, 277 (281) und Holzna-
gel/Hartmann, in: Hoeren/Sieber/Holznagel, Multimedia-Recht, Teil 3 Rn. 212.

1237 Fries, Influencer-Marketing, S.163. Vgl. zu diesem in der Regel privaten Charakter LG Itzehoe,
MMR 2019, 186 Rn.30; OLG Celle MMR 2017, 769 Rn.17f.; LG Berlin, MMR 2018, 543
Rn. 24. Vgl. Schmid/Braam/Mischke, MMR 2020, 19 (23) die als personlich getarnte politische
Werbung einen (potentiell) hoheren Einfluss auf die Meinungsbildung nachsagen. Vgl. hierzu auch
Pille, Meinungsmacht sozialer Netzwerke, S. 307 ff.

1238 Siehe hierzu u.a. OLG Celle, MMR 2017, 769 ff.; KG Berlin, MMR 2018, 98ff.; LG Itzehoe,
MMR 2019, 186 ff.; LG Hamburg, MMR 2020, 130 ff. Das ist auch andernorts die grundlegende
Annahme, vgl. etwa Alexander, in: MiiKo Lauterkeitsrecht, § 3 Abs. 3 Nr. 11 UWG Rn. 6.
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Aber auch in der hiesigen Konstellation — das ist ja letztlich die Grundan-
nahme der potentiellen Bedrohung durch Meinungsroboter — wird der durch-
schnittliche Nutzer von sozialen Interaktionen von Privaten ausgehen, '23° sodass
auch hier oftmals keine kritische Rezeption erfolgt.”** Das gilt besonders in
Konstellationen, in denen die Aufmerksamkeit eher den Inhalten und weniger
den Urhebern gilt, was vor allem dort der Fall sein wird, wo mehrere, einander
unbekannte Nutzer zusammentreffen. Nicht nur wird selten eine kritische Identi-
tatsiiberprifung vorgenommen — ohnehin bestehen Zweifel daran, inwieweit das
uberhaupt angesichts der begrenzten Aufmerksamkeit und Zeit realititsnah und
zumutbar wire —, sondern es fehlen regelmiflig auch Warnhinweise, die sich aus
einem ganz bestimmten Setting ergeben konnen. Anders als bei ,Nutzern des
offentlichen Lebens®, bei denen ein Verifikationshinweis die Gewihr fiir ihre Au-
thentizitit bietet'?*! und die Interessenverfolgung dadurch auch deutlicher zutage
tritt,'?*> fehlt ein solcher fiir herkommliche Nutzerkonten. Etwas anderes mag
(wohl) in Konstellationen gelten, in denen eine direktere Interaktion mit anderen
Nutzern stattfindet, etwa bei Freundschafts- oder Abonnement-Anfragen. Hier
diirfte die durchschnittliche Aufmerksamkeit hoher sein, weil man dem anderen
Zugriff auf personliche Informationen und das eigene individuelle Netzwerk
ermoglicht. !4

Wenn es daneben um statistische Daten — und damit um Fragen der ,,quan-
titativen Legitimitiat“ — geht, wird die Aufdeckung noch schwieriger, weil die
Nutzer nur das aggregierte Endergebnis angezeigt bekommen. Eine Verifizierung
ist faktisch unmoglich, weil jeder bewertende Nutzer uiberprift werden miisste.
Gerade deshalb kommt der sozialen Bewihrtheit und dem Vertrauen in die
»Schwarmintelligenz“ Bedeutung zu. Vergleichbar ist dieses Vertrauen durchaus
mit dem Vertrauen in die sachliche und neutrale Arbeit der Medien, auf dem
letztlich auch dort die Wirkungsmoglichkeit beruht.

Ahnliches gilt fiir die Leitfunktion des Meinungsbildes von Diskussionen, Ab-
stimmungen 0.4. Auch hier wird es faktisch unmoglich sein, einzelne Beitrdge

1239  Milker, ZUM 2017, 216 (218); Brachten u.a., Social Bots in Social Media Crisis Communication,
S. 3. Das dem durchaus so ist, haben etwa Edwards u.a., Computers in Human Behavior 33 (2014),
372 ff. aufgezeigt. Vgl. auch Cheng/Luo/Yu, Physica A 2020, 124163, S. 2.

1240 So mit Blick auf als personliche Meinung getarnte politische Werbung Schmid/Braam/Mischke,
MMR 2020, 19 (23). Mit Blick auf Bots vgl. Drexl, ZUM 2017, 529 (534). Vgl. allgemein zur
Kommunikation in sozialen Netzwerken Pille, Meinungsmacht sozialer Netzwerke, S. 308.

1241 Sowohl bei Facebook als auch bei Twitter erfolgt diese Verifikation durch einen blauen Haken
hinter dem Namen des jeweiligen Nutzerkontos.

1242 Vgl. hierzu Das LG Miinchen I, MMR 2019, 544 Rn. 41 ff.

1243 Allerdings kann auch hier die Glaubwiirdigkeit des Profils unmittelbar Einfluss auf den Umfang
einer Uberpriifung durch Nutzer haben. Je eher ein Bot schon mit anderen Personen aus dem Netz-
werk verbunden, desto hoher ist die Wahrscheinlichkeit dafiir, dass auch andere Nutzer Freund-
schaftsanfragen etwa akzeptieren, vgl. hierzu Boshmaf u.a., Computer Networks 57 (2013), 556
(565). Allgemein zur auch hier fehlenden Vorsicht Abulaish/Fazil, IEEE Technology and Society
Magazine 2020, 52 (58).
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dahingehend zu uberprifen, ob hinter ihnen ein echter Nutzer steht. Zwar lasst
sich aus einer bestimmten Aufmachung bzw. bestimmten Profilangaben und -In-
halten auf die politische Gesinnung riickschlieflen. Das wird aber nur bedingt
weiterhelfen, wenn es um die Frage geht, was die Mehrheit der Nutzer denkt.
Dass das Internet zwar nicht zwingend reprasentativ ist,'*** mag Nutzern noch
bekannt sein. Gleichwohl dndert dies nichts an der Orientierungswirkung ent-
sprechender Meinungsbilder. Immerhin orientieren sich auch klassische Medien
oder Umfragen durchaus an den Stimmungsbildern in den Netzwerken. Selbst
bei einer erhohten Aufmerksamkeit der Nutzer besteht also kaum die Moglich-
keit, eine entsprechende Manipulation offen zu legen.

(IT1.) Fazit: Insbesondere Forderung von Transparenz und Medienkompetenz

Auch vorliegend besteht mit Blick auf die Identitatstauschung und die Tauschung
iiber die quantitative Legitimitit letztlich ein dhnlicher Schutzbedarf, wie in den
bereits regulierten Konstellationen im kommerziellen Bereich. Er resultiert auch
hier aus kognitiven Verzerrungen und Verhaltens- bzw. Denkanomalien, die letzt-
lich auf fehlende Transparenz zuriickzufithren sind. Letztere ist aber Vorausset-
zung dafiir, eine autonome und sachliche Entscheidung auch in digitalen Riumen
treffen zu konnen.'?* Insoweit besteht auch kein allzu grofSes Spannungsverhalt-
nis zur Nutzerautonomie; diese gilt es vielmehr durch relevante Informationen
zu unterstiitzen. Wie auch in anderen einfach-rechtlichen Konstellationen geht es
hier also primar um die Forderung von Transparenz.'?4

Weil aber der Umgang mit Informationen erlernt werden muss — das gilt so-
wohl fiir herkommliche wie fiir die neuen digitalen Medien — kann bereits dieser
auf fehlerhaften Annahmen beruhen. Gerade die aufgezeigten Heuristiken und
Denk- bzw. Verhaltensmuster sind letztlich Resultat eines fehlerhaften Verstand-
nisses der Bedeutung bestimmter Informationen in sozialen Netzen. Wo vorher

1244 Besonders betont das etwa Milker, ZUM 2017, 216 (220) und sicht als endgiiltigen Ausweg hier
nur eine absolute Klarnamenpflicht an.

1245 Mancherorts wird deshalb — wenn auch nicht in Konstellationen, in denen es (ausschliefSlich) um
Meinungsroboter — geht von der digitalen Dimension der Grundrechte gesprochen, vgl. etwa Graf v.
Westphalen, ITWRZ 2019, 61 (63), m.w.N. Mit Blick auf ein kommerzielles Microtargeting spricht
etwa Ebers, MMR 2018, 423 (424) von ,einer Erosion der Privatautonomie®. Allgemein zur Be-
deutung von Informationen fiir ,,Marktteilnehmer* sieche auch BVerfGE 105, 252 (266 f.) — Glykol.

1246 Das wird im Schrifttum oftmals dhnlich bewertet, wenn spezifische Forderungen nach Kennzeich-
nungspflichten erhoben werden, so etwa Klaas, MMR 2019, 84 (90); Lober/Roffnagel, MMR
2019, 493 (497); Drexl, ZUM 2017, 529 (543). Heldt, CR 2018, 494 (497 formuliert es so, dass,
»[ulm die freiheitliche Voraussetzung zu erfiillen, [...] die wichtigsten Informationen fiir alle Teil-
nehmer einsehbar sein [miissen].“ Siehe hierzu auch der von Heldt, ebd., zitierte Art. 3 Abs. 1 der
VO 1169/2011 betreffend die Information der Verbraucher iiber Lebensmittel: ,,Die Bereitstellung
von Informationen iiber Lebensmittel dient [...] Interessen der Verbraucher, indem Endverbrau-
chern eine Grundlage fiir eine fundierte Wahl [...] unter besonderer Beriicksichtigung von gesund-
heitlichen, wirtschaftlichen, umweltbezogenen, sozialen und ethischen Gesichtspunkten geboten
wird. [Hervorh. d. Autors]“.
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redaktionelle und vor allem professionelle Vorfilter existierten, ist dies nun die
Aufgabe der Nutzer.!?*” Das setzt aber voraus, dass sie die Instrumente besitzen,
um dieser Aufgabe realiter nachkommen zu koénnen. Eine kritische Rezeption
setzt neben den transparenten Informationen daher auch die Fihigkeit voraus,
diese zutreffend einordnen, bewerten oder interpretieren zu konnen. Insoweit
geht es vor allem um eine grundlegende ,,Medienkompetenz*, die es zu erlernen
gilt. Dort, wo diese nicht oder nur schwach vorhanden ist, besteht jedenfalls Be-
darf, diese gegebenenfalls mit staatlicher Hilfe zu erlangen.

bb. Desinformative Inhalte

Betrachtet man die individuelle Wirkungssphire von Desinformation, so kann
es hier nicht darum gehen, eine Aufnahme allein sachlich-richtiger Informatio-
nen zu gewihrleisten oder sonst wie bestimmte sachlich richtige Informationen
jemandem faktisch aufzuzwingen.'?** Denn die eigentliche Gefahr resultiert nicht
allein aus der Information selbst, sondern ist vielmehr in erster Linie im Re-
zeptionsverhalten der Nutzer zu sehen. Immerhin ldsst sich nachweisen, dass
desinformative Inhalte deutlich mehr Nutzer ansprechen und von deutlich mehr
Nutzern geteilt werden, als herkommliche Nachrichten.'?* Dies wird u.a. darauf
zurlickgefiuhrt, dass Desinformation bereits vorhandene Denkmuster aktivieren
und meist auch auf einer emotionalen Ebene wirken.!?* Bedeutung erlangen
insoweit also vor allem die aufgezeigten Verzerrungstendenzen bei der Informa-
tionsaufnahme und -verarbeitung, insbesondere der Rickgriff auf Heuristiken,
kraft derer bestimmten Inhalten mehr Aufmerksamkeit zukommt (etwa soziale
Bewihrtheit), und solchen Verzerrungen, die zu einer bevorzugten Wahrnehmung
populistischer Inhalte fuhrt, weil sie der bereits vorhandenen Grundeinstellung
entsprechen (etwa confirmation bias). Dadurch werden nicht zuletzt auch Span-
nungen emotionaler oder rationaler Art vermieden (sog. Theorie der kognitiven
Dissonanz)'**'. Und auch das allgemeine (oberflichliche) Konsumverhalten als
Ausdruck einer Kosten-Nutzen-Erwagung oder der Verzicht von klassischen Me-
dien infolge von Vertrauenskrisen oder durch das Gefiihl der Vernachlissigung
partikularer Interessen begiinstigt die Beeinflussbarkeit fiir entsprechende Inhal-
te. Diese ,,Anomalien® sind aber vorhersehbar und koénnen durch Dritte ausge-

1247 BVerfGE 149, 222 Rn. 80 — Rundfunkbeitrag.

1248 Mahnend etwa Milker, ZUM 2017, 216 (220).

1249 Hierzu Vosoughi/Roy/Arai, Science 359 (2018), S. 1146 ff.

1250 In diese Richtung etwa Voshougi/Roy/Arai, a.a.O., (1149f.), weil Desinformation neuartiger als
richtige Information ist und insoweit u.a. einen héheren Uberraschungseffekt besitzt. Zum Einfluss
des confirmation bias etwa Steinebach u.a., Desinformation aufdecken und wirksam bekimpfen,
S. 80 und zum Einfluss vom Negativity Bias und Emotionen vgl. S. 81.

1251 Zu dieser siche etwa Bedford-Strobm, in: ders./Hohne/Zeyer-Quattlender, Digitaler Strukturwandel
der Offentlichkeit, S. 201 (215).
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nutzt werden.'??> Und mithilfe der Unterstiitzung fiktiver Nutzer kann gerade
auch die Glaubwiirdigkeit und Relevanz der Information gesteigert werden. Vor
diesem Hintergrund besteht auch hier Anlass dafiir, zumindest ,,Hilfe zur Selbst-
hilfe“!2%3 zu gewidhren, um so zu ermoglichen, dass die nutzerseitig vorhandenen
Schwichen und Anfilligkeiten eigenstindig behoben werden konnen. Das setzt
aber voraus, dass Nutzer auf eben diese aufmerksam gemacht werden. Das kann
durch zusitzliche transparenzerhohende Informationen erfolgen'?* oder alterna-
tiv bzw. kumulativ durch die begleitete Entwicklung und Forderung einer Medi-
enkompetenz der Nutzer.!?%

cc. Einseitige Informationsrezeption

Geht es hingegen um den dritten und letzten Aspekt einer einseitigen Informati-
onsrezeption, so werden auch hier unterschiedliche Faktoren relevant. Betrachtet
man den Weitergabeprozess, so kommt zunichst den Algorithmen selbst Bedeu-
tung zu, weil sie dartiber entscheiden, welche Informationen den Nutzer uber-
haupt und priorisiert erreichen sollen. Zwar liefSe sich argumentieren, dass dem
Nutzer selbst die wesentliche Entscheidung zukommt, welche Inhalte er konkret
wahrnimmt. Insoweit konnte auch ein ,neutraler Algorithmus, eine einseitige
Informationsrezeption nicht verhindern, weil seit jeher die Tendenz zu einem
eher einseitigeren Inhalts- und Medienkonsum besteht.!2%

Das wird aber mit Blick auf die algorithmenbasierte Weitergabe dadurch in
den Hintergrund geriickt, dass hier die Weitergabe in den meisten Fallen von
dem bisherigen Nutzerverhalten und den bisherigen Nutzerinteressen abhingig
ist. Bei herkommlichen Medien obliegt dem Einzelnen die bewusste Entscheidung
iber die Auswahl des Mediums aus einem vielfiltigen Angebot. Im Internet
finden (notwendige) Vorselektierungen aber bereits statt, ohne dass der Nutzer

1252 Vgl. mit Blick auf das kommerzielle sog. Behavioral Microtargeting Ebers, MMR 2018, 423 (424).
Besonders sog. Clickbaiting zeigt das Potential dahinter. Hier hinter versteckt sich die Strategie,
Nutzer durch kurze Informationen neugierig zu machen, um sie dazu zu bewegen, einen bestimmten
Link oder Inhalt zu klicken, um mehr Informationen zu erhalten. Zum Clickbaiting aus personlich-
keitsrechtlicher Sicht siehe etwa OLG Ko6ln, GRUR-RR 2019, 396ff, insbeS. Rn. 29.

1253 So Wiebe, GewArch 2016, 456 (457) in Bezug auf unternehmerische Informationspflichten.

1254 Vgl. hierzu auch Drexl, ZUM 2017, 529 (542) der dies im Zusammenhang mit einer Regulierung
der Algorithmen der Intermedidre tiberlegt.

1255 Allgemein mit Blick auf Meinungsroboter etwa Milker, InTeR 2017, 199 (207); Graber/Lindemann,
in: Sachs-Hombach/Zywietz, Fake News Hashtags & Social Bots, S. 51 (65); Kind u.a., Social Bots,
S.65 und Riickert, in: Albrecht u.a., Strafrecht und Politik, S. 167 (184); Fehling/Leymann, AfP
2020, 110 (118); Oberer/Erkollar/Stein, in: Stumpf, Digitalisierung und Kommunikation, S.311
(323); Dankert, in: Hoffmann-Riem, Big Data, S. 157 (164). Und mit Blick auf Desinformation et-
wa Kalwey, in: Moller, Was tun gegen Fake News und Hate Speech?, S.139ff.; Schweiger, Der
(des)informierte Biirger, S. 190; Steinebach u.a., Desinformation aufdecken und bekiampfen, S.206
und Varol/Uluturk, First Monday Vol. 23. Nr. 5 (2018).

1256 Darauf u.a. hinweisend Pfengler, GreifRecht 2020, 1 (10). Und Kaiser/Reiling, in: Unger/v. Ungern-
Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (89) bezeichnen Filterblasen online und off-
line als ,,etwas gesellschaftlich Normales*.
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diese Selektion bewusst nachvollzieht oder steuert und ohne dass der Nutzer um
diese technischen'?” oder um die internen Verzerrungen weifs.'?*® Thnen miisste
dafiir zumindest offenbart werden, welche Verhaltensweisen zu einer bestimmten
priorisierten Weitergabe fithren, um diese gegebenenfalls dandern zu konnen.

Daneben ist der personliche Informationszuschnitt nur begrenzt nutzerorien-
tiert. Anbieter verfolgen hiermit kommerzielle Interessen, weil sie sich tber die
Aufenthaltsdauer, die Prizision des personlichen Zuschnitts und die darin ange-
zeigten Werbeinhalte refinanzieren.'?*” Und letztlich trifft zwar der Nutzer die
Entscheidung, welchen konkreten Inhalt er vertieft anschaut. Das setzt aber zu-
mindest voraus, dass der entsprechende Inhalt ihm auch vorher angezeigt wird.
Insoweit geht es hier neben erneuten Transparenzaspekten vor allem um grund-
legende Fragen der Meinungspluralitat, die klassischerweise die rundfunkrechtli-
che Debatte seit Anbeginn dominiert haben.!?*® Voraussetzung einer autonomen
Entscheidung ist immerhin, dass plurale Informationen einer Entscheidung zu-
grunde gelegt werden komnen. Ob sie tatsichlich zugrunde gelegt werden, ist
insoweit irrelevant und Ergebnis einer autonomen Entscheidung. Mithin besteht
mit Blick auf die Informationsweitergabe vor allem Bedarf hinsichtlich der Trans-
parenz und (rezeptiven) Pluralitat.!6!

Theoretisch liele sich auch mit Blick auf die Anomalien fragen, inwieweit
hier Schutzbedarf besteht. Weil es aber um interne Prozesse der Informationsver-
arbeitung geht, beschreitet man hier einen nicht nur aus praktischer Sicht schwer

1257 Zur fehlenden ,algorithmic awareness* vgl. Schulz/Dankert, Die Macht der informationsinterme-
didre, S.42f., mit Verweis auf eine durchgefiihrte Studie von Eslami/Rickman u.a., oder Kaiser/
Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (103) Siehe da-
neben auch die Darstellung und Verweise bei Schmidt u.a., Zur Relevanz von Online-Intermediidren
fiir die Meinungsbildung, S. 29.

1258 Immerhin kommt hier dem unterbewusst agierenden Denksystem I mafSgebliche Bedeutung zu.
Hierzu bereits oben, 2. Teil, B.IIL.3.b.

1259 Vgl. Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85
(88). Dieses Problem hat auch das BVerfG angemahnt, E 149, 222 Rn. 79 - Rundfunkbeitrag.

1260 Zum klassischen Rundfunk siche etwa das SV von den Richtern Geiger, Rinck und Wand BVerfGE
31, 314 (338) — 2. Rundfunkentscheidung. Daneben aber auch die Senatsentscheidungen in
BVerfGE 73, 118 (152ff.) — 4. Rundfunkentscheidung; 74, 297 (323 ff.) — 5. Rundfunkentschei-
dung; 83, 238 (295) — 6. Rundfunkentscheidung. Ausfiihrlich zur Frage von Meinungsmacht und
-pluralitit in sozialen Netzwerken und dem Erfordernis einer Regulierung etwa Pille, Meinungs-
macht sozialer Netzwerke; Heidtke, Meinungsbildung und Medienintermediire; oder Kellner, Die
Regulierung der Meinungsmacht von Internetintermedidren. Zur dhnlichen Frage bei Suchmaschi-
nen Hartl, Suchmaschinen, Algorithmen und Meinungsmacht. Zur aktuellen Diskussion der Viel-
faltssicherung bei Internetintermediiren, siehe etwa Paal, MMR 2018, 567 ff.; Heilmann, MMR
2020, 162 ff.

1261 Vgl. hierzu im Ergebnis auch die Ausfiihrungen im Schrifttum zu Internetintermedidren und den Re-
gulierungsoptionen bzw. -Empfehlungen Paal, MMR 2018, 567 (569); Heilmann, MMR 2020, 162
(1641.); Schwartmann/Hermann/Miiblenbeck, MMR 2019, 498 (499ff.). Zur Transparenz etwa
auch Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85
(103). Speziell zum Aspekt der Vielfaltssicherung Kreile, ZUM 2017, 268 ff., mit Blick auf Suchma-
schinen; Paal/Hennemann, ZRP 2017, 76 (77 ff.); Dérr/Natt, ZUM 2014, 29 (844 ff.).
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gangbaren Pfad. Auch die Autonomie der Nutzer steht hier im Weg. 262 Eine
Einwirkung auf die inneren Vorginge ist nur schwer moglich. Vielmehr wird es
auch hier darauf ankommen, die Grundsteine dafiir zu legen, dass der Einzelne
uber das Wissen verfugt, um dem Idealbild entsprechend mit Informationen um-
gehen zu konnen. Das setzt freilich auch hier eine gewisse Medienkompetenz
voraus.'?®> Denn im digitalen Umfeld insbesondere bei Intermedidren kann nicht
mehr allein auf unabhingige und dem Sachlichkeitsgebot unterworfenen Redak-
tionen vertraut werden, sondern hier ist eine deutlich groflere geistige Leistung
der Nutzer erforderlich, Informationen nicht nur aufzunehmen und zu verarbei-
ten, sondern diese auch in einen Kontext einzubinden, sie zu bewerten und dabei
auch kritisch zu hinterfragen. Das Vertrauen auf die Nutzergemeinschaft ist folg-
lich nur Mittel zum Zweck und substituiert in gewisser Weise das Vertrauen in
die Auswahl durch Redaktionen. Dieser neue Umgang mit Informationen muss
aber erstmal erlernt werden.

d. Fazit: Transparenz, Medienkompetenz als wesentliche Schutzmaximen

Betrachtet man die Wirkungsmechanismen der Meinungsroboter, so ergeben sich
verschiedenartige Schutzbedurfnisse. Aus Sicht der Meinungsiuflerungsfreiheit
geht es hier vor allem um den Schutz vor den potentiellen Zwangswirkungen.
Mit Blick auf die Informationsfreiheit geht es zumindest darum, der bestehenden
Informationsasymmetrie, die vergleichbar mit kommerziellen Konstellationen ist,
zu begegnen. Insoweit geht es hier nicht darum, dem Nutzer die Mundigkeit
abzusprechen, sondern vielmehr die Autonomie durch Beseitigung dieser Asym-
metrien zu stirken, was letztlich auf Transparenzerfordernissen in den verschie-
denen Konstellationen hinausliuft. Daneben besteht aber auch ein Bediirfnis,

1262 In diese Richtung wohl Cornils ZUM 2019, 89 (95) wenn er meint, dass ,[l]enkende Eingriffe
in die Nutzergewohnheiten der Netzkommunikation durch Verbote oder subtilere Anreize (wieder
weg von dem »schnelles Denken begiinstigenden Design« der WW W -Intermediire und wieder
zuriick zum Modus bewusster Aufmerksamkeitsanstrengung etwa bei der Rezeption klassischer
Medienberichterstattung) [...][kaum] grundrechtskonform [...] vorstellbar [erscheinen]..

1263 Diese Medienkompetenz wird auch weit tiberwiegend im Kontext der Meinungsroboter betont, so
etwa Dankert, in: Hoffmann-Riem, Big Data, S. 157 (164); Fehling/Leymann, AfP 2020, 110 (118);
Graber/Lindemann, in: Sachs-Hombach/Zywietz, Fake News Hashtags & Social Bots, S. 51 (65);
Kind u.a., Social Bots, S.65 und Riickert, in: Albrecht u.a., Strafrecht und Politik, S. 167 (184);
Milker, InTeR 2017, 199 (207); Oberer/Erkollar/Stein, in: Stumpf, Digitalisierung und Kommuni-
kation, S.311 (323). Mit Blick auf die allgemeinen ,, Transparenz- und Orientierungsdefizite etwa
Brinkmann, UFITA 2019, S. 364 (384). Im Kontext von Fake News etwa Kalwey, in: Moller, Was
tun gegen Fake News und Hate Speech?, S. 139 ff.; Schweiger, Der (des)informierte Biirger, S. 190
und Steinebach u.a., Desinformation aufdecken und bekidmpfen, S.206. Mit Blick auf die Rechts-
wahrung und die Sensibilisierung vor Rechtsverletzungen etwa Bock, Ubertragbarkeit der Kommu-
nikationsfreiheiten auf das Internet, S.284f. und Réfner, in: Hill/Kugelmann/Martini, Digitalisie-
rung in Recht, Politik und Verwaltung, S. 55 (63). Allgemeiner auch Drexl, ZUM 2017, 529 (543);
Wardle/Derakhshan, Information Disorder, S. 70 f. oder vgl. Auch Steinmaurer, in: Litschka/Krai-
ner, Der Mensch im digitalen Zeitalter, S. 31 (36).
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Meinungspluralitit zu gewéhrleisten und letztlich muss auch eine grundlegende
Medienkompetenz der Nutzer geschaffen und gestarkt werden.!2¢*

2. Schutzbedarf der kommunikativen Chancengleichheit

Die ,kommunikative Chancengleichheit“ ist schon vom Anwendungsbereich al-
lein auf die Gefihrdung der chancengleichen Teilhabe am Kommunikationspro-
zess gerichtet, sodass der Schutzbedarf hier allein auf die Beseitigung entspre-
chender Benachteiligungen oder Bevorzugungen gerichtet sein kann. Im Falle
der Meinungsroboter wiirde das vor allem bedeuten, dass Schutz vor der techni-
schen Verzerrung der Weitergabe- und damit der Rezeptionswahrscheinlichkeit
gewihrt werden miisste, so wie es letztlich auch in der Debatte um die Netzneu-
tralitat zum Ausdruck gekommen ist.'2%

3. Kumulation der Wirkungsweisen und Schutzbedarf des
Kommunikationsprozesses in toto

Und zuletzt besteht nicht nur ein Schutzbedarf fiir die individuelle Seite. Wenn
die individuelle Sphire Grundlage und Voraussetzung fiir die kollektive Spha-
re der Willensbildung ist, so ldsst sich auch der individuelle Schutzbedarf zu
einem kollektiven potenzieren.'26¢ Weil und wenn eine diskursive Offentlichkeit
notwendig fiir die Willensbildung und das Entstehen einer offentlichen Meinung
ist, wird diese wesentliche Voraussetzung jedenfalls dann gestort, wenn eine
ungleiche Verteilung der Rezeptionschancen begriindet wird und Teilnehmer von
Auflerungen abgehalten werden, wodurch nicht mehr alle Ideen in den digita-
len Meinungsmarkt vordringen konnen. Dass der tatsichliche Eintritt solcher
Szenarien wegen des vielfaltigen Informationsmarkts eher unwahrscheinlich sein
mag,'?®” hat fur die Frage nach einem grundsditzlich bestehenden Schutzbedarf
keinerlei Bedeutung. Insoweit ist auch fur die kollektive Sphare die bereits auf-
gezeigte Transparenz und die Medienkompetenz der Nutzer bedeutsam. Noch
prekdrer wird die Lage dann, wenn desinformative Inhalte kursieren und so
eine widerspriichliche Informationslage geschaffen wird, um entweder Unsicher-

1264 Siehe hierzu die umfangreichen Verweise in Fn. 1263.

1265 Zu dieser Diskussion siche umfassend etwa Bortnikov, Netzneutralitidt und Bedingungen kommuni-
kativer Selbstbestimmung.

1266 Vgl. zu diesem Zusammenhang auch Cornils, ZUM 2019, 89 (95). Diesen Zusammenhang stellt
auch Brinkmann, UFITA 2019, 364 (384) her allerdings bezogen auf die Transparenz- und Orien-
tierungsdefiziten auf individueller und die verstirkende Wirkung von Fragmentierung auf ,,iiberin-
dividueller Ebene.

1267 Auf das bestehende plurale Angebot am Informationsmarkt weist etwa Milker, ZUM 2017, 216
(220) hin.
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heit hervorzurufen'?¢® oder um gegeniiberstehende Meinungslager auseinanderzu-
treiben. Denn wenn der demokratische Diskurs auf falschen Informationen fufSt,
wird eine sachlich-geistige Auseinandersetzung zumindest erschwert. Von sachli-
cher Wahrheits- oder Kompromissfindung kann dann nicht mehr die Rede
sein.!2¢?

Dass Schutz vor bestimmten Inhalten auch aufgrund dieser kollektiven Sphire
notwendig sein kann, zeigt nicht nur der Tatbestand der Volksverhetzung, § 130
Abs. 1 StGB."?7° Auch die Rechtsprechung des BVerfG ist erkennbar davon ge-
pragt, wenn es Ligen aus dem Schutzbereich der Meinungsfreiheit heraushalten
will und dies mit dem verfehlten Zweck fiir den Meinungsbildungsprozess be-
grundet. Nicht nur in den klassischen Fillen der Luge, sondern auch in anderen
nicht erfassten Fillen desinformativer Inhalte wird dieser Zweck eher gefahrdet
denn gefordert. Dies kann zu einer Disruption der informativen Grundlage des
eigentlichen Meinungsbildungsprozesses fiihren. Insoweit ist eine solch ablehnen-
de Haltung gegentiber bestimmten Inhalten auch Ausdruck der wehrhaften De-
mokratie,'?’! die zwar einerseits Meinungsvielfalt und auch kritische AufSerungen
zuldsst, andererseits aber eben solchen Inhalten kritisch gegentibersteht, die
selbst die wesentlichen Grundvoraussetzungen der Demokratie negieren.!?”?

Weil aber die Transparenzerfordernisse und die Verbesserung der Medienkom-
petenz nur individuell wirken und es insoweit nicht auszuschliefSen ist, dass kon-
krete Inhalte — auch unabhingig von Meinungsrobotern —'273 weiterhin entspre-
chend nachteilige Wirkungen entfalten, besteht weiterhin ein eigenes kollektives
Schutzbediirfnis, dem man (regulativ) begegnen kann. Neben der Verpflichtung
der Betreiber im Kampf gegen solche Inhalte konnte auch eine strafrechtliche
Ponalisierung in Betracht kommen. !>

1268 Besonders deutlich wurde das etwa wihrend der Covid-19-Pandemie und zahlreichen Desinforma-
tionen, die im Netz kursierten, siehe hierzu u.a. Cinelli u.a., Scientific Reports 10 (2020), 16598;
Ferrara, First Monday Vol. 25 Nr. (2020).

1269 Vgl. Keller/Klinger, Political Communication Vol. 36 (2019), 171 (174). Vgl. hierzu Schaal, in: Bed-
ford-Strohm/Hohne/Zeyher-Quattlender, Digitaler Strukturwandel der Offentlichkeit, S. 121 (127).

1270 Einen dhnlichen Vergleich zieht auch Mafi-Gudarzi, ZRP 2019, 65 (68), wenn es um Uberlegungen
einer Ponalisierung von Desinformation de lege ferenda geht.

1271 Ahnlich auch Mafi-Gudarzi, ZRP 2019, 65 (67).

1272 Verfassungsrechtlich sind hier besonders die Artt. 21 Abs. 2, 20 Abs. 4, 18, 9 Abs. 2 GG zu nennen.
Einfach-rechtlich sehen insbesondere Versammlungsgesetze entsprechende Klauseln vor, etwa § 15
Abs. VersG. Und auch § 130Abs. 4 StGB ist eine einfach-rechtliche Antwort der wehrhaften Demo-
kratie, vgl. hierzu Berg, in: Dannecker, FS-Otto, 2007, S. 1065 (1075 ff.).

1273 So etwa Mafi-Gudarzi, ZRP 2019, 65 (68).

1274 Hierauf wird noch zuriickzukommen sein, siehe dazu unten 3. Teil, 4. Kap. G.
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C. UntermafSverbot — Erfiillung und Konkretisierung der staatlichen
Schutzpflicht?

Der Schutzbedarf hat jedenfalls die notwendigen Ansatzpunkte eines solchen
Schutzkonzeptes aufgezeigt: MeinungsdufSerung, Informationsvermittlung, Mei-
nungsbildung und die kollektive Seite des Kommunikationsprozesses. Inwieweit
aber nicht nur abstrakter, sondern auch konkreter Bedarf einer Regulierung be-
steht, wird mafSgeblich durch das Untermaf§verbot vorgegeben. Hierbei erlangen
vor allem auch die bisherigen staatlichen Regelungen und sonstigen MafSnahmen
Bedeutung,'?”” die im Folgenden niher untersucht werden sollen. Dabei ist die
Darstellung zweigeteilt, weil sich im Laufe der Untersuchung die relevanten nor-
mativen Gegebenheiten gedndert haben. In einem ersten Teil liegt der Fokus auf
den bisher ergriffenen Maflnahmen vor der Einigung der Lander auf einen Medi-
enstaatsvertrag im Dezember 2019 (I.). Der Medienstaatsvertrag soll den bisheri-
gen Rundfunkstaatsvertrag ablosen und diesen an die digitalen Verdnderungen
anpassen. Hierbei gerieten nicht nur die Medienintermedidre selbst in das Visier
der Regulierer, was mittelbar Bedeutung fiir die Meinungsroboter haben kann.
Vielmehr finden sich hier auch Vorgaben, die das Feld der Meinungsroboter
unmittelbar betreffen. Auf diese Veranderungen wird erst danach eingegangen
(IL).

I. Das bisherige Schutzkonzept des Staates

Eine Analyse des bisherigen Schutzkonzeptes des Staates vor automatisierten
Manipulationen durch Meinungsroboter kann nicht ohne eine gewisse Systema-
tisierung ergriffener MafSnahmen und regulativer Ansitze auskommen. Dabei
konnen zunichst allgemeine politische Bemithungen im Kontext der Meinungs-
roboter aufgezeigt werden (1.). Erst danach stellt sich die Frage, inwieweit das
bestehende Recht bereits allgemeine rechtliche Vorgaben fiir den Einsatz bereit-
halt (2.) und inwieweit auch spezielle Schutzmechanismen fiir die Informations-
und Meinungsfreiheit der Nutzer bestehen (3., 4.), die hier zumindest eine ge-
wisse Wirkung entfalten. Denn nur selten wird der Gesetzgeber vollkommen
untiitig geblieben sein, die grundrechtlichen Schutzgiiter vor privaten Ubergriffen
zu schiitzen.

1275 So letztlich schon BVerfGE 49, 89 (142) — Kalkar I.
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1. Beobachtung, Uberwachung und Erkenntnissicherung durch den
(Bundes-) Gesetzgeber

Der Bundestag — genauer gesagt sein Ausschuss fiir Bildung, Forschung und
Technikfolgenabschitzung — hatte bereits im Februar 2017 zu einem Fachge-
spriach eingeladen, in dem das Feld der Meinungsroboter beleuchtet wurde.
Daneben wurde das Buro fiir Technikfolgenabschitzung beauftragt, eine entspre-
chende (Vor-)Studie durchzufiihren. Resultat sowohl des Fachgesprichs als auch
der Studie war, dass zwar auch hier die Unsicherheiten bei der Beurteilung
der Meinungsroboter betont und insbesondere darauf verwiesen wurde, dass
die Forschung mehr Daten briuchte. Allerdings wurde den Meinungsrobotern
ein grundsatzlich hohes Risikopotential zugeschrieben, welches in ganz unter-
schiedlichen Bereichen Wirkung entfalten konne. Mit Blick auf die politische
Wirkungssphire kommt die Studie zu dem Ergebnis:
wSocial Bots tragen zur Verinderung der politischen Debattenkultur im Internet bei und
konnen durch die massemweise Verbreitung von (Falsch-) Nachrichten zu einer Desinfor-
mation und »Klimavergiftung« im offentlichen Diskurs fiibren. Social Bots bergen das
Potenzial, das Vertrauen in die Demokratie zu unterlaufen.*

Damit entsprechen die Studienergebnisse auch den tberwiegend, wenn auch
vorsichtigen Bewertungen durch andere Forscher.!?’¢ Entscheidend ist zudem,
dass die Studie deutlich hervorhebt, dass es zurzeit (2017) noch an technischen
Moglichkeiten zur Enttarnung fehle. Entscheidend sei deshalb gerade auch, dass
nicht nur die Kompetenz der Nutzer im Umgang mit den neuen Medien und den
dortigen Herausforderungen gestirkt werden miisse, sondern dass weitergehende
Forschung notwendig sei, was aber an nur eingeschriankten Datenzugingen oft-
mals scheitere.

2. Allgemeine rechtliche Vorgaben fiir den Einsatz von Meinungsrobotern:

Allgemeine rechtliche Vorgaben fiir den Einsatz ergeben sich primar im vertrag-
lichen Verhaltnis zwischen den Verwendern der Meinungsroboter und den Netz-
werkbetreibern. Daneben konnten potentielle Grenzen aber auch im gesetzlichen
Schuld-, dem Urheber- und dem Strafrecht bestehen.

1276 Siehe hierzu bereits die Verweise in Fn. 870.
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a. Vertragsrechtliche Vorgaben

Unabhingig von der genauen vertragstypologischen Einordnung des Nutzungs-
verhiltnisses'?”” wird der konkrete Inhalt des Vertrages mafigeblich durch die
vom Netzwerkbetreiber gestellten Geschiftsbedingungen und die sie erginzen-
den Regularien'?”® konkretisiert. In diesen finden sich auch Regeln fir den Ein-
satz von Meinungsrobotern. In inhaltlicher Hinsicht verbietet Facebook etwa,
dass Fake News, Hassrede und andere beleidigende Inhalte geteilt werden. Mit
Blick auf die Profildaten enthalten AGB, Gemeinschaftsstandards und die Na-
mensrichtlinie Bestimmungen, wonach keine falschen Namen und Identititen
verwendet werden dirfen, sondern vielmehr der biirgerliche Name verwendet
werden muss (Klarnamenzwang).!?”” Zudem ist der automatisierte Zugriff auf
Netzwerkdaten verboten, sofern dies nicht vorab von den Betreibern genehmigt
wurde.'?® Und auch Twitter hat zumindest Regeln zum Identititsbetrug aufge-
stellt'?! und untersagt daneben ,eine massenweise oder aggressiv ausgefiihrte
Aktivitat, die versucht, Twitter oder die Erfahrung der Nutzer auf Twitter zu
manipulieren oder zu storen, um den Datenverkehr oder die Aufmerksamkeit
fir andere Accounts, Produkte, Dienste oder Initiativen zu erhohen.“'?8? Und
auch zum Schutz der Integritit von Wahlen bestehen Regularien des Netzwerks.
Unter diesen Umstinden wiren Bots zumindest aus vertragsrechtlicher Sicht
nicht nur wegen moglicher Inhalte (Desinformationskampagnen, Hate Speech)
verboten, sondern auch weil personenbezogene Daten fingiert (Verstof§ gegen
die Klarnamenpflicht), multiple Konten eines Nutzers registriert werden und der

1277 Neben Redeker, in: Hoeren/Sieber/Holznagel, Multimedia-Recht, Teil 12 Rn.423f., siche auch
Bréiiutigam/Sonnleithner, in: Hornung/Miiller-Terpitz, Rechtshb Social Media, 3 Rn. 18 ff. Henne-
mann/Moritz, ZUM 2017. 544 (548); Briutigam, MMR 2012, 635 (638 ff.); Schmidt, Social Me-
dia, S. 106. Nach dem OLG Miinchen NJW 2018, 3115 Rn. 18 und NJW 2018, 3120 Rn. 18 diirfte
es sich mangels Entgeltlichkeit bei dem Nutzungsvertrag bei Facebook um einen Vertrag eigener Art
handeln. Das LG Frankfurt, MMR 2018, 545 Rn. 9, hat sich nur sporadisch dazu gedufSert. Nach
ihm handele ,,es sich um einen schuldrechtlichen Vertrag mit miet-, werk- und dienstvertraglichen
Elementen®. Ebenso KG Berlin, ZD 2017, 386 Rn. 56. Der BGH hat zuletzt die Rechtsnatur des
Vertrages mangels Erheblichkeit offengelassen, BGH, NJW 2018, 3178 Rn. 19.

1278 So hat Facebook einige erginzende und themenspezifische Richtlinien durch In-Bezugnahme in den
AGBs mit zum Vertragsinhalt gemacht. Hierzu gehoren bspw. die spezifischen Bedingungen fiir
Facebookseiten (https://www.facebook.com/policies/pages_groups_events/#) oder die Datenrichtli-
nie (https://www.facebook.com/about/privacy/). Auch Twitter verwendet AGB und verweist in
diesen auf weitere Regularien, wie die Datenschutzrichtlinie (https:/twitter.com/de/privacy) oder
die allgemeinen Twitter-Regeln (https://help.twitter.com/de/rules-and-policies/twitter-rules), (Stand
aller: 30.05.2021).

1279 Siehe hierzu Nr. 1, 2 der Inhalte zur Registrierung und Kontosicherheit in der Erklirung der Rechte
und Pflichten von Facebook, https://www.facebook.com/legal/terms?ref=pf, (Stand: 30.05.2021).

1280 Nr. 3 UAbs. 2 Nr. 3. der Facebook-Nutzungsbedingungen, https://www.facebook.com/legal/terms?re
f=pf, (Stand: 30.05.2021).

1281 Sog. Impersonation policy, https://help.twitter.com/en/rules-and-policies/twitter-impersonation-poli-
¢y, (Stand: 30.05.2021.

1282 So die Regel zum Identititsbetrug, https://help.twitter.com/de/rules-and-policies/twitter-rules,
(Stand: 30.05.2021).
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Zugriff auf die Netzwerke automatisch, unautorisiert und mit dem Ziel erfolgt,
Aufmerksamkeit anderer Nutzer auf gewisse Inhalte zu lenken.

aa. Wirksamkeit der Nutzungsbedingungen

Sofern also die Nutzungsbedingungen und die sie erganzenden Regelwerke wirk-
samer Vertragsbestandteil geworden sind,'*$3 wiren Meinungsroboter schon aus
vertragsrechtlicher Sicht unzulissig, soweit die Klauseln nicht selbst gegen zwin-
gendes Recht verstofSen also insbesondere einer Klauselkontrolle standhalten.
Fur die Bewertung miisste aber tiberhaupt das deutsche Recht anwendbar sein.

(I.) Anwendbarkeit des deutschen Vertragsrechts?

Weil regelmafSig nicht die nationale, sondern im europdischen Raum die irische
Niederlassung Vertragspartnerin wird,!?** es sich also um einen grenziiberschrei-
tenden vertraglichen Sachverhalt handelt, bestimmt die Rom- I-Verordnung das
anwendbare nationale Recht.'?®® Facebook macht in seinen Nutzungsbedingun-
gen jedenfalls mit Wirkung gegentiber Verbrauchern von dem Grundsatz der frei-
en Rechtswahl (Art. 3 Abs.1 S.1 Rom-I-VO) Gebrauch.?% Als Verbraucher in
diesem Sinne diirften (grundsitzlich) die Nutzer der Profile gelten. Denn wih-
rend diese der privaten Selbstdarstellung dienen, sollen die Seiten eine offentlich-
keitswirksame Darstellung vor allem kommerzieller Zwecke ermoglichen.'?¥” Das
entsprache auch der nach Art.6 Abs.1 Rom-I-VO erforderlichen Differenzie-
rung. Nicht nur ldsst sich so der subjektive Vertragszweck der Nutzer bestim-
men, dieser wird auch objektiv fiir den Vertragspartner erkennbar.'?®® Das wird

1283 Einen allgemeinen Uberblick hierzu bieten Schwartmann/Obr, in: Schwartmann, PraxisHb, 11
Rn. 34ff. sowie Briutigam/v. Sonnleithner, in: Hornung/Miiller-Terpitz, Rechtshb Social Media,
Kap. 3.3.

1284 Siehe hierzu das Impressum von Facebook, https://www.facebook.com/legal/terms?ref=pf. Die
nationale Tochtergesellschaft, Facebook Germany GmbH mit Sitz in Hamburg, ist nur firr das
Akquirieren von Werbeanzeigen fiir den Hauptsitz verantwortlich und unterstiitzt diesen beim
nationalen Marketing, so etwa die Ausfithrungen vom VG Hamburg, BeckRS 2016, 43614 und
vom VG Schleswig BeckRS 2013, 46930.

Siehe zu Twitter AGB Nr. 6, abrufbar unter https:/twitter.com/de/tos, (Stand: 30.05.2021).

1285 Verordnung v. 17. Juni 2008, Nr. 593, ABI. L 177/6.

1286 In den Nutzungsbedingungen heiflt es unter Ziffer 4.4: ,,Wenn du ein Verbraucher bist und deinen
stindigen Wohnsitz in einem Mitgliedstaat der Europdischen Union hast, gelten die Gesetze dieses
Mitgliedstaats fiir jeglichen Anspruch, Klagegegenstand oder Streitfall, den du uns gegeniiber hast
und der sich aus diesen Nutzungsbedingungen oder aus den Facebook-Produkten oder im Zusam-
menhang damit ergibt (,, Anspruch®). Du kannst deinen Anspruch vor jedwedem Gericht in diesem
Mitgliedsstaat kldren lassen, das fir den Anspruch zustindig ist.“

1287 Vgl hierzu https://www.facebook.com/business/help/214843155871738621d=939256796236247,
(Stand: 30.05.2021).

1288 Zur Maf3geblichkeit des subjektiven Vertragszwecks soweit er objektiv erkennbar ist siehe Riibl, in:
Gsell u.a., Grosskommentar, Art. 6 Rom-I-VO, Rn. 66; Magnus, in: Staudinger, Art. 6 Rom-I-VO
Rn. 465 Leible, in: HiifStege/Mansel, BGB, Art. 6 Rom-I-VO Rn. 21.
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auch fur Meinungsroboter gelten, selbst dann, wenn sie gegen Aufwandsentscha-
digung bzw. Entgelt betrieben werden. Dieser Charakter ist fiir den Betreiber oh-
nehin nicht erkennbar. Und zudem spricht vieles dafiir, dass die Verbraucherei-
genschaft hier extensiver und ggf. vergleichbar mit dem der RL 2011/83/EU"?%
verstanden werden sollte'*. So konnten zumindest die (zwingenden) materiell-
rechtlichen Verbraucherschutzvorschriften zur Anwendung kommen (Art.6
Abs. 2 Rom-I-VO)."2?! Anders als bei Art. 13 EuGVU geht es hier ja nicht blof3
um die Frage des Gerichtsstandes.'?*> Sofern der kommerzielle Zweck nicht deut-
lich tiberwiegt, wire also von der Verbrauchereigenschaft auszugehen.'?®> Des-
halb diirfte auch hinsichtlich der Vertrige bei Twitter, wo keine Rechtswahl er-
folgt ist, deutsches Recht gem. Art. 6 Abs. 1 Rom-I-VO regelmifSig Anwendung
finden, soweit es um simulierte Nutzerkonten geht. Denn Twitter richtet seinen
Dienst gerade auch fiir Nutzer innerhalb Deutschlands aus (Art. 6 Abs. 1 lit. b)
Rom-I-VO). Entsprechendes golte dann auch fir andere Anbieter aus dem
europdischen Ausland.

1289 ABL 2011 L 304/64.

1290 Jedenfalls fiir ein deutlich weiteres Verstindnis als der EuGH Magnus, in: Staudinger, Art. 6 Rom-I-
VO Rn.47; in diese Richtung auch Leible, in: HiifStege/Mansel, BGB, Art. 6 Rom-I-VO Rn. 24.
Weller/Nordmeier, in: Spindler/Schuster, Elektronische Medien Art. 6 Rom-I-VO Rn. 8 weisen zu-
mindest auf die Verbraucherrechte-RL und die Auslegungsmoglichkeit hin. Martiny, in: MiiKo,
BGB, Bd. 13, Art. 6 Rom-I-VO Rn. 15 hilt die Ankniipfung an die prozessrechtlichen Vorgaben des
EuGH jedenfalls fiir zweifelhaft. Der gingigen Praxis, den materiell-rechtlichen Verbraucherbegriff
ebenfalls eng auszulegen — siehe hierzu die rechtsvergleichende Darstellung von Gottschalk, RiW
2006, 576 (577) —, ist durch die RL 2011/83/EU gerade eine Absage erteilt worden. Riihl, in: Gsell
u.a., Grosskommentar, Art. 6 Rom-I-VO Rn. 73 hiilt, eher die Nihe zu Art. 17 Abs. 1 Briissel-Ia-VO
fiir ausschlaggebend. Bei Erlass der VO habe der Verordnungsgeber in den Erwigungsgriinden eine
solche Klarstellung in Kenntnis der RL 2011/83/EU gerade nicht getroffen.

1291 In diese Richtung auch Magnus, in: Staudinger, Art.6 Rom-I-VO Rn.47; Leible, in: HiifStege/
Mansel, BGB, Art. 6 Rom-I-VO Rn. 24. Gottschalk, RiW 2006, 576 (577) weist darauf hin, dass es
in erster Linie um die Frage geht, ob die besondere Erfahrung eines Geschiftsmannes vorliegt, die
einem Schutz entgegenstehen wiirde. Den Aspekt des Verbraucherschutzes betont der EuGH beson-
ders in seinem Urt. v. 25.01.2018 — C-498/16 = NJW 2018, 1003 Rn. 40 — Schrems, allerdings ging
es hier um Art. 15 Briissel-I-VO.

1292 Denn hier hat der EuGH stets ein enges Verstindnis betont. In der Rechtssache Gruber (EuGH, Urt.
v. 20.01.2005 — Rs. C-464/01 = Slg.1-00439, Rn. 39 ff. — Gruber/BayWa AG; siehe zuvor aber auch
EuGH, Urt. v. 03.07.1997 — Rs. C-269/95, Slg.1-03767, Rn. 16 — Benincasa) entschied der Ge-
richtshof, dass ein gemischter Vertrag nur dann die Verbrauchereigenschaft begriinde, wenn der be-
ruflich-gewerbliche Zweck ,,derart nebensichlich ist, dass er im Gesamtzusammenhang (...) nur
eine ganz untergeordnete Rolle spielt (...)“.

1293 In diesem Sinne Magnus, in: Staudinger, Art. 6 Rom-I-VO Rn. 47; Leible, in: HiifStege/Mansel, BGB,
Art. 6 Rom-I-VO Rn. 24. Siche hierzu auch EuGH, Urt. v. 25.01.2018 — Rs. C-498/16 = NJW 2018,
1003 Rn. 36 ff. — Schrems, wo der EuGH betont, dass allein die Verbindung eines Nutzerkontos mit
einer Seite nicht per se zur Ablehnung der Verbrauchereigenschaft fithrt. Hierbei ging es zwar um
Art. 15 Briissel-I-VO, dieser gleicht aber dem Wortlaut von Art. 6 Abs. 1 Rom-I-VO.
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(IL.) Transparenzerfordernis des § 305 Abs. 2 BGB

Gestiitzt auf das Transparenzerfordernis des § 305 Abs.2 BGB wurde teilweise
Kritik laut, die zwar nicht die Verlinkungspraxis der Betreiber betraf,'>** sondern
vielmehr den erheblichen Umfang der Regelwerke. Denn neben den eigentlichen
Nutzungsbedingungen werden auch zahlreiche ergdnzenden Regelwerke — dazu
gehoren Communitystandards, Datenschutz und Cookie-Richtlinien u.v.m. —
Vertragsbestandteil. Nach vereinzelter Ansicht setze § 305 Abs. 2 Nr. 2 BGB aber
voraus, dass die AGB einen im Verhiltnis zum Vertrag vertretbaren Umfang ha-
ben.!'?> Es sei dem Nutzer nicht zuzumuten, sich durch die zahlreichen Regelun-
gen durchzuklicken, zumal hiervon ohnehin regelmifSiig abgesehen wird, weshalb
die AGB nicht wirksam einbezogen worden seien.!?’® Angesichts der umfangrei-
chen und lianderubergreifenden rechtlichen Verpflichtungen'®” in Online-Netz-
werken, muss man aber zumindest anerkennen, dass der Unfang der AGB schon
deshalb deutlich grofSer sein wird als bei anderen Vertragstypen.'?”® Und allge-
mein ist allein der Umfang kein tauglicher Ankniipfungspunkt fur die Beurtei-
lung einer wirksamen Einbindung.'?*” Schon der Tatbestand gibt fir eine solche
Sichtweise nichts her. Mit der ,,Zumutbarkeit“ ist allein die barrierefreie Mog-
lichkeit der Kenntnisnahme gemeint, denn nach § 305 Abs.2 Nr.2 BGB liegt es
in der Verantwortung des Verbrauchers, von der Moglichkeit der Kenntnisnahme
auch tatsichlich Gebrauch zu machen.!3® Daran dndert auch der empirische Be-
fund, dass viele die AGB nicht wahrnehmen, nichts.'3°! Von den Netzwerkbetrei-
bern ist mit Blick auf die formale Transparenz insbesondere eine klare Strukturie-
rung und einfache Textgestaltung'3%? zu fordern. Dem kommen sie aber durch die

1294 Die AGB werden bei Vertragsschluss nicht unmittelbar angezeigt, sondern nur verlinkt. Erst wenn
dieser Link angeklickt wird, 6ffnet sich ein Fenster, in dem eine druckbare Version der AGB zu fin-
den ist. Zu der wirksamen Einbindung in derlei Fillen siche BGH NJW 2006, 2976 (2977); Schus-
ter, in: Spindler/ders., Elektronische Medien, § 305 BGB Rn. 44 und Berberich, MMR 2010, 736
(737).

1295 Griineberg, in: Palandt, § 305 Rn. 37; Schlosser, in: Staudinger, BGB, § 305 Rn. 140; kritisch dazu
Schmidt, NJW 2011, 1633 (1635).

1296 So u.a. v. Westphalen, VuR 2017, 323 (325); Briutigam/Sonnleithner, in: Hornung/Miiller-Terpitz,
3 Rn. 48 sehen das zumindest als diskutabel an.

1297 Neben vertragsrechtlichen Fragen stellen sich hier u.a. auch datenschutz- und urheberrechtliche
Fragen, die es zu kldren gilt. Insbesondere die Vorgaben der DS-GVO setzen wiederum hohe
Anforderungen an die Transparenz, sodass sich der Umfang letztlich auch anders erklaren lisst.

1298 Vgl. mit Blick auf die duflerungsrechtlichen Fragen der Zulissigkeit bestimmter durch AGB verbote-
ner AuSerungen Friede, NJW 2020, 1697.

1299 Kritisch hierzu Schmidt, NJW 2011, 1633 (1635); als mittlerweile unproblematisch ansehend Base-
dow, in: MiiKo BGB, Bd. 2, § 305 Rn. 75; ebenso schon Lohning, NJW 1997, 1688 (1689).

1300 Denn den Verwender trifft insoweit nur die Obliegenheit diese Moglichkeit bereit zu halten, vgl.
Lebmann-Richter, in: Beck GrofSkommentar, § 305 BGB Rn. 219.

1301 Im Rahmen der datenschutzrechtlichen Einwilligung wird dieses Argument bspw. angefiihrt, um zu
belegen, dass die Einwilligung weder freiwillig noch informiert erfolgt, vgl. hierzu etwa Rothmann,
in: RofSnagel/Friedewald/Hansen, Fortentwicklung des Datenschutzes, S. 59 ff.

1302 Das OLG Dresden, NJW 2018, 3111 (3113) verweist hinsichtlich des in den Gemeinschaftsstan-
dards erlduterten Begriffs der ,,Hassrede* hierauf.
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thematische Sortierung und die textliche Gestaltung nach. Das Problem einer In-
formationsflut ist durchaus existent. Ein zu harscher Umgang fithrte aber dazu,
dass die AGB auf ein Minimum verkiirzt werden, was wiederum zu erheblichen
VerstdndniseinbufSen fithren kann. Und soweit es wegen des Umfangs um Fragen
des Verstandnisses geht, ist die inhaltliche Transparenz allein bei § 307 Abs. 1
S.2 BGB zu verorten.!3% Insgesamt sind die AGB also trotz des Umfanges wirk-
sam eingebracht.!3%

(III.) Inhaltskontrolle der AGBs — Unwirksamkeit der Regelungen?

Davon zu trennen ist die Wirksamkeit der konkreten Inhalte, deren Kontrolle
sich iberwiegend auf den MafSstab des § 307 Abs. 1, 2 BGB beschrianken wird.
Die Vorgaben der AGB zu den veroffentlichungsfihigen Inhalten'3 werfen zu-
mindest dann keine Bedenken auf, wenn sie unter Beachtung der Rechte der be-
troffenen Nutzer angewendet werden.'3% Insbesondere hinsichtlich der Loschung
von Inhalten wird dabei die Meinungsfreiheit der Nutzer zu beriicksichtigen
sein.!3%” Etwas anderes kann in Hinblick auf die Klarnamenpflicht gelten. So
wurde darin ein Verstof$ gegen § 13 Abs. 6 TMG gesehen, weil auch im Verhalt-
nis zu anderen Nutzern der biirgerliche Name verwendet werden muss.'3% Aller-
dings wird nach In-Kraft-Treten derr DS-GVO § 13 Abs. 6 TMG jedenfalls im
Anwendungsbereich der DS-GVO fiir nicht anwendbar gehalten.?” Mangels

1303 Madsch, in: Staudinger, BGB, § 305 Rn. 152.

1304 So ausdriicklich, ohne dies zu problematisieren, Schuster, in: Spindler/ders., Elektronische Medien,
§ 305 BGB Rn. 44; Berberich, MMR 2010, 736 (737); Solmecke/Dam, MMR 2012, 71f. So wohl
auch das OLG Dresden, NJW 2018, 3111 (3112f.), wenn es nur eine Inhaltskontrolle vornimmt
und zugleich in der Weiterverlinkung auf die zusitzlichen Gemeinschaftsstandards kein Verstof§ ge-
gen das Tranzparenzverbot des § 307 Abs. 1 BGB sieht. Differenzierend zwischen der Maéglichkeit,
die AGB nur online zu lesen und der Moglichkeit, diese zusitzlich ohne weitere Hiirden auszudru-
cken Kollmann, in: Dauner-Lieb/Langen, BGB, § 305 Rn. 77.

1305 Auf andere Klauseln, die problematisch sein kénnen, soll hier nicht eingegangen werden. Eine um-
fangreiche Darstellung hierzu findet sich u.a. bei Brautigam/Sonnleithner, in: Hornung/Miiller-Ter-
pitz, 3 Rn. 54 ff. oder bei Schwartmann/Obr, in: Schwartmann, PraxisHb, 11 Rn. 34 ff.

1306 Zu den Anwendungsproblemen siehe etwa OLG Stuttgart, NJW-RR 2019, 35 Rn.27; OLG Dres-
den, NJW 2018, 3111 Rn. 12; OLG Miinchen NJW 2018, 3115 Rn. 25 ff. Siehe hierzu auch LG
Frankfurt MMR 2018, 545 und die Anmerkung von Miiller-Riemenschneider, a.a.O., 54 und auch
Liidemann, MMR 2019, 279 ff.

1307 Hierzu LG Frankfurt MMR 2018, 545; OLG Karlsruhe NJW 2018, 3110; OLG Dresden NJW
2018, 3111; OLG Miinchen NJW 2018, 3115; NJW 2018, 3119.

1308 So Caspar, ZRP 2015, 233 (234); deutlich Hullen/Roggenkamp, in: Plath, DS-GVO/BDSG, § 13
TMG Rn. 42; Roggenkamp/Krieg, in: Schmidt/Taddicken, Hb. soziale Medien, S.360; Nink, in:
Spindler/Schuster, Elektronische Medien, § 13 TMG Rn. 22; in diese Richtung scheint auch Stadler,
ZD 2011, 57 (58 f.) zu tendieren. Das LG Berlin, MMR 2018, 328 Rn. 62 ff. lisst diese Frage offen,
sieht aber die Selbstverpflichtung wegen Verstofes gegen §§ 4, 4a BDSG a.F. als unwirksam an.
Krit. hierzu aber Konrad, K&R 2018, 275. Und Ziebarth, ZD 2013, 375 (377), sieht in der Klarna-
menpflicht eine iiberraschende Klausel i.S.v. §305¢ Abs.1 BGB. Ausfiihrlicher zur Klarnamen-
pflicht u.a. Caspar, ZRP 2015, 233 und bei Kluge, K&R 2017, 230 (231 ff.).

1309 Zwar trifft die DS-GVO unmittelbare Vorgaben fiir das Datenschutzrecht, dem letztlich auch die
§§ 11 ff. TMG unterfallen. Allerdings geht die DS-GVO auf die DatenschutzRL 1995/46 zuriick, die
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entsprechender Vorgaben innerhalb der DS-GVO kann das gleiche Ergebnis
hochstens durch allgemeine Grundsitze oder durch die Rechtfertigungstatbestan-
de'3'° herbeigefithrt werden, immerhin kennt auch die DS-GVO den Grundsatz
der Datenminimierung, Art. 5 Abs. 1 lit. ¢)."*'"! Hullen/Roggenkamp gehen daher
davon aus, dass auch unter der DS-GVO weiterhin ,eine Nutzung [...] zumin-
dest pseudonym moglich sein muss, wenn dies ,zumutbar® ist.“!3'2 Allerdings
geht es hier ohnehin nur um das Verhaltnis zu anderen Nutzern und nicht um
das interne Verhiltnis zum Betreiber,’*'® denn hier erlaubt schon Art.6 Abs. 1
lit. b) DS-GVO die Verarbeitung und auch § 13 Abs. 6 TMG stand dem nicht im
Weg.!31* Selbst wenn die Klarnamenpflicht unwirksam wire, bliebe der Vertrag
und die AGB i.U. davon unberithrt (§306 Abs.1 BGB). Insbesondere der
Ausschluss automatischer Zugriffe und das Verbot des mehrfachen Registrierens
bleiben bestehen und fithren bei Verwendung von Bots zu einem Verstof§ gegen
die vertraglichen Regelungen. Und auch wenn die geposteten Inhalte nicht den
Community-Standards entsprechen, kann ein Vertragsverstof$ vorliegen.

bb. Vertragliche Sanktionen bei Vertragsverstofien

Bei Verstofsen behalten sich die Netzwerkbetreiber regelmifSig die Loschung oder
Sperrung von Inhalten oder Nutzerkonten vor.'3"* Angesichts der Bedeutung der
sozialen Netzwerke muss auch dieses Recht jedenfalls so ausgeiibt werden, dass
die Rechte der Nutzer beriicksichtigt werden."’'® Wegen der weitreichenden
nachteiligen Folgen auch fiir die Betreiber selbst kommt bei unautorisiertem Ein-
satz der Meinungsroboter eine sofortige Loschung durchaus in Betracht, weil da-

Vorgaben des TMG auf die immer noch wirksame ePrivacy-RL 2002/58/EG. Gleichwohl wird iiber-
wiegend davon ausgegangen, dass § 13 Abs. 6 TMG, von der DS-GVO verdringt wird, sofern die
Anwendungsbereiche kongruent sind; so etwa Conrad/Hausen, in: Auer-Reinsdorff/Conrad, Hb IT-
und Datenschutzrecht, § 36 Rn. 21; Jandt, ZD 2018, 405 (407); Hullen/Roggenkamp, in: Plath, DS-
GVO/BDSG, § 13 TMG Rn. 3; Nebel, K&R 2019, 148 (149). In diese Richtung auch Kluge, K&R
2017, 230 (236). Eine genaue Ubersicht findet sich hierzu etwa bei Conrad/Hausen, a.a.O., § 36
Rn. 19 ff. Siehe aber jiingst hierzu auch OLG Miinchen, Urt. v. 08.12.2020 — 18 U 2822/19 Pre =
BeckRS 2020, 34203Rn. 42 ff. und zur unionsrechtskonformen Auslegung Rn. 53 ff.

1310 So Nebel, K&R 2019, 148 (152).

1311 Nebel, K&R 2019, 148 (149f.) geht aber davon aus, dass sich hieraus nichts eindeutig ableiten
lasst, weil der Verantwortliche nach seinen Vorstellungen den Verarbeitungszweck (frei) bestimmen
kann.

1312 Hullen/Roggenkamp, in: Plath, DS-GVO/BDSG, § 13 TMG Rn. 43a. Kluge K&R 2017, 230 (236)
deutet zumindest an, dass ein solches Verstindnis der DS-GVO entnommen werden kann. Nebel,
K&R 2019, 148 (152) spricht sich i.E. auch gegen eine Klarnamenpflicht aus, leitet das aber aus
dem Rechtfertigungstatbestand des Art. 6 Abs. 1 lit.f DS-GVO her. Anders indes jiingst OLG Miin-
chen, Urt. v. 08.12.2020 — 18 U 2822/19 Pre = BeckRS 2020, 34203Rn. 53 ff.

1313 So bereits zu § 13 Abs. 6 TMG andeutend OLG Hamburg, ZUM 2009, 417 (420); und zu §4
Abs. 6 TDDSG OLG Diisseldorf, MMR 2008, 618 (620).

1314 Miiller-Broich, TMG, § 13 Rn. 10.

1315 Vgl. Obr, in: Schwartmann, Praxishb Medienrecht, Kap. 11 Rn. 40.

1316 Hierzu etwa LG Frankfurt a.M. ZUM-RD 2018, 626 ff., in Ansitze auch OLG Karlsruhe, GRUR-
RS 2018, 50856 und OLG Miinchen, NJW-RR 2020, 1171 Rn. 62 ff.
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rin regelmafSig ein ,,wichtiger Grund“ i.S.v. § 314 Abs. 1 S. 1 BGB liegen wird.""”
Weil der Verwender regelmifSig auch schuldhaft i.S.d. § 276 Abs. 1 BGB handeln
diirfte, kommt ein Schadensersatzhaftung nach §280 Abs.1 S.1 BGB in Be-
tracht. Der erlittene Schaden wird hier vor allem in der unrechtmafSiigen Bean-
spruchung der Serverkapazititen zu sehen sein, sodass es auch hier um die Besei-
tigung der Inhalte gehen wird (§ 249 Abs. 1 BGB). Daneben kann ein finanzieller
Ausgleich jedenfalls dann in Betracht kommen, wenn auch der Unternehmens-
wert beeinflusst wurde, wobei aber die Riickfithrbarkeit von Wertveranderungen
auf den Bot-Einsatz kaum moglich sein durfte.

b. Gesetzliches Schuldrecht — (Quasi-)negatorischer Unterlassungs- und
Beseitigungsanspruch, §§ 1004 Abs. 1, 823 Abs. 1 BGB

Sofern deutsches Recht auch mit Blick auf Eigentumsbeeintrichtigungen ein-
schlagig ist,">'® besteht mit dem negatorischen Unterlassungs- und Beseitigungs-
anspruch nach § 1004 Abs. 1 BGB die Moglichkeit, Beeintrachtigungen absoluter
Rechte und Rechtsgiiter zu beseitigen (§ 1004 Abs. 1 S. 1 BGB, ggf. analog) und
fir die Zukunft zu verhindern (§ 1004 Abs.1 S.2 BGB, ggf. analog). Als An-
knupfungspunkt hierfiir kommt neben dem Sacheigentum i.S.d. § 903 BGB auch
ein ,,virtuelles Hausrecht“!3? der Netzwerkbetreiber in Betracht. Zumindest an

1317 Zu einer solchen Kiindigung etwa bei VerstofSen gegen inhaltliche Vorgaben OLG Dresden, GRUR-
RS 2020, 1229; LG Frankenthal, GRUR-RS 2020, 23730 Rn. 28 ff.

1318 Bei Facebook ist dies im Verhiltnis zu Verbrauchern ohne Weiteres der Fall. Bei anderen Anbietern,
die keine Rechtswahl getroffen haben, richtet sich dies hingegen nach den kollisionsrechtlichen Be-
stimmungen der Rom-II-VO bzw. des Art. 40 EGBGB.

1319 Ein solches Recht ist in der Judikatur durchaus anerkannt. Das LG Bonn, MMR 2000, 109 (110),
meinte, dass es wegen des virtuellen Hausrechts nahe lige, ,,die Regelungen tiber das Eigentum ent-
sprechend anzuwenden.“ Zustimmend Ladeur, MMR 2001, 787 (788) Das OLG Koln, MMR
2001, 52. Das BSG, MMR 2013, 675 (676) nahm ein solches Recht des Betreibers an, damit ,,einer
denkbaren Haftung als (...) Betreiber einer Internetplattform® vorgebeugt werden kann. Das OLG
Dresden, NJW 2018, 3111 (3114), kam bei der Inhaltskontrolle der Nutzungsbedingungen von
Facebook nach § 307 Abs. 1 S. 1 BGB hierauf zu sprechen. Streitgegenstiandlich war der Ausschluss
eines Nutzers vom Netzwerk aufgrund eines veroffentlichen Inhalts, der gegen den Gemeinschafts-
standard der Hassrede verstief8. Insoweit kam es auf eine Abwigung der kollidierenden Rechte und
Interessen des Nutzers und des Anbieters an. Fiir Letzteren stritt sein virtuelles Hausrecht. Zur Be-
griindung fiithrte das OLG zwei Gedanken an: Erstens stiinde den Betreibern regelmiflig das Eigen-
tumsrecht aus § 903 BGB an der Hardware, auf denen die Inhalte der Nutzer gespeichert werden,
zu. Nach ,,§§903 S. 1 Alt.2, 1004 BGB kann daher der Betreiber jeden anderen von der Nutzung
der Hardware durch das Speichern von Inhalten auf dieser abhalten.“ Im Falle nur gemieteter
Hardware griffe jedenfalls der possessorische Besitzschutzanspruch aus §§ 862 Abs.1 S.1, 858
Abs. 1 BGB. Zweitens haftet der Betreiber als Intermediir fiir die Beitrige seiner Nutzer und kann
insbesondere auf Unterlassung in Anspruch genommen werden, sodass er ein Recht brauche, haf-
tungsbegriindende Beitrige zu loschen. Ein virtuelles Hausrecht des Eigentiimers der Hardware be-
jahen auch das LG Ulm, NJW-RR 2015, 1167f., das LG Mosbach, Beschl. v. 01.06.2018 - 1 O
108/18 — BeckRS 2018, 20323 Rn. 17 und auch das OLG Miinchen, NJW 2018, 3115 Rn. 28, wie
auch das LG Leipzig, Endurteil v. 12.07.2019 - 08 O 2491/18 = GRUR-RS 2018, 38785 Rn. 48.
Ein solches scheint auch das LG Offenburg, Urt. v. 26.09.2018 =2 O 310/18, Rn. 50, anzunehmen.,
wenngleich es seine Relevanz bei vertraglichen Verhiltnissen als niedrig einzuschitzen scheint,
a.a.0., Rn. 51. LE. - u.a. — ebenfalls anerkennend Conraths/Kriiger, MMR 2016, 310 (311f.);
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den Datentragern der Server werden Eigentumsrechte der Betreiber bestehen.!32
Veroffentlicht ein Nutzer Inhalte oder betitigt er sich durch andere Interaktionen
in den Netzwerken, werden die Inhalte und Daten auf diesen gespeichert. Der
Nutzer nimmt damit Einfluss auf das Eigentum der Netzwerkbetreiber.'3?! Er-
folgt der Zugriff widerrechtlich — d.h. auflerhalb des vertragsrechtlichen Rah-
mens —, besteht keine Duldungspflicht der Betreiber i.S.v. § 1004 Abs.2 BGB.
Der Storer ist dann zur Beseitigung und ggf. Unterlassung verpflichtet.

Sofern entsprechende Eigentumsrechte der Netzwerkbetreiber bestehen,
kommt einem ,,virtuellen Hausrecht“ daneben keine eigenstindige Bedeutung
zu.'32? Einzig fur Betreiber von Seiten, die keine eigenen Server betreiben und da-
her eine Sperrung oder Loschung von Inhalten nicht schon auf ihr Eigentums-
recht aus § 903 BGB stiitzen konnen, kann das virtuelle Hausrecht zu einem ab-
soluten Recht verhelfen.!3?* Das wird bei sozialen Netzwerken aber nur selten der
Fall sein.

c. Urheberrecht:

Der Einsatz von Meinungsrobotern kann daneben auch urheberrechtlich relevant
sein, was insbesondere Anspriiche auf Beseitigung und Unterlassung einer
Rechtsverletzung nach § 97 Abs.1 UrhG nach sich ziehen wiirde. Wird der
Schutz vor Verletzungen im deutschen Territorium begehrt, ist das deutsche Ur-
heberrecht jedenfalls einschligig (lex loci protectionis).'®* Bei Streitigkeiten mit
Bezug zu Mitgliedstaaten der EU regelt dies Art. 8 Rom-II-VO. Weil aber unklar
ist, ob und wenn ja welche Daten beim Einsatz von Meinungsrobotern ausge-
tauscht und verwendet werden und welche netzwerkeigenen Strukturen hierfiir
in Anspruch genommen werden, lassen sich die urheberrechtlichen Spannungsfel-
der nur skizzieren: Mit Blick auf die netzwerkeigenen Daten der Betreiber geht
etwa Libertus ohne Weiteres davon aus, dass die Installation von Social Bots eine
Vervielfaltigungshandlung i.S.d. § 16 UrhG darstellt.'3?5 Dabei nimmt er aller-

Maume, MMR 2007, 620. Ausfithrlich mit dem virtuellen Hausrecht beschiftigen sich u.a.
Schmidl, K&R 2006, 563 und Maume, MMR 2007, 620 ff. Kritisch zu diesem Recht etwa Raff, in:
MiiKo BGB, Bd. 8, § 1004 Rn. 33.

1320 Vgl. Determann, ZD 2018, 503 (505). Denga, NJW 2018, 1371, spricht wohl deshalb den dort
gespeicherten Daten im Falle der Vernichtung des Tragermediums nur einen ,,akzessorischen Inte-
gritatsschutz® zu. Siehe hierzu auch Spindler, JZ 2016, 805 (812).

1321 So die mafigebliche Begriindung des OLG Dresden, NJW 2018, 3111 (3114); sieche hierzu auch
Elsaf$/Labusgal/Tichy, CR 2017, 234 (236).

1322 Vgl. Conraths/Kriiger, MMR 2016, 310 (310, 311).

1323 Hier kime dann eine analoge Anwendung der §§ 903, 1004 BGB dann in Betracht, wenn ein klar
definierbarer Raum vorliegt, der durch tatsichliche Einwirkungsmoglichkeiten beherrscht werden
kann, hierzu Maume, MMR 2007, 620 (624); Schmidl, K&R 2006, 563 (564); Schwenke, K&R
2012, 305 (306). Jedenfalls i.E. auch bei nur bestehendem Besitz anerkennend Conraths/Kriiger,
MMR 2016, 310 (3111.).

1324 BGH, ZUM 2003, 225 (226) — Felsberg; LG Hamburg, ZUM 2016, 887 (889).

1325 Libertus, ZUM 2018, 20 (21).
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dings Bezug auf zwei Entscheidungen zu Bots, die in der Abwesenheit des Nut-
zers Charaktere in Online-Spielen steuerten (sog. Cheat-Bots). Das OLG Dresden
sah in solchen Bots eine Vervielfiltigungshandlung,'3*¢ denn zum Programmieren
und Ausfithren der Bot-Programme musste auf die eigentlichen Spieldaten zuge-
griffen werden, die dadurch in den Arbeitsspeicher der PCs geladen wurden.!3?’
Eine Beeintrachtigung des Rechts ergab sich aufgrund der Zweckubertragungs-
lehre'3?8, weil nur eine private Nutzung vertraglich gestattet war, die Bots aber
gewerblich betrieben wurden.

Eine Ubertragung dieser Rechtsprechung kann vor allem in den Fillen erfol-
gen, in denen netzwerkinterne Daten Eingang in das Botprogramm finden. In-
wieweit dies beim normalen Browser-Zugriff der Fall sein kann, also die zwi-
schen dem Anwender-PC und den Servern von Facebook ausgetauschten Daten
fiir den Aufbau der Webseite fiir die Botprogramme relevant sind, ist unklar.'3?*
Komplexe Botprogramme werten aber vor allem die Netzwerkdaten mit Hilfe
der API aus, um situationsspezifisch reagieren zu konnen.!* Das gilt etwa dort,
wo auf bestimmte Schlagworter reagiert werden soll. Hierfiir werden Netzwerk-
daten tiber die API bereitgestellt, die zumindest in die Arbeitsspeicher der PCs ge-
langen. Weil die Daten aus verschiedenen Inhalten bestehen, kann in ihnen eine
Datenbank i.S.d. §87a Abs.1 UrhG gesehen werden.'?3! Nach §87b Abs. 1
UrhG besitzen aber die Hersteller, also die Netzwerkbetreiber, die ausschliefli-
chen Nutzungsrechte an diesen Datenbanken, sodass eine und fiir den Einsatz
der Bots wiederholte und systematische Vervielfiltigung dieser Daten auf dem
Anwender-PC dieses Recht jedenfalls dann verletzen kann, wenn die berechtigten
Interessen der Netzwerkbetreiber unzumutbar beeintrachtigt werden. Weil aber
der manipulative Einsatz den Betrieb auch fir andere Nutzer stort und so nicht
nur die ,Integritit“, sondern auch die Attraktivitit der Dienste bedroht, und
schon deshalb vertragsrechtlich untersagt ist, wire dies regelmafig der Fall.!332
Entsprechendes gilt letztlich auch nach § 55a UrhG fiir den Fall, dass die uber-
mittelten Daten als Datenbankwerk (§ 4 Abs. 2 UrhG) zu qualifizieren wiren.!33?

Daneben kann auch die Verwendung von unternehmenseigenen Applikationen
entgegen der Nutzungsbedingungen urheberrechtlich relevant sein. Vorausset-

1326 OLG Dresden, MMR 2015, 402 (403); siche auch Jiilicher/Réttgen, InTeR 2017, 15 (17).

1327 Ausfiihrlicher dazu das OLG Dresden, a.a.0., (403).

1328 Zu dieser statt vieler Schulze, in: Dreier/ders., UrhG, § 31 Rn. 110 f. m.w.N.

1329 Ein herkommlicher Abruf geschiitzter Bild-, Audio- oder Videodateien (§ 2 Abs. 1 Nr. 2., 5, 6 UrhG)
ist unschédlich, sofern diese nur im Zwischenspeicher als normale Begleiterscheinung der Kommu-
nikation zwischen Browser und Server gespeichert werden, § 44 a UrhG. Grundlegend hierzu Eu-
GH, Urt. v. 05.06.2014 — Rs. C-360/13 = EuZW 2014, 637, Public Relations Consultants Associa-
tion Ltd./Newspaper Licensing Agency Ltd u.a.

1330 Ausfiihrlicher hierzu mit Blick auf die Twitter-Streams Wolf, WRP 2019, 440 (443 ff.).

1331 Wolf, a..0., (444).

1332 Wolf, ebd.

1333 Wolf, 2..0., (445).
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zung wire dann nicht nur, dass sie als Computerprogramme nach §§ 1, 2 Abs. 1
Nr. 1 Var. 4, 69a Abs. 1 UrhG geschiitzt sind, sondern auch dass sie zum Einsatz
der Bots Verwendung finden und hierfiir nicht nur genutzt, sondern auf dem je-
weiligen Endgerat installiert, also vervielfaltigt werden (§ 16 Abs. 1 UrhG). Sehen
die Nutzungsbedingungen fiir Zugriffe bestimmte Restriktionen, etwa hinsicht-
lich der Modalititen vor, die die Verwendung von Bots ausschliefSen, handelt
man auferhalb des eingeriumten Nutzungsrechts und beeintrichtigt urheber-
rechtlich geschiitzte Interessen.!>3* Entsprechendes diirfte auch fur Falle gelten, in
denen tber die API auf die Netzwerke zugegriffen wird, sofern sie als Computer-
programme 1.S.d. § 69a Abs. 1 UrhG geschiitzt sind.'33 In diesen Fillen bestiinde
folglich ein Anspruch aus § 97 Abs. 1 S.1 UrhG, den das Unternehmen als Aus-
ubungsberechtigter (§ 69 b Abs. 1 UrhG) geltend machen kann.

d. Strafrecht

Auch das Strafrecht konnte den Einsatz der Roboter bereits regulieren. Deut-
sches Strafrecht ist jedenfalls anwendbar, wenn der tatbestandliche Erfolg im In-
land eintritt oder der Tater im Inland gehandelt hat, §§3, 9 Abs.1, Var. 3
StGB.!33¢ Bei Taten, wo dies nicht der Fall ist, ist zumindest uber § 7 Abs. 2 Nr. 1
StGB bei einem deutschen Titer deutsches Strafrecht anwendbar.

aa. Das Verdndern statistischer Daten als tatbestandliche Handlung der
§§ 303a, b StGB?

Die §§ 303a, b StGB konnten die Plattformbetreiber insbesondere dort vor auto-
matisierten Zugriffen schiitzen, wo Bots Einfluss auf die Auswertung der statisti-
schen Daten haben, auf die die Algorithmen der Netzwerke reagieren.

(I.) Datenverdanderung, § 303a StGB

Darin konnte zundchst einmal eine Datenveranderung im Sinne von § 303a StGB
zu sehen sein. Voraussetzung wire, dass Daten inhaltlich so umgestaltet werden,

1334 So auch Libertus, ZUM 2018, 20 (22), auch wenn dort nicht deutlich wird, dass sein Bezugspunkt
nicht jegliche Nutzung, sondern nur die Nutzung der Apps ist.

1335 Umfangreicher zu der Programmgqualitit von APIs, Griitzmacher, in: Wandtke/Bullinger, UrhR,
§ 69a UrhG Rn. 31 m.w.N.

1336 Bei abstrakten Gefihrdungsdelikten wie der Volksverhetzung soll diese Norm aber nach der StA
Hamburg nicht anwendbar sein, weil dies in Zeiten des Internets zu einer Allzustindigkeit des deut-
schen Strafrechts selbst in Fillen fiihrt, in denen Auferungen im Ausland getitigt wurden, dort aber
straffrei sind, siche hierzu StA Hamburg, Entscheidung v. 08.03.2016 — 7101 AR 57/16 = BeckRS
2016, 8783. Siehe hierzu auch BGH, NStZ 2015, 81 Rn. 8.
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dass sie einen anderen Informations- oder Aussagegehalt erhalten.®*” Die Netz-
werke basieren mafSgeblich auf einem Ranking der relevanten Inhalte, welches
verschiedene Informationen und Parameter, wie die Anzahl der Likes und Re-
posts einzelner Inhalte und damit Daten i.S.v. § 202a Abs. 2 StGB,'3%® berticksich-
tigt. Indem Bots auf die Relevanz bestimmter Themen, Beitrage oder auch Hash-
tags Einfluss nehmen, werden Teile der dem Ranking zugrundeliegenden akku-
mulierten Daten verdandert. Insoweit kann eine Datenveridnderung durchaus vor-
liegen.'** Auch das zusitzliche, einschrankende Tatbestandsmerkmal der Rechts-
widrigkeit'3** steht einer Strafbarkeit nicht entgegen, weil den Verwendern gera-
de keine eigentiimerihnliche Befugnis hinsichtlich der Daten zukommt.'**! Neben
dem Verwender kann auch der Urheber der Bots strafbar sein, denn nach § 303a
Abs. 3 StGB gilt §202¢ StGB fiir Vorbereitungshandlungen entsprechend und
gem. §202¢c Abs. 1 Nr. 2 StGB ist eine solche gerade die Herstellung von ,,Com-
puterprogrammen, deren Zweck die Begehung einer solchen Tat ist.

(I.) Computersabotage, § 303 b Abs. 1, 2 StGB

Zugleich ist das Rankingverfahren auch eine Datenverarbeitung i.S.d. §303b
StGB'3*2, sodass auch eine Computersabotage in Betracht kdme. Voraussetzung
hierfur ist, dass sie von wesentlicher Bedeutung fiir einen anderen ist. Auch wenn
Zaczyk die Formulierung als uferlos bezeichnet,'3* geht es hierbei letztlich um
den Ausschluss von Bagatellfillen'**. Das Rankingverfahren aber ist eines der

1337 Rengier, Strafrecht BT 1, § 26 Rn. 6; Weidemann, in: v. Heintschel-Heinegg, Beck-OK StGB, § 303a
Rn. 14.

1338 Davon geht jedenfalls auch Libertus, ZUM 2018, 20 (23), aus. Zur Weite des Datenbegriffs siche
u.a. Graf, in: MiiKo-StGB, Bd. S, § 302a Rn. 12.

1339 Hierzu auch Libertus, ZUM 2018, 20 (23). Insgesamt diirfte das davon abhingen, welchen Ein-
fluss die verinderten Informationen haben, also ob durch das mehrfache Liken oder Teilen eines
Beitrages letztlich der Rankingwert fiir eine Vielzahl von Nutzern verdndert wird. Das aber kann
nicht ohne Weiteres festgestellt werden. Auch die offiziellen Informationen von Facebook zu ihrem
Ranking Verfahren helfen nicht weiter. Bei Twitter ist das wesentlich leichter zu beantworten, da es
hier immer Trending Hashtags gibt, deren Beurteilung mafSgeblich auch von der Anzahl der Posts
abhiingt, die das Hashtag enthalten.

1340 So u.a. Weidemann, in: v. Heintschel-Heinegg, Beck-OK StGB, § 303a Rn. 5, 6; Rengier, Strafrecht
BT I §26 Rn.7; Heger, in: Lackner/Kiihl, StGB, § 303a Rn. 4; Gercke, in: Spindler/Schuster, Elek-
tronische Medien, § 303a StGB Rn. 8; ein solches Verstandnis legt auch BT-DrS. 10/5058, S. 34 na-
he.

1341 Vgl. OLG Niirnberg, ZD 2013, 282 (283); Weidemann, in: v. Heintschel-Heinegg, Beck-OK StGB,
§ 303a Rn. 5; hierfiir sprechen auch die Ausfithrungen in BT-Drs. 10/5058, S. 34.

1342 So letztlich auch Libertus, ZUM 2018, 20 (23).

1343 Zaczyk, in: Kindhduser/Neumann/Paeffgen, StGB, § 303b Rn. 5.

1344 So die Gesetzesbegriindung, BT-Drs. 16/3656, S.13. Der zugrundeliegende Rahmenbeschluss
2005/222/J1 des Rates schlieflt die Strafbarkeit auch dann aus, ,,wenn [ein] leichter Fall vorliegt.“
Krit. hierzu Zaczyk, a.a.O., Rn. 1, 5, der die Norm wegen Verstofles gegen Art. 103 Abs.2 GG fiir
verfassungswidrig hilt. Auch Roos/Schumacher, MMR 2014, 377 (379) weisen auf die mit dem Be-
griff verbundene Unklarheit hin.
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zentralen Mechanismen fur die personalisierte Darstellung der Inhalte'** und da-
mit fiir den wirtschaftlichen Erfolg und das Nutzererlebnis entscheidend. Ein Ba-
gatellfall liegt somit fern. Vielmehr kommt sogar der Qualifikationstatbestand
aus § 303b Abs. 2 StGB in Betracht.!3* Weitere Voraussetzung ist aber, dass die
Datenverarbeitung auch erheblich gestort werden muss.'**” Fur die Storung reicht
es zwar aus, dass der reibungslose Ablauf beeintrichtigt wird."*** Anders als
bspw. bei DDoS-Angriffen'**, bei denen der Dienst nur eingeschrankt zuginglich
ist, fithrt eine Manipulation der zugrundeliegenden Daten — zumal sich diese nur
auf die Tduschung tiber die Beliebtheit bzw. Relevanz eines Inhalts beschrankt —
nicht dazu, dass das gesamte Rankingverfahren unbrauchbar wird. Der Daten-
verarbeitungsvorgang an sich bleibt also unberiithrt. Er wird nur systematisch
ausgenutzt, indem relevante Daten auf den Servern gespeichert werden, die so-
dann Eingang in den Verarbeitungsvorgang finden. Eine erhebliche Storung bzw.
eine — sowie es das das Ubereinkommen des Europarates iiber Computerkrimina-
litit vom 23. November 2001 in Art.3 und der Rahmenbeschluss des Rates
2005/222/]JT in Art. 3 formulieren — ,schwere Behinderung oder Storung liegt
nicht vor.!3%°

Mit der Anderung des § 303b StGB hat sich aber auch seine Schutzrichtung
gedandert.'®! Nun soll ,,das Interesse der Betreiber und Nutzer von Datenverar-
beitungen allgemein an deren ordnungsgemifSer Funktionsweise“ geschutzt wer-
den.'35? Legt man das Merkmal der erheblichen Stérung in diesem Lichte aus,
kann auch ein fehlerhaftes Ergebnis die Strafbarkeit begriinden. Das gilt etwa,
wenn die Rankingverfahren beliebte Themen der Nutzergemeinschaft oder die

1345 Der Gesetzgeber hat bei Privatpersonen gerade auf die zentrale Bedeutung fiir die Lebensgestaltung
abstellen wollen, s. hierzu BT-Drs. 16/3656, S. 13.

1346 So nahm das LG Diisseldorf, MMR 2011, 624 (625), bei einem DDoS-Angriff auf Pferdewettan-
bieter, (scheinbar) an, dass die wesentliche Bedeutung jedenfalls dann zu bejahen ist, wenn die
,Datenverarbeitung (...) fiir die betroffenen Firmen von einigem Wert [sind].

1347 Urteile, an denen man sich ggf. orientieren konnte, existieren bislang nicht, was die Frage nach der
Bedeutung nicht gerade einfacher macht. Das LG Diisseldorf, MMR 2011, 624 hat § 303 b StGB
nur oberflichlich angesprochen. Der BGH, NStZ 2017, 470, hat sich in seinem Beschluss auch nur
mit der Frage auseinandergesetzt, ob § 303b StGB auch Datenverarbeitungen, die zu rechtswidrigen
Zwecken eingesetzt werden, schiitzt.

1348 Weidemann, in: v. Heintschel-Heinegg, Beck-OK StGB, § 303b Rn. 15 m.w.N.

1349 Distributed Denial of Service Angriffe: Hierbei werden einzelne Dienste oder Server durch zahlrei-
che Zugriffe so iiberlastet, dass sie zusammenbrechen und ein Zugriff nicht mehr oder nur einge-
schrinkt moglich ist. Der Straftatbestand wurde auch wegen des Aufkommens derartiger Angriffe
geschaffen. 2001 etwa war Lufthansa Opfer eines solchen Angriffs. Da § 303b Abs. 1 Nr. 2 StGB zu
dieser Zeit noch nicht existierte, war die Strafbarkeit nur nach §240 Abs.1 StGB zu beurteilen,
hierzu AG Frankfurt MMR 2005, 863 und das Revisionsverfahren vor dem OLG Frankfurt, MMR
2006, 547. Hierzu aus Sicht des § 303b StGB etwa Hoffmanns, ZIS 2012, 409 (411f.).

1350 Die Anderung des §303b StGB diente immerhin der Umsetzung der beiden Akte, so BT-Drs. 16/
3656, 5. 12.

1351 So BT-Drs. 16/3656, S. 13.

1352 BT-Drs. 16/3656, S. 13. Zaczyk, in: Kindhduser/Neuman/Paeffgen, StGB, § 303b Rn. 1, sieht wegen
dieses diffusen Interesses Spannungen mit Art. 103 Abs. 2 GG, die fiir ihn die Verfassungswidrigkeit
begriinden.
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personliche Relevanz von Inhalten bewerten sollen. Voraussetzung wire aber,
dass die Verinderung des Ergebnisses auch erheblich ist. Das diirfte — um eine
Ausweitung der Strafbarkeit zu verhindern — nur dann in Betracht kommen,
wenn der Einsatz von Meinungsrobotern vergleichbare Wirkungen hat wie ande-
re technische Funktionsbeeintrachtigungen wie etwa bei DDoS-Angriffen. Dort,
wo die Datenverarbeitung mafSgeblich allein auf Aktivitatsindikatoren der Nut-
zer beruht, die dann durch Meinungsroboter massenhaft simuliert werden,
kommt das eher in Betracht als dort, wo dem Verarbeitungsvorgang vielfiltigere
Parameter zugrunde liegen und deshalb nur ein (Teil-)Aspekt betroffen ist. Das
Rechenergebnis muss dann erheblich gestort sein, sofern alle anderen Parameter
unbertihrt geblieben sind. Insoweit kann sich ein Unterschied etwa zwischen den

1353 und der algorithmenbasierten Weitergabe der Inhalte im

Trending-Topics
News Feed ergeben. Die Strafbarkeit bleibt aber eine Frage des Einzelfalles. Als
taugliche Tathandlung kommen die des § 303a Abs. 1 StGB (§ 303b Abs. 1 Nr. 1
StGB) oder die Dateneingabe oder -Ubermittlung nach Nr. 2 in Betracht. Im letz-
ten Falle miisste dann noch das eingrenzende subjektive Merkmal der Nachteils-

zufiigungsabsicht erfillt sein.
bb. Grenzen fur Beitragsinhalte

Besonders wenn es um Hate Speech oder auch Desinformation!** geht, bestehen
mit den §§ 130, 185ff. StGB, 145d StGB auch inhaltliche Grenzen. Fiir §§ 185ff.
StGB misste dafur ein ehrverletzender Inhalt kundgegeben werden, wobei insbe-
sondere die Grenzziehung zwischen Ehrverletzung und zulissiger Auflerungen
Schwierigkeiten bereiten wird.'3>> Entscheidend wird dann eine Abwigung zwi-
schen Personlichkeitsrecht und Meinungsfreiheit.!**¢ Die §§ 186-187 StGB sind
nur bei Tatsachenbehauptungen einschlagig und differenzieren nach dem Wahr-
heitsgrad und der Kenntnis des Téters hiervon.'3%”

1353 Dies etwa bejahend Libertus, ZUM 2018, 20 (23 f.), der daraufhin weist, dass die Manipulation im
Extremfall zu einem vollkommen unbrauchbaren Ergebnis fithren kénne.

1354 Ausfihrlicher zur Strafbarkeit der Verbreitung von Fake News Hoven, ZStW 129 (2017), 718.

1355 Etwa bei Kollektivbeleidigungen, siehe hierzu BVerfGE 93, 266 (301 ff.) — Soldaten sind Mérder;
BVerfG, NJW 2015, 2222 Rn. 16 f. — FCK CPS; NJW 2016, 2643 Rn. 16 f. — ACAB.

1356 Ob dies iiber § 193 StGB erfolgt (so Zaczyk, in: Kindhduser/Neumann/Paeffgen, StGB, § 193 Rn. 6;
BVerfGE 12, 113 (125) — Schmid-Spiegel; 42, 143 (152) — Deutschland-Magazin bezeichnet § 193
als ,,eine besondere Ausprigung des Grundrechts der Meinungsfreiheit®, jeweils unter Bezugnahme
auf BGHSt 12, 287 (293).) oder direkt dem Art. 5 Abs.1 S.1 GG zu entnehmen ist (Joecks/Pegel/
Regge, in: MiiKo StGB, Bd. 4, §193 Rn.3; Lencker/Eisele, in: Schonke/Schroder, StGB, § 193
Rn. 1), kann dahingestellt bleiben.

1357 Die Meinungsfreiheit wird hier kaum relevant, denn bei § 187 StGB besteht ohnehin kein Schutz
unter Art. 5 Abs. 1 S. 1GG. Und auch bei § 186 StGB besteht hochstens ein abgeschwichter Schutz.
Der Tatbestand trigt den Sorgfaltspflichten Rechnung, die fiir die derivativ geschiitzten Tatsachen-
behauptungen entwickelt wurden, hierzu bereits oben A.L.2.
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Bei qualifizierten Auflerungen'**® die sich auf eine anhand bestimmter Merk-
male unterscheidbare Personengruppen beziehen, diese herabwiirdigen und ge-
eignet sind den offentlichen Frieden zu storen, kommt zusitzlich!®* der Tatbe-
stand der Volksverhetzung nach § 130 StGB'3% in Betracht. Insbesondere bei der
aggressiven Verunglimpfung von Fliichtlingen'3¢!, religiosen Gruppen'3¢? oder an-
derer in Nr. 1 aufgefithrter Bevolkerungsgruppen kann der Tatbestand einschla-
gig sein. Probleme ergeben sich hier, wenn fremde Inhalte repostet werden.!3¢3
Allein der volksverhetzende Charakter der urspriinglichen Auflerungen reicht fiir
eine eigenstandige Strafbarkeit nicht aus.!*** Nach Ansicht des BGH ist die Wie-
dergabe fremder Auflerungen ,nur dann tatbestandsmifSig, wenn sich der Titer
die Auflerung ausdriicklich oder konkludent derart zu eigen macht, dass er selbst
beschimpft oder veridchtlich macht.“'3¢ Ob dies der Fall ist, ist eine Frage der
Auslegung, bei der alle Umstande einer Gesamtwiirdigung zuzufiihren sind.!3¢¢
Fiir Meinungsroboter stellt Volkmann auf den Kanon der Schlagworter ab, die
ihnen bei der Auswahl an die Hand gegeben werden.!3¢” Freilich konnen die kali-
brierten Schlagworter mafSgeblich einen Schluss auf die Intention des Verwenders
zulassen. Zielt er nur auf degradierende und beleidigende Schlagworter ab, geht
es nicht um eine (kritische) Rezeption. Vielmehr spricht dann einiges dafiir, dass
er selbst die Wirkung der bereits tatbestandsmifligen Auflerungen intensivieren,
mit den Worten des BGH also selbst beschimpfen will. Nicht ganz ersichtlich ist
aber, warum nicht auch die jeweiligen Begleitumstinde mit einzubeziehen sind.
Werden tatbestandsmifSige Auflerungen in rechten Gruppen oder als Kommentar

1358 Allgemein zu den tatbestandsmifigen, qualifizierten Auferungen im Falle der Volksverhetzung:
BGHSt 40, 97 (102); 46, 212 (217); BGH, Urt. v. 20.09.2011 — 4 StR 129/11, Rn. 18 zu § 130
Abs. 1 Nt 1 5tGB; zu Nr. 2 BGHSt 40, 212 (216); BGH, Urt. v. 03.04.2008 — 3 StR 394/07, Rn. 17
(Beschimpfen) und BGH NStZ-RR 2006, 305 (306); BayOLG NJW 1995, 145 (Verichtlich ma-
chen). Zur Boswilligkeit OLG Stuttgart NStZ 2010, 453 (454); BayObLG NJW 1995, 145; BGH
NJW 1964,1481 (1483). Zum Angriff auf die Menschenwiirde BGH NJW 1994, 1421; vgl auch
schon zuvor BGH NStZ 1981, 258; bestitigt durch BVerfG NJW 2001,61 (63) — Bezeichnung als
Jude.

1359 In gruppenbezogenen Auflerungen kann nimlich zugleich auch eine Kollektivbeleidigung zu sehen
sein, die auch die Ehre des Gruppenangehorigen verletzt. Hierzu etwa BVerfG, NJW 2015, 2222
Rn. 16 f. - FCK CPS; K&R 2016, 494 Rn. 16 f. - ACAB; NJW 2016, 2643 Rn. 16 f. - ACAB.

1360 Ausfiihrlich hierzu beim Einsatz von Social Bots Volkmann, MMR 2018, 58.

1361 Hierzu Galetzka/Kritschmer, MMR 2016, 518 (519f.). Explizit hinsichtlich Asylbewerber BGH
NStZ 2007, 216 (Rn. 5); hierzu auch OLG Frankfurt NStZ-RR 2000, 368; BayOLG NJW 1995,
145 einschrinkend in Bezug auf Asylbewerber, die keinen Anspruch auf Asyl haben und kollektiv
als ,,Asylbetriiger bezeichnet wurden; OLG Karlsruhe BeckRS 1995, 8221 Rn. 33.

1362 Vgl. hierzu OLG Stuttgart, Urt. v. 19.05.2011 — 1 Ss 175/11, Rn. 8 —juris.

1363 Ausfiihrlich zum Problem der Strafbarkeit am Beispiel der Weiterverbreitung von Hate Speech in
sozialen Medien Reinbacher, JZ 2020, 558 ff.

1364 Siche nur BGH NStZ 2015, 512 (513); 2018, 589 (590).

1365 BGH NStZ 2018, 589 (590).

1366 BGH NStZ 2015, 512 (513); Hérnle, NStZ 2002, 113 (117). Nach Reinbacher, JZ 2020, 558
(559) ist das Teilen nicht ausreichend, sondern erst die Ergidnzung durch eigene Kommentare o.4.
soll die Strafbarkeit begriinden.

1367 Volkmann, MMR 2018, 58 (62).
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unter ebenfalls beleidigenden Inhalten Dritter veroffentlicht, besteht vielmehr
Grund zur Annahme, dass der Verwender selbst beschimpfen will. Zudem diirfte
letzteres auch im Einzelfall leichter zu beweisen sein als die tatsachlich im Quell-
code verankerten Schlagworter. Deshalb scheint eine Kombination aus mehreren
Faktoren eine sicherere Bestimmung zu ermoglichen und sie wird auch eher der
Betrachtung der Gesamtumstande gerecht, die der BGH fordert.

e. Spezialfall: vilkerrechtliches Interventionsverbot

In der Vergangenheit konnte eine Beeinflussung von inldndischen Meinungsbil-
dungsprozessen durch auslindische Krifte beobachtet werden. Oftmals sind die
Versuche auf die Internet Research Agency Russlands riickfithrbar gewesen.
Auch wenn hierbei nicht unbedingt Meinungsroboter, sondern Trolle verwendet
wurden, so besteht doch eine Gemeinsamkeit in beiden Fillen: ein moglicher Ver-
stof§ gegen das volkerrechtliche Interventionsverbot. Seine Grundlage findet das
gewohnbheitsrechtlich anerkannte Verbot in der souverdnen Gleichheit der Staa-
ten untereinander (Art.2 Abs. 1 UN-Charta).!®*® Es verbietet die Einmischung in
die inneren Angelegenheiten anderer Staaten mit Zwangsmitteln, die geeignet
sind, den Willen des anderen Staates zu beugen, sofern dies nicht mehr als sozial-
addquat angesehen werden kann.'3¢ Aber auch Propaganda soll jedenfalls dann
hierunter fallen, wenn sie ,,den Effekt hat, die Autoritit eines anderen Staates zu
untergraben und ihn auf diese Weise zu destabilisieren [...], [d]enn in diesen Fil-
len handelt es sich nicht um den legitimen Ausdruck politischer Meinung, son-
dern um die Ausuibung (wenngleich versteckten und indirekten) Zwanges, die
eine substantielle Souveranititsverletzung des anderen Staates bewirkt. 1370
Unabhingig von der Frage ob und unter welchen qualitativen Anforderungen
der Einsatz von Meinungsrobotern durch auslindische Staaten ein Verstof§ gegen
das Interventionsverbot sein kann,'3”! dem dann diplomatisch oder etwa vor dem
IGH begegnet werden konnte,'?”? wird es rein faktisch oftmals schwierig sein,
den zielgerichteten und absichtlichen Einsatz spezifischer Meinungsroboter auf
einen auslandischen Staat zuriickzufithren, sodass im Zweifel ein privater Beein-

1368 Thielbérger, in: Oppelland, Propaganda als (neue) auflen- und sicherheitspolitische Herausforde-
rung, S. 63 (74).

1369 Grundlegend zum Interventionsverbot IGH, Military and Paramilitary Activities in and against Ni-
caragua (Nicaragua v. United States of America), Judgment of 27 June 1986, IC] Reports 1986,
S. 14 Rn. 202 ff. Daneben siche etwa Geiger, Grundgesetz und Volkerrecht, § 62 II.

1370 Thielborger, in: Opelland, Propaganda als (neue) auflen- und sicherheitspolitische Herausforderung,
S.63 (74).

1371 Bei Fake-News etwa bejahend Baade, in: v. Kielmansegg/Krieger/Sohm, Die Wiederkehr der Landes-
und Biindnisverteidigung, S. 161 (166 ff.); und fiir bestimmte propagandistische Inhalte auch Thiel-
borger, in: Opelland, Propaganda als (neue) auffen- und sicherheitspolitische Herausforderung,
5.63 (75).

1372 Freilich nur, wenn die Zustdndigkeitsvoraussetzungen der Artt. 34 ff. IGH-Statut erfullt sind.
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flussungsversuch vorliegt.!*”? Und selbst wenn dies gelingt, werden diplomatische
und volkerrechtliche Mafinahmen — so denn sie tiberhaupt ergriffen werden — re-
gelmiflig nur eine kompensatorische Wirkung haben. Der bereits ausgeiibte Ein-
fluss kann damit kaum riickgangig gemacht oder verhindert werden.

f. Fazit: Betreiber als (ineffektive) Garanten konkreten Schutzes

Allgemeine Grenzen fir den Einsatz von Meinungsrobotern ergeben sich primar
aus privatautonom geschlossenen Vereinbarungen, die die Betreiber selbst aufge-
stellt haben, oder aus anderen Vorschriften, die die betrieblichen Interessen der
Betreiber schiitzen. Dieser Schutz wird vor allem durch das Privat-, Urheber-
und Strafrecht verfolgt. Vor allem dort, wo ein vertragswidriger automatisierter
Zugriff auf die Netzwerke erfolgt, greift dieser Schutz ein. Daneben werden
vor allem inhaltliche Regelungen relevant, die die konkrete Art der Verwendung
begrenzen. Auch diese sind nicht nur in den Nutzungsbedingungen enthalten,
sondern ergeben sich daneben auch aus dem strafrechtlichen Auflerungsrecht.
Obgleich damit ein mittelbares Schutzkonzept fiir die Nutzer besteht, gilt es zu
berticksichtigen, dass die Durchsetzung allein den Netzwerkbetreibern obliegt.
Ein staatlicher Zugriff beschrankt sich auf eine sekundire Ebene, etwa wenn es
um die Beurteilung der RechtmifSigkeit von Sperrungen geht oder die Bestrafung
der Verwender der Bots durch die Zivil- und Strafgerichte. In der Vergangenheit
fehlte es aber — ebenso wie in anderen Fillen —'37* gerade an der Bereitschaft
der Betreiber, eine wirksame Durchsetzung zu gewihrleisten.!*”> Das mag auch
daran liegen, dass eine erhohte Nutzerzahl durchaus positive Auswirkungen auf
die wirtschaftliche Stellung der Unternehmen haben kann. Das erklirt immerhin
auch, warum erst dann Bewegung in die Sache kommt, wenn der 6ffentliche
Druck auf die Betreiber wichst. Insoweit diirfen Bedenken an der Effektivitat des
allgemeinen Schutzkonzeptes durchaus geduflert werden.

3. Spezifische Schutzmechanismen fiir die Informationsfreibeit

Neben diesen allgemeinen Regelungen konnten auch bereits Vorgaben bestehen,
die der Sicherung der Informationsfreiheit der Nutzer dienen. Relevant werden

1373 Ausfiihrlicher zur Zurechnungsfrage im Lichte von Cyberangriffen Diggelmann/Hadorn, in: Schu-
bel u.a., Jahrbuch fiir Vergleichende Staats- und Rechtswissenschaften — 2016/2017, S. 256 (269).

1374 Facebook war beispielsweise lange Zeit zuriickhaltend, wenn es um die Veroffentlichung von Fake-
News auch durch Politiker ging. Das Unternehmen sah lange Zeit davon ab hier zu intervenieren.
Erst als wirtschaftlicher Druck dadurch aufkam, dass zahlreiche finanzstarke Werbepartner vor-
tibergehend von der weiteren Kooperation absahen, wurde das Unternehmen aktiv. Hierzu https://w
ww.tagesschau.de/wirtschaft/facebook-werbeboykott-101.html, (Stand: 30.05.2021).

1375 Speziell mit Blick auf Fake Accounts bei Facebook etwa Silverman/Mac/Dixit, ,,1 Have Blood on
MY Hands”: A Whistleblower says Facebook Ignored Global Politcal Manipulation, BuzzFeed
News.
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insoweit nicht nur Versuche einer Medienkompetenzvermittlung und bestehende
Soft-law-Ansitze, sondern auch medien- und datenschutzrechtliche Vorgaben.

a. Soft-law Regularien

Soft-law-Regelungen gehen zwar nicht vom Staat aus, sondern beruhen zumeist
auf einem selbstregulativen Ansatz. Gleichwohl werden Sie aus Sicht der Schutz-
pflicht deshalb relevant, weil bei einer wirksamen Selbstregulierung bereits die
Notwendigkeit eines staatlichen Schutzes bezweifelt werden kann.

aa. MafSnahmen der Betreiber

Zuvorderst haben die Netzwerkbetreiber aus eigenem intrinsischen Motiven Vor-
kehrungen getroffen, um eine illegale Verwendung ihrer Dienste zu verhindern.
Das Facebook Immune System tberwacht etwa jede Aktivitit innerhalb des
Netzwerkes, um UnregelmifSigkeiten und dadurch auch Anzeichen einer Auto-
matisierung ausfindig zu machen.'?”® Und auch Twitter iberwacht die Datenstro-
me."””” Beide Netzwerkbetreiber suspendieren auffillige Accounts oder 1oschen
entsprechende Profile. Unklar ist dabei allerdings, auf welchen Parametern die
Erkennung im Detail beruht. Dass diese nicht 6ffentlich gemacht werden, ent-
spricht freilich berechtigten Interessen der Betreiber. Dennoch lasst sich — bezo-
gen auf Twitter — zumindest eine gewisse prozentuale Kongruenz zwischen den
vorgenommenen Suspendierungen und den Ergebnissen anderer Erkennungssoft-
ware aufzeigen.'?’s

Aber nicht nur mit Blick auf die Nutzer selbst finden Kontrollen statt. Seitdem
die Kritik an den sozialen Netzwerken insbesondere nach 2016 zugenommen
hat, engagieren sich die Betreiber auch selbst aktiver bei der inhaltlichen Kon-
trolle, um insbesondere Desinformation frithzeitig zu erkennen. Facebook arbei-
tet etwa mit unabhingigen Factcheckern zusammen, die Inhalte weltweit auf
ihre Glaubwiirdigkeit hin tiberpriifen. Voraussetzung ist allerdings, dass Nutzer
entsprechende Inhalte melden, die dann einer Kontrolle unterzogen werden, oder
dass Factchecker selbst proaktiv nach entsprechenden Inhalten suchen. Wird ein
Inhalt als Falschmeldung eingestuft, so wird dafir Sorge getragen, dass dieser
weiter unten im Feed erscheint und so seine Sichtbarkeit faktisch abnimmt.
Zudem wird dem Inhalt ein entsprechender Warnhinweis beigefugt und sicher-

1376 Ausfihrlicher zum System etwa He u.a., Security and Communication Networks 9 (2016), 2157
(2160).

1377 Vgl. Chavoshi/Hamooni/Mueen, in: Proceedings of the 16™ International Conference on Data Min-
ing, S. 817 (820); Silva/Proksch, American Political Science Review 2020, 1 (2).

1378 Siehe hierzu Chavoshi/Hamoon/Mueen, ebd. Die Ubereinstimmung mit den Ergebnissen des Boto-
meters betrug knapp 37%, bei DeBot nur 21,06% — im Jahr 2015.
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gestellt, dass Nutzer, die den Inhalt konsumieren oder weiterleiten wollen, auf
zusitzliche, erginzende Informationen aufmerksam gemacht werden.'3”” Bei wie-
derholten Verstoflen von einzelnen Nutzern werden weitere Maffnahmen ergrif-
fen, wobei sichergestellt ist, dass der Urheber eines Inhalts zumindest Einspruch
gegen eine Entscheidung der Faktenpriifer einlegen kann.!38

Auch Twitter geht seit jiingstem aktiver gegen desinformative Inhalte vor, setzt
dabei aber nicht auf die Zusammenarbeit mit unabhingigen Prifern, sondern
geht eigenstandig gegen Inhalte vor, die entweder technisch manipuliert wurden
(bspw. DeepFakes), in irrefithrender Weise verbreitet (etwa durch Veranderungen
des origindren Inhaltes) oder schadliche Auswirkungen haben konnen (etwa Ein-
schiichterungseffekte, Gewaltaufrufe o0.4). Je nach Ausfall der Prifung variiert
die Reaktion von Kennzeichnung bis Loschung. 38! Das fiihrte etwa auch dazu,
dass ein Post von Donald Trump zur Briefwahl im Mai 2020 entsprechend
gekennzeichnet worden ist.'3%?

Das Problem, was hierbei zutage tritt, ist ein Allgemeines, wenn es um Kon-
trollmechanismen und die Uberpriifung von Inhalten geht: die potentielle Begren-
zung der Meinungsfreiheit der Nutzer durch gezieltes Vorgehen, insbesondere
aber durch eine fehlerhafte Einordnung als falscher Inhalt und die damit bewirk-
te ,,Uberregulierung®. Besonders schwierig wird das etwa bei Inhalten, wo die
Grenzen zwischen zuldssiger Meinung, Verunglimpfung oder Satire verschwim-
men oder wo es um eine sehr kontrovers gefiihrte Debatte geht.!®3 Zudem
sind den Bemiithungen schon faktische Grenzen gesetzt, die aus der begrenzten
Arbeitskraft der Faktchecker und der Unmenge an potentiellen Inhalten resultie-
ren.'?* Und letztlich konnen Informationen bereits ihre Wirkung entfalten, bevor
sie tiberhaupt entdeckt und tberpriift werden.'3%*

bb. EU-Verhaltenskodex

Aufgrund der zunehmenden Bedeutung der sozialen Netzwerke und der Debatte
um die Einflussnahme auf die Willensbildung entschloss sich die europaische
Kommission bereits 2018, einen umfangreichen Aktionsplan gegen desinformati-

1379 Zu etwaigen lauterkeitsrechtlichen Problemen durch die Verlinkung anderer Angebote siehe etwa
Peukert, WRP 2020, 391 ff.

1380 Siehe hierzu die betreiberseitigen Informationen, abrufbar unter https://www.facebook.com/busines
s/help/182222309230722, (Stand 30.05.2021) und unter https://about.fb.com/news/2018/06/hard
-questions-fact-checking/, (Stand 30.05.2021).

1381 Siehe auch hierzu die unternehmenseigenen Informationen, abrufbar unter https://help.twitter.com/
de/rules-and-policies/manipulated-media, (Stand 30.05.2021).

1382 Hierzu etwa Klein, Wie Soziale Netzwerke gegen Fake News kampfen.

1383 Das sehen freilich auch die Unternehmen selbst, so etwa ausdriicklich auch Facebook, abrufbar
unter https://about.fb.com/news/2018/06/hard-questions-fact-checking/, (Stand 30.05.2021).

1384 Vgl. hierzu Shao u.a., IEEE Access Vol. 6 (2018), 75327 (75338).

1385 Auch hierzu Shao u.a., IEEE Access Vol. 6 (2018), 75327 (75330f.).
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ve Inhalte zu verabschieden.'3% Ein wesentlicher Bestandteil dieses Aktionsplanes
ist ein Verhaltenskodex zur Bekimpfung von Desinformation im Internet, der be-
reits 2018 von den grofSen Unternehmen — neben Google auch Facebook und
Twitter — unterzeichnet wurde.'3%”

(L.) Allgemeines

Nach der Priaambel wird Desinformation definiert ,als ,nachweislich falsche
oder irrefithrende Informationen’, die insgesamt ,mit dem Ziel des wirtschaftli-
chen Gewinns oder der vorsitzlichen Tduschung der Offentlichkeit konzipiert,
vorgelegt und verbreitet werden‘ und ,6ffentlichen Schaden anrichten konnen‘,
worunter ,Bedrohungen fiir die demokratischen politischen Prozesse und die po-
litische Entscheidungsfindung sowie fiir offentliche Guter wie den Schutz der Ge-
sundheit der EU-Biirgerinnen und -Biirger, der Umwelt und der Sicherheit zu ver-
stehen® sind.“ Inhaltlich sieht der Kodex vier zentrale Verpflichtungen vor: Um-
gang mit politischer Werbung, Stiarkung der Integritat der Dienste, der Position
der Verbraucher und der Forschungsgemeinschaft. In diesem Zusammenhang
sind besonders die konkreten Verpflichtungen des Abschnitts II.C. und ILD. her-
vorzuheben. Hiernach sind die Unterzeichner verpflichtet, ,,in ihren Diensten
klare Richtlinien in Bezug auf die Identitdt und den Missbrauch automatisierter
Bots festzulegen und diese in der EU durchzusetzen® (Nr. 5) und zudem ,,Richtli-
nien dafiir festzulegen, was eine unzulissige Verwendung automatisierter Syste-
me darstellt, und diese Richtlinien auf der Plattform offentlich verfugbar und fiir
die Nutzer in der EU zuginglich zu machen“ (Nr. 6). Zugleich sehen die Ver-
pflichtungen des Abschnitts IL.D. vor, die Position der Verbraucher dadurch zu
stirken, dass sie fundierte Entscheidungen treffen konnen sollen, wenn sie auf
moglicherweise falsche Nachrichten stoffen (Nr.7) und zudem andere Mafinah-
men, die die Meinungsbildung auf Grundlage von zuverlissigen Informationen
ermoglichen und stirken sollen (Nr. 8-9). So soll letztlich auch die Medienkom-
petenz gestarkt werden (Nr. 10).

(I.) Wirdigung und spezifische Probleme
Auch wenn der Verhaltenskodex ein wichtiges Signal war, verbinden sich mit ihm

Probleme.'%$ Das beginnt schon damit, dass der Verhaltenskodex ein Instrument
der freiwilligen Selbstregulierung ist. Die EU-Kommission kann also die Einhal-

1386 Aktionsplan gegen Desinformation, JOIN(2018) 36 final, v. 05.12.2018, abrufbar unter https:/ecas
.europa.eu/sites/eeas/files/aktionsplan_gegen_desinformation.pdf, (Stand 30.05.2021).

1387 Siehe Mitteilung der Kommission JOIN(2018) 36 final, S. 2.

1388 Eine ausfiihrliche Bewertung hat die European Regulators Group for Audio-visual Media Services
(ERGA), Report on Disinformation, 2020, vorgenommen.
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tung der Verpflichtungen nicht kontrollieren. Vielmehr obliegt dies den Unter-
zeichnern selbst. Dieser Kontrolle kommen sie u.a. durch einen zu veroffentli-
chenden jahrlichen und 6ffentlich zuginglichen Bericht (siehe hierzu Abschnitt
II des Kodex) nach, der zwar einer ,,objektiven externen aber selbst zu wihlen-
den Stelle zur Prifung vorzulegen ist (ebd. Nr. 20). Die Kommission kann nur im
Rahmen der Zusammenarbeit (ebd. Nr. 21) auf die weitere Entwicklung einwir-
ken. Es fehlen also unabhingige Uberwachungs- und Kontrollmechanismen, '3’
die aber auch aus Sicht der europdischen Grundrechte u.U. notwendig waren.'3*°

Und auch das regulative Konzept des Kodex ist jedenfalls angreifbar. So sieht
er schon keine genauen Vorgaben iiber die Inhalte der Berichte vor, sodass die
Berichte selbst zwar die Ergebnisse, insbesondere die ,,Outputindikatoren,!3"!
der Titigkeiten veroffentlichen, aber daraus nicht ersichtlich wird, welche Da-
ten hierfir begutachtet wurden und vor allem wie sich die Ergebnisse auf die
einzelnen Mitgliedstaaten verteilen.'®? Insoweit konnen den Berichten kaum
spezifische Informationen entnommen werden, um validieren zu konnen, wie
und inwieweit die Unternehmen die vorgesehenen Verpflichtungen erfillen oder
Fortschritte erzielt haben.'3** Und auch der Zugang fir die Forschung wird nur
sporadisch gewahrt, sodass eine unabhingige Kontrolle erschwert wird.'3%*

Mit Blick auf Meinungsroboter enthalten zwar die Erwagungsgriinde Hinwei-
se auf eine mogliche Kennzeichnungspflicht,'3*> die Verpflichtungen kommen
hierauf aber nicht zuriick, sondern sehen nur vor, dass Richtlinien fiir die Defini-
tion und den Umgang von Bots vorgesehen werden miissen. Diese finden sich
aber schon seit langem in den Nutzungsbedingungen. Insoweit enthalt der Kodex
keine ,,Innovationen®“.'3*® Entsprechende Anpassungen sind aber durchaus not-

1389 Kritisch deshalb auch Mafi-Gudarzi, ZRP 2019, 65 (66).

1390 Zu diesem Aspekt etwa Kuczerawy, in: Terzis u.a., Disinformation and Digital Media as a Challen-
ge for Democracy, S. 291 ff.

1391 Vgl. EU-Kommission, EuZW 2019, 884.

1392 Vgl. EU-Kommission, Erkliarung Nr. 19/6166, EuZW 2019, 884. Speziell zu Abschnitt C. des Kode-
xes und damit zu den Meinungsrobotern ERGA, Report on Disinformation, S. 24 f.

1393 Auch die ERGA kommt in ihrem Report on Disinformation v. 04.05.2020, S. 3 zu dem Ergebnis:
»there is a need for greater transparency about how the signatories are implementing the Code*.

1394 Vgl. EU-Kommission, Erklirung Nr. 19/6166, EuZW 2019, 884. Das ist auch ein wesentlicher Kri-
tikpunkt der ERGA, Report on Disfinformation, S.43. Auch die Kommission selbst weist auf das
Problem angesichts der Desinformationen wihrend der Covid-19-Pandemie nochmals hin,
JOIN(2020) 8 final, S.9. Und auch die Gesetzesbegriindung zum NetzDG weist auf die fehlende
Aussagekraft der Informationen der Betreiber hin, allerdings mit Blick auf die Loschung bzw. Sper-
rung von Inhalten, BT.-Drs. 18/12356, S. 11.

1395 In Abschnitt II.C. heif3t es ,,Im Einklang mit der Mitteilung der Europdischen Kommission erkennen
die Unterzeichner die Bedeutung der ,Verstirkung der Bemiihungen zur Schliefung von Scheinkon-
ten und [des] Nachweis[es] ihrer Wirksamkeit sowie die Bedeutung der Einfithrung ,klare[r] Kenn-
zeichnungsregeln und -systeme fiir Bots und [der] Gewdhrleistung, dass ihre Tatigkeiten nicht mit
menschlicher Interaktion verwechselt werden konne’ an.«.

1396 Das wird auch dadurch sichtbar, dass die in dem Anhang aufgefiihrten MafSnahmen letztlich nur die
bereits bestehenden Mafinahmen der unterschiedlichen Betreiber aufgelistet werden, auf die aber ge-
rade in Abschnitt II.C Nr. 5 verwiesen wird. Kritisch deshalb auch Mafi-Gudarzi, ZRP 2019, 65
(66).
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wendig, konnen aber ebenfalls von der EU-Kommission nur begleitet werden.'3*”
Die Unterzeichner miissen sich auf die Ergreifung von Folgemafinahmen einigen
und diese beschlieffen.'3®Und ganz allgemein hat etwa die European Regulators
Group for Audiovisual Media Services (ERGA) — zu Recht — darauf hingewiesen,
dass der Kodex zwar zu begriufsen, er aber viel zu unprazise und allgemein sei,
was sicherlich auch daran liegt, dass er fiir ganz unterschiedliche Unterzeichner
und damit Dienste gilt.”**” Insgesamt bestehen also starke Zweifel nicht nur an
der Verbindlichkeit, sondern vor allem auch an der Wirksambkeit der getroffenen
Regelungen. !4

b. Medienkompetenzvermittlung

Wesentliche Voraussetzung der Wirkung von Meinungsrobotern ist eine gewisse
Leichtfertigkeit im Umgang mit und eine unreflektierte Rezeption der Inhalte
innerhalb sozialer Netzwerke. Notwendig ist also ein grundlegendes Verstand-
nis der Funktionsweise und der technischen Besonderheiten sozialer Netzwerke
und dort vorzufindender Phinomene (Fake News, Social Bots, Filterblasen etc.),
ebenso wie die Bewertung und kritische Rezeption von Inhalten als Ausprigun-
gen einer umfangreichen , digitalen Medienkompetenz“!4! der Nutzer.'4>

1397 Siehe dazu Abschnitt IV des Kodex. Die ERGA sieht deshalb die Notwendigkeit von ,,specific moni-
toring activities (...) and (...) enforcement tools to ensure the compliance to the rules.“, Erga, Re-
port on Disinformation, S. 3.

1398 In Abschnitt IV des Kodex heifSt es dazu: ,,Sie werden die Fortfilhrung des Kodex erortern und
gegebenenfalls FolgemafSnahmen besprechen und vorschlagen. .

1399 ERGA, Report on Disinformation, S. 42, 43. Kritisch auch Steinebach u.a., Desinformation aufde-
cken und bekimpfen, S. 179.

1400 Ganz drastisch formuliert es das Sounding Board der Expertengruppe EURACTIV, Final opinion
on the so-called Code of Practice, unter 3.: ,,[T]he ,Code of practice‘ as presented by the working
group contains no common approach, no clear and meaningful commitments, no measurable objec-
tives or KPIs, hence no possibility to monitor process, and no compliance or enforcement tool: it is
by no means self-regulation, and therefore the Platforms, despite their efforts, have not delivered a
Code of Practice.”.

1401 Auch wenn der Begriff der Medienkompetenz in diesem Zusammenhang zu eng sein mag (hierzu
Kalwey, in: Moll, Was tun gegen Fake News?, S. 139 (140 ff.)), wird er vorliegend in einem weiten
Sinne verstanden. Es geht um die Kompetenz im Umgang mit digitalen Diensten, ihren Inhalten und
dem Verstindnis der technischen, gesellschaftlichen und individuellen Einfliisse. Insoweit erfasst die
hier vorgeschlagene ,Medienkompetenz“ auch zwangsldufig Fragen der Nachrichtenkompetenz,
der Medienpidagogik und Medienbildung. Zu diesen einzelnen Aspekten siche neben Dengeln, Me-
dienpidagogik 2018, 11 ff. auch Kalwey, ebd.

1402 Zur Notwendigkeit eben dieser Kompetenz mit Blick auf Meinungsroboter etwa Milker, InTeR
2017, 199 (207); Graber/Lindemann, in: Sachs-Hombach/Zywietz, Fake News Hashtags & Social
Bots, S. 51 (65); Kind u.a., Social Bots, S. 65 und Riickert, in: Albrecht u.a., Strafrecht und Politik,
S. 167 (184); Fehling/Leymann, AfP 2020, 110 (118); Oberer/Erkollar/Stein, in: Stumpf, Digitalisie-
rung und Kommunikation, S. 311 (323); Dankert, in: Hoffmann-Riem, Big Data, S. 157 (164). Mit
Blick auf die allgemeinen ,, Transparenz- und Orientierungsdefizite“ etwa Brinkmann, UFITA 2019,
S.364 (384). Im Kontext von Fake News etwa Kalwey, in: Méller, Was tun gegen Fake News und
Hate Speech?, S. 139 ff.; Schweiger, Der (des)informierte Biirger, S. 190 und Steinebach u.a., Desin-
formation aufdecken und bekdmpfen, S.206. Mit Blick auf die Rechtswahrung und die Sensibilisie-
rung vor Rechtsverletzungen etwa Bock, Ubertragbarkeit der Kommunikationsfreiheiten auf das In-
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aa. Bildung der Medienkompetenz im schulischen Bereich

Die Bildung einer Medienkompetenz ist vor allem ein erzieherisches Anliegen,
welches auf staatlicher Seite primir im Bereich der allgemeinen schulischen Er-
ziehung und Bildung als Bestandteil der Schulaufsicht des Staates (Art. 7 Abs. 1
GG) verfolgt wird."* Schon der Digitalpakt Schule 2019-2024'4%* ebenso wie
die gemeinsame Strategie der Kultusministerkonferenz (KMK) aus dem Jahr
2016 — ,,Bildung in der digitalen Welt“ — haben dieses Bediirfnis erkannt.!** Tat-
sachliche Auswirkungen fiir den schulisch-inhaltlichen Bereich hat aber nur die
KMK-Strategie.'**® Diese setzt bei der Umsetzung nicht auf ein eigenes Schulfach,
sondern auf die Integration in alle Fiacher und zwar schulformiibergreifend.!"”
Die bereits aufgezeigten Problembereichen (Filterblase, Echokammer, Fake
News, Social Bots) werden aber nicht unmittelbar adressiert.'*® Konkretisierte
Vorgaben finden sich beispielsweise'**”” im Rahmenlehrplan ,,Digitale Kompeten-
zen“ des Landes Mecklenburg-Vorpommern, der die erforderlichen Kompeten-
zen niher beschreibt und Umsetzungsbeispiele fiir unterschiedliche Ficher auf-
zeigt.""1° So wird etwa Deutsch als Leitfach dafir bestimmt, dass unterschiedliche
Online-Inhalte analysiert, interpretiert und kritisch bewertet werden sollen. Das

ternet, S. 284 f. und Réfner, in: Hill/Kugelmann/Martini, Digitalisierung in Recht, Politik und Ver-
waltung, S. 55 (63). Allgemeiner auch Drexl, ZUM 2017, 529 (543); Wardle/Derakhshan, Informa-
tion Disorder, S.70f. oder Steinmaurer, in: Litschka/Krainer, Der Mensch im digitalen Zeitalter,
S.31(36).

1403 Zu diesem eigenstindigen Bildungs- und Erziehungsauftrag sieche u.a. Jestaedt, in: Isensee/Kirchhof,
HbStR VI, § 156 Rn. 1, 43 f. und in Abgrenzung zur Elternverantwortung Rn. 46. Aus der Judika-
tur des BVerfG zu beidem etwa E 34, 165 (182) — Forderstufe und E 93, 1 (21) — Kruzifix.

1404 Verwaltungsvereinbarung DigitalPakt Schule 2019-2024, S. 2.

1405 KMLK, Bildung in der digitalen Welt — Strategie der Kultusministerkonferenz, S. 11.

1406 Der Digitalpakt wurde oftmals wegen der Fokussierung auf das Lernen mit Medien kritisch bewer-
tet, so etwa Kalwey, in: Moller, Was tun gegen Fake News und Hate Speech?, S. 139 (143). In der
Tat beantwortet der Digitalpakt vor allem finanzielle Fragen infrastruktureller Anforderungen des
digitalen Lernens. Inhaltliche Fragen der Planung und Organisation der Lehrinhalte ist als Teil der
Schulaufsicht aber allein den Landern vorbehalten. Insoweit ist vor allem die KMK-Strategie be-
deutsam, an die die Rahmenlehrpline der Liander angepasst werden, vgl. nur § 9 Abs. 2 S. 2, 3. Var.
SchulG MV. Angesichts des Digitalpaktes kam es auch zu einer Anderung des GG. Nach Art. 104c
Abs. 1 GG kénnen entsprechende Bundesinvestitionen in den eigentlich allein den Landern zugewie-
senen Bereich erfolgen.

1407 Zu Recht wird namlich betont, dass ansonsten die Medienkompetenz zu einem ,,Privileg hoherer
Bildungsschichten wird“, so Bock, Die Ubertragbarkeit der Kommunikationsfreiheiten des Artikel 5
GG auf das Internet, S. 286.

1408 Siehe dazu die Kompetenzbereiche die in der Strategie, S. 16 ff. niher abgesteckt wurden. So wird
etwa mit Blick auf den Datenschutz vor allem von der Datensicherheit und dem Schutz vor Daten-
missbrauch gesprochen (4.2.1) oder allgemein von Risiken und Gefahren in digitalen Umgebungen
gesprochen (4.1.1).

1409 Von einer umfangreichen Auswertung der linderspezifischen Regelungen wurde schon wegen des
Umfanges und der Besonderheiten abgesehen. Im Kontext der Meinungsroboter finden sich Ausfiih-
rungen zu dem Ansatz von Hamburg etwa in HH-Drs. $21/18626, S. 2 f.

1410 Der Rahmenplan ,,Digitale Kompetenzen ist abrufbar unter https://www.bildung-mv.de/export/sit
es/bildungsserver/downloads/unterricht/rahmenplaene_allgemeinbildende_schulen/fachuebergreifen
d/Finalfassung-Rahmenplan-digitale-Kompetenzen.pdf, (Stand: 30.03.2021).
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Fach Informatik und Medienbildung wird als Leitfach fur das Erkennen und For-
mulieren von Algorithmen bestimmt.'*!! Zeitgleich wird aber auch aufgezeigt,
wie auch in anderen Fichern ein thematischer Zugriff erfolgen kann.'*'? Fir das
Fach Sozialkunde wird exemplarisch vorgeschlagen, ,,die Folgen des Einsatzes
von social bots fir Wahlen und Meinungsbildung ein[zu]schitzen*.'4!3

Auch wenn die jeweiligen Rahmenplidne verbindlich sind (§8 Abs.2 S.2
SchulG MV), so obliegt es aber nicht nur den einzelnen Schulen diese umzuset-
zen. Vor allem ist es auch von der jeweiligen Lehrkraft abhingig, wie, in wel-
chem Umfang und in welcher Qualitdt entsprechende Inhalte thematisch mit ein-
bezogen werden.'*'* Insoweit ist die Unterrichtsgestaltung also auch von der
Kompetenz der Lehrkraft abhiangig, entsprechende Lerninhalte zu vermitteln.!'*'S
Gerade bei ilteren Lehrkriften mag die Medienkompetenz ebenso fehlen!'#!¢ wie
bei den Schiilern.'*” Insofern ist es notwendig, dass auch die Lehrkrifte fir die
entsprechenden Themen sensibilisiert und geschult werden. Dieses Problem hat
auch die KMK gesehen und adressiert.!*!® Bemerkenswert ist insoweit die Bemii-
hung des Landes Niedersachsen, eine gewisse Vereinheitlichung dadurch zu errei-
chen, dass Unterrichtsmaterialien bereitgestellt werden, die sich den Themen
,Fake News*“ und ,,Social Bots“ widmen und die in den Sekundarbereichen I

1411 A.a.0,S.34.

1412 Mit Blick auf das Fach Informatik und Medienbildung heifSt es dort etwa: ,,Suchergebnisse in Bezug
auf Relevanz bewerten, Authentizitdt und Vertrauenswiirdigkeit der Quelle abschitzen (Urheber,
Seitenfinanzierung), Wahrheitsgehalt einer Information untersuchen, kommerzielle Interessen erken-
nen“. Im Fach Philosophie wird beispielsweise das Thema vorgeschlagen ,,Der gliserne Mensch?
Das Verhiltnis von Mensch und Maschine problematisieren®. Und mit Blick auf den Sozialkunde-
unterricht findet sich auch der Vorschlag ,,verschiedene Internetquellen zu einem bestimmten aktu-
ellen Ereignis im Hinblick auf ihre Giite kritisch hinterfragen (Fake News, ,Liigen mit Statistik“).
Hierzu a.a.0., S. S ff.

1413 Rahmenplan Digitale Kompetenzen, S. 36.

1414 Dies betont auch Kalwey, in: Méller, Was tun gegen Fake News und Hate Speech?, S. 139 (146).
Zwar sind Lehrkrifte an die Rahmenpline gebunden, § 100 Abs. 2 S. 2 SchulG MV. Und der Rah-
menplan Digitale Kompetenzen des Landes MV weist auch stets ein Leitfach aus, das verbindlich
die ,,Basiskompetenzen vermitteln soll, ebd., S. 1. Diese kénnen zwar auch in den fachspezifischen
Fachpldnen aufgenommen werden — der Rahmenplan Digitale Kompetenzen schldgt insoweit Mog-
lichkeiten vor —, allerdings ist das bislang noch nicht immer erfolgt. So soll im Fach Sozialkunde
etwa auch der Einfluss von Social Bots (Rahmenplan Digitale Kompetenz, S. 36) oder Fragen der
Algorithmen, insbes. Transparenz und Filterblase, thematisiert werden (a.a.O. S. 34). In den fach-
spezifischen Rahmenplinen findet man hierzu aber noch nichts. Insoweit bleibt es also ,,der eige-
ne[n] padagogische[n] Verantwortung® der Lehrkrifte tiberlassen, wie umfangreich entsprechende
Themen behandelt werden (§ 100 Abs.2 S.1 SchulG MV). Zu den faktischen Unterschieden zwi-
schen Lehrkriften, die zu einer weniger starken Thematisierung fithren, vgl. Institut fiir Demosko-
pie Allensbach, Die Vermittlung von Nachrichtenkompetenz in der Schule, S. 93 ff.

1415 Hierzu Kalwey, in: Méller, Was tun gegen Fake News und Hate Speech?, S. 139 (145).

1416 Allgemein zu den erheblichen Liicken auf Seiten der Lehrkrifte etwa Institut fiir Demoskopie Al-
lensbach, Die Vermittlung von Nachrichtenkompetenz in der Schule, S. 66 ff.

1417 So auch Graber/Lindemann, in: Sachs-Hombach/Zywietz, Fake News Hashtags & Social Bots,
S.51 (65); Schweiger, Der (des)informierte Biirger, S. 190. Zu der Kluft innerhalb der Lehrerschaft
Kalwey, in: Méller, Was tun gegen Fake News und Hate Speech?, S. 139 (145).

1418 KMK, Bildung in der digitalen Welt — Strategie der Kultusministerkonferenz, S. 24 ff. Kritisch aller-
dings Dengel, Medienpidagogik 2018, 11 (24) mit Blick auf die aktuelle Ausbildung der Lehrkrif-
te.
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und II in den Unterricht integriert werden sollen.'*!” Diese sollen Schiilern u.a.
vermitteln, wie man die Glaubwiirdigkeit von Inhalten beurteilt und so Fehl-
bzw. Desinformation erkennt. Dabei geht es nicht nur um textliche, sondern
auch um bildliche Inhalte (Ubung 1-5).142° Zeitgleich werden in einer weiteren
Einheit zentrale Begriffe der Filterblase, Echokammer und Social Bots nahe ge-
bracht und u.a. versucht, auch im Rahmen von Selbstversuchen fiir die Proble-
matik zu sensibilisieren (Ubung 7). Freilich bleiben die Unterrichtseinheiten ins-
besondere hinsichtlich des technischen Hintergrundes relativ oberflachlich, was
auch hier dem fehlenden Spezialwissen der Lehrkrifte, die dies letztlich vermit-
teln miissen, geschuldet sein mag. Entscheidend ist aber, dass von den Unter-
richtseinheiten eine Sensibilisierungswirkung ausgehen kann und die Schiiler
auch im Selbstversuch den Problemen in der digitalen Welt nachspiiren konnen.

bb. Medienkompetenz alterer Nutzerschichten

Durch die Anpassung der schulischen Bildung an die verdnderten Umstidnde
erreicht man aber nur einen Bruchteil der Internetnutzer und zudem nur solche,
die als ,,Digital Natives“ ohnehin mit den Kommunikationstechniken aufwach-
sen'*2!, Altere Nutzerschichten werden nicht oder — wenn iiberhaupt — nur mittel-
bar durch die Schilerinnen und Schiiler erreicht. Bislang ist es zentrale Aufgabe
der Medien, bestimmte gesellschaftsrelevante Phinomene in der digitalen Welt
zu thematisieren und so ,aufzukliren“.'*?? Insbesondere o6ffentlich-rechtliche
Rundfunkanbieter sind diesbeziiglich bemiiht, indem sie Hintergriinde liefern,
FakeNews begegnen und dabei auch sehr aktiv in sozialen Medien agieren.'#??
Weil aber spezifische Verzerrungen auf Konsumentenseite bestehen, ist nicht
sichergestellt, dass flichendeckend eine solche Sensibilisierung auch erfolgt. Das

1419 Niedersichsisches Kultusministerium, Fake News und Social Bots im digitalen Zeitalter, abrufbar
unter https://www.nibis.de/uploads/1chaplin/files/FakeNews_SekI.pdf, (Stand: 30.05.2021). Damit
begegnet man auch dem Problem, dass viele Lehrbiicher und Unterrichtsmaterialien sich vorwie-
gend mit herkémmlichen Medien befassen und digitale Angebote auflen vor lassen, kritisch deshalb
Kalwey, in: Méller, Was tun gegen Fake News und Hate Speech?, S. 139 (144).

1420 Die erginzenden Bildmaterialien, umfassen etwa auch einen Facebookbeitrag, der die bereits ange-
sprochenen (desinformative) Verbindung von einem Merkel-Selfie mit einem Fliichtling und die
Beteiligung desselben bei einem Terroranschlag herstellt.

1421 Wobei das zwar die technische Kompetenz erhéht, aber nicht den Umgang mit den Medieninhalten,
Schweiger, Der (des)informierte Biirger, S. 108 f., 111; Schmid/Stock/Walter, in: Sachs-Hombach/
Zywietz, Fake News Hashtags & Social Bots, S. 69 (86).

1422 Vgl. zu der medialen Verantwortung im Umgang mit Meinungsrobotern (allerdings bezogen auf den
Umgang mit den Datenbestinden aus sozialen Netzwerken) Dankert, in: Hoffmann-Riem, Big Da-
ta, S. 157 (164£.).

1423 Vgl. Schmid/Stock/Walter, in: Sachs-Hombach/Zywietz, Fake News Hashtags & Social Bots, S. 69
(86). Brinkmann, UFITA 2019, 364 (384) weist allerdings kritisch daraufhin, dass die eigentliche
Bildung einer Medienkompetenz als Teil der Medienpidagogik nicht Aufgabe der Medien ist und
deshalb in einem entsprechenden Umfang nicht erwartet werden kann. Nach § 30 Abs. 2 MStV sol-
len insbesondere die Telemedienangebote , die technische und inhaltliche Medienkompetenz aller
Generationen und von Minderheiten geférdert werden. .
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versuchen die Betreiber durch den mittlerweile mehr oder minder freiwilligen
Kampf gegen Fake-News, die Kooperation mit unabhingigen Fact-Checkern
oder etwa durch die Gewihrleistung entsprechender transparenter Hintergrund-
informationen zu den Facebook-Seiten zu kompensieren. Allerdings sind das kei-
ne verbindlichen Vorgaben, die flichendeckend und vor allem kontrolliert umge-
setzt werden. 4>

cc. Fazit:

Prinzipiell sind mit der infrastrukturellen Versorgung der Schulen (Digitalpakt)
und der ,feste[n] Verankerung der Medienbildung in der Bildungspolitik“!#>S
(KMK-Strategie und Rahmenpline) jedenfalls zwei grundlegende Anforderungen
fiir die Herausbildung einer Medienkompetenz prinzipiell abgesichert. Insgesamt
bleibt dennoch abzuwarten, wie die Vorgaben im Lehralltag umgesetzt werden
und ob daraus tatsichlich eine stirkere Medienkompetenz erwichst.'*2¢ Wesent-
lich schwieriger ist hingegen, auch iltere Nutzerschichten zu erreichen. Offent-
lich-rechtliche Medien versuchen gewisse Gegenmafinahmen zu ergreifen und
auch die Betreiber engagieren sich nach zunehmendem, 6ffentlichem Druck deut-
lich stirker. Insgesamt ist aber nicht sichergestellt, dass die Informationen alle
Nutzer erreichen, und von den unterschiedlichen Nutzerschichten auch in glei-
cher Weise verstanden werden konnen. Insbesondere bei adlteren Nutzerschichten
kann so eine Schere mit Blick auf die unterschiedlich stark ausgeprigte Medien-
kompetenz entstehen.

c. Transparenzvorgaben des Medienrechts, insbesondere §§ 5 ff. TMG, 55 RStV

Anders als die Soft-law Ansitze statuiert insbesondere das Medienrecht verbind-
liche Pflichten fiir Anbieter von Telemediendiensten. Dabei geht es unter ande-
rem auch darum, den Umgang mit ihnen verbraucher- und nutzerfreundlicher,
insbesondere transparenter zu gestalten.'*?” Wegen der bereits angesprochenen
dichotomen Kompetenzverteilung finden sich entsprechende Regelungen auf

1424 Probleme ergaben sich mit Blick auf die Fact-checking-Methoden etwa aus wettbewerbsrechtlicher
Sicht, hierzu OLG Karlsruhe, ZUM-RD 2020, 446 ff.

1425 Kalwey, in: Moller, Was tun gegen Fake News?, S. 139 (142).

1426 Insoweit kritisch wegen des Aufwandes und des ,,ohnehin vollen Lehrplans der Schulen® Schmid/
Stock/Walter, in: Sachs-Hombach/Zywietz, Fake News Hashtags & Social Bots, S. 69 (88). Wegen
der spezifischen Besonderheiten in den Schulsystemen der Lander (etwa Wahlpflichtficher in NRW)
ist dies genau zu beobachten, um vor allem eine landes- und schulformiibergreifende, flichende-
ckende Ausbildung der Medienkompetenz zu gewihrleisten. Zu den schon zuvor bestehenden Un-
terschieden etwa Kalwey, in: Moller, Was tun gegen Fake News und Hate Speech?, S. 139 (145f.).
Und wegen des ungewissen Ergebnisses kritisch von der Weth/Vachery/Kankanhalli, in: Proceedings
of the International Conference on Multimedia & Expo Workshops, S. 1.

1427 Siehe hierzu u.a. die Gesetzesbegriindung zu § 6 TDG, BR Drs. 966/96, S. 23.
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Landesebene in dem seit 2020 den RStV ersetzenden Medienstaatsvertrag
(MStV) bzw. auf Bundesebene im TMG.'“?® Mit Blick auf Meinungsroboter
konnten vor allem die allgemeinen Kennzeichnungspflichten des § 5 Abs. 1 TMG
bzw. des § 55 Abs. 1 RStV — dessen normativer Gehalt durch § 18 Abs. 1 MStV

unverindert iibernommen wurde — relevant sein.'#?°
aa. Kennzeichnungspflicht nach § 5 Abs. 1 TMG

Die Kennzeichnungspflicht des §5 Abs. 1 TMG verpflichtet Anbieter von Tele-
medien, die in Deutschland niedergelassen sind und von hieraus ihre Geschaftsti-
tigkeit tatsachlich ausiiben (§ 2a Abs. 1 S.2 TMG) oder unter den Voraussetzun-
gen des § 2a Abs.2 oder 3 TMG und das auch dann, wenn die Dienste in ande-
ren EU-Staaten angeboten werden (§ 3 Abs. 1 TMG). Wihrend soziale Netzwer-
ke selbst als Telemedium zu qualifizieren sind,'*° ist dies firr die Nutzer- und da-
mit Botprofile zumindest diskutabel. Das TMG unterscheidet schliefSlich zwi-
schen Anbietern (§ 2 Nr. 1 TMG) und Nutzern (§ 2 Nr. 3 TMG). Hierbei handelt
es sich aber nicht um Antonyme. Halten Nutzer eigene Telemedien bereit, kon-
nen sie auch Dienstanbieter sein.'*3! Entscheidend ist allein, ob eine objektiv er-
kennbare kommunikationsbezogene Eigenstandigkeit besteht, also ob — aus der
Sicht eines durchschnittlichen Nutzers'#3? — ein eigenstindiges Kommunikations-
und Informationsangebot geschaffen wird.'** Entscheidend hierfur ist die tat-
sachliche Kontrolle und damit die Herrschaft uber das Medium.'** Kommerziel-

1428 Insbesondere mit dem Erlass des RStV und des TMG haben sich Liander und Bund auf eine Verein-
heitlichung der Regelung ,,neuer Medien® geeinigt. Vorher wurden mit den Mediendiensten (MStV)
und den Telediensten (TDG) unterschiedliche Begriffe verwendet. Dies fiihrte teilweise dazu, dass
die Abgrenzung des Anwendungsbereiches recht schwierig war. Vgl. hierzu Rofnagel, NVwZ 2007,
743 (743 1.), der die Politik als ,riickschrittlich® und die Unterscheidung als wenig iiberzeugend be-
zeichnet.

1429 Dort, wo Social Bots kommerzielle Interessen verfolgen, kommt auch die besondere Kennzeich-
nungspflicht nach § 6 TMG in Betracht, hierzu etwa Dankert/Dreyer, K&R 2017, 73 (75).

1430 Altenhain, in: MiiKo StGB, Bd. 6, § 1 TMG Rn. 26; Karg/Fahl, K&R 2011, 453 (456); Hullen/
Roggenkamp, in: Plath, BDSG/DS-GVO, § 11 TMG Rn. 6; vgl. auch EuGH, Urt. v. 16.02.2012 -
Rs. C-360/10 = EuZW 2012, 261, Rn. 27 — SABAM/Netlog NV zur Anwendbarkeit von Art 14 der
E-Commerce RL.

1431 Martini, in: Gersdorf/Paal, Informations- und Medienrecht, § 2 TMG Rn. 18; Rockstroh, MMR
2013, 627 (629); ausfiihrlicher Heilmann, User-generated Content, S.232ff., der richtiger Weise
auch daraufhin weist, dass in Zeiten des Web 2.0 die nutzereigenen Inhalte gerade die Dichotomie
der Begriffe an ihre Grenzen gebracht hat, a.a.O., S. 24, 229. Anders indes B. Lorenz, VuR 2008,
321 (322£.); ders., VuR 2014, 83 (84).

1432 Vgl. LG Regensburg, MMR 2013, 246 (248).

1433 Vgl. OLG Frankfurt, Urt. v. 06.03.2007 — 6 U 115/06, Rn. 30 — juris; OLG Diisseldorf, GRUR-RR
2013, 433 (435) LG Stuttgart ZUM 2014, 988 (990); Rockstrob, MMR 2013, 627 (628 1.); Janal/
Isikay, GRUR-Prax 2018, 393 (394); vgl. Ricke, in: Spindler/Schuster, Elektronische Medien, § 2
TMG Rn. 3; Martini, in: Gersdorf/Paal, Informations- und Medienrecht, § 2 TMG Rn. 7a.

1434 Ricke, in: Spindler/Schuster, Elektronische Medien, § 2 TMG Rn. 3; Miiller-Broich, TMG § 2 Rn. 1.
Auch das OLG Frankfurt, a.a.O., Rn. 29 stellt in seiner Begriindung auf die Gestaltungsmoglichkei-
ten ab.
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le Seiten wurden regelmifSig als eigenstindige Telemedien eingestuft.'*3S Aber
auch herkommliche Nutzerprofile lassen sich — in gewissen Grenzen — vom jewei-
ligen Nutzer formal und inhaltlich frei gestalten. Der Nutzer ist Administrator
seines Profils und besitzt auch die Moglichkeit, fremde Inhalte von seiner Seite zu
l6schen oder zumindest zu verbergen. Auch ein durchschnittlicher Nutzer weif3,
dass die jeweilige Seite unabhingig vom Netzwerk durch den Nutzer verwaltet
wird,'#¢ sodass auch Nutzer Anbieter sein konnen.'#” Sofern versucht wird, den
Begriff dahingehend einzuschrinken, dass rein privat genutzte Profile nicht er-
fasst werden,'#3® findet das weder in § 2 Nr. 1 TMG noch in § 1 Abs. 1 TMG eine
Stiitze. Auch der Gesetzesbegriindung ist eine solche Einschrankung nicht zu ent-
nehmen. Und letztlich spricht auch die Formulierung in § 55 Abs. 1 RStV — im-
merhin ist die Anbietereigenschaft hier keine andere'*® — dagegen, weil die Norm
ansonsten rein deklaratorischer Natur wire.

Entscheidend fur die Abgrenzung ist das Merkmal ,,in der Regel gegen Entgelt
angeboten“. Denn geschiftsmafSig sind Angebote, die nachhaltig, d.h. fur eine
gewisse Dauer angeboten werden.'*® Woitke wollte den Begriff urspriinglich te-

1435 Allgemein zu kommerziell genutzten Seiten OLG Diisseldorf, MMR 2008682 (683); fiir Hindlersei-
ten bei eBay LG Stuttgart, ZUM 2014, 988 (990); zu Facebook-Accounts LG Aschaffenburg MMR
2012, 38; LG Regensburg, MMR 2013, 246 und Rockstroh, MMR 2013, 627 (629). Siehe auch
Micklitz/Schirmbacher, in: Spindler/Schuster, Elektronische Medien, § 5§ TMG Rn. 7.

1436 Solmecke, in: Hoeren/Sieber/Holznagel, Multimedia-Recht, Teil 21.1 Rn. 85.

1437 Von dieser ausdriicklich ausgehend Lange, Z]JS 2013, 141 f.; Dankert/Dreyer, K&R 2017, 73 (76);
Solmecke, in: Hoeren/Sieber/Holznagel, Teil 21.1 Rn. 85; Beyerbach, in: Hornung/Miiller-Terpitz,
RechtsHb Social Media, Kapitel 9 Rn. 69; Brock/Schmitmann, in: Schwartmann, PraxisHb, 10
Rn. 54. So i.E. auch Rauschofer, MMR-aktuell 2010, 302790; und wohl auch Piefkalla, ZUM
2014, 368 (369), wenn er nur die Geschiftsmifigkeit bei § 5 TMG verneint, ebenso Féohlisch, in:
Hoeren/Sieber/Holznagel, Multimedia-Recht, Teil 13.4 Rn.53. So wohl auch OLG Diisseldorf,
ZUM 2014, 587 (588), wenn es auf eine Anbieterkennzeichnungspflicht von Nutzern niiher ein-
geht. Daneben auch Richter, MMR 2014, 517; andeutend Stadler, ZD 2011, 57 (58); mangels Ent-
scheidungserheblichkeit offenlassend, LG Freiburg MMR 2014, 118 (120). Differenzierender Ricke,
in: Spindler/Schuster, Elektronische Medien, §2 Rn.2 der die Anbietereigenschaft nur dann ab-
lehnt, wenn ausschliefSlich personliche Zwecke verfolgt werden. Ebenso Fohlisch, in: Hoeren/Sieber/
Holznagel, Multimedia-Recht, 13.4 Rn. 53. Nur im Falle von Facebook bejahend, Roggenkamp/
Krieg, in: Schmidt/Taddicken, Hb soziale Medien, S. 347.

1438 Schunicht, Informationelle Selbstbestimmung in sozialen Netzwerken, S.179; Ricke, in: Spindler/
Schuster, Elektronische Medien, § 2 TMG Rn. 2; Fohlisch, in: Hoeren/Sieber/Holznagel, Multime-
dia-Recht, 13.4 Rn. 53.

1439 Vgl. Krieg, jurisPR-ITR 13/2011 Anm. 3. Die Vereinheitlichung war immerhin das Ziel der damali-
gen Neuregelung des RStV und des TMG, BT-Drs. 16/3078, S. 11.

1440 LG Stendal, Urt. v. 24.02.2010 — 21 O 242/09; Ott, in: Gersdorf/Paal, Informations- und Medien-
recht, § 5 TMG Rn.9; Micklitz/Schirmbacher, in: Spindler/Schuster, Elektronische Medien, § 35
TMG Rn. 8; Hoeren, NJW 2007, 801 (803); Kitz, ZUM 2007, 368 (371); so schon zu § 6 TDG
Brunst, MMR 2004,8 (91.); Stickelbrock, GRUR 2004, 111 (112); Beyerbach, in: Hornung/Miiller-
Terpitz, RechtsHb Social Media, Kapitel 9 Rn. 91. Grundlage dieses Verstindnisses ist eine Orien-
tierung an § 6 TDG, an die hierfir gegebene Gesetzesbegriindung (BR Drs. 966/96, S.23.) und an
§3 Nr. 5 TKG a.F. bzw. § 3 Nr. 10 TKG n.F. (siech nur Ott, in: Gersdorf/Paal, Informations- und
Medienrecht, § 5 TMG Rn. 9). Sofern der Begriff teleologisch reduziert werden sollte, um private
Anbieter aus dem Anwendungsbereich auszunehmen (so Woitke, NJW 2003, 871 (872); im Ansatz
auch Stickelbrock, GRUR 2004, 111 (112f.)) besteht nun mehr wegen des zusitzlichen Merkmals
der , Entgeltlichkeit“, hierfiir kein Bedarf.
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leologisch reduzieren, um private Anbieter aus dem Anwendungsbereich auszu-
nehmen."**! Wegen des zusitzlichen Merkmals der ,,Entgeltlichkeit“ besteht hier-
fiir indes kein Bediirfnis mehr, sodass jede Art von Telemedium — sofern es nicht
nur einmalig oder gelegentlich angeboten wird —'##? geschaftsmifSig ist. Was aber
unter der Wendung ,,in der Regel gegen Entgelt“ verstanden werden kann, ist
nicht gerade offensichtlich.'*3 Folgt man stringent dem Wortlaut, wire §35
Abs. 1 TMG eine inhaltsleere Floskel. Die iberwiegende Anzahl von Web- und
Profilseiten sind frei zugdnglich und werden gerade nicht gegen Entgelt angebo-
ten.'*** Nach dem nationalen Gesetzgeber soll es davon abhiangen, ob die Online-
prasenz ohne jeglichen wirtschaftlichen Hintergedanken betrieben wird.'** Dies
sei der Fall, wenn sie als ,, Einstiegsmedium® dient, durch das einem Kunden im
Ergebnis eine entgeltliche Leistung angeboten wird.'** So werden beispielsweise
auch werbefinanzierte Inhalte erfasst.'*” Fiir Bots konnte also zumindest eine
Kennzeichnungspflicht nach §5 Abs.1 TMG bestehen, wenn sie wirtschaftlich
orientierte Handlungen vornehmen.!*$ Bei politischen Bots hingegen werden we-
der gegentuber Nutzern noch durch die Inhalte wirtschaftliche Zwecke verfolgt,
sodass eine wirtschaftliche Relevanz gar nicht vorliegt. Erst die Tatsache, dass die
Betreiber ein Entgelt erhalten, begriindet ein wirtschaftliches Handlungsmotiv.

1441 Woitke, NJW 2003, 871 (872); im Ansatz auch Stickelbrock, GRUR 2004, 111 (112f.).

1442 Ahnlich B. Lorenz, VuR 2014, 83 (85). Vgl. hierzu auch BT-Drs. 13/ 7385, S.21.

1443 Eine ausfiihrliche Auslegung des Begriffes findet sich bei Heilmann, Anonymitit fiir User-Generated
Content, S. 275 ff.

1444 Ablehnend auch B. Lorenz, VuR 2010, 323 (324); Held, in: Paschke/Berlit/Meyer/Kroner, Medien-
recht, 69. Abschn.Rn.31; Ott, in: Gersdorf/Paal, Informations- und Medienrecht, §5 TMG
Rn. 11. A.A. Hartmann, in: Wandtke/Ohst, PraxisHb MedienR, Kapitel 1 § 5 Rn. 180, nach dem es
gerade darauf ankommen soll, ,,ob der konkrete Dienst vergiitungspflichtig ist oder typischerweise
wire.“.

1445 BT-Drs. 16/3078, S. 14; darauf verweisend Kitz, ZUM 2007, 368 (371). Rockstroh, MMR 2013,
627 (629f.) legt das Merkmal im Lichte des Art. 57 AEUV und der hierzu ergangenen Rechtspre-
chung des EuGHs aus, kommt aber dadurch zu keinem anderen Ergebnis.

1446  Micklitz/Schirmbacher, in: Spindler/Schuster, Elektronische Medien, § 5§ TMG Rn. 11; Ot in: Gers-
dorf/Paal, Informations- und Medienrecht, § 5 TMG Rn. 11; in diese Richtung auch Brock/Schmitt-
mann, in: Schwartmann, Praxishandbuch Medien, IT- und UrhR, 10 Rn. 63; Beyerbach, in: Hor-
nung/Miiller-Terpitz, RechtsHb Social Media, Kapitel 9 Rn.93; Held, in: Paschke/Berlit/Meyer/
Kroner, Medienrecht, 69. Abschnitt Rn. 31; Haug, NJW 2015, 661; so auch LG Regensburg, MMR
2013, 246 (248). Ahnlich, mit umfassender Herleitung iiber Art. 57 AEUV, Rockstrobh, MMR 2013,
627 (629f.) nach dem der Hintergrund einer wirtschaftlichen Tatigkeit ausreicht, so letztlich auch
die Gesetzesbegriindung BT-DrS. 16/3078, S. 14. Deutlich enger will Heilmann den Begriff verste-
hen, siehe hierzu nur das Fazit von dems., Anonymitit fiir User-generated Content, S. 316, Hier-
nach bestiinde nie eine Kennzeichnungspflicht fiir Bots, gleich welcher Art, weil das Telemedium
selbst kein entgeltpflichtiges Angebot beinhaltet und auch keine Kontrahierungsméglichkeit bietet.
So letztlich auch, wenn man Hartmann, in: Wandtke/Ohst, PraxisHb MedienR, Kapitel 1 §5
Rn. 181 folgt; in diese Richtung auch Fischer, Medienrecht und Medienmairkte, S. 66, der nur wirt-
schaftliche Leistungen, die tiber Telemedien angeboten werden, als erfasst ansieht.

1447 Kitz, ZUM 2007, 368 (371); Ott, MMR 2007, 354 (355); ausfiihrlicher und differenzierend hierzu
Micklitz/Schirmbacher, in: Spindler/Schuster, Elektronische Medien, § 5 TMG Rn. 12. Anders hin-
gegen Hartmann, in: Wandtke/Ohst, PraxisHb MedienR, Kapitel 1 § 5 Rn. 181.

1448 Dankert/Dreyer, K&R 2017, 73 (76); andeutend Miiller-Peltzer/Franck, in: Taeger, Recht 4.0,
S.247.
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Das aber reicht nicht aus, um eine Kennzeichnungspflicht zu begriinden. Maf3-
geblich ist nicht der konkrete Dienst, sondern die Frage, ob vergleichbare Dienste
fir gewohnlich gegen Entgelt angeboten werden.!** Entscheidend hierfur ist die
objektive Sicht eines durchschnittlichen Nutzers.!*° Da es sich aber um gewohn-
liche, nicht kommerzielle Nutzerprofile handelt, mit Hilfe derer kommuniziert
wird, ist dies gerade nicht der Fall.'*! Fiir wirtschaftsbezogene Auftritte gibt es
bei Facebook spezielle Seiten, die hierfirr angelegt werden kénnen und mit her-
kommlichen Profilen nicht identisch sind. Und auch bei Twitter diirfte ein priva-
ter Account nicht mit den dort vertretenen kommerziell orientierten Presse- und
Kurznachrichtendiensten vergleichbar sein, die die Nutzer oftmals tber Links
zum eigenen Online-Auftritt fiihren und als verifizierte Accounts gelistet sind.
Eine Impressumspflicht nach § 5 Abs. 1 TMG liegt somit fiir Botprofile fern.
Etwas anderes konnte sich nur dann ergeben, wenn man dem Ansatz von
Lange folgt und wegen des Datenaustausches zwischen Netzwerkbetreiber und
Nutzer eine Entgeltlichkeit annehmen wiirde.!*? Zwar kann auch die Leistung
gegenuber einem Dritten die ,,Entgeltlichkeit“ begriinden.!'*? Fiir gewohnlich
geht es aber in den Konstellationen der Werbefinanzierung um eine Leistung, die
dem jeweiligen Inhaber des Profils zufliefst, wihrend die Daten hier als ,,vertrag-
liche Gegenleistung“'** gbflieflfen. Auch der Verweis von Lange auf die Einbin-
dung der Burgschaftsvertrage in § 312 Abs. 1 BGB,' hilft nicht weiter. Denn
dort ist schon die Perspektive eine andere, weil nicht Dritten Informationen zur
Hand gegeben werden sollen, sondern der vertragsschliefende Verbraucher um
seiner selbst willen umfassend geschiitzt sein soll.'*¢ Entscheidend ist hier zudem
neben kompetenziellen Aspekten auch die grundrechtliche Perspektive: Sofern
auch private Auftritte in diesem weiten Sinne als entgeltlich angesehen wiirden,
verlasst man damit den Bereich des Kompetenztitels ,,Recht der Wirtschaft* des

1449 Beyerbach, in: Hornung/Miiller-Terpitz, RechtsHb Social Media, Kap. 9 Rn. 92; Ott, in: Gersdorf/
Paal, Informations- und Medienrecht, § 5 TMG Rn. 11.

1450 Beyerbach, ebd. Lediglich von objektiven MafSstiben sprechend, Micklitz/Schirmbacher, in: Spind-
ler/Schuster, Elektronische Medien, § 5 TMG Rn. 20.

1451 Vgl. hierzu Beyerbach, in: Hornung/Miiller-Terpitz, RechtsHb Social Media, Kap. 9 Rn. 93, 95.

1452 Lange, ZJS 2013, 141 (144). Vgl. auch Ermst, in: Paal/Pauly, DS-GVO/BDSG, Art.2 DS-GVO
Rn. 19, der dies im Rahmen von Art. 2 Abs. 2 lit. C DS-GVO so sieht.

1453 Sonst liefe sich ja die Entgeltlichkeit von Medien nicht begriinden, die werbe- und damit durch
Dritte finanziert sind. Siehe hierzu die Verweise in Fn. 1447.

1454 Hierzu ausfiihrlicher Brautigam/v. Sonnleithner, in: Hornung/Miiller-Terpitz, RechtsHb Social Me-
dia, Kap. 3 Rn. 18; Briutigam, MMR 2012, 635 (636); vgl. auch Wendehorst, in: MiiKo-BGB, Bd.
2, § 312 BGB Rn. 38f. Siehe hierzu auch Metzger, AcP 2016, 818 ff. Die EU-Kommission hat in
Art. 3 Abs. 1 eines Richtlinienvorschlags, KOM(2015) 634 final, das Modell Daten als Entgelt vor-
geschlagen, allerdings wurde das recht kritisch bewertet, u.a. auch weil es zu Spannungen mit der
DS-GVO kime, hierzu etwa v. Westphalen/ Wendehorst, BB 2016, 2179 ff.; Specht, JZ 2017, 763 ff.

1455 Hierzu BGH, NJW 1998, 2356. Jiingst hat der BGH, NJW 2020, 3649, aber auch diesen Ansatz
fiir Biirgschaftsvertrige aufgegeben.

1456 Erwigungsgrund 3 und Art. 1 der RL 2011/83/EU, ABI. L 304, S. 64, 72. Zu diesem Schutzgedan-
ken vgl. auch EUGH, Urt. v. 17.03.1998 — Rs. C-45/96 = NJW 1998, 1295 Rn. 19 — Dietzinger.
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Bundes (Art. 74 Abs. 1 Nr. 11 GG)'™” und begibt sich eher auf das Gebiet einer
allgemeinen Medienregulierung und damit in den Kompetenzbereich der Lander.
Entsprechendes gilt auch fiir das Verhiltnis der EU zu den Mitgliedstaaten, denn
die Richtlinie erfasst nur den elektronischen Geschdftsverkehr und beruft sich
deshalb auf die Art. 47 Abs. 2, 55 und 95 EGV.'#8 Und mit Blick auf die Grund-
rechte wire zu bedenken, dass damit ein faktischer Klarnamenzwang im Internet
bestiinde, was nicht nur mit Blick auf die informationelle Selbstbestimmung, son-
dern auch mit Blick auf die Meinungsfreiheit problematisch wire.'*” Das zeigt
nicht zuletzt auch die Ausnahme des § 18 Abs. 1 MStV fiir ausschliefSlich private
Zwecke."*" Eine extensive Auslegung auch auf private Nutzerprofile nach dem
Vorbild von Lange kann daher nicht iiberzeugen.'#¢!

bb. Kennzeichnungspflicht des § 55 Abs. 1 RStV

Mit Blick auf § 55 Abs.1 RStV — dessen normativer Gehalt durch § 18 Abs. 1
MStV (unverdndert) ibernommen wurde — bestiinde eine Kennzeichnungspflicht,
sofern das jeweilige Nutzerprofil nicht ausschliefSlich personlichen oder familii-
ren Zwecken dient. Wann aber ist das der Fall? Die Darstellung zum Telemedien-
gesetz hat jedenfalls gezeigt, dass eine binire Differenzierung zwischen Nutzer
und Anbieter von Telemedien'*®? nicht in Betracht kommt. Systematisch liegt es
durchaus nahe, die Abgrenzung anhand des schon bei § 5 Abs. 1 TMG relevant
gewordenen Merkmals des wirtschaftlichen Hintergedankens vorzunehmen.!#¢3
Aber nur weil kein wirtschaftlicher Zweck verfolgt wird, verfolgt das jeweilige

1464 Das Kriterium einer

Angebot nicht per se ausschlieflich personliche Zwecke.
Zugangsbeschrinkung'#’ mag schon eher einen Anhaltspunkt fiir die personliche
Nutzung geben. Gleichwohl kommt es nach § 55 Abs. 1 MStV auf die (subjekti-

ven) Zwecke des Nutzers und nicht auf die potentiellen Adressaten an.!#%¢ Wie

1457 Hierzu und zur Begriindung des Bediirfnisses einer bundeseinheitlichen Regelung i.S.d. Art. 72
Abs.2 GG BT-Drs. 16/3078, S. 12.Und zudem findet sich hier der Hinweis, dass sich ,,[d]iese An-
forderungen (...) vor allem an Dienste, die im Zusammenhang mit einer Wirtschaftstitigkeit ange-
boten werden®, richten.

1458 Hierzu die allgemeinen Ausfithrungen der RL 2000/31/EG. Und zudem werden in Erwigungs-
grund 18 ausdriicklich nur Dienste erfasst, ,,(...) soweit es sich iiberhaupt um eine wirtschaftliche
Titigkeit handelt (...)“.

1459 Zu den grundrechtlichen Implikationen der Informationspflichten ausfiihrlich Heilmann, Anonymi-
tit fiir User-generated Content, S. 81 ff.

1460 Vgl. Heilmann, Anonymitit fiir User-generated Content, S. 268.

1461 Kritisch hierzu auch Beyerbach, in: Hornung/Miiller-Terpitz, RechtsHb Socal Media, Kap. 9
Rn. 93.

1462 So etwa B. Lorenz, VuR 2014, 83 (84) m.w.N.

1463 So Weiner/Schmelz, K&R 2006, 453 (458).

1464 1E. vgl. hierzu Hartmann, in: Wandtke/Ohst, Medienrecht Bd. V, Kap. 1 Rn. 171.

1465 Rockstrob, MMR 2013, 627 (630). Ahnliche Kriterien fanden sich schon zuvor, wenn es um die
Kennzeichnungspflichten von Webseitenbetreibern ging, siehe hierzu etwa Ott, MMR 2007, 354
(356).

1466 So etwa LG Koln, Urt. v. 28.12.2010 — 28 O 402/10, Rn. 46 — juris.
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das LG Koln zu Recht betont hat, ist den Internetangeboten die Offenheit we-
sensimmanent.'*” Und vielen privaten Angeboten fehlt ohnehin oftmals (unbe-
wusst) eine Zugangsbeschrankung. Auch aus teleologischer Sicht bestehen gegen
einen solchen Ansatz Bedenken. § 55 Abs. 1 RStV will einen Ausgleich zwischen
informationeller Selbstbestimmung und Sicherung der Meinungsfreiheit'*® auf
Seiten des Anbieters und dem Interesse Dritter an der Transparenz des Meinungs-
bildungsprozesses'*® und einer wirksamen Rechtsverfolgung im Streitfalle'47
schaffen. Sowohl ein zu restriktives als auch ein zu extensives Verstindnis beein-
trachtigen die Belange einer Seite.'*”! Nur dort, wo die entgegenstehenden Inter-
essen Dritter tiberwiegen, kommt eine Kennzeichnungspflicht in Betracht. Schon
deshalb kann nicht allein eine (zufillig) vorhandene Zugangsbeschrinkung ent-
scheidend sein.'¥”? Werden nur private Inhalte veroffentlicht, interessiert das re-
gelmifig nur Personen des niheren Umkreises, denen die Identitit ohnehin be-
kannt ist."¥”? Private Inhalte konnen aber auch politische Beitrage sein'47*
man ansonsten durch die Kennzeichnungspflicht chilling effects heraufbeschwo-
ren wiirde!'*®. Erst mit steigender Reichweite und Bedeutung eines Nutzers
nimmt auch das Drittinteresse an einer Identifizierung und damit Kennzeichnung
zu.'¥7¢ Und je eher Alternativen fiir eine Identifizierung zur Verfigung stehen — so
besteht mit § 14 Abs.3 TMG gegentuiber dem Host-Provider die Moglichkeit,
Auskunft tber die Identitit von Nutzern im Falle einer Rechtsverletzung zu ver-
langen und gerichtlich geltend zu machen —'*7 desto eher kann auch auf eine

, weil

1467 LG Kéln, ebd.

1468 Held, in: Binder/Vesting, Rundfunkrecht, § 55 RStV Rn. 10 f. Der baden-wiirttembergische Gesetz-
geber weist auf mogliche chilling effects hin, LT B-W Drs. 14/558, S. 39; ebenso Dankert/Dreyer,
K&R 2017, 73 (77).

1469 Hierauf stellt jedenfalls die Begriindung der Vorgingernorm im Mediendienstestaatsvertrag, auf die
bei Neuregelung durch das 9. RAStV mafSgeblich Bezug genommen wurde, ab. Die Begriindung im
MDStV ist abgedruckt bei Held, in: Binder/Vesting, Rundfunkrecht, § 55 RStV Rn. 7.

1470 Beyerbach, in: Hornung/Miiller-Terpitz, RechtsHb Social Media, Kap. 9 Rn. 64 erwihnt beide As-
pekte.

1471 Ein extensives Verstindnis fithrt dazu, dass nicht mehr anonym oder pseudonym (informationelle
Selbstbestimmung) und damit ohne Angst vor Repressalien kommuniziert werden kann (Meinungs-
freiheit). Ein restriktives Verstdndnis fithrt zur Einschrinkung der Transparenz und der erschwerten
Rechtsverfolgung im Streitfall.

1472 Kritisch hierzu auch Hartmann, in: Wandtke/Ohst, Medienrecht Bd. V, Kap. 1 Rn. 176. Held, in:
Binder/Vesting, Rundfunkrecht, § 55 RStV Rn. 27a; ders., in: Paschke/Berlit/Meyer/Kroner, Medien-
recht, 69. Abschnitt Rn. 54, greift deshalb auch auf inhaltliche Aspekte zuriick.

1473 Hierzu LT B-W Drs. 14/558, S. 39, da ,,[in] diesen Fillen (...) entweder durch die personliche Be-
kanntschaft oder aber iiber den Plattformanbieter sichergestellt [ist], dass die schutzwiirdigen Belan-
ge der Beteiligten gewahrt werden konnen.

1474 So jedenfalls die Gesetzesbegriindung, u.a. nachzulesen bei LT B-W Drs. 14/558, S. 38. Hierauf hat
sich auch das LG Koln, Urt. v. 28.12.2010 - 28 O 402/10, Rn. 46 berufen.

1475 Ahnlich auch der baden-wiirttembergische Gesetzgeber, LT B-W Drs. 14/558, S. 39. Dankert/Drey-
er, K&R 2017, 73 (77) weisen hierauf ebenfalls hin.

1476 Heilmann, Anonymitit fiir User-generated Content?, S. 334; Dankert/Dreyer, K&R 2017, 73 (77).

1477 Ebenfalls hierauf hinweisend Schunicht, Informationelle Selbstbestimmung in sozialen Netzwerken,
S.252. Wegen des urspriinglichen Fehlens einer solchen Vorschrift hat Lent, in: Gersdorf/Paal, In-
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Kennzeichnung verzichtet werden.'*”® Bezweifelt werden kann allein, ob der so
bestehende Schutz einem Impressum gleich kommt."” Hartmann gibt aber zu
recht zu bedenken, dass ,,Verletzer, die Vorkehrungen dagegen treffen (..) ermit-
telt werden zu konnen, (...) sich kaum von einer Impressumspflicht beeindrucken
lassen. «1480

Keines der genannten Kriterien kann also fiir sich iiberzeugen. Vielmehr sind
alle Kriterien als wechselseitige Korrektive im Einzelfall zu berticksichtigen.!*s!
Existiert eine Zugangsbeschrankung, kann ohne Weiteres ein personlicher Zweck
angenommen werden. Ist dies hingegen nicht der Fall, fithrt das nicht automa-
tisch zur Kennzeichnungspflicht. Entscheidend sind dann die Umstinde des Ein-
zelfalles, insbesondere aber die Inhalte, der damit verfolgte Zweck und der Kreis
der Adressaten.'*$? Auch die Moglichkeit, die Identifizierbarkeit anderweitig si-
cherzustellen, kann berticksichtigt werden.'#$3 Im Regelfall diirfte ein herkommli-
ches Nutzerprofil wegen der personlichen Inhalte von der Kennzeichnungspflicht
aber befreit sein.!#$

Was bedeutet das fiir Botprofile? Nur weil Meinungsroboter sich normale
Nutzerprofile zu eigen machen, heifSt das nicht, dass fur sie grundsitzlich eben-
falls keine Kennzeichnungspflicht nach § 55 Abs. 1 RStV besteht. Hier muss viel-
mehr differenziert werden: Automatisiert man sein eigenes Profil, dann hat das
jedenfalls keinerlei Auswirkungen auf die Kennzeichnungspflicht. Ein strukturel-

formations- und Medienrecht, § 55 RStV Rn. 4.1 die Kennzeichnungspflicht nach § 55 Abs. 1 RStV
als nicht angemessene Losung zwischen den kollidierenden Interessen angesehen.

1478 So mafgeblich das LG Kéln, Urt. v. 28.12.2010 - 28 O 402/10, Rn. 47.

1479 Allgemein, ohne auf die Grundlagen einzugehen, Richter, MMR 2014, 517 (519), der verlangt, dass
nicht nur E-Mail-Adressen gespeichert werden, die vorher nicht auf ihre Authentizitdt tiberpriift
werden. Fir gingige soziale Netzwerke bedeutet das, dass ihr Schutzniveau nicht an § 55 Abs. 1
RStV herankommen wiirde. Fiir das LG Koln scheint es schon auszureichen, wenn der Betreiber
moderierend agiert und auf Grundlage der Nutzungsbedingungen den Zugriff auf Inhalte und Blogs
verhindern kann, Urt. v. v. 28.12.2010 - 28 O 402/10, Rn. 47.

1480 Hartmann, in: Wandtke/Ohst, Medienrecht Bd. IV, Kap. 1 Rn. 176.

1481 Beyerbach, in: Hornung/Miiller-Terpitz, RechtsHb Social Media, Kap. 9 Rn. 70; umfassend hierzu
Heilmann, Anonymitit fiir User-generated Content, S. 317 ff.

1482 So i.E. auch Heilmann, Anonymitit fiir User-generated Content?, S. 342.

1483 Das war ein mafigebliches Argument des LG Koln, Urt. v. 28.12.2010 — 28 O 402/10, Rn. 46.

1484 So Beyerbach, in: Hornung/Miiller-Terpitz, RechtsHb Social Media, Kap. 9 Rn. 70; Schunicht, In-
formationelle Selbstbestimmung in sozialen Netzwerken, S. 252; i.E. auch allerdings mit anderer Be-
griindung Hartmann, in: Wandtke/Ohst, IT-Recht, Kap. 1 Rn. 176. Lent, in: Gersdorf/Paal, Infor-
mations- und Medienrecht, § 55 RStV Rn. 4; Held, in: Binder/Vesting, Rundfunkrecht, § 55 RStV
Rn.27a; in diese Richtung tendiert wohl auch das LG Kéln, Urt. v. 28.12.2010 — 28 O 402/10,
Rn. 46f. Differenzierend Roggenkamp/Krieg, in: Schmidt/Taddicken, Hb Soziale Medien, S.349;
ebenso Stadler, ZD 2011, 57 (58f.). Eine Kennzeichnungspflicht i.d.R. annehmend Richter, MMR
2014, 517 (519f.) und Rockstrobh, MMR 2013, 627 (630). Letztendlich wird das Ergebnis maf§geb-
lich von der Frage abhingen, ob das informationelle Selbstbestimmungsrecht hinter Drittinteres-
sen — insbesondere einer wirksamen Rechtsverfolgung — zuriicktreten sollte. Erachtet man diese
Drittinteressen als immer und iiberall gefihrdet (in diese Richtung Richter, ebd.) liegt eine Kenn-
zeichnungspflicht nahe. Allerdings verkennt man dann womdglich die spezifische Gefihrdungslage,
in der sich der Kennzeichnungspflichtige befindet, wenn seine Daten dauerhaft im Internet gespei-
chert werden, hierzu Hartmann, in: Wandtke/Ohst, Medienrecht Bd. IV, Kap. 1 Rn. 176.
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ler Wandel des Profils findet nicht statt, sofern dadurch nicht die Reichweite er-
heblich erhoht oder Inhalte hinzutreten, die den privaten Charakter verdn-
dern.'8> Anders liegt es nur dann, wenn der Verwender aufgrund eines Auftrages
tatig wird oder wenn Bots systematisch und (wahlkampf-)strategisch eingesetzt
werden. Im ersten Fall handelt es sich schon nicht mehr um ausschliefSlich per-
sonliche Zwecke, weil der Verwender nicht aus eigenem Antrieb titig wird. Er
agiert zumindest auch fiir einen anderen. Im zweiten Fall geht es nicht mehr aus-
schliefSlich um die personliche Teilhabe an Diskussionen. Vielmehr wird agiert,
um eine moglichst grofle Teilhabe an der 6ffentlichen Kommunikation und damit
Reichweite zu erzielen. Dadurch tritt ein noch verfolgter ideell-personliche
Zweck in den Hintergrund. Von einem ausschliefSlich personlichen Zweck kann
dann nicht die Rede sein.'*¢ In diesen Fallen musste also ein Impressum bereitge-
halten werden, '*%” sodass Name und Anschrift des Inhabers leicht erkennbar, un-
mittelbar erreichbar und stiandig verfiigbar sind.

cc. Durchsetzung der Kennzeichnungspflicht

Nach § 59 Abs. 2 und Abs. 3 S. 1, 2 RStV kann die zustindige Aufsichtsbehorde
bei Verstoflen gegen die Kennzeichnungspflicht des § 55 Abs. 1 RStV einschrei-
ten. Sie kann dann die zur Beseitigung des Verstofses erforderlichen Mafsnahmen
treffen, was insbesondere — allerdings als ultima ratio — die Angebotsuntersagung
und Sperrung nach § 59 Abs. 3 S.2 RStV beinhaltet. Derlei Mafsnahmen kénnen
nicht nur gegeniiber dem eigentlichen Verantwortlichen, sondern auch gegentiber
den Netzwerkbetreibern getroffen werden, wenn sich MafSnahmen gegen Erste-
ren als nicht durchfithrbar oder nicht erfolgreich erweisen (§59 Abs.4 S.1
RStV). Allerdings darf bezweifelt werden, dass dies im Falle der Meinungsrobo-
ter erfolgt, weil die Behorde von einem Verstof$ gegen § 55 Abs. 1 RStV erst ein-
mal Kenntnis erlangen muss. Das setzt aber voraus, dass die Behoérde auch den
Umstand einer Automatisierung oder zumindest die Reichweite des automatisier-
ten Profils erkennen kann. Angesicht der Identitdtskreierung wird ersteres aber
haufig schwerfallen. Und letzteres scheitert an einem fehlenden behordlichen Zu-
griff auf die Netzwerke. Insoweit durfte der behordlichen Ermichtigung nicht
nur im Falle der Meinungsroboter, sondern in sozialen Netzwerken allgemein
eine geringe Bedeutung zukommen.

1485 Dankert, in: Hofmann-Riem, Big Data — Regulative Herausforderungen, S. 157 (161) sieht in dem
Einsatz von (mehreren) SocialBots jedenfalls ein starkes Indiz fiir einen nicht ausschliefSlich privaten
Zweck.

1486 So Dankert/Dreyer, K&R 2017, 73 (77).

1487 So i.E. auch Dankert/Dreyer, K&R 2017, 73 (77) und auch - allerdings ohne nihere Begriindung —
Klaas, MMR 2019, 84 (89).
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dd. Fazit: Lickenhafte Transparenzvorgaben des Medienrechts

Die bestehenden Kennzeichnungspflichten erfassen Meinungsroboter ungenii-
gend.'*® Sofern § 55 Abs.1 RStV und behordliche Kontrollrechte einschligig
sind, werden besonders zwei Schwachstellen sichtbar: Zum einen sind die Bots
als solche fiir die auflenstehende Behorde kaum zu erkennen, was erhebliche
Auswirkungen auf die Durchsetzungsfihigkeit hat. Zum anderen wirkt die Kenn-
zeichnungspflicht, wenn man davon ausgeht, dass sie befolgt wird,'*** nur mit
Blick auf den eigentlichen Verwender transparenzerhohend. Die Profile konnen
so zwar einer Person zugeordnet werden. Im normalen Diskurs zwischen den
Nutzern hat das aber keine Auswirkung, weil die Automatisierung weiterhin un-
entdeckt bleibt.'*° Zudem kann ein vorhandenes (falsches) Impressum die
Glaubwiirdigkeit noch weiter steigern.

d. Datenschutzrechtliche Vorgaben

Mittelbar werden auch die Netzwerkbetreiber und ihre Rankingalgorithmen fiir
die Informations- und Meinungsbildungsfreiheit relevant, weil diese conditio sine
qua non fiir eine privilegierte und auch segregierte Informationsdiffusion sind.'*"
Da diese aber mafSgeblich auf Personalisierungsprozessen beruhen, konnen auch
datenschutzrechtliche Implikationen relevant werden. Die hiermit verbundenen
Fragen werden seit dem 25.05.2018 — zumindest bei privaten Verarbeitern — eu-
ropaweit durch die DS-GVO beantwortet, die innerhalb ihres Anwendungsbe-
reichs die nationalstaatlichen Regelungen, allen voran das BDSG und das TMG,
verdrangt.'*> Auch wenn in der Praxis unklar sein mag, ob die entsprechenden
Verarbeitungsschritte im Binnenmarkt oder im EU-Ausland erfolgen, haben die
Betreiber jedenfalls die DSGVO zu beachten, sofern die Verarbeitung einen unio-
nalen Bezug aufweist (vgl. Art.3 Abs.2 DS-GVO), was angesichts der Ausrich-
tung auf den europdischen Binnenmarkt stets der Fall sein wird.

1488 So letztlich auch Léber/Rofinagel, MMR 2019, 493 (494 f.).

1489 Schon das ist aber nicht tiberwiegend wahrscheinlich, weil die Risiken fiir die Verwender tiber-
schaubar sind. Im schlimmsten Fall werden die entdeckten Profile gesperrt. Das hindert sie aber
nicht daran, neue Profile zu registrieren. Es liuft also auf ein Katz-und-Maus-Spiel hinaus.

1490 So auch Lober/Rofsnagel, MMR 2019, 493 (495); Dankert, in: Hofmann-Riem, Big Data — Regula-
tive Herausforderungen, S. 157 (161f.).

1491 Zu den Personalisierungsprozessen siche bereits oben, 1. Teil A.IL1 bzw. A.IL.2. Und zur mittelba-
ren Bedeutung dieser netzwerkinternen Prozesse oben, 1. Teil C.VL3.

1492 Vgl. nur im Ansatz Erwigungsgrund 10, 16 der DS-GVO 2016/679, ABL. L 119. Weil es sich aber
um eine Hybrid zwischen Verordnung und Richtlinie handelt, so etwa Bilz, Margin of Appreciati-
on, S.240 m.w.N., werden daneben auch ganz besonders national-rechtliche Vorgaben relevant.
Das gilt etwa, wenn es in Art. 6 Abs. 1 lit. c) um die ,rechtlichen Verpflichtungen geht, oder etwa
hinsichtlich der Offnungsklausel des Art. 85 oder des Art. 91 DS-GVO. Zu diesen und den dadurch
entstehenden mitgliedstaatlichen Regelungsspielriumen, etwa Bilz, ebd., S. 240 ff.
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Die DS-GVO ist aber kein geeignetes Instrument, um Fragen der Informati-
onsdiffusion, der Meinungsvielfalt oder andere Fragen des Medienrechts in der
digitalen Welt verniinftig beantworten zu konnen.'*3 Das liegt nicht nur an dem
ganz anderen Regelungszweck, sondern auch daran, dass sie einer Verarbeitung
personenbezogener Daten der Nutzer zum Zwecke der Personalisierung der
Dienste (und damit auch der Informationsweiterleitung) nicht dem Grunde, son-
dern nur dem Umfang nach im Weg steht. Art. 6 Abs. 1 DS-GVO erlaubt grund-
satzlich die Erhebung entsprechender Daten, sofern und soweit eine rechtliche
Grundlage einschldgig ist. In Betracht kommt neben der Einwilligung (Art. 6
Abs. 1 lit. a DS-GVO) auch die Erforderlichkeit oder die berechtigten Interessen
der Betreiber,'** wobei sich jeweils spezifische Probleme ergeben: Eine Einwilli-
gung der Nutzer kann nicht nur an der fehlenden Freiwilligkeit (Art.4 Abs. 1
Nr. 11 DS-GVO) scheitern. Denn die starke wirtschaftliche Machtstellung!#* ein-
zelner Anbieter und die auch soziale Abhingigkeit der Nutzer infolge von Lock-
in-Effekten u.4.'#¢ fiihrt de facto dazu, dass man sich den Diensten kaum entzie-
hen kann, ohne sich auch in eine gewisse soziale Isolation zu begeben. Zudem ist
den Nutzern eine Disposition tiber die Art und den Umfang erhobener gar nicht
oder nur in einem nicht nennenswerten Umfang moglich, sodass er entweder ein-
willigen oder dem Dienst fernbleiben muss.'*” Im Lichte des Erwagungsgrundes
43 konnte deshalb schon keine freiwillig erteilte Einwilligung vorliegen.'**® Dane-
ben ist zumindest diskutabel, in wie weit eine informierte Einwilligung angesichts

1493 So etwa auch Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz,
5.85 (101).

1494 Hierzu auch v. Ungern-Sternberg, in: Unger/Dies., Demokratie und kiinstliche Intelligenz, S.3
(22££.).

1495 Vgl. hierzu etwa Ernst, in: Paal/Pauly, DS-GVO/BDSG, Art.4 DS-GVO Rn. 76; ders., ZD 2017,
110 (112), der formuliert: ,,Wer als Anbieter mit einem signifikanten Marktanteil (wie (...) Anbieter
grofler Social-Media-Dienste) als Bedingung fiir die Inanspruchnahme der eigenen Leistungen die
Zustimmung zu einer umfassenden Verwendung personenbezogener Daten zwingend verlangt, kann
nicht davon ausgehen, dass diese Einwilligung tatsichlich ,freely given’ ist.“ In diese Richtung auch
Gierschmann, ZD 2016, 51 (54). Umfangreich zu dieser Machtstellung im Falle von Facebook
BKartA, Beschluss vom 06.02.2019 - B6-22/16 = BeckRS 2019, 4895 Rn. 163 ff. und zur Frage der
Freiwilligkeit der Einwilligung Rn. 639 ff. Auf die fehlende Alternative stellt auch Golland, MMR
2018, 130 (131), ab. Nocun, in: Rofinagel/Friedewald/Hansen, Fortentwicklung des Datenschutzes,
S. 39 (40) bezeichnet Facebook als einen der wichtigsten Gatekeeper und als de-facto Standard fiir
soziale Netzwerke. Anders indes Klement, in: Simitis/Hornung/Spiecker gen. Déhmann, Daten-
schutzrecht, Art. 7 DS-GVO Rn. 63 und Kipker/Voskamp, DuD 2012, 737 (739).

1496 Siehe hierzu etwa Noyb, Beschwerde gegen Facebook nach Art. 77 Abs. 1 DS-GVO, S. 11.

1497 Zur Relevanz fiir die Freiwilligkeit siche etwa BKartA, Beschluss vom 06.02.2019 - B6-22/16 =
BeckRS 2019, 4895 Rn. 645.

1498 So BKartA, Beschluss vom 06.02.2019 - B6-22/16 = BeckRS 2019, 4895 Rn. 645 f.; Knebel, Dritt-
wirkung der Grundrechte gegeniiber Privaten, S. 197; J8rgensen/Desai, NJHR 35 (2017), 106; so
auch die Begriindung von Noyb, Beschwerde an die osterreichische Datenschutzbehorde, S.11. In
diese Richtung wohl auch Ernst, in: Paal/Pauly, DS-GVO/BDSG, Art. 7 DS-GVO Rn. 76; ders., ZD
2017, 110 (112); Pomana, BB 2018, 965 (972 £.); Golland, MMR 2018, 130 (130 £.); jedenfalls in
Betracht ziehend Kamp/Rost, DuD 2013, 80 (82). A.A. Kipker/Voskamp, DuD 2012, 737 (7381f.);
wohl auch Kampert, Datenschutz in sozialen Online-Netzwerken, S.93; Klement, in: Simitis/
Hornung/Spiecker gen. Dohmann, Datenschutzrecht, Art. 7 DS-GVO Rn. 63.
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der umfangreichen Datenrichtlinien und ihrer teils nur recht vagen Aussagen er-
folgt.'*” Und auch das Kopplungsverbot des Art. 7 Abs. 4 DS-GVO konnte einer
Einwilligung entgegenstehen, weil der Zugang zum Netzwerk von der Daten-
preisgabe abhidngig gemacht wird. Das hingt aber zum einen davon ab, wie man
die die ,,Erforderlichkeit versteht, und zum anderen davon, ob Art. 7 Abs. 4 DS-
GVO ein absolutes oder doch nur ein relatives Kopplungsverbot enthilt.'>%

In welchem Umfang Betreiber's*' dann gestiitzt auf Art.6 Abs. 1 lit. b) DS-
GVO Daten erheben konnen, hiangt von dem Tatbestandsmerkmal der Erforder-
lichkeit ab. Klar ist insoweit nur, dass allein die Leistungsbeschreibungen der Be-
treiber nicht maflgeblich fiir die datenschutzrechtliche Bewertung sein konnen,
weil online wesentlich mehr Daten anfallen als in herkommlichen analogen Ver-
tragsbeziehungen. Wenn hier alle Daten'°? als erforderlich fir die personalisierte
Erbringung der Dienste angesehen wiirden, wiirden die hohen Anforderungen
der Einwilligung umgangen'® und auch das Prinzip der Datensparsamkeit ad
absurdum gefiihrt. Der datenschutzrechtliche Schutz wire so zur Disposition des
geschickten Verwenders von AGB gestellt.'>* Unklar ist bislang allein, wie — me-

1499  Greve, in: Sydow, DS-GVO, Art. 12 Rn. 13 sicht zumindest ein Spannungsfeld. Zu empirischen Fra-
gen, der rechtlichen Bedeutung und Verbesserungen etwa Gerpott, MMR 2020, 739 ff. Ebenfalls
zur Empirie Rothmann, in: Rofinagel/Friedewald/Hansen, Fortentwicklung Datenschutz, S. 59 ff.
Bezugnehmend auf eine osterreichische Studie; hierzu auch ders./Buchner, DuD 2018, 342 (344 ff.).
Diese Informiertheit anzweifelnd B. Wagner, ZD-Aktuell 2018, 06103. Kritisch hinsichtlich der
Floskel “We use the information we collect from all of our services to provide, maintain, protect
and improve them, to develop new ones [...]”, die gewisse Ahnlichkeit zur Datenschutzrichtlinie
von Facebook hat, Golba, Annuals of the Administration and Law 17 (2), 253 (258). Kritisch auch
Noncun, in: Roflnagel/Friedewald/Hansen, Fortentwicklung des Datenschutzes, S. 45; ebenfalls mit
Blick auf Art. 5 Abs 1 lit.a) DS-GVO BKartA, Beschl. v. 06.02.2019 - B6-22/16 = BeckRS 2019,
4895 Rn. 791 f. Und zur Verarbeitung der durch die business tools erlangten Daten Rn. 863. Letzt-
lich geht es hier darum einen Spagat zwischen umfangreicher Information auf der einen und dem
Verhindern einer Informationsflut auf der anderen Seite zu schaffen (vgl. Kampert, Datenschutz in
sozialen Online-Netzwerken, S. 90f.). Angesichts dessen werden in letzter Zeit zusitzlich zu den
Datenschutzerklirungen sog. ,,One-pager® verlangt, die die essentiellen Informationen kurz und
biindig zusammenfassen (hierzu Kuntz, ZD-Aktuell 2015, 04909; Hennemann, ZUM 2017, 544
(551).). Ob das aber zwingend bedeutet, dass die gingige Praxis datenschutzrechtlich unzulissig ist,
ist unklar.

1500 In die Richtung eines absoluten Kopplungsverbotes tendierend Remmertz, GRUR-Prax 2018, 254
(255); anders hingegen Artikel-29-Datenschutzgruppe, WP 259 rev. 01, S.10; Veil, NJW 2018,
3337 (3340).

1501 Betrachtet man einschligige Regelwerke, bspw. von Facebook, so fillt auf, dass ein Grof§ der Daten
nicht auf Grundlage einer Einwilligung erhoben wird. Vielmehr beruft man sich iiberwiegend auf
die Erforderlichkeit zur Vertragserfiillung. Siehe hierzu bspw. die erginzenden Erklirungen von
Facebook, abrufbar unter https://www.facebook.com/about/privacy/legal_bases (Stand:
30.05.2021). Darauf weist auch das BKartA, Beschl. v. 06.02.2019 - B6-22/16 = BeckRS 2019,
4895 Rn. 641 f., hin. Das iiberrascht auch deswegen, weil sich die einschligige Literatur zumeist auf
die Einwilligung stiirzt und die Frage der Erforderlichkeit fiir die Vertragserfiillung gar nicht oder
nur unzureichend aufgeworfen und beantwortet wird, siehe hierzu nur Sébbing, InTeR 2018, 182
(184).

1502 Ausfiihrlicher zu den Datenquellen BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895
Rn. 483 ff.

1503  Schantz, in: Simitis/Hornung/Spiecker gen. Dohmann, Datenschutzrecht, Art. 6 DSGVO Rn. 33.

1504 So etwa auch v. Ungern-Sternberg, in: Unger/Dies., Demokratie und kiinstliche Intelligenz, S. 3 (25).
Wenn Facebook sein Angebot als personalisiertes Erlebnis und personalisierten Dienst beschreibt,
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thodisch iiberzeugend - eine Restriktion des Tatbestandes erfolgen kann. 5% In
jedem Fall ist aber die umfangreiche Nutzung samtlicher auch netzwerkexterner,

1505

werden hierfiir potentiell alle personenbezogenen Informationen notwendig. Eine bestimmte Grenze
lasst sich so nur schwer ziehen, sodass Art. 6 Abs. 1 lit. b DS-GVO immer einschligig sein konnte,
vgl. zu personalisierten e-Commerce-Diensten Krohm/Miiller-Peltzer, ZD 2017, 551 (554). Damit
wird aber die Einwilligung mit ihren hohen Rechtmifigkeitsanforderungen unterlaufen (so Buch-
ner/Petri, in: Buchner/Kiithling, DS-GVO/BDSG, Art. 6 DS-GVO Rn. 26 Wendehorst/Graf v. West-
phalen, NJW 2016, 3745 [3747], weshalb sich die Schutzrichtung im Vergleich zum Vertragsrecht
hier dndert: es geht nicht mehr um den Schutz vor einschridnkenden, sondern vor ausufernden Leis-
tungsbeschreibungen, [3746 f.]) und wesentliche Ziele der DS-GVO kénnen nicht erreicht werden.
Deshalb bezeichnet Hennemann, ZUM 2017, 544 (546) Art. 6 Abs. 1 lit b) DS-GVO wohl auch als
»trojanisches Pferd“. Kritisch hierzu auch Nocun, in: Rofinagel/Friedewald/Hansen, Fortentwick-
lung des Datenschutzes, S. 43.

Das BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 672 stellt folgende Vor-
aussetzung: ,,Die Datenverarbeitung ist danach nur dann fiir die Vertragserfiillung erforderlich,
wenn bei verniinftiger Betrachtung das Angewiesensein des Unternehmens auf das konkret in Frage
stehende Mittel zu bejahen und ein Verzicht auf die Daten nicht sinnvoll oder unzumutbar ist. Da-
bei gilt die Bestimmung gerade nicht fiir Situationen, in denen die Verarbeitung fiir die Vertragser-
fiillung nicht wirklich notwendig ist, sondern der Vertragsinhalt und die Datenverarbeitung der be-
troffenen Person von dem fiir die Verarbeitung Verantwortlichen einseitig auferlegt wird.“ In der
Literatur wird versucht, Art. 6 Abs. 1 lit. b DS-GVO teleologisch zu reduzieren, wenn die erhobenen
Daten auch zu kommerziellen Zwecken vom Verantwortlichen genutzt werden (Wendehorst/Graf v.
Westphalen, NJW 2016, 3745 (3747); in diese Richtung auch Buchner/Petri, in: Buchner/Kiihling,
DS-GVO/BDSG, Art. 6 DS-GVO Rn. 40; wohl auch Hennemann, ZUM 2017, 544 (547); jedenfalls
i.E. fiir den Ausschluss der Rechtsgrundlage bei kommerzieller Verwendung Albrecht/Jotzo, Daten-
schutzrecht der EU, Teil 3 Rn. 44). Damit wiirde man aber in systematisch fragwiirdiger Weise nach
den Interessen des Datenverarbeitenden differenzieren. Andernorts sollen unbillige Ergebnisse iiber
eine zivilrechtliche Vertrags- und Klauselkontrolle korrigiert werden (Engeler, ZD 2018, 55 (58); so
auch - als alternativer Ansatz bis zur endgiiltigen Klirung durch den EuGH —Wendehorst/Graf v.
Westphalen, NJW 2016, 3745 [3748f.]; in diese Richtung auch Schantz, in: Simitis/Hornung/
Spiecker gen. Dohmann, Datenschutzrecht, Art. 6 DS-GVO Rn.27f.; Indenbuck/Britz, BB 2019,
1091 [1093]). Gangbar wiire es aber auch zu fragen, was den Wesenskern des Vertrages ausmacht,
welche Daten also fiir den Sinn des Vertrages notwendig sind (so Buchner/Petri, in: Buchner/
Kiihling, DS-GVO/BDSG, Art. 6 DS-GVO Rn. 38f.; in diese Richtung auch BGH, ZD 2018, 477
Rn. 71; dhnlich Gierschmann, MMR 2018, 7 [8]; vgl. hierzu auch die Darstellungen bei B. Wagner,
ZD-Aktuell 2018, 06103 und Engeler, ZD 2018, 55 [57f.]. Das EDPB formuliert in seinen Guide-
lines 2/2019, Rn. 25: ,Article 6 (1) (b) will not cover processing which is useful but not objectively
necessary for performing the contractual service [...].“) Die Einwilligung wiirde so nicht durch das
»trojanische Pferd“ (so Hennemann, ZUM 2017, 544 [546]) der Vertragserfiillung unterlaufen. Das
EDPB, Guidelines 2/2019, Rn. 17, meint explizit: ,,(...) in some circumstances it may be more ap-
propriate to rely on freely given consent under Article 6 (1) (a).“ Dabei verlisst man auch nicht den
Wortlaut der Norm, weil es dann immer noch im Kern auf den konkreten Vertrag ankommt, nur
entzoge man die Dispositionsbefugnis tiber die Frage der Erforderlichkeit den Datenverarbeitern.
Das EDPB, Guidlines 2/2019, Rn. 30, bekriftigt dies, wenn es schreibt: ,,A contract cannot artifi-
cially expand the categories of personal data or types of processing operation that the controller
needs to carry out for the performance of the contract within the meaning of Article 6 (1) (b).«
Worin aber soll der Wesenskern eines Nutzungsvertrages bei sozialen Netzwerken bestehen? In der
Nutzung? In der Abstimmung des Angebots an die jeweiligen Nutzerbediirfnisse? Kann man nicht
sogar die Daten als vertragliche Hauptleistungspflicht anerkennen (sieche nur Briutigam, MMR
2012, 635), sodass stets von der Erforderlichkeit auszugehen wire? Nimmt man den Restriktions-
versuch ernst, wire es plausibel, wenn an die Grundfunktionen angekniipft wird, also die Kommu-
nikation und Interaktion mit Bekannten und Freunden (vgl. Buchner, DuD 2016, 155 (158); AfS-
mus, in: Jandt/Steidle, Datenschutz, B. III. Rn.225). Die bedarfsgerechte, also personalisierte, Er-
bringung der Leistungen ist insoweit niitzlich, aber nicht erforderlich (vgl. Buchner/Petri, in: Buch-
ner/Kiihling, DS-GVO/BDSG, Art. 6 Rn.42; EDPB, Guideline 2/2019, Rn. 54 und die Beispiele 7
und 8). Jedenfalls eine Erhebung tiber die Netzwerkdaten hinaus, wire also nicht mehr durch Art. 6
Abs. 1 lit. b DS-GVO legitimiert, in diese Richtung Buchner, DuD 2016, 155 (158).
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personenbezogener Daten nicht erfasst,’” sondern lediglich ein eng begrenzter
Ausschnitt der — allein netzwerkinternen — Daten.

Weil die Verarbeitung der Daten zwar der Refinanzierung der Dienste dient,
haben die Betreiber ein berechtigtes Interesse an der Verarbeitung (Art. 6 Abs. 1
lit. f) DS-GVO). Allerdings werden auch hier dort Grenzen gezogen, wo ,,die In-
teressen oder Grundrechte und Grundfreiheiten der betroffenen Person, die den
Schutz personenbezogener Daten erfordern, iiberwiegen (...).“ Insoweit kann
freilich auch hierunter keine sachlich unbegrenzte Verarbeitung netzwerkinterner
und -externer Daten erlaubt sein.!*%”

Und letztlich konnen selbst sensible Daten (Art. 9 Abs. 1 DS-GVO) verarbeitet
werden. Mit Blick etwa auf die ,,politische Meinung* gehoren hier nicht nur di-
rekte Angaben tber die politische Zugehorigkeit zu, sondern auch solche Daten,
aus denen sich mittelbar die politische Meinung deduzieren lasst. '°° Den Betrei-
bern wird die Verarbeitung solcher Daten aber nicht unméglich gemacht. Sie ist
vor allem dann erlaubt, wenn der Betroffene die Information bewusst ins Inter-
net stellt und diese ohne wesentliche Hiirden einer Vielzahl von Personen zu-
ganglich sind (Art. 9 Abs. 2 lite) DS-GVO)'5%.

Auch aus datenschutzrechtlicher Sicht sind also Personalisierungsprozesse le-
gitimer Bestandteil — immerhin haben auch Nutzer einen Mehrwert davon —!51
der Netzkultur. Lediglich der Umfang ist hier wohl durch die DS-GVO deutlich
weiter beschrinkt, als es die Praxis vermuten lisst. Das diirfte zwar einen Ein-
fluss auf die PersonalisierungsmafSnahmen haben. Gleichwohl werden zumindest
die freiwillig angegebenen Daten und die geteilten Inhalte noch erfasst sein, so-
dass sich hieraus wesentliche Datenbestiande ergeben, die eine selektierte und per-
sonalisierte Informationsdiffusion ermoglichen.’”!' Die DS-GVO reagiert hierauf
selbst mit entsprechenden, die Transparenz erhohenden Mafsnahmen, insbeson-
dere mit den Informationspflichten und Auskunftsrechten der Art.13ff. DS-
GVO.

1506 Ausfiihrlich hierzu BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 671 ff.

1507 Hierzu umfassender BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 727 ff.

1508 So letztlich auch der BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 586.
Ahnlich Albers/Veit, in: Wolff/Brink, Datenschutzrecht, Art.9 DS-GVO Rn. 19; Schneider, ZD
2017, 303 (304). Ausfiihrlicher Petri in: Simitis/Hornung/Spiecker gen. Déhmann, Datenschutz-
recht, Art. 9 DSGVO Rn. 11 ff.

1509  Albers/Veit, in: Wolff/Brink, Datenschutzrecht, Art. 9 DS-GVO Rn. 65 f.; Petri, in: Simitis/Hornung/
Spiecker gen. Déhmann, Datenschutzrecht, Art. 9 DS-GVO Rn. 57 f. Explizit zu sozialen Netzwer-
ken Petri, in: Simitis/Hornung/Spiecker gen. Déhmann, Datenschutzrecht, Art. 9 DS-GVO Rn. 58.

1510 Schafft/Ruoff, CR 2006, 499 (500).

1511 Das zeigt ja schon die Prediction-API ,Apply Magic Sauce®, die ,nur® mit netzwerkinternen
Datenbestinden arbeitet, den Post, den Likes, den Kommentaren und den Profilinformationen und
damit meist tiber Daten die fir die Bereitstellung der Dienste erforderlich sind. Denn die Inhalte
miissen ja gespeichert werden, um den Dienst erfiillen und sie letztlich anderen Nutzern anzeigen zu
konnen. Siehe hierzu https://applymagicsauce.com/about-us, (Stand 30.05.2021.).
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e. Fazit: Primar selbstregulatorischer Schutz durch Betreiber

Der Schutz der Informationsfreiheit wird in erster Linie auf einer selbstregulato-
rischen Ebene gewihrleistet. Allerdings bleibt es hier meist nur bei einem Ge-
wahrleistungsversuch. Weder die Nutzungsbedingungen noch der gemeinsame
Verhaltenskodex der EU-Kommission bieten hinreichend Gewiahr dafiir, dass
Meinungsroboter tatsichlich effektiv bekimpft werden. Dafiir mangelt es an spe-
zifischen Vorgaben und aufsichtsrechtlichen Befugnissen. Verbindliche, die
Transparenz erhohende Regeln und aufsichtsrechtliche Befugnisse bestehen zwar
im Medienrecht. Aber selbst wenn diese Regeln einschlagig sind, so bieten sie nur
eine allgemeine Antwort auf das Bediirfnis, den Anbieter eines Telemediums
identifizieren zu konnen. Im Falle der Meinungsroboter fihrt das aber gerade
nicht zu der Aufdeckung des eigentlichen Charakters. Dem Hauptanliegen der
Transparenz wird also mit Blick auf die Informationsfreiheit nicht hinreichend
Rechnung getragen. Datenschutzrechtliche Erwigungen werden zwar auch mit-
telbar relevant, soweit sie von Bedeutung fiir die algorithmenbasierte Weitergabe
der Informationen sind. Allerdings steht die personalisierte Informationsweiter-
gabe nicht unter einem generellen, sondern allein unter dem Vorbehalt, dass nur
ein bestimmter (geringer) Datenbestand hierfir verwendet wird. Mit den Infor-
mationspflichten (Art. 13f. DS-GVO) wird zwar Transparenz mit Blick auf die
Zwecke der Verarbeitung geschaffen. Inwieweit dabei aber auch Transparenz
iiber den algorithmisierten Weiterleitungsprozess geschaffen wird, ist zweifelhaft
und hingt vor allem von den jeweiligen Datenschutzerklarungen ab. Den Schutz-
bediirfnissen der Informationsfreiheit wird so kaum Rechnung getragen.

4. Spezifische Schutzmechanismen fiir die MeinungsiufSerungsfreibeit

Betrachtet man etwaige Schutzvorkehrungen fiir die MeinungsaufSerungsfreiheit,
so kann Ankniipfungspunkt hierfiir — zur Erinnerung — allein die Gewihrleistung
der Freiheit der Willensbetitigung vor einem externen Einfluss sein.'*!? Insoweit
konnen nicht nur speziell fiir die Willensbetatigung im politisch-demokratischen
Kontext Schutzmechanismen bestehen, sondern auch ganz generell fiir die freie
Willensbetitigung.

a. Einfach-rechtlicher Schutz vor Beeinflussung der Willensbetdtigung
Einfach-rechtlich spiegelt sich diese Unterscheidung vor allem in der Unterschei-

dung zwischen dem generellen Schutz der Willensbetitigung durch den ,,Grund-
tatbestand“ der Notigung (§ 240 StGB) und dem Schutz der freien Willensbetati-

1512 Zum Schutzbedarf oben, B.II.1.b.
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gung als Voraussetzung des zentralen politischen Akts der Wahl (§ 108 StGB) wi-
der. Diese strafrechtliche Schutznorm wird durch das wahlrechtliche Verbot be-
stimmter Einflussnahmen am Wahltag in § 32 Abs. 1 BWG erginzt.

aa. Schutz der allgemeinen freien Willensbetitigung, § 240 StGB

§ 240 StGB schiitzt aber nur vor Notigungen. Es muss entweder mit einem emp-
findlichen Ubel gedroht oder Gewalt angewendet werden. Bei Meinungsrobotern
ist es durchaus denkbar, dass anderen Nutzern etwaige Ubel in Aussicht gestellt
werden, worauf die jeweiligen Bots Einfluss zu haben scheinen. Abhingig ist das
aber von den konkreten Kommunikaten. Entscheidender wire die Frage, ob
durch die Suggestion einer gesellschaftlichen Mehrheit Gewalt im Sinne der
Norm angewendet wird. Bereits in anderen Fallen wurde aber deutlich gemacht,
dass allein ein psychisch vermittelter Zwang keine Gewalt darstellt, weil man da-
mit die Grenze des Wortlauts in verfassungswidriger Weise iiberschreitet
(Art. 103 Abs. 2 GG)."'3 Demnach ist das zentrale Kriterium fiir den Begriff der
Gewalt eine doppelte Korperlichkeit: einerseits eine korperliche Kraftentfaltung
des Téters andererseits eine korperliche Zwangswirkung beim Opfer.

In den hier relevanten Fillen werden aber allein Mehrheiten suggeriert und
damit die normalen Zwangswirkungen von Diskursen und Gruppendynamiken
ausgenutzt. Dies fuhrt zwar zu dem Zwang, die eigene Meinung nicht kundgeben
zu wollen — insoweit bestiinde also eine willensbeugende Wirkung —, allerdings
basiert diese Zwangswirkung eher auf der geistigen, denn auf einer korperlichen
Wirkung. Insoweit ergibt sich gerade kein Unterschied zwischen der physischen
Anwesenheit von Personen etwa im Rahmen einer Versammlung, die zwar Ein-
schiichterungseffekte auslosen kann, aber als solche zulassig ist,'’'* und der
Anwesenheit anderer Nutzer und ihrer Meinungen als ,,manifestierte physische
Priasenz® innerhalb der Netzwerke. In der Konsequenz missten ansonsten immer
Mehrheitsmeinungen wegen der psychologischen Effekte als Gewalt angesehen
werden.””"S Dass das nicht gewollt sein kann, liegt auf der Hand. Erst wenn
bestimmte Begleitumstinde hinzutreten, kann auch die ,physische Prisenz® in
eine taugliche Notigungshandlung ,,umschlagen®.!51¢

1513 Siehe hierzu nur BVerfG 92, 1 (14 ff.) — Sitzzblockade 1.

1514 BVerfGE 104, 92 (101 f.) - Sitzblockade IIT m.w.N.

1515 Zwar ergibt sich ein Unterschied durch die kiinstliche Erzeugung der Effekte, was jedenfalls das
Eingreifen einer Schutzpflicht rechtfertigen kann. Das kann aber hier nicht mafigebliches Differen-
zierungskriterium fiir die Beurteilung der strafrechtlichen Relevanz bestimmter psychologischer
Wirkungen sein. Unterschiede im Ergebnis ergeben sich dann erst durch die konkrete Art der
Verwendung, die Inhalte und durch dhnliche Faktoren.

1516 Etwa dann, wenn es nicht mehr um die psychische Wirkungskraft geht, sondern die Anwesenheit
zur Bereitung von Hindernissen genutzt wird und so Dritte, die halten miissen, als Werkzeug zur
Errichtung eines Hindernisses benutzt werden (sog. Zweite-Reihe-Rechtsprechung, zuriickgehend
auf BGHSt 41, 182). Dieser Ansatz wurde vom BVerfG, NJW 2011, 3020 ff., gebilligt.
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bb. Schutz der politischen Willensbetdtigung im Rahmen von Wahlen

Die §§ 108ff. StGB sichern daneben die freie, wahlspezifische Betitigung des po-
litischen Willens ab. Dabei schiitzt § 108 Abs. 1 StGB den Wahlberechtigten vor
unzuldssiger Einwirkung auf seine Entscheidungsfreiheit der Wahlrechtsaus-
tibung und weist Parallelen zum Notigungstatbestand auf. Auch hier setzt der
Tatbestand Gewalt oder vergleichbare Notigungshandlungen voraus, sodass es
auch hier schon regelmiaflig an einer tauglichen Tathandlung fehlen wird. Und
selbst wenn diese vorlige, wird dies wohl nur in Ausnahmefillen eine tatsachli-
che Wahlhinderung oder eine Notigung zu einer spezifischen Wahlrechtsaus-
iibung zur Folge haben. Wenn tiberhaupt kommt also nur eine Versuchsstrafbar-
keit nach Abs. 2 in Betracht.

§ 108a Abs. 1 StGB ponalisiert Tauschungen, die zu Irrtiimern tber den kon-
kreten Inhalt der abgegebenen Wahlentscheidung fithren bzw. die dazu fithren,
dass die Wahlentscheidung ungiltig wird. Tauschungen bei der Willensbildung
und dadurch bedingte Motivirrtumer werden gerade nicht erfasst. Sofern also
Meinungsroboter nur politische Inhalte teilen und ihre Relevanz steigern — also
hochstens Einfluss auf die vorgelagerte Willensbildung haben — und keine Desin-
formation iiber Modalititen der Wahl verbreiten, ist § 108a Abs. 1 nicht ein-
schldgig. Und mangels ,Stimmenkaufs“ scheidet auch die Wihlerbestechung
gem. § 108b Abs. 1 StGB aus.

cc. Schutz der politischen MeinungsiaufSerung durch das Wahlrecht

Der strafrechtliche, wahlrechtsspezifische Schutz wird durch §32 Abs.1
BWahlG - und die entsprechenden landesrechtlichen Normen —'5'7 erganzt. Ver-
boten ist danach jegliche Beeinflussung wiahrend der Wahlzeit im und am Wahl-
gebiude. Eine Notigung muss also gerade nicht vorliegen, vielmehr reicht die ab-
strakte Gefahrlichkeit entsprechender Handlungen aus.

Freilich konnen die Bots bis zur Wahlhandlung in sozialen Netzwerken und
damit innerhalb der mafigeblichen Wahlzeit (§ 47 Abs. 1 BWO) aktiv Propagan-
da betreiben. Diese miisste aber auch in bzw. am Wahlgebiude vorgenommen
werden. Folgt man dem Wortlaut, wire dies nicht per se abzulehnen. Durch trag-
bare elektronische Endgerdte kann die Wirkung auch noch bis zum Wahlakt
selbst und damit innerhalb des von § 32 Abs.1 BWahlG geschiitzten Bereichs

1517 Siehe hierzu § 35 Abs. 1 LWG BaWii; Art. 20 Abs. 1 GLKrWG bzw. Art. 12 Abs. 1 LWG Bay; § 28
LWahlG Ber;§ 35 Abs. 1 LWahlG Bbg; § 27 Abs. 1 WahlG Br; § 28 Abs. 4 BaWG HH; § 30 Abs. 1
LWG Hes; § 28 Abs. 1 LKWG MV; § 24 Abs. 2 LWG Nds; § 24 Abs. 3 KWG bzw. § 25 Abs. 2 IWG
NRW; § 18 Abs. 1 LWG Rhpf; § 29 Abs. 1 LWG Sl; § 30 Abs. 1 LWG S; § 30 Abs. 1 LWG SA; § 38
Abs. 2 WahlG SH; § 33 Abs. 1 LWG Th.
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Wirkung entfalten.’s'® Allerdings kann dies deshalb anders zu bewerten sein, weil
man freiwillig auf sozialen Netzwerken aktiv und dort von Einflussnahmen un-
terschiedlichster Art betroffen ist und nicht wie in den klassischen Fillen's"
durch Dritte derart beeintrachtigt wird, dass man sich dem nur durch das Fern-
bleiben von der Wahl entziehen kann. § 32 Abs. 1 BWahlG dient gerade der spe-
zifischen Gefahrenlage, die dadurch entsteht, dass der Wahler darauf angewiesen
ist, am Wahltag das Wahllokal aufzusuchen.'”?* Weitestgehend wird dieses sub-
jektiv-rechtliche Verstindnis durch Wahlpriifungssachen'?! und ministeriale Hin-
weise!’?? ebenso wie durch die Gesetzgebungsmaterialien'’?® bestitigt. Soweit in
der Judikatur (auch) auf die Integritit der Wahl als objektiv-rechtlicher Schutz-
zweck abgestellt wird,'>* steht das dem hier aufgezeigten Verstindnis der Norm
nicht im Wege. Denn — wie schon der Zusammenhang von Mikro und Makro-
Ebene zeigt — wird die Integritidt des Wahlvorgangs vor allem durch die Gewahr-
leistung der Freiheit der Wahler gesichert. Entscheidet sich also der Waihler selbst
dazu, politische Inhalte wahrzunehmen, sei es in sozialen Netzwerken oder sei es
dadurch, dass er noch kurz vor Stimmenabgabe die Fragen des Wahl-O-Mat be-
antwortet, so besteht zwar ein potentieller Einfluss auf die Stimmabgabe. Dieser
ist aber nicht von externen Faktoren abhingig. Deshalb ist nach der hier vertre-
tenen Ansicht § 32 Abs. 1, 1. Alt BWahlG - und mit ihm die landesrechtlichen
Pendants — teleologisch zu reduzieren und damit vorliegend nicht einschlagig.

b. Spezifischer verfassungsrechtlicher Schutz der Wahlauferung vor
Einflussnahme

Abseits einfach-rechtlicher Vorschriften bestehen auch verfassungsrechtliche
Schutzmechanismen, insbesondere mit Blick auf die AufSerung im Rahmen der
Wahl und dem hiermit einhergehenden Kommunikationsprozess. Konkret wird
es hierbei um die fiir eine Wahlpriifung relevanten Fille eines Wahlfehlers gehen,
unabhingig davon, ob diese bei der Wahlvorbereitung, der Wahlhandlung oder

1518 So sieht Hahlen, in: Schreiber, BWahlG, § 32 Rn. 3, bspw. auch Propaganda, die mittels SMS- oder
Twitter-Nachrichten verbreitet wird, als vom Verbot des § 32 Abs. 1 BWahlG erfasst an.

1519 Siehe hierzu u.a. VGH Kassel NVwZ 1991, 702 ff.; OVG Liineburg, NVwZ 1994, 589.

1520 Vgl. VGH Kassel NVwZ 1991, 702 f., dass mafigeblich auf die Beeinflussung des Wihlers abstellt;
deutlicher VGH Kassel, NVwWZ-RR 1993, 116 (119). Das OVG Liineburg, NVwZ 1994, 589 (590),
weist zumindest auch auf den Wahlgang des Biirgers hin.

1521 BT-Drs. 14/1560, Anlage 84, S.227 wo es heift, dass ,[d]as Verbot der Wihlerbeeinflussung in
§ 32 Abs. 1 BWahlG (...) der Gewihrleistung der freien Ausiibung der Wahl (...)“ dient.

1522 In der offiziellen Mitteilung des Innenministeriums des Landes Mecklenburg-Vorpommerns, Vorbe-
reitung und Durchfithrung der Bundestagswahl am 27. September 2009, Az. 1T 210-115.2.2-1,
Rn. 12.1 und ebenso in der Anweisung, Vorbereitung und Durchfithrung der Euopaparlaments- und
Kommunalwahlen am 7. Juni 2009, Az. I1 210-115.4.2-2, Rn. 12.1 heifSt es: ,,Entscheidend ist, dass
allen Wahlberechtigten ihr politisches Grundrecht zu wihlen ungehindert gewihrleistet [wird].«

1523 BT-Drs. 10/2834, S.25.

1524 1In diese Richtung etwa BVerwG NVwZ 1991, 681 (682). Auch das OVG Liineburg, NVwZ 1994,
589 (590) weist hierauf zusitzlich hin.
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bei Feststellung des Ergebnisses erfolgen.'s?5 Wahlfehler kommen vorliegend ins-
besondere dann in Betracht, wenn staatliche Akteure, insbesondere Regierungs-
mitglieder, in den Kommunikationsprozess eingreifen (aa.), aber auch wenn Mei-
nungsroboter durch private Akteure (bb.) oder durch Parteien (cc.) eingesetzt
werden.

aa. Einsatz durch staatliche Akteure:

Staatliche Akteure haben eine besondere Zurtickhaltung im politischen Kommu-
nikationsprozess zu wahren. Sie trifft eine strikte Neutralitatspflicht,'52¢ die nicht
nur der Chancengleichheit im politischen Wettbewerb (Art.21 Abs.1 i.V.m.
Art. 38 Abs. 1. S.1 GG) dient’®?” und aus der Freiheit der Wahl und des Mei-
nungsbildungsprozess selbst (Art. 28 Abs. 1 S.2 GG bzw. Art. 38 Abs. 1 S.1 GG)
folgt,5?% sondern Ausdruck des Demokratieprinzip selbst ist.'5?° Einseitige Partei-
nahmen und zielgerichtete Eingriffe in den politischen Wettbewerb sind hiernach
unzulissig.'’3 Wegen der Zurechnung der automatisierten Kommunikate gilt
diese Neutralitatspflicht folglich auch firr den Einsatz von Meinungsrobotern.
Nicht nur wegen einer grundsitzlich zulissigen Offentlichkeitsarbeit stellen
sich in der Praxis schwierige Abgrenzungsfragen.!”3! Weil staatliche Amtstrager
nicht nur als solche auftreten konnen, sondern zugleich auch Parteipolitiker und
Privatpersonen sind — als solche aber nicht der Neutralitatspflicht unterliegen —
1532 ergeben sich auch deshalb Abgrenzungsprobleme. Nach der Rechtsprechung
des BVerfG ist von einem staatlichen Handeln auszugehen, wenn ein Rickgriff

1525 Brocker, in: Epping/Hillgruber, BeckOK GG, Art.41 Rn. 3; Klein, in: Maunz/Dirig, GG, Art. 41
Rn. 103.

1526 Grundlegend BVerfGE 44, 125 (138 ff.) — Offentlichkeitsarbeit. Ob aus der Rspr. des BVerfG eine
allgemeine Neutralitdtspflicht fiir staatliche Akteure im gesamten Meinungskampf gefolgert werden
kann, bezweifelt Payandeh, Staat 55, 519 (525 ff.) jedenfalls stark. Hierfiir spricht jedenfalls auch
BVerfGE 136, 323 — Auflerungsbefugnis d. Bundesprisidenten, da hier fiir den Bundesprisidenten
ein dogmatisch eigenstindiger Ansatz entwickelt wurde. Wegen der Intergrationsfunktion und der
Parteiferne des Bundesprisidenten, habe er einen Ermessensspielraum hinsichtlich seiner AufSerun-
gen und Wortwahl. Eine Grenze ist erst bei einer willkiirlichen Parteiergreifung erreicht. Insbeson-
dere fiir Regierungsmitglieder gilt indes ein strikter MafSstab, hierzu neben BVerfGE 138, 102
Rn. 31 ff. — Schwesig; 148, 11 Rn. 44 {f. — Chancengleichheit politischer Parteien; und zuvor schon
die einstweilige Anordnung in BVerfGE 140, 225 ff. — Rote Karte und jiingst etwa BVerfG NJW
2020, 2096 ff. — Seehofer.

1527 Statt vieler siche nur die jiingste Entscheidung, BVerfG, NJW 2020, 2096 Rn.43ff. — Seehofer,
m.w.N.

1528 Vgl. BVerfGE 103, 111 (130) — Wahlpriifung Hessen; NJW 2020, 2096 Rn. 44 — Seehofer, m.w.N.
Aus der verwaltungsgerichtlichen Judikatur etwa BVerwG, NVwZ 2003, 983 (985).

1529 Grundlegend BVerfGE 44, 125 (138 ff.) — Offentlichkeitsarbeit.

1530 Statt vieler BVerfG, NJW 2020, 2096 Rn. 51 — Seehofer, m.w.N.

1531 Insoweit geht es um die Abgrenzung von zulissiger Informations- und Offentlichkeitsarbeit zur un-
zulidssigen Einflussnahme, vgl. BVerfG NJW 2020, 2096 Rn. 49 ff. — Seehofer. Hierbei kommt ins-
besondere dem Gebot der Sachlichkeit Bedeutung zu, BVerfG, a.a.O. Rn. 52 m.w.N.

1532 BVerfG, NJW 2020, 2096 Rn. 54 f. — Seehofer m.w.N.
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auf die mit dem Regierungsamt eroffneten Mittel und Moglichkeiten erfolgt,!s33
was dann der Fall ist, wenn die Autoritit des Amtes oder die damit verbundenen
Ressourcen in spezifischer Weise in Anspruch genommen werden.'>* Auch wenn
unklar sein mag, ab wann diese Amtsautoritit in sozialen Netzwerken Verwen-
dung findet,'** hat das fir den Einsatz von Meinungsrobotern keinerlei Bedeu-
tung. Steinbach weist zutreffend darauf hin, dass das bisherige Kriterium der
Wahrnehmung amtsspezifischer Autoritit hier gerade nicht mehr anwendbar ist,
weil diese wegen der Identitdtsverschleierung nicht nach auflen dringt.'3¢ Mafs-
gebliches Kriterium wire also nur die Inanspruchnahme staatlicher, amtsbezoge-
ner Ressourcen beim Betrieb oder bei der Unterhaltung entsprechender Profile
oder des Botprogramms selbst. Dafiir miisste dann die technische Infrastruktur
des Staates — etwa Server- oder Rechenkapazititen — genutzt oder an Mitarbeiter
Aufgaben der Uberwachung und Betreuung delegiert werden.” Nicht ausrei-
chend wiire es, wenn die Bots nur auf den offiziellen Webseiten Inhalte veroffent-
lichen, beispielsweise bei Facebook auf der Seite der Ministerien, ohne aber sons-
tige amtsspezifische Ressourcen zu verwenden.'>3® Insoweit bestiinde gerade kein
Unterschied zu anderen Biirgern, die Inhalte veroffentlichen, oder anderen Ak-
teuren, die Meinungsroboter verwenden. Insgesamt diirfte daher der Einsatz
durch staatliche Akteure nicht die Neutralitatspflicht aktivieren.

bb. Einsatz durch private Akteure

Wahrscheinlicher ist es ohnehin, dass Beeinflussungsversuche von privaten Drit-
ten ausgehen. Aber auch diese konnen die Integritit der Willensbildung selbst
beeintriachtigen. Allen voran der Grundsatz der Wahlfreiheit wird bei Beeinflus-
sungsversuchen durch Private relevant.'®® Er gewihrleistet, dass der Wihler
sein Wahlrecht ohne Zwang oder sonstige unzulissige Beeinflussung ausiiben
kann,"* um so seine Entscheidung ,in einem freien, offenen Proze[ss] der
Meinungsbildung® treffen zu konnen'*!. Dabei ist allerdings zu beriicksichti-
gen, dass keine strenge Neutralititspflicht eingreift, sondern im Gegenteil auch

1533 BVerfG, NJW 2020, 2096 Rn. 56 m.w.N.

1534 BVerfG, ebd. m.w.N. Kritisch zur Rspr. Madjarov, GreifRecht 2015, 59 (611.).

1535 Harding, NJW 2019, 1910 (1914), nimmt dies dann an, wenn im Impressum ein Hinweis auf die
amtliche Tatigkeit gegeben wird.

1536 Steinbach, ZRP 2017, 101 (104).

1537 Vgl. hierzu auch v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche Intelligenz, S. 5
(15£.).

1538 Anders liegt der Fall, wenn auf der Internetseite des Ministeriums eine Pressemitteilung veroffent-
licht wird, vgl. hierzu BVerfG, NJW 2018, 928 (Rn. 67 ff.) — Wanka.

1539 So etwa bei beeinflussenden Auferungen von Arbeitgebern und Gewerkschaften, BVerfGE 66, 369.

1540 BVerfGE 7, 63 (69) — Listenwahl; 15, 165 (166) — Briefwahl; 47, 253 (282) — Bezirksvertretung; 66,
369 (380) — Wablbeeinflussung durch Unternebmer; 124, 1 (24) — Nachwahl Dresden.

1541 BVerfGE 44, 125 (139) — Offentlichkeitsarbeit der Bundesregierung; 66, 369 (380) — Wahlbeein-
flussung durch Unternebmer; 124, 1 (24) — Nachwahl Dresden.
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auf Seiten der Einflussnehmenden Grundrechte zu beriicksichtigen sind.'*** Das
macht die Bestimmung verfassungs- bzw. wahlrechtlicher Grenzen der Zulissig-
keit von Auflerungen schwierig; grundsitzlich ist hier — wie auch allgemein bei
Auferungen — von einem Vorrang der freien Rede auszugehen.!™** Nach der ver-
fassungsrechtlichen Judikatur sind Auflerungen nur dann unzulissig und als
Wahlfehler einzuordnen,
»[...] wenn private Dritte, einschliefllich Parteien |[...], mit Mitteln des Zwangs oder
Drucks die Wahlentscheidung beeinflusst haben oder wenn in dhnlich schwerwiegender
Art und Weise auf die Wihlerwillensbildung eingewirkt worden ist, ohne dass eine hinrei-
chende Méglichkeit zur Abwehr — zum Beispiel mit Hilfe der Gerichte oder der Polizei —
oder des Ausgleichs, etwa mit den Mitteln des Wahlwettbewerbs, bestanden hitte.“'>**
Jedenfalls die erste Fallgruppe der Notigung scheidet im Kontext der Meinungs-
roboter aus. Denn hierfiir orientiert sich das Gericht am Tatbestand des § 108
StGB."** Insoweit kommt allein die zweite Fallgruppe einer dhnlich schwerwie-
genden Einwirkung in Betracht. Auch wenn Volkmann die Formel zu Recht als
unpraktikabel bezeichnet,* so kann ein Wahlfehler nur angenommen werden,
wenn eine gewisse Vergleichbarkeit zu den Verbotstatbestinden bestiinde.'**

(L) Vergleichbarkeit der Charakteristika der Meinungsroboter

Diese Vergleichbarkeit nimmt von Ungern-Sternberg im Falle der Meinungsrobo-
ter wegen der gezielten und massenhaften Tauschung von Nutzern an."* Maf3-
geblich seien hierfiir vor allem die Identititstiuschungen. Sie konnen weder
durchschaut werden, noch ldsst sich Abhilfe etwa durch Léschungsanspriiche
oder die Richtigstellung der Tauschungen durch Dritte schaffen. Und selbst wenn
nachtriglich geloscht wiirde, war der Einsatz dennoch lange Zeit moglich.'** So-

1542 Vgl. Steinbach, ZRP 2017, 101 (104); Klein, in: Maunz/Diirig, GG; Art. 41 Rn. 120. Das Sdchsische
OVG, Urt. v. 15.01.2013 — 4 A 462/12, Rn. 25 — juris weist allgemein daraufhin, ,[d]ass private
Dritte fiir die Wahl von Parteien und Kandidaten werben und zu ihren Gunsten beeinflussen wollen,
(...) Bestandteil der in einer Demokratie gefithrten Wahlkampfe [ist].«.

1543 Nach dem Sichsischen OVG, Urt. v. 15.01.2013 — 4 A 462/12, Rn. 25, seien ,,Einwirkungen priva-
ter Dritter auf den Wihler grundsitzlich hinzunehmen“ und nach dem BVerwG NVwZ 2003, 983
(985) ist auch die ,,Verbreitung von Tiduschungen und Liigen, (...) nicht zu beanstanden, [auch]
wenn sie sittlich zu missbilligen sind.“ Ahnlich auch BVerwG, Urt. v. — 8 B 24/12, Rn. 12 — juris;
OVG Liineburg, Urt. v. 29.01.2009 — 10 LA 316/08, Rn. 11 — juris; VG Stade, Urt. v. 20.03.2013 -
1 A 1517/11, Rn. 65— juris. Vgl. auch BVerfGE 103, 111 (128) — Wahlpriifung Hessen.

1544 BVerfGE 103, 111 (132f.) - Wabhlpriifung Hessen; 122, 304 (315) — negatives Stimmengewicht;
124, 1 (20f.) = Nachwahl Dresden; zustimmend LVerfG Bbg, Beschl. v. 18.09.2015 - VfGBbg
18/15, Rn. 24 —juris.

1545 Siehe hierzu nur BVerfGE 66, 369 (380) — Wahlbeeinflussung durch Unternebmer; 103, 111 (132) -
Wabhlpriifung Hessen. Zur fehlenden Tatbestandsmifigkeit siehe bereits zuvor, C.1.4.a.bb.

1546 Volkmann, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 51 (65 f.) kriti-
siert diese Formel, weil sich hierunter nicht sinnvoll subsumieren lasse.

1547 So v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche Intelligenz, S. 3 (21).

1548 v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche Intelligenz, S. 3 (21).

1549 v Ungern-Sternberg, a.a.0., S.21f.
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weit es um die faktischen Aussagen geht, ist von Ungern-Sternberg ohne Weiteres
zuzustimmen. Gerade die inhdrenten Tauschungswirkungen (Identitatstiuschung
und Taduschung iiber die quantitative Legitimitit) sind als solche fiir die Nutzer
nicht erkennbar und jedenfalls nach der bislang aufgezeigten Rechtslage kann ih-
nen deshalb auch nicht begegnet werden.!>** Vor allem auch die Tduschungsqua-
litat unterscheidet sich deutlich von anderen netzwerk- oder internetimmanenten
Tauschungen.'”! Gleichwohl konnen allein die Charakteristika der Bots nicht die
Vergleichbarkeit zu den §§ 108, 108a StGB begriinden. § 108 StGB ponalisiert
immerhin die Notigung als unmittelbare unterdriickende Einwirkung auf die
WillensentschliefSung des Wahlers. § 108a StGB erfasst zwar Tauschungen, aller-
dings auch nur solche, die unmittelbar zu einem Irrtum tber den Inhalt der
Wahlerklarung fithren oder zu einem Irrtum, infolgedessen der Wahler seinen
Willen nicht (wirksam) kundgeben kann. Die Tduschungswirkungen fiihren aber
gerade nicht zu einer unmittelbaren Einwirkung auf den Willen des Waihlers der-
gestalt, dass er seine Wahlentscheidung nicht mehr frei treffen und wirksam
kundgeben kann. Vielmehr werden dadurch nur die Glaubwiirdigkeit und Reich-
weite der fiktiven Nutzer und ihrer Inhalte erhoht. Die Frage, ob und wie man
die AufSerungen wahrnimmt, ist allein vom Rezipienten und den Umstinden ab-
hingig.!%’? Die Entscheidung, die aus der einseitigen Informationsaufnahme oder
der Orientierung an statistischen Daten zur Beurteilung der Glaubwiirdigkeit
und Relevanz folgt, ist damit nicht weniger frei als die Entscheidung ohne ent-
sprechende Einfliisse. Sie ist lediglich ,fehlerhaft* zustande gekommen. Alle Ma-
nipulationen der Entscheidungsgriinde sind fiir die strafrechtlichen Tatbestinde
irrelevant und stellen nur unerhebliche Motivirrtimer dar.'**3 Auch in anderen
von der Rechtsprechung entschiedenen Fillen wurde nicht an die Umstidnde, son-
dern an das konkrete Verhalten angekniipft.’*** Und zudem wire dann auch hier
der positive Einsatz erfasst, wenn etwa Informationen transparent gemacht wer-
den, die sonst keine Aufmerksamkeit erhalten hitten.'5%s

Auch der digitale Zwang reicht hierfiir nicht aus. Weder ist dieser notigungs-
aquivalent'”** noch dauert die Zwangswirkung — anders als etwa im Falle des
nicht strafbaren Einflusses von Unternehmern auf die Belegschaft — nicht bis zur
eigentlichen Wahlhandlung fort; die psychische Wirkung beschrankt sich auf den

1550 Zu den hierfiir relevanten Kennzeichnungspflichten oben, C.I1.3.c.

1551 Hierzu bereits oben 2. Teil, C.VI.1.

1552 Hierauf im Kontext von Desinformation hinweisend Schimmele, Staatliche Verantwortung fiir dis-
kursive Integritit, S. 194.

1553 Vgl. Kargl, in: Kindhduser/Neumann/Paeffgen, StGB, § 108a Rn. 2.

1554 Siehe etwa VGH B-W 1 S 581/19, Rn. 30 f. — juris, zu falschen personenbezogenen Tatsachen, die
i.E. aber nicht als unzulidssig bewertet wurden; vgl. zur Verletzung des amtlichen Wahrheitsgebots
BVerwG NVwZ 2003, 983 (985).

1555 Insoweit greifen hier also auch die Bedenken, die schon gegen die Annahme einer Schutzbereichs-
ausnahme von Art. 5 Abs. 1 S. 1 GG vorgetragen wurden. Hierzu oben, A.I.3.

1556 Dazu bereits oben, C.1.4.a.aa.
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digitalen Diskurs und die Wahrnehmung der MeinungsiaufSerungsmoglichkeit.
Der eigentliche Entscheidungsprozess bleibt unberithrt und die Entscheidung
selbst wird nicht in einem vergleichbaren Sinne erzwungen.

(Il) Kumulation von Auflerungsinhalten und Verbreitungsform bei
Desinformation?

Etwas anderes konnte sich nur dann ergeben, wenn man zusitzlich noch die
konkreten Inhalte beriicksichtigt. Besondere Bedeutung erlangt das bei Desinfor-
mationskampagnen. Ausgangspunkt ist hierbei die Uberlegung, dass die Freiheit
der Wahl auch das Recht verbiirgt, ,,sich (...) iiber Ziele und Verhalten der Wahl-
bewerber frei von Manipulationen [zu] informieren“'>7 und seine Entscheidung
»in einem freien, offenen Proze[ss] der Meinungsbildung® treffen zu konnen'Ss®,
Das OVG Miinster — wie auch zuvor das BVerwG'*® — kam deshalb zu dem
Entschluss, dass auch Des- oder Fehlinformation eine Beeinflussung der Entschei-
dungsfreiheit darstellen kann,'5¢° denn ,,[die] Wahrheit ist auch im Wahlkampf
als Rahmenbedingung sozialer Kommunikation unentbehrlich.“!5¢" Allerdings
ging es hierbei um die Vorenthaltung von richtigen, wahlrechtsrelevanten Infor-
mation durch Amtstriger.'*? In derlei Fillen besteht ndmlich keine Moglichkeit,
dass die Vorenthaltung auf anderem Wege abgewehrt werden kann.!5¢3

Geht es aber um private Fehlinformation, ist der angelegte Maf3stab deutlich
liberaler.’*** Ganz ausdriicklich formulierte es das VG Freiburg, dass eine unzu-
lassige Beeinflussung ginzlich ablehnt, ,,wenn der Wiahler die Unrichtigkeit oder
Fragwiirdigkeit einer Behauptung ohne allzu grofse Anstrengung erkennen konn-
te“13%, Auch das BVerfG wies daraufhin, dass man schon friher bei privaten
»Tdauschungen und Lugen“ keinen Grund sah, diese zu beanstanden, selbst wenn

1557 BVerwG, NVwZ 2003, 983 (984 f.); OVG Miinster, Urt. v. 15.12.2011 - 15 A 876/11, Rn. 69; dhn-
lich VG Freiburg, Urt. v. 22.03.2006 — 1 K 1844/05 —, Rn. 67.

1558 BVerfGE 44, 125 (139) — Offentlichkeitsarbeit der Bundesregierung; 66, 369 (380) — Wahlbeein-
flussung durch Unternebmer; 124, 1 (24) — Nachwahl Dresden.

1559 BVerwG, NVwZ 2003, 983 (985).

1560 OVG Miinster, Urt. v. 15.12.2011 - 15 A 876/11, Rn. 69.

1561 BVerwG, NVwZ 2003, 983 (985). Hain, K&R 2014, 492 (493) betont: ,,Voraussetzungen fiir das
Gelingen individueller Selbstbestimmung bilden nun nicht zuletzt die Wahrheit und Reprisentativi-
tit der dem Individuum (massen-)kommunikativ iibermittelten Daten. .

1562 In OVG Munster, Urt. v. 15.12.2011 — 15 A 876/11, hatten die beklagten ehemaligen Oberbiirger-
meister nicht wahrheitsgemifle Aussagen zu der aktuellen Haushaltslage getitigt. Auch bei BVerwG
NVwZ 2003, 983 ging es um die Vorenthaltung von amtlichen Informationen. Vgl. hierzu auch VG
Neustadt (Weinstrale), Urt. v. 25.03.2013 — 3 K 857/12.NW - juris. Ausfiihrlicher zu staatlicher
Fehl- und Desinformation etwa Ingold, in: Oppelland, Propaganda als (neue) auflen und sicher-
heitspolitische Herausforderung, S. 81 (93 ff.).

1563 BVerwG, NVwZ 2003, 983 (985); OVG Minster, Urt. v. 15.12.2011 - 15 A 876/11, Rn. 69; VG
Neustadt (Weinstrafse), Urt. v. 25.03.2013 - 3 K 857/12.NW Rn. 44 — juris.

1564 Wegen dieses MafSstabes wird auch eine Beeintrichtigung der Wahlfreiheit durch Meinungsroboter
abgelehnt, so etwa Steinbach, ZRP 2017, 101 (104); Milker, ZUM 2017, 216 (220f.).

1565 VG Freiburg, Urt. v. 22.03.2006 — 1 K 1844/05 —, Rn. 67, juris.
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sie sittlich zu missbilligen waren.'>® Und selbst in der einschldgigen Literatur
wird iberwiegend unter dem Stichwort der Medienkompetenz an die Vernunft
der Rezipienten appelliert.'**” Grundsitzlich ist dagegen nichts einzuwenden,
denn private Fehlinformationen oder Tduschungen fihren primar auch nur zu
Motivirrtimern und wirken sich nicht unmittelbar auf die Wahlentscheidung
selbst aus. Der eigentliche geistige Entscheidungsprozess bleibt vor unmittelbarer
Einwirkung ebenso wie die finale Entscheidung unberiithrt. Gleichwohl ist schon
der Judikatur zu amtlicher Wahlwerbung die Idee immanent, dass bestimmte
Informationen, ihre Vorenthaltung oder eine Tauschung iiber sie relevanter ist
als in anderen Fillen. Bestimmte Informationen sind namlich schon per se dazu
geeignet, den Wahlerwillen positiv oder negativ zu beeinflussen und schlagen
insoweit auf die Wahlentscheidung durch. Auch wenn die Vorenthaltung von
Informationen im Ausgangspunkt deshalb bereits anders zu bewerten ist als die
Vermittlung falscher Informationen, weil im letzteren Fall eine Aufdeckung und
Abwehr durch Medien, andere Informationsquellen und den Meinungskampf
moglich ist,'5¢® ergeben sich dennoch neue Herausforderungen insbesondere dort,
wo die Informationsaufnahme in sozialen Netzwerken erfolgt. Filterblasen-Pha-
nomene, einseitige Informationsaufnahme und die durch kognitive Verzerrungen
gewonnene Aufmerksamkeit fithren ohnehin schon zu einem starken Erfolg von
Desinformation.’”® Meinungsroboter konnen dies durch zusitzliche Manipula-
tionen erheblich verstirken. Besonders dann, wenn die konkreten Inhalte eine
besondere wahlkampfpolitische Bedeutung haben — so wie etwa 2015 wihrend
der Fliichtlingsdebatte oder aktuell wahrend der Covid-19-Pandemie — konnen
sie in ihrer Gesamtheit dieselbe faktische Bedeutung fiir die finale Wahlentschei-
dung haben wie vorenthaltene, amtliche Informationen im Wahlkampf. Wegen
der dezentralen Kommunikationsstruktur ist zudem nicht sichergestellt, dass
eine Loschung generell'™° oder zumindest eine Richtigstellung einer Auflerung
so erfolgt, dass diese auch die betroffenen Nutzer erreicht.””! Der schon von
Schimmele'S7> herausgearbeitete Unterschied besteht hier aber darin, dass es nicht
um ,externe Eingriffe“ in die Wahlfreiheit geht, sondern vor allem interne Ver-

1566 BVerfGE 103, 111 (128) — Wablpriifung Hessen. In Bezug auf die Meinungsroboter so ausdriicklich
Milker, ZUM 2017, 216 (220).

1567 So etwa Milker, ZUM 2017, 216 (220).

1568 So letztlich auch Schimmele, Staatliche Verantwortung fiir diskursive Integritit, S.194; Milker,
ZUM 2017, 216 (219).

1569 Zur Verbreitung von Fake News in sozialen Netzwerken siehe Vosoughi/Roy/Aral, Science 359,
1146.

1570 Das NetzDG sieht in § 3 Abs. 1 ein obligatorisches Beschwerdemanagment fiir rechtswidrige Inhalte
vor. Die Betreiber von sozialen Netzwerken (§ 1 Abs. 1 S. 1) haben sicher zu stellen, dass es ein sol-
ches Verfahren gibt und dass etwaige Beschwerden iiber rechtswidrige Inhalte unverziiglich iiber-
priift werden. Sind sie begriindet, so hat der Betreiber den Inhalt unverziiglich zu 16schen oder den
Zugang zu ihm zu sperren (§ 3 Abs. 2 Nr. 3).

1571 Auch hierzu Vosoughi/Roy/Aral, Science 359, 1146.

1572 Vgl. Schimmele, Staatliche Verantwortung fiir diskursive Integritit, S. 194.
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zerrungen der Nutzer relevant werden, die immer schon bestanden.””* Allein die
Qualitit ist in sozialen Netzwerken eine andere, was auch daran liegt, dass keine
professionellen Filter bestehen und es insoweit auf die bislang nur rudimentir
bis schlecht ausgepriagte Medienkompetenz der Nutzer ankommt."”* Dass daher
gewisse Spannungen mit den Kommunikationsgrundsitzen bestehen und daraus
ein gewisser Schutzbedarf der Nutzer erwichst, bedeutet aber nicht, dass damit
auch eine dhnlich schwerwiegende Einwirkung angenommen werden kann. Denn
die Wahlfehler dienen — anders als die Schutzpflichten — nicht dem Schutz sub-
jektiver Rechte, sondern dem Schutz der Integritiat des demokratischen Wahlpro-
zesses."”> Dieser Prozess muss aber an dem Leitbild eines verntinftigen, wohlin-
formierten Biirgers ausgerichtet sein, um nicht selbst in Widerspruch mit dem
Demokratieprinzip zu geraten.!’¢ Insoweit ist gedanklich zwischen dem durch
bestimmte Gefahren begriindete Schutzbedarf des Einzelnen bzw. des Kommuni-
kationsprozesses als Voraussetzung der Wahlentscheidung und dem Schutz der
demokratisch-kollektiven Wahlentscheidung selbst zu differenzieren.

Das bedeutet freilich nicht, dass (durch Meinungsroboter) verbreitete Desin-
formation nicht auch die Qualitit eines Wahlfehlers erreichen kann. Waihrend
sich bei der Ausiibung unzulissigen Drucks ohne Weiteres auf eine gewisse Be-
einflussungseignung schlieflen lisst, ist das bei einem bestimmten desinformati-
ven Inhalt, dessen Reichweite mithilfe von Meinungsrobotern erhoht wird, nicht
der Fall. Hier bedarf es vielmehr besonderer Anforderungen in quantitativer und
qualitativer Hinsicht."S”” Gerade der offene und plurale Kommunikationsprozess
muss dann aber insgesamt beeintrachtigt sein, was etwa dann anzunehmen sein
konnte, wenn die Informationsvermittlung primir durch soziale Netzwerke er-
folgt, massive Manipulationen durch (von Meinungsrobotern) verbreitete desin-

1573 Denn die in § 108 StGB normierten Drucksituationen gefihrden die Wahrnehmung des zuvor frei
gebildeten Willens, wihrend die Verzerrungstendenzen lediglich beeinflussen, welche Inhalte wahr-
genommen werden, ohne dabei aber per se das Ergebnis zu prideterminieren.

1574 Auf die verinderte Rolle der Rezipienten in sozialen Netzwerken und die Schwierigkeiten weist
auch das BVerfG, E 149, 222 Rn. 80 — Rundfunkgebiibr, hin.

1575 So jedenfalls zum Sinn der Wahlpriifung und der Uberpriifung auf Wahlfehler BVerfGE 66, 369
(378) — Wablbeeinflussung durch Unternehmer m.w.N. Vgl. zur fehlenden Kongruenz von Wahlfrei-
heitschutz durch die Wahlanfechtung und der freiheitssichernden Funktion der Wahlfreiheit als
solcher BVerwG, NVwZ 2003, 983 (983).

1576 1In diese Richtung etwa auch Milker, ZUM 2017, 219 (220), wenn er die Medienkompetenz der
Biirger betont. Das BVerfG spricht hier von der ,Idee der freien Selbstbestimmung aller [Kursiv. d.
Aut.]¢, BVerfGE 44, 125 (142) — Offentlichkeitsarbeit der Bundesregierung. Zu diesem Leitbild vgl.
auch Di Fabio, in: Gorres-Gesellschaft, Staatslexikon, Demokratie 1. 3.

1577 Es ist durchaus denkbar, dass v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche In-
telligenz, S. 3 (21f.) auch nur in solchen Fillen und nicht generell einen Wahlfehler annehmen will,
wenn sie (einschrinkend) schreibt, dass ,,sich besonders schwerwiegende Formen des Einsatzes [...]
als unerlaubte Wahlhandlung einordnen [lassen].“ Vgl. hierzu in Ansitzen Klaas, MMR 2019, 84
(89), der eine solche Qualititsschwelle fordert, um von einer Beeintrichtigung u.a. der Chancen-
gleichheit ausgehen zu konnen. Hohe Anforderungen stellen daneben auch Schimmele, Staatliche
Verantwortung fiir diskursive Integritit, S. 194 und Milker, ZUM 2017, 216 (220). Sie verliuft bei
beiden dort, wo die Kommunikation unméglich gemacht wird.
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formative Inhalte erfolgen und diese Darstellungen von herkommlichen Medien
nicht mehr, nur unzureichend oder ineffektiv korrigiert werden konnen. Bislang
ist das jedenfalls noch nicht der Fall.

cc. Besonderheiten beim Einsatz durch Parteien

Gilt Selbiges auch fur den Einsatz durch Parteien? Zwar ist das Wesen politi-
scher Parteien von einer Zwitterstellung gepragt: Einerseits sind sie staatsnaher
Akteur,’”’® andererseits private Vereinigung. Im Kontext der Wihlerbeeinflussung
pravaliert aber der private Charakter; Parteien unterliegen — was ohnehin dem
Parteienwettbewerb zuwiderlaufen wiirde — keiner strikten Neutralitatspflicht.
Insoweit gelten eigentlich dieselben Voraussetzungen wie fiir private Akteure.!””
Gleichwohl ergeben sich hier spezifische Fragen, wenn Social Bots benutzt wer-
den, um Wihler zu beeinflussen.

(I.) Bedeutung und Funktion der Parteien

Bedenken resultieren hierbei vor allem aus der verfassungsrechtlichen Stellung
der Parteien: Sie sind Kernbestandteil einer Demokratie.'®" Art.21 Abs.1 S.1
GG weist den Parteien deshalb gerade einen verfassungsrechtlichen Auftrag!s®!
zur Willensbildung des Volkes in politischen Angelegenheiten zu.'*$> Auch wenn
Absatz 1 S.1 klarstellt, dass ihnen keine Monopolstellung zukommt (,, mitwir-
ken“),'83 so sind doch die Parteien mafigeblicher Mittler zwischen Staat und
Birger.!*$* Durch sie kann der Biirger Einfluss auf die Entscheidungen oberster

1578 Das BVerfG spricht hier davon, dass sie ,,in den Bereich der institutionalisierten Staatlichkeit hin-
einwirken, ohne diesem selbst anzugehoren (...).“, NJW 2018, 928 Rn. 41 — Wanka, m.w.N.

1579 Auch fiir Parteien durfte hinsichtlich der Wahlrechtsfreiheit nichts anderes gelten als fiir Private.
Selbst (bewusst) falsche Wahlversprechen diirfen abgegeben werden, weil sie ein legales, wenn auch
sittlich zu missbilligendes Instrument sind, vgl. BVerfGE 103, 111 (128) — Wahlpriifung Hessen.

1580 Grimm, in: Benda/Maihofer/Vogel, Hb VerfR, § 14 Rn. 2, spricht davon, dass ,,der Schritt zur Mas-
sendemokratie [...] Parteien unentbehrlich macht“. Im Kern ebenso Schmitz, Grundrechtskollisio-
nen, 1995, S.31f{. Siehe auch BVerfGE 85, 264 (284) — Parteifinanzierung II; BVerfGE 138, 102
(109) — Auferungen von Regierungsmitgliedern; BVerfG NJW 2018, 928 (929) — Wanka. Instruktiv
zur Bedeutung der Parteien fiir die Demokratie auch aus kritischer Sicht Towfigh, Das Parteien-Pa-
radox, S. 77 ff.

1581 Klein, in: Maunz/Diirig, GG, Art. 21 Rn. 150 bezeichnet es schlicht als verfassungsrechtliche Aufga-
be. Damit haben die Parteien nicht nur ein verfassungsrechtlich gewihrleistetes Recht, sondern dem
korrespondiert auch eine Pflicht, der sie nachkommen miissen, hierzu Klein, a.a.O., 162 ff.

1582 Aber auch ohne eine derartige ausdriickliche Aufgabenzuweisung wiren die Parteien notwendige
,Folgeerscheinung der parlamentarisch organisierten Mitsprache der Gesellschaft an staatlichen
Entscheidungen®, Grimm, in: Benda/Maihofer/Vogel, Hb VerfR, § 14 Rn. 3.

1583 BVerfG, E 85, 264 (284) — Parteienfinanzierung II.

1584 So ausdriicklich BVerfG NJW 2018, 928 Rn.41 - Wanka. Siehe auch BVerfGE 85, 264 (284) —
Farteienfinanzierung I1.
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Staatsorgane nehmen.'®S Die nicht handlungsfihige, heterogene Volksmasse
wird durch die Parteien erst strukturiert und zusammengefiithrt.'>$¢ Ohne die Par-
teien bestiinde folglich keine Moglichkeit, wirksam auf das staatliche Geschehen
Einfluss zu nehmen.'*%” Diese wesensmifSige, demokratische Funktion erschopft
sich nicht allein in der Vorbereitung und Durchfithrung von Wahlen. Vielmehr ist
die Willensbildung ein stetiger Prozess!*®$, muss also durch einen andauernden
Austausch von Informationen zwischen Biirger und Staat gewdhrleistet werden
(vgl. §1 Abs. 2 PartG)."® So sorgen die Parteien dafiir, dass wandelnde Ideen
und Ansichten staatliche Entscheidungen auch unabhingig von Wahlen mit be-
einflussen. Die Parteien existieren also nicht um ihrer selbst willen. Thre Funktion
leitet sich vielmehr aus der Notwendigkeit einer Strukturierung und Effektuie-
rung des demokratischen Willensbildungsprozess ab.!3*°

(IL.) Verfassungsunmittelbare Grenzen des Einsatzes?

Im Ausgangspunkt ist es freilich Sache der Parteien, wie sie ihren Mitwirkungs-
auftrag erfilllen und welche Medien sie hierfir verwenden.'>*! Im herkommlichen
Sinne geht es hierbei aber um offene Wahlwerbung innerhalb des politischen
(Parteien-)Wettbewerbs und nicht um einen verdeckten manipulativen Einsatz
in digitalen Diskursraumen. Deshalb wird gerade versucht aus der derivativen
Funktion der Parteien spezifische verfassungsrechtliche Bedenken gegen den Ein-
satz von Meinungsrobotern zu artikulieren'**? und insoweit verfassungsunmittel-
bare, demokratiespezifische Grenzen aufzuzeigen. So meinen Gasser und Kraatz,
dass ,,[d]er Einsatz [...] von Verfassungs wegen untersagt [sei],'??
Parteien ihre Stellung als Mittler verlassen und in einer dem Demokratieprin-
zip widersprechenden Weise die Willensflussrichtung umkehren: Es werde nur
noch suggeriert, dass diese von unten (Volk) nach oben (Staat) erfolge, denn

weil die

1585 BVerfGE 20, 56 (99) — Parteifinanzierung I; BVerfGE 44, 125 (140) — Offentlichkeitsarbeit der
Bundesregierung.

1586 So letztlich auch das BVerfG, NJW 2018, 928 Rn. 41 — Wanka, m.w.N. auf die verfassungsgerichtli-
che Rechtsprechung, siche insbesondere auch BVerfGE 835, 264 (285) — Parteifinanzierung 11. Dane-
ben siche etwa auch Grimm, in: Benda/Maihofer/Vogel, Hb VerfR, § 14 Rn. 13.

1587 BVerfG NJW 2018, 928 Rn. 41 — Wanka.

1588 So schon das BVerfG, E 20, 56 (98) — Parteienfinanzierung; vgl. auch BVerfGE 44, 125 (139f.) -
Offentlichkeitsarbeit.

1589 Nach dem BVerfG vollziehen sich die ,,Willensbildung des Volkes und [die] Willensbildung in den
Staatsorganen [...] in vielfiltiger und tagtiglicher Wechselwirkung. Politisches Programm und Ver-
halten der Staatsorgane wirken unablissig auf die Willensbildung des Volkes ein und sind selbst Ge-
genstand der Meinungsbildung des Volkes®, E 44, 125 (139f.).

1590 Vgl. BVerfGE 121, 30 (54) — Parteibeteiligung an Rundfunkunternebmen, m.w.N.

1591 BVerfGE 148, 11 Rn. 43 — Chancengleichheit politischer Parteien m.w.N.

1592 Anders indes Milker, ZUM 2017, 216 (220), der den Einsatz fiir ethisch zu missbilligen, aber
grundsitzlich fiir (rechtlich) unbedenklich halt. In diese Richtung auch Steinbach, ZRP 2017, 101
(105).

1593  Gasser/Kraatz, VerfBlog, 2017/1/16.
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die verbreiteten Meinungen haben ihren Ausgangspunkt in der Parteizentrale.
»Der Riickkopplungsprozess zwischen Partei und Bevolkerung und schlieflich
auch mit dem Staat wird dadurch zumindest marginalisiert.“ Klaas'** meint,
»der Handlungsspielraum politischer Parteien [sei] im Willensbildungsprozess
durch den Sinn und Zweck, eine demokratische Grundverfassung zu fordern
und zu gewihrleisten, begrenzt.“ Daher seien sie gehindert, die Wahler durch
die Tduschung tiber die gesellschaftliche Stirke zu beeinflussen, weil damit die
informative Grundlage verfilscht werde, und sie diirften nicht den chancenglei-
chen Wettbewerb aller am Kommunikationsprozess Beteiligter beeintrachtigen.
Notwendig sei allerdings das Uberschreiten einer gewissen ,,Qualititsschwelle®,
die anhand verschiedenster Parameter zu bestimmen sei. Daneben wird aber
auch auf die — schon im Rundfunk — bestehenden demokratischen Transparen-
zinteressen hinsichtlich der Parteiaktivitidten hingewiesen.'>%

Auch wenn das von Gasser und Kraatz vorgebrachte Argument der demokra-
tischen Flussrichtung besonders priagnant ist, so fithrt dies zunachst nur zu der
oben aufgezeigten Neutralititspflicht staatlicher Akteure. Selbst hier sind — in ge-
wissen Grenzen — Wechselbeziehungen durchaus legitim, etwa wenn es um amtli-
che Informationen und Offentlichkeitsarbeit geht.!s*¢ Diese Wechselbeziehung ist
aber bei Parteien deutlich stirker ausgeprigt, weil sie nicht im herkommlichen
Sinne staatlich sind und weil ganz regelmifSig bestimmte politische Vorschlige
ihren Ursprung in der ,Parteizentrale haben.'*” Die Mitwirkung an der Wil-
lensbildung kann auch durch die Hingabe bestimmter Vorschldge oder Ansichten
denkbar sein.'**® Entscheidend ist nur, dass ein kritischer Kontrollprozess durch
das Volk selbst erfolgt und Inhalte dann tibernommen werden, bevor sie Eingang
in staatliche Entscheidungen finden. Der Einsatz von Meinungsrobotern wider-
spricht aber dieser Kontrolle, weil kiinstlich die Uberzeugungskraft — zumindest
im virtuellen Raum - in einem Maf$ gesteigert werden kann, wodurch die Auf-
nahme und Verarbeitung der Informationen erleichtert wird, ohne dass dabei
wegen der Identitdtstauschung die wesentlichen Informationen iiber die Herkunft
der Meinung mitgeteilt werden. Insoweit wird versucht, die Hiirde einer kriti-
schen Rezeption gezielt zu umgehen. Bei einer solchen gezielten Meinungssteue-

1594 Klaas, MMR 2019, 84 (88).

1595 So etwa — wenn auch in anderem Kontext — v. Ungern-Sternberg, in: Unger/dies., Demokratie und
kunstliche Intelligenz, S. 3 (19). Und auch Klaas, MMR 2019, 84 (88) zieht zumindest die Parallele
zur rundfunkrechtlichen Rechtsprechung.

1596 Allgemein zu den Wechselwirkungen etwa BVerfGE 121, 60 (55) — Parteibeteiligung an Rundfunk-
unternehmen, m.w.N. Speziell zur Offentlichkeitsarbeit siehe statt vieler BVerfG NJW 2020, 2096
Rn. 49 ff. - Seehofer, m.w.N.

1597 Vgl. hierzu Ipsen, in: Sachs, GG, Art.21 Rn. 26; BVerfGE 44, 25 (140) — Offentlichkeitsarbeit der
Bundesregierung; 138, 102 (111) — Wahlkampfiuferungen von Regierungsmitgliedern.

1598 In BVerfGE 121, 30 (57) — Parteibeteiligung an Rundfunkunternehmen, heiflt es dazu: ,,Sie [die
Parteien] sammeln die auf politische Macht und deren Ausiibung gerichteten Meinungen, Interessen
und Bestrebungen, gleichen sie in sich aus, formen sie und versuchen, ihnen auch im Bereich der
staatlichen Willensbildung Geltung zu verschaffen. [Hervorh. d. Autors]“.
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rung aktualisiert sich auch das Risiko, welches aus der staatsnahen Stellung
der Parteien resultiert.’”” Eine Parallele hierzu findet sich in dem durch die
verfassungsgerichtliche Judikatur bestitigten Verbot einer bestimmenden Beteili-
gung an Rundfunkunternehmen.'*® Medien sind wesentliche Informationsgeber
und haben Einfluss auf die Art der Rezeption und damit auf die Steuerung des
Kommunikationsprozesses.'®®' Wenn also staatsnahe Akteure Einfluss auf Medi-
enunternehmen gewinnen, folgt daraus auch eine entsprechende Manipulations-
gefahr.'®? Das BVerfG hat zum Schutz der kommunikativen Chancengleichheit
ein Verbot einer bestimmenden Beteiligung der Parteien fiir verfassungsmafSig
und aus Griinden der Transparenz eine darunter liegende Beteiligung zwar nicht
fiir verboten, aber fir offenlegungsbediirftig gehalten.!®® Auch dort ging es also
um das Risiko der Verdnderung der kommunikativen Chancengleichheit und um
das Risiko einer verdeckten meinungssteuernden Betatigung der Parteien.'®%*

Das sowohl mit Blick auf den demokratischen Kontrollprozess als auch mit
Blick auf den verdeckten Einfluss zur Geltung kommende Transparenzbediirfnis
unterscheidet sich auf den ersten Blick zwar nicht von dem allgemeinen.'% Aller-
dings handeln Parteien anders als Private gerade nicht um ihrer selbst willen.!¢%
Besonders die demokratische, im Offentlichkeitsprinzip niedergelegte Transpa-
renz staatlichen Handelns wird durch das Grundgesetz selbst explizit auch auf
die wirtschaftliche Betatigung der Parteien erstreckt (Art. 21 Abs. 1 S.4 GG).'e"”
Damit soll verhindert werden, dass ein nicht unerheblicher, verdeckter Einfluss
auf Parteien ausgeubt wird.'*®® Aber auch abseits hiervon folgt aus der besonde-
ren, einzigartigen staatsnahen Stellung der Parteien ein Offentlichkeits- respekti-
ve Transparenzbediirfnis, welches Art.21 Abs.1 GG immanent ist.'*” Wenn
schon der wirtschaftliche Einfluss von aufsen verfassungsrechtlich zwingend
transparent gemacht werden muss, um final eine mittelbar-verdeckte Beeinflus-

1599 Zu dieser Stellung ausfiihrlicher BVerfGE 121, 30 (54 f.) — Parteibeteiligung an Rundfunkunterneh-
men. Im Falle staatlicher Akteure fordern etwa Dankert/Dreyer, K&R 2017, 73 (76) und Milker,
JA 2017, 647 (654) die Transparenz hinsichtlich des Urhebers der Bots bzw. der Kommunikations-
inhalte.

1600 Hierzu BVerfGE 121, 30 (60 ff.) — Parteibeteiligung an Rundfunkunternehmen. Diese Parallele zieht
auch Klaas, MMR 2019, 84 (88).

1601 Allgemein hierzu bereits oben, 2. Teil, B.IIL.

1602 So letztlich die Begriindung des BVerfG, E 121, 30 (61 {.) — Parteibeteiligung an Rundfunkunterneh-
men.

1603 Zum Verbot beherrschender Beteiligungen BVerfGE, a.a.O., (60 f.) und zur Offenlegung anderer Be-
teiligungen (67).

1604 Diesen Vergleich zieht auch Klaas, MMR 2019, 84 (88).

1605 Zu diesem allgemeinen Transparenzbediirfnis bei Meinungsrobotern siehe oben, B.I.1.c.aa.

1606 Vgl. zu diesem Unterschied auch BVerfGE 20, 56 (107) — Parteifinanzierung I, mit Blick auf die
staatliche Forderung privater Vereinigungen und Parteien.

1607 Zu diesem Zusammenhang etwa Shirvani, NVwZ 2017, 1321 (1322).

1608 Siehe hierzu nur BVerfGE 85, 264 (319) — Parteienfinanzierung II; 111, 54 (83) — feblerhafte
Rechnungslegung.

1609 Hierzu Klein, in: Maunz/Diirig, GG, Art.21 Rn. 316 f.; Streinz, in: v. Mangoldt/Klein/Starck, GG,
Art. 21 Rn. 176; allgemein zum Transparenzbediirfnis Boehme-NefSler, NVwZ 2017, 528 f.
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sung des Meinungsbildungsprozesses zu verhindern,''® und auch im Rundfunk
jedenfalls Transparenzvorgaben notwendig werden, dann muss das noch deutlich
starker dort gelten, wo sie unmittelbar und verdeckt die digitalen Diskursraume
beeinflussen.'"! Denn hier aktiviert sich nicht nur in besonderer Weise das Risi-
ko der Staatsnihe, sondern es widerspricht auch der wesentlichen Konzeption
der Parteien. Je gravierender dabei der Einsatz ist, also je eher sich die zuvor ab-
strakte Gefahr fir die kommunikative Chancengleichheit und den Kommunikati-
onsprozess konkretisiert, desto stirker wird das grundlegende Transparenzbe-
diirfnis'®!? und es kann sich mit Erreichen der von Klaas angesprochenen ,,Quali-
tatsschwelle“ von einem einfach-rechtliche Transparenzpflichten rechtfertigen-
den, verfassungsimmanenten Interesse!®'3 zu einer verfassungsunmittelbaren
Grenze des Einsatzes verdichten. MafSgeblich werden hierfir vor allem die tat-
sachliche Reichweite, der Umfang und die Art des Einsatzes.'*'* Bisherige Beein-
flussungen konnten diese Verdichtung deshalb nicht herbeifiihren, weil es einer-
seits um neutrale wirtschaftsbezogene Handlungen ging (Rundfunkbeteili-
gung)'®’’) die Gefahr von externer Seite aus begriindet wurde (Parteispenden)
oder bei herkommlicher Agitation im Wahlkampf gerade die Verbindung einer
Aussage zur Partei entscheidend war, sodass hier Transparenz schon aus intrinsi-
schen Motiven hergestellt wurde.

c. Fazit: Kein spezifischer Schutz der MeinungsiufSerungsfreibeit

Weder einfach-rechtlich noch verfassungsrechtlich bestehen gegen den Einsatz
von Meinungsrobotern durch private Akteure Grenzen, die dem Schutz der Mei-
nungsduflerungsfreiheit sowohl im Kommunikationsprozess allgemein als auch
speziell mit Blick auf die Wahl selbst dienen. Einfach-rechtlich sind die vorgese-
henen Grenzen einer Notigungshandlung allein durch den Einsatz nicht erreicht
und konnen nur durch spezifische Inhalte begriindet werden. Verfassungsrecht-
lich folgt das letztlich daraus, dass Meinungsroboter — anders als die bereits nor-

1610 BVerfGE 20, 56 (106) — Parteifinanzierung I.

1611 Fiir das BVerfG fiihrte dieser Aspekt immerhin dazu, die Beteiligung an Rundfunkunternechmen je-
denfalls nicht unbegrenzt zuzulassen, weil sonst eine staatsihnliche Indoktrination des Kommunika-
tionsprozesses droht, hierzu BVerfGE 121, 30 (53 ff.) — Parteibeteiligung an Rundfunkunternebmen.

1612 Eine solche Abstufung nimmt letztlich das BVerfG auch hinsichtlich des Rundfunks vor, wo dies
von Verbot bis zur Offenlegung reicht, BVerfGE 121, 30 (60 ff.) — Parteibeteiligung an Rundfunk-
unternehmen. Eine solche Unterscheidung nach der ,,Schwere“ liegt aber auch der Abstufung der
Transparenzpflicht im Falle der Parteispenden zugrunde, vgl. BVerfGE 24, 300 (356) — Parteifinan-
zierung I; 85, 264 (321) — Parteifinanzierung I1.

1613 Vgl. zu diesem grundsitzlichen Interesse v. Ungern-Sternberg, in: Unger/dies., Demokratie und
kiinstliche Intelligenz, S. 3 (19) speziell im Kontext der Meinungsroboter und allgemeiner etwa Bo-
ehme-Nefler, NVwZ 2017, 528 f.

1614 Klaas, MMR 2019, 84 (88).

1615 Vgl. zu der Legitimitit der Beteiligung BVerfGE 121, 30 (60) — Parteibeteiligung an Rundfunkunter-
nehmen.
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mierten und strafbaren Handlungen — nicht die freie Wahlentscheidung der Wih-
ler unterdriicken wollen, sondern viel friher ansetzen. Der Willensbildungspro-
zess basiert auf falschen oder verfilschten Informationen; der Willensbildungs-
prozess bleibt aber weiterhin frei.'o'

Speziell staatliche Akteure unterliegen zwar einer verfassungsrechtlichen Neu-
tralitatspflicht. Folgt man aber der bisherigen verfassungsgerichtlichen Judika-
tur, so begrindet dies regelmifSig nicht die Unzulissigkeit des Einsatzes von
Meinungsrobotern, weil der staatliche Autoritdtscharakter hier nicht nach au-
Ben dringt und insoweit keine amtliche Beeinflussung vorliegt. Etwas anderes
kann dort gelten, wo Parteien Meinungsroboter einsetzen. Sie haben immerhin
einen verfassungsrechtlichen Auftrag zu erfillen, durch den sie sich nicht um
ihrer selbst willen, sondern als notwendige Institution im demokratischen Staat
betitigen. Insofern haben sie eine unterstiitzende Funktion. Der Einsatz der Mei-
nungsroboter konfligiert hiermit aber deshalb, weil es nicht mehr um eine Un-
terstiitzung des Kommunikationsprozesses, sondern um die Ausnutzung dessen
fiir die eigene Parteilinie geht. Dieser ,,Guerilla-Wahlkampf* steht nicht nur im
Widerspruch zu demokratischen Grundprinzipien, sondern tangiert auch ganz
erhebliche, demokratische Transparenzbediirfnisse, die sich zu einer verfassungs-
unmittelbaren Grenze verdichten kénnen.

5. Bewertung des bisherigen Schutzkonzeptes im Lichte des UntermafSverbots

Das bislang geltende Recht weist kaum Schutzvorkehrungen auf, welche den
spezifischen Charakteristika und Einflissen der Meinungsrobotern begegnen
und so den aufgezeigten Schutzbediirfnissen im Ansatz gerecht werden konnen.
Eine wirksame Antwort auf Meinungsroboter tiberldsst der Staat vor allem den
Netzwerkbetreibern und ihrer Selbstregulierung, ohne dass dabei eine wirksame
staatliche Kontrolle gewidhrleistet wire. Das gilt nicht nur mit Blick auf die ver-
tragliche Beziehung zwischen Netzwerkbetreiber und Nutzer. Selbst dort, wo das
einfache Recht Ankniipfungspunkte fiir eine rechtliche Losung bereithilt, weist
es die Befugnis zur Geltendmachung den Betreibern zu. Das gilt insbesondere
hinsichtlich der straf- und urheber-rechtlichen Normen, die bei der Aktivitit von
Meinungsrobotern eingreifen konnen. Insoweit bleibt ein staatlicher Zugriff —
wenn Gberhaupt — allein auf die sekundire Schlichtungssphire im Streitfalle be-
grenzt. Und selbst der europdische Verhaltenskodex stellt zwar verbindliche Ver-
pflichtungen auf, tiberldsst aber die Durch- und Umsetzung ebenfalls allein den
Netzwerkbetreibern. Dabei kniipft er — jedenfalls mit Blick auf die Meinungsro-
boter — an den Status quo an und trifft keinerlei innovative Vorkehrungen.

1616 Das zeigt nochmals deutlich die Notwendigkeit eines Schutzes fiir den vorgelagerten Meinungsbil-
dungsprozess vor den Einfliissen der Meinungsroboter.
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Aber auch mit Blick auf die spezifischen Schutzbediirfnisse der Informations-
und MeinungsdufSerungsfreiheit besteht kein iiberzeugendes Schutzkonzept. Die
Kennzeichnungspflicht des § 55 Abs.1 RStV — jetzt § 18 Abs.1 MStV — mag
zwar einschligig sein, bietet aber gerade keinen Schutz gegen die Tduschungswir-
kung. Und selbst wenn ihr nicht nachgekommen wird, so besteht — wegen des
objektiven Scheins privater Kommunikation — schon keine faktische Grundlage
fur staatliche Nachforschungsmaf$nahmen, fiir die ohnehin ein direkter Zugang
zu den Netzwerkdaten und eine konkrete Ermachtigung fehlt. Auch gegen das
besondere Problem desinformativer Inhalte ist — soweit jedenfalls kein person-
lichkeitsverletzender oder volksverhetzender Charakter ausgemacht werden kann
(§§ 185ff StGB bzw. § 130 StGB) — kein straf- oder duflerungsrechtlicher Schutz
vorgesehen. Das gilt noch stirker fiir die kollektive Ebene des Kommunikations-
prozesses. Sofern daneben auch die Personalisierungsprozesse der Netzwerkun-
ternehmen einen kausalen Beitrag fiir die Beeinflussung bestimmter Nutzergrup-
pen leisten konnen, wird dieser Einfluss durch die Vorgaben der DS-GVO jeden-
falls nicht ganzlich unterbunden. Allein der Umfang der Datenerhebung wird auf
das (rechtlich) erforderliche bzw. angemessene Maf$ reduziert. Mit Blick auf die
Meinungsauflerungsfreiheit sieht jedenfalls das einfache Recht nur in exzessiven
Ausnahmefillen Grenzen des Einsatzes vor. Das gilt dann, wenn die konkreten
Inhalte der Meinungsroboter eine willensbeugende Wirkung, sowohl mit Blick
auf die allgemeine (§ 240 Abs. 1 StGB) als auch die wahlspezifische Willensbeta-
tigung (§ 108 StGB), haben. Aus verfassungsrechtlicher Sicht bestehen nur gegen
einen parteigesteuerten Einsatz Bedenken, sofern dieser eine gewisse exzessive
Form annimmt. Einzig die Vermittlung einer Medienkompetenz versuchen die
Lander im schulischen Bereich sicher zu stellen, wobei hier aber erst die Grund-
bausteine gelegt sind und noch vollig unklar ist, ob dies auch gewinnbringend
sein wird.

Zusammengenommen bietet der Staat selbst also keine hinreichende Gewihr
daftr, dass den Einflissen von Meinungsrobotern in sozialen Netzwerken
wirksam begegnet wird. Bislang wird weder den besonderen Transparenzerfor-
dernissen noch den aus kommunikativer Sicht besonderen Gefahrenlagen fiir
die Meinungsiduflerungsfreiheit und dem (kollektiven) Kommunikationsprozess
Rechnung getragen. Nur in krassen Ausnahmefillen bestehen Moglichkeiten,
dem Einsatz von Meinungsrobotern zu begegnen. Diese Schutzmafinahmen sind
jedoch allesamt repressiv ausgestaltet, stehen einem prinzipiellen Einsatz also
nicht im Wege. Vielmehr setzen sie voraus, dass Meinungsroboter in erheblicher
beeintrichtigender Weise zuvor titig geworden sind. Wegen der grundsitzlichen
Moglichkeit privater Intervention, kann man zwar nicht davon ausgehen, dass
der Staat Schutzvorkehrungen tiberhaupt nicht bereithilt oder dass diese vollig
ungeeignet waren, sodass man zumindest tber die ersten beiden Stufen des
UntermafSverbotes hinwegkame. Anders sieht das aber mit Blick auf die zwei
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weiteren Stufen der Effektivitit und Angemessenheit aus. Der Staat vertraute
lange Zeit auf eine Regulierung durch den (Meinungs-)Markt selbst. Auch wenn
dies aus Sicht des Ubermafiverbots sicherlich ein verstindlicher Ansatz ist,'¢!”
setzt dies aber voraus, dass vom Markt selbst eine gewisse regulierende Wirkung
(bspw. Wettbewerb) ausgeht, was schon angesichts oligopoler Strukturen zwei-
felhaft ist.'®'$ Faktisch wiirde das auch voraussetzen, dass die Interessen von Be-
treibern, Nutzern und demokratischer Gesellschaft jedenfalls so kongruent sind,
dass hinreichend Gewihr fir eine wirksame Regulierung besteht.'*’ Dass die
Netzwerkbetreiber selbst an dem storungs- und manipulationsfreien Betrieb ihrer
Dienste ein nicht unerhebliches Interesse haben,!9?° ist zwar richtig. Ob allein die-
ses Interesse ausreicht, um die Wirksamkeit der MafSnahmen — auch aus Sicht des
Gesetzgebers — anzunehmen, darf indes bezweifelt werden.'¢?' Schon die Klarna-
menpflicht selbst wird kaum durchgesetzt und auch anderen betreiberseitigen
Regelungen wurde erst nach Erlass von gesetzgeberischen MafSnahmen oder erst
durch offentlichen, wirtschaftlichen oder politischen Druck mehr Beachtung ge-
schenkt.'®?? Vor dem Netzwerkdurchsetzungsgesetz soll etwa nur unzureichend
von der Sperr- bzw. Loschmoglichkeit von Inhalten Gebrauch gemacht worden

1617 Zu diesem Vorrang der Regulierung durch den Markt etwa Milker, InTeR 2017, 199 (203).
Demgegentiber sieht Brinkmann, UFITA 2019, 364 (373), den ,Markt der Meinungen* als ,eine
unzulidngliche Projektion des 6konomischen Regulationsmodells“ an.

1618 So auch Schneiders, Das ist doch Diskriminierung, S. 10. Umfangreicher zur Problematik einer rei-
nen Selbstregulierung des Marktes im Bereich der Medien etwa Brinkmann, UFITA 2019, 364
(379 ff.).

1619 Das dies nicht immer der Fall ist wurde schon mehrfach aufgezeigt. Das beginnt bereits bei der
Ausrichtung an Relevanz und nicht an journalistisch-redaktionellen Kriterien und endet nicht erst
bei den in erster Linie 6konomischen Interessen der Betreiber, wodurch Handlungsbedarf erst dann
besteht, wenn dies die 6konomische Rationalitit gebietet.

1620 Darauf hinweisend etwa Dreyer/Schulz, Stellungnahme zum 2. MStV, 2019, S. 16; im Kontext der
Intermedidrsregulierung auch Drexl, ZUM 2017, 529 (542).

1621 Allgemein kritisch mit Blick auf eine Selbstregulierung Bock, Die Ubertragbarkeit der Kommunika-
tionsfreiheiten des Artikel 5 GG auf das Internet, S.283, 304. Konig, AcP 219 (2019), 611 (637)
meint gar, dass kein origindres Eigeninteresse daran bestehe Inhalte zu sperren oder Nutzer zu ver-
graulen; dies mache ,betriebswirtschaftlich in der Regel keinen Sinn“. Speziell mit Blick auf Social
Bots Bock, a.a.O., S. 196 und speziell zu Fake Accounts bei Facebook siehe Silverman/Mac/Dixit,
Have Blood on My Hands“: A Whistleblower Says Facebook Ignored Global Political Manipula-
tion, BuzzFeed News. Und Gorwa/Guilbeault, Policy & Internet Vol. 12 (2020), 225 (242) weisen
ganz allgemein daraufhin, dass die Betreiberinteressen und die 6ffentlichen Interessen oftmals nicht
kongruent verlaufen.

1622 Erst der Werbeboykott durch namhafte Werbepartner fithrte etwa bei Facebook zum Umdenken
hinsichtlich des Umgangs mit Fake News, die auch von Politikern verbreitet wurden, siehe hierzu
Tagesschau, Kritik und Werbeboykott - Facebook reagiert, abrufbar unter https://www.tagesscha
u.de/wirtschaft/facebook-werbeboykott-101.html, (Stand: 30.05.2021). Und zur Untitigkeit des
Unternechmens im Umgang mit Fake-Accounts und Bots siehe insbesondere Silverman/Mac/Pranav,
I Have Blood on My Hands“: A Whistleblower Says Facebook Ignored Global Political Manipu-
lation, BuzzFeed NewS. Insgesamt kritisch zu selbstregulierenden Ansitzen auch Hines, Houston
Law Review 57 (2019), 405 (434) der darauf hinweist, dass eine (effektive) Regulierung erst dann
erfolgen wird ,until it is directly profitable or until their ubiquity is an existential threat — a time
that may never come for some of the larger tech firms.“
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sein.'?’ Und erst durch die US-Prasidenschaftswahlen wuchs das Interesse an
datenschutzrechtlichen Fragen — Stichwort: Cambridge-Analytica'®** — und dem
Einsatz von Meinungsrobotern in sozialen Netzwerken. Ein solcher Druck kann
aber im Falle der Meinungsroboter nur entstehen, wenn bestimmte kritische
Phinomene auch fiir die Offentlichkeit einsehbar sind. Anders als bei der Unti-
tigkeit oder der fehlenden Effektivitit im Kampf gegen Desinformation sind aber
die konkreten Auswirkungen von automatisierten Fake-Accounts nicht 6ffentlich
sichtbar. Und die freiwilligen, aber wenig detaillierten Berichte begriinden eine
solche (wirksame) Kontrolle bislang auch nicht. Auch deshalb stellt sich hier
bereits die Frage, ob man privaten Betreibern tatsichlich eher vertrauen kann als
dem Staat. Auch das BVerfG hat immerhin die Notwendigkeit von transparenten
Informationen fiir die Marktteilnehmer zur Gewahrleistung der Funktionsfahig-
keit des Wettbewerbs und damit des Marktes betont und dabei klargestellt, dass
diese Transparenz nicht allein marktseitig begriindet werden kann.'s?* Und allge-
mein ldsst sich zumindest kritisch fragen, ob die Regelungen aus Sicht der Be-
treiber tatsdchlich unmittelbar den Nutzern zugutekommen oder nicht vielmehr
primir der Steigerung der wirtschaftlichen Wertschopfung dienen'®?® und schon
deshalb eine geringere Motivation fur eine effektive Durchsetzung besteht, weil
mit den falschen Nutzerprofilen die Zahl der Nutzer und mit Meinungsrobotern
die Aktivitat in den Netzwerken ansteigt.'®?” Die sporadischen Informationen, die
die Netzwerkbetreiber herausgeben, lassen kaum Schliisse auf die genaue Praxis
im Umgang mit falschen Nutzerprofilen erkennen.'s?® Eine Kompensation durch
den Zugang zu den Netzwerkdaten fiir Forschungszwecke findet nur begrenzt
statt. Insgesamt kann deshalb nicht nur die Wirksamkeit bezweifelt werden,
vielmehr zeigt sich dadurch gerade die Notwendigkeit eines — wenn auch nur
vorsichtigen -2 Zugriffs durch den Staat.'¢3°

1623 Vgl. hierzu die Begriindung des Regierungsentwurfes BT-Drs. 18/12356, S. 1{., der auf entsprechen-
de Ergebnisse einer Studie verweist. Bei Facebook sei demnach nur in 39% und bei Twitter nur in
1% der Fille ein Inhalt tatsichlich geléscht worden.

1624 Ausfiihrlich hierzu etwa Cadwalladr/Grabham-Harrison, Revealed: 50 million Facebook profiles
harvested for Cambridge Analytica in major data breach, The Guardian.

1625 Siehe hierzu BVerfGE 105, 252 (266 f.) — Glykol.

1626 Kritisch deshalb auch Bock, Die Ubertragbarkeit der Kommunikationsfreiheiten des Artikel 5 GG
auf das Internet, S. 197.

1627 Darauf ebenfalls hinweisend Bock, ebd.; Keller/Klinger, Political Communication 36 (2019), 171
(178). Siehe auch Abulaish/Fazil, IEEE Technology and Society Magazine 2020, 52 (59).

1628 Das wurde auch schon in dem Gesetzesentwurf zum NetzDG kritisiert, hierzu BT.-Drs. 18/12356,
S.11.

1629 In diese Richtung ndmlich Brings-Wiesen, JuWiss-Blog Nr. 93/2016.

1630 Vgl. hierzu auch Bock, Die Ubertragbarkeit der Kommunikationsfreiheiten des Artikel 5 GG auf
das Internet, S. 283, 304. Anders indes Cornils/Liesemn, Stellungnahme zum Diskussionsentwurf ei-
nes Medienstaatsvertrages der Rundfunkkommission der Linder, S.21. Grife, PinG 2019, 5 (11)
meint — wenn auch in anderem Kontext — ganz generell, dass es ,,Aufgabe des Staates und nicht der
sozialen Netzwerke [ist], die Kommunikationsfreiheiten zu schiitzen.“.
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Das hitte aber — vor allem bei unverdnderter Rechtslage — nicht zwingend eine
Verletzung der Schutzpflicht begriinden mussen. Denn verfassungsrechtlich lasst
sich nur schwer ein verpflichtender, zeitlicher Horizont fiir die Gewahrung des
Mindestschutzes ausmachen. Das liegt freilich auch daran, dass es mit Blick auf
das Ubermafverbot einer prizisen Abwigung etwaiger Schutzkonzepte mit den
kollidierenden Belangen bedarf. Das wirft ganz besonders dort Schwierigkeiten
auf, wo es nicht nur um ein bi- oder tripolares, sondern ein mehrpoliges Verhalt-
nis geht. Dort steigen nicht nur allgemein die Anforderungen fiir die Rechtferti-
gung, weil nicht mehr nur der ,,Storer® tangiert ist. Eine angemessene Abwagung
setzt hier auch notwendigerweise eine gewisse faktische Grundlage voraus, auf-
grund derer Risiken eingeschitzt werden miissen.'®®' Weil es sich aber um ein
vergleichsweise junges Phinomen handelt, dessen Wirkungszusammenhinge und
Risiken sich erst allmadhlich herauskristallisiert haben, setzt eine gesetzgeberische
Antwort notwendiger Weise eine gewisse Nachforschung und Evaluation sowie
die Bewertung, Gewichtung und Beantwortung daraus resultierender rechtlicher
Fragen voraus. Schon deshalb ist dem Gesetzgeber auch ein zeitlicher Spielraum
zu gewahren. Dieser folgt hier letztlich auch aus der schon aufgezeigten Komple-
xitat nicht nur der grundrechtlichen Fragen. Gerade auch kompetenzielle Fragen
zwischen Bund und Lindern aber auch im Verhiltnis zur Europdischen Union
bediirfen einer zeitaufwendigen Analyse.

Berticksichtigt man allerdings, dass der Bundestagsausschuss fiir Bildung, For-
schung und Technikfolgenabschiatzung bereits im Januar 2017 zu einem offentli-
chen Fachgesprich eingeladen hat, und eine entsprechend (Vor-)Studie von Okto-
ber 2016 bis April 2017 vom Biiro fir Technikfolgenabschitzung durchgefiihrt
wurde, und dass auch weitere wissenschaftliche Publikationen in vergleichbarer
Weise das Risiko- und Gefahrenpotential aus Sicht des Kommunikationsprozes-
ses aufzeigen,'®®? so iiberrascht es zumindest, dass es bis auf konkretere Forde-
rungen'®® tber einen langen Zeitraum — knapp 4 Jahre — nur bei Planungen

1631 Insoweit konnte hier also auch ein Schutz ohne Eingriff denkbar sein. Das dhnelt also in gewisser
Weise der Situation im Polizeirecht, in dem lediglich ein Gefahrenverdacht vorliegt. Dann kénnen
die Behorden zwar Gefahrenermittlung gestiitzt auf die Generalklausel betreiben, aber dabei keine
rechtsbeschrinkenden Verfiigungen gegen den ,,Verdachtsstorer erlassen oder ihn sonst wie in An-
spruch nehmen. Zu der Lage bei der Schutzpflicht siehe etwa Krings, Grund und Grenzen grund-
rechtlicher Schutzanspriiche, S.264f. Zum Gefahrenverdacht im Polizeirecht statt vieler Miibl/
Fischer, in: Mostl/Biuerle, BeckOK POR Hessen, § 1 HSOG Rn. 70 ff.

1632 Dazu zihlen u.a. Sudrez-Serrato wu.a., in: Spiro/Ahn, SocInfo 2016: Social Informatics, S.269ff;
Thieltges u.a., Effects of Social Bots in the Iran-Debate on Twitter; Ferrara u.a., Communications of
the ACM Vol. 59 (2018), 96 ff.; Thieltges/Hegelich, ZfP 64 (2017), (503 ff.). Speziell zum Einfluss
in Diskussionen etwa Hagen u.a., Social Science Computer Review, 1 ff., insbesondere die Zusam-
menfassung, S.18f.; zum Einfluss auf die Informationsvermittlung etwa Stella/Ferrara/Domenico,
PNAS Vol. 115 (2018), 12435 ff.; zur Verbreitung von Fake-News Shao u.a., Nature Communicati-
ons (2018)9:4787.

1633 So etwa der Antrag der Fraktion Biindnis 90/Die Griinen u.a., BT.-Drs. 18/11856, S. 2.
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blieb.'®** Die wesentlichen tberwiegend kritischen Auffassungen zur Einschit-
zung der Risikopotentiale haben sich nicht deutlich verandert und waren jeden-
falls grundlegend schon vor dem Jahr 2016 bekannt.!®3* Wire der Status-quo un-
verdndert geblieben, hitte sich die Frage der Verfassungswidrigkeit unweigerlich
stellen miissen. Angesichts des Medienstaatsvertrages, der am 7. November 2020
in Kraft getreten ist und der nicht nur die Medienintermedidre einer medien-
rechtlichen Regelung unterworfen hat, sondern auch Vorkehrungen fiir den Ein-
satz von Meinungsrobotern in sozialen Netzwerken vorsieht, konnte diese Lage
aber entscharft worden sein.

II. Die Neuregelung des RStV durch den MStV

Mit dem ,,Staatsvertrag zur Modernisierung der Medienordnung in Deutsch-
land“'¢%* haben die Linder neue Regelungen fiir die bislang unregulierten Netz-
werke und andere digitale Anbieter mit meinungsbildender Relevanz eingefiihrt;
der veraltete Rundfunkstaatsvertrag ist dadurch aufgehoben worden (Art.2 des
Entwurfes).'” Nach Anderung der Richtlinie fiir audio-visuelle Medien
(RL 2010/13/EU)'3% durch die Richtlinie 2018/1808'¢*° wurde eine Anpassung
fiir Video-Sharing-Dienste ohnehin bis zum 19. September 2020 notwendig
(Art. 2 der RL). Im Zuge der Umsetzung wurde eine allgemeine und zeitgerechte-
re Uberarbeitung des bestehenden Regelungsregimes befiirwortet, um dieses an
die im Zuge der Digitalisierung verinderte Medienlandschaft anzupassen'¢%.
Vorliegend kann und soll freilich nicht auf alle Einzelheiten des Staatsvertrages
eingegangen werden.'**! Zentral wird es hier vielmehr um zwei Aspekte gehen:

1634 So erachtet etwa Steinmaurer, in: Litschka/Krainer, Der Mensch im digitalen Zeitalter, S. 31 (36)
»Mafinahmen [fiir] notwendig, die einen substanziellen Beitrag zur Absicherung einer ,,digital resili-
enten Demokratie leisten.“ Anders indes Liesem, in: Litschka/Krainer, Der Mensch im digitalen
Zeitalter, S. 183 (194).

1635 Das Potential der Verbreitung von Desinformation und der Manipulation der 6ffentlichen Meinung
erkennen bereits Boshmaf u.a., Computer Networks, 53 (2013), 556 (557).

1636 So die offizielle Bezeichnung, siche nur BayLT-Drs. 18/7640, S. 1.

1637 BayLT-Drs. /7640, S. 69.

1638 Richtlinie 2010/13/EU des Europdischen Parlaments und des Rates vom 10. Mirz 2010 zur Koordi-
nierung bestimmter Rechts- und Verwaltungsvorschriften der Mitgliedstaaten iiber die Bereitstel-
lung audiovisueller Mediendienste (Richtlinie iiber audiovisuelle Mediendienste), ABL. 2010 L 95,
S. 1ff.

1639 Richtlinie (EU) 2018/1808 des Europaischen Parlaments und des Rates vom 14. November 2018
zur Anderung der Richtlinie 2010/13/EU zur Koordinierung bestimmter Rechts- und Verwaltungs-
vorschriften der Mitgliedstaaten iiber die Bereitstellung audiovisueller Mediendienste (Richtlinie
iber audiovisuelle Mediendienste) im Hinblick auf sich verindernde Marktgegebenheiten,
ABL. 2018 L 303, S.69ff. Zu den vorgesehenen Neuerungen der Richtlinie etwa Gundel, ZUM
2019, 131 ff.

1640 Ladeur/Gostomzyk, K&R 2018, 686 (687).

1641 Fiir einen Uberblick iiber die Neuregulierung etwa Ory, ZUM 2019, 139 ff.; d’Orville, ZUM 2019,
104 ff. Gesondert zu Medienplattformen und Benutzeroberflichen etwa Thomale, ZUM 2019,
122 ff. Und zu Medienintermediiren etwa Paal/Heidtke, ZUM 2020, 230 ff.; Miiller-Terpitz, in:
Kiihling/Zimmer, Neue Gemeinwohlherausforderungen, S.177 (183 ff.); ders., in: Eifert/Gostom-
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Einerseits spezifische Vorschriften fiir Anbieter von Meinungsrobotern (§ 18
Abs. 3 MStV) und andererseits die spezifischen Regelungen fiir sog. Medieninter-
medidre (§§ 91-96 MStV).

1. Spezifische Kennzeichnungspflicht fiir Meinungsroboter

In § 18 MStV finden sich weitestgehend die Transparenzregelungen wieder, die
zuvor in § 55 RStV normiert waren. Diese werden durch einen Absatz 3 erwei-
tert, der eine Antwort auf das Phinomen der Meinungsroboter darstellen und die
Transparenz schaffen soll, die durch die bisherigen Informationspflichten nicht
gewihrt wurde. Anbieter von Telemedien, deren Inhalte automatisiert durch ein
Computerprogramm erstellt wurden, missen diesen Umstand kennzeichnen, so-
fern das hierfur verwendete Nutzerkonto den Anschein eines echten Nutzers er-
wecken kann. Damit geht Deutschland einen dhnlichen Weg wie schon zuvor der
Staat Kalifornien.'**> Bedeutsamkeit erlangt die Regelung damit in zweierlei
Richtung: Einerseits bestatigt sie das oben genannte Ergebnis, dass auch Nutzer-
konten als Telemedien anzusehen sind. Andererseits wird die bislang bestehende
und bereits oben beschriebene Regelungsliicke der bisherigen Transparenzrege-
lungen (C.1.3.c.) geschlossen.

Erfasst werden aber nur Automatisierungsprozesse, denen eine (menschliche)
Identitdtstauschung immanent ist. Andere automatisierte Kommunikation, etwa
durch kommerzielle Facebook-Seiten, unterliegen also keinen weiteren Ein-
schrinkungen als zuvor mit den §§ 35, 6 TMG. Automatisierte Meldungen auf
diesen Seiten sind also immer noch zuldssig, ohne dass eine Kennzeichnung erfol-
gen muss. Durch § 18 Abs. 3 S. 3 MStV wird zudem klargestellt, dass die Art der
Information und ihre (redaktionelle) Aufbereitung irrelevant ist. Sowohl das Tei-
len von fremden Inhalten als auch das Veroffentlichen eigener Inhalte ist kenn-
zeichnungspflichtig. Die Kennzeichnungspflicht trifft allerdings nach §1 Abs.7
MStV nur Anbieter, die nach den Regelungen des TMG (§§2 Abs.2 Nr. 2, 2a
Abs. 1 TMG) als in der Bundesrepublik niedergelassen anzusehen sind.

zyk, Netzwerkrecht, S. 45 (56 ff.); kritisch hierzu etwa Kottmann, ZUM 2019, 119 ff. Ausfiihrlich
zu den Medienintermediirsregelungen Kellner, Die Regulierung der Meinungsmacht von Internetin-
termediiren, S.283ff. zur Transparenzregelung, S.288f. zur Diskriminierungsvorschrift und
Heidtke, Meinungsbildung und Medienintermediire, S. 319 ff.

1642 Im September 2018 wurde in Kalifornien der sog. ,,Bolstering Online Transparency Act“ (Califor-
nia Senate Bill 1001) beschlossen, wonach bestimmte Arten von Bots als solche gekennzeichnet
werden miissen. Nach Sec. 17491 (a) des California Business and Profession Code ist es ,,unlawful
for any person to use a bot to communicate or interact with another person in California online,
with the intent to mislead the other person about its artificial identity for the purpose of knowingly
deceiving the person about the content of the communication in order to [...] influence a vote in an
election. A person using a bot shall not be liable under this section if the person discloses that it is
a bot.“ Nach Sec. 17491 (b) muss die Kennzeichnung ,,clear, conspicuous, and reasonably designed
to inform persons with whom the bot communicates or interacts that it is a bot.“.
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Durch die Kennzeichnung muss der Umstand der Automatisierung erkennbar
sein, was nach § 18 Abs. 3 S. 2 einen gut lesbaren Hinweis verlangt, der dem je-
weiligen Inhalt bei- oder vorangestellt wird.'*** Wie dieser Hinweis konkret aus-
zusehen hat, beantwortet die Norm nicht. Wegen der Parallele zu den anderen
Kennzeichnungsvorschriften'®** miisste ein solcher Hinweis so erfolgen, dass ein
durchschnittlicher Nutzer die Information ohne Weiteres erkennen kann. Das
diirfte etwa durch einen Zusatz hinter dem jeweiligen Profilnamen gewihrleistet
werden. Insoweit konnte sich eine Parallele zu den vom LG Miinchen'** ange-
sprochenen blauen Hikchen als Kennzeichnung der Verifikation von Profilen
(Abb. 1) anbieten. Konkret konnte statt des Hakens etwa ein entsprechendes
Symbol angezeigt werden, dass bei lingerem Verweilen des Cursors kurze, pra-
gnante Hinweise auf die Bedeutung gibt und durch einen Link auf erginzende,
ausfiihrlicher Hinweise verweist. Auch dies ist bei dem ,,blauen Haken* dhnlich
(Abb. 2).

Q & Autorfin

ZDF heute © Zum 75. Jahrestag der
Befreiung des Konzentrationslagers
Bergen-Belsen hat Niedersachsens
Ministerprasident Stephan Weil (SPD) alle
Birger zu einem Moment der Trauer
aufgerufen. Alle Menschen in
Niedersachsen soliten trotz "all unserer
aktuellen Sorgen... Mehr anzeigen

Abb. 1: Verifikation der ZDF heute Seite bei Facebook mittels ,,blauem Haken® in
der Kommentarspalte

Das Verifizierungsabzeichen bestatigt, dass
es sich dabei um eine authentische Seite
fur diese 6ffentliche Person, dieses
Medienunternehmen oder diese Marke
handelt.

ZDF heute @

@ZDFheute - Rundfunk- und
Medienproduktionsfirma

Abb. 2: Hintergrundinformationen zum Verifikationshinweis

1643 Damit folgt man den Ansitzen der Kennzeichnung beim Influencer-Marketing aufgrund des § Sa
Abs. 6 UWG, OLG Celle, NJW-RR 208, 42 Rn. 11f. Und zu der Kennzeichnung im Lebensmittel-
recht siehe etwa Heldt, CR 2018, 494 (498).

1644 Siehe hierzu bereits oben, B.Il.1.c.aa.

1645 Das LG Miinchen, MMR 2019, 544 Rn. 43 ff. begriindete damit niamlich, dass der kommerzielle
Zweck der Kommunikation fiir Nutzer ersichtlich sei, sodass kein Verstof§ gegen § S5a Abs. 6 UWG
vorlag.
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Auch wenn der Tatbestand auf den ersten Blick keine spezifischen Probleme auf-
werfen mag, so wurde bereits wihrend der Synopse wegen der konkreten Formu-
lierung der Norm Kritik laut, auf die hier kurz eingegangen werden soll.

a. Telemediendienstanbieter

So wurde vereinzelt gemeint, dass unklar sei, wer als Telemediendienstanbieter
eigentlich verpflichtet wird.'®*¢ Allerdings ist vergleichsweise offensichtlich, dass
durch § 18 Abs. 3 MStV allein die Urheber und damit die hinter den Nutzerkon-
ten stehenden Personen verpflichtet werden und nicht die Netzwerkbetreiber.
Systematisch folgt das schon aus § 93 Abs. 4 MStV der eine gesonderte Sorgetra-
gungspflicht der Netzwerkbetreiber enthilt, die ansonsten leerliefe.'**” Teleolo-
gisch ist aber auch zu beriicksichtigen, dass die bestehende Regelungsliicke fiir
automatisiert erstellte Inhalte geschlossen werden soll. Da die Netzwerkbetreiber
aber fiir die konkreten Inhalt ohnehin nicht verantwortlich sind, sondern nur die
Plattform zur Verfiigung stellen, kann nur der Verwender Adressat der Regelung
sein.

b. Definition eines Meinungsroboters

Daneben wurde auch die gesetzgeberische ,Definition“ der Meinungsroboter
kritisiert, weil die Umschreibung des Regelungsgegenstandes zu weit sei.'**® Dem
Wortlaut nach beschrankt sich die Norm namlich nicht nur auf den problemati-
schen Bereich der Meinungsroboter.

aa. Begrenzung auf eine doppelte Tauschungswirkung?

Diese zeichnen sich immerhin durch eine doppelte Tauschungswirkung aus: fal-
sche Identitat und Vorspiegelung menschlichen Verhaltens.!** Die Norm erfasst
aber auch Fille, in denen ein real existierender Nutzer entsprechende Automati-
sierungen an seinem eigenen Profil vornimmt, beispielsweise wenn Personen des
offentlichen Lebens (Politiker oder Influencer) zur Vereinfachung bestimmter
Aufgaben auf automatisierte Prozesse zuriickgreifen, etwa um Antworten auf

1646 So etwa Dreyer/Schulz, Schriftliche Stellungnahme zum zweiten Diskussionsentwurf eines Medien-
staatsvertrages der Linder vom Juli 2019, S. 16 zu dem wortgleichen damaligen § 55 Abs. 3 MStV-
E.

1647 Diese hat aber auch der zweite Entwurf schon in § 53 d Abs. 4 MStV enthalten. Insoweit ist nicht
recht verstandlich, warum Dreyer/Schulz, ebd. von einem unklaren Begriffsverstindnis ausgehen.

1648 So etwa Verband der Internetwirtschaft, Stellungnahme zum MStV, LT-NRW Stellungnahme
17/2784, S. 5. Anders indes Lber/Rofinagel, MMR 2019, 493 (498).

1649 So auch Facebook, Positionspapier zum Diskussionsentwurf zu den Bereichen Rundfunkbegriff,
Plattformregulierung und Intermediire ,,Medienstaatsvertrag®, 2018, S.8. Siehe auch Lent, in:
Gersdorf/Paal, Informations- und Medienrecht, § 18 MStV Rn. 20.
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Nutzerkommentare zu verfassen. Auch hier wiirde der Norm zufolge eine Kenn-
zeichnungspflicht bestehen.'s® Dass eine solche Extension nicht gewollt ist, mag
schon die Gesetzesbegriindung nahelegen, wenn dort explizit auf Social Bots und
auf ihren verdeckten Einfluss auf den Kommunikationsprozess hingewiesen
wird.'®’! Entscheidend mag aber vor allem sein, dass die Automatisierung grund-
rechtlich von der MeinungsaufSerungsfreiheit geschiitzt ist.'®? Zwar kann die
Meinungsiuflerungsfreiheit wegen der AufSerungsmodalitit hinter anderen Inter-
essen zuriicktreten. Dabei geht es aber — wie auch hinsichtlich anonymer Aufe-
rungen —'%3 um Konstellationen, indem mit der Automatisierung und der Identi-
tatstauschung kein sinnvoller,'* sondern ein manipulativer Zweck verfolgt wird,
der zu Reibungen mit den Grundsitzen des Kommunikationsprozesses fithrt.!¢5
Dies wirre bei Meinungsrobotern und einer doppelten Tduschungswirkung we-
gen des spezifische Transparenzinteresses ohne Weiteres anzunehmen. Automati-
sieren echte User ihre Profile, fehlt dieses Interesse indes,'**® denn hier ergibt sich
kein wesentlicher Unterschied zwischen Automatisierung und Beauftragung einer
anderen Person, die stellvertretend fiir den Profilinhaber entsprechende Aufgaben
wahrnimmt.'®” Auch hier ist nach aufSen nicht erkennbar, dass nicht der eigentli-
che Profilinhaber handelt. Das ist aber auch nicht notwendig, weil die jeweilige
Auflerung dem Inhaber des Profils ohne Weiteres zugerechnet werden kann. In
derlei Fallen besteht der eigentliche Schutzbedarf also nicht in der Offenbarung
der Betreuung des Profils durch Dritte, sondern in der Offenbarung der Identitit
des Auflernden.’® Dort, wo eine Automatisierung bzw. eine Betreuung der Pri-

1650 Das kalifornische Recht ist dahingehend etwas restriktiver. Ein Bot liegt nach Sec. 17490 (a) des Ca-
lifornia Business und Professions Code vor, wenn alle oder ,substantially all“ Interaktionen auto-
matisiert und damit nicht ,the result of a person® sind. Dadurch werden zwar der sogleich aufge-
zeigte, aber nicht tiiberzeugende weite Anwendungsbereich vermieden, aber neue Unklarheiten da-
durch geschaffen, dass nicht hinreichend klar ist, wann die Interaktionen als ,substantially all“ zu
qualifizieren sind, hierzu und umfassend zu den Fragen, die die Norm auch im Ubrigen aufwirft,
Stricke, Vanderbilt Journal of Entertainment & Technology Law Vol. 22 (2020), 839 ff.

1651 BayLT-Drs. 18/7640, S. 90; NiedersLT-Drs. 18/6414, S. 98.

1652 Lamo/Calo, UCLA Law Review 66 (2019), 988 (1009 ff.) diskutieren dies im Kontext der Freedom
of Speech auch unter dem Aspekt der ,,compelled speech®, weil der Betreiber zur Offenbarung ge-
zwungen wird, wobei sie auch hier die Bedeutung der Informationen fiir Dritte herausarbeiten
(S.1010 f£.).

1653 Hierzu etwa Benreuther, AfP 2011, 18 ff.

1654 Zwar nicht zu Meinungsrobotern, doch weisen etwa Franck/Pelzer, in: Taeger, Recht 4.0, S.241
(244 ff.) daraufhin, dass ein gesondertes Informationsbediirfnis bei Chatbots fiir Verbraucher und
aus verbraucherschutzrechtlicher Sicht nicht besttinde.

1655 Ausfiihrlich hierzu, wenn auch mit Blick auf die Meinungsfreiheit, bereits oben, A.L.3.b.

1656 Nach den Transparenzerwartungen der Nutzer differenzierend Lent, in: Gersdorf/Paal, Informati-
ons- und Medienrecht, § 18 MStV Rn. 20, der zudem etwa den Gebrauch von Assistenzsoftware,
die nur eine zeitliche Voreinstellung fiir den Versand von Inhalten erméglicht, nicht erfasst wissen
will, Rn. 19.

1657 Diesen Vergleich zieht etwa auch Coleman, Journal of media ethics Vol. 33 (2018), 120 (121)
und hilt diese Form des Einsatzes nicht ,necessarily ethically transgressive. Ebenso, allerdings mit
Blick auf den Einsatz im E-Commerce, Raue/v. Ungern-Sternberg, ZRP 2020, 49 (52).

1658 Mit Blick auf die kalifornische Regelung weist Stricke, Vanderbilt Journal of Entertainment &
Technology Law Vol. 22 (2020), 839 (845), daraufhin, dass das Gesetz nur die durch die Auferung
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senz notwendig wird, diirfte aber regelmifSig entweder die Kennzeichnungs-
pflicht des §5 Abs.1 TMG oder zumindest die des § 18 Abs.1 MStV (ehem.
§ 55 Abs. 1 RStV) ausgelost werden, weil das Telemedium regelmafSig nicht mehr
»ausschliefSlich personlichen Zwecken* dienen wird. Und blickt man etwa auf
das Beispiel der Influencer, dient die Automatisierung gerade dem berufsorien-
tierten Einsatz, sodass auch der grundrechtliche Schutz von Art. 12 Abs. 1 GG zu
berticksichtigen wire.'*® Hier mag aber auch ein erhebliches Interesse daran be-
stehen, dass dieser Umstand nicht nach aufSen hin bekanntgegeben werden muss,
weil man ansonsten einen Vertrauens- oder Imageschaden riskiert. Auf diesem
Vertrauen beruht immerhin der berufliche Erfolg.'*¢® Insoweit spricht vieles fur
eine Restriktion des Anwendungsbereichs von § 18 Abs. 3 MStV auf Fille einer
doppelten Tauschungswirkung und damit auf die eigentlichen Meinungsrobo-
ter.1661

von Bots begriindeten ,,most social concern® erfasst. Insoweit liegt dem also auch dort eine gewisse
»Abwigung“ der kollidierenden Interessen zugrunde.

1659 Denn das Profil ist dann das wesentliche ,,Asset“ und Automatisierungsprozessen kommt hier dann
eine gewisse Hilfsfunktion zu. Diese Hilfsfunktion ist etwa der Ankniipfungspunkt fiir die von Lent,
in: Gersdorf/Paal, Informations- und Medienrecht, § 18 MStV Rn. 19 vorgenommene verfassungs-
konforme Reduktion der Norm bei Assistenzsoftware.

1660 Zu diesem Zusammenhang etwa Lettmann, GRUR 2018, 1206 (1208 f.); Holznagel/Hartmann, in:
Hoeren/Sieber/Holznagel, Multimedia-Recht, Teil 3 Rn. 212.

1661 In diese Richtung auch Dreyer/Schulz, Stellungnahme zum zweiten Diskussionsentwurf eines Medi-
enstaatsvertrages, 2019, S. 16 f.; Liesem, K&R 2019, 687 (691), die ,,eine funktionsorientierte Dif-
ferenzierung® fiir notwendig hilt, ohne dabei allerdings zu erkldren, was damit genau gemeint ist.
Jedenfalls auch kritisch zu einer Ausweitung der Kennzeichnungspflicht auf alle ,,Fille einer Ver-
wechslungsgefahr Raue/v. Ungern-Sternberg, ZRP 2020, 49 (52). Holznagel, MMR 2018, 18 (22)
meint — allerdings unabhingig von einer konkreten Regelung —, dass es ,,[f]iir den Einsatz bestimm-
ter Arten [...] Transparenzvorgaben geben [sollte].“ Lent, in: Gersdorf/Paal, Informations- und Me-
dienrecht, § 18 MStV Rn. 20, will es von der Transparenzerwartung der Nutzer im Einzelfall und
damit von ,,Kommunikationsgegenstand und Nutzungskontext* abhingig machen. Anders indes
Léber/Rofnagel, MMR 2019, 493 (497); Tendenziell in diese Richtung wohl auch Fechner, Medi-
enrecht, Kap. 10 Rn. 211, wenn er meint, dass dem Nutzer ermdglicht werden soll, ,,zu unterschei-
den, ob er es in einem sozialen Netzwerk mit einer natiirlichen Person oder lediglich mit einer com-
putergenerierten Mitteilung zu tun hat.“ Sollte sich — was der Gesetzesbegriindung nicht zu entneh-
men ist — auch an dem kalifornischen Vorschlag orientiert worden sein, so ist auch hier darauf hin-
zuweisen, dass der California Business and Professions Code in Sec. 17491 (a) gerade eine Begren-
zung auf bestimmte Tduschungszwecke vorsieht. Neben kommerziellen Zwecken ist vor allem die
Beeinflussung einer Wahlentscheidung erfasst (,,with the intent to [...] influence a vote in an elec-
tion®). Und hier wird explizit nicht nur eine blole Einschrinkung auf soziale Netzwerke vorgese-
hen, vielmehr gilt die Kennzeichungspflicht hier im gesamten Online-Kommunikationsraum, S. Sec.
17490 (b). Fiir eine Begrenzung auf die eigentlichen Meinungsroboter spricht auch ein Hinweis in
der Antwort auf eine kleine Anfrage der Staatsregierung Sachsens (Sichs DrS. 6/12131), wo unter
Hinweis auf die Landerarbeitsgruppe ,,Social Bots“ auf die Frage was unter Social Bots zu verstehen
sei, ausgefiihrt wird: ,,Die Arbeitsgruppe [...] hat, ,Social Bots® [...] als Computerprogramme einge-
ordnet, die automatisiert in sozialen Medien kommunizieren und dabei vortiuschen, eine menschli-
che Identitit zu haben. Thr verdeckter Einsatz ziele darauf ab, menschliche Auerungen zu fingie-
ren.“, ebd. S. 3. Ahnliche Ausfithrungen finden sich ebenfalls im Antrag des Biindnis 90 /Die Grii-
nen u.a., BT-DrS. 18/11856, S. 2.
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bb. Begrenzung auf allein meinungsbildungsrelevante Inhalte?

Daneben kann sich eine Notwendigkeit der Restriktion auch mit Blick auf die
Verteilung der Kompetenzen zwischen Bund und Lindern ergeben. Zwar diffe-
renziert auch schon die allgemeine Kennzeichnungspflicht (§ 18 Abs.1 MStV)
nicht zwischen kommerziell und nicht kommerziellen bzw. meinungsbildungsre-
levanten Inhalten. Das ist aber deshalb zu vernachlissigen, weil das vom Bund
erlassene TMG ohnehin eine entsprechende Regelung enthilt (§ 5 Abs. 1 TMG)
und zudem lasst sich das ,,Alles-oder-Nichts-Prinzip“ gut damit begriinden, dass
eine sinnvolle und praktikable Trennung bei gemischten Angeboten im Falle der
Impressumspflicht kaum moglich ist. Hier konnte eine solche Differenzierung
aber deshalb notwendig werden, weil eine Kennzeichnung bei rein kommerziel-
len Inhalten auch eine verbraucherschiitzende und wettbewerbsregulierende
Funktion erfiillen wiirde, wodurch der wirtschaftsrechtliche Charakter der Rege-
lung tiberwiegen wiirde.'®> Auf Bundesebene hat man aber sowohl mit dem
TMG als auch mit dem UWG'%®* abschliefSende Regelungen geschaffen, die keine
Abweichungsmoglichkeiten der Lander vorsehen.'*** Ein Beispiel verdeutlicht das
Problem: Wenn automatisiert in einem Netzwerk negative Bewertungen auf Un-
ternehmensseiten veroffentlicht werden, dann besteht kein oder nur ein margina-
ler Zusammenhang zum Regelungszweck des MStV. Vielmehr wire hier gerade
das UWG einschligig.'®> Die Rechtsfolge des MStV (Kennzeichnung) ist aber
eine andere als die des UWG (Beseitigung, Unterlassung usw.).'6¢

Auch wenn die Kompetenzen pauschal an den Kriterien wirtschaftlich-kom-
merziell und inhaltlich-meinungsbildungsrelevant abgegrenzt werden konnen, so
gilt das fur die verschiedenen Inhalte gerade nicht. Ein Inhalt kann zuvorderst
kommerziell bezweckt sein, aber zugleich eine meinungsbildende Relevanz auf-

1662 Noch deutlicher wird das durch den im Bundesstaat Kalifornien erlassen Bot Disclosure Act, der
entsprechende Kennzeichnungspflichten in den Sec. 17490 ff. des California Business and Profession
Codes eingefiigt hat und vor allem auch explizit den kommerziellen Einsatz erfasst, hierzu siehe Sec.
17491 (a). Und auch dort stellen sich scheinbar Fragen mit Blick auf das féderale System, andeu-
tend etwa Hines, Houston Law Review 57 (2019), 405 (414).

1663 Rauelv. Ungern-Sternberg, ZRP 2020, 49 (52) weisen auf den (ausreichenden) ,,Irrefiihrungsschutz
des UWG*“ in kommerziellen Szenarien.

1664 1In der SichsDrs. 6/12131, S.2 wird gar explizit gefordert, dass der ,,Bundesgesetzgeber Akteuren
mit Sitz in Deutschland und Drittstaaten, die Social Bots einsetzen, durch eine Ergianzung des Tele-
mediengesetzes eine Pflicht zur Kennzeichnung von geschdftsmifiigen Beitrigen, die von Social Bots
erstellt und versandt werden, auferlegen [sollte]. [Hervorh. d. Aut.] Allerdings spricht das nicht
zwingend fiir eine Reduktion der medienstaatsvertraglichen Norm, sondern kann auch nur als sinn-
volle Ergidnzung u.a. zur Vermeidung von Missverstindnissen gemeint sein. Denn wenig spiter wird
gerade auch die Einfithrung der allgemeinen Norm (§ 18 MStV) befiirwortet, ebd. S. 2 f.

1665 Zu lauterkeitsrechtlichen Grenzen von Social Bots siehe in Ansitzen etwa Réttgen/Jiilicher, in: Tae-
ger, Recht 4.0, S. 227 (230 f.); Dankert/Dreyer, K&R 2017, 73 (77).

1666 Allerdings fiihrt das nicht zu einem Widerspruch i.E., denn insoweit wire nach dem UWG ja den-
noch die unerlaubte Handlung zu Unterlassen (§ 8 Abs. 1 UWG). Insoweit wird die reine Kenn-
zeichnung freilich ,,verdriangt®.
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weisen.!®®” Insoweit wiirden sich hier praktische Abgrenzungsschwierigkeiten er-
geben. Zudem muss vorsichtig zwischen dem Hauptzweck und den unvermeid-
baren Begleiterscheinungen der Regelung differenziert werden. Die Kennzeich-
nungspflicht zielt in erster Linie auf die Sensibilisierung der Nutzer und vor allem
auf die Aufdeckung automatisierter Tatigkeiten in digitalen Kommunikations-
raumen ab. Damit liegt der Hauptzweck aber gerade nicht auf den verbraucher-
schutz- oder wettbewerbsrechtlichen Aspekten des Einsatzes; sowohl im Verhalt-
nis B2C als auch im Verhiltnis B2B bleibt es vielmehr bei den bisherigen bundes-
rechtlichen Vorgaben.!66% Nicht zuletzt wird ein zu harscher Ubergriff in die Bun-
deskompetenz gerade auch dadurch vermieden, dass erstens — anders als im kali-
fornischen Recht'*®® — von vornherein nur bei einer Identititstiuschung die
Kennzeichnungspflicht greift und zweitens bestimmte — auch kommerziell moti-
vierte — Automatisierungsprozesse aus dem Anwendungsbereich herausgenom-
men werden. Insoweit bedarf es gerade keiner Reduktion im Lichte der Kompe-
tenzverteilung allein auf meinungsbildungsrelevante Inhalte.

c. Soziales Netzwerk

Und auch der Begriff des sozialen Netzwerks ist in seinen Konturen jedenfalls
unscharf, was auch daran liegt, dass er — anders als die zentralen Begriffe in § 2
MStV — nicht legaldefiniert wird. Auch wenn begriffstechnisch (hierzu bereits
oben 2. Teil, A.I) klar sein diirfte, dass es um Dienste geht, die mafsgeblich auf
sozialen Strukturen zwischen den Nutzern basieren und Interaktionen zwischen
ihnen zulassen, so sind damit aber keine inhaltlichen Grenzen gezogen. Denn
auch bei Diensten, bei denen die soziale Komponente allein spezifischen Zwe-
cken dient, kann in einem weiten Sinne von einem sozialen Netzwerk gesprochen
werden. Das gilt etwa fiir die beruflich ausgerichteten Dienste XING oder Linke-
dIn. Ein solch weites Verstindnis des Begriffs konfligiert aber ebenfalls mit der
Kompetenzverteilung, weil dann der Schwerpunkt eher auf der kommerziellen
Regulierung und damit auf dem Recht der Wirtschaft (Art. 74 Abs. 1 Nr. 11 GG)
und weniger auf der aus der Kulturpolitik der Lander folgenden inhaltlichen Me-
dienregulierung liegt.'*”" Deshalb tberrascht es, dass nicht mal die Gesetzesbe-
grindung Hinweise enthilt, was konkret unter dem Begriff zu verstehen ist.

1667 Bestes Beispiel sind etwa die Werbebemiihungen von Benetton, die das BVerfG letztlich unter den
Schutzbereich auch der Meinungsfreiheit subsumierte, hierzu BVerfGE 102, 347 (362 ff.) =Schock-
werbung T; 107, 275 (280 ff.) — Schockwerbung II. Und im Rundfunkbereich hat das BVerfG dies
letztlich seit jeher betont, wenn es die Rundfunkfreiheit nicht allein auf politische Sendungen bezo-
gen hat, etwa in BVerfGE 31, 314 (325 f.) — 2. Rundfunkentscheidung.

1668 Vgl. hierzu auch Heilmann, Anonymitit fiir User-generated Content, S. 71, der deshalb auch nicht
§ 55 RStV als Marktverhaltensregelung im Sinne von § 4 Nr. 11 UWG begreifen will.

1669 Siehe auch hierzu erneut California Business and Professional Code Sec. 17490 f.

1670 Dazu schon oben, B.I.1.
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Einen uberzeugenden Ausweg kann aber die Anlehnung an die in § 1 Abs. 1
S. 1 NetzDG enthaltene Legaldefinition bieten. Einerseits wiirde man damit — wie
schon bei der parallelen und abgestimmten Normierung von TMG und
RStV -1¢7! kongruente Begriffe verwenden und so die Rechtsklarheit und -Einheit
stirken. Andererseits wurde mit dem NetzDG mittelbar auch der Kommunikati-
onsprozess geschiitzt,'®”> sodass sich auch in sachlicher Hinsicht zumindest
Schnittmengen ergeben. Nach § 1 Abs. 1 NetzDG meint der Begriff ,, Telemedien-
diensteanbieter Anbieter, die mit Gewinnerzielungsabsicht Plattformen im Inter-
net betreiben, die dazu bestimmt sind, dass Nutzer beliebige Inhalte mit anderen
Nutzern teilen oder der Offentlichkeit zuginglich machen.“ Entscheidende Be-
deutung kommt mit Blick auf das oben beschriebene Problem dem Merkmal der
»beliebigen Inhalte“ zu. Denn schon nach der Gesetzesbegriindung des NetzDG
ging es darum, Plattformen, die zwar eine soziale Interaktion aufweisen, aber
spezifisch themenbezogenen Zwecken dienen, nicht zu erfassen.'®”> Exemplarisch
wurden hierbei gerade die berufsorientierten Netzwerke genannt.!*’* Zwar kann
es auch dort vereinzelt dazu kommen, das meinungsbildungsrelevante Inhalte ge-
teilt werden, entscheidend ist aber die allgemeine Ausrichtung der Plattform.!¢”
Beim NetzDG resultiert die Unterscheidung aus der Anzahl der potentiellen
Rechtsverstofse, die sich bei spezifischen themenbezogenen Plattformen nicht in
demselben Umfang ergeben werden.!¢7¢ Diese Uberlegungen diirften hier analoge
Anwendung finden, weil entsprechende Plattformen keine oder eine deutlich ge-
ringere Bedeutung fiir den Kommunikationsprozess haben.'®”” Insoweit bietet
sich also auch hier eine Orientierung am eigentlichen Zweck des jeweiligen An-
gebots an. Ist dieser vor allem kommerziell ausgerichtet oder handelt es sich um
spezialisierte Angebote (bspw. Themenforen), die dem eigentlichen Zweck politi-
scher Meinungsbildung nicht oder nur in einem unerheblichen Umfang dienen,
so sind sie nicht als soziales Netzwerk im Sinne der Norm anzusehen.'®”® Und
auch fur Dienste, bei denen sich das soziale Element iiberwiegend auf eine One-
to-One-Konversation erstreckt, diirfte das Vorliegen eines sozialen Netzwerks be-
zweifelt werden. Denn hier wird — wie auch schon bei § 55 Abs. 1 RStV -7 kein

1671 Hierzu statt vieler Roffnagel, NVwZ 2007, 743 f.

1672 Der Gesetzesentwurf BT-DrS. 18/12356, spricht hier insoweit von der ,,Debattenkultur® (S.1, 11)
oder von einer ,massiven Verinderung des gesellschaftlichen Diskurses im Netz“ (S. 11). Und mit
Blick auf die Legaldefinition soll zudem gerade sichergestellt werden, ,,dass die Berichtspflicht nur
die Betreiber grofer sozialer Netzwerke mit Meinungsmacht [...] trifft“. (S. 11£.).

1673 BT.-Drs. 18/12356, S. 19.

1674 BT.-Drs. 18/12356, S. 19.

1675 BT.-Drs.18/12356, ebd.

1676 Hoven/Gersdorf, in: Gersdorf/Paal, Informations- und Medienrecht, § 1 NetzDG Rn. 16.

1677 Das jedenfalls ist auch der Ansatz, der zu der Einschrinkung des Anwendungsbereichs des MStV
auf Medienintermediire fiihrt, vgl. hierzu § 91 Abs.2 Nr. 2, 3 MStV und die Gesetzesbegriindung
hierzu, BayLT.-Drs. 18/7640, S. 108 oder NiedersidchsLT-Drs. 18/6414, S. 115.

1678 Vgl. zum NetzDG BT.-Drs. 18/12356, S. 19.

1679 Dazu siehe bereits oben, C.I.3.c.bb.
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schutzwiirdiges Interesse an einer Kennzeichnung bestehen, immerhin wird die
gegeniiberstehende Person meist bekannt sein. Das findet auch eine Stiitze in § 1
Abs. 1 S.1 NetzDG: Weder werden Inhalte mit Nutzern geteilt noch der Offent-
lichkeit zuginglich gemacht.

d. Fazit: Meinungsroboter als zentraler Regulierungsgegenstand

Die Formulierung des § 18 Abs. 3 des MStV geht weit tiber den eigentlich disku-
tierten Anwendungsfall sog. Meinungsroboter hinaus. Dabei ist durchaus disku-
tabel, ob man damit verfassungsrechtliche, insbesondere grundrechtliche und
kompetenzielle Grenzen, tiberschreitet. Allerdings liefle sich die Norm auch te-
leologisch und in verfassungskonformer Weise reduzieren, sodass die Probleme
eher auf die Ebene der Rechtsanwendung verlagert werden. Fiir den hier vorlie-
genden Untersuchungsgegenstand ist dies aber letztlich gleichgiiltig. Die Mei-
nungsroboter sind immerhin das gesetzgeberische Leitbild fiir die neu eingefiihrte
Kennzeichnungspflicht.

2. Vorgaben fiir Medienintermedidre, §§ 91-96 MStV

Neben den Vorgaben fiir die Verwender von Meinungsrobotern enthilt der
MStV auch spezielle Vorgaben fiir Medienintermediire, die einerseits mittelbare
Bedeutung erlangen, wenn es um allgemeine Vorgaben den Prozess der Infor-
mationsvermittlung betreffend geht (b.) und andererseits unmittelbar relevant
werden, soweit die Betreiber sozialer Netzwerke auch fiir Meinungsroboter eine
gewisse Sorgfaltspflicht zu erfiillen haben (c.).

a. Begriff des Medienintermedidrs

Als Medienintermedidr gilt gem. §2 Abs.2 Nr. 16 MStV ein ,, Telemedium, das
auch journalistisch-redaktionelle Angebote Dritter aggregiert, selektiert und all-
gemein zuginglich prisentiert, ohne diese zu einem Gesamtangebot zusammen-
zufassen“. Wenn auch hier Unklarheiten bei einzelnen Diensten bestehen mo-
gen,'%80 so erfolgt eine solche Aggregation und Selektion jedenfalls auch mithilfe
der Algorithmen sozialer Netzwerke. Der im Rahmen der Onlinebeteiligung ge-
machte Vorschlag enthielt eine entsprechende Auflistung, die diese explizit auf-

1680 Der Digitale Gesellschaft e.V., Stellungnahme zum Entwurf des 23. Rundfunkinderungsstaatsver-
trages ,,Medienstaatsvertrag®, 2018, S. 6, weist etwa daraufhin, dass unklar sei, ob auch Dienste
wie Wikipedia hierunter fallen, weil die Inhalte von Usern verfasst werden — also als redaktionell
gestaltet gelten konnten — und durch Wikipedia letztlich bereitgestellt werden.
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fithrte'®®! und in der Gesetzesbegriindung werden sie ebenfalls als ,,Regelfall“
eingestuft.'*s2 Ahnlich wie beim NetzDG (§ 1 Abs.2 NetzDG) stellt § 91 Abs. 2
MStV allerdings die Verpflichtungen unter einen Bagatellvorbehalt ( Nr. 1), was
weiterhin Innovationen erlaubt,'®®® und womit die Regulierung gerade von einer
gewissen (vermuteten) Meinungsbildungsrelevanz des jeweiligen Dienstes ab-
hangt.'®% Zeitgleich wird durch den Ausschluss kommerzieller Dienste sicherge-
stellt, dass hier nur der originiare, medienrechtlich relevante Bereich erfasst wird
(Nr. 2)'%% und dass nicht regulierungsbediirftige Privatkommunikation nicht den
Verpflichtungen unterfillt (Nr. 3).

b. Allgemeine Regulierungsvorgaben fiir Medienintermedidre

Inhaltlich zielt die Regulierung mit § 93 MStV auf die Verbesserung der Transpa-
renz fiir die Nutzer ab und ordnet insbesondere an, dass bestimmte fiir die Infor-
mationsvermittlung notwendige Hintergrundinformationen fir Nutzer ,leicht
wahrnehmbar, unmittelbar erreichbar und stindig verfiigbar zu halten [sind]“
(§93 Abs. 1 MStV).'%%¢ Neben den Kriterien, die fiir die Veroffentlichung ent-
scheidend sind (Abs. 1 Nr. 1), gehoren auch die zentralen Kriterien, die den Algo-
rithmen zugrunde liegen, hierzu (Nr. 2). Was aber als zentrales Kriterium anzuse-
hen ist, verschweigt die Norm.'*” Die noch von der Bund-Linder-Kommissi-
on'®$$ geforderten Regelbeispiele wurden nicht normiert.'*s” Insoweit liegt die
Entscheidung hieriiber zunidchst in der Hand der Betreiber. Allerdings miussen
sich die Angaben und ihr Umfang an dem Ziel der Transparenzvorschrift orien-

1681 Siehe hierzu Diskussionsentwurf fiir einen ,,Medienstaatsvertrag®, § 2 Abs.2 Nr. 13b, abrufbar un-
ter https://www.rlp.de/fileadmin/rlp-stk/pdf-Dateien/Medienpolitik/MStV-E_Synopse_2019-07_Onl
ine_.pdf, (Stand: 30.05.2021).

1682 NiedersichsLT-Drs. 18/6414, S. 94; BayLT-Drs. 18/7640, S. 85.

1683 So etwa Bund-Linder-Kommission, Bericht zur Medienkonvergenz, 2016, S. 36. Und zum NetzDG
siche BT-Drs. 18/12356, S. 19, auch wenn hier eher auf den mit den normierten Pflichten einherge-
henden Aufwand abgestellt wurde. Gleichwohl wird a.a.O., S. 12 explizit auch auf ,,Start-up-Unter-
nehmen® hingewiesen.

1684 Kritisch zur gewihlten Anzahl der ,,unique user® etwa Ory, ZUM 2019, 139 (152).

1685 So auch der Hinweis in der Gesetzesbegriindung, siehe nur BayLT-Drs. 18/7640, S. 108.

1686 Zu den inhaltlichen Anforderungen ausfiihrlicher etwa Schwartmann/Hermann/Miihlenbeck, Trans-
parenz von Medienintermediiren, S. 118 ff.

1687 Auch die Gesetzesbegriindung hilft nicht weiter. Allein mit Blick auf Nummer 2 sind zwei Beispiele
genannt: ,der Standort des Nutzers oder dessen Sprache®, NiedersichsLT-Drs. 18/6414, S.115;
BayLT-Drs. 18/7640, S. 108. Deshalb aber auch allgemein kritisch zur Norm Ladeur/Gostomzyk,
K&R 2018, 686 (690f.); Cornils, ZUM 2019, 89 (102). Zur urspriinglich vorgeschlagenen Rege-
lung des damaligen § 53 d Abs. 1 Nr. 2 MStV Kellner, Die Regulierung der Meinungsmacht von In-
ternetintermediiren, S. 28.

1688 Bund-Linder-Kommission, Bericht zur Medienkonvergenz, 2016, S. 36.

1689 Das hat die P2B-Verordnung 2019/1150, ABL. 2019 L 186, S. 57 ff. besser gelost. Sie gibt in Art. §
Abs. 5 lit. a) -c) zumindest gewisse Leitlinien vor, an denen sich die Plattformen bei der Veroffentli-
chung von transparenten Informationen zu orientieren haben.
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tieren.'®® Hier kann es aber — das zeigt nicht nur der Wortlaut, sondern auch ein
systematischer Vergleich innerhalb des MStV'®! und mit anderen Transparenz-
vorschriften'®®? — allein um die Starkung der Nutzerautonomie gehen, sodass sich
die Informationen jedenfalls an diesem Ziel zu orientieren haben.!>* Dass die
Umsetzung im Einzelnen schwierig ist, weil nicht hinreichend klar ist, welcher
Umfang angezeigt ist, in welcher Tiefe Informationen notwendig sind und wie
diese darzustellen sind,'®* dndert an der prinzipiellen Verpflichtung nichts. Mit
§ 96 MStV besteht jedenfalls die Moglichkeit, die abstrakten Vorgaben etwa
durch Best-Practice-Beispiele zu konkretisieren.'® Nehmen die Netzwerkbetrei-
ber Anderungen an den Kriterien vor, miissen diese nach § 93 Abs. 3 MStV un-
verziiglich und in derselben Weise kenntlich gemacht werden. Teilweise wurde
kritisch darauf hingewiesen, dass die Algorithmen stetig Anderungen unterlie-
gen.'s% Allerdings setzt die Norm ja nicht voraus, dass per se jede Anderung of-
fenbart wird, sondern nur wenn und soweit sie die zentralen Kriterien betreffen.
Neben diesen Transparenzanforderungen sieht § 94 Abs. 1 MStV ein Diskri-
minierungsverbot fur redaktionell-journalistische Angebote'*®” vor. Damit be-

1690 Vgl. Dogruel u.a., Media Perspektiven, 139 (142f.). Vgl. auch Zimmer, in: Gersdorf/Paal, Informa-
tions- und Medienrecht, § 93 MStV Rn. 14. Und erste Uberlegungen zu den formellen und inhaltli-
chen Anforderungen finden sich a.a.O., Rn. 5 ff.

1691 Denn insoweit verpflichtet § 93 Abs. 1 zur Transparenz hinsichtlich der Nutzer und § 95 MStV er-
weitert diese durch entsprechende Berichtspflichten auch auf das zustindige Kontrollgremium
(ZAK). Durch die Berichtspflicht konnten also entsprechend prizisere Informationen verlangt wer-
den.

1692 Schon Heldt, CR 2018, 494 (498) zieht die Parallele zu den lebensmittelrechtlichen Transparenz-
pflichten. Auch dort heifSt es in Art. 12 Abs. 1 der VO 608/2004, dass die verpflichtenden Informa-
tionen ,,verfiigbar“ und , leicht zuginglich“ sein miissen und in Art. 15 heifst es, dass die Informa-
tionen ,,in einer fiir die Verbraucher [...] leicht verstindlichen Sprache abzufassen [sind]. Siche da-
neben aber auch Art. 5 Abs. der VO 2019/1150 zur Forderung von Fairness und Transparenz fiir
gewerbliche Nutzer von Online- Vermittlungsdiensten, ABIL. L 186, S. 57, der eine dhnliche Formu-
lierung aufweist und die Position der kommerziellen Nutzer stirken soll, hierzu auch Erwggr. 18.

1693 So auch Laude, JuWiss-Blog Nr. 126/2020.

1694 Siehe hierzu etwa Laude, JuWiss-Blog Nr. 127/2020. Teilweise wurden hier Bestimmtheitsbedenken
gedufSert und gefordert, dass schon der Gesetzgeber eine gewisse Differenzierung vornimmt, in diese
Richtung etwa Liesem, AfP 2020, 277Rn. 26, 27. Zu beriicksichtigen ist aber, dass die Anforderun-
gen an die Bestimmtheit vom Regelungsgegenstand und Bereich abhingen (hierzu mit zahlreichen
Nachweisen auf die verfassungsgerichtliche Judikatur etwa Grzeszick, in: Maunz/Diirig, GG,
Art. 20 Rn. 58 ff.). Insoweit ist hier einerseits zu beriicksichtigen, dass ganz unterschiedliche Ange-
bote erfasst sind, die eine unterschiedliche Akzentuierung notwendig machen, sodass man dem in
der Breite — auch fiir zukiinftige Anbieter — nicht gesetzlich gerecht werden kann. Andererseits ist
auch zu beriicksichtigen, dass hierfiir eine gewisse Kenntnis der unterschiedlichen Dienste notwen-
dig wiire. Ein staatlicher Einblick wird aber erst durch die Ermittlungsbefugnisse (§§ 95, 56 MStV)
ermoglicht, sodass eine Konkretisierung nur in Abhingigkeit entsprechender Kenntnisse erfolgen
kann. Insoweit ist es durchaus sinnvoll, den Betreibern zunichst die Umsetzung zu iiberlassen und
diese danach zu konkretisieren (§ 96 MStV).

1695 Ausfiihrlicher zu § 96 MStV noch unten, C.I1.2.d. Zur Notwendigkeit einer Konkretisierung gerade
durch derartige Beispiele, siehe etwa Dogruel u.a., Media Perspektiven 2020, 139 (143).

1696 So allen voran Facebook Germany, Positionspapier zum Diskussionsentwurf zu den Bereichen
Rundfunkbegriff, Plattformregulierung und Intermedidre ,,Medienstaatsvertrag®, 2018, S. 6.

1697 Hierzu mit Blick auf das Diskriminierungsverbot (auch kritisch) etwa Kellner, Die Regulierung der
Meinungsmacht von Internetintermediaren, S. 289.
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dient man sich der Begrifflichkeit, die auch zuvor im RStV verwendet wurde.!¢%
Als redaktionell-journalistisch versteht man hierbei nur solche Angebote, die eine
gewisse Periodizitiat aufweisen, publizistisch ausgerichtet'®” und universell, aktu-
ell und faktenbasiert sind (journalistisch), sofern dabei eine Inhaltsauswahl und
-bearbeitung sowie eine gewisse Vereinheitlichung stattfindet und eine gewisse
organisatorische Verfestigung vorhanden ist, die Kontinuitit gewahrleistet (re-
daktionell)."”% Die Abgrenzung kann im Einzelfall schwierig sein.'”*" Waihrend
kommerzielle Kommunikation nicht erfasst sind, '7°2 konnten personliche Blogs
oder dhnliche Angebote hierunter fallen.'”® Entscheidend wird insoweit die pub-
lizistische Ausgestaltung'”* des Angebots und der Grad der redaktionellen Ar-
beit!”%, um den angebotspriagenden Charakter zu ermitteln.!”*

Eine Diskriminierung solcher Inhalte kommt in zwei Fillen in Betracht: einer-
seits, wenn von den zu veroffentlichenden Kriterien systematisch abgewichen
wird (§ 94 Abs. 2, 1. Alt. MStV) und andererseits, wenn die Kriterien selbst eine
mittelbare oder unmittelbare systematische unbillige Behinderung bestimmter In-
halte darstellen. Insoweit wird also verhindert, dass durch die transparenten Kri-
terien selbst eine neue Diskriminierung geschaffen wird. In beiden Fillen soll ver-
hindert werden, dass bestimmte Angebote allein wegen ihrer inhaltlichen oder

1698 Siehe etwa §§ 54 Abs. 2, 55 Abs. 2, 56 Abs. 1, 57 RStV. Dieser Begriff wird auch einheitlich verwen-
det, ,,da Rechte und Pflichten der Anbieter solcher Dienste in einem ausgewogenen Verhiltnis ste-
hen. Dies wiirde aufgebrochen werden, wenn einzelne Rechte oder Pflichten isoliert einzelnen Ange-
boten zugesprochen wiirden.“, so Held, in: Binder/Vesting, Rundfunkrecht, § 54 Rn. 41. Fiir einen
einheitlichen Begriff auch Lent, in: Gersdorf/Paal, Informations- und Medienrecht, § 54 RStV Rn. 5.

1699 Das bedeutet nicht nur, dass sie an die Offentlichkeit gerichtet sind, sondern auch dass sie eine pub-
lizistische Relevanz besitzen und damit mit der herkommlichen Presse vergleichbar sind, vgl. Wey-
he, in: Paschke/Berlit/Meyer/Kroner, Medienrecht, 37. Abschnitt Rn. 192.

1700 Siehe hierzu etwa Lent, in: Gersdorf/Paal, Informations- und Medienrecht, § 54 RStV Rn. 5; Held,
in: Binder/Vesting, Rundfunkrecht, § 54 Rn. 48. Aus der Rspr. etwa OVG Berlin-Brandenburg, LKV
2015, 180 (181); VGH Baden-Wiirttemberg, ZUM-RD 2014, 396 (399); OLG Bremen, NJW 2011,
1611 (1612), VG Schwerin, ZUM-RD 2015, 353 (355).

1701 So auch Lent, in: Gersdorf/Paal, Informations- und Medienrecht, § 54 RStV Rn. 5.1.

1702 So etwa OVG Bautzen, MMR 2017, 716 Rn. 9; OVG Berlin Brandenburg, LKV 2015, 180 (181).
Siehe auch Lent, in: Gersdorf/Paal, Informations- und Medienrecht, § 54 RStV Rn. 5.3 m.w.N.;
Held, in: Binder/Vesting, Rundfunkrecht, § 54 Rn. 59.

1703 Vgl. Held, in: Binder/Vesting, Rundfunkrecht, § 54 Rn. 39; Weybe, in: Paschke/Berlit/Meyer/Kroner,
Medienrecht, 39. Abschnitt Rn. 193. Eine Auflistung verschiedener Angebote die als redaktionell-
journalistisch einzuordnen sind, findet sich etwa bei Lent, in: Gersdorf/Paal, Informations- und Me-
dienrecht, § 54 RStV Rn. 5.1 ff.

1704 Den fehlenden meinungsbildenden Bezug betont etwa der BGH, NJW 2015, 3377 Rn. 38. Ebenso
das OVG Schleswig-Holstein, ZUM-RD 2017, 696 (698) zum presserechtlichen Auskunftsan-
spruch, oder das OVG Bautzen, MMR 2017, 716 Rn. 8. Und der BayVGH, ZUM-RD 2017, 349
(350) betont gerade die meinungsbildende Zielsetzung des Dienstes als wesentliches Kriterium.
Ebenso Held, in: Binder/Vesting, Rundfunkrecht, § 54 Rn. 51 und 58a mit Blick auf Twitterprofile.

1705 Hieran scheiterte es etwa in der Entscheidung des OVG Greifswald, NordOR 2013, 258 (259), weil
eine Vorauswahl gar nicht getroffen wurde. Dies betont auch Held, in: Binder/Vesting, Rundfunk-
recht, § 54 Rn. 39.

1706 Vgl. Lent, in: Gersdorf/Paal, Informations- und Medienrecht, § 54 RStV Rn. 5.3; VGH Mannheim
(1. Senat), Urteil vom 09.05.2017 — 1 S 1530/16 = BeckRS 2017, 112670, Rn. 63, 64, 67 f. Siche —
wenn auch zu § 41 Abs. 1 BDSG a.E. BGH, NJW 2009, 2888 Rn. 21.
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politischen Ausrichtung oder aufgrund anderer Kriterien benachteiligt wer-
den.'”"” Eine Diskriminierung kann aber sachlich gerechtfertigt werden, insbeson-
dere wenn rechtswidrige Inhalte betroffen sind.!”*® Und eine unbillige systemati-
sche Behinderung liegt auch erst dann vor, wenn die Interessen der Betreiber ge-
gentiber den Interessen der Betroffenen zuriickzutreten haben.'”” Deshalb kon-
nen insbesondere Personalisierungsprozesse, die mittelbar zu einer systemati-
schen Bevorzugung von Inhalten fiihren, durchaus billig im Sinne der Vorschrift
sein.!710

Das Diskriminierungsverbot ist auch prozessual ausgestaltet und gibt betroffe-
nen Anbietern von Inhalten die Moglichkeit, Verstofse bei der zustindigen Lan-
desmedienanstalt geltend zu machen (§ 93 Abs. 3 S. 1 MStV). In offensichtlichen
Fillen kann die Landesmedienanstalt auch von Amts wegen titig werden.'”!!

c. Sorgetragungspflicht fiir Betreiber sozialer Netzwerke nach § 93 Abs. 4 MStV

Besonders hervorzuheben ist, dass die bereits genannte Kennzeichnungspflicht
des § 18 Abs.3 MStV in § 93 Abs.4 MStV auf die Betreiber sozialer Netzwer-
ke — sofern sie als Medienintermedidre gelten — erweitert wird. Damit wird gera-
de ein anderer Weg eingeschlagen als etwa durch den kalifornischen Gesetzge-
ber.'7!2 Sie selbst trifft hiernach die Pflicht, fiir eine Kennzeichnung entsprechen-
der Inhalte Sorge zu tragen.

aa. Die Bedeutung der Sorgetragungspflicht des § 93 Abs. 4 MStV

Allerdings wird — anders als bei § 18 Abs. 3 MStV — nicht erkennbar, durch wel-
che MafSnahmen die Betreiber dieser Pflicht nachkommen konnen.!”'? Dass dies

1707 Vgl hierzu NiedersichsLT-Drs. 18/6414, S. 116; BayLT-Drs. 18/7640, S. 109.

1708 NiedersichsLT-Drs. 18/6414, S. 117; BayLT-Drs. 18/7640, S. 110.

1709 NiedersiachsLT-Drs. 18/6414, S. 117; BayLT-Drs. 18/7640, S. 110.

1710 Vgl. Schneiders, Das ist doch Diskriminierung, S. 6.Ausdriicklich so Zimmer/Liebermann, in: Gers-
dorf/Paal, Informations- und Medienrecht, § 94 MStV Rn. 8. Die Gesetzesbegriindung weist immer-
hin auf die ,nach Artikel 12 des Grundgesetzes [geschiitzte] unternehmerische Freiheit* hin, Nie-
dersichsLT-Drs. S. 18/6414, S. 116; BayLT-Drs. S. 18/7640, S. 109.

1711 Nach den vorherigen Diskussionsentwiirfe konnten nur betroffene Inhalteanbieter einen Verstof§
geltend machen, § 53e Abs. 3 MStV in der Fassung vom Juli 2019.

1712 Zwar wurden ihnliche Verpflichtungen auch dort diskutiert. Sie fanden allerdings keinen Eingang
in das endgiiltige Gesetz (hierzu Stricke, Vanderbilt Journal of Entertainment&Technology Law
Vol. 22 (2020), 839 (843)). Sec. 17492 (c) des California Business and Professions Code sieht nim-
lich ausdriicklich vor, dass durch die neu eingefiigten Regeln den Dienstanbietern von online Platt-
formen keine Pflichten auferlegt werden. Hier bleibt es allein bei einem moglichen Auskunftsersu-
chen an die Betreiber, ausfiihrlich hierzu Stricke, ebd., S. 844, 860 ff. Eine entsprechende Auswei-
tung der Verantwortlichkeit der Netzwerkbetreiber fordert aber Hines, Houston Law Review 57
(2019), 405 (434).

1713 So auch Laude, JuWiss-Blog Nr. 127/2020 v. 02.11.2020. Vergleichsweise abstrakt bleiben auch die
Forderungen von Hines, ebd.: ,,a future bot law must not only go after users, but must also go after
social networks for not taking steps to prevent the behavior themselves. Der von US-Senatorin
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durchaus gewollt und sinnvoll ist, wird noch aufzuzeigen sein, vermag aber nicht
iber die Tatsache hinwegzutiuschen, dass — gerade auch mit Blick auf den Buf3-
geldtatbestand des § 115 Abs.1 S.1 Nr.42 MStV - die Unklarheit erhebliche
Probleme mit sich bringt. Das fiihrt zwar nicht per se zu ihrer Unbestimmtheit,
denn die Bestimmtheitsanforderungen sind immer auch abhingig vom konkreten
Regelungsbereich und den damit verbundenen Schwierigkeiten einer Regulie-
rung. Solange sich die Norm mithilfe allgemeiner Auslegungscanones niher pra-
zisieren lasst, kann die Norm auch den Bestimmtheitsanforderungen gentigen,
zumal — wie noch aufzuzeigen wird — hier gerade Griinde dafir bestehen, dass
die weite Formulierung gewihlt wurde. Besonders auch verfassungs- und unions-
rechtliche Implikationen sind hierbei zu beriicksichtigen.

(I.) National-rechtliche Auslegungscanones
(1.) Wortlaut ,,Sorge tragen®

Geht man vom Wortlaut der Norm aus, so kann jedenfalls keine ,,Sicherstel-
lung® verlangt werden. Sorge tragt schon derjenige, der sich nur um die Er-
reichung eines Ziels bemitht.'”'* Insoweit ist jedenfalls die untere Grenze des
»Sorge-Tragens® klar definierbar: der Betreiber darf nicht untitig bleiben. Die
Sorgetragungspflicht betrifft aber letztlich zwei potentielle Verantwortungsspha-
ren: den Dienst als eigenes Handeln und die Tatigkeiten der Nutzer und damit
fremdes Handeln. Im ersten Fall wiirde das ,,Sorge tragen“ tendenziell darauf
abzielen, die Nutzer selbst in die Lage zu versetzen, die Kennzeichnung vorneh-
men zu konnen. In den Worten von Lober und Rofinagel geht es darum, die
»technischen Strukturen bereitzustellen“!”'5. Geht es indes um fremdes Handeln,
insbesondere um eine Verantwortung in Fillen, in denen eine Kennzeichnung
(absichtlich) unterbleibt, bleibt unklar, was unter ,Sorge tragen“ zu verstehen
ist. Mussen die Betreiber gewihrleisten, dass weit tiberwiegend die Kennzeich-
nungspflicht eingehalten wird?!”'® Muss der Netzwerkbetreiber hierfiir selbst
kennzeichnen oder die Nutzerkonten selbst tiberpriifen? Die potentielle Reich-

Feinstein 2018 eingebrachte US Senate Bill 3127 (sog. ,,Bot Disclosure and Accountability Act
2018“) sieht demgegeniiber konkretere Vorgaben vor (S.8 des Gesetzesvorschlags): Einerseits ,,a
process by which the social media provider will take reasonable preventative and corrective action
to mitigate efforts by a user to use an automated software program or process intended to imper-
sonate or replicate human activity online without disclosure as required under paragraph (1), which
may include suspension or any other action authorized by the Commission® und andererseits ,,a
process by which the social media provider will remove posts, images, or any other online activity
of a user or profile making use of an automated software program or process intended to imperson-
ate or replicate human activity online that is not in compliance with the policy under paragraph (1)
«

1714 So auch Léber/Rofinagel, MMR 2019, 493 (498).

1715 Loéber/Rofinagel, MMR 2019, 493 (498).
1716 Dies ablehnend Laude, JuWiss-Blog Nr. 127/2020.
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weite reicht hier von einem Identitdtsnachweis bei Registrierung,'”'” der Einrich-
tung eines Beschwerdemanagements vergleichbar mit dem des NetzDG bis hin zu
einer Uberpriifung der Netzwerkdaten, durch die auffillige Nutzerkonten ausge-
macht werden und diese dann betreiberseitig zu kennzeichnen'”'® oder gar zu
sperren'’”. Der Wortlaut hilft beziiglich dieser zweiten Sphire nicht weiter.

(2.) Systematik

Ein systematischer Vergleich zu anderen Regelungstatbestinden fillt deshalb
schwer, weil sich andere Kennzeichnungspflichten ausschliefSlich an den Anbieter
des Telemediums richten. Allerdings wurde auch im Bereich des Influencer-Mar-
ketings auf der Plattform Instagram bereits das Problem ersichtlich, dass eine nur
unzureichende Gestaltungsmoglichkeit zu Problemen bei der Kennzeichnung von
kommerziellen Inhalten fithren kann. Dort war lange Zeit unklar, wie eine ord-
nungsgemafle Kennzeichnung erfolgen muss, weil man darauf beschrinkt war,
durch entsprechende Bildbeschreibung — etwa durch Hashtags (#ad, #sponsored-
by etc.) — den kommerziellen Charakter aufzuzeigen,!”?* was zu uneinheitlichen
Praktiken fithrte.'”?! Auch hier war man also darauf angewiesen, dass der Betrei-
ber zur Vereinheitlichung eine entsprechende Bezeichnung einfithrt.'”?? Dieses
Problem umgeht man also, wenn § 93 Abs. 4 MStV die Betreiber zum Sorge-Tra-
gen verpflichtet. Insoweit geht es also zundchst um die Gewahrleistung der tech-
nischen Voraussetzungen.

Beriicksichtigt man zudem bisherige Haftungstatbestinde, so trifft die Anbie-
ter der Netzwerke bislang keine eigene Verantwortung, die Inhalte der Nutzer
entsprechend zu kennzeichnen. Primir ist allein der jeweilige Profilinhaber ver-
antwortlich. Dritte sind nur dann verantwortlich, wenn ihnen dies zugerechnet
werden kann, etwa beim beauftragenden Unternehmen unter den Voraussetzun-
gen des § 8 Abs. 2 UWG.'7?} Eine Haftung der Betreiber der Plattformen kime al-

1717 Milker, InTeR 2017, 199 (205, 206).

1718 In diese Richtung Léber/Rofnagel, MMR 2019, 493 (498).

1719 Auch wenn die Regelung auf das Sorge tragen einer Kennzeichnung abzielt, so kann eine Sperrung
auffilliger Nutzerkonten letztlich eine disziplinierende Wirkung auf andere Nutzer entfalten, der
Kennzeichnungspflicht nachzukommen. Insoweit fiele auch eine solche Maffnahme in den Rege-
lungsbereich der Norm. In einer ersten Stellungnahme zum damaligen § 55 Abs.3 MStV duflerte
Facebook dies ausdriicklich und lehnte eine Kennzeichnungsverantwortung deutlich ab: ,Eine
Kennzeichnung solcher Konten wird es auf Facebook somit nicht geben. Vielmehr werden wir alle
gefilschten Konten auf Facebook entfernen, ganz gleich, ob diese von Menschen oder Bots gesteuert
werden.“, siehe hierzu Facebook, Positionspapier zum Diskussionsentwurf, 2018, S. 10 bzw. Face-
book, Positionspapier zum Diskussionsentwurf, 2019, S. 7.

1720 Zur richtigen Kennzeichnung siehe etwa Gerecke, GRUR 2018, 153 (158).

1721 Siehe u.a. Jaworski/Kraetzig, GRUR-Prax 2020, 302 (304) die das auch auf die Rechtsunsicherheit
zuriickfithren, oder Kohler, in: ders./Bornkamm/Feddersen, UWG, § 5a Rn. 7.80a.

1722 Vgl. Micklitz/Schirmbacher, in: Spindler/Schuster, Elektronische Medien, § 6 TMG Rn. 49.

1723 Gerecke, GRUR 2018, 153 (159); Micklitz/Schirmbacher, in: Spindler/Schuster, Elektronische Me-
dien, § 6 TMG Rn. 52.
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so hochstens dann in Betracht, wenn sie Kenntnis von rechtswidrigen Téatigkeiten
erhalten (§§ 7 Abs. 2, 10 Abs. 1 TMG). Vor diesem Hintergrund kann aber § 93
Abs. 4 MStV gerade deshalb erlassen worden sein, um die Verantwortung fiir
VerstofSe auszudehnen und entsprechende Liicken, wie Sie sich an anderer Stelle
offenbart haben, zu vermeiden. Mit Blick auf den Tatbestand der Ordnungswid-
rigkeit und der angedrohten Geldstrafe von bis zu 500.000 Euro (§ 117 Abs. 1
S.2 Nr. 42, Abs. 2, 1. Var. MStV) erscheint es auch nicht plausibel, dass nur die
Pflicht zur Bereitstellung der Kennzeichnungsinstrumente besteht. Vielmehr deu-
tet das auf eine dariiberhinausgehende eigene Verantwortlichkeit hin. Im Lichte
der allgemeinen Haftungsgrundsitze kime deshalb vor allem die Einrichtung ei-
nes Beschwerdemanagements als verbindliche Vorgabe in Betracht, um Haftungs-
folgen iiberhaupt auslésen zu konnen.

(3.) Normgenese

Eine Kennzeichnungspflicht war schon seit lingerem nicht nur auf Landesebene
im Gesprich.'”?* Zu Beginn wurde dabei eher die Verantwortung der Verwender
betont.'”>S Abgesichert werden sollte das nur durch eine Berichtspflicht und einen
Meldeweg, durch den die Betreiber auf auffillige Konten aufmerksam gemacht
werden sollten.'”?¢ Allerdings wurde schon frithzeitig im Gesetzgebungsprozess
die nun im MStV vorgesehene Regelung gefordert.'”?” In der Gesetzesbegriindung
wird explizit darauf hingewiesen, dass erstens die ,,konkrete Art und Weise der
Pflichterfillung (...) bewusst nicht festgelegt wird“!7?%; und zweitens, ,gerade
nicht die Einfithrung einer Pflicht der Anbieter von Medienintermediiren zur ei-
genen Verfolgung und Sanktionierung von Verstoffen gegen § 18 Abs.3 [be-
zweckt wird].“!7? Danach wiren also auf den ersten Blick alle MafSnahmen
denkbar, die nicht eine proaktive Tatigkeit der Netzwerkbetreiber erfordern.
Liest man aber genauer, dann gibt es zwei Ankniipfungspunkte, wie eine proakti-
ve Pflicht dennoch begriindet werden kann. Einerseits soll die eigene Verfolgung
und Sanktionierung ausgeschlossen sein. Das 6ffnet aber den Spielraum dafiir,
dass etwa anerkannte Einrichtungen der Selbstkontrolle und damit externe Stel-

1724 Auf Bundesebene siche etwa den Antrag der Fraktion Biindnis 90/Die Griinen, BT-Drs. S. 18/11856,
S.2.

1725 So wird etwa in einem Antrag der Griinen im Bundestag gefordert, dass die Betreiber ihre Nutzer
verpflichten miissten, Social Bots zu kennzeichnen, BT-Drs. 18/11856, S. 3. Nur von einer buflgeld-
bewehrten Kennzeichnungspflicht redend BRat-Drs. 519/18, S.2, 3. Beide Moglichkeiten in Be-
tracht ziehend Milker, InTeR 2017, 199 (205f1.).

1726 BT-Drs. 18/11856, S. 3. Deutlicher eine Berichtspflicht fordernd — im Rahmen der Debatte um die
Weiterentwicklung des NetzDG — BT-Drs. 19/5950, S. 6.

1727 Damals noch als § 53d Abs. 4 MStV, siche hierzu Rundfunkkommission der Linder, Diskussions-
entwurf fiir einen Medienstaatsvertrag, 2019.

1728 Siehe u.a. BayLT-Drs.18/7640 S. 109; NiedersichsLT-Drs. 18/6414, S. 116.

1729 BayLT-Drs. 18/7640 S. 109; NiedersachsLT-Drs. S. 18/6414, 116.
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len eine solche Uberpriifung iibernehmen.'”3* Andererseits schliefSt der Wortlaut
nur die Verfolgung und Sanktionierung aus. Damit kntipft man aber an eine Pha-
se an, in der der (mogliche) Rechtsverstof§ schon bekannt geworden ist. Die Ge-
setzesbegriindung schliefSt gerade nicht die Uberwachung des Netzwerks zur vor-
gelagerten (praventiven) Ermittlung von RechtsverstofSen aus. Wenn in derlei Fal-
len eine eigenstindige Kennzeichnung vorgenommen wird, geht davon auch kei-
ne sanktionierende Wirkung aus. Vielmehr wird der rechtlich vorgesehene Nor-
malzustand hergestellt.

(4.) Telos der Norm

Der Regelungszweck der Norm ist vielseitig, ohne dass aber alle Facetten Ein-
gang in die Gesetzesbegriindung gefunden hitten. Zunichst — und wohl auch pri-
mir — geht es um die Schlieffung von Liicken, die durch eine fehlende Bereit-
schaft zur Kennzeichnung entstehen und damit um die Effektuierung der Kenn-
zeichnungspflicht.'”?! Zweitens geht es auch um eine gewisse Vereinheitlichung,
um Transparenz auch tatsichlich erreichen zu konnen. Drittens begegnet der Ge-
setzgeber so seiner eigenen Unkenntnis von den technischen Hintergriinden der
Netzwerke und der Bots. Weil der Entwurf letztlich eine Vielzahl von Intermedia-
ren betreffen soll, deren Geschiftsmodelle divergieren und vor allem nicht en dé-
tail bekannt sind, scheint es sinnvoller eine allgemeine Verpflichtung zu statuie-
ren, und die Konkretisierung vorerst!’*? den Netzwerkbetreibern zu tberlas-
sen.'”3 Das fihrt letztlich auch zu einem vierten Aspekt: die Betreiber verfiigen
nicht nur tber das erforderliche Wissen und die notigen Zugriffe, um eine ent-
sprechende Pflicht umzusetzen.!”** Sie konnen auch viel eher dariiber entschei-
den, wie man die Pflicht am besten innerhalb des Dienstes umsetzen kann.!73’
Denn die bisherigen Versuche durch entsprechende Software Bots zu identifizie-
ren, basieren nur auf den Datenbestinden, zu denen die Netzwerkbetreiber exter-
nen Forschern Zugang gewihren. Dieser Aspekt ist vor allem — fiinftens — fir die

1730 Dass entspricht in gewisser Weise der Zusammenarbeit bspw. von Facebook mit externen Fakten-
priifern, dazu oben, C.I.3.a.aa. Das sieht letztlich auch das NetzDG — wenn auch in anderem Kon-
text (§ 3 Abs. 2 Nr. 3 lit. b) NetzDG) vor.

1731 So auch Febling/Leymann, AfP 2020, 110 Rn. 37. In diese Richtung auch Schrider, DVBI. 2018,
465 (470f.). Gerade wegen dieser Effektuierung durch die Verantwortlichkeit der Netzwerkbetrei-
ber wird das Fehlen entsprechender Pflichten im kalifornischen Recht kritisch bewertet. Im ur-
spriinglichen Entwurf war noch ein Notice-and-Takedown-Verfahren vorgesehen. Hierzu J.E Wea-
ver, Journal of Robotic, Artificial Intelligence & Law 2018, 431 (435).

1732 Mit § 96 MStV besteht immerhin eine Konkretisierungsbefugnis der Landesmedienanstalten.

1733 Vgl. BayLT-Drs. 18/7640 S. 109; NiedersichsLT-Drs. 18/6414, S. 116. Auf diese notwendigen Un-
terscheidungen zwischen den Betreibern weist etwa auch Liesens, AfP 2020, 277 Rn. 23 hin.

1734 Dies betonen etwa auch Simon Hegelich zit. nach Grandjean, ZUM 2017, 565 (570); Laude, Ju-
Wiss-Blog Nr. 127/2020; Schrider, DVBL. 2018, 465 (471) und J.E. Weaver, Journal of Robotics,
Artificial Intelligence & Law Vol. 1 (2018), 431 (433).

1735 Vgl. Léber/Roffnagel, MMR 2019, 493 (498). Einen solchen ,,technischen Spielraum® fordert auch
Milker, InTeR 2017, 199 (206).
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freiheitsrechtliche Sphire der Anbieter entscheidend. Man bewegt sich hier im-
merhin im Bereich der Berufsausiibungsfreiheit, Art. 12 Abs. 1 GG'7*¢ und der
Dienstleistungsfreiheit des Art. 56 ff. AEUV'77.

(5.) Zwischenfazit: Infrastrukturelle Verantwortung und regulierte
Selbstregulierung im Kampf gegen Meinungsroboter

Eine Auslegung fiihrt also zunichst nur zu dem Ergebnis, dass § 93 Abs. 4 MStV
nicht nur die infrastrukturellen Voraussetzungen schaffen, sondern gerade beste-
hende Schutzliicken durch eine eigene, bei Verstoflen bufigeldbewehrte Verant-
wortlichkeit der Betreiber schliefSen will. Dabei ist aber ein (zwingend) notwendi-
ger Ermessensspielraum der Netzwerkbetreiber vorgesehen, der einerseits aus der
fehlenden technischen Kenntnis des Gesetzgebers, andererseits aus den freiheits-
rechtlichen Garantien der Netzwerkbetreiber folgt. Insoweit verfolgt die Norm
also den Ansatz einer ,regulierten Selbstregulierung®, die ein Spektrum von einer
Identititskontrolle tiber die Einfithrung eines Notice-and-Takedown-Sytsems,!73$
bis hin zu einer eigenstindigen Kennzeichnung'”** beinhalten kann. Und auch die
giangige Loschpraxis von auffalligen, falschen Profilen einiger Anbieter konnte so
noch - als mittelbarer Zwang zur Kennzeichnung — den Anforderungen der
Norm gerecht werden.!74

(IL.) Verfassungs- bzw. grundrechtliche Implikationen

Berticksichtigt man hier allerdings den verfassungsrechtlichen Hintergrund, so
fragt sich, ob die Sorgetragungspflicht nicht auf konkrete MafSnahmen reduziert
werden kann bzw. muss. Entscheidend kommt es insoweit auf einen sachgerech-
ten Ausgleich der kollidierenden grundrechtlichen Belange an.

(1.) Interessen der Betreiber, insbes. Art. 12 Abs. 1 GG

Auf Betreiberseite wird die bereits angesprochene berufliche Freiheit relevant.!7#!
Insoweit ist allerdings nicht die Schaffung der infrastrukturellen Voraussetzungen

1736 Auf diese grundrechtliche Sphire ebenfalls hinweisend Milker, InTeR 2017, 199 (206).

1737 Hierauf wird noch ausfiihrlicher zuriickzukommen sein, unten, C.IL.2.f.cc.

1738 Das wurde etwa in der US-amerikanischen Debatte durchaus vorgeschlagen, vgl. Stricke, Vanderbilt
Journal of Entertainment&Technology Law Vol. 22 (2020), 839 (843); J.E. Weaver, Journal of Ro-
botics, Artificial Intelligence & Law 2018, 431 (435). In diese Richtung auch Dankert, in: Hoff-
mann-Riem, Big Data, S. 157 (164).

1739 Hier drin sehen Schwartmann/Hermann/Miiblenbeck, Transparenz von Medienintermediiren,
S. 136 scheinbar den mafigeblichen Regelungsgehalt der Norm.

1740 Gefordert werden kann das wohl aber nicht, denn damit fordert man gerade eine ,,Sanktionierung*
durch die Netzwerkbetreiber.

1741 S. 0., AL
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ein Problem. Hiermit ist ein vergleichsweise wenig intensiver Eingriff in die be-
ruflichen Interessen der Betreiber verbunden. Vielmehr geht es um die Frage, was
von den Betreibern dariiber hinaus verlangt werden kann. Dass zur Wahrung der
Interessen ein gewisser Spielraum bezweckt und auch notwendig ist, wurde be-
reits erwahnt. Dieser Spielraum darf aber weder dazu fiithren, dass Unzumutba-
res, also Unverhiltnismafiges verlangt wird, noch das (offensichtlich) ineffektive
Mafinahmen ergriffen werden. Mit Blick auf die Zumutbarkeit gilt es allerdings
zweierlei zu beriicksichtigen: Zum einen wird teilweise eine Automatisierung
betreiberseitig ermoglicht, gefordert oder zumindest geduldet.'”#> Dann aber trifft
zumindest den Netzwerkbetreiber eine gewisse Verantwortung fiir solche Phi-
nomene,'”® derer er sich nicht durch Hinweis der bloflen Anbietereigenschaft
entziehen kann. Vielmehr bewegt man sich aus Sicht der zu schiitzenden Interes-
sen in einem dhnlichen Bereich wie beim Zweckveranlasser,'”* bei ingerentem
Verhalten oder bei Gefahrenlagen, die Verkehrssicherungspflichten auslosen.!”#
Dieser Uberlegung liegt letztlich ,,der allgemeine Rechtsgrundsatz [zugrunde]l...],
dass jeder, der in seinem Verantwortungsbereich eine Gefahrenquelle schafft oder
andauern ldsst, die ihm zumutbaren Mafinahmen und Vorkehrungen treffen
muss, die zur Abwendung der daraus Dritten drohenden Gefahren notwendig
sind.“174¢ Das kann eine durchaus stirkere Inpflichtnahme rechtfertigen.

Zum anderen ist auch der konkrete Dienst und seine Stellung im Meinungsbil-
dungsprozess bzw. seine Meinungsbildungsrelevanz zu beriicksichtigen.!”*” Denn
wahrend § 91 Abs.2 Nr.2 MStV nur eine Vermutung einer Relevanz aufstellt,

1742 So auch Oebmer/Pedrazzi, UFITA 2020, 7 (9, 15). Insbesondere fiir Twitter gilt dies, dessen Dienst
offen fiir die Anbindung von Eingabeprogrammen o.4. ist und eine Automatisierung gerade zulasst.

1743 Diese Verantwortung betonen etwa auch Oebhmer/Pedrazzi, UFITA 2020, 7 (18).

1744 Diese Parallele zieht etwa W. Beck, DVBL. 2020, 253 (255).

1745 Vergleichbare Fille finden sich etwa im Wettbewerbsrecht, wenn es um wettbewerbsrechtliche Ver-
kehrspflichten geht, die auf die Verhinderung von Verletzungen wettbewerbsrechtlicher Interessen
gerichtet sind. Auch diese stehen unter dem Vorbehalt des Moglichen und Zumutbaren. Hierzu et-
wa mit Blick auf eBay, wo mehrfach jugendgefihrdende Medien angeboten wurden, BGH, GRUR
2007, 890 Rn. 36. Vgl. auch W. Beck, DVBL 2020, 253 (256).

1746 So BGH GRUR 2007, 890 Rn. 36. Siche auch BGH, GRUR 2015, 1129 Rn. 42. Pille, Meinungs-
macht sozialer Netzwerke, S. 181 meint hier, dass ,,sich aus der kommunikativen Verantwortung je-
ner Angebote auch kommunikationsbezogene Verpflichtungen ableiten [lassen], die ggf. durch eine
Regulierung zu erzwingen wiren.“ W. Beck, DVBI. 2020, 253 (255) sieht jedenfalls eine ,,aus iiber-
legener Organisationsmacht resultierende Verantwortung®, die sich aus der polizeirechtlichen Figur
des Zweckveranlassers ergebe.

1747 Diesen Ansatzpunkt sicht auch W. Beck, DVBI. 2020, 253 (257). Vgl. hierzu auch Paal, MMR
2018, 567 (568), der bei den Rahmenbedingungen fiir eine Medienintermediidrsregelung auch auf
»Bindungen fiir Medienintermediire auf Grund deren herausgehobener Bedeutung fiir den Mei-
nungsbildungsprozess“ und sodann auf das obiter dictum des BVerfG in der Fraport-Entscheidung
abstellt, was im Wesentlichen aussagt, dass die Grundrechtsbindung Privater einer staatlichen nahe
oder gar gleich kommen kann, hinsichtlich der Kommunikationsgrundrechte insbesondere dann,
,wenn private Unternchmen die Bereitstellung schon der Rahmenbedingungen 6ffentlicher Kommu-
nikation selbst iibernehmen [...]“, BVerfGE 128, 226 (249). Im Kontext der Diskussion um Filter-
technologien bei Intermediidren vgl. zudem auch Miiller-Terpitz, ZUM 2020, 365 (372). Vgl. fiir die
Bedeutung dieser Relevanz fiir die rundfunkrechtliche Regulierung auch Kaiser/Reiling, in: Unger/v.
Ungern-Sternberg, Demokratie und kinstliche Intelligenz, S. 85 (105 f.).
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kann es im Rahmen der Verantwortung einen Unterschied machen, ob ein Dienst
gerade so die Grenze iiberschreitet oder zentraler Anbieter auf dem Markt ist.'74
Ahnliche Gedanken werden etwa auch in der Diskussion um eine mittelbare
Drittwirkung der Grundrechte gegeniiber den Betreibern'’* relevant. Hier stellt
man zur Begrindung einer (staatsihnlichen)'”® Wirkung der Grundrechte im
Vertragsverhiltnis auf die Markt- bzw. Entscheidungsmacht!”*!; die Eroffnung
kommunikativer Raume'”2, die ,,hervorgehobenen Wirkmacht fiir den offentli-
chen Diskurs®“,'753 eine staatsgleiche Stellung'”* bzw. die faktische Ubernahme

1755 ab. 1757

staatlicher Aufgaben oder auf eine Kombination von Kriterien'”*

1748 Auch der Bagatellvorbehalt in § 1 Abs. 2 NetzDG wurde mafSgeblich mit diesen (grundrechtlichen)
Erwiagungen begriindet. In der Gesetzesbegriindung heifst es hierzu: ,,Der Grund fiir eine solche Re-
gelung liegt darin, dass kleinere soziale Netzwerke von aufwendigen Priifpflichten befreit werden
sollen. Die umfassenden gesetzlichen Anforderungen kénnen nur von sozialen Netzwerken mit ent-
sprechenden Ressourcen und Kapazititen bewiltigt werden.“, BT-Drs. 18/12356, S. 19.

1749 Ausfiihrlich hierzu etwa Knebel, Die Drittwirkung der Grundrechte und -freiheiten gegeniiber Pri-
vaten, S. 47 ff., 174 ff.

1750 Vgl. Knebel, Die Drittwirkung der Grundrechte und -freiheiten gegeniiber Privaten, S. 67, 107 ff.

1751 Aus der fachgerichtlichen Judikatur etwa OLG Dresden, ZUM-RD 2019, 2 (6) das von einer ,,Qua-
si-Monopolstellung® spricht. Der Michtigkeit widmet sich etwa Knebel, Die Drittwirkung der
Grundrechte und -freiheiten gegeniiber Privaten, S. 111 ff. umfassend und begriindet damit eine
auch staatsgleiche Bindung, S. 109, 301. Kritisch zu einer Differenzierung zwischen marktmachti-
gen und anderen Unternehmen mit Blick auf die Drittwirkungsproblematik bei Kommunikations-
standards Liidemann, MMR 2019, 279 (283f.). In anderen vertragsrechtlichen Konstellationen
wurde ebenfalls auf die strukturelle Unterlegenheit eines Vertragspartners abgestellt, siche etwa
BVerfGE 89, 214 (232) — Biirgschaftsvertrige.

1752 So etwa BVerfGE 128, 226 (251) — Fraport; kritisch zu einer Ubertragung auf soziale Netzwerke
aber Liidemann, MMR 2019, 279 (280). Das OLG Dresden, stellt hier auch den Bezug zur Fraport-
Entscheidung her, und zwar nicht nur fiir Facebook, ZUM-RD 2019, 2 (6) und Urt. v. 16.06.2020 —
4 U 2890/19 = GRUR-RS 2020, 12291 Rn. 18, sondern auch fiir Twitter, MMR 2020, 626 Rn. 14.
Das OLG Miinchen, ZUM 2019, 269 (270) spricht hier von einem ,6ffentlichen Marktplatz*;
ebenso LG Bamberg, MMR 2019, 56 Rn. 51.

1753 LG Leipzig, Endurteil v. 12.07.2019 — 08 O 2491/18 = GRUR-RS 2018, 38785 Rn. 50.

1754 Heidtke, Meinungsbildung und Medienintermediire, S.212. Vgl. hierzu Liidemann, MMR 2019,
279 (280). Mit Blick auf die Stadionverbotsentscheidung des BVerfG bezeichnet Smets, NVwZ
2019, 34 (36) den DFB als ,, Teilbereichsstaat®.

1755 Das betont etwa das BVerfG in seinem obiter dictum, E 128, 226 (252) - Fraport: ,,Wenn heute die
Kommunikationsfunktion der 6ffentlichen Straffen, Wege und Plitze zunehmend durch weitere Fo-
ren wie Einkaufszentren, Ladenpassagen oder sonstige Begegnungsstitten erginzt wird, kann die
Versammlungsfreiheit fiir die Verkehrsflichen solcher Einrichtungen nicht ausgenommen werden,
soweit [...] Private im Wege der mittelbaren Drittwirkung in Anspruch genommen werden konnen.
Das LG Leipzig, Endurteil v. 12.07.2019 - 08 O 2491/18, GRUR-RS 2019, 38785 Rn. 47 hat etwa
von einer ,,mit der traditionellen Pflichten- oder Garantenstellung des Staates vergleichbaren Lage*
gesprochen. Und hieran kniipft auch das OLG Dresden, Urt. v. 16.06.2020 — 4 U 2890/19 =
GRUR-RS 2020, 12291 Rn. 18 an. Aus der Literatur vgl. etwa Jobst, NJW 2020, 11 (15); vgl. auch
Specht-Riemenschneider/Riemenschneider, in: Tamm/Tonner/Bronneke, Verbraucherrecht, §4b
Rn. 51.

1756 So im Ansatz etwa die Uberlegung des BVerfG (K), NJW 2019, 1935 — Accountsperrung in sozia-
lem Netzwerk, auch wenn es dies i.E. offenlisst. In BVerfGE 148, 267 Rn. 41 — Stadionverbot, stellt
das Gericht auf die Er6ffnung fiirr den allgemeinen Verkehr und die Bedeutung der Veranstaltung
ab. Vgl. hierzu auch LG Bamberg, MMR 2019, 56, dass nicht nur auf den offentlichen Marktplatz
abstellt (Rn. 51), sondern daneben auch die Quasi-Monopolstellung (Rn. 54) und die zentrale Stel-
lung des Dienstes (Rn. 55) betont. Jobst, NJW 2020, 11 (15), fithrt die Offnung fiir ein unbegrenz-
tes Publikum, die Begriindung eines ,,6ffentlichen Forums®, dessen ,iiberragende Bedeutung®, eine
strukturelle Uberlegenheit und die Privatisierung von Kommunikationsriumen an. Und Raue, JZ
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Auch wenn es hier nicht um die Frage einer mittelbaren Drittwirkung geht, so
konnen diese Kriterien gleichwohl Berticksichtigung finden. Aus ihnen folgt nam-
lich ein gestuftes Regelungsprinzip, dass mit steigender Bedeutung und Macht
des Dienstes stirkere Anforderungen stellt. Das kommt vor allem fiir Facebook
und Twitter in Betracht. Dem liegt auch die Uberlegung zugrunde, dass die
Dienstanbieter von der zentralen Stellung und dem Abhiangigkeitsverhiltnis der
Nutzer in Folge der Marktmacht, den Lock-in-Effekten'”® und der Bedeutung
des Dienstes im Kommunikationsprozess wesentlich profitieren,!”>* und eine sol-
che Wirkung u.a. durch entsprechendes Contentmanagement intendiert ist, um
die Nutzer moglichst lange innerhalb des Dienstes zu fangen.!'’®® Das fiihrt zu
einer starken Marktmacht weniger Dienste.'”®! Insbesondere der Facebook-Kon-
zern dominiert den Markt. Twitter hat daneben zwar eine (deutlich) geringere
Nutzerzahl, der Dienst ist aber — anders als Facebook — auch fiir nicht registrierte
Nutzer zuganglich und bietet mit dem auf Kurznachrichten basierten Dienst ein
spezielles Angebot, welches sich von Facebook unterscheidet.!'’®> Wenn aber er-
hebliche Profite aus dieser Stellung folgen, und diese (gesellschaftliche) Stellung
gerade intendiert ist, so muss damit auch eine grofSere (gesellschaftliche) Verant-
wortung einhergehen als etwa fur kleinere Angebote, spezifische themenbezogene
Dienste oder Meinungsforen.!”®*> Denn auch die finanziellen und organisatori-
schen Belastungen, die mit einer Verpflichtung einher gehen, nehmen mit zuneh-

2018, 961 (965 ff.) kniipft an die Uberlegenheit, die Eroffnung eines Verkehrs und das geschaffene
offentliche Forum an. Ebenso v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche In-
telligenz, S. 3 (27), die zusitzlich auch auf die in der Stadionverbotsentscheidung relevant geworde-
ne Teilnahme am gesellschaftlichen Leben hinweist. Und Pille, Meinungsmacht sozialer Netzwerke,
S. 375 meint, dass eine ,,intensive Grundrechtsbindung zumindest dann gerechtfertigt ist, wenn Pri-
vate ,6ffentliche Kommunikationsriume beherrschen® und als kommunikationsbezogene Monopo-
listen im Internet agieren.“, m.w.N.

1757 Diese Varianz der Faktoren betonte auch zuletzt das BVerfGE, 148, 267 Rn. 33 — Stadionverbot.

1758 Ausfiihrlich zu diesen etwa Knebel, Die Drittwirkung der Grundrechte und -freiheiten gegeniiber
Privaten, S. 155 ff.

1759 In Ansitzen mit Blick auf die Drittwirkungsfrage dhnlich Raue, JZ 2018, 961 (965 f.).

1760 Vgl. Oehmer/Pedrazzi, UFITA 2020, 7 (10); zur Verweildauer als 6konomisches Ziel auch Kaiser/
Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche. Intelligenz, S. 85 (88).

1761 Hierzu etwa BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 175.

1762 Denn Facebook ist in erster Linie auf soziale Interaktion aus, Hegelich zit. nach Grandjean ZUM
2017, 565 (571) spricht hier davon, ,,[dass] [d]as ganze Netzwerk [...] fiir private Kommunikation
und fiir Wohlfiihlen ausgelegt [sei], wo man nicht richtig tiber die Dinge nachdenken miisse, son-
dern schnelle Reaktionen erzielen wolle.“

1763 Diese Uberlegung findet sich etwa auch in anderem Zusammenhang bei Jobst, NJW 2020, 11
(15f.). Kriiger, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 67 (83)
weist hier lediglich, aber immerhin daraufhin, dass den Netzwerkbetreiber eine ,,Gewihrleistungs-
verantwortung fiir den netzgebundenen Diskurs iibertragen werden miisste“. Die gesellschaftliche
Verantwortung der Betreiber betonen etwa auch Steinebach u.a., Desinformation aufdecken und be-
kdmpfen, S.203, wenn es um die Titigkeit der Betreiber im Kampf um Desinformation geht und
Steinmaurer, in: Litschka/Krainer, Der Mensch im digitalen Zeitalter, S. 31 (36 f.). Vgl. hierzu auch
LG Leipzig, Urt. v. 12.07.2019 - 08 O 2491/18 = GRUR-RS 2018, 38785 Rn. 50, betont, dass aus
der Wirkmacht fiir den 6ffentlichen Diskurs auch eine stirkere Bindung an grundrechtliche Mafsti-
be folge.
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mender Marktmacht ab.'7%* Deshalb ist auch gleichheitsrechtlich eine solche Dif-
ferenzierung problemlos moglich.

Zudem handelt es sich hierbei lediglich um Berufsausiibungsschranken, also
wenig eingriffsintensive Mafinahmen, die bereits durch tberwiegende wichtige
Allgemeinwohlinteressen gerechtfertigt werden konnen. Gerade mit Blick auf die
Abwigung ist zu berticksichtigen, dass die Verpflichtung nur in einer bestimmten
Konstellation gilt und nicht — wie etwa bei Upload-Filtern — ganz verschiedene
Rechtsverletzungen von einer Vielzahl von Rechtsinhabern erfasst werden. Dabei
begrenzen §§ 18 Abs.3, 1 Abs.7 MStV die Sorgetragungspflicht auch nur auf
einen Bruchteil der problematischen Fille, nimlich auf Telemedien, die die Vor-
aussetzungen von § 18 Abs. 3 MStV erfiillen und nach den Vorschriften des Tele-
mediengesetzes in Deutschland niedergelassen sind (§ 1 Abs. 7 MStV). Durch die
Orientierung an den jeweils verwendeten IP- oder Profildaten wire eine solche
Eingrenzung auch technisch ohne Weiteres moglich. Auch in Kombination mit
anderen Verpflichtungen des NetzDG bestehen keine Bedenken, weil das Netz-
DG materiell-rechtlich keine neuen Loschpflichten aufbiirdet, sondern nur ver-
fahrensrechtliche Vorgaben fur alle Anbieter trifft. Daneben lassen sich die Auf-
gaben durchaus auf primirer Ebene automatisiert durchfithren'”®® und erfordern
nur eine sekundire Uberpriifung durch Personal. Das notwendige technische
Know-how haben die Unternehmen jedenfalls, sodass die Beeintriachtigung auch
dadurch abgemildert werden kann. Zudem ist zu berticksichtigen, dass die gro-
Ben Netzwerkbetreiber schon jetzt automatisiert die Netzwerkdaten iiberpriifen
lassen, um bestimmte Manipulationen frithzeitig zu erkennen und zu verhindern.
Paradebeispiel ist das Facebook Immune System'76°,

Betrachtet man unter diesen Pramissen den moglichen Bereich der MafSnah-
men, sO muss man einerseits attestieren, dass ein blofSes Beschwerdemanagement-
verfahren der aufgezeigten Verantwortung kaum gerecht wird. Entscheidender
konnten proaktive Kontrollmafsnahmen sein. Insbesondere mit Blick auf die Stel-
lung der zentralen Anbieter legitimiert das nicht nur blofse Identititskontrollen
oder Zugangskontrollen zur APL,'7¢” sondern auch dariiberhinausgehende proak-
tive Uberwachungspflichten. Denkbar ist hierfiir auch ein Modell regulierter
Selbstregulierung in dem Sinne, wie es auch schon das NetzDG'7*® vorsieht:
Die eigentlichen Kontrollaufgaben werden an eine unabhingige, externe, aber

1764 Vgl. hierzu bereits die Gesetzesbegriindung zu § 1 Abs. 2 NetzDG, BT.-Drs. 18/12356, S. 19.

1765 Entsprechende Erkennungssoftware wird seit einigen Jahren erprobt und in der Forschung finden
sich ebenfalls verschiedene Ansitze, wie man ,malicious Bots“ erkennen kann. Einen Uberblick ge-
withrt etwa Cresci, Communication of the ACM Vol. 63 (2020), 72 (76 ff.).

1766 Ausfiihrlicher zu diesem etwa Stein/Chen/Mangla, Facebook Immune System, 2011. Siehe daneben
auch die Informationen des Unternehmens zum Umgang mit Fake Accounts, abrufbar unter https://
about.fb.com/news/2019/05/fake-accounts/, (Stand: 30.05.2021).

1767 So der Vorschlag etwa von Milker, InTeR 2017, 199 (206).

1768 Vgl. hierzu § 3 Abs. 2 Nr. 3 lit. b) und § 3 Abs. 3 NetzDG.
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anerkannte Stelle abgegeben. Das entspricht in einer gewissen Weise auch dem
Ansatz, den die Betreiber bei der Bekampfung von desinformativen Inhalten
verfolgen, wenn sie mit unabhingigen Faktenpriifern zusammenarbeiten. Dann
beschrinkt sich die Sorgetragungspflicht darauf, den Zugang von Dritten auf die
Netzwerkdaten zu ermoglichen und ihre Arbeit zu kontrollieren.

Hinsichtlich der Identititskontrolle besteht zwar auch ein betreiberseitiges
Interesse an einer noch genaueren Zuordnung der Nutzungsdaten,'”*® allerdings
darf nicht tibersehen werden, dass es Griinde dafur gibt, dass die Unternehmen
bisher von einer wirksamen Durchsetzung der Klarnamenpflicht abgesehen ha-
ben und an anderer Stelle gerade anonyme Zugangsmoglichkeiten schaffen!’”0,
Denn in Zeiten zunehmenden datenschutzrechtlichen Bewusstseins und dem Wil-
len nach ,anonymer* Nutzung konnte das zu einer erheblichen Abschreckungs-
wirkung fuhren, die die Dienste weniger attraktiv machen.”””! Das gilt gerade
dann, wenn etwa Ausweispapiere vorgelegt oder auf anderem Wege die Identitit
nachgewiesen werden muss. Vergleichbares kann aber auch mit Blick auf die API
gelten. Insbesondere Twitter will ja den Dienst moglichst barrierefrei anbieten.
Zugangshiirden bei der Registrierung konnen sich also auch auf die Inanspruch-
nahme des Dienstes auswirken.!””?

Das gilt zwar auch fiir proaktive Uberwachungs- oder Kontrollpflichten und
den mit ihnen einhergehenden finanziellen, personellen, technischen und orga-
nisatorischen Aufwand. Diese laufen aber im Hintergrund und sind — ebenso
wie die Personalisierungsprozesse — nicht fir Nutzer sichtbar ab. Insoweit geht
damit keine vergleichbare ,, Abschreckungswirkung® einher. Betreiberseitig lassen
sich diese Aufgaben primir — etwa mit entsprechender Erkennungssoftware —
automatisiert bewiltigen. Zur Gewihrleistung richtiger Ergebnisse wire eine
hindische Nachkontrolle notwendig. Angesichts der riesigen Datenmengen wire
das auch praktisch gar nicht anders zu bewerkstelligen. Gewisse automatisierte
Methoden zur Erkennung (nicht) natirlichen Verhaltens von Profilen liegen den
Netzwerkalgorithmen ja auch im positiven Sinne zugrunde. Die okonomisch
orientierte Selbstregulierung wird insofern nur um eine gesellschaftliche Sphare
erginzt. Die Konkretisierung ist ja auch hier den Betreibern tiberlassen, sodass
der notwendige Spielraum besteht, um dienstspezifisch entsprechende Losungen
zu entwickeln.

1769 Dieses berechtigte Interesse sieht etwa Heberlein, Datenschutz im Social Web, S. 164 f. Zu der bes-
seren Vermarktung solcher Daten siche etwa Caspar, ZRP 2015, 233 (234f.).

1770 So erméglicht etwa Facebook die Nutzung in China iiber eine Seite im Darkweb, bei der sicher-
gestellt ist, dass die Verbindungsdaten nicht auf einen einzelnen Nutzer zuriickverfolgt werden
konnen.

1771 Zur grundrechtlichen Bedeutung der Anzahl der Nutzer und die Attraktivitit der Dienste vgl. OLG
Niirnberg, Urteil vom 04.08.2020 — 3 U 3641/19 = GRUR-RS 20202, 23456 Rn. 63.

1772 So letztlich u.a. auch Gumz/Kar, in: Weber, OFIT-Trendschau, Trendthema 44: Social Bots. Mit
Blick auf sog. Captchas als implementierter Turingtest um Bots zu erkennen Hitaj u.a., Capture the
Bot, S. 2.
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(2.) Schutzbedarf der Kommunikationsfreiheiten der Nutzer

Aus Sicht des oben bereits aufgezeigten Schutzbedarfs bestehen vor allem Beden-
ken gegen ein reines Beschwerdeverfahren. Wenn die Grundprdmisse darin be-
steht, dass Meinungsroboter als solche regelmaflig nicht fiir Nutzer erkennbar
sind,'””? und deshalb der Gesetzgeber Transparenz schaffen will, so liefe ein sol-
ches isoliertes Verfahren der Intention zuwider. Das heifSt freilich nicht, dass
Netzwerkbetreiber nicht auch ein Beschwerdeverfahren vorsehen konnen. Dies
allein erfiillt aber — anders als bei konkreten Inhalten (vgl. § 3 Abs. 1 NetzDG) —
nicht den erforderlichen Schutzbedarf und kann damit also nicht mal den Min-
destmafSstab fir die Sorgetragungspflicht bilden. Insoweit wiren also zumindest
aktive Kontrollen des Registrierungsverfahrens oder des Zugriffs (iiber die API)
als absoluter Mindeststandard erforderlich. Allerdings ist unklar, inwieweit sol-
che MafSnahmen einerseits hinreichend effektiv und manipulationssicher sind,'”7
aber andererseits nicht erhebliche Auswirkungen auf die Benutzerfreundlichkeit
haben.'””> Speziell mit Blick auf die API fithrt das auch zu Problemen, weil aus
Transparenzgrinden dann zwischen automatisierten und nicht-automatisierten
Zugriffen differenziert werden miisste. Das liegt einerseits daran, dass das ein-
fach-rechtlich geschitzte Transparenzbediirfnis nur in den Fillen der Meinungs-
roboter besteht.'”””® Und andererseits wiirde man dem Transparenzbediirfnis
schaden, wenn jeder Zugriff tiber die API entweder immer als automatisiert oder
immer nur als ,,API-Zugriff* gekennzeichnet wiirde.'””” In letzterem Fall kommt
erschwerend hinzu, dass die Angabe eines solchen Ursprungs oft weniger ver-
standlich fiir den Durchschnittsnutzer sein wird als die Angabe, dass es sich um
einen automatisiert erstellten Inhalt handelt. Daneben hilft eine Kontrolle der
API in solchen Fallen nicht weiter, wo Bots tiber (simulierte) HTTP-Requests
agieren, also gar nicht die Programmier-Schnittstellen verwenden. Orientiert man
sich zudem etwa an der bislang erfolgten eigenstindigen Uberpriifung von Fake-
Accounts bei Facebook, so umfasst auch diese nicht nur die primire Ebene der
Registrierung. Weil hierdurch nur offensichtliche Fille identifiziert werden kon-

1773 So schon Boshmaf u.a., Computer Networks 57 (2013), 556 (557); Edwards u.a., Computers in
Human Behavior 33 (2014), 372 ff. Siehe daneben auch Kaerlein, in Hug/Pallaver, Talk with the
Bots, S. 17 (21).

1774 Kritisch etwa Simon Hegelich auf der Tagung des Instituts fiir Urheber- und Medienrecht am
28.04.2017, zit nach Grandjean, ZUM 2017, 565 (571).

1775 Das mahnt etwa Milker, InTeR 2017, 199 (204) mit Blick auf sog. Captchas an.

1776 Insoweit zeigt sich hier erneut die fehlende Differenzierung die auch schon tatbestandlich § 18
Abs. 3 MStV zugrunde liegt: dem eigentlichen Anwendungsbereich der Meinungsroboter (doppelte
Tiuschung) und dem Zugriff echter Nutzer iiber die API. Dazu siehe bereits oben, C.IL.1.b.

1777 Auf diese bereits bestehende Herangehensweise bei Twitter, die Methode zu kennzeichnen, mit der
Beitrige ins Netzwerk gelangt sind, weist etwa Riedel, Wir brauchen eine faktenbasierte Digital-
und Medienpolitik, medium.com, hin.
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nen, wird auch eine sekundire Kontrolle des Nutzerverhaltens notwendig.!””® In-
soweit wire fur den Schutzbedarf auch eine tiber die Registrierung oder den Zu-
gang zum Netzwerk hinausgehende proaktive Kontrolle notwendig.

(3.) Weitere kollidierende grundrechtliche Interessen

Mit praventiven Identititskontrollen verbinden sich zwangslaufig datenschutz-
rechtliche und damit die informationelle Selbstbestimmung (Art.2 Abs.1 i.V.m
Art. 1 Abs. 1 GG) betreffende Fragen. Die DS-GVO erlaubt allerdings die Erhe-
bung der Identitit des jeweiligen Vertragspartners schon jetzt (Art. 6 Abs. 1 lit. b)
DSGVO) und auch aufgrund national-rechtlicher Vorgaben (Art. 6 Abs. 1 lit. ¢)
DS-GVO). Sofern sich die Erhebung der Identititsdaten nur auf das interne Ver-
tragsverhiltnis beschriankt und nicht auch auf das AufSenverhiltnis zu anderen
Nutzern, wire dies auch grundsitzlich zulissig.'””” Ob dies angesichts der
Marktmacht und der Bedeutung bestimmter Anbieter fiir die Kommunikation
sinnvoll und von den Lindern rechtspraktisch gewollt wire, darf bezweifelt wer-
den.'”®® Denn damit schafft man tendenziell neue Missbrauchsgefahren im Um-
gang mit personenbezogenen Daten.!”8! Zwar konnte der Zugang iiber die API
immer eine automatische Kennzeichnung auslosen. Die schon zuvor aufgezeigte
fehlende Differenzierung fiihrt aber dann zu Konflikten mit den berechtigten —

1778 Siehe hierzu die Informationen des Unternehmens, abrufbar unter https://about.fb.com/news/201
9/05/fake-accounts/, (Stand 30.05.2021). Hiernach werden bei der Registrierung unterschiedliche
Signale erfasst, die implizieren, dass zusammenhingend mehrere Profile registriert werden sollen
(etwa Zugriff tiber bestimmte IP-Adressen geben, die sodann blockiert werden) oder wenn auffillige
E-Mail-Adressen verwendet oder andere Signale beobachtet werden, die zuvor bei Fake-Accounts
hiufig zu beobachten waren. Aber nicht alle Fake-Accounts werden schon bei der Registrierung
erkannt und gesperrt. Sofern sie die Registrierung erfolgreich meistern, miissen sie in ihrem Nut-
zungsverhalten Auffilligkeiten zeigen. Insoweit entspricht das letztlich auch dem Ansatz fiir Mei-
nungsroboter.

1779 Das ist letztlich auch die Argumentation der Lander Niedersachsen und Mecklenburg-Vorpommern
in ihrer Gesetzesinitiative betreffend die Indentifizierungspflicht von sozialen Netzwerken, BT-Drs.
7020, S. 8.

1780 Denn damit wiirde die ohnehin bestehende Moglichkeit der personenbezogenen Speicherung von
Daten nur noch stirker ermdoglicht. Und zudem ist zweifelhaft, ob der Klarname aus wirtschaftli-
cher Sicht notwendig wiire, denn bereits jetzt lassen sich iiber wenige Nutzungsdaten recht eindeuti-
ge Schliisse auf den jeweiligen Nutzer ziehen. Fir die wirtschaftliche Verwertung der Daten im We-
ge des Ad-Placements diirfte der Klarname also keine gesteigerte Bedeutung haben, sodass hier wo-
moglich die datenschutzrechtlichen Interessen hoher zu gewichten sein konnen. Simon Hegelich hilt
eine Klarnamenpflicht etwa fiir ,,gefiahrlich zit. nach Grandjean, ZUM 2017, 565 (571). Hier stellt
sich die Frage, ob nicht auch ein Recht auf anonyme bzw. pseudonyme Nutzung im Verhiltnis zu
den Netzwerkbetreibern in Betracht kommt, hierzu etwa Schunicht, Informationelle Selbstbestim-
mung in sozialen Netzwerken, S.263ff. Ausschlaggebend wiren hier letztlich nur Aspekte der
Rechts- und Strafverfolgung und damit wieder kollidierende Interessen Dritter, siehe hierzu Kersten,
JuS 2017, 193 (195 f.); ausfiihrlicher hierzu noch unten, 4. Kapitel, E.

1781 Kritisch etwa Laufer, Der Identifizierungszwang fiir Gamer hat das Zeug zum Desaster, netzpoli-
tik.org. Sofern etwa die Identifizierung iiber ein entsprechendes amtliches Ausweisdokument ver-
langt wird, werden mit dem Bild auch biometrische und damit besonders sensible Daten (Art. 9
DSGVO) erfasst.
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und grundrechtlich geschiitzten — Interessen derjenigen Nutzer, die die API fir
die Verwaltung des eigenen Profils nutzen. Ein hiermit kollidierendes Offenba-

1782 godass

rungsinteresse der Offentlichkeit an diesem Umstand besteht nicht,
auch gleichheitsrechtliche Fragen auftreten wiirden. Eine irgendwie geartete pro-
aktive Kontrolle wire also vermutlich in jedem Fall notwendig.!”®* Damit gehen
zwar potentielle Gefahren fiir die MeinungsaufSerungsfreiheit der Nutzer einher,
etwa wenn eine falschliche Einordnung und Kennzeichnung als Meinungsroboter
erfolgt. Dem kann aber durch verfahrensrechtliche Anforderungen durchaus be-
gegnet werden.'”8* Entscheidender mag auch hier sein, dass eine Uberwachung
neue Risiken fur die Datenschutzinteressen der betroffenen Nutzer mit sich brin-
gen.!78 Weil es hierbei aber nur um die Auswertung ohnehin zwangslaufig mit
der Nutzung verbundener Daten geht, die zudem teilweise ohnehin manuell fir
alle einsehbar sind, wird also keine vollkommen neue Gefahr geschaffen. Auch
hier ginge es dann darum, sicherzustellen, dass die Daten nur zu dem gesetzlich
vorgesehenen Zweck und nicht langer als notwendig verarbeitet werden.!78¢

(4.) Zwischenfazit: Zugangskontrolle als Mindestschutz, praventive
Uberwachung als zumutbare Anforderung moglich

Beriicksichtigt man die kollidierenden (grundrechtlichen) Interessen, so wire
eine praventive Kontrolle bei Registrierung und die Kontrolle des Zugangs tiber
die zur Verfugung gestellte API das zu fordernde Mindestmafs. Dabei wire je-
denfalls rechtlich auch eine Identititskontrolle ohne Weiteres moglich. Wegen
potentieller Abschreckungswirkungen kann das aber vor allem von kleineren An-
bietern kaum verlangt werden, um nicht noch weitere Wettbewerbsnachteile zu
begriinden. Speziell firr die gesellschaftlich weitaus relevanteren Anbieter Twitter
und Facebook kann es aber bei diesem Mindestmaf$ nicht bleiben. Auch mit
Riicksicht auf die geschiitzten betrieblichen Interessen ist es ihnen zumutbar,
dariiber hinaus auch die Netzwerkdaten selbst in einer Weise zu iiberwachen,
die die Identifizierung auffilliger Nutzerprofile erméoglicht, um so gerade ihrer
gesteigerten gesellschaftlichen Verantwortung nachzukommen. Bei der konkreten
Umsetzung verbleibt ihnen ein ausreichender Spielraum.

1782 Etwas anderes golte freilich, wenn man wie Léber/Rofinagel, MMR 493 (498) annihme, dass
jegliche automatisierte Kommunikation erfasst ist. Dann wiirde der Ansatz iiber die API ausreichen.
Das dem aber nicht so ist, wurde bereits aufgezeigt, S. oben C.IL.1.b.

1783 In diese Richtung etwa auch Léber/Rofinagel, MMR 2019, 493 (496), wenn Sie darauf hinweisen,
dass ,er [~ der Plattformanbieter -] die dynamische Entwicklung der Bot-Technik beobachten und
seine Erkennungs- und Kennzeichnungsmechanismen immer wieder dieser Entwicklung anpassen
[musse].”.

1784 Hierauf wird noch zuriickzukommen sein, unten C.IL.3.b.bb(IL.)(3.).

1785 Vgl. Conrad/Hausen, in: Auer-Reinsdorff/Conrad, Hb IT- u. Datenschutzrecht, § 36 Rn. 67.

1786 Siehe hierzu noch ausfiihrlicher unten, C.I.2.c.aa(IV.).
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(I1.) Auslegung im Lichte der E-Commerce-RL

§ 93 Abs. 4 MStV kann allerdings auch nicht unabhingig von europaischen Vor-
gaben betrachtet werden. Nimmt man soziale Netzwerke als Host-Provider!”$”
fiir das Verhalten von Nutzern der Dienste in Anspruch, so sind vor allem die
Haftungsprivilegien der Artt. 14 Abs.1, 15 Abs.1 ECRL zu beriicksichtigen.
Hiernach sind Hostprovider solange nicht fiir fremde Inhalte oder fremdes Ver-
halten verantwortlich, wie sie keine Kenntnis hiervon haben oder haben miissten
(Art. 14 Abs.1 ECRL). Abgesichert wird dies durch Art. 15 Abs.1 ECRL, der
den Mitgliedsstaaten verbietet, Providern allgemeine proaktive Uberwachungs-
pflichten bzw. Nachforschungspflichten hinsichtlich der fremden Inhalte aufzuer-
legen.'”®® Auch wenn zur Zeit zwei Verfahren beim EuGH anhingig sind, in de-
nen geklart werden soll, inwieweit eine gewisse Content-Moderation der Betrei-
ber dazu fithrt, dass sie ihre neutrale Rolle als Provider und damit die Haftungs-
privilegien verlassen,'”®* soll jedenfalls mit Blick auf die Meinungsroboter davon

1787 Siehe neben EuGH, Urt. v. 16.02.2012, Rs. C-360/10 = MMR 2012, 334 Rn. 27 - Sabam/Netlog
auch die jungste Entscheidung Urt. v. 03.10.2019 — C-18/18 = GRUR 2019, 1208 Rn. 22 - Glawi-
schnig-Pisczeck.

1788 Probleme mit Art. 15 Abs. 1 der RL 2000/31/EG sehen auch Schulz/Dreyer, Stellungnahme zum
Diskussionsentwurf eines Medienstaatsvertrag, S. 17.

1789 Hierzu die erste Vorlagefrage des OGH Osterreichs in der Rs. C-500/19 — Puls 4 TV/YouTube,
ABI. der EU 2019/C-295/13. Ahnliches gilt auch fiir die Vorlage des BGH, NJOZ 2019, 25ff, dort
Vorlagefrage 2, Rs. C-682/18 — LC/ YouTube, ABIL.2019 C 82/2. Zum Zusammenhang zwischen
(inhalts)neutraler Diensterbringung und Haftungsprivilegierung Erwigungsgrund 42 der
RL 2000/31, ABL. 2000 L 178/6. EuGH, Urt. v. 23.03.2010 — Rs. C-236/08 u.a. = GRUR 2010, 455
Rn. 114 - Google France; Urt. v. 12.07.2011 - C-324/09 = MMR 2011, 596 Rn. 113 - L’Oréal SA.
In die Richtung eines solchen Rollenwechsels bei aktiver Moderation etwa Cobbe/Singh, European
Journal of Law and Technology Vol. 10 Nr. 3 (2019), S. 13. Eine solche Einordnung fiir Facebook
deutlich ablehnend LG Wiirzburg, ZUM 2017, 437 (446) unter Berufung darauf, dass die Inhalte
nicht ,[...] in irgendeiner Weise verindert, insbesondere redaktionell aufbereitet, wiirden. Nur
dann, wenn aber aktiv auf den Inhalt der von den Nutzern eingestellten Informationen eingewirkt
wiirde und insoweit Verinderungen vorgenommen werden wiirden, wiirde dies zum Verlust der
Haftungsprivilegierung fithren.“ In diese Richtung diirfte auch die Rspr. des BGH hindeuten, der et-
wa hinsichtlich von Hotelbewertungsportalen (GRUR 2015, 1129 Rn. 35) meint, dass ,eine tiber
die Aussonderung gegen die Nutzungsbedingungen verstoffender Beitrige hinausgehende inhaltliche
Einflussnahme nicht erfolgt*, m.w.N. Insoweit kommt es darauf an, ob der Anbieter nicht allge-
mein, sondern mit Blick auf den konkreten rechtsverletzenden Inhalt eine aktive Rolle eingenom-
men hat. Nur insoweit wird dann das Haftungsprivileg zuriickgenommen, so ausdriicklich EuGH,
Urt. v. 12.07.2011 — Rs. C-324/09 = MMR 2011, 596 Rn. 116 — L’Oréal SA. Bei der Hilfestellung
oder eigenstindigen Schaltung von Anzeigen, die unmittelbar auf rechtswidrige Inhalte verweisen,
ist dies etwa der Fall, EuGH, Urt. v. 12.07.2011 - Rs. C-324/09 = MMR 2011, 596 Rn. 113 ff.—
L’Oréal SA; BGH GRUR 2013, 1229 Rn. 48 - Kinderhochstiible II; GRUR 2015, 485 Rn. 56 —
Kinderhochstiible I11. Der italienische Corte di cassazione geht in seinem Urteil v. 19.03.2019 - Sez.
1 n. 7708/2019, 4.3 = RTI spa v. Yahoo! Inc. einen anderen Weg und gibt gewisse Indizien vor, die
eine aktive Rolle begriinden sollen: das Filtern, Selektieren, Indizieren, Organisieren, Katalogisieren,
die Aggregation, Bewertung, Verwendung, Anderung oder Férderung der Inhalte [...] etwa durch
die Einfithrung einer Verhaltensbewertungstechnik der Benutzer, um ihre Loyalitit zu erhéhen
[...]“. Wegen der Unklarheiten in diesem Bereich wird auch iiber eine Nach- bzw. Neujustierung de
lege ferenda nachgedacht, In diese Richtung etwa Cobbe/Singh, ebd., S. 13 ff.; Stalla-Bourdillon/
Thorburn, The scandal of intermediary, S. 18ff und Buitem/de Streel/Peitz, Rethinking Liability Ru-
les for Online Hosting Platforms, S. 15 ff.
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ausgegangen werden, dass die sozialen Netzwerke ihre Dienste ,,neutral“ erbrin-
gen und ihnen die Privilegien weiterhin zugutekommen. Insoweit miissten also
auch die in Betracht kommenden MafSnahmen in dem oben bereits genannten
Spektrum von Identititskontrolle bis eigenstindiger bzw. beauftragter Uberwa-
chung und Kennzeichnung mit den Privilegierungen vereinbar sein.

(1.) Unproblematische Fille: Identitatskontrollen, Beschwerdemanagement,
Zugangskontrollen

Jedenfalls einer Identititskontrolle!” steht die Richtlinie nicht im Weg. Sie ist
vollkommen unabhingig von den weitergeleiteten Informationen moglich, sodass
der Anwendungsbereich der Artt. 14 Abs. 1, 15 Abs. 1 gar nicht betroffen wire.
Auch ein Beschwerdeverfahren und

-Management'”! wiirde in erster Linie nur dafir sorgen, dass der Netzwerkbe-
treiber von konkreten Auffilligkeiten tiberhaupt erst einmal in Kenntnis gesetzt
und damit die Haftungsschwelle des Art. 14 Abs.1 tberhaupt erst erreicht
wird.'”? Die Moglichkeit einer entsprechenden Verfahrensregulierung in Bezug
auf rechtswidrige Inhalte (ab Kenntniserlangung) sieht Art.14 Abs. 3 ohnehin
schon vor. Auch wiirde man letztlich keine allgemeine Uberwachung anordnen,
sondern in einem spezifischen Einzelfall titig werden, was von Erwigungs-
grund 47 sogar ausdriicklich erlaubt ware.'””? Und auch wenn es um eine Kon-
trolle der API o.a. ginge, bestehen keine Bedenken,'”* weil es schon nicht um
eine allgemeine inhaltliche Uberpriifung geht.

(2.) Proaktive Uberwachung der Datenstrome und eigenstindige Kennzeichnung

Eine proaktive Pflicht, Datenstrome zu tiberwachen, um zunachst auffillige Kon-
ten ausfindig zu machen und ggf. eigenstandig zu kennzeichnen — also der eigent-
lich interessante und effektivste Anwendungsfall des § 93 Abs. 4 MStV -, wirft
dann schon eher Probleme auf. Das gilt aber nur dort, wo der Netzwerkbetreiber
selbst etwaige Uberwachungsaufgaben iibernimmt. Umgehen liefe sich das da-
durch, dass ihre ,,Sorgetragungspflicht“ — vergleichbar mit dem freiwilligen Vor-
gehen gegen Fake-News — sich darauf beschrinkt, Dritten effektiven Zugang zu

1790 So etwa vorgeschlagen von Milker, InTeR 2017, 199 (206). Vgl hierzu auch EuGH, Urt. v.
15.09.2016 — Rs. C-484/14 — EuZW 2016, 821 Rn. 90 ff. — Mc Fadden/Sony Music.

1791 Besonders hinsichtlich des NetzDG wurde der Konflikt mit Art. 15 Abs. 1 der RL 2000/31/EG dis-
kutiert, aber die Norm fiir mit Art. 15 der Richtlinie vereinbar gehalten, so etwa Bock, Die Uber-
tragbarkeit der Kommunikationsfreiheiten des Art. 5 GG auf das Internet, S. 301.

1792 Vgl Drexl, ZUM 2017, 529 (539).

1793 Vgl. hierzu EuGH, Urt. v. 03.10.2019 - Rs. C-18/18 = MMR 2019, 798 Rn. 35 - Glawischnig-Pie-
sczek.

1794 So auch Milker, InTeR 2017, 199 (206).
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den Netzwerkdaten zu gewidhren, die dann eigenstandig die Kontrolle tiberneh-
men. Insoweit beschriankt sich die Verantwortung der Betreiber nicht mehr auf
eine proaktive Mafinahme, sondern lediglich auf den Zugang und eine Uberwa-
chung der Tatigkeit beauftragter Dritter. Dort, wo eine solche Delegation nicht
stattfindet, entstehen die eigentlich interessanten Spannungsfelder mit Art. 15
Abs. 1 RL."7%*

(a.) Uberzeugende Finwinde gegen eine Kollision mit Art. 15 Abs. 1 ECRL?

Gleichwohl werden im Schrifttum drei Begriindungsansitze dafiir vorgebracht,
dass dies mit den Vorgaben der ECRL dennoch vereinbar ist: Erstens ginge es
hier nicht um Inhalte, sondern um die Modalitiaten des Inhalts, sodass Art. 15
Abs. 1 ECRL gar nicht betroffen sei.'””® Zweitens sei der Einsatz von Meinungs-
robotern — jedenfalls nicht gegeniiber Dritten — rechtswidrig und damit keine
rechtswidrige Tatigkeit i.S.v. Art. 15 Abs. 1 ECRL. Und drittens wire keine de-
liktsrechtliche Verantwortlichkeit der Betreiber die Folge.'”*”

Was zunichst plausibel klingen mag, wird bei genauerer Betrachtung schon
dem Normtext nicht gerecht und auch die bisherige Rechtsprechung des EuGH
deutet eher daraufhin, dass man sich mit einer solchen proaktiven Pflicht gerade
im Anwendungsbereich des Art. 15 Abs. 1 ECRL bewegt: Auch wenn es primar
um die Modalitit der AuSerung geht, so muss der Netzwerkbetreiber diese aus-
findig machen. Er muss also aktiv nach bestimmten Auffalligkeiten in den Netz-
werkdaten — etwa nach Ahnlichkeiten in den Inhalten, sprachlichen Auffilligkei-
ten, zeitlichen Abstinden und anderen Parametern — suchen, sodass hier die
Grenze zwischen blofler Modalitit und Inhalt verschwimmen.!'””® Hinzu kommt,
dass die Richtlinie ganz allgemein von Information spricht, sodass damit nicht
nur die eigentlichen Inhalte, sondern alle nutzerseitig eingebrachten Informatio-
nen gemeint sind.'”*” Daneben hat der EuGH in der Rechtssache SABAM u. Net-
log entschieden, dass ein generelles Filtersystem, welches ,,die Ermittlung, syste-
matische Prifung und Verarbeitung der Informationen in Bezug auf die auf dem
sozialen Netzwerk von dessen Nutzern geschaffenen Profile bedeute[t][...]«!8%
und praventiv, zeitlich unbegrenzt und auf eigene Kosten erfolgt,'s"! nicht mit

1795  Dreyer/Schulz, Schriftliche Stellungnahme zum zweiten Diskussionsentwurf eines Medienstaatsver-
trages der Lander vom Juli 2019, S. 16 allerdings noch mit Blick auf § 55 Abs. 3 des MStV aus dem
Juli 2019, der der jetzigen Regelung i § 18 Abs. 3 MStV entspricht.

1796 In diese Richtung allerdings eher mit Blick auf Identititskontrollen, Milker, InTeR 2017, 199 (206);
allgemeiner Lober/Roffnagel, MMR 2019, 493 (495).

1797 So Lober/Rofnagel, MMR 2019, 493 (495).

1798 Vgl. hierzu Schlussantrag von GA Szpunar, SA v. 04.06.2019 — Rs.18/18, Rn. 26, der meint, dass
die Identifikation von Inhalten die Uberwachung oder Filterung voraussetzt.

1799 In diese Richtung auch GA Szpunar, SA v. 04.06.2019 — Rs. 18/18, Rn. 48.

1800 EuGH, Urt. v. 16. 02. 2012 — Rs. C-360/10 = GRUR 2012, 382 Rn. 49 — SABAM u. Netlog.

1801 EuGH, ebd., Rn. 26 — SABAM u. Netlog.
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Art. 15 Abs. 1 der RL vereinbar ist. Ein vergleichbarer Filter miisste aber auch in
dem hiesigen Fall vorgehalten werden.!®%? Insoweit konnte nur entscheidend sein,
dass der inhaltliche Bezug marginal ist, wiahrend er im Fall von Netlog tber-
wog. 1803

Zwar ist der Einsatz von Meinungsrobotern nicht rechtswidrig. Allerdings gilt
das nur unter der Bedingung, dass entweder keine Tauschungswirkung mit ihnen
einher geht oder eine Kennzeichnung dieser Wirkung erfolgt ist, (§§ 18 Abs. 3,
117 Abs.1 S.2 Nr.2 MStV). Und auch wenn fiir den Netzwerkbetreiber keine
deliktsrechtliche Haftung begriindet wird, so sieht § 117 Abs. 1 S. 2 Nr. 42 MStV
doch ein ,titerschaftliches Haftungsregime vor. Verlangt man also eine Uber-
wachung, so fithrte das gerade dazu, dass der Betreiber aktiv nach Umstinden
suchen muss, die auf ein rechtswidriges Unterlassen hindeuten. Die Verantwort-
lichkeit im Sinne der Art. 12-15 der Richtlinie hat aber keinen rein zivilrechtli-
chen Bezug,'®** sondern erfasst auch die straf- und ordnungswidrigkeitsrechtliche
Verantwortlichkeit.'®® Insoweit deutet eigentlich vieles auf die Unvereinbarkeit
einer proaktiven Pflicht hin.18%

(b.) Richtlinienkonforme Ausnahme im Falle der Meinungsroboter?
Jedenfalls unter Beriicksichtigung der bisher vorgetragenen Argumente im

Schrifttum stiinde also ein solches Verstindnis von § 93 Abs. 4 MStV mit Art. 15
Abs. 1 ECRL in einem eklatanten Widerspruch. Eine Ausnahme kdme nur dann

1802 Hierauf weist auch Kuczerawy, The Proposed Regulation on Preventing the Dissemination of Terro-
rist Content Online, S. 14 hinsichtlich Art. 6 der geplanten Verordnung zur Verhinderung terroristi-
scher Online-Inhalte in der Fassung des Kommissionsvorschlags KOM(2018) 640 endg. hin. Ebenso
zu Art. 17 der Urheberrechtsrichtlinie Frosio/Mendis, in: Frosio, The Oxford Handbook of Online
Intermediary Liability, Ch. 28 S. 19.

1803 Deshalb sieht etwa die Richtlinie iiber das Urheberrecht und die verwandten Schutzrechte im digita-
len Binnenmarkt und zur Anderung der Richtlinien 96/9/EG und 2001/29/EG (RL 2019/790) sieht
in Art. 17 Abs. 3 eine Ausnahme der Haftungsprivilegierung des Art. 14 Abs. 1 der RL 2000/31/EG
vor, sodass bei sog. Uploadfilter ein solcher Konflikt zukiinftig jedenfalls nicht mehr besteht. Aus-
fithrlicher zu den Problemen dieser Regelung etwa Gerpott, MMR 2019, 420 ff.

1804 So aber Léber/Rofinagel, MMR 2019, 493 (495) mit dem Hinweis auf die deliktsrechtliche Haf-
tung. Das suggerieren jedenfalls auch die bisherigen Entscheidungen, in denen es um personlich-
keitsrechtliche Unterlassungs- und Beseitigungsanspriiche, so etwa im jiingsten Urteil des EuGH, v.
03.10.2019 — Rs. C-18/18 = MMR 2019, 798 — Glawischnig-Piesczek, oder um Urheberrechtsver-
letzungen ging, so etwa in EuGH, Urt. v. 16. 02. 2012 - Rs. C-360/10 = GRUR 2012, 382 Rn. 49 —
SABAM u. Netlog.

1805 Schon die Kommission hat im Verfahren die strafrechtliche Verantwortlichkeit mit angesprochen,
KOM(1998) 568, Erwgg. 16, ABL. 1999 C 30/4. Und so letztlich auch Oermann, in: Hofmann-
Riem, Big Data — Regulative Herausforderungen, S. 145 (150); vgl. Spindler, NJW 2002, 921 (924);
Richter, ZD-Aktuell 2017, 05623; Valerius, in: v. Heintschel-Heinegg, BeckOK StGB, § 185
Rn. 44 ff.; BT-Drs. 14/6098, S. 23. Das ergibt sich letztlich auch aus der Zielsetzung, die Verant-
wortlichkeit der Dienstanbieter abschliefend zu harmonisieren, weil gerade solche Vorschriften er-
hebliche wettbewerbsbegrenzende Wirkung entfalten konnen, sieche Erwigungsgrund 40 der Richtli-
nie 2000/31/EG, ABL. 2000 L 178/6.

1806 Das etwa andeutend Dreyer/Schulz, Stellungnahme zum zweiten Diskussionsentwurf eines Medien-
staatsvertrages, S. 16.
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in Betracht, wenn die Richtlinie andernorts einen Ankniipfungspunkt fiir eine
Ausnahme bereithielte oder im Wege der Auslegung eine solche Ausnahme in die
RL hineingelesen werden konnte. Hierfiir bestehen drei potentielle Ankniipfungs-
punkte: Erstens ist nur eine allgemeine aber keine spezifische Verpflichtung un-
tersagt (aa.). Zweitens stammt die E-Commerce-RL aus dem Jahr 2000. Seitdem
haben sich aber die zugrundeliegenden technischen Sachverhalte deutlich gedn-
dert, sodass das zugrunde liegende (grundrechtliche) Konzept nicht mehr auf alle
Bereiche Anwendung finden konnte (bb.). Und drittens enthilt Art. 1 Abs. 6 der
RL eine Offnungsklausel fiir Mitgliedstaaten im Bereich des Medienpluralismus
(cc.).

(aa.) §93 Abs.4 MStV als ,,spezifischer Fall“?

Art.15 Abs.1 ECRL i.V.m Erwigungsgrund 47 verbietet nur allgemeine Ver-
pflichtungen. In spezifischen Fillen bleibt eine proaktive Uberwachungspflicht
moglich.’®” Handelt es sich also bei § 93 Abs.4 MStV um einen spezifischen
Fall? Fur gerichtliche Anordnungen hatte der EuGH jiingst in der Rechtssache
Glawischnig-Piesczek ' Kriterien hierfiir zu entwickeln: Ein Osterreichisches Ge-
richt hatte Facebook verpflichtet, bestimmte personlichkeitsverletzende Inhalte
eines Nutzers sowie alle wort- und sinngleichen Inhalte anderer Nutzer zu entfer-
nen. Generalanwalt Szpunar wies in seinem Schlussantrag darauf hin, dass es im
Falle gerichtlicher Anordnungen fiir die Frage nach einem spezifischen Fall auf
die Zielgerichtetheit ankomme, die sich gesamtheitlich aus der Dauer, der kon-
kret benannten Rechtsverletzung, dem Gegenstand und dem Urheber ergebe.!s"
Diese Kriterien hat der EuGH seiner Entscheidung zu Grunde gelegt. In der An-
ordnung sah er einen spezifischen Fall, weil die Rechtsverletzung und der kon-
krete Inhalt der Anordnung so deutlich waren, dass der Betreiber keine autono-
me Uberpriifung vornehmen miisse, sondern vielmehr durch automatisierte Ver-
fahren dies bewerkstelligen konne.'®!® Im Gegensatz hierzu hat der Gerichtshof
allgemeine Pflichten etwa dann angenommen, wenn ,,sdmtliche Daten jedes Ein-
zelnen [...] Kunden aktiv zu tiberwachen [wiren], um jeder kiinftigen Verletzung
von Rechten des geistigen Eigentums vorzubeugen“'®'!. Anbieter miissen gerade
nicht ,aktiv alle Angaben eines jeden seiner Kunden [...] iiberwachen, um jeder

1807 Ob Lober/Rofinagel, MMR 2018, 493 (496) hierauf hinweisen, wenn sie meinen, dass es um ,,einen
nach allgemeinen Kriterien abgrenzbaren Sachverhalt* geht, ist unklar.

1808 EuGH, v. 03.10.2019- Rs. C-18/18 = MMR 2019, 798 ff. — Glawischnig-Piesczek.

1809 Schlussantrag v. 04.06.2019 — Rs. C-18/18 — Glawischnig-Piesczek.

1810 EuGH, v. 03.10.2019- Rs.C-18/18 = MMR 2019, 798 Rn. 46, 53 — Glawischnig-Piesczek.

1811 EuGH, Urt. v. 24.11.2011 - Rs. C-70/10 = MMR 2012, 174 Rn. 40 — Scarlet/SABAM.
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kiinftigen Verletzung von Rechten des geistigen Eigentums iiber die Seite dieses
Anbieters vorzubeugen [Hervorh. d. Aut.]«.!812

Auch in nationalen Verfahren geht es meist um bestimmte gerichtliche Anord-
nungen spezifische Rechtsverletzungen des Kligers betreffend, denen abgeholfen
und die zukiinftig vermieden werden sollen. Dem BGH kam es diesbeziiglich
auch weniger auf die Anzahl der Inhalte als vielmehr auf die konkrete Rechtsver-
letzung an, die es zu verhindern gilt."®!3 Insoweit hat er keine allgemeine Pflicht
in der Uberpriifung von Inhalten dort angenommen, wo es um das Verhindern
des Uploads von ein und demselben urheberrechtlich geschiitzten Werk auch
durch andere Nutzer ging.'®'* Andernorts wird besonders eine zeitliche oder
sachliche Begrenzung gefordert, weil ansonsten mittelbar eine allgemeine Pflicht
eingefuhrt werden konne.'"S Demnach ldge ein spezifischer Fall also auch dann
vor, wenn es um eine bestimmte konkrete Rechtsverletzung geht, die hinreichend
klar umrissen ist. Entscheidend ist dabei nicht, dass sie durch eine Vielzahl
von Nutzern begangen werden kann, sofern allerdings keine zeitlich unbefristete
Pflicht hieraus erwiachst.

Mit derlei Ansitzen kann ein spezifischer Charakter von § 93 Abs. 4 MStV
aber nicht begriindet werden. Auch wenn es bei der Uberwachung der fehlenden
Kennzeichnung um eine bestimmte und hinreichend umrissene Rechtsverletzung
geht, so ist die Ermittlung eines VerstofSes weitestgehend den Betreibern tiberlas-
sen. Kriterien fiir die Uberwachung wie in der Rechtssache Glawischnig-Piesczek
werden gerade nicht gegeben, sodass die Anbieter erst einmal eine nicht unerheb-
liche geistige Arbeit erbringen missen, um die Kriterien fiir einen Rechtsverstofs
zu bestimmen und danach auf Grundlage dieser ein eigenstindiges Urteil zu fil-
len. Dadurch verlisst der Betreiber aber seine neutrale Rolle.'$!¢ Entscheidend ist
hier zudem, dass es um eine abstrakt-generelle Regelung geht, die sich grundsatz-
lich an alle Anbieter sozialer Netzwerke richtet, sofern nicht die Bagatellgrenze
des § 91 Abs. 2 MStV unterschritten ist. Abstrakt-generelle Regelung und spezifi-

1812 EuGH, Urt. v. 12.07.2011 — Rs. C-324/09 = MMR 2011, Rn. 139 — L’Oréal/Ebay. Dies bezog er in
der Rechtssache SABAM/Netlog auch auf den Betreiber eines sozialen Netzwerks, dem durch ein
nationales Gericht angeordnet wurde, ein Filtersystem bereitzuhalten, dass priaventiv, zeitlich unbe-
grenzt und auf alle Nutzer bezogen Inhalte nach Urheberrechtsverletzungen durchsucht und diese
blockiert, EuGH, Urt. v.16.02.2012 — Rs. C-360/10 = GRUR 2012, 382 Rn.49 — SABAM u. Net-
log.

1813 So auch Holznagel, ZUM 2018, 350 (351 f.).

1814 Siehe etwa BGH, ZUM 2013, 288 Rn. 32 — Alone in the Dark. Auch im Schrifttum wird eine Uber-
wachung aller Inhalte fiir zulissig gehalten, sofern es um eine bestimmte Rechtsverletzung geht,
Holznagel, ZUM 2018, 350 (355); Spindler, NJW 2019, 3274 (3275). Mit Bezug zu Urheberrechts-
verletzungen meint Nordemann, GRUR 2011, 977 (980), dass ein spezifischer Fall dann vorliege,
wenn es um ein und dasselbe Werk oder wenn es um denselben ,,Wiederholungstiter und um
,» Werke der gleichen Kategorie* gehe.

1815 Siehe etwa Kastl, GRUR 2016, 671 (676). Das zeitliche Element betont letztlich auch GA Szpunar,
Schlussantrag v. 04.06.2019 — Rs. C-18/18, Rn. 47, 49.

1816 Hierauf weist etwa auch GA Szpunar in seinem Schlussantrag v. 04.06.2019 — RS. C-18/18 Rn. 73
mit Blick auf die Erkennung sinngleicher Inhalte anderer Nutzer hin.
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scher Einzelfall lassen sich so nur schwer miteinander vereinbaren, zumal hier
potentiell alle Netzwerkdaten und -konten iiberwacht werden mussten und das
fiir einen unbegrenzten Zeitraum.'$!”

(bb.) Bereichsausnahme des Haftungsprivilegs im Falle von § 93 Abs. 4 MStV?

Urspriinglich wollte die E-Commerce-Richtlinie den Herausforderungen einer zu-
nehmend digitalisierten Wirtschaft gerecht werden. Dienste der Informationsge-
sellschaft wurden als Treibkraft fiir Innovation und wirtschaftlichen Wachstum
ausgemacht,'®!® weshalb zentrale rechtliche Hemmnisse in den Rechtsordnungen
der Mitgliedstaaten beseitigt und harmonisiert werden sollten,'s!” wozu insbeson-
dere die Verantwortlichkeit der Informationsdienste gehorte.!®?° Bei Erlass der
Richtlinie im Jahr 1999 waren Begriffe wie ,,Web 2.0 oder ,,User-generated-
Content* aber nicht mal bekannt;'$?' entsprechendes gilt fur die gewachsene Be-
deutung der Dienste fiir sozial-demokratische Prozesse und damit auch die Risi-
ken, die Dienste hierfur begriinden konnen.'®?? Mit zunehmender Relevanz der
Dienste fiir demokratische Prozesse fithrt das zu erheblichen Konflikten,!8?® was
gerade bei § 93 Abs. 4 MStV deutlich wird.

Ein potentieller Ausweg konnte hier im Wege einer (teleologischen) Reduktion
vor allem unter Beriicksichtigung der mafigeblichen grundrechtlichen Erwigun-
gen der Haftungsprivilegien (vgl. Erwgr. 41) gefunden werden. Im Spannungsfeld
von unternehmerischer Freiheit der Betreiber (Art. 16 EuGrCh),'$2* Informations-
und Meinungsfreiheit der Nutzer (Art. 11 EuGrCh) und geschiitzten Rechtsinter-

1817 Das hilt aber GA Szpunar, Schlussantrag v. 04.06.2019 — Rs. C-18/18 — Glawischnig-Piesczek, fiir
»schwerlich mit der Vorstellung von einer auf spezifische Fille im Sinne des 47. Erwigungsgrundes
der Richtlinie 2000/31 ausgerichteten Verpflichtung vereinbar.“ Vgl. hierzu auch Kuczerawy, The
proposed Regulation on preventing the dissemination of terrorist content online, S. 14.

1818 Erwigungsgrund 2 der Richtlinie 2000/31/EG, ABL. 1999 L 178/1.

1819 Erwigungsgrund 3 ff.

1820 Erwigungsgrund 40.

1821 Auf diesen Aspekt weisen auch Cole/Etteldorf/Ullrich, Europiischer Rechtsrahmen und die Rechts-
durchsetzung bei der grenziiberschreitenden Verbreitung von Online-Inhalten, S. 6, hin, um damit
auf die nur unzureichende Differenzierung der Dienste in der E-Commerce-RL hinzuweisen. In diese
Richtung auch Policy Department for Citizens' Rights and Constitutional Affairs, Disinformation
and propaganda — impact on the functioning of the rule of law in the EU and its Member States,
S. 81. Siehe auch Nélscher, ZUM 2020, 301 (309), der hierauf in der Diskussion um die Vereinbar-
keit des NetzDG mit der E-Commerce-RL eingeht.

1822 Mit Blick auf die Gatekeeper-Funktion betonen etwa Cole/Etteldorf/Ullrich, Cross-Border Dissemi-
nation of Online Content, S. 200 f. diesen Wandel.

1823 Von Hanfeld, Im digitalen Sandkasten, Faz.net, wird sie gar als ,,demokratiegefihrdend* betitelt.
Eifert, in: ders./Gostomzyk, Netzwerkrecht, S. 9 (24) weifSt hierauf und auf die Bediirftigkeit einer
Uberarbeitung hin.

1824 Im Kontext von Art. 15 Abs. 1 der E-Commerce-RL siehe EuGH, Urt. v. 24.11.2011 — Rs. C-70/10
= MMR 2012, 174 Rn. 46 ff. — Scarlet/SABAM; Urt. v.16.02.2012- C-360/10 = GRUR 2012, 382
Rn.44 - SABAM/Netlog. Siche auch GA Szpunar, Schlussantrag v. 04.06.2019 — Rs. C-18/18,
Rn. 63 — Glawischnig-Piesczek.
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essen — etwa Urheber- (Art. 17 EuGrCh)'8%* oder Personlichkeitsrechte (Art. 7 Eu-
GrCh)'$2¢ — galt es einen gerechten Ausgleich zu finden, der hier nur kurz skiz-
ziert werden soll: Die Anbieter haben keine Kontrolle tiber die konkreten Inhalte
oder die Verwendung ihrer Dienste durch die Nutzer, sodass eine breite Verant-
wortlichkeit fiir das Nutzerverhalten die wirtschaftliche Tatigkeit erheblich be-
eintriachtigen wiirde. Das gilt nicht nur hinsichtlich der rechtlichen und finanziel-
len Belastung, die eine Haftung der Anbieter bereits mit der Veroffentlichung von
Inhalten unweigerlich zur Folge hitte. Auch der Aufwand, um allen potentiellen
Rechtsverletzungen durch Nutzer priaventiv zu begegnen oder proaktiv ausfindig
zu machen und sodann abzustellen, wirde den Rahmen des Zumutbaren spren-
gen.'®?” Ein automatisiertes System kann allein kaum die Aufgaben bewerkstelli-
gen, ohne dabei — vor allem in Graubereichen, in denen das Ergebnis stark vom
Einzelfall abhangig ist —'%%% fehleranfallig zu sein.'®?’ Insbesondere diese Fehleran-
falligkeit aber auch allgemein die betreiberseitige Kontrolle und Loschung von
Inhalten fiihrt daneben nicht nur zu einer Beeintrichtigung der AufSerungsfreiheit
der Nutzer. Betroffene Inhalte konnen auch nicht mehr wahrgenommen werden,
sodass auch die Informationsfreiheit tangiert wird.!'®** Besonders im Falle nach-

1825 Siehe hierzu im Kontext des Art. 15 Abs. 1 der E-Commerce-RL etwa EuGH, Urt. v. 24.11.2011 -
C-70/10 = MMR 2012, 174 Rn. 43 ff. - Scarlet/SABAM; EuGH, Urt. v.16.02.2012- C-360/10 =
GRUR 2012, 382 Rn.41ff. - SABAM u. Netlog. Daneben auch EuGH, Urt. v. 29.01. 2008 -
C-275/06 = GRUR 2008, 241 Rn. 62 — Promusicae/Telefonica m.w.N.

1826 Zwar stellt der EuGH in seinem Urt. v. 03.10.2019- Rs. C-18/18 = MMR 2019, 798 Rn. 36f., 41,
44 — Glawischnig-Piesczek, nicht auch die Charta ab, gleichwohl betont es die Bedeutung der Ver-
teilung von Inhalten in sozialen Netzwerken fiir eine Intensivierung der (Personlichkeits-)Rechtsver-
letzung. Siehe auch GA Szpunar, Schlussantrag v. 04.06.2019 — Rs. C-18/18, Rn. 64 — Glawischnig-
Piesczek.

1827 So FuGH, Urt. v. 24.11.2011 — Rs.C-70/10 = MMR 2012, 174 46 ff. — Scarlet/SABAM; Urt.
v.16.02.2012- Rs. C-360/10 = GRUR 2012, 382 Rn.46 — SABAM u. Netlog. In seinem Urt. v.
03.10.2019- Rs. C-18/18 = MMR 2019, 798 — Glawischnig-Piesczek, war letztlich auch der erfor-
derliche Aufwand mafgeblich fiir die endgiiltige Entscheidung des EuGH, Rn. 44 ff. Auf den Auf-
wand berufen sich auch die deutschen Gerichte im Bereich der Storerhaftung, wenn es um die Frage
von zumutbaren Priifpflichten der Dienstanbieter geht, siche hierzu u.a. BGH, GRUR 2013, 370
Rn. 28 — Alone in the Dark; GRUR 2013, 1229 Rn. 47 — Kinderhochstiible im Internet I; LG Wiirz-
burg, ZUM 2017, 437 (447). Zum personellen Aufwand einer notwendigen hindischen Nachkon-
trolle vgl. BGH, GRUR 20135, 1129 Rn. 37 — Hotelbewertungsportal; KOM(2018) 640 final, S. 10.

1828 Das gilt etwa fiir die Frage der Rechtswidrigkeit einer Auflerung, wo Satire und Ironie Probleme mit
sich bringen und wo auch die Grenze zwischen personlichkeitsverletzender und berechtigter Mei-
nungsdufSerung fliefend ist. Deshalb betont der EuGH in seinem Urt. v. 03.10.2019— Rs. C-18/18 =
MMR 2019, 798 — Glawischnig-Piesczek, auch, dass Facebook hier keine autonome Entscheidung
treffen muss, vielmehr die Rechtswidrigkeit mafigeblich durch das nationale Gericht schon vorgege-
ben wird, a.a.0 Rn.45f., 53. Ahnliches gilt im Falle von Urheberrechtsverletzungen, wo unklar
sein kann, ob etwaige Ausnahme- oder Genehmigungstatbestinde eingreifen, hierzu im Kontext von
Art. 15 Abs. 1 e-Commerce-RL GA Szpunar, Schlussantrag v. 04.06.2019 — Rs. C-18/18, Rn. 63 —
Glawischnig-Piesczek.

1829 Vgl. hierzu Heldt, EuR 2020, 238 (243 f., 245); Kuczerawy, The proposed Regulation on prevent-
ing the dissemination of terrorist content online, S. 14.

1830 Vgl. EuGH, Urt. v. 24.11.2011 — Rs. C-70/10 = MMR 2012, 174 Rn. 52 — Scarlet/SABAM; Urt.
v.16.02.2012- C-360/10 = GRUR 2012, 382 Rn. 50 — SABAM u. Netlog. Vgl. auch Kuczerawy,
The proposed Regulation on preventing the dissemination of terrorist content online, S. 14 f.
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teiliger (6konomischer) Folgen, bestiinde die Gefahr eines ,,Overblockings*.!%3!
Zusitzlich hat der EuGH hier aber auch auf den Schutz personenbezogener Da-
ten hingewiesen, der bei einer proaktiven Verpflichtung beeintrachtigt werden
kann.'$32 Auch wenn durch die Erbringung der Dienste eine nicht unerhebliche
Gefihrdung der Rechtsgiiter von Personen droht, auch weil sich Inhalte schnell
und weit verbreiten lassen,!®?3 begegnen dem die Haftungsprivilegien dadurch,
dass Betroffene ihre Rechte gegentiber den Betreibern geltend machen konnen,
sie dadurch in Kenntnis eines rechtswidrigen Inhaltes setzen und so die Haftung
nach den allgemeinen Regeln begriinden kénnen. Dabei kann die Verantwortung
sich dann auch nicht nur auf den konkreten Inhalt, sondern auf inhaltsgleiche
Daten beziehen, sofern dies den Betreibern zumutbar ist.!83* Insoweit kann das
aus Artt. 14 Abs. 1, 15 Abs.1 ECRL resultierende Notice-and-take-down-Ver-
fahren ,,in vielen Fillen als angemessenes Werkzeug zum Ausgleich der Rechte
und Interessen aller Beteiligten funktionieren [...].«!$%

Im Kontext der Meinungsroboter sind aber verschiedene Aspekte zu beriick-
sichtigen, die von dem soeben skizzierten grundrechtlichen Gleichgewicht (erheb-
lich) abweichen. Das beginnt schon bei dem Inhalt der Pflicht. Auch wenn ein
spezifischer Fall fernliegen mag, so bleibt die Pflicht dennoch auf einen konkre-
ten Anwendungsfall beschriankt: eine Automatisierung menschlich wirkender
Nutzerprofile. Insoweit geht es also gar nicht darum, allen erdenklichen Rechts-
verletzungen durch Nutzer betreiberseitig vorzubeugen. Auch die bedeutsamen
Haftungsrisiken bestehen hier nicht. Der Einsatz von Meinungsrobotern fihrt
nicht zu schadensersatz- oder sonstigen Anspriichen finanzieller Art von Seiten
der Rechteinhaber. Zwar wird mit § 117 Abs. 1 S. 2 Nr. 42 MStV eine strafrecht-
liche Haftung begriindet, sie gilt aber nicht inhaltsbezogen, sondern sichert nur
ab, dass die Betreiber tiberhaupt und nicht in vollig ineffektiver Weise tatig wer-
den.'83¢ Insoweit wire also der eigentliche Anwendungsbereich von Art. 14
Abs. 1 der Richtlinie nicht tangiert und damit auch nicht die sichernde Funktion

1831 Vgl. hierzu die Diskussion beim NetzDG etwa bei Liesching, MMR 2018, 26 (27f.) oder bei Schiff,
MMR 2018, 366 (369f.).

1832 EuGH, Urt. v. 24.11.2011 - Rs. C-70/10 = MMR 2012, 174 Rn. 50f. — Scarlet/SABAM mit Blick
auf potentiell zu speichernde IP-Adressen der Nutzer. Mit Blick auf die Profildaten der Nutzer in
sozialen Netzwerken Urt. v. 16.02.2012 — Rs. C-360/10 = GRUR 2012, 382 Rn. 50 — SABAM u.
Netlog.

1833 Vgl. hierzu auch EGMR, Urt. v. 16.06.2015 — 64569/09 = GRURInt 2016, 81 Rn. 110 — Delfi/
Estland. Und das war auch die mafigebliche Begriindung des NetzDG, vgl. BT-Drs. 18/12356, S. 19.

1834 Mit Blick auf personlichkeitsverletzende Inhalte EuGH, Urt. v. 03.10.2019- Rs. C-18/18 = MMR
2019, 798 Rn. 38 ff. — Glawischnig-Piesczek. Mit Blick auf urheberechtsverletzende Inhalte etwa
BGH, GRUR 2013, 370 Rn. 32 — Alone in the Dark.

1835 EGMR, Urt. v. 02.02.2016 - 22947/13 = NJW 2017, 2091 Rn. 91- Magyar Tartalomszolgdltatok
Egyesiilete u. Index.hu Zrt/Ungarn. Vgl. auch EGMR, Urt. v. 16.06.2015 - 64569/09 = GRURInt
2016, 81 Rn. 159 — Delfi/Estland.

1836 Hier drin besteht einer der wesentlichen Unterschiede zum ,,Haftungsregime* des NetzDG, welches
ein deutlich engeres Korsett in § 4 Abs. 1 schniirt.
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von Art. 15 Abs. 1 der Richtlinie'$?”. Zudem ist hier zu beriicksichtigen, dass die
Norm den Anbietern den notwendigen Freiraum belisst, eigenstindig mafsgeb-
liche Entscheidungen organisatorischer Art zu treffen. Insoweit ist das Ziel, nicht
aber der Weg dorthin vorgegeben,'$3® sodass auch der unternehmerischen Freiheit
Rechnung getragen wird.

Betrachtet man die Rolle der Netzwerkbetreiber, so ergeben sich ebenfalls
Unterschiede: Sie ermoglichen die Automatisierung von Nutzerkonten durch die
Vorhaltung von Programmierschnittstellen und eine nur unzureichende Kontrolle
ihrer eigenen Standards. Bei Twitter gilt das noch deutlich stirker, denn das
Netzwerk erlaubt — unter Einhaltung entsprechender Vorgaben — die Automati-
sierung von Profilen. Insoweit erschopft sich der Beitrag nicht nur in der ,sozial-
addquaten“'$? Bereitstellung der Kommunikationsinfrastruktur, sondern es wird
gerade auch die Gefihrdungslage mitverursacht.'®* Entsprechendes gilt auch fiir
die Nutzeroberfliche, deren Design den erfolgreichen Einsatz von Meinungsro-
botern begunstigt.'$*' Insoweit geht es nicht nur um die Verantwortlichkeit fiir
das (Fremd-)Verhalten der Nutzer, sondern auch um die Verantwortung fiir die
gesellschaftlich-demokratische Wirkung der eigenen Dienste.

Anders als bei inhaltlich ausgerichteten Pflichten ist ein Einfluss auf die Mei-
nungsiuflerung nur hinsichtlich der Modalitit gewollt. Die Auferung als solche
bleibt nach dem gesetzgeberischen Leitbild zulidssig. Das wiederum fiihrt auch
nicht dazu, dass anderen Nutzern Informationen vorenthalten werden. Vielmehr
wird eine sachgerechte Einordnung der Auflerung so erst erméglicht. Das macht
auch den wesentlichen Unterschied zu bisherigen Fallkonstellationen aus.'$*> Feh-
ler bei der Erkennung schlagen also nicht so erheblich ins Gewicht wie bei einer
vollstandigen Loschung oder Sperrung der Inhalte.

Entscheidend ist hier auch, dass — abseits des verfolgten Schutzes — kein Bezug
zu kollidierenden Rechten besteht, aus denen eine Inanspruchnahme der Betrei-
ber durch Dritte folgen konnte.'®* Eine Mitteilung wirrde — nach bisheriger
Rechtslage — keine rechtliche Verpflichtung der Betreiber begriinden, entspre-
chende Inhalte zu kennzeichnen oder zu entfernen, sodass das bisherige Rege-

1837 Vgl. hierzu Marly, in: Grabitz/Hilf, Recht der EU, A. 4. Art. 15 Rn. 3.

1838 Hierin unterscheidet sich die vorliegende Situation aber von den national-gerichtlichen Anordnun-
gen, die der EuGH zu beurteilen hatte.

1839 So in Bezug auf den Telos Fitzner, GRURInt 2012, 109 (113).

1840 Das gleiche Problem stellt sich etwa hinsichtlich der Cambridge-Analytica-Affire und Facebook,
hierzu Cadwalladr/Graham-Harrison, Revealed: 50 million Facebook profiles harvested for Cam-
bridge Analytica in major data breach, The Guardian. Hier soll das Unternehmen ja auch von
der Sicherheitsliicke gewusst haben, aber nichts gegen die Extraktion der Daten zahlreicher Nutzer
unternommen und so — durch Unterlassen — auch einen wesentlichen Kausalbeitrag geleistet haben.

1841 Hierzu ausfiihrlicher Kaerlein, in: Hug/Pallaver, Talk with the bots, S. 17 (23 ff.).

1842 Denn in den Fillen vor dem EuGH ging es immer um Anordnungen, die eine endgiiltige Entfernung
der Inhalte zur Folge haben sollte, siche hierzu vor allem EuGH, Urt. v.16.02.2012— Rs. C-360/10 =
GRUR 2012, 382 Rn. 48 ff. - SABAM/Netlog.

1843 Ahnlich auch Schréder, DVBL. 2018, 465 (472).
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lungssystem der Art. 14 Abs. 1, 15 Abs. 1 ECRL in Hinblick auf die potentiellen
Auswirkungen von Meinungsrobotern ohnehin ins Leere liefe. Die Einfihrung ei-
nes Managementsystem wiirde zwar die nachteiligen Folgen fiir die Anbieter ab-
mildern. Das wird aber der Konstellation hier nicht gerecht, denn wahrend die
Rechtswidrigkeit von Inhalten ohne Weiteres ersichtlich sein oder zumindest
ernste Zweifel hervorrufen und durch Rechtsinhaber nachvollzogen werden
kann, ist der Inhalt bei Meinungsrobotern nicht per se problematisch und dort,
wo der Inhalt dies ist, besteht mit dem Notice-and-Takedown-Verfahren des
NetzDG jedenfalls ein ausreichender, dem Grunde nach'$* richtlinienkonformer
Schutz. Die Tduschungswirkung tritt hier aber oftmals nicht offen zu Tage, son-
dern kann erst durch eine Analyse der Profil-, Nutzungs- und Metadaten aufge-
deckt werden. Ein umfangreicher Einblick in diese ist aber den Betreibern vorbe-
halten. Wahrend also bei rechtswidrigen Inhalten durchaus von einem Kompro-
miss zwischen den kollidierenden Interessen gesprochen werden kann, laufen we-
sentliche Erwiagungen der Norm im Fall der Meinungsroboter ins Leere.
Prinzipiell scheint auch beim unionalen Gesetzgeber die Kenntnis gereift, dass
der liberale Ansatz der Haftungsprivilegierungen nicht in jeder Konstellation
sinnvoll ist.'® Das zeigt nicht nur der angesprochene Verhaltenskodex (oben
C.1.3.a.bb). Auch die Kommissionsempfehlung 2018/334 sieht in Kapitel II,
Rn. 18 vor, dass ,,Hostingdiensteanbieter [...] aufgefordert werden [sollten], in
Bezug auf illegale Inhalte, soweit angemessen, besondere proaktive, verhiltnis-
mifSige Maflnahmen zu ergreifen, was auch den ,Einsatz von Systemen zur au-
tomatischen Erkennung illegaler Inhalte umfassen [...][kann].“ Auf die Haf-
tungsprivilegierungen der E-Commerce-RL soll dies aber ausweislich des Kapitel
I Nr. 3 keinen Einfluss haben. Diese Empfehlung konkretisiert sich etwa im Kom-
missionsvorschlag fiir eine Verordnung zur Verhinderung der Verbreitung terro-
ristischer Online-Inhalte aus dem Jahr 2018.'%%¢ So sollen die Betreiber nach
Art. 6 Abs. 1 ,,gegebenenfalls proaktive MafSnahmen [ergreifen], um ihre Dienste
vor der Verbreitung terroristischer Inhalte zu schiitzen.“'$*” Die Haftungsprivile-

1844 Ausfiihrlicher zu den eigentlichen Kernproblemen aus unionsrechtlicher Sicht Spindler, ZUM 2017,
473 ff.

1845 Kuczerawy, The Proposed Regulation on Preventing the Dissemination of Terrorist Content Online,
S. 5 sieht die geplante Verordnung als ,,major shift in the approach towards the obligations of on-
line hosting services“ an. Vgl. hierzu auch die Darstellungen von Riis/Schwemer, Journal of Internet
Law Vol 22 (2019), 1 (12 ff.). Allgemein die zunehmende Inpflichtnahme von Intermediiren betont
auch Eifert, in: ders./Gostomzyk, Netzwerkrecht, S.9 (13 f.), wobei er auch darauf verweist, dass
die Haftungsprivilegierung eine thematische Auseinandersetzung iiber eine ,angemessenen und in-
haltlichen Kontrolle der Inhalte durch die Intermediire, S. 11. Frosio/Mendis, in: Frosio, Oxford
Handbook of Intermediary liability, Ch. 28 S. 4 sprechen hier sogar von einem ,global shift“. Cole/
Etteldorf/Ullrich, Cross-Border Dissemination of Online Content, S.201 sprechen allgemein von
einer ,tendency away from the traditional liability framework towards responsibility“ und stellen
hier Vorschlige eines ,,Duty of Care“-Ansatzes vor, ebd, S. 202 ff.

1846 KOM(2018) 640 final.

1847 Im weiteren Verfahren wurde proaktiv allerdings durch spezifisch ersetzt, sodass unklar ist, ob da-
mit nur Fille in einem konkreten Einzelfall gemeint sind (vgl. Erwigungsgrund. 47 RL 2000/31/
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gierung des Art. 14 Abs.1 der RL 2000/31/EG soll aber unberiihrt bleiben.!®4
Entscheidend fiir eine Aufrechterhaltung des Haftungssystems mag sein, dass der
Betreiber zu wichtigen gesellschaftlichen Zwecken aktiv wird,'$* man auf ihn bei
der Bekdmpfung angewiesen ist und eine allein reaktive Kontrolle die (demokra-
tiegefahrdende) Wirkung solcher Inhalte unverindert lassen wirde, sodass ihm
eine aktive Rolle nicht zum Nachteil gereicht werden soll.'$° Anders ist die Si-
tuation bei der Harmonisierung des Urheberrechts und die Diskussion um einen
sog. Value Gap.'®>' In Art. 17 Abs. 1 der ,Richtlinie 2019/790 tber das Urheber-
recht und die verwandten Schutzrechte im digitalen Binnenmarkt (...)“!85? wird
eine Haftung der Betreiber fiir Urheberrechtsverletzungen der Nutzer begriindet.
Art. 14 Abs.1 der E-Commerce-RL findet keine Anwendung (Art. 17 Abs. 3).
Hier wird der Betreiber nicht als ,,guter Samariter® in Anspruch genommen,'>?
sondern als (angeblicher) wirtschaftlicher Profiteur urheberrechtsverletzender
Handlungen. Art. 17 Abs. 4 macht hiervon Einschrankungen, wenn der Anbieter
drei kumulative Anforderungen zur Vermeidung der Verletzungen erfullt.'s* In-
soweit dreht sich das Regel-Ausnahme-Verhiltnis des Art.14 Abs.1 der

EG), oder ob dariiber hinaus auch weiterhin eine proaktive Uberwachung zumindest hinsichtlich
terroristischer Inhalte — und damit nicht allgemein fiir alle Rechtsverletzungen — erfolgen soll. Vgl.
hierzu auch Kuczerawy, The Proposed Regulation on Preventing the Dissemination of Terrorist
Content Online, S. 13f. zu den — mittlerweile gestrichenen — Art. 6 Abs. 3, 4 des Kommissionsvor-
schlags.

1848 Erwigungsgrund 5 des Kommissionsvorschlags. In der durch das Parlament beschlossenen gednder-
ten Fassung kommt dies noch deutlicher zum Vorschein. Hiernach heifSt es in Art. 6 Abs. 1: ,,Unbe-
schadet der Richtlinie (EU) 2018/1808 und der Richtlinie 2000/31/EG konnen die Hostingdienste-
anbieter spezifische Maffnahmen ergreifen, um ihre Dienste vor der 6ffentlichen Verbreitung terro-
ristischer Inhalte zu schiitzen.“, Entschliefung des Parlamentes v. 17.04.2019, P8_TA-
PROV(2019)0421, Abdnderung 85.

1849 Vgl. hierzu Erwigungsgrund 19, KOM(2018) 640 endg.: ,,Angesichts der besonders schwerwiegen-
den Risiken, die mit der Verbreitung terroristischer Inhalte verbunden sind,[...].«

1850 So etwa auch Kuczerawy, The proposed Regulation on preventing the dissemination of terrorist
content online, S. 5. Allgemein wird dartber diskutiert, ob fiir solche Zwecke den Haftungsvor-
schriften nicht eine sog ,,Good Samaritan Clause“ nach amerikanischem Vorbild beigefiigt werden
soll, siehe hierzu etwa European Parliament Research Service, Reform of the EU liability regime for
online intermediaries, S. 17 f. Ingold, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche In-
telligenz, S. 183 (196) sieht deshalb im Fall von Kinderpornographie und den besagten terroristi-
schen Inhalten durchaus die Moglichkeit, ,,eine entsprechende Indienstnahme verhiltnismafig [...]
[auszugestalten]“. Das ist letztlich auch der Ansatz der Kommission fiir den geplanten Digital Ser-
vice Act. Siehe hierzu Art. 6 des Entwurfes COM(2020) 825 final.

1851 Vgl. hierzu auch die amtliche Begriindung in Erwggr. 62 der RL 2019/790, ABI. 2019, L 130/92.
Niher und vor allem kritisch zum ,,Value Gap“ etwa Suwelack, MMR 2018, 582 (585); Wimmers/
Barudi, GRUR 2017, 327 ff. und Nolte, ZUM 2017, 304 (308 ff.).

1852 ABL 2019, L 130/92.

1853 Vgl. hierzu Kuczerawy, The EU Commission on voluntary monitoring: Good Samaritan 2.0 or
Good Samaritan 0.5?.

1854 Ausfiihrlicher hierzu etwa Hofmann, ZUM 2019, 617 (620ff.); Pravemann, GRUR 2019, 783
(785 ff.) Vor allem die Voraussetzung der brancheniiblichen Sorgfalt in Art. 17 Abs.4 lit. b) der
RL fiihrte zu der Diskussion um sog. Uploadfilter, vgl. Gielen/Tiessen, EuZW 2019, 639 (644);
Wandtke, NJW 2019, 1841 (1846).
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RL 2000/31/EG im Urheberrecht um. Gleichwohl sollen auch hier dem Betreiber
keine allgemeinen Prifpflichten auferlegt werden (Art. 17 Abs. 8).185

Was folgt also hieraus fiir § 93 Abs. 4 MStV? Gewisse Gemeinsamkeiten mit
der Verpflichtung der Betreiber durch die geplante Verordnung konnen jedenfalls
nicht von der Hand gewiesen werden. Auch hier ist die Inanspruchnahme maf3-
geblich dem Umstand geschuldet, dass eine Regulierung erheblich an Wirksam-
keit einbufSt, wenn Betreiber nur rudimentir im Einzelfall verpflichtet werden
konnen. In beiden Fillen geht es aber — anders als im Urheberrecht — nicht
darum, die Betreiber als Verantwortliche in die Pflicht zu nehmen. Vielmehr sieht
man die Netzwerkbetreiber als ,,gute Samariter® an, die nicht aus Angst vor haf-
tungsrechtlichen Folgen wirksame MafSnahmen unterlassen sollen.!®* Im Medi-
enstaatsvertrag soll das u.a. durch den Ordnungswidrigkeitentatbestand abgesi-
chert werden, in der geplanten Verordnung durch spezifische Vorgaben der Mit-
gliedstaaten und eine Berichtspflicht (Art. 6 Abs. 4).'%7 Insoweit ist man auch auf
EU-Ebene darauf bedacht, sachgerechte Losungen fiir eine (zeitgemifSere) Ver-
antwortung der Betreiber zu finden, ohne dass das Damoklesschwert einer Haf-
tung uber ihnen schwebt. Wihrend aber hinsichtlich terroristischer Inhalte eine
(strafrechtliche) Haftung grundsitzlich in Betracht kime, die grundrechtlichen
Erwigungen der Haftungsprivilegien hier also durchaus greifen, ist dies bei der
Sorgetragungspflicht des § 93 Abs. 4 MStV gerade anders: Eine Haftung besteht
nicht und insoweit auch nicht die Gefahr einer Umgehung des Haftungssys-
tems,'$3% sodass es nicht zwingend einer Bereichsausnahme wie im Falle terroristi-
scher Inhalte bediirfte. Dass damit gleichwohl ein gewisser Konflikt mit den Zie-
len der Richtlinie besteht, kann nicht von der Hand gewiesen werden. Insoweit
ist es zweifelhaft, ob allein derartige (teleologische) Uberlegungen ausreichen
konnen, um eine Ausnahme zu begriinden. Denn mit Riicksicht auf die Wirksam-
keit der Richtlinie besteht jedenfalls die Gefahr, dass mitgliedstaatliche Allein-

1855 Das fithrt aber zu Widerspriichen, weil Art. 17 Abs. 4 lit. b) eine irgendwie geartete, technische Vor-
abprifung verlangt, die angesichts der zahlreichen Inhalte einen generellen Charakter annehmen
kann, Wandtke, NJW 2019, 1841 (1846). Zwar miissen die Rechteinhaber den Dienstanbieter ent-
sprechende Informationen zur Verfiigung stellen, sodass es um es um spezifische Inhalte und damit
um einen spezifische, vorbeugende Priifpflicht gehen konnte, in diese Richtung etwa Spindler,
GRUR 2020, 253 (256); Pravemann GRUR 2019, 783 (787).Wegen der Massen an potentiellen In-
formationen der Rechtsinhaber und der Masse der gleichwohl zu tiberpriifenden Inhalte, ist die
Grenze zu einer allgemeinen Uberwachungspflicht aber noch weiter verschwommen, als ohnehin
schon. Allgemein zu diesem Problem Kuczerawy, The proposed Regulation on preventing the dis-
semination of terrorist content online, S.14. Speziell zum Urheberrecht, Gielen/Tiessen, EuZW
2019, 639 (644); Wandtke/Hauck, ZUM 2019, 627 (629); Spindler CR 2019, 277 (287); Frosio/
Mendis, in: Frosio, The Oxford Handbook of Online Intermediary Liability, Ch. 28 S. 18 f.

1856 Dieses Problem sieht auch die Kommission, KOM(2016) 288 endg., S. 10. Das US-amerikanische
Recht lost das durch eine ,,Good-samaritan-protection® in 47 U.S. Code § 230 (c). Kritisch zu die-
ser Klausel als Vorbild einer europdischen Losung etwa Kuczerawy, The EU Commission on volun-
tary monitoring: Good Samaritan 2.0 or Good Samaritan 0.5?.

1857 Das gilt auch fiir die zurzeit giiltige Version des Europdischen Parlamentes, siche hierzu ST 8663
2019 INIT, Abinderung 88.

1858 Soweit Lober/RofSnagel, MMR 2019, 493 (495) also hierauf hinweisen, ist ihnen zuzustimmen.
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gange dann wieder zu einem ,,Flickenteppich“ der Verantwortlichkeiten fiihren.
Insoweit diirfte es auch unwahrscheinlich sein, dass der EuGH mit dieser Be-
grindung die Konformitit der Sorgetragungspflicht mit dem Unionsrecht beja-
hen wiirde. Vielmehr erwichst auch hieraus das Bedurfnis einer zeitgerechteren
Regulierung.

(cc.) Art 1 Abs. 6 ECRL als ,,Offnungsklausel® fiir § 93 Abs. 4 MStV?

Entscheidender diirfte indes die bereits angesprochene Kompetenzverteilung zwi-
schen Mitgliedstaaten und Europiischer Union (oben B.1.2) sein. Denn — wie be-
reits im Verhiltnis von Bund und Lindern thematisiert (B.I.1) — steht bei den
Normen des MStV die originar medienrechtliche, demokratieschiitzende Kompo-
nente der Regulierung im Vordergrund. Damit bewegt man sich aber primar im
Bereich der mitgliedstaatlichen Kompetenz. Dem grundlegenden Spannungsver-
haltnis zwischen originirer Medienregulierung als Kompetenz der Mitgliedstaa-
ten und binnenmarktorientierter Wirtschaftsregulierung der Union tragt Art. 1
Abs. 6 ECRL Rechnung. Hiernach bleiben einzelstaatliche MafSnahmen, ,,die un-
ter Wahrung des Gemeinschaftsrechts der Forderung der kulturellen und sprach-
lichen Vielfalt und dem Schutz des Pluralismus dienen, [...] von dieser Richtlinie
unbertihrt.“ Nach dem Wortlaut wiren also jedenfalls die Meinungsvielfalt si-
chernde Regelungen zuldssig. Beriicksichtigt man allerdings hierbei auch Erwi-
gungsgrund 63,'% wiren auch Regelungen erfasst, ,,die die Mitgliedstaaten im
Einklang mit dem Gemeinschaftsrecht erlassen konnten, um soziale, kulturelle
und demokratische Ziele unter Beriicksichtigung ihrer sprachlichen Vielfalt, der
nationalen und regionalen Besonderheiten sowie ihres Kulturerbes zu erreichen
[...].«186 Ob allerdings — worauf der Wortlaut hindeutet — es hier nur um demo-
kratiefordernde Mafinahmen gehen soll, die gerade mit den genannten Kriterien
(sprachliche Vielfalt, nationale oder regionale Besonderheiten oder Kulturerbe)
begriindet werden konnen, ist zweifelhaft. Ginge man davon aus, so liefle sich
tiberlegen, ob die priaventive Medienregulierung in Deutschland nicht eine ,na-
tionale Besonderheit“ wire. Das BVerfG hatte jedenfalls in seiner Lissabon-Ent-
scheidung zumindest Teilbereiche des Medienrechts als unbedingt den Mitglied-
staaten verbleibende Materie deklariert,'®*! wobei allerdings der genaue Umfang
dieses Teilbereichs unklar bleibt.!¢2

1859 Allgemein zur Auslegung des verfiigenden Teils im Lichte der Begriindung etwa EuGH MMR 2012,
45 Rn. 54 ff. m.w.N.

1860 RL 2000/31/EG, ABL. 1999 L 178/8.

1861 BVerfGE 123, 267 (358, 363) — Vertrag von Lissabon.

1862 Auf diese Unklarheit weist etwa auch Classen, JZ 2009, 881 (887f.) hin. Kritisch insbesondere mit
Blick auf die Integrationsoffenheit des GG und auf die Entstehung einer europiische Offentlichkeit
Ukrow, in: Brohmer, Europa und die Welt, S. 197 (208) m.w.N. In der Entscheidung zur EG-Fern-
sebrichtlinie hat das BVerfG zwar die wirtschaftsorientierte Harmonisierung bestimmter Aspekte
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Ein solcher Umweg ist vorliegend aber womoglich gar nicht erforderlich.
(Meinungs-)Pluralismus ist seither pragender Aspekt der (deutschen) Medienre-
gulierung,'®> und auf dieses Regelungsziel weist auch die Gesetzesbegriindung
des MStV hin."®¢* Das heifst freilich weder, dass jede Norm des MStV automa-
tisch dem Meinungspluralismus dient, noch dass dieser Charakter dort zu ver-
neinen ist, wo dieser nicht unmittelbar ersichtlich ist. Gerade letzteres muss hin-
sichtlich der Intermediire beriicksichtigt werden. Sie und damit auch die erfor-
derlichen Regelungskonzepte unterscheiden sich strukturell erheblich vom her-
kommlichen, fir die eigenen Inhalte redaktionell verantwortlichen Rundfunk.!863
Wihrend es bei redaktionell verantwortlichen (Rundfunk-)Medien um die Absi-
cherung einer Angebotsvielfalt — etwa durch die Gewihrleistung von Binnen-
oder AufSen-Pluralitit — geht,'3% besteht diese im Internet generell.'®” Die Frage
ist bei Intermedidren also nur, welcher Ausschnitt davon wahrnehmbar gemacht
wird und dann auch von den Nutzern wahrgenommen wird. Insoweit geht es

1868 allerdings im Sinne einer Rezep-

auch hier um pluralismussichernde Aspekte,
tionsvielfalt."*®® Der Medienstaatsvertrag setzt hierfiir neben der Stirkung der
Nutzerautonomie (Transparenz) auch auf die Stirkung der Verantwortung der
Dienste mit Blick auf die gesellschaftliche Sphire (Diskriminierungsverbot).!87
Um diese Rezeptionsvielfalt geht es aber letztlich auch im Falle der Meinungs-
roboter. Auch hier resultiert die Gefahr aus einer verzerrten Wahrnehmung der
Onlineumgebung infolge ihres intransparenten Einflusses. Primar soll das durch

die transparenzerhohende Kennzeichnung und die damit verbundene Stiarkung

des Rundfunks anerkannt, gleichwohl betonte es dort auch, dass ,[der] Kernbereich der Landes-
kompetenz zur Regelung der organisatorischen sowie politisch-kulturellen Materien des Rundfunk-
wesens nicht [beriihrt sei]“, BVerfGE 92, 203 (241). Insoweit ist der Medienstaatsvertrag aber gera-
de Ausdruck dieser Kompetenz und insbesondere die vorwiegend demokratieschiitzenden Aspekte
der eigentliche Kernbereich der Rundfunkregulierung. Grundlegend zur Kompetenz der Liander und
dem Rundfunkrecht BVerfGE 12, 205 (225 ff.) — 1. Rundfunkentscheidung.

1863 Vgl. etwa BVerfGE 31, 314 (326) — 2. Rundfunkentscheidung; 57, 295 (320, 322 ff.) — 3. Rund-
funkentscheidung; 73, 118 (152f.) — 4. Rundfunkentscheidung; 74, 297 (324) - 5. Rundfunkent-
scheidung; 90,60 (88) — 8. Rundfunkentscheidung und jungst etwa BVerfGE 149, 222 (259) -
Rundfunkbeitrag.

1864 Siehe nur BayLT-Drs. 18/7640 S. 78, 79.

1865 Vgl. hierzu Ingold, MMR 2020, 82 (84f.), der hier anmerkt, dass man sich mit dem individual-ge-
zogenen Regulierungsansatz von dem eigentlich urspriinglichen Sinn der Medienregulierung ent-
fernt. Bedenkt man aber, dass die neuen Angebote gerade individuell zugeschnitten sind, ist hier
drin wohl eher der spezifische Regulierungsansatz zu erkennen, der sich von dem beim herkémmli-
chen Rundfunk eben unterscheidet. Vgl. hierzu auch Liesernn, K&R 2019, 687 (692), die hier zwar
das Ziel der Meinungsvielfalt mit Blick auf das Transparenzgebot betont, aber diesbeziiglich auch
Bedenken dufSert.

1866 Zu dieser Angebots- bzw. publizistischen Vielfalt vgl. BVerfGE 73, 118 (156) — 4. Rundfunkent-
scheidung; 74, 297 (328, 331f.) — 5. Rundfunkentscheidung; 83, 238 (296f.) 6. Rundfunkent-
scheidung und jiingst etwa BVerfGE 149, 220 (260, 261) — Rundfunkbeitrag.

1867 So auch Liesem, AfP 2020, 277 Rn. 3.

1868 BVerfGE 149, 220 (262) — Rundfunkbeitrag.

1869 Zu dieser Differenzierung siehe Liesem, AfP 2020, 277 (280).

1870 Ganz ausdriicklich als Aspekte der Pluralismussicherung ansehend Enquete-Kommission Kiinstliche
Intelligenz, BT.-Drs. 19/23700, S. 486.
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der Nutzerautonomie gewahrleistet werden (§ 18 Abs. 3 MStV). So konnen sug-
gerierte Mehrheitsmeinungen enttarnt, manipulierte Trends aufgedeckt und we-
sentliche hilfreiche Hintergrundinformationen fiir die Aufnahme von Inhalten ge-
geben werden, um dem Nutzer final eine realititsgerechtere und potentiell viel-
faltigere Informationsgrundlage geben zu konnen.'®”" Man begegnet durch die
speziellen Vorgaben also der ,,Meinungsmacht“ von Meinungsrobotern.'$”> Um
aber der — anders als bei den Intermedidren selbst — bestehenden Gefahr zu be-
gegnen, dass dieser Pflicht nicht nachgekommen wird, sollen Betreiber sozialer
Netzwerke hierfiir eine ,,Hilfsfunktion® tbernehmen (§ 93 Abs.4 MStV). Inso-
weit schldgt das Regelungsziel des §18 Abs.3 MStV unweigerlich auf § 93
Abs. 4 MStV durch. Auch hier geht es im Ergebnis um Aspekte einer pluralis-
mussichernden Medienregulierung.'”3 Damit bewegt man sich aber nicht nur in
dem Bereich, der den Mitgliedstaaten vorbehalten bleibt, sondern auch innerhalb
des Anwendungsbereichs von Art.1 Abs.6 ECRL, mit der Folge, dass §93
Abs. 4 MStV von der E-Commerce-RL gerade ,,unberiihrt bleibt“.'$* § 93 Abs. 4
und damit auch eine proaktive Verpflichtung der Betreiber ist — jedenfalls der Sa-
che nach —'¥75 unionsrechtlich zuldssig.'®”¢

(c.) Fazit: Vereinbarkeit mit der E-Commerce-RL

Auch wenn § 93 Abs. 4 MStV in dem hier aufgezeigten Verstindnis zu einer ver-
gleichbaren technischen Verpflichtung fiihrt, wie sie der EuGH mit Blick auf in-
haltliche Uberwachungssysteme fiir unzulissig hilt und auch vieles dafiir spricht,
dass eine abstrakt-generelle Verpflichtung in diesem Sinne eine allgemeine Uber-
wachungspflicht statuiert, so zeigt eine nihere Betrachtung doch, dass die beson-
deren Umstande im Falle der Meinungsroboter die Vereinbarkeit mit den europa-
ischen Vorgaben begriinden konnen. Auch wenn hierbei aufgezeigt werden kann,

1871 Vgl. hierzu bereits die Mitteilung der EU-Kommission im Notifizierungsverfahren des Medien-
staatsvertrages TRIS(2020) 00328 unter Nr. 9. Vgl. auch die Begriindung des MStV etwa BayLT-
Drs. 18/7640, S. 90.

1872 Vgl. hierzu bereits dieselbe Mitteilung der EU-Kommission unter Nr. 8. Vgl. auch die Begriindung
des MStV etwa BayLT-Drs. 18/7640, S. 90.

1873 Vgl. Paal/Heidtke, ZUM 2020, 230 (234) zum Diskriminierungsverbot und zum Transparenzgebot,
aber auch zu der die Social Bots betreffende Transparenzpflicht. Zumindest beim Transparenzge-
und Diskriminierungsverbot (§ 93 Abs. 1 bzw. § 94 Abs.1 MStV) spiegelt das auch der Wortlaut
wider.

1874 Tendenziell kritisch zur Diskrepanz zwischen individueller Autonomie und dem eigentlichen offent-
lichen Anliegen von Vielfalt und Reprisentativitit Ingold, MMR 2020, 82 (85).

1875 Art.1 Abs. 6 der E-Commerce-Richtlinie sieht daneben aber auch vor, dass die Regelung in Ein-
klang mit dem Gemeinschaftsrecht stehen muss. Hierauf wird noch zuriick zu kommen sein, unten
3. Kapitel C.IL2.f.

1876 Allgemein mit Blick auf die Intermedidrsregulierung des MStV Miiller-Terpitz, in: Kithling/Zimmer,
Neue Gemeinwohlherausforderungen - Konsequenzen fiir Wettbewerbsrecht und Regulierung,
S.177 (186) mit Fn. 31.

Die Probleme, die ansonsten entstehen wiirden, illustriert Hanfeld unter der Uberschrift ,Killt die
EU die Medienpolitik“, FAZ v. 24.04.2020.
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dass die grundlegenden Uberlegungen, die zur Haftungsprivilegierung von Host-
providern fihrten, im Falle der Meinungsroboter nicht ohne Weiteres tibertrag-
bar sind, so kann damit allein nur schwer ein nationalstaatlicher Alleingang be-
griindet werden. Schon auf unionaler Ebene wird versucht eher bereichsspezi-
fisch aber eben EU-einheitlich eine Losung fur spezifische Probleme zu finden,
um so letztlich auch die Wirksamkeit der E-Commerce-RL nicht zu gefihrden.
Entscheidender ist hier vielmehr die durch Art. 1 Abs.6 der RL bewirkte Off-
nung fur mitgliedstaatliche Mafinahmen zur Pluralismussicherung, die sich nicht
an den (materiell-rechtlichen)'®”” Vorgaben der Richtlinie messen lassen miissen.
Gerade § 93 Abs.4 MStV dient als spezifisches Instrument zur Gewihrleistung
einer unverfilschten Informationsaufnahme und damit der Rezeptionsvielfalt.
Die Einfihrung einer proaktiven Pflicht der Betreiber als Auspriagung einer Sor-
getragungspflicht des § 93 Abs. 4 MStV ist mit der E-Commerce-RL so sehr wohl
vereinbar.

Damit wird nicht verkannt, dass dennoch ein grundlegendes Bediirfnis einer
EU-einheitlichen Regelung besteht, um Risiken fiir den Binnenmarkt zu minimie-
ren. Fir die Union bietet sich durch die deutsche Regelung aber gerade eine nicht
zu unterschitzende Moglichkeit: Einerseits zeigt sich hier das Problem, dass die
E-Commerce-Richtlinie selbst nicht mehr zeitgemafd ist, insbesondere neuere
Konstellationen nicht sachgerecht erfasst, wodurch erhebliche rechtliche Fragen
offenbleiben.!$”8 Andererseits kann sie auch einen wichtigen Impuls fiir europdi-
sche Regulierungsvorhaben insbesondere mit Blick auf Art. 114 AEUV geben.'””
Denn mit ihm besteht das Werkzeug, divergierende nationale Vorgaben zu ver-
einheitlichen, wofiir nur dort praktischer Bedarf besteht, wo dies auch realiter
der Fall ist. Insoweit konnte § 93 Abs.4 MStV einer europdischen Losung An-
trieb leisten.!$8

(IV.) Vereinbarkeit einer proaktiven Pflicht mit der DS-GVO?
Eine proaktive Uberwachungspflicht der Netzwerkbetreiber miisste zuletzt auch

datenschutzrechtlich zuldssig sein. Die DS-GVO steht dem nicht prinzipiell im
Weg. Art. 6 Abs. 1 litc) DS-GVO erlaubt immerhin die Verarbeitung, wenn und

1877 Verfahrensrechtlich kénnte aber gleichwohl das Herkunftslandprinzip des Art.3 E-Commerce-
RL zu beriicksichtigen sein. Hierzu ausfiihrlich unten, C.IL2.f.bb.

1878 In diese Richtung auch Eifert, in: ders./Gostomzyk, Netzwerkrecht S. 9 (24), der dies mit Blick auf
das NetzDG zwar nicht als ,,rechtsstaatliches Ideal“, aber u.U. als ,,akzeptable politische Provokati-
on“ verstehen will, um ,,durch einen kalkulierten Verstof$ eine Dynamik [zu] beférdern®.

1879 So bezeichnet Cornils, ZRP 2020, 60 (62) den MStV etwa als ,,rechtliche Pionierarbeit, die in Euro-
pa kein vergleichbares Beispiel hat und daher auch derzeit grofSes Interesse in den Mitgliedstaaten
und auf EU-Ebene findet.“.

1880 Liesem, ZUM 2020, 377 (382) spricht insgesamt beim Medienstaatsvertrag von einer ,,Pionierleis-
tung® einem ,medienpolitischem Signal“, das als ,,Blaupause fiir eine unionsweite Regulierung*
dienen kann.
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soweit sie zur , Erfillung einer rechtlichen Verpflichtung erforderlich® ist. Inso-
weit ist es zwar grundsitzlich moglich, dass Mitgliedstaaten entsprechende Ver-
pflichtungen vorsehen. Diese Rechtsgrundlagen miissten dann aber auch mit den
betroffenen Grundrechten vereinbar sein, insbesondere nur soweit wie erforder-
lich das Datenschutzrecht (Art. 2 Abs. 1 i.V.m. Art. 1 Abs. 1 GG bzw. 8 EUGrCh)
der betroffenen Nutzer einschrinken. Denn automatisierte Filtertechnologien
stellen eine potentielle Gefahr fiir den Datenschutz dar, weil damit auch eine Be-
obachtung des jeweiligen Nutzerverhaltens einhergeht.'$$! Hierbei gilt es zu be-
riicksichtigen, dass zum einen nur eine Verarbeitung netzwerkinterner Daten not-
wendig ist.'$$? Diese fallen aber zwangsldufig bei der Nutzung an und werden —
allerdings in wenig durchsichtiger Weise — ohnehin schon jetzt von den Netz-
werkbetreibern verarbeitet. Auch wenn dies nicht in dem vorgesehenen Umfang
und zu den vorgesehenen Zwecken rechtmifsig ist, so wird durch eine proaktive
Pflicht der Zweck dieser ,,Uberwachung® ebenso wie beim Facebook-Immune-
System klar vorgegeben: Es geht nicht um die Beseitigung von Inhalten oder die
Beobachtung der Nutzer zu Zwecken der Profilbildung und Monetarisierung,
sondern um die Erkennung von automatisierten Zugriffen, dem nicht ein wirt-
schaftliches, sondern ein 6ffentliches Interesse zugrunde liegt. Zum anderen han-
delt es sich oftmals ohnehin nur um solche Daten, die — allerdings deutlich miih-
samer — auch manuell nachvollzogen werden konnen, weil diese fiir andere Nut-
zer der Netzwerke (bewusst) offentlich gemacht worden und damit sichtbar sind.
Das gilt etwa fur die Zeitpunkte eines Uploads, die Inhalte, die Freunde und Fol-
lower, personliche Interessen, abonnierte Seiten, Inhalte, Kommentare usw. Diese
bewusste Veroffentlichung rechtfertigt nach Art. 9 Abs. 2 lit. ) DS-GVO aber so-
gar die Erhebung besonders sensibler Daten. Und potentiell kann dafiir Sorge ge-
tragen werden, dass Daten nach einer gewissen (kurzen) Zeit wieder geloscht
werden, soweit etwa unauffillige Nutzerinteraktionen betroffen sind. Insoweit
ist weniger die rechtliche Grundlage als die Durchsetzung und Kontrolle der Ein-
haltung der datenschutzrechtlichen Standards entscheidend. Die DS-GVO steht
also einer auch proaktiven Pflicht nicht per se im Wege.

(V.) Fazit: priventive Kontrolle als Mindestmafi, proaktive Uberwachung als
Verantwortung meinungsrelevanter Betreiber

Fiir die Auslegung der Sorgetragungspflicht ergibt sich damit letztlich folgendes:
§ 93 Abs. 4 MStV normiert zweierlei Pflichten. Infrastrukturell miissen die An-
bieter tiberhaupt die Moglichkeit dafiir schaffen, dass entsprechende Inhalte ge-

1881 Vgl. Conrad/Hausen, in: Auer-Reinsdorff/Conrad, Hb IT- u. Datenschutzrecht, § 36 Rn. 67.
1882 Zu den verschiedenen Ansitzen einer Erkennung und die dafiir notwendigen Daten siehe etwa Cre-
sci, Communications of the ACM 2020, 72 ff.
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kennzeichnet werden konnen. Daneben ist aber — nicht nur wegen der liickenhaf-
ten Pflicht des § 18 Abs.3 MStV — ein Vorgehen der Betreiber erforderlich. Der
Inhalt dieser betreiberseitigen Vorkehrungen variiert hierbei vor allem in Abhin-
gigkeit von der Bedeutung und ,, Meinungsbildungsrelevanz®, um so auch dem
Kriterium der Zumutbarkeit Rechnung zu tragen. Als Mindestschutzmafinahme
muss dabei zumindest eine gewisse praventive Kontrolle des Registrierungspro-
zess oder des Zugriffs iiber die API erfolgen. Von meinungsmachtigen Anbietern
kann hingegen mehr gefordert werden: eine proaktive Uberwachung der Daten-
strome, um Automatisierungsprozesse herauszufiltern und entsprechende
menschlich wirkende Nutzerprofile im Sinne des § 18 Abs. 3 MStV eigenstiandig
zu kennzeichnen.

bb. Verhiltnis von § 93 Abs. 4 MStV zu den Regelungen der Netzwerkbetreiber

Betrachtet man die bestehenden Regelungen etwa von Facebook (hierzu oben
C.I.2.al.3.a.aa), so werden falsche und damit auch mogliche automatisierte Pro-
file nicht gekennzeichnet, sondern geloscht. Eine entsprechende Praxis ist auch
bei Twitter zu beobachten.!®3 Das kollidiert zwar mit den gesetzgeberischen Vor-
gaben, die den Einsatz fur grundsitzlich zuldssig erachten und lediglich eine
Kennzeichnung bezwecken. Allerdings ist der Norm keine Leitbildfunktion der-
gestalt zu entnehmen, dass davon abweichende, strengere vertragliche Vorgaben
der Betreiber damit unvereinbar wiren.'®* Denn die gesetzliche Regelung schafft
nur einen Mindeststandard der Transparenz.'®®S Ein solches Verstindnis wire zu-
dem nur schwer mit der Berufsfreiheit der Betreiber (Art. 12 Abs. 1 GG) in Ein-
klang zu bringen, denen die Entscheidung tiber die konkrete Ausrichtung und
den Betrieb obliegt. Davon umfasst sind gerade auch die Modalititen fiir die
Nutzung. Das ist schon deshalb legitim, weil etwa das Konzept von Facebook
mehr auf der sozialen, menschlichen Interaktion und Vernetzung beruht, als etwa
bei Twitter. § 93 Abs. 4 MStV steht also schirferen Regelungen der Anbieter ge-
rade nicht im Weg. Besondere Probleme ergeben sich nur dann, wenn im Einzel-

1883 Vgl statt vieler Chavoshi/Hamooni/Mueen, in: Proceedings of the 16th International Conference on
Data Mining, S. 817 (820).

1884 Ein solcher Ankniipfungspunkt bestiinde etwa durch § 307 Abs. 1 S. 1, Abs.2 Nr. 1 BGB, wonach
Bestimmungen in AGB im Zweifel als unangemessene Benachteiligung anzusehen, also unwirksam
sind, wenn sie ,,mit wesentlichen Grundgedanken der gesetzlichen Regelung, von der abgewichen
wird, nicht zu vereinbaren [sind].“ Eine Leitbildfunktion kann auch Normen auflerhalb des BGB
zukommen, sofern diese fiir die vertragliche Beziehung bedeutsam sind, Wurmnest, in: MiiKo-BGB,
Bd. 2, § 307 Rn. 701f.

1885 Vergleichbares gilt etwa auch mit Blick auf das NetzDG. Die Loschpflichten regeln das rechtliche
Minimum. Vertraglich kénnen die Netzwerkbetreiber durchaus auch strengere Vorschriften vorse-
hen. Eine andere Frage ist dann, ob dies im Einzelfall auch — etwa wegen einer starken mittelbaren
Drittwirkung — zuldssig wire. Siche hierzu insgesamt Friehe, NJW 2020, 1697 (1698). Diesen Min-
deststandard im Falle des NetzDG betont etwa das LG Leipzig, Endurteil v. 12.07.2019 - 08 O
2491/18 = GRUR-RS 2018, 38785 Rn. 50 m.w.N.
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fall eine Loschung filschlich erfolgt. Dann bestiinde — dhnlich wie im Falle einer
falschlichen Loschung von Inhalten — ein Anspruch auf Wiederherstellung des
Profils (§§ 280 Abs. 1, 249 Abs. 1 BGB).!$%

d. Erginzende Satzungsbefugnis der Medienanstalten, § 96 MStV

Kritik an den Vorgaben fur Intermedidre wurde u.a. auch deshalb laut, weil ihre
Pflichten vergleichsweise vage formuliert worden sind. Zwar ldsst sich im Wege
der Auslegung — das zeigen schon die erginzenden Uberlegungen zu § 93 Abs. 4
MStV - eine gewisse inhaltliche Scharfe durchaus gewinnen, gleichwohl begriin-
det das eine gewisse Rechtsunsicherheit auch hinsichtlich der Umsetzung. Daraus
folgt indes nicht ein verfassungsrechtlich problematischer Grad der Unbestimmt-
heit.'®” Der Grad der rechtsstaatlich gebotenen Bestimmtheit einer Norm hingt
von ,,der Eigenart der zu ordnenden Lebenssachverhalte [ab] [...]. Die Betroffe-
nen miissen die Rechtslage erkennen und ihr Verhalten danach ausrichten kon-
nen. [...] Dabei sind die Anforderungen an den Grad der Klarheit und Bestimmt-
heit umso strenger, je intensiver der Grundrechtseingriff ist, den eine Norm
rechtfertigen soll.“!$%% Aber nicht nur handelt es sich mit Blick auf die Betreiber
um vergleichsweise niedrigschwellige Eingriffe, die die Diensterbringung und ihre
berechtigten Interessen nicht erheblich beeintrachtigen, '**sondern es ist auch zu
berticksichtigen, dass angesichts der Bandbreite zu regulierender Intermedidre
von Suchmaschinen iiber Newsaggregatoren bis hin zu sozialen Netzwerken ganz
unterschiedliche Dienste und Funktionsweisen geregelt werden, sodass die Rege-
lungen schon deshalb abstrakter bleiben miissen.'®”° Insoweit gewahrt man den
Betreibern einen Gestaltungs- und Umsetzungsspielraum. MafSgeblich daneben
ist auch, dass der Medienstaatsvertrag selbst dies durch eine sekundiare Norm-

1886 Zur Loschung von Inhalten siehe etwa LG Leipzig, Endurteil v. 12.07.2019 — 08 O 2491/18 =
GRUR-RS 2019, 38785, Rn. 18; OLG Miinchen, GRUR-RR 2020, 174 Rn. 60. Der Restore-An-
spruch wird im Falle von inhaltsbedingten Kontensperrungen daneben auch auf die §§ 241 Abs. 2,
1004 BGB gestiitzt, so etwa LG Karlsruhe, Beschluss vom 12.06.2018 — 11 O 54/18 = BeckRS
2018, 20324 Rn. 7; LG Frankfurt a.M., MMR 2018, 545 Rn. 8. Zumindest im letzten Fall ging es
aber um AufSerungen, die auch Rechte Dritter tangierten, so dass die urspriingliche Léschung im
Rahmen der Stérerhaftung (§ 1004 BGB) erfolgte. Andernorts wird nur auf den Nutzungsvertrag
i.V.m. § 241 Abs. 2 BGB hingewiesen, so etwa OLG Oldenburg, ZUM-RD 2020, 367 (368); OLG
Dresden, MMR 2018, 756 Rn. 8; OLG Miinchen, NJW 2018, 3115 (3116), wobei § 241 Abs. 2 ge-
rade keine Anspruchsgrundlage bereithilt. Entsprechendes gilt fiir den Nutzungsvertrag. In einer
unberechtigten Loschung ist vielmehr eine Verletzung der Haupt- oder Nebenleistungspflichten —
diese ,normiert* § 241 Abs.2 BGB -, sodass die Verletzung nach §§ 280 Abs. 1, 241 BGB restitu-
iert werden muss, was hier der Wiederherstellung entspriche.

1887 Liesem, AfP 2020, 277 Rn.24 deutet dies jedenfalls an, wenn sie die Frage aufwirft, ob die ,,s0
wichtige Konkretisierungsaufgabe nicht in den Hinden des Normgebers hitte verbleiben sollen®.

1888 Statt vieler BVerfGE 149, 293 Rn. 77 — Fixierung von Patienten, mit zahlreichen weiteren Nachwei-
sen.

1889 Ausfiihrlicher hierzu noch spiter, C.IL3.b.bb(IL)(1.).

1890 Zumindest im Ansatz dhnlich Heidtke, Meinungsbildung und Medienintermediire, S.276f. Auf
diese Divergenzen weist auch. Liesem, AfP 2020, 277 Rn. 23, hin.
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konkretisierung ,entscharft“.!®! Nach § 96 MStV konnen die Landesmedienan-
stalten durch Satzungen oder Richtlinien Einzelheiten der Intermedidrspflichten
konkretisieren. Nach § 96 S.2 MStV ist dabei die jeweilige Orientierungsfunkti-
on fur die jeweiligen Nutzerkreise zu berticksichtigen. Die Landesmedienanstal-
ten haben also ,,dem positiven Nutzen dieser Dienste fiir die Informationsgewin-

“1892 ynd damit

nung durch die Biirgerinnen und Biirger Rechnung [zu tragen]
eine dienstspezifische Konkretisierung vorzunehmen. Inhaltliche Grenzen der
Normsetzungsbefugnis der Landesmedienanstalten ergeben sich insoweit allein
aus rechtsstaatlichen und grundrechtlichen Erwigungen. Vor allem die Wesent-
lichkeitstheorie kann hier Grenzen aufzeigen, wenn die Medienanstalten in we-
sentliche, grundrechtssensible Bereiche eingreifen.!®? Das wird aber wohl eher
die Ausnahme bleiben, sofern man die Konkretisierung der Normen nicht tiber
Gebiihr ausdehnt. So liefle sich in Wahrnehmung der ,,Konkretisierungsbefugnis
etwa die im Wege der Auslegung gewonnene Konkretisierung des § 93 Abs. 4
MStV auch durch Satzung fiir grofle soziale Netzwerke verbindlich und unzwei-
deutig festlegen. Und mit Blick auf die allgemeinen Transparenzvorgaben des
§ 93 Abs.1 MStV konnten so die ,zentralen Kriterien“ dienstspezifisch niher
festgelegt werden.

e. Kontrollbefugnisse und Durchsetzungsmoglichkeiten des Staates

Der Medienstaatsvertrag sieht aber nicht nur einfache strafbewehrte Pflichten
der jeweiligen Dienstanbieter vor. Er kleidet diese Pflichten auch in ein Korsett
aus kontroll- bzw. aufsichtsrechtlichen Befugnissen der Landesmedienanstalten
ein.

aa. Ordnungswidrigkeitentatbestinde

VerstofSe gegen die Kennzeichnungspflicht (§ 115 Abs. 1 S.2 Nr. 2 MStV) ebenso
wie gegen die Sorgetragungs- (§ 115 Abs. 1 S.2 Nr. 45 MStV) und tibrigen Inter-
medidrspflichten (§ 115 Abs. 1 S. 2 Nr. 41-47) sind unabhingig von der individu-
ellen Vorwerfbarkeit ordnungswidrig (§ 115 Abs. 1 S.2 Nr. 2, Nr. 42 MStV) und
konnen mit einer Geldstrafe von bis zu 500.000 Euro (Abs. 2, 1. Var.) durch die
zustindige Landesmedienanstalt (§ 36 Abs. 1 Nr. 1 OWiG, § 108 MStV) bestraft
werden. Besonderes Augenmerk soll hier auf § 115 Abs. 1 S.2 Nr. 45 MStV lie-
gen. Hiernach handelt ordnungswidrig, wer ,entgegen § 93 Abs. 4 als Anbieter

1891 Fiir Laude, JuWiss-Blog Nr. 127/2020, ist dieses Regelungskonzept angesichts empirischer Unge-
wissheiten ,alternativlos“. Ausfiihrlicher zu der Befugnis etwa Liebermann, in: Gersdorf/Paal, In-
formations- und Medienrecht, § 96 MStV Rn. 1 ff.

1892 So die Begriindung des Staatsvertrags, BayLT-Drs. 18/7640, S. 110.

1893 So Ladeur/Gostomzyk, K&R 2018, 686 (692).
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eines Medienintermediirs nicht dafiir Sorge tragt, dass Telemedien im Sinne von
§ 18 Abs. 3 gekennzeichnet werden®. Ponalisiert wird also die abstrakte Gefahr-
lichkeit des Normungehorsams'®** bzw. des Unterlassens entsprechender Schutz-
vorkehrungen. Wegen der relativen Unbestimmtheit der Pflicht selbst ist aller-
dings fraglich, ab wann der Tatbestand eingreift.'®> Ankniipfend an das bereits
oben Gesagte bietet sich hier erneut eine Differenzierung an. Hinsichtlich der in-
frastrukturellen Voraussetzungen besteht eine absolute Pflicht. Hilt ein Betreiber
diese nicht vor, so handelt er ordnungswidrig.

Die relative Pflicht, durch eigene Mafinahmen die Einhaltung der Kennzeich-
nungspflicht zu gewihrleisten, wird jedenfalls dann verletzt, wenn Betreiber voll-
stindig untdtig bleiben. Dartiber hinaus hat Milker vorgeschlagen, den Tatbe-
stand dhnlich zu handhaben wie die Storerhaftung. Danach sollen ,,Sanktionen
bei Verstoflen erst eintreten, wenn der Netzwerkbetreiber nicht alles Zumutbare
zur Bot-Erkennung getan hat [...].“!%¢ Das ist insoweit uiberzeugend, als dass da-
mit nicht nur eine sachgerechte Differenzierung in Abhingigkeit von den nach
§ 93 Abs.4 MStV auferlegten Rechtspflichten des jeweiligen Dienstanbieters
moglich ist. Es wird damit auch eine Parallele zur strafrechtlichen Dogmatik der

1897 oder den zivilrechtlichen Verkehrssicherungspflichten!$*®

Unterlassungsdelikte
gezogen, mit denen die Sorgetragungspflicht jedenfalls in einem weiten Sinne ver-
gleichbar ist.'®”” Probleme konnten sich hier nur aus dem Bestimmtheitsgebot des
Art. 103 Abs.2 GGY ergeben, weil so nicht hinreichend erkennbar ist, wo die
ordnungsrechtliche Schwelle exakt verlduft. Sie ergibt sich erst unter Berticksich-
tigung der auch grundrechtlichen Belange und der Bedeutung des jeweiligen
Dienstes. Das ist aber dem Strafrecht nicht fremd. Insbesondere die Beleidigungs-
tatbestinde sind schliefSlich ebenfalls davon geprigt, dass zwar ein abstraktes
Verbot aufgestellt wird. Ob eine Auflerung aber strafbar ist, ist auch hier im Ein-
zelfall und unter Berticksichtigung grundrechtlicher Aspekte zu klaren. Anders
als dort geht es hier aber ,nur“ um eine bufigeldbewehrte Ordnungswidrigkeit,
also eine wenig intensive Strafandrohung, sodass ohnehin kein allzu strenger

1894 So allgemein in Bezug auf Ordnungswidrigkeiten v. Heintschel-Heinegg, in: ders., BeckOK StGB,
Lexikon des Strafrechts, Deliktstypen und ihre spezifischen Eigenheiten Rn. 32.

1895 So auch Léber/RofSnagel, MMR. 2019, 493 (498).

1896 Milker, InTeR 2017, 199 (206). Nolte, ZUM 2017, 552 (560) hat einen Zumutbarkeitsvorbehalt
auch beim NetzDG gefordert. In diese Richtung auch Gersdorf, MMR 2017, 439 (446).

1897 Siehe etwa Heger, in: Lackner/Kiihl, StGB, § 13 Rn. 5; Gaede, in: Kindhduser/Neumann/Paeffgen,
StGB, §13 Rn.17f.; Heuchemer, in: v. Heintschel-Heinegg, BeckOK StGB, § 13 Rn.91 oder
Freund, in: MiiKo-StGB, Bd. 1, § 13 Rn. 201, der keinen gesonderten Aspekt der Zumutbarkeit an-
erkennt, sondern dies vielmehr bei der Verhaltensnorm selbst beriicksichtigt.

1898 Hierzu etwa BGH, GRUR 2007, 890 Rn. 36; GRUR 2015, 1129 Rn. 42.

1899 Siehe hierzu bereits oben, C.IL2.c.aa(IL)(1.).

1900 Dieser findet auch auf Ordnungswidrigkeiten Anwendung, sieche hierzu statt vieler Remmert, in:
Maunz/Diirig, GG, Art. 103 Abs. 2 Rn. 56 m.w.N.
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MafSstab anzulegen sein diirfte.””" Immerhin ist auch eine Konkretisierung der
Sorgetragungspflicht durch § 96 MStV zukiinftig ohne Weiteres moglich ist.!*?

bb. Aufsichtsrechtliche Befugnisse und Mafinahmen der Landesmedienanstalten

Damit aber ordnungsrechtlich tiberhaupt auf Grundlage der Tatbestinde des
§ 115 Abs. 1 S.2 MStV vorgegangen werden kann, bedarf es aufsichtsrechtlicher
Befugnisse, die eine (effektive) Kontrolle der Intermediire und Netzwerkbetrei-
ber sicherstellen. Der Medienstaatsvertrag kommt dem dadurch nach, dass der
fiir die Uberwachung der Intermediire zustindigen Kommission fiir Zulassung
und Aufsicht (ZAK) (§ 107 Abs. 1 Nr. 10 MStV) nicht nur — mit Ausnahme des
Diskriminierungsverbots — ein uneingeschriankter Amtsermittlungsgrundsatz auf-
erlegt wird,"* sondern dafiir auch wesentliche Kontrollinstrumente bereitstellt.
Nach § 95 MStV kann sie die Vorlage erforderlicher Unterlagen verlangen. Dies
wird durch die entsprechend anwendbaren Auskunftsrechte und Ermittlungsbe-
fugnisse des § 56 MStV erginzt, der neben einer Generalklausel in Absatz 1 auch
spezielle grundrechtssensible Eingriffsbefugnisse in Abs. 4 (Betretungs- und Ein-
sichtsrecht) und Abs. 6 (Durchsuchung) vorsieht.

Kommt die ZAK zu dem Ergebnis, dass gegen rechtliche Pflichten verstofsen
wurde, so kann sie aufsichtsrechtliche Anordnungen auf Grundlage der General-
klausel des §109 Abs.1 S.1 MStV treffen. Mafinahmen, die beispielhaft in
Satz 2 aufgezdhlt werden, sind neben der Beanstandung auch die Untersagung
oder Sperrung, wobei freilich das Gebot der Verhiltnismafigkeit zu beachten ist
(vgl. § 109 Abs.2 S.1 MStV). Im Falle von Telemedienanbietern, die einer Ver-
pflichtung nach § 18 Abs. 3 MStV nicht nachkommen, bestiinde die (subsidiire)
Moglichkeit, den Netzwerkbetreibern nach § 109 Abs. 3 MStV in die Pflicht zu
nehmen. Ohne Zugang zu den Netzwerkdaten diirfte diese Befugnis aber ins Lee-
re laufen (vgl. hierzu oben C.1.3.c.cc.)

Entscheidend fir die Wirksamkeit einer Kontrolle ist alleine die Frage, welche
Unterlagen und in welchem Umfang diese verlangt werden konnen. Denn fir die
Kontrolle der Einhaltung der Transparenz- und Diskriminierungsvorgaben be-
darf es u.U. eines umfassenden Einblickes in die Struktur der Anbieter und insbe-
sondere in die Funktionsweise der Netzwerkbetreiber, als es etwa die transparen-

1901 Vgl. BVerfGE 126, 170 (195) — Prizisierungsgebot Untreuetatbestand und zuvor auch BVerfGE
75, 329 (342) - Verwaltungsakzessorietit im Unuwveltstrafrecht: ,[Dl]er Gesetzgeber [muss] die
Strafbarkeitsvoraussetzungen umso genauer festlegen und priziser bestimmen [...], je schwerer die
von ihm angedrohte Strafe ist.“

1902 Vgl. zur Zulissigkeit einer solchen Konkretisierung durch Satzungen etwa BVerfGE 32, 346
(362 f.) — Strafbestimmungen in Gemeindesatzungen.

1903 Denn in § 94 Abs. 3 S. 2 kann die Landesmedienanstalt hier nur in offensichtlichen Fillen titig wer-
den. Eine solche Einschrinkung hat man fiir die Transparenzpflichten des § 93 gerade nicht vorge-
sehen. Hierauf hinweisend auch die Gesetzesbegriindung, s. nur BayLT-Drs. 18/7640, S. 109.
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ten Informationen den Nutzern erméoglichen sollen.'* Denn nur so kann sicher-
gestellt werden, dass tatsichlich die zentralen Kriterien offenbart wurden und
keine systematischen Benachteiligungen vorliegen.'”” Entsprechendes gilt auch
mit Blick auf die Sorgetragungspflicht des § 93 Abs. 4 MStV."% Die vorzulegen-
den Unterlagen miissen Einblicke in die konkret ergriffenen MafSnahmen, ihre
Umsetzung und ihre Wirksamkeit ermoglichen und so eine effektive Kontrolle er-
moglichen. Dass so umfangreiche Pflichten durchaus mit den besonders zu schiit-
zenden wirtschaftlichen und geheimhaltungsbediirftigen Interessen der Betreiber
kollidieren, wird ohne Weiteres ersichtlich.'®” Allerdings ist eine solch weitrei-
chende Transparenz der Unternehmen wichtig, um die bisher bestehenden Pro-
bleme eines rein selbstreguliativen Ansatzes zu beheben und eine effektive staatli-
che Kontrolle zu ermoglichen. ' Prozessual werden die kollidierenden Interessen
immerhin durch § 58 MStV dadurch abgesichert, dass den Medienanstalten eine
besondere Geheimhaltungspflicht auferlegt wird.!*®

f. Vereinbarkeit mit den europdiischen Vorgaben im Ubrigen

Abseits der konkreten europarechtlichen Probleme des § 93 Abs. 4 stellt sich aber
auch im Ubrigen die Frage, inwieweit die Regelungen fiir Medienintermediire
mit dem Unionsrecht vereinbar sind. Hierbei wird es nicht nur um die Vereinbar-
keit mit der Platform-to-business-Verordnung 2019/1150"'° (P2B-VO) oder mit
den Grundfreiheiten gehen. Speziell im Kontext der Meinungsroboter konnte
auch das durch § 1 Abs. 8 MStV eingefihrte Marktortprinzip mit den Vorgaben
der E-Commerce-Richtlinie brechen.

1904 Dass die Informationen die nach § 93 Abs. 1-3 MStV fiir eine wirksame Aufsicht nicht ausreichen
und insoweit deutliche mehr Informationen verlangt werden miissen, erkennt auch Heidtke, Mei-
nungsbildung und Medienintermediire, S. 348.

1905 Deshalb fordert etwa Laude, JuWiss-Blog Nr.127/2020 v. 02.11.2020 eine Ergdnzung um ver-
schirfte Transparenzpflichten im Verhiltnis der Betreiber zu den Landesmedienanstalten.

1906 Die fehlende Nachvollziehbarkeit bisher veroffentlichter Angaben zur Loschpraxis auffilliger Ac-
counts bei Twitter betonen etwa Silva/Proksch, American Political Science Review 2020, 1 (2).

1907 Hierauf ebenfalls hinweisend Ladeur/Gostomzyk, K&R 2018, 686 (692); Schwartmann/Hermann/
Miiblenbeck, Transparenz bei Medienintermediiren, S. 152.

1908 Zu diesen Schwichen siehe insbesondere und zusammenfasend oben, C.1.5. Auf die effektive Kon-
trolle weist etwa auch die Enquete-Kommission, BT.-Drs. 19/23700, S. 485, hin.

1909 Schon die Begriindung des § 95 und auch der Normtext des § 58 MStV deuten jedenfalls auf ein
solches Verstindnis hin, wenn hier explizit von Betriebs- und Geschaftsgeheimnissen gesprochen
wird. Siehe hierzu auch Schwartmann/Hermann/Miiblenbeck, Transparenz bei Medienintermedii-
ren, S. 152.

1910 Verordnung (EU) 2019/1150 des Europiischen Parlaments und des Rates vom 20. Juni 2019 zur
Forderung von Fairness und Transparenz fiir gewerbliche Nutzer von Online- Vermittlungsdiensten,
ABL. 2019 L186/57.
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aa. Vereinbarkeit mit der P2B-Verordnung

Bereits die P2B-VO sieht Transparenzverpflichtungen fiir Anbieter von Vermitt-
lungsdiensten i.S.v. Art. 2 Nr. 2 vor, wozu auch ausweislich des Erwagungsgrunds
11 soziale Netzwerke gehoren konnen. Mafgeblich ist nimlich nicht — wie auch
bei § 5 Abs. 1 TMG -, dass die Transaktion zwischen gewerblichen Nutzern und
den Verbrauchern auf der Plattform abgeschlossen wird; allein das In-Kontakt-
Treten kann ausreichen (vgl. Art. 2 Nr. 2 lit. b).

Ohne zu ausfithrlich auf den Regelungsbereich einzugehen,'”'" ldsst sich
durchaus eine inhaltliche Kongruenz der Verordnungsregelungen und des Medi-
enstaatsvertrags mit Blick auf die allgemeinen Transparenz- und Antidiskriminie-
rungsvorgaben ausmachen. Denn redaktionell journalistische Inhalte im Sinne
der §§ 93, 94 MStV"?'2 stammen auch von gewerblichen Nutzern — etwa Medi-
enunternehmen 0.4. — und fiithren nicht selten zu der Weiterleitung auf die eige-
nen externen Angebote, wo etwa direkte Transaktionen mit Verbrauchern — etwa
in Form von Abonnements — erfolgen konnen.'”'* Hinsichtlich der Transparenz-
vorgaben ergibt sich allerdings kein nennenswerter Unterschied. Auch nach
Art. 5 Abs. 1, bzw. Abs. 2 P2B-VO sind die fiir das Ranking relevanten Hauptpa-
rameter zu veroffentlichen. Dazu gehoren auch nach Absatz 5 spezifische Erlau-
terungen der Funktionsweise der Rankingalgorithmen. Daneben bestehen beson-
dere Informationspflichten hinsichtlich einer wirtschaftlichen Kooperation mit
den Plattformen, die fiirr das Ranking relevant sein konnen (Art. 5 Abs. 3).

Die Antidiskriminierungsvorschrift des Art.7 der P2B-VO unterscheidet sich
von § 94 Abs.2, 3 allerdings dahingehend, dass hiernach nur transparenzerho-
hende MafSnahmen verpflichtend sind, was Erliuterungen dariiber beinhaltet, ob
und wie eine differenzierte Behandlung von Angeboten iiberhaupt stattfindet
(Abs.2) bzw. welchen Einfluss kommerzielle Eigeninteressen der Plattformen
durch eigene Angebote oder durch Kooperationen mit Dritten haben (Abs. 1).
Soweit eine differenzierte Behandlung aufgrund von Mafinahmen der Plattfor-
men erfolgt, sind diese nach Abs. 3 ebenfalls transparent zu machen, wobei be-
stimmte Regelbeispiele in lit. a)—d) aufgezihlt werden. Schon wegen der eigenen,
grundrechtlich geschiitzten kommerziellen Interessen der Plattformbetreiber hat

1911 Hierzu etwa Busch, GRUR 2019, 788 ff.; Voigt/Reuter, MMR 2019, 783 ff.

1912 Dazu niher oben, C.IL.2.b.

1913 Kritisch deshalb etwa Facebook, Positionspapier zum Diskussionsentwurf fiir einen ,,Medienstaats-
vertrag®, 2019, S. 3; Bitkom, Medienstaatsvertrag — Uberarbeiteter Vorschlag der Rundfunkkom-
mission, 2019, S. 9 sieht einen drohenden Konflikt mit den europdischen Vorgaben; ebenso Google,
Stellungnahme zum Diskussionsentwurf (Juli 2019) der Rundfunkkommission der Linder fiir einen
»Medienstaatsvertrag”, S. 2.
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die P2B-VO also - anders als der MStV - kein Diskriminierungsverbot nor-
miert. 1

Bevor man aber allzu schnell europarechtliche Bedenken dufSert,'”"’ sollte fol-
gendes bertcksichtigt werden: Einerseits gilt die P2B-VO nur im Verhaltnis zwi-
schen Plattform und kommerziellen Nutzern (Art. 1 Abs. 1) und tangiert nur mit-
telbar Nutzer,"”'® wohingegen der MStV vor allem nutzer- bzw. gemeinwohlori-
entiert ausgestaltet ist. Andererseits verfolgen MStV und P2B-VO divergierende
Ziele. Beide wollen zwar Transparenz und Fairness gewahrleisten, dies allerdings
in verschiedenen Bereichen: Meinungsbildungsprozess einerseits, wirtschaftlicher
Wettbewerb andererseits.!”!” Der nationale Gesetzgeber bewegt sich damit aber
innerhalb der ihm belassenen Kompetenz, was gerade der Regelungsbereich der
journalistisch-redaktionellen Inhalte des § 94 Abs. 1 MStV zeigt. Die Uberschnei-
dung ist hier wieder allein dem Doppelcharakter der Medien geschuldet. Inso-
weit obliegt es aber auch hier den Mitgliedstaaten, die Folgen entsprechender
Praktiken im Umgang mit journalistisch-redaktionellen Inhalten fir den Kom-
munikationsprozess abzuwigen und sich uber die allein wirtschaftlich ausgerich-
teten europdischen Vorgaben partiell hinwegzusetzen. Wegen der meinungsbil-
denden Relevanz entsprechender Dienstleister liegen hierfiir auch tiberzeugende
Griinde vor. Auch von den Lindern wurde das grundsitzliche Problem der Kon-
gruenz gesehen, aber durch § 91 Abs.2 Nr.2 MStV und durch die Reduzierung
des § 94 Abs.1, 2 MStV auf journalistisch-redaktionelle Inhalte weitestgehend
entscharft. Rein kommerzielle Inhalte fallen demnach auch weiterhin allein unter
den Regelungsbereich der P2B-VO, deren Effektivitit zudem nicht geschmalert
wird. Insbesondere die Diskriminierungsvorgaben des § 94 Abs. 1, 2 MStV be-
ruhren die Informationspflichten nicht, sondern ergianzen diese im nationalstaat-
lichen Kompetenzbereich zur Sicherung von Meinungspluralismus. Daher spricht
vieles dafiir, dass die §§ 93, 94 MStV auch mit der P2B-VO vereinbar sind.

1914 Vielmehr ergeben sich hier Diskriminierungsverbote weiterhin allein aus wettbewerbsrechtlichen
(UWG) oder kartellrechtlichen Vorgaben (etwa § 19 GWB). Zu § 19 GWB im Falle der Erhebung,
Zusammenfiihrung und Verwendung von Nutzerdaten durch den Facebook-Konzern ausfiihrlich et-
wa BKartA, Beschl. V. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 163 ff.

1915 Kritisch etwa Facebook, Positionspapier zum Diskussionsentwurf fiir einen ,,Medienstaatsvertrag®,
2019, S.3; Bitkom, Medienstaatsvertrag — Uberarbeiteter Vorschlag der Rundfunkkommission,
2019, S.9, sieht einen drohenden Konflikt mit den europiischen Vorgaben; ebenso Google, Stel-
lungnahme zum Diskussionsentwurf (Juli 2019) der Rundfunkkommission der Linder fiir einen
»Medienstaatsvertrag”, S. 2. Liesem, AfP 2020, 377 Rn. 36 sieht zumindest das ,Damoklesschwert
eines moglichen verdringenden Anwendungsvorrangs®.

1916 So auch schon Erwigungsgrund 2 S. 3, Erwgr. 3 S. 2. Insoweit kdnnen also eigene Dienste systema-
tisch préferiert werden, solange dies fiir die kommerziellen Nutzer hinreichend deutlich erkennbar
ist. Ein Verbot ergibt sich also auch hier nur mit Blick auf kartellrechtliche bzw. wettbewerbsrechtli-
che Vorschriften, namlich bei Missbrauch einer marktbeherrschenden Stellung (etwa i.S.v. Art. 102
AEUV), so wie es etwa bei Google Shopping der Fall war, sieche hierzu die Zusammenfassung des
Beschlusses der Kommission v. 27.07.2017 im Fall AT.39740, ABL. 2018 C 9/11 - Google Search
(Shopping).

1917 Auf diesen Unterschied weist etwa auch Schwartmann/Hermann/Miihlenbeck, Transparenz bei Me-
dienintermediiren, S. 95 hin.
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bb. Marktortprinzip d. § 1 Abs. 8 MStV — Verstof$ gegen das
Herkunftslandprinzip d. Art. 3 ECRL?

Mit § 1 Abs. 8 MStV wird die Regelungskompetenz auch tiber das eigene Staats-
gebiet hinaus auf das europdische Ausland jedenfalls insoweit erstreckt, wie u.a.
im Ausland ansissige Medienintermediire ihre Dienste auch im Inland anbieten
(sog. Marktortprinzip). Daher sind auch die Dienste von Facebook, Google und
Twitter regulativ erfasst, obwohl sie in Irland niedergelassen sind. Damit begibt
man sich in einen offenen Widerspruch mit dem Herkunftslandprinzip des Art. 3
Abs. 1, 2 der RL 2000/31/EG."'® Nach ihm diirfen Mitgliedstaaten den ,,freien
Verkehr von Diensten der Informationsgesellschaft aus einem anderen Mitglied-
staat nicht aus Griinden einschrinken, die in den koordinierten Bereich fallen.“
Hierzu gehoren aber gerade solche Mafinahmen, die ,,die Ausiibung der Tatig-
keit eines Dienstes der Informationsgesellschaft“ berithren (vgl. Art.2 lit. h) i)
zweiter Spiegelstrich RL 2000/31/EG). Mit anderen Worten weist die Richtlinie
die Regulierungskompetenz fiir Intermediire und die hier relevanten sozialen
Netzwerken'"” dem Staat zu, in dem sie ihre Niederlassung haben (Art. 3 Abs. 1
RL 2000/31/EG),"?° Im Falle der drei angesprochenen Dienste wire also allein
Irland zustindig.'”?! Schon die entsprechende Regelung des § 1 Abs. 1 NetzDG
wurde deshalb fiir mit dem Herkunftslandprinzip unvereinbar gehalten.!??

1918 Insbesondere Facebook hat sich deshalb auf die Unionsrechtswidrigkeit im Beteiligungsverfahren
berufen, Facebook, Positionspapier zum Diskussionsentwurf fiir einen Medienstaatsvertrag, 2019,
S. 3. Aber auch im Notifizierungsverfahren der EU-Kommission hat sich etwa DigitalEurope, Com-
ment on the draft Inter-State Treaty on modernising the media regulation (MStV) in Germany, S. 2,
dhnlich geduflert; ebenso der Breitbandverband ANGA, Statement by The Broadband Association
ANGA (Germany), S. 1. Kritisch zu § 53 ¢ MStV-E (2018) auch Ladeur/Gostomzyk, K&R 2018,
686 (690). Siche auch Schrider, DVBL. 2018, 465 (471).

1919 So zu Facebook EuGH, Urt. v. 03.10.2019- Rs. C-18/18 = MMR 2019, 798 Rn. 22 — Glawischnig-
Piesczek. Zuvor auch schon zu Netlog EuGH, Urt. v.16.02.2012- Rs. C-360/10 = GRUR 2012, 382
Rn.27 - SABAM/Netlog.

1920 Siehe erginzend auch Erwigungsgrund 19 zur Bestimmung des Ortes der Niederlassung und 22
zum Herkunftslandprinzip, ABI. 2000 L 178/4. Ausfiihrlicher zur Geltungswirkung des Herkunfts-
landprinzip etwa Nordmeier, in: Spindler/Schuster, Elektronische Medien, Elfter Teil §3 TMG
Rn. 9 ff.

1921 Dass sie Zweigstellen in anderen Mitgliederstaaten gegriindet haben, die u.a. Hilfestellung fir die
Vermarktung der Werbeflichen geben (siche etwa die Feststellungen des VG Hamburg, ZD 2016,
43 oder des OVG Hamburg, ZD 2018, 230 hinsichtlich Facebook), ist ausweislich Erwigungs-
grund 19 S. 3 unbeachtlich.

1922 Hierzu Claussen, Medialaws 2018, 110 (128f.); Liesching, MMR 2018, 26 (29); ders., NetzDG,
Dorr, Die regulatorische Relevanz der Organisation massenhafter Individualkommunikation,
S. 25 f.; ausfiihrlicher Spindler, ZUM 2017, 473 (475 ff.), ders., Legal Expertise concerning the noti-
fied German Act to Improve Enforcement of the Law in Social Networks, S. 6 ff.; Hain/Ferreau/
Brings-Wiesen, K&R 2017, 433 ff. Zumindest i.E. fiir europarechtswidrig haltend Nolte, ZUM
2017, 552 (561); Adelberg, Rechtspflichten und -Grenzen der Betreiber sozialer Netzwerke,
S. 113 f. m.w.N. Daneben hat sich auch die Fachabteilung Europa des Bundestages der {iberwiegen-
den Meinung in der Literatur angeschlossen, Ausarbeitung der Unterabteilung Europa des Bundes-
tages, PE 6 — 3000 — 36/17, S. 6 ff. Anders indes etwa Ndlscher, ZUM 2020, 301 (307 ff.).
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Zwar ist in Art. 3 Abs. 4 eine Ausnahme vom Herkunftslandprinzip normiert.
Allerdings steht nicht nur der Wortlaut (bestimmter Dienst) einer Verpflichtung
aller in § 1 Abs. 8 MStV genannten Dienstanbieter im Weg. Vielmehr ladsst sich
auch der abstrakt-generelle Charakter der unterschiedlichen Verpflichtungen
kaum mit dem Begriff der Mafinahmen in Einklang bringen,'?’ weil die in Art. 3
Abs. 4 lit. b) RL 200/31/EG vorgesehene Kooperation mit dem Sitzstaat ansons-
ten kaum Sinn ergidbe.'”?* Wie schon bei Erlass des NetzDG!"? spricht vieles ge-
gen eine Ausnahme fiir die gesamten medienrechtlichen MafSnahmen.!*?¢

Ein Ausweg konnte auch hier dann nur uber Art. 1 Abs. 6 RL 2000/31/EG zu
finden sein: Denn wihrend das NetzDG unmittelbar Anforderungen an die Sorg-
faltspflichten der Dienstanbieter im Umgang mit rechtswidrigen und potentiell
haftungsauslosenden Inhalten stellt, sich also innerhalb des Regelungsbereichs
der Artt. 12-14 der E-Commerce-RL und damit im koordinierten Bereich be-
wegt,'’?” hat der MStV eine vollig andere inhaltliche Ausrichtung, die von Art. 1
Abs. 6 der E-Commerce-RL gerade den Mitgliedstaaten kompetenziell zugewie-
sen ist.'”?® Auch die Lander sind davon ausgegangen, dass das eingefiihrte Markt-
ortprinzip ,in Ermangelung entsprechender europdischer Regelungen und auf-
grund der fehlenden Regelungskompetenz der Europaischen Union [...]“ zuldssig
ist. 1929

Dem tritt die Europiische Kommission allerdings entgegen. Sie genehmigte
zwar den Entwurf, wies dabei aber auch deutlich darauf hin, dass sie grundlegen-
de Bedenken gegen eine rein national-rechtliche Losung hat.'?® In einem noch

1923 Vgl. hierzu bereits die Verweise in Fn. 1922. Mit Blick auf den Begriff der Maffnahme muss aller-
dings beriicksichtigt werden, dass GA Villalén in seinem Schlussantrag v. 29.03.2011 -
Rs. C-509/09, 161/10, Rn. 80 meinte, dass auch andere Staaten zum Schutz der genannten Guiter
»Ausnahmen entweder iiber materiell-rechtliche Mafinahmen oder sogar tiber Vorschriften vorse-
hen [kénnen], mit denen das anwendbare Recht korrigiert wird“.

1924 Vgl. Nélscher, ZUM 2020, 301 (307f.). Umfangreich zur Auslegung der Ausnahmen etwa Lies-
ching, MMR-Beil. 2020, 3 (8f.).

1925 Ausfiihrlich zu diesem Problem etwa die Ausarbeitung der Unterabteilung Europa des Bundestages,
PE 6 — 3000 — 36/17 oder Spindler, ZUM 2017, 473 (475 ff.), ders., Legal Expertise concerning the
notified German Act to Improve Enforcement of the Law in Social Networks, S. 6 ff.

1926 Mit Blick auf den Medienstaatsvertrag etwa Liesching, Das Herkunftslandprinzip der E-Commerce-
Richtlinie, S. 84 f. speziell mit Blick auf die Inpflichtnahme von Intermediiren im Kontext der Mei-
nungsroboter Schrioder, DVBL. 2018, 465 (471). Tendenziell anders aber, auch mit Blick auf einen
vorrangig zu beriicksichtigenden angemessenen Grundrechtsschutz, Nélscher, ZUM 2020, 301
(309).

1927 So auch Dérr, Die regulatorische Relevanz der Organisation massenhafter Individualkommunikati-
on, S.25.

1928 Dazu ausfiihrlicher bereits oben A.L.1.a.aa(I.)(1.)(b.)(cc.). Auch in der Gesetzesbegriindung berufen
sich die Lander gerade darauf, dass ,[d]ie Verankerung des Marktortprinzips ist auch in Ermange-
lung entsprechender europdischer Regelungen und aufgrund der fehlenden Regelungskompetenz der
Europiischen Union notwendig [sei] [...].“ (Hervorh. d. Aut.), NiedrsichsLT-Drs. 18/6414, S. 89;
BayLT-Drs. 18/7640, S. 80.

1929 Siehe hierzu BayLT-Drs. 18/7640, S. 80, NiedersichsLT.-Drs., S. 89.

1930 Vgl. hierzu etwa die Pressemitteilung v. 28.04.2020, abrufbar unter https://ec.europa.eu/germany/ne
ws/20200428-medienstaatsvertrag_de, (Stand 30.05.2021).
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nicht veroffentlichten Dokument begegnet die Kommission sogar explizit dem
Argument, dass Art. 1 Abs. 6 der E-Commerce-RL eine Abweichung vom Her-
kunftslandprinzip legitimiere:
»Die deutschen Behorden machen geltend, dass der notifizierte Entwurf unter Artikel 1
Absatz 6 [...] falle, wonach ,MafSnahmen auf gemeinschaftlicher Ebene oder einzelstaatli-
cher Ebene, die unter der Wahrung des Gemeinschaftsrechts [...] dem Schutz des Pluralis-
mus dienen, unberiibrt bleiben‘. Um sich auf eine solche Bestimmung zu berufen, miissen
die MafSnahmen tatsdichlich und objektiv dem Schutz des Medienpluralismus dienen und
in einem angemessenen Verhdltnis den Zielen der MafSnahme stehen. |[...] Dariiber hinaus
miissen Mitgliedstaaten gemdfS Artikel 1 Absatz 6, auch wenn die Richtlinie [...] die
Mafnabmen der Mitgliedstaaten zur Forderung des Pluralismus nicht beriibrt, beim Er-
lass solcher Mafinabmen das weitere EU-Recht beachten, zu dem auch die Bestimmungen
der Richtlinie [...] geboren. Daber werden mit Artikel 1 Absatz 6 die Bestimmungen
der Richtlinien (im Gegensatz zu Artikel 1 Absatz 5) nicht ausgeschlossen, sondern
wird vielmehr die Bedeutung hervorgehoben, die die EU dem Schutz des Pluralismus als
einem Faktor beimisst, den die Mitgliedstaaten bei der Regulierung der Erbringung von
Diensten der Informationsgesellschaft beriicksichtigen mégen |...J. 193!
Aus allein binnenmarktrechtlichen Griinden ist dieses Verstindnis durchaus
nachvollziehbar, dient das Herkunftslandprinzip doch gerade einer klaren Zu-
standigkeitsverteilung, dem Abbau von ansonsten bestehenden Hemmnissen
durch kumulativ zu beachtende und divergierende nationale Regeln,'?*? und ist
deshalb zur Verwirklichung des Binnenmarktes essentiell.'33 Gleichwohl ist die
Begrundung der Kommission angreifbar. Wenn mitgliedsstaatliche Regelungen
gerade von der Richtlinie unberiibrt bleiben sollen, miisste das — auch aufgrund
der systematischen Stellung —'*** in letzter Konsequenz fiir die gesamten Vorga-
ben der Richtlinie gelten. Zudem ist der Hinweis auf die vorausgesetzte Verein-
barkeit mit dem Unionsrecht deshalb zirkuldr, weil gerade zu kliren ist, ob
darunter auch das Herkunftslandprinzip fillt oder ob das vor allem als Verweis
auf die Grundfreiheiten gemeint ist, was angesichts vergleichbarer Formulierun-
gen andernorts'®® naheliegender wire. Dass urspriinglich der Rundfunk und

1931 So der Wortlaut der bisher unveroffentlichten Mitteilung der Kommission v. 27.04.2020 - MSG
303 IND - 2020/0026/D), zitiert nach Liesching, Das Herkunftslandprinzip der E-Commerce-
Richtlinie, S. 79.

1932 Vgl. in Ansitzen Spindler, RabelsZ 2002, 633 (638 f.). Daneben auch Marly, in: Grabitz/Hilf, Recht
der EU, A 4. Art. 3 Rn. 11f1.

1933 Siehe etwa Schulz/Grothe, Caution, Loose Cornerstone: The Country of Origin Principle under
Pressure; Miiller Broich, TMG, § 3 Rn. 1. Kritisch allerdings mit Blick auf die nachteiligen Folgen
fiir den Binnenmarkt hinsichtlich unterschiedlicher Regelungen der Staaten der Niederlassungen
Nélscher, ZUM 2020, 301 (308).

1934 Artikel 1 Abs.6 ECRL steht immerhin unter der Uberschrift ,Zielsetzung und Anwendungsbe-
reich*.

1935 Vgl. etwa die Hinweise des EuGH bei der Ausiibung der mitgliedstaatlichen Kompetenz im Bereich
der direkten Steuern, wo stets eine Priifung anhand grundfreiheitlicher Mafstibe folgte. Siehe u.a.
EuGH, Urt. v. 25.02. 2010 — Rs. C-337/08 = EuZW 2010, 512 Rn. 16 ff. — X Holding BV/Staatsse-
cretaris van Financién, mit Blick auf die Niederlassungsfreiheit; EuGH, Urt. v. 17.01.2008 -
Rs. C-152/05 = EuZW 2008, 127 Rn. 16 ff — Europdische Kommission/Bundesrepublik Deutsch-
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damit der eigentliche Anwendungsbereich der Medienregulierung ohnehin nicht
der ECRL unterfiel,'”3¢ ist jedenfalls mit Blick auf die Regulierung der digitalen
Medien kaum ein iiberzeugendes Argument.'3”

Der Verweis auf Art.1 Abs.5 ECRL ist zwar gewichtig, denn auch das
Glicksspielrecht (Art. 1 Abs. 5 lit. d) dritter Spiegelstrich ECRL) ist eine originir
mitgliedsstaatliche Materie, aber unterfillt explizit nicht dem Anwendungsbe-
reich der Richtlinie. Allerdings mag das auch dem Umstand geschuldet sein, dass
im Glicksspielrecht gerade wegen der gravierenden mitgliedstaatlichen Unter-
schiede!”$ eine einheitliche Harmonisierung kaum in Betracht kommt und in den
iibrigen Fillen des Art. 1 Abs. 5 lit. d) ECRL nur ein geringer Uberschneidungs-
grad mit den inhaltlichen Vorgaben der Richtlinie besteht. Bei digitalen, mei-
nungsrelevanten Medien wire zudem ein genereller Ausschluss des Anwendungs-
bereichs wegen ihres Doppelcharakters (Kultur- und Wirtschaftsgut) nicht mog-
lich, ohne dass damit eine erhebliche Verschmilerung des Anwendungsbereichs
einher geht. Art. 1 Abs. 6 ECRL kann vor diesem Hintergrund gerade dazu die-
nen, einen ,,Kompromiss“ dergestalt zu finden, dass die ECRL auch hier jeden-
falls solange anwendbar ist, wie sie nicht einer Medienvielfaltsregulierung durch
die Mitgliedstaaten im Wege steht. Dass wiirde zumindest auch erkliren, warum
die im urspriingliche Kommissionsentwurf nicht enthaltene!’”®* Kulturklausel'**
durch den Gemeinsamen Standpunkt des Rates eingefiigt'”*! und zeitgleich die
zundchst in Art. 22 enthaltenen Ausnahmen vom Anwendungsbereich in Art. 1

land, mit Blick auf die Freiziigigkeit (Art. 18 EGV), Arbeitnehmerfreiziigigkeit (Art. 39 EGV) und
Niederlassungsfreiheit (Art. 43 EGV); EuGH, Urteil vom 12. 7. 2005 — Rs. C-403/03 = EuZW 2005
Rn. 19ff. — Egon Schempp/Finanzamt Miinchen V, mit Blick auf das Diskriminierungsverbot
(Art. 12 EGV) und die Freiziigigkeit (Art. 18 EGV). Vgl. daneben auch die wortlautgleiche Verwen-
dung in anderen Vorschriften, etwa in Art. 1 Abs. 6 RL 2006/123/EG, ABI. 2006 L, S. 36.; oder die
Erwiagungsgrinde der RL 90/385/EWG (,,[...] Diese harmonisierten Vorschriften berithren daher
nicht die Moglichkeit der Mitgliedstaaten, die oben genannten Mafinahmen unter Wahrung des Ge-
meinschaftsrechts durchzufiihren.“).

1936 So etwa Kramer, Das sekundirrechtliche Herkunftslandprinzip, S. 60.

1937 Gerade angesichts der zunehmenden tatsichlichen Verinderungen im Bereich digitaler Medien gerit
das Herkunftslandprinzip und die E-Commerce-RL insgesamt zunehmend unter Druck, vgl.
Schmitz/Berndt, The German Act on Improving Law Enforcement on Social Networks: A Blunt
Sword?, S.23. Deshalb sieht Néolscher, ZUM 2020, 301 (309) die Moglichkeit, Ausnahmen vom
Herkunftslandprinzip vorzusehen.

1938 Auch der EuGH betont hier die ,sittlichen, religiosen oder kulturellen Besonderheiten® und ge-
wihrt (deshalb) einen weitgehenden Spielraum, EuGH, Urt. v. 24.03.1994 — Rs. C-275/92 = NJW
1994, 2013 Rn. 60 ff. — Gerhart Schindler; Urt. v. 08.09.2010 — C-316/07 u.a. = NVwZ 2010,1409
Rn. 76 f. — Markus Stof§ u.a. Zudem finden sich unterschiedliche Regelungsmodelle von teilweiser
Beschrankung iiber Verbote bis zu offenen Mirkten, vgl. Briining, NVwZ 2013, 23 (24), der inso-
weit von einem nicht existenten europdischen Markt ausgeht, S. 26.

1939 KOM(1998) 586 endg., ABL. 1999 C 30, S. 4 ff.

1940 So Marly, in: Grabitz/Hilf, Recht der EU, Art. 1 E-Commerce-RL Rn. 4.

1941 Gemeinsamer Standpunkt des Rates 22/2000, ABL. 2000 C 128, 32 ff.
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Abs. 5 der Richtlinie iibernommen wurden.'”*? Insoweit scheint es dem Rat gera-
de auch um den Erhalt nationaler Kompetenzen gegangen zu sein.

Gerade diese Kompetenz wird aber durch das Verstindnis der Kommission
(erheblich) bedroht, weil damit das Herkunftslandprinzip zu einer Kompetenz-
ausiibungsschranke im Bereich digitaler Medien wird. Denn der koordinierte Be-
reich und damit das diesen absichernde Herkunftslandprinzip reichen weit tiber
die eigentlichen materiellen Regelungsgehalte der Richtlinie hinaus,'*** ohne dass
insgesamt eine Harmonisierung sichergestellt wire. Vielmehr obliegt es dem
Staat der Niederlassung, entsprechende ergianzende materielle Regelungen vorzu-
sehen.”* Schon deshalb kann das Herkunftslandprinzip Hemmnisse durch den-
noch divergierende nationale Regeln nicht verhindern.'”* Fir Video-Sharing-
Dienste und klassischen Rundfunk hat das die AVMD-RL inzwischen besser ge-
16st. Nicht nur das Herkunftslandprinzip in Art. 2 Abs. 1 AVMD-RL ist deutlich
praziser.”*® Auch finden sich wesentlich umfangreichere Harmonisierungen in-
haltlicher Art."**” Diese fehlen aber mit Blick auf Medienintermediire, soweit es
nicht um audiovisuelle Inhalte geht (AVMD-RL) oder die Beziehung zwischen
Plattform und kommerziellem Nutzer tangiert ist (P2B-VO)."* Das fihrt aber
dazu, dass die Mitgliedstaaten das nach nationalem, verfassungsrechtlichem Ver-
stindnis vorgesehene Schutzniveau hinsichtlich digitaler Medien gar nicht eigen-
stindig gewihrleisten konnen,"”* sondern vielmehr davon abhingig sind, dass

1942 Vgl. hierzu den urspriingliche (KOM(1998) 586 endg., ABL. 1999 C 30, S. 4 ff.) und tiberarbeiteten
Kommissionsentwurf (KOM(1999) 427 endg., ABL. 2000 C 248 E, S. 69 ff.) mit dem gemeinsamen
Standpunkt des Rates 22/2000, ABL. 2000 C 128, 32 ff. In der urspriinglichen Fassung fand sich in
Art. 22 des Kommissionsvorschlags auch keine Ausnahme fiir das Gliicksspielrecht. Auch diese
Ausnahme wurde erst durch den Gemeinsamen Standpunkt des Rates aufgenommen.

1943 Zu dieser Ausweitung etwa Spindler, RabelsZ 66 (2002), 633 (638f.).

1944 Kritisch mit Blick auf den Harmonisierungsbedarf etwa Weller, in: Gersdorf/Paal, Informations-
und Medienrecht, 3 TMG Rn. 1; Spindler, RabelsZ 66 (2002), 633 (638) der von einer erheblichen
Verschirfung des Wettbewerbs der Rechtsordnungen spricht.

1945 So etwa zum NetzDG Nolscher, ZUM 2020, 301 (308 f.), der deshalb meint, dass das Herkunfts-
landprinzip ,,zur Erreichung seines originiren Zwecks nur bedingt geeignet [sei].“, S.309. Das ist
letztlich auch der Grund, warum die Notwendigkeit einer Neujustierung im Wege eines ,,Digital
Service Act® gesehen wird, vgl. etwa den Inception Impact Assessment der EU-Kommission v.
04.06.2020, ARES(2020)2877686, S. 3 f.

1946 Ahnlich schon mit Blick auf die Fernsehrichtlinie Spindler, RabelsZ 66 (2002), 633 (639f.).

1947 Zuriickhaltend euphorisch zu den Anderungen etwa Nélscher, ZUM 2020, 301 (308, 309).

1948 So auch Ory, ZUM 2019, 139 (145).

1949 In diese Richtung auch Nélscher, ZUM 2020, 301 (309) der zudem auf die nur sporadische Har-
monisierung von Video-Sharing-Dienste hinweist. Kellner, Die Regulierung der Meinungsmacht von
Internetintermedidren, S.278 meint, dass ,,[e]ine unionsweit einheitliche Regulierung [...] vor dem
Hintergrund der starken Einbeziehung nationaler grundrechtlicher Wertungen rechtspolitisch nicht
angezeigt [ist].“.
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der Sitzstaat entsprechende Regelungen'**° trifft.!”>! Insofern sprechen gewichtige
Griinde fiir ein Verstindnis des Art.1 Abs. 6 E-Commerce-RL als ,,Offnungs-
klausel“ und gegen das Verstindnis der Kommission, das eher an die Quer-
schnittsklausel des Art. 167 Abs. 4 AEUV erinnert.!*’?

Das bedeutet freilich nicht, dass entsprechende grenziiberschreitende Aspekte
hier nicht zu harmonisieren wiren. Eine europaische Losung durch Rechtsanglei-
chung wird hier auf lange Sicht sinnvoll und notwendig werden."3 Vorausset-
zung hierfiir ist aber gerade, dass von nationalstaatlichen Regelungen Hemmnis-
se fiir den Binnenmarkt ausgehen. Solange diese keine entsprechenden vielfaltssi-
chernden Regelungen erlassen haben, hilt sich der Bedarf einer Harmonisierung
durch Sekundirrecht also ohnehin in Grenzen. Insoweit kann der deutsche Vor-
stof$ einer europdischen Losung Antrieb leisten.!?>*

1950 Pille, Meinungsmacht sozialer Netzwerke, S. 144 f. zeigt aber auf, dass es mitgliedstaatlich ganz un-
terschiedliche regulative Ansitze gibt, die nicht kongruent verlaufen. Und wegen der unterschiedli-
chen Erfahrungen und Vorstellungen wird eine einheitliche Regulierung auch ,,[f]aktisch [...] schei-
tern®.

1951 Nélscher, ZUM 2020, 301 (309) weist darauf hin, dass die neuartigen Gefahrenlagen anders bewer-
tet und nicht gleich ernst genommen werden konnten. Und Kellner, Die Regulierung der Meinungs-
macht von Internetintermediiren, S.278 weist auf die ,[grundsitzliche] Diskrepanz der Regulie-
rungsbereitschaft der Mitgliedsstaaten hin. Das entspriche aber dann gerade auch der Situation,
die beim Gliicksspielrecht vorzufinden ist, wo der EuGH den nationalen Spielraum wegen unter-
schiedlicher Ansichten gerade betont, sieche nur EuGH, Urt. v. 03.06.2010 — Rs. C-203/08 = MMR
2010, 850 Rn. 27 ff. — Betfair/Minister van Justitie.

1952 Ausdriicklich nimmt Heidtke, Meinungsbildung und Medienintermediire, S. 166, 351, die Verein-
barkeit an. In diese Richtung auch Miiller-Terpitz, in: Kihling/Zimmer, Neue Gemeinwohlheraus-
forderungen — Konsequenzen fiir Wettbewerbsrecht und Regulierung, S.177 (189) mit Fn.42;
Ders., in: Eifert/Gostomzyk, Netzwerkrecht, S.45 (50); Honig d’Orville, ZUM 2019, 104 (107).
Und - den pluralismussichernden Charakter der nationalen Norm vorausgesetzt — spricht sich auch
Pille, Meinungsmacht sozialer Netzwerke, S. 148 . gegen die Anwendung des Herkunftslandprinzip
im Anwendungsbereich des Art. 1 Abs. 6 E-Commerce-RL aus. Unklar ist die Formulierung bei Fer-
reau, in: Spindler/Schuster, Elektronische Medien, Erster Teil B. 142, der mit Blick auf Art. 1 Abs. 6
ECRL nur auf EU-auslindische Anbieter eingeht.

1953 So bereits andeutend Spindler, RabelsZ 66 (2002), 633 (708 f.); nach Kellner, Die Regulierung der
Meinungsmacht von Internetintermediiren, S. 278, sei diese wiinschenswert. Mit Blick auf eine Ef-
fektuierung der Kennzeichnungspflicht des MStV Léber/RofSnagel, MMR 2019, 493 (495). Vesting,
in: Binder/ders., Rundfunkrecht, § 1 RStV Rn. 25b meint, dass ein Bedeutungszuwachs der Unions-
kompetenzen hier auf lange Sicht unvermeidbar seien und dies auch zu Recht geschehe. Ausfiihrli-
cher zu den Vorteilen auch Cornils, Designing platform governance, S. 77 ff. Mit Blick auf Mafinah-
men gegen Bots Fehling/Leymann, AfP 2020, 110 Rn. 36. Auf europiischer Ebene ist gerade eine
Anpassung der E-Commerce-Richtlinie als Teil eines ,,Digital Service Act im Gesprich, der u.a.
auch die Haftungsvorschriften anpassen bzw. verindern soll, siehe hierzu etwa den Inception Im-
pact Assessment der EU-Kommission v. 04.06.2020, ARES(2020)2877686, S. 4 f.

1954 Deshalb betont etwa Eifert, in: ders./Gostomzyk, Netzwerkrecht, S. 9 (43), dass zwar europarechtli-
che Bedenken gegen das NetzDG bestehen, aber diese auch zum ,, Treiber einer europiischen Ent-
wicklung werden [kann]“. Liesern, ZUM 2020, 377 (382) spricht insgesamt beim Medienstaatsver-
trag von einer ,,Pionierleistung® einem ,,medienpolitischen Signal®, das als ,,Blaupause fiir eine uni-
onsweite Regulierung® dienen kann.
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cc. Vereinbarkeit mit der Dienstleistungsfreiheit

Zuletzt mussten die getroffenen Regelungen auch das Unionsrecht und damit die
Grundfreiheiten wahren. Mafigeblich ist vor allem die Dienstleistungsfreiheit des
Art. 56 AEUV, wobei aber § 18 Abs. 3 MStV weniger Probleme aufwirft, weil die
Kennzeichnungspflicht ohnehin nur fiir im Inland niedergelassene Anbieter gilt
und sie insoweit nur gegeniiber auslandischen Anbietern schlechter gestellt sind
(Inlanderdiskriminierung).'”>> Problematischer erscheinen die §§ 93, 94 MStV.
Zwar treffen die Regelungen alle Anbieter sozialer Netzwerke unabhingig von
ihrer Ansassigkeit. Tatsdchlich — und das zeigt gerade auch §1 Abs. 8 MStV -
geht es aber zurzeit iiberwiegend um die Regulierung der im europaischen Aus-
land ansissigen Netzwerkbetreiber. Auch wenn inlindische Anbieter existieren
mogen, so werden sie selten die vorgesehene Bagatellgrenze von einer Million
monatlich aktiven Nutzern (§ 91 Abs. 2 Nr. 1 MStV) erreichen.!*>¢ Insoweit wirkt
sich die Regulierung der Lander in erster Linie auf die Tatigkeit im EU-Ausland
ansissiger Medienintermedidre aus. Durch die deutlich strengere Regelung als im
Sitzland ist die Regelung also nicht nur geeignet die Tatigkeit zu beeintrichti-
gen,'”7 sie erschwert diese gerade. Weil es sich hierbei aber nur um eine mittelba-
re Diskriminierung handelt, kénnen Belange des Allgemeinwohls im Sinne der
Cassis-de-Dijon-Doktrin die Beschrankung rechtfertigen, was im Bereich der Me-
dienregulierung nach der Rechtsprechung des EuGH gerade durch den Aspekt
des Medienpluralismus moglich ist.'®

Entscheidende Schranke ist hier letztlich das Prinzip der VerhiltnismafSigkeit.
Bereits die Ausfithrungen zum Schutzbedarf zeigen jedenfalls, dass eine solche
Regelung durchaus geeignet wire, den strukturellen Verzerrungen und der ,,Mei-
nungsmacht“ der Meinungsroboter zu begegnen. Hinsichtlich der Erforderlich-
keit raumt der EuGH den Mitgliedstaaten ein ,,weites Ermessen® ein.!'”*® Zwar
steht dies unter dem Vorbehalt des effet utile unionsrechtlicher Vorgaben.'** Wie
aber aufgezeigt, beeintrachtigt §93 Abs.4 MStV nicht die Anwendung der
ECRL oder der P2B-VO, und fir die meinungsrelevanten Aspekte der §§ 93, 94

1955 Zur Irrelevanz dieser Diskriminierung aus Sicht des Unionsrechts statt vieler Miiller-Graff, in:
Streinz, EUV/AEUV, Art. 56 AEUV Rn. 71.

1956 Vgl. zu den deutschsprachigen Angeboten und deren Marktanteilen BKartA, Beschl. v. — B6-22/16
Rn. 346, 390 ff.

1957 Zu dieser Formel EuGH, Urt. v. 13. 12. 2007 — Rs. C-250/06 = EuZW 2008, 86 Rn.29 — United
Pan-Europe Communications Belgium SA u.a./Belgien, m.w.N.

1958 Vgl. etwa EuGH, Urt. v. 13. 12. 2007 — Rs. C-250/06 = EuZW 2008, 86 Rn. 41 — United Pan-Euro-
pe Communications Belgium SA u.a./Belgien, m.w.N. ging es etwa um eine belgische Regelung, die
Kabelnetzanbieter verpflichtete bestimmte Inhalte zu senden; EuGH, Urt. v. 25.07.1991 -
Rs. C-288/89 = GRUR Int 1991, 223 Rn.23 - Stichting Collectieve Antennevoorziening Gouda/
Commissariaat voor de Media.

1959 EuGH, Urt. v. 13. 12. 2007 - Rs. C-250/06 = EuZW 2008, 86 Rn. 44 — United Pan-Europe Com-
munications Belgium SA u.a./Belgien.

1960 EuGH, ebd., Rn. 45.
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MStV findet sich bislang keine sekundarrechtliche Harmonisierung. Entschei-
dend wird es also auf eine Abwigung kollidierender Belange ankommen. Mit
Blick auf § 93 Abs.4 MStV sind bereits zahlreiche Aspekte aufgezeigt worden,
die hier entsprechend zu beriicksichtigen sind.'*! Im Ubrigen ist auch das Funk-
tionieren des demokratischen Meinungsbildungsprozesses aus europaischer Sicht
elementar.'”® Wihrend zur Sicherung bislang nur herkommliche Medien regu-
liert wurden, verschiebt sich der Fokus — zu Recht — zunehmend auf digitale An-
gebote. Der MStV sieht hierfiir in den §§ 93-94 MStV nur Mafinahmen geringer
Eingriffsintensitit vor, die in anderem Kontext auch auf europiischer Ebene be-
reits normiert worden sind.'”®3 Allein § 94 Abs. 2 MStV kann eine etwas umfang-
reichere Anpassung der Algorithmen verlangen, wenn diesen eine gewollte und
systematische Verzerrung der Darstellung bestimmter Inhalte zugrunde liegt.
Aber selbst wenn man unterstellt, dass dies bislang der Fall war, so ldsst sich das
ohne Weiteres mit der zentralen Stellung entsprechender Anbieter im Kommuni-
kationsprozess rechtfertigen. An diese zentrale Stellung wird auch im Ubrigen
auf europiischer Ebene angekniipft und die Verantwortlichkeit der Anbieter im
Vergleich zu den Regeln der E-Commerce-RL deutlich verscharft.!”** Der MStV
weicht davon nicht wesentlich ab. Hierbei gilt es auch zu berticksichtigen, dass
wegen des engen Bezugs zu demokratischen Grundvoraussetzungen — Informiert-
heit, kommunikative Chancengleichheit, Pluralismus etc. — hier auch ein deutlich
gewichtigeres Ziel verfolgt wird, als dies etwa bei der P2B-VO mit ihrer rein
wettbewerbs- und damit wirtschaftspolitischen Ausrichtung der Fall ist. Zusam-
mengenommen diirften also auch keine durchgreifenden Bedenken an der Verein-
barkeit mit der Dienstleistungsfreiheit bestehen.

g. Fazit: Zuldssiges, tranzparenzerhéhendes Schutzkonzept der Linder

Die Regelungen fiir Medienintermedidre wollen vor allem die Transparenz erho-
hen, indem Informationen zur Funktionsweise der Rankingalgorithmen bereitge-
halten werden miissen (§ 93 MStV). Ein an die Transparenzpflicht der Interme-
didre ankniipfendes Diskriminierungsverbot (§ 94 Abs. 1, 2 MStV) erginzt die
Regelungen und verhindert zumindest einen systematischen, benachteiligenden
Einfluss der Betreiber auf die Auswahl und Anzeige der Inhalte. Besonders her-

1961 Das gilt vor allem mit Blick auf die grundrechtlichen Ausfithrungen unter C.IL.2.c.aa(IL).

1962 So betont etwa der EuGH regelmifig auch die Bedeutung des Pluralismus fiir die Meinungsfreiheit,
sieche etwa EuGH, Urt. v. 13. 12. 2007 — Rs. C-250/06 = EuZW 2008, 86 Rn. 41 — United Pan-Eu-
rope Communications Belgium SA u.a./Belgien.

1963 Das gilt sekundérrechtlich vor allem mit Blick auf die P2B-Verordnung der EU (hierzu bereits oben
C.I1.2.f.aa) aber auch mit Blick auf den Verhaltenskodex zur Bekdmpfung von Desinformation
(hierzu oben C.I.3.a.bb(1.)) in den alle drei Aspekte aufgenommen worden sind.

1964 Das gilt vor allem mit Blick auf die bereits erwihnte UrheberrechtsRL und die geplante VO zur Be-
kiampfung von terroristischen Online-Inhalten. Zu diesen Verinderungen bereits oben, A.I.1.a.aa(1.)

(1.)(b.)(bb.).
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vorzuheben ist die gesteigerte Verantwortlichkeit der Betreiber sozialer Netzwer-
ke fur die Meinungsroboter. Die Kennzeichnungspflicht des § 93 Abs. 4 erginzt
das Schutzkonzept in den Fillen, in denen der Pflicht des § 18 Abs. 3 MStV nicht
nachgekommen wird. Dabei kann von ihnen — auch in Ubereinstimmung mit
dem Unionsrecht — durchaus auch die Uberwachung der Netzwerkdaten und der
Betrieb einer proaktiv agierenden Erkennungssoftware gefordert werden. Dass
das neue Regelungssystem auch iber die territorialen Grenzen hinaus vor allem
fir die in Irland ansidssigen ,,Big Player“ Facebook und Twitter konzipiert ist,
verursacht nur auf den ersten Blick Spannungen mit dem Unionsrecht. Die P2B-
Verordnung wird in ihrem wirtschaftsrechtlichen Ziel im Wesentlichen nicht be-
rihrt und der MStV orientiert sich — bis auf das Diskriminierungsverbot — wei-
testgehend an ihren Vorgaben, sodass es nicht zu eklatanten Widerspriichen
kommt. Auch das durch §1 Abs.8 MStV eingefithrte Marktortprinzip ist i.E.
mit dem Herkunftslandprinzip deshalb vereinbar, weil Art.1 Abs. 6 ECRL eine
umfangreiche ,,Offnungsklausel® fiir die hier erfolgte mitgliedstaatliche, medien-
rechtliche Pluralismussicherung vorsieht. Und die materiell-rechtlichen Vorgaben
sind auch mit der Dienstleistungsfreiheit ohne Weiteres in Einklang zu bringen.

3. Bewertung des Schuizkonzeptes anhand des UntermafSverbots

Was bedeutet das aber nun mit Blick auf den staatlichen Schutzauftrag und
den zu erfiillenden ,,Mindestschutz“? Kommen zumindest die Linder mit dem
MStV nun der Schutzverantwortung in einer tiberzeugenderen und vor allem mit
dem UntermafSverbot kompatiblen Art und Weise nach oder bestehen (evidente)
Schutzlicken, sodass das Schutzkonzept auch weiterhin verfassungsrechtlich an-
greifbar bleibt? Und berticksichtigen sie dabei auch hinreichend die abwehrrecht-
lichen Implikationen?

Um einen Verstofs auf erster Stufe wird es schon deshalb nicht gehen, weil be-
reits zuvor ein — wenn auch sehr rudimentires und wenig spezifisches — Schutz-
konzept bestanden hat und insoweit nur dessen Wirksamkeit Zweifel hervorge-
rufen hat (dazu bereits oben,C.L.5.). Ebenso wenig wird es um einen Verstofs auf
zweiter Stufe gehen. Vergleicht man die geinderten Regelungen mit den bisheri-
gen, so kommt der Gesetzgeber in spezifischer Weise seinem Schutzauftrag nach
und das nicht nur allgemein hinsichtlich der Medienintermediire, sondern gerade
auch mit Blick auf Meinungsroboter.'*> Dabei verfolgen die Regelungen insge-
samt einen iiberzeugenden Ansatz: die Herstellung von Transparenz als wesentli-
che Voraussetzung einer informierten autonomen Entscheidung der Nutzer.!”%¢

1965 Positiv bewertet auch Heidtke, Meinungsbildung und Medienintermediire, S.331f., die Vorgaben
fiir Medienintermedidre insgesamt.

1966 Vgl. Liesem, K&R 2019, 687 (691); dies., AfP 2020, 277 Rn. 25 Dogruel u.a., Media Perspektiven
2020, 139 (142); Brinkmann, UFITA2019, 364 (3841.).

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

C. Untermafverbot — Erfiillung und Konkretisierung der staatlichen Schutzpflicht? 349

Das entspricht weitestgehend dem bereits aufgezeigten Schutzbedarf der Nutzer
nicht nur mit Blick auf die allgemeine Informationsverarbeitung, die auch durch
Medienintermedidre beeinflusst wird (§ 93 Abs. 1-3 MStV, zum Schutzbedarf
oben B.II.1.c.cc), sondern gerade auch spezifisch mit Blick auf die doppelte Tau-
schung bei Meinungsrobotern (§18 Abs.3 MStV, zum Schutzbedarf oben
B.Il.1.c.aa.). Auf Seiten der Intermediire wird das noch durch das Diskriminie-
rungsverbot abgesichert. Damit begegnen die Linder den aufgezeigten Gefahren,
die speziell fiir die Willensbildung der Nutzer drohen und die durch die Empirie
jedenfalls theoretisch aufgezeigt werden konnten. Die Narrative der Filterblase
und Echokammer sind nicht erst seit wenigen Jahren bekannt. Die Grundannah-
men einer Fragmentierung der Offentlichkeit (Filterblase) und einer bloflen Wie-
derspiegelung der eigenen Ansichten in der Informationsvermittlung (Echokam-
mer) haben sich seitdem nicht wesentlich gedndert. Dass jingst die Narrative
bzw. die Kausalitit betreiberseitiger Personalisierung relativiert wurden, ist aber
nicht missachtet worden, denn das grundlegende Potential einer solchen intrans-
parenten Beeinflussung bleibt unabhingig davon bestehen, ob Intermedidre be-
reits transparente Informationen bereithalten, oder spezifische Diskriminierun-
gen bislang nicht ersichtlich waren.'?*”

Entsprechendes gilt auch mit Blick auf die Meinungsroboter. Denn auch hier
stagniert die empirische Forschung aus den nur verstindlichen und bereits aufge-
zeigten Griinden (2. Teil, C.IV) zu den tatsidchlichen Auswirkungen. Wesentliche
Grundannahmen bleiben unverdndert und ein (erhebliches) Risikopotential wird
ihnen jedenfalls weit tberwiegend beigemessen.'”®® Die bisherigen Regelungen
(hierzu oben C.I.) erfassen die Meinungsroboter aber nur als ,,Eindringlinge* in
die IT-Systeme der Netzwerkanbieter und blenden dabei die gesamte gesellschaft-
liche und individuelle Wirkungsebene aus.'”®® Durch die Kennzeichnungspflicht
hingegen nimmt man den Einsatzstrategien, den potentiell schadlichen Inhalten
sowie den einschiichternden Wirkungen und anderen potentiellen Einfliissen eine
wesentliche Wirkungsvoraussetzung.'””° Durch § 93 Abs. 4 MStV wird nicht nur
die Voraussetzung fiir eine Kennzeichnung geschaffen, sondern diese — unter dem
Vorbehalt der Zumutbarkeit jedenfalls bei groflen Anbietern — in Fillen abgesi-
chert, in denen eine Kennzeichnung nicht erfolgt.

Ein effektiver Schutz wird also nicht mehr allein auf einer selbstregulierten
Ebene gewihrt, sondern vielmehr stehen jetzt auch klassische aufsichtsrechtliche
Befugnisse bereit, um die Durchsetzung der Verpflichtung zu kontrollieren und

1967 Hierauf weist etwa auch Miiller-Terpitz, in: Kiihling/Zimmer, Neue Gemeinwohlherausforderungen,
S.177 (193), hin.

1968 Siehe hierzu bereits die Verweise in Fn. 870.

1969 Denn im Kontext von kommerziellen Entscheidungen sieht jedenfalls das UWG iiber seine General-
klauseln die Moglichkeit vor, auch den kommerziell motivierten Einsatz von Social Bots zu erfassen,
hierzu etwa Dankert/Dreyer, K&R 2017, 73 (77).

1970 In diese Richtung auch Liesem, K&R 2019, 687 (691).
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deren Einhaltung auch mithilfe des Ordnungsrechtes (§ 115 Abs. 1 S. 2 Nr. 42-47
MStV) sicher stellen zu konnen. Insofern wird man gerade hier der gewandelten
Stellung des Staates gerecht: Auch hier wird gewihrleistet, dass der Staat seine
Rolle als Garant fur die grundrechtlichen Schutzgtiter und den demokratischen
Kommunikationsprozess wahrnehmen kann. Insoweit sieht der MStV also ein
geeignetes Konzept vor, um den unterschiedlichen Schutzbediirfnissen beim Ein-
satz von Meinungsrobotern Rechnung zu tragen, ohne dabei wissenschaftliche
Erkenntnisse vollig aus dem Blick zu verlieren. Eine hiervon zu trennende Frage
ist, ob — auch angesichts der unklaren empirischen Ausgangslage — das Konzept
auch die Anforderungen der dritten und vierten Stufe des UntermafSverbots ge-
recht wird: die Effektivitat unter Beriicksichtigung der abwehrrechtlichen ,,Erfor-
derlichkeit* (3. Stufe) und der praktischen Konkordanz zwischen grundrechtli-
chen Schutzbediirfnissen und grundrechtlichen Eingriffsverboten (4. Stufe).

a. Bewertung der allgemeinen Intermedidrsvorgaben

Ob die allgemeinen Intermediarsregelungen den verfassungsrechtlichen Anforde-
rungen gentigen, soll schon deshalb in der gebotenen Kiirze analysiert werden,
weil sie nur mittelbar im Falle der Meinungsroboter relevant werden. Ausfiihrli-
che Analysen mit Blick auf die Meinungsmacht der Intermediidre selbst finden

sich bereits andernorts.'*”!

aa. Vereinbarkeit mit den Grundsitzen ,,Effektivitit“ und ,,Erforderlichkeit“ (3.
Stufe)?

Auch wenn die Transparenzregelung recht vage bleibt und die P2B-VO das mit
ihren ,,Zielvorgaben® (Art. 5 Abs. 5) besser gelost hat,'””? so ist es mit Riicksicht
auf die unternehmerischen Interessen und die unterschiedliche Ausrichtung und
Funktionsweis der Selektionsalgorithmen'””> durchaus tiberzeugend, die primire
Auswahl den Netzwerkbetreibern zu tiberlassen und auf sekundarer Ebene allen-
falls die Kohirenz der Informationen zu tberpriifen (§ 95 MStV) und Vorgaben
zu konkretisieren (§ 96 MStV). Analog zur P2B-VO konnten dann spezifische
Zielvorgaben aufgestellt werden.!””* Aber auch so gehen mit den Transparenzvor-

1971 So etwa bei Heidtke, Meinungsbildung und Medienintermediire, S.319ff. oder Schwartmann/
Hermann/Miiblenbeck, Transparenz von Medienintermediiren.

1972 Diese Informationen betreffen die Frage, welchen Einfluss die Eigenschaften der Waren/Dienstleis-
tungen haben (Art.5 Abs. 5 lit. a), die Relevanz dieser Merkmale fiir die Verbraucher (lit.b)) und
speziell fiir Suchmaschinen die Gestaltungsmerkmale der jeweiligen Webseite (llit ¢)).

1973 Deshalb eher kritisch gegeniiber der Regelung Ladeur/Gostomzyk, K&R 2018, 686 (690). Zu
dieser Differenzierung Hartung, ,Damit der Nutzer nicht zum Spielball der Interessen der Anbieter
wird“, Medienpolitik.net.

1974 Hierauf weist auch Liesern, AfP 2020, 277 (282) hin. Der Bericht der AG Intermediire sah eben-
falls prizisere Vorgaben vor. Das betraf nicht nur Angaben zur Bevorzugung eigener Inhalte, son-
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gaben indirekte Sensibilisierungseffekte einher, die die Netzwerkbetreiber zu
einem Durchdenken der Funktionsweise ihrer Algorithmen anhalten."”” Und in-
dem Betreiber die zentralen Kriterien in einer ,,verstindlichen Sprache“ offenle-
gen mussen, kann das Verstindnis der Nutzer fiir die technischen Bedingungen
begriindet und geschirft und so die Nutzerautonomie gestirkt werden.'”’”® Ob
man der Regelung eine blofSe ,,Alibi-Bedeutung® beimessen sollte,"””” darf des-
halb bezweifelt werden.!””8 Probleme kénnen freilich daraus resultieren, dass die
Nutzer letztendlich keine Moglichkeit haben, von einer informierten Entschei-
dung Gebrauch zu machen, weil es keine Alternative gibt, auf die die Nutzer aus-
weichen konnen, weshalb es meist bei einem ,, Take it or leave it bleibt."””” Ent-
scheidend zu weit gingen indes Vorschlige, die Funktionsweise der Algorithmen
en détail offenzulegen und so eine vollstindige Transparenz herzustellen,'”*° weil
sie dann nur in quantitativer aber nicht in qualitativer Hinsicht gewahrleistet
wird, was Nutzer uberfordern wiirde, sodass die Informationsasymmetrie weiter-
hin besteht.'”8! Zudem missachtet das unternehmerische und besonders geschiitz-

dern auch ,,die Kenntlichmachung, ob Inhalte aus weltanschaulicher, religioser oder politischer Mo-
tivation heraus bevorzugt, nachgeordnet oder iiberhaupt nicht dargestellt werden.*, Bund-Linder-
Kommission, Bericht zur Medienkonvergenz, 2016, S. 35. Zudem wurde empfohlen, gesetzliche Re-
gelbeispiele einzufiihren, S. 36.

1975 Droguel u.a., Media Perspektiven 2020, 139 (143). So auch Thomas Fuchs in seinem Interview mit
Hartung, ,Damit der Nutzer nicht zum Spielball der Interessen der Anbieter wird*, Medienpoli-
tik.net. Diesen Sensibilisierungseffekt zeigt auch Heidtke, Meinungsbildung und Medienintermedii-
re, S. 340.

1976 Ahnlich auch Febling/Leymann, AfP 2020, 110 (116); Heldt, CR 2018, 494 (499); Kaiser/Reiling,
in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S.85 (104); Paal, MMR
2018, 567 (571); Schwartmann/Hermann/Miiblenbeck, MMR 2019, 498 (500). Und hierauf stellt
letztlich auch die Gesetzesbegriindung selbst ab: ,,Ausgehend vom Ziel der Vorschrift, der Sicherung
der Meinungsvielfalt, beabsichtigen die Vorgaben, dem durchschnittlichen Nutzer eines Medienin-
termediirs die wesentlichen Grundziige der technischen Vorginge, die zu bestimmten Ergebnissen
fithren, zu erldutern.“, BayLT-Drs. 18/7640, S. 108. Kritisch mit Blick auf Suchmaschinen und einer
nur abstrakten Transparenz, aber dennoch befiirwortend Hartl, Suchmaschinen, Algorithmen und
Meinungsmacht, S. 228 ff. Ausfiihrlich zu den Aspekten der Transparenzvorgaben fiir die Nutzer et-
wa Schwartmann/Hermann/Miihlenbeck, Transparenz von Medienintermedidren, S. 80 ff. Demge-
geniiber sehen Ladeur/Gostomzyk, K&R 2018, 686 (690f.) die Vorschrift als ,,praktisch nicht an-
wendbar an.

1977 So etwa Cornils, ZUM 2019, 89 (102).

1978 Fiir Bedeutsam erachten die Transparenzvorschrift etwa Fuchs und Schwartmann im Interview mit
Hartung, ,Damit der Nutzer nicht zum Spielball der Interessen der Anbieter wird“, Medienpoli-
tik.net. Und Schomberg/Reubert, ZD-Aktuell 2019, 06877 bezeichnen sie — trotz der Bedenken —
als ,ersten Schritt in die richtige Richtung*.

1979 Vgl. Droguel u.a., Media Perspektiven 2020, 139 (144). Kritisch deshalb auch Kaiser/Reiling, in:
Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (104).

1980 So wohl die ganz herrschende Ansicht u.a. Cornils, ZUM 2019, 89 (101); Fehling/Leymann, AfP
2020, 110 Rn. 29; Heidtke, Meinungsbildung und Medienintermediare, S. 339 f.; Heilmann, MMR
2020, 162 (165); Kellner, Die Regulierung der Meinungsmacht von Internetintermediiren, S.282;
Liesem, AfP 2020, 277 Rn. 26; Paal, MMR 2018, 567, 57.

1981 So letztlich auch Heidtke, Meinungsbildung und Medienintermediire, S.339; Kaiser/Reiling, in:
Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S.85 (104) und Fehling/
Leymann, AfP 2020, 110 (116).
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te Interessen angesichts der geheimhaltungsbediirftigen Algorithmen,'$? was
auch deshalb problematisch ist, weil damit auch Kriminellen ein wesentlich de-
taillierterer Einblick in die Funktionsweise der Algorithmen gewahrt wird, wo-
durch die Funktionsweise der Algorithmen noch besser ausgenutzt werden
kann.!?$3

Auch das Diskriminierungsverbot bleibt zurtickhaltend, wenn es eine ,,syste-
matische“ Benachteiligung verlangt.’”®* Die ersten Diskussionsentwiirfe sahen —
damals noch in § 53 e Abs. 1, 2 MStV - vor, dass eine Diskriminierung schon
dann vorliegt, wenn bewusst und zielgerichtet abgewichen wird.!”®> Aber schon
wegen des bestehenden, auch nutzerseitigen Interesses an einer differenzierten
Darstellung bestimmter Inhalte, ist es zu begriiffen, dass der Gesetzgeber sich al-
lein auf die systematische Benachteiligung von Inhalten festgelegt hat.!”$¢ Damit
wurde auch etwaigen Bedenken'*®” an der Bestimmtheit der Vorgingerversionen
begegnet. Und mit der zweiten Variante einer unmittelbaren oder mittelbaren
systematischen Behinderung wird jedenfalls sichergestellt, dass die Netzwerkbe-
treiber die Diskriminierungsverbote nicht ohne Weiteres umgehen konnen.!”88
Probleme ergeben sich hier dadurch, dass die Transparenzerfordernisse nur die
zentralen Kriterien offenlegen sollen und so von auflen nicht ohne Weiteres er-
kennbar ist, ob eine systematische Benachteiligung tiberhaupt vorliegt. Deshalb
wurden Bedenken gegen die Operationalisierbarkeit vorgebracht,'”®® was unmit-
telbare Auswirkungen auf die Effektivitit der Regelungen haben wiirde. Das ver-

1982 Vgl. Ladeur/Gostomzyk, K&R 2018, 686 (690), Liesern, K&R 2019, 687 (61 mit Fn.47); Pille,
Meinungsmacht sozialer Netzwerke, S.362; Cornils, ZUM 2019, 89 (101); Kellner, Die Regulie-
rung der Meinungsmacht von Internetintermedidren, S.282; Heidtke, a.a.O., S. 339 f. m.w.N. Da-
rauf berufen sich letztlich auch die Linder in der Gesetzesbegriindung fiir die Transparenzvor-
schrift, vgl. nur BayLT-DrS. 18/7640, S. 109.

1983 So auch Heidtke, Meinungsbildung und Medienintermediire, S. 339; Kellner, Die Regulierung der
Meinungsmacht von Internetintermediiren, S. 282. Mit Blick auf kriminelle Interventionen Ladeur/
Gostomzyk, K&R 2018, 686 (690). Mit Blick auf die Manipulationsgefahr Liesern, K&R 2019,
687 (61 mit Fn. 47); Ingold, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz,
S.183 (210); Cornils, ZUM 2019, 89 (101). Pille, Meinungsmacht sozialer Netzwerke, S. 363 ist
aber der Ansicht, dass diese Gefahr grundsitzlich hinzunehmen sei, wenn man dem Informationsbe-
diirfnis der Nutzer gerecht werden will.

1984 Kritischer allerdings hierzu und eine kartellrechtliche Regulierung bevorzugend Kaiser/Reiling, in:
Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (108).

1985 Der entsprechende Diskussionsentwurf ist abrufbar unter https://www.rlp.de/fileadmin/rlp-stk/pdf
-Dateien/Medienpolitik/ MStV_Synopse_2019-07_Online_.pdf (Stand: 30.05.2021).

1986 Ahnlich auch Febling/Leymann, AfP 2020, 110 (116).

1987 Vgl. Heidtke, Meinungsbildung und Medienintermediire, S. 344; Ladeur/Gostomzyk, K&R 2018,
686 (691).

1988 Allerdings bleibt immer noch die Moglichkeit, dass konkrete Inhalte bewusst oder falschlich in
einer Art bewertet werden, die nach den transparenten Kriterien eine nachteilige Weiterleitung
rechtfertigt. Insoweit besteht das Problem dann weder in einer Abweichung von den Kriterien noch
in den Kriterien selbst, hierzu Droguel u.a., Media Perspektiven 2020, 139 (144). Zur Wandlung
des Tatbestandes siehe etwa Liesern, UFITA 2019, 395 (418).

1989 Siehe hierzu etwa Cornils, ZRP 2020, 60 (62), aber auch Droguel u.a., Media Perspektiven 2020,
139 (144f.) und allgemein zu dem Aspekt der Operationalisierbarkeit Heidtke, Meinungsbildung
und Meinungsintermedidre, S. 347 ff. Andeutend auch Liesemn, AfP 2020, 277 (282).
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mag aber nichts daran zu dndern, dass in jedem Fall offensichtliche Fille so aus-
findig gemacht oder verhindert werden konnen."””® Zudem besteht jedenfalls die
Moglichkeit, dass die Landesmedienanstalten im Rahmen ihrer Ermittlungsbe-
fugnisse (§ 95 MStV) erganzende Informationen verlangen, um gemeldete Versto-
e nicht nur oberflichlich zu priifen.’! Und durch eine Konkretisierung der
Transparenzpflichten tiber § 96 MStV liefle sich auch das Diskriminierungsver-
bot operationalisierbarer machen. Insoweit ist es eine Frage der Rechtsfortent-
wicklung, eine Effektuierung der Durchsetzung zu ermoglichen.'”? Der Erstzu-
griff des Gesetzgebers ist auch hier verstandlich und vertretbar,'* zumal ange-
sichts der unklaren empirischen Lage um bestehende Verzerrungstendenzen im
Sinne der Filterblasen- oder Echo-Kammer-Metaphorik aktuell effektivere Rege-
lungen kaum gefordert werden konnen.!”* Insoweit wird die Diskussion um das
vorzugswirdigste Regelungsmodell vor allem die Weiterentwicklung und Ergédn-
zung der nun mehr bestehenden Regelungen prigen.'””> Mit § 96 MStV besteht

1990 Das hingt letztlich auch nicht zuletzt davon ab, welchen Umfang man den Transparenzpflichten
beimisst. So wird mit einer Transparenz ex post, also hinsichtlich der konkreten Anordnung und die
relevanten Faktoren hierfiir, auch ein besser zu kontrollierendes Diskriminierungsverbot geschaffen,
vgl. Schwartmann/Hermann/Miiblenbeck, Transparenz bei Medienintermedidren, S. 137 f.

1991 Das hiergegen Bedenken bestehen, weil damit gerade eine detaillierte Offenlegung erfolgt, die aber
in erheblichem Maf3e die betrieblichen Interessen der Anbieter tangieren, mag zwar richtig sein. Al-
lerdings wird durch § 58 MStV ja zumindest dem besonderen Geheimhaltungsbediirfnis verfahrens-
rechtlich Rechnung getragen.

1992 Ahnlich Heidtke, Meinungsbildung und Medienintermediire, S.349. Ahnlich Liesem, K&R 2019,
687 (692) mit Blick auf die staatliche Kontrollarchitektur. Zu diesem Prozess der Weiterentwick-
lung und konkreten Regulierungsvorschligen ausfiihrlicher etwa Heidtke, Meinungsbildung und
Medienintermediire, S. 355 ff. Ohnehin wird darauf hingewiesen, dass ,,die Verantwortung nicht zu
sehr auf die Nutzer [geschoben wird], weil auch die gut informierten und kritischen unter ihnen,
letztendlich keine wirksame Durchsetzungsmacht haben. Deshalb miissen sie vielmehr ,,durch ,gu-
te Regulierung geschiitzt werden [...<“, Droguel u.a., Media Perspektiven 2020, 139 (144). Hannah
Klein, Leiterin des Media Policy Lab, meint etwa, ,,dass das Diskriminierungsverfahren ein Einstieg
in eine [...] Struktur der Begriindungspflicht fiir Intermediire sein kénnte., zit. nach Droguel u.a.,
Media perspektiven 2020, 139 (145). Inwieweit die Medienanstalten selbst personell Anderungen
vornehmen miissen, um das Verstindnis iiber den neuen Bereich ihrer Aufsicht zu schirfen (so etwa
auch Droguel u.a., Media Perspektiven 2020, 139 (145); Schwartmann/Hermann/Miiblenbeck,
Transparenz von Medienintermediiren, S. 150 f.; Enquete-Kommission Kiinstliche Intelligenz, BT.-
Drs. 19/23700, S. 486), ist eine davon zu trennende Frage.

1993 Droguel u.a., Media Perspektiven 2020, 139 (147) bezeichnen die Transparenzanforderungen als
einen ,,wichtigen Schritt fiir die Gewihrleistung der Meinungsvielfalt ,,angesichts der neuen digita-
len Herausforderungen. Schmid/Braam/Mischke, MMR 2020, 19 (21) bezeichnen das Diskriminie-
rungsverbot als ,,zwingend erforderlich. Im Ausgangspunkt auch begriifend Dorr, WRP 2021,
168 (172)

1994 Deshalb bezeichnet es Cornils, ZUM 2019, 89 (100) auch ,,als gar nicht einmal so unkluge Zuriick-
haltung*.

1995 (Intensivere) Regelungsmodelle sollen etwa konkrete Vorgaben fiir die zu prisentierenden Inhalte
machen. So schlagen etwa Schwartmann/Hermann/Miiblenbeck, MMR 2019, 498 ff. ein Zwei-Siu-
len Modell zur Sicherung der Meinungsvielfalt vor. Das Angebot auf der ersten Sdule spiegelt die
individuelle Vielfalt wider und ist von den Personalisierungstendenzen der Betreiber geprigt. Diese
werden um eine zweite Siule der ,,Pluralen Vielfalt* erginzt, wodurch eine ,,gesetzlich vorzugeben-
de positive Ordnung“ abgebildet werden. Die Inhalte aus Sdule 1 und Sdule 2 werden dann im Nut-
zerinterface zusammengefiihrt. Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und
kiinstliche Intelligenz, S. 85 (106) deuten die Moglichkeit von technischen Losungen an, etwa einem
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zumindest ein Hebel, um die noch sehr abstrakten Vorgaben angebotsspezifisch
zu konkretisieren.’”® Ob den Regelungen insgesamt lediglich eine Symbolkraft
zukommt, bleibt daher abzuwarten.!””” Die Lander gehen aber einen vertretbaren
Weg. 19

bb. Angemessener Ausgleich zwischen Schutzbediirfnissen und Abwehrrechten
(4. Stufe)

Hinsichtlich des angemessenen Ausgleichs kann auf vieles zuvor Genannte ver-
wiesen werden. Die allgemeine Intermedidrsregulierung hat sich jedenfalls den
spezifischen Gefahren der digitalen Medienintermediire behutsam genihert,!'”’
indem ein Kompromiss zwischen zumindest grobmaschiger Kenntnis der Funkti-
onsweise der Algorithmen?® und den unternehmerischen Interessen geschaffen
wird. Damit wird zumindest der Schleier, hinter dem die ,,Black Boxes“ agie-
ren,?! teilweise geliiftet, ohne dass damit erhebliche Beeintrachtigungen der
unternehmerischen Freiheit der Betreiber einhergehen.?*? Und zudem werden
keine neuen (Missbrauchs-)Gefahren durch den Staat begriindet. Angesichts der
unterschiedlichen Angebote macht es durchaus Sinn, die genaue Frage dariiber,
was zentrale Kriterien sind, auch gesetzgeberisch zunichst offen zu lassen und

,»opposing viewpoint button® oder eines ,serendipity buttons“, m.w.N. Dieser Vorschlag findet sich
auch bei Sunstein, #republic, S.231f. Und zum Ansatz einer Must-Carry-Regelung und denkbaren
unterschiedlichen Umsetzungen siehe etwa Mitsch, DVBI. 2019, 811 (817 f.). Daneben soll Transpa-
renz nicht in einem allgemeinen Sinne hergestellt werden, sondern mit Bezug auf den einzelnen kon-
kret angezeigten Inhalt, In diese Richtung unter Bezugnahme auf lebensmittelrechtliche Vorgaben
Heldt, CR 2018, 494 (498). Und Schwartmann/Hermann/Miiblenbeck, Transparenz bei Medienin-
termedidren, S.25f., 125 ff., sehen dies schon als vom Regelungsgegenstand der Transparenzpflicht
umfasst an. Damit wire aber auch ein deutlicher Mehraufwand fiir die Netzwerkbetreiber verbun-
den, wenn hinsichtlich jedes einzelnen Inhaltes und seiner Position im Ranking mafSgebliche Infor-
mationen transparent gemacht werden miissten. Und teilweise wird gar die Forderung nach einem
offentlich-rechtlichen Angebot laut, vgl. Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie
und kiinstliche Intelligenz, S. 85 (109). Woanders wird etwa die Stirkung der Nutzerentscheidung
betont, der auswihlen kénnen sollte, zu welchem Grad er Personalisierung zulassen will, vgl. etwa
Droguel u.a., Media Perspektiven 2020, 139 (144). Ausfiihrlich zu zukiinftigen Entwicklungen
auch Heidtke, Meinungsbildung und Medienintermediire, S. 355 ff.

1996 Vgl. Schwartmann/Hermann/Miiblenbeck, Transparenz von Medienintermediéren, S. 149.

1997 So auch Liesem, UFITA 2019, 395 (417) zum Diskussionsentwurf 2019.

1998 Mit Blick auf den Aspekt der Meinungsvielfalt halten Schwartmann/Hermann/Miiblenbeck, Trans-
parenz bei Medienintermedidren, S. 155 f., die Vorgaben allerdings fiir nicht hinreichend.

1999 Liesem, K&R 2019, 687 (691). Cornils, ZUM 2019, 89 (100) bezeichnet es ,als gar nicht einmal
so unkluge Zuriickhaltung.

2000 Kellner, Die Regulierung der Meinungsmacht von Internetintermediiren, S.283. Ahnlich auch
Febling/Leymann, AfP 2020, 110 (116).

2001 Zu der oftmals fehlenden Kenntnis einer algorithmenbasierten Kuratierung von Inhalten vgl.
Schulz/Dankert, Die Macht der Informationsintermediire, S. 42 f. mit Verweis auf eine durchgefiihr-
te Studie von Eslami/Rickman u.a. Sieche daneben auch die Darstellung und Verweise bei Schmidt
u.a., Zur Relevanz von Online-Intermediiren fiir die Meinungsbildung, S. 29.

2002 Kellner, Die Regulierung der Meinungsmacht von Internetintermediéren, S. 282.
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erst auf sekunddrer Ebene iber entsprechende Satzungen und Richtlinien zu
konkretisieren.2%

Das Diskriminierungsverbot bemiiht sich daneben keine allzu strengen Vorga-
ben, sondern vielmehr die ,,Diskriminierung® von sachlichen Griinden abhingig
zu machen. Zwar begrenzt man damit auch die ,,Programmfreiheit“ der Betrei-
ber, hinsichtlich der Auswahl weitergeleiteter Inhalte.?** Hierbei ist aber einer-
seits zu berucksichtigen, dass sich ihre Dienste primar auf die Weitergabe frem-
der Inhalte beschrinken und sie sich insoweit von herkommlichem Rundfunk
unterscheiden. Und andererseits verlangt das Diskriminierungsverbot zunachst
vor allem, dass dies transparent gemacht wird (§ 93 Abs. 1 MStV),2% und er-
laubt dies i.U., sofern das sachlich gerechtfertigt werden kann. Insoweit erfasst
man nur offensichtliche Fille, in denen die kommunikative Chancengleichheit
schon im Ausgangspunkt nicht gewahrt wird.?® Das ist schon deshalb konse-
quent, weil eine gewisse Selektion und damit Verkiirzung der Informationsflut
auch aus Sicht der Nutzer wiinschenswert und essentieller Bestandteil der On-
line-Angebote ist.2” Und zeitgleich erkennt man damit auch das grundlegende
kommerzielle Interesse der Anbieter an, Dienste nutzerorientiert anzubieten und
dies uiber die Vermarktung von (personalisierten) Werbeflichen zu refinanzie-
ren.?’”® Die Tendenz einer homophilen Informationsvermittlung ist zudem nicht
nur online, sondern ebenso offline zu bemerken. Nur resultiert sie offline aus
einer bewussten Entscheidung fiir bestimmte Medien, die zumindest eine gewisse
Gewihr fur die Einhaltung redaktionell-journalistischer Sorgfalt bieten. Online
wird durch die personalisierte Kuratierung, aber eine Gefahr einer externen Ver-
zerrung geschaffen.?” Dieser Besonderheit wird man durch das an die Transpa-
renzvorgaben ankniipfende Diskriminierungsverbot durchaus gerecht. Insoweit
versucht man jedenfalls auch der Informationsasymmetrie zwischen Nutzern und
Betreibern zu begegnen und so die Autonomie der Nutzer zu stirken?'® und

2003 Liesem, K&R 2019, 687 (691) weist daraufhin, dass die normative Vorgabe bestimmter zentraler
Kriterien zu einer Beeintrachtigung der Rechte der Netzwerkbetreiber fihrt. Diesen Umsetzungs-
spielraum befiirwortet etwa auch Heldt, CR 2018, 494 (500). Vgl. auch Miiller-Terpitz, in: Kiih-
ling/Zimmer, Neue Gemeinwohlherausforderungen, S. 177 (192).

2004 So auch Liesem, UFITA 2019, 395 (410).

2005 Vgl. zu diesem Aspekt Kellner, Die Regulierung der Meinungsmacht von Internetintermediiren,
S.153.

2006 Denn im Ausgangspunkt gilt fiir jeden Inhalt, dass die Weitergabe- und Rezeptionswahrscheinlich-
keit mafSgeblich auch von den Berechnungen anhand der den Algorithmen vorgegebenen Kriterien
abhingt. Soweit aber von den Kriterien abgewichen wird, verindert man (negativ) eben diese
Wahrscheinlichkeit. Vgl. hierzu auch Liesem, UFITA 2019, 395 (409).

2007 Statt vieler Liesemn, UFITA 2019, 395 (410).

2008 Webster, Northwestern Law Review 104 (2010), 593 (605, 606); Heidtke, Meinungsbildung und
Medienintermediire, S.341. Ahnlich auch Cornils, ZUM 2019, 89 (93); Febling/Leymann, AfP
2020, 110 (116).

2009 Vgl. Webster, Northwestern Law Review 104 (2010), 593 (605). Hierzu auch Hartl, Suchmaschi-
nen, Algorithmen und Meinungsmacht, S.71; Heilmann, MMR 2020, 162 (164f.); Paal, MMR
2018, 567 (5701.); Liesen, UFITA 2019, 395 (404, 405 £.).

2010 So auch Liesem, K&R 2019, 687 (691). Ahnlich auch Heilmann, MMR 2020, 162 (165).
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nicht etwa durch ,,Must-Carry-Regelungen“?’!! oder vergleichbare Instrumente
den Nutzern Inhalte staatlich zu oktroyieren.?’'> Angesichts der (noch) unklaren
empirischen Lage, des im Wesentlichen auf herkommliche journalistische Medien
ausgerichteten Medienkonsums und den selbstregulativen (vorsichtigen) Bemii-
hungen der Netzwerkbetreiber besteht zudem auch bislang kein Grund, eingriffs-
intensivere MafSnahmen zu ergreifen.?’’* Denn immerhin besteht die Gefahr, dass
damit von staatlicher Seite auch neue Fehlentwicklungen und Gefahren im Kom-
munikationsprozess begriindet werden.?'* Deshalb wahren die allgemeinen Vor-
gaben fiir Medienintermedidre (momentan) jedenfalls die Relation zwischen dem
verfolgten Schutzzweck und den damit kollidierenden Interessen der Netzwerk-
betreiber.20's

b. Bewertung des Schutzkonzepts gegen Einfliisse der Meinungsroboter

Genugt daneben auch das Konzept zum Schutz vor den Risiken der Meinungsro-
boter den verfassungsrechtlichen Anforderungen?

2011 Zu moglichen Ansitzen solcher Regelungen siehe etwa Mitsch, DVBI. 2019, 811 (817f.).

2012 Denn dadurch zwingt der Staat mittelbar bestimmte Inhalte den Nutzern auf. Und aufferdem ist
dann zweifelhaft welche Inhalte weiterzugeben sind und ob etwa das ,,Privileg“ des offentlich-recht-
lichen Rundfunks auch in diesem Sinne Wirkung entfalten soll, kritisch hierzu mit Blick auf eine
Must-be-found-Regelung bei Suchmaschinen etwa Hartl, Suchmaschinen, Algorithmen und Mei-
nungsmacht, S.219 ff. Kritisch mit Blick auf die kommunikative Chancengleichheit Lieser, AfP
2020, 277 (281) und allgemeiner dies., UFITA 2019, 395 (409).

2013 So mit Blick insbesondere auf die bereits selbst ergriffenen Maffnahmen der Netzwerkbetreiber Kai-
ser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (107). Mit
Blick auf eine geforderte, strengere Neutralitdtspflicht Febling/Leymann, AfP 2020, 110 (116) und
insgesamt zur Regulierung, S.118. Anders Schwartmann/Hermann/Miiblenbeck, Transparenz bei
Medienintermediiren, S.155 die die ergriffenen Mafinahmen aus Sicht der Meinungsvielfalt fiir
nicht hinreichend erachten.

2014 So auch Cornils, ZUM 2019, 89 (103). Das gilt insbesondere mit Blick auf etwaige Must-carry-Re-
gelungen oder sonstige Privilegierungen, weil damit wiederrum die kommunikative Chancengleich-
heit tangiert wire und bestimmte (6ffentlich-rechtliche) Angebote zulasten anderer medialer Ange-
bote bevorzugt werden wiirden, kritisch hierzu etwa Liesem, AfP 2020, 277 (281) oder Hartl, Such-
maschinen, Algorithmen und Meinungsmacht, S. 219 ff.

2015 So letztlich auch Liesemn, K&R 2019, 687 (691); dies., AfP 2020, 277 (283). In diese Richtung auch
v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche Intelligenz, S. 3 (31). Mit Blick auf
Transparenzvorgaben i.E. auch Heldt, CR 2018, 494 (499); wohl auch Heilmann, MMR 2020, 162
8165). Zu beidem auch Miiller-Terpitz, in: Kiihling/Zimmer, Neue Gemeinwohlherausforderungen,
S.177 (192 ff.), der in beiden Fillen auf die wegen der offen formulierten Normen mégliche grund-
rechtskonforme Anwendung hinweist. Eine Transparenzpflicht jedenfalls befirwortend Kaiser/
Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intelligenz, S. 85 (110), aber kri-
tisch im Falle von Facebook zu einem Diskriminierungsverbot, S. 108.
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aa. Ausgleich zwischen ,,Effektivitit und ,,Erforderlichkeit“ (3. Stufe)

Aus Effektivitiatsgriinden tiberzeugt auch hier der Transparenzansatz.?°'® Die
Aufdeckung des wesentlichen Charakters entsprechender Auflerungen bzw. Profi-
le ist prinzipiell dazu geeignet, unreflektierte heuristische Denkprozesse zu unter-
binden und wesentliche Informationen fiir die Einordnung und Bewertung der
Profile, ihres Verhaltens und veroffentlichter Inhalte bereitzustellen — jedenfalls
sofern man nicht die Informationen ignoriert oder ihnen keinerlei Gewicht bei-
misst. Man ermoglicht so eine unverfilschte und damit freie Rezeption und zu-
gleich geht davon eine Sensibilisierungswirkung fiir potentielle Manipulationsge-
fahren aus.?”” Auch wenn § 18 Abs.3 MStV wegen der fehlenden Kennzeich-
nungsbereitschaft?®'® in seiner eigenstindigen Wirksamkeit beschriankt sein
mag,2’"” so erlangt er doch auch dadurch an Bedeutung, dass er mafSgebliche
Richtschnur fiir die Sorgetragungspflicht der Netzwerkbetreiber ist und insoweit
eine sekundire Bedeutung erlangt.

Urspringlich waren auch bundes- und hier vor allem strafrechtliche Ansitze
in der Diskussion, gleichwohl ist zu begriiffen, dass diese Ansitze nicht weiter
verfolgt wurden.?*?° Das gilt zunachst fiir die Forderung eines digitalen Hausfrie-
densbruchs, der jede ,,unbefugte Nutzung informationstechnischer Systeme erfas-
sen sollte,?*! und damit — wie das US-amerikanische Pendant —2°22 zu einem
» Vertragsstrafrecht® fiihren kann, weil jeder Verstofs gegen Nutzungsbedingun-
gen potentiell strafbar wire.2°?? Aber auch ein strafrechtliches Verbot des Einsat-

2016 So auch — allerdings eher aus ethischen und nicht aus rechtlichen Griinden — Liesem, in: Litschka/
Krainer, Der Mensch im digitalen Zeitalter, S. 183 (194).

2017 Liesem, in: Litschka/Krainer, Der Mensch im digitalen Zeitalter, S. 183 (194); Cornils/dies., Stel-
lungnahme zum Diskussionsentwurf eines Medienstaatsvertrages, S.21. In diese Richtung auch
Miiller-Terpitz, in: Kiihling/Zimmer, Neue Gemeinwohlherausforderungen, S. 177 (191).

2018 In diese Richtung etwa Cornils, ZRP 2020, 60 (62). Vgl. auch Daniel/Cappiello/Ben, IEEE Internet
Computing online 2019, 40 (45).

2019 Kritisch insoweit etwa Verband der Internetwirtschaft, Stellungnahme zum MStV, LT-NRW Stel-
lungnahme 17/2784, S. 5. v. Ungern-Sternberg, in: Unger/dies., Demokratie und kiinstliche Intelli-
genz, S.3 (17) weist in diesem Zusammenhang darauf hin, ,dass die Suche nach dem normativ
Richtigen oder Wiinschenswerten nicht von Vornherein diejenigen Regelungsoptionen ausschliefSen
darf, die — mutmaflich — ohnehin nicht befolgt wiirden oder leicht zu umgehen seien. .

2020 Kritisch zu einem generellen Verbot etwa Schréder, DVBL. 2018, 465 (470). Anders etwa der Vor-
schlag im US-Senate Bill 3127, 115™ Congress aus dem Jahr 2018 (sog. Bot Disclosure and Ac-
countability Act) unter Sec. 325 (S. 11 des Vorschlags).

2021 Hierzu BR-Drs. 338/16.

2022 Sog. Computer Fraud and Abuse Act, 18 U.S.C. § 1030 (A) (2) (c). Hierzu und insbesondere auch
zu der Frage, ob Verstofie gegen Nutzungsbedingungen erfasst sind Constant, Tulane Journal of
Technology & IP Vol. 16 (2013), S. 231 ff. Diese Frage ist zurzeit auch beim US Supreme Court in
der Rechtssache Van Buren v. United States, Nr. 19-783 anhingig.

2023 Kritisch wegen der Reichweite des Tatbestandes zu Recht auch Marvany, ZRP 2016, 221 (223) und
Bdr, in: Wabnitz/Janovsky/Schmitt, Handbuch Wirtschafts- und Steuerstrafrecht, Kap. 15 Rn. 100h.
Zudem lisst sich auch hier — jedenfalls sofern man die oben aufgezeigten strafrechtlichen Implika-
tionen (wie hier vertreten) zugrunde legt — an der Notwendigkeit und einer bestehenden Schutzliicke
zweifeln, ebenso Marvany, a.a.O. (222 f.) und Gercke, ZUM 2019, 798 (801).
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zes selbst wirde nicht nur die schon mehrfach angesprochene Differenzierung
zwischen den Einsatzarten vermissen lassen.??* Zudem wiirden damit auch die
Inhalte selbst — wenn auch nur mittelbar — verhindert werden. Angesichts der
noch immer bestehenden Ungewissheit wiirde also das eingriffsintensivste Mittel
gewihlt.?? Entscheidender Schwachpunkt eines solchen bundesrechtlichen An-
satzes ist zudem die fehlende Moglichkeit einer unionsrechtskonformen Inan-
spruchnahme der Netzwerkbetreiber. Das Privileg aus Art. 1 Abs. 6 ECRL steht
dem Bundesgesetzgeber im innerdeutschen foderalen Kompetenzgeflecht gerade
nicht zu.22¢ Insoweit miisste er dann — wie auch beim NetzDG i.U. - auf ein Be-
schwerdemanagement zuriickgreifen. Dass dies dem Problem der Meinungsrobo-
ter kaum gerecht wird, wurde schon mehrfach thematisiert.20?”

Gleichwohl lasst auch der MStV moglicherweise entscheidende Fragen offen,
die an der Effektivitit erhebliche Zweifel wecken konnen. Das gilt nicht nur
mit Blick auf die fehlende Berticksichtigung akkumulierter Netzwerkdaten (I.),
sondern auch hinsichtlich einer fehlenden priaventiven Wirkung (II.), einer mogli-
cherweise fehlerhaften Anreizwirkung (IIl.) und dem begrenzten Anwendungsbe-
reich selbst (IV.)

(I.) Fehlende Beruicksichtigung akkumulierter Netzwerkdaten

Wahrend der MStV zwar die Transparenz fur die Nutzer in direkten Interakti-
onsszenarien starkt, gilt das nicht dort, wo es um die Prasentation akkumulierter
statistischer Daten geht (Likes, Abonnenten-Zahlen u.4. Parameter),2°® die aber
entscheidende Orientierungspunkte sind.???” Entsprechendes gilt auch fiir die Fra-
ge, inwieweit der Algorithmus diese akkumulierten Daten fiir das Ranking der
Inhalte verwendet. Hier bleibt die Entscheidung allein den Netzwerkbetreibern
tiberlassen, die entsprechende Nutzerprofile gesondert anzeigen, nicht bertick-
sichtigen oder ganz allgemein l6schen mussten. Ein solches Vorgehen wire zwar
betreiberseitig ohne Weiteres moglich, kann aber auf Grundlage der bisherigen
Regeln des MStV nicht gefordert werden. Insoweit besteht die potentielle Gefahr,
dass zumindest Teilwirkungen der Meinungsroboter immer noch bestehen blei-
ben konnten, sofern die Netzwerkbetreiber nicht von den vertraglichen Sperr-
und Loschrechten (hierzu oben C.1.2.a) Gebrauch machen oder anderweitig

2024 So auch Wolf, WRP 2019, 440 (442f.).

2025 Ein solches Verbot lehnen deshalb auch Febling/Leymann, AfP 2020, 110 Rn. 37; Milker, InTeR
2017, 199 (205) und Schroder, DVBL. 2018, 465 (472) ab.

2026 Grundlegend zur Kompetenzverteilung BVerfGE 12, 205 - 1. Rundfunkentscheidung.

2027 Siehe hierzu u.a. oben, C.IL.2.c.aa(IL)(1.).

2028 Auch Lamo/Calo, UCLA Law Review 66 (2019), 988 (1017) weisen darauf hin, dass derartige
Einfliisse eine Transparenzregelung deshalb ,,underinclusive machen kénnen.

2029 Kaerlein, in: Hug/Pallaver, Talk with the Bots, S. 17 (23) macht diese Struktur der Netzwerke auch
als eigentliches Problem der Bots aus frei unter dem Slogan ,,Don’t blame the bots, blame the plat-
forms! [...]“.
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Vorkehrungen treffen. Die Informationsasymmetrie, der durch die Regelungen
begegnet werden soll, bleibt also partiell aufrechterhalten.?®° Eine Erweiterung
der Verpflichtung wiirde aber auch die Netzwerkbetreiber noch stirker in der
Darstellung ihres Angebotes beschneiden, weil nicht nur im Hintergrund ablau-
fende proaktive Uberwachungsaktivititen auferlegt werden, sondern auch kon-
krete Vorgaben fur das Userinterface und die Darstellung akkumulierter Daten
gegeben werden miissten. Die jeweilige Oberfliche und die auf diesen Daten be-
ruhende Netzwerkstruktur ist nicht nur wesentlicher Bestandteil der nutzer-
freundlichen Netzwerkoberflache, sondern gerade auch fir den wirtschaftlichen
Erfolg mitverantwortlich,?®! sodass jedenfalls die Erweiterung auf die akkumu-
lierten Daten nicht offensichtlich angezeigt ist. Zudem durfte hier auch das be-
treiberseitige Interesse durchschlagen, gekennzeichnete Profile in solchen statisti-
schen Aussagen unberiicksichtigt zu lassen.?*’? Und zuletzt besteht mit der Sat-
zungs- und Richtlinienbefugnis der Landesmedienanstalten die Moglichkeit, die
Anforderungen gerade auch mit Blick auf diese Situationen zu konkretisieren.

(IL.) Fehlende praventive Wirkung?

Daneben lisst sich kritisch darauf hinweisen, dass auf den Einsatz von Mei-
nungsrobotern oftmals nur ex post reagiert wird.?*>> Denn mit der Erkennung
automatisierten Verhaltens ist eine zeitliche Verzogerung verbunden, die die Wir-
kung — in einem begrenzten Umfang — zunichst ermoglicht. Und zudem wird den
Nutzern die Biirde auferlegt, die transparenten Informationen zu verstehen und
daraus die richtigen Schliisse zu ziehen.?3* Wie erfolgreich das ist, hingt nicht
nur von dem Design einer entsprechenden Kennzeichnung selbst ab, sondern
auch davon, inwieweit dieses Design erklart und eingeordnet werden kann. Hier
bedarf es ggf. spezifischer Angebote, die diese Fihigkeit vermitteln. Allerdings
kann eine praventive Wirkung nur dadurch erzielt werden, dass Zugriffsrechte
auf die API erheblich beschriankt werden oder eine Registrierung fortan gewisse
Erfordernisse wie etwa eine Identitatsprifung erfilllen musste. Dadurch greift
man aber auch wesentlich stirker in die unternehmerische Freiheit ein, tiber De-
sign und Zugangsfragen selbststindig zu entscheiden. Die API sind essentiell fiir
die Ankniipfung externer Dienste und auch deshalb zumindest unter Art.12

2030 Schon oben wurde aufgezeigt, dass in derlei uniibersichtlichen Situationen eine tiefergehende Uber-
priifung des akkumulierten Ergebnisses nur selten erfolgen wird und auch wenig erfolgversprechend
sein wird, B.IL.1.c.aa(IL.).

2031 Vgl. Oehmer/Pedrazzi, UFITA 2020, 7 (30).

2032 Das Hauptproblem liegt ja hier eher auf der primiren Ebene, Betreiber iiberhaupt zu wirksamen Er-
kennungsmafinahmen zu verpflichten, aus denen dann weitere konkrete MafSnahmen (freiwillig)
hervorgehen kénnen. Das wird aber mit § 93 Abs. 4 MStV erméglicht.

2033 Vgl Lober/Rofnagel, MMR 2019, 493 (498).

2034 Vgl. Hines, Houston Law Review 57 (2019), 405 (415) m.w.N.
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Abs.1 GG besonders geschiitzt.?*’ Eine Identifizierungspflicht — wie etwa die
teilweise bereits geforderte Klarnamenpflicht in sozialen Netzwerken —2%%¢ kann
nicht nur zu Einschuchterungseffekten hinsichtlich der MeinungsdufSerungsfrei-
heit fiihren, sondern diirfte regelmifliig auch Nutzer von der weiteren Inan-
spruchnahme betroffener Dienste abhalten.??’” Und eine entscheidende Schwach-
stelle haben diese Ansitze auch: Anders als bei einer Kennzeichnung erlangen die
Nutzer keine Kenntnis von dem Phinomen und werden auch nicht hierfiir sensi-
bilisiert.

Tendenziell mag diese Wirkung zwar auch dadurch beseitigt werden, dass Be-
treiber auffillige Konten sperren oder 16schen. Auch dann ist aber nicht sicherge-
stellt, dass eine Sensibilisierungswirkung nach auflen tritt, denn nach § 96 MStV
besteht allein gegeniiber der Landesmedienanstalt eine mittelbare Berichtspflicht.
Die notwendige Transparenz in derlei Fallen liefSe sich dann nur durch eine Be-
richtspflicht, die in Anlehnung u.a.?3% an § 2 Abs. 1 NetzDG Betreiber zur Verof-
fentlichung eines Berichts tiber ihre Sorgetragungsmafinahmen verpflichtet, der
leicht erkennbar und unmittelbar erreichbar bereitzuhalten wire.2° Das ist aber
dennoch kein durchschlagendes Effektivitatsproblem. Zum einen wird diese Lage
durch die Selbstregulierung der Netzwerkbetreiber denn durch die gesetzliche
Pflicht verursacht. Zum anderen fiihrt das lediglich dazu, dass bei der Evaluation
der bestehenden Regelungen und zukiinftigen Anderungen dieses Problem mitbe-
dacht werden sollte.

(I1.) Faktische Wirksamkeitshemmung durch 6konomisch-rationale
Herangehensweise der Betreiber?

Schon beim NetzDG bestand ein Dilemma, weil sich private Betreiber weder die
Duldung von Hass-Postings oder anderen Rechtsverletzungen vorwerfen lassen
noch als privater Zensor angesehen werden wollen.?®® Hier beziehen sich die
Uberlegungen zwar eher auf abwehrrechtliche Probleme einer iiberschiefenden
Sperrung von rechtmifigen Inhalten.?**! Gleichwohl kann beim MStV u.U. der

2035 Hierauf ebenfalls hinweisend Milker, InTeR 2017, 199 (206).

2036 So mit Blick allerdings auf Hass-Kriminalitdt und im Kontext des NetzDG BR-Drs. 70/20. Vgl.
Libertus, ZUM 2018, 20 (22). Das wurde auch auf der Tagung des Instituts fiir Urheber- und
Medienrecht am 28.04.2017 diskutiert, vgl. Grandjean, ZUM 2017, 565 (572).

2037 Kritisch hierzu im Kontext der Meinungsroboter Schrider, DVBIL. 2018, 465 (472).

2038 Neben dem NetzDG setzt auch schon der Verhaltenskodex im Kampf um Desinformation (oben,
C.L.3.a.bb) auf eine solche Transparenz. Zu den Problemen, ebd. Und auch die geplante ,,Verord-
nung zur Verhinderung der Verbreitung von terroristischen Online-Inhalten® sieht in Artikel 18 eine
entsprechende Berichterstattungspflicht vor, allerdings geht es auch in diesem Kontext eher um eine
mitgliedstaatliche Kontrolle der Anbieter bei Durchfithrung von proaktiven bzw. spezifischen Maf3-
nahmen, siehe hierzu Art. 18 in der aktuellen Version im Verfahren 2018/0331 (COD).

2039 Zu einer solchen Berichtspflicht ausfiihrlicher noch unten, 4. Kapitel, A.

2040 Eifert, NJW 2017, 1450 (1452).

2041 Eifert, ebd.
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gegenteilige Effekt ausgemacht werden. Denn wihrend zumindest die ,,gedulde-
ten“ Inhalte nach aufSen erkennbar bleiben und insoweit jedenfalls 6ffentlicher
Druck bestehen kann, der Betreiber zu einer strengeren Aufsicht veranlasst, sind
die automatisierten Profile nicht ohne Weiteres erkennbar. Die hier begriindete
Dilemmasituation zwischen tberschiefender Sperrung?®* bzw. Kennzeichnung
und dem ,,Laissez-faire“ kann sich also schon deshalb einseitig zugunsten letzte-
rer und damit zulasten der Effektivitit verschieben. Das kann vor allem auch da-
durch gefordert werden, dass die Anzahl der aktiven Nutzer immerhin auch den
Wert eines sozialen Netzwerks mitbestimmt.?**3 Insoweit kollidiert hier das in-
trinsische Interesse an der Entfernung von Fake-Accounts mit denen an einer
moglichst stabilen Nutzerzahl. Der ordnungsrechtliche Tatbestand steht hier
nicht wirklich absichernd im Wege, weil er eben nur eingreift, wenn Betreiber
vollig untitig bleiben oder zumutbare Vorkehrungen nicht treffen. Gleichwohl
resultiert daraus nicht per se ein Konflikt mit der Effektivitdt, weil eine gewisse
Vorsicht bereits wegen kollidierender Interessen bei fehlerhaften Einordnungen
durch Erkennungssoftware geboten ist. Und zudem ist es gerade Aufgabe der
ZKA im Rahmen ihrer aufsichtsrechtlichen Befugnisse die Betreiber zu kontrol-
lieren und ggf. spezifische Vorgaben zu machen.

(IV.) Faktische Wirksamkeitshemmung durch das Herkunftslandprinzip des § 1
Abs. 7 MStV?

Ein letztes Problem konnte in § 1 Abs. 7 MStV selbst zu erblicken sein, denn das
Herkunftslandprinzip fithrt dazu, dass § 18 Abs. 3 MStV sich nur auf Telemedi-
enanbieter mit Niederlassung im Inland bezieht, was sich dann auch bei der Sor-
getragungspflicht der Betreiber fortsetzt. Insoweit sind nur Meinungsroboter er-
fasst, die von Deutschland aus betrieben werden. Auf den ersten Blick ist das je-
denfalls iiberzeugend, wenn man davon ausgeht, dass solche Telemedien schon
wegen ihrer vermutlich tiberwiegend deutschsprachigen Ausrichtung bedeutsa-
mer fiir den Willensbildungsprozess sind. Rein faktisch ist es aber durchaus mog-
lich, dass auch Meinungsroboter aus dem Ausland agieren und einen entspre-
chenden Einfluss im Inland ausiiben.?*** Zumindest mit Blick auf entsprechende
Angebote aus Drittstaaten wire eine Erstreckung vergleichsweise unproblema-

2042 Dazu ausfiihrlicher noch sogleich unter C.IL.3.b.bb(IL.)(3.).

2043 Im Falle des NetzDG tritt Nolte, ZUM 2017, 552 (556), auch dem Einwand des wirtschaftlichen
Interesses an Auflerungen im Graubereich deshalb entgegen, weil ,ein einzelner Inhalt keinen nen-
nenswerten wirtschaftlichen Wert [hat].“ In diese Richtung auch Jobst, NJW 2020, 11 (14). Vgl.
hierzu auch Koénig, AcP 219 (2019), 611 (637). Und zum Wert der Nutzer siche etwa Keller/Klin-
ger, Political Communication 36 (2019), 171. (178) oder Bock, Die Ubertragbarkeit der Kommuni-
kationsfreiheiten des Artikel 5 GG auf das Internet, S. 197.

2044 Vgl. hierzu auch Bock, die Ubertragbarkeit der Kommunikationsfreiheiten des Art. S GG auf das
Internet, S.297. Kritisch deshalb mit Blick auf die Moglichkeit einer Erstreckung des rechtlichen
Rahmens auf im Ausland ansissige Anbieter auch Milker, ZUM 2017, 216 (221).
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tisch?*%S und vielleicht sogar ratsam gewesen angesichts vielfiltiger Einflussbemii-
hungen der russischen Internet Research Agency in politisch brisanten Entschei-
dungen.?**® Die Losung hitte hier ein punktuelles Marktortprinzip sein konnen.
Ahnlich wie bei § 1 Abs. 8 MStV wire es dann entscheidend, ob der auslindische
Dienst fiir die Nutzung in Deutschland bestimmt ist. Mafsgeblich wire insoweit
eine Gesamtschau, wobei vor allem der sprachlichen Ausrichtung Bedeutung zu-
kdme.

Allerdings ist nicht per se erwiesen, dass das Fehlen eines punktuellen Markt-
ortprinzips den Schutz liickenhaft macht.?*#” Ohnehin konnte die Notwendigkeit
eines solchen auch rein faktisch zu relativieren sein: Die Betreiber konnten —
im Verhiltnis zu deutschen Nutzern — die Kennzeichnungspflicht (freiwillig) aus-
dehnen, weil automatisierte Software ohnehin den gesamten Datenstrom iiber-
wachen muss. Dadurch wiirden Betreiber auch eigenstindig das Vertrauen in die
Integritat der Dienste steigern.?*® Zudem ist die Suche nach dem tatsichlichen
Ursprung der Inhalte aufwendiger als die Orientierung an den konkreten Profil-
oder Seiteninformationen. Geht man aber grundsitzlich davon aus, dass Mei-
nungsroboter den Eindruck eines echten und damit in unserem Falle deutschen
Nutzers erwecken wollen, werden auch entsprechende Profilinformationen eher
einen inldndischen Ursprung nahelegen, sodass rein faktisch nicht nur tatsachlich
im Inland ansissige Nutzer erfasst sein werden.

Das steht dann letztlich auch in einem unmittelbaren Zusammenhang mit der
abwehrrechtlichen Perspektive. Unabhingig von der Frage, ob ein punktuelles
Martkortprinzip nicht auch tiber Art. 1 Abs.6 E-Commerce-RL europarechts-
konform eingefihrt werden konnte, fithrt es zu intensiveren Beeintrachtigungen
der unternehmerischen Freiheit. Denn tber die Erkennung automatisierter Profile
hinaus, miissten dann auch solche Profile ausfindig gemacht werden, die im Aus-
land betrieben werden, aber fiir die Nutzung im Inland bestimmt sind. Damit
drohen aber auch neue Ungenauigkeiten abseits der ohnehin schon schwierigen
Abgrenzung von automatisierten und origindren Inhalten. Insoweit ist es mit
Blick auf die unternehmerische Freiheit der Betreiber aber auch mit Blick auf kol-
lidierende Interessen filschlich betroffener Nutzer verstindlich, dass eine solche
Ausweitung unterblieben ist.

2045 Vgl. Ferreau, in: Spindler/Schuster, Elektronische Medien, Erster Teil B. Rn. 142.

2046 Zur US-amerikanischen Prisidentschaftswahl sieche vor allem Mueller, Report on the Investigation
into Russian Interference in the 2016 Presidential Election. Eine entsprechende (nicht-6ffentliche)
Empfehlung hat wohl auch die Landerarbeitsgruppe ,,Social Bots* unterbreitet, vgl. SdchsLT-Drs.
6/12131, S. 2.

2047 Vgl. hierzu auch mit Blick auf eine rein nationale Ausweispflicht etwa Bock, Die Ubertragbarkeit
der Kommunikationsfreiheiten des Art. 5 GG auf das Internet, S. 297.

2048 Das ist etwa eines der Kernanliegen des Facebook-Immune-System mit Blick auf Fake Accounts,
vgl. Stein/Chen/Mangla, Facebook Immune System, S. 4.
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(V.) Zwischenergebnis:

Die §§ 18 Abs. 3, 93 Abs. 4 MStV gewidhren auch im Kontext der Meinungsro-
boter einen Mindestschutz durch Transparenz. Trotz bestehender Schutzliicken,
die der MStV nicht selbst beantwortet, ist das Schutzkonzept nicht offensichtlich
ineffektiv. Die weitere Umsetzung durch die Netzwerkbetreiber mag zwar zu-
nachst allein auf freiwilliger Basis von statten gehen miussen. Gleichwohl besteht
immer auch die Moglichkeit, die abstrakten Vorgaben an die Betreiber stiarker zu
konkretisieren und so auch hinsichtlich des Interfaces spezifischere Vorgaben zu
geben (§ 96 MStV). Insofern bleibt es aber abzuwarten und eben zu kontrollie-
ren, welche Mafinahmen Betreiber ergreifen. Auch das fehlende Marktortprinzip
fihrt nicht per se zu einer erheblich verschlechterten Wirksamkeit. Gleichwohl
wird die Schutzliicke auf lange Sicht nur durch eine unionsweit einheitliche Rege-
lung geschlossen werden konnen.

bb. Angemessener Ausgleich zwischen grundrechtlichen Schutzbediirfnissen und
grundrechtlichen Abwehrrechten (4. Stufe)

Die Beantwortung der Frage, ob die Regelungen einen angemessenen Ausgleich
zwischen den kollidierenden Interessen schaffen, wirft bei § 18 Abs.3 MStV
nicht solche Schwierigkeiten auf, wie sie bei der Sorgetragungspflicht der Betrei-
ber bestehen, was schon daran liegt, dass ein vor allem bipolares Verhiltnis (Bo-
turheber — Nutzer) sich dort in ein mehrpoliges Verhiltnis wandelt und insoweit
auch anderweitige grundrechtliche Interessen zu berticksichtigen sind.

(I.) Kennzeichnungspflicht des § 18 Abs. 3 MStV

Die Kennzeichnungspflicht selbst schafft einen angemessenen Ausgleich zwischen
dem aus der Informationsasymmetrie stammenden Transparenzinteresse und ins-
besondere der Meinungsfreiheit der Urheber.?’*’ Das liegt mafSgeblich auch da-
ran, dass die beschrinkende Wirkung fiir letztere zu relativieren ist. Zum einen
deshalb, weil der Meinungsfreiheit nicht derselbe Wert beizumessen ist wie in
normalen AufSerungskonstellationen. Schon in der Diskussion um den Schutz an-
onymer Auflerung, die durch das spickmich-Urteil des BGH ausgelost wurde,20%
wird argumentiert, dass anonyme Auflerungen nur dort einen gleichwertigen

2049 So i.E. auch Steinebach u.a., Desinformation aufdecken und bekampfen, S. 185.

2050 Dort hatte der BGH betont, dass Art. S Abs. 1S. 1 GG sehr wohl auch anonyme Auflerungen erfas-
se. Ein von offenen Auflerungen abweichendes Gewicht wurde ihnen nicht zugesprochen, sodass
u.a. deswegen im Ergebnis die Loschungs- und Beseitigungsanspriiche der klagenden Lehrerin, die
eine Personlichkeitsverletzung geltend machte, nach Ansicht des Senates nicht bestanden haben,
BGH MMR 2009, 608 Rn. 36ff, insbes. Rn. 38.

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

364 3. Kapitel: Rechtsfolgen der Schutzpflicht

Schutz geniefSen, wo entweder die Anonymitit gerade zwingende Voraussetzung
dafur ist, dass Aussagen tiberhaupt getitigt werden,?*’! oder wo keine ,,objekti-
ven Belange“ der anonymen Auflerung gegeniiber stehen.2°2 Im Ubrigen bestiin-
de hingegen kein gleichwertiges Schutzbediirfnis, weil der Auflernde bei anony-
mer Auflerung zu keinem Zeitpunkt personlich fiir die Meinung eintreten und
am Meinungsaustausch partizipieren wolle.2°5 Vielmehr hafte der Auflerung ,,die
Vermutung an, mit der Deckmantelmeinung fehlende Aufrichtigkeit verbergen zu
wollen.“ 2054 Auch bestehe ein geringes offentliches Interesse an anonymen Au-
Berungen.?’’ Und letztlich entstehe durch die Anonymitit eine erhebliche Miss-
brauchsgefahr.??¢ Unabhingig davon, ob ein solcher Ansatz mit Blick auf anony-
me Auflerungen richtig ist oder ob es nicht ohnehin eine Frage der Abwigung
aller Umstinde des Einzelfalles ist,257 inwieweit auch eine anonyme Auflerung
den Vorrang der freien Rede genief3t,?**® liegt der Fall vorliegend ohnehin anders.
Die Meinungsroboter dienen gerade nicht demselben Zweck wie andere, mit
einer gewissen Tauschungswirkung verbundenen Auferungsmodalititen.2?® Es
geht also nicht um Fille einer ,,Neoliberalisierung“ von Kommunikationsraumen
angesichts der Risiken, die mit der Namensnennung verbunden sind. Vielmehr
geht es in erster Linie um das Erschleichen von Reichweite und Aufmerksamkeit.

2051 So etwa Benreuther, AfP 2011, 218 (219). Grabenwarter, in: Maunz/Diirig, GG, Art.5 Abs. 1
Rn. 86 sieht das jedenfalls als den unproblematischen Fall einer zulidssigen AufSerung an, lisst aber
offen, ob anonyme Kommunikation allgemein geschiitzt ist. Kritisch aber etwa Brodowski, JR
2013, 511 (515).

2052 So und hierzu ausfiihrlicher Benreuther, AfP 2011, 218 (219f.).

2053 Kritisch hierzu Kersten, JuS 2017, 193 (196); anders auch OLG Hamm ZD 2011, 179f., dass die
Anonymitit iRd. Abwigung nicht weiter thematisierte.

2054 Benreuther, AP 2011, 218 (218, 219).

2055 Das BVerfG scheint in diese Richtung zu tendieren, wenn es ausfiihrt, dass ,,die mit der Namens-
nennung regelmifig verbundene Glaubhaftigkeit und Authentizitit der Schilderung auszubleiben
droht“, wenn man nicht mit seinem Namen fiir seine Meinung einsteht, BVerfGE 97, 391 (402) —
Missbrauchsbezichtigung.

2056 Kiibling, NJW 2015, 447 (448).

2057 So eher Brodowski, JR 2013, 511 (515) und Beater, NJ 2019, 365 (371). Kritisch auch Schwadner,
ZRP 2019, 207 (208 f.), und, allerdings ohne nihere Begriindung, Kersten, JuS 2017, 193 (196).

2058 Denn wihrend bei Bewertungsportalen — wie in der spickmich-Entscheidung — mit entsprechenden
Inhalten von Nutzern nicht interagiert werden kann, also dem Betroffenen keine Moglichkeit zum
kommunikativen Gegenschlag offensteht, ist dies bei sozialen Netzwerken anders. Insoweit ist die
Frage, ob eine Moglichkeit zur Gegenwehr besteht eine Frage von vielen. Und im Falle von spick-
mich.de muss letztlich auch beriicksichtigt werden, dass zumindest bei schlechter Bewertung der
Lehrkrifte und bei Verwendung des Klarnamens die Moglichkeit von chilling effects durch das Au-
torititsverhiltnis im Schulbetrieb bestehen kann (so letztlich auch der BGH MMR 2009, 608
Rn. 38 — spickmich.de). Dort wo die Anonymitit ohnehin nur zum Instrument fiir personlichkeits-
verletzende Auflerungen genutzt wird, diirfte schon der blole Inhalt nicht den Vorrang genieflen.
Und das Argument der Missbrauchsgefahr iiberzeugt jedenfalls insoweit nicht, als dass erstens — seit
dem 01.10.2017 — zumindest tiber §§ 14 Abs. 2, 3 TMG eine mittelbare Identifizierung moglich ist,
und zweitens die Verunglimpfung nicht mehr allein ein Phinomen anonymer Kommunikation ist,
sondern mittlerweile allgemeines Problem der Netzwerkkommunikation, statt vieler Caspar, ZRP
2015, 233 (235).

2059 Ausfiihrlicher hierzu oben A.I.3.b.aa(l.).
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Damit geht es aber nicht allein um den geistigen Wettbewerb, bei dem das
bessere Argument gewinnt.

Zum anderen adressiert der Gesetzgeber genau diesen Aspekt, wenn er ledig-
lich die Offenlegung des technischen Vorgangs verlangt. Insoweit trigt er dem
Umstand Rechnung, dass auf sekundirer inhaltlicher Ebene jedenfalls zuldssige
Auflerungen erfolgen koénnen, die den grundrechtlichen Schutz verdienen. Er
beschrinkt also nicht den generellen Einsatz von Meinungsrobotern,?*®® sodass
auch eine von der Meinungsfreiheit geschiitzte automatisierte Auflerung weiter-
hin moglich bleibt.2°¢! Die Meinung und damit der vermittelte Inhalt als solcher
bleibt hiervon vollkommen unberiihrt.?°> Und dort, wo auch der Inhalt proble-
matisch ist, gelten ohnehin die bereits bestehenden allgemeinen Schranken. Allein
im internen Vertragsverhaltnis zwischen den Betreibern und den Verwendern
konnen sich hiervon abweichende Vorgaben ergeben.?0¢3

Sofern daneben abwehrrechtliche Probleme durch die vergleichsweise breite
Definition der Meinungsroboter verursacht werden, lasst sich dies durch eine auf
das eigentliche regulative Problem der Meinungsroboter beschrinkte Auslegung
vermeiden.2064

Aus inhaltlicher Sicht unterscheidet die Norm — anders als sein kalifornisches
Pendant — zwar nicht nach der Absicht des Urhebers und erfasst damit auch de-
mokratiefreundliche bzw. -férdernde Einsitze. Potentielle Beweisprobleme sollen
im kalifornischen Recht gegebenenfalls dadurch vermieden werden, dass schon
gewisse Indizien die Vermutung der Tauschungsabsicht nahelegen sollen.?®> Das
hitte auch ein gangbarer Weg fur eine deutsche Regelung sein konnen. Anders
als in der Debatte um die grundrechtliche ,,Beweislast* bei der Begriindung der

2060 Kritisch hierzu, insbesondere zu einem strafrechtlichen Verbot Milker, InteR 2017, 199 (205);
Schréder, DVBL. 2018, 465 (477).

2061 Sofern die Betreiber privatautonom dariiber hinaus gehen und Nutzerprofile sperren oder loschen,
ist das jedenfalls kein grundrechtliches Problem im Verhiltnis Staat-Nutzer. Vielmehr entscheiden
dies die Betreiber privatautonom.

2062 Lamo/Calo, UCLA Law Review (1009); Stricke, Vanderbilt Journal of Entertainment & Technolo-
gy Law (889). Insoweit handelt es sich gerade um eine inhaltsneutrale Regelung, die von Art.$
Abs. 2 GG durch die ,allgemeinen Gesetze“ gefordert wird. Das rein faktisch gegebenenfalls mehr
wrechte als etwa ,linke“ Bots reguliert werden, ist eine (unbeachtliche) Folge, die den neutralen
Charakter nicht negieren kann. Denn rein faktisch wird auch der Tatbestand der Volksverhetzung
eher rassistische und damit rechtsradikale Ansichten erfassen, ohne dass das aber problematisch
wire.

2063 Zu Erinnerung: Wihrend Facebook den Einsatz von Meinungsrobotern ginzlich verbietet, erlaubt
Twitter den Einsatz, soweit der Charakter der Meinungsroboter als solcher auch kenntlich gemacht
wird. Siehe hierzu oben C.1.2.a.

2064 Dazu schon ausfiihrlicher oben, C.II.1.b.aa.

2065 Hierzu Stricke, Vanderbilt Journal of Entertainment & Technology Law 22 (2020), 839 (856f.).
Aber Hines, Houston Law Review 57 (2019), 405 (433) spricht sich — auch angesichts der Beweis-
probleme einer entsprechenden politisch motivierten Tduschungsabsicht — dafiir aus den ,,political
prong® der Regelung zu streichen und eher den kommerziellen Teil auf die Refinanzierung durch
Werbung auszuweiten, um so Verwender davon abzuhalten von falschen politischen Inhalten zu
profitieren.

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

366 3. Kapitel: Rechtsfolgen der Schutzpflicht

Schutzbereichsausnahme (hierzu oben A.1.3.b.cc) wiirde das einfache Recht dann
nicht den prinzipiellen Schutz der Meinungsfreiheit in Frage stellen, sondern
kollidierende Transparenzinteressen im Zweifel den Vorrang einrdumen.?*® Eine
solche Differenzierung geht zudem auch deshalb fehl, weil das Transparenzbe-
diirfnis infolge der Informationsasymmetrie in beiden Fillen identisch ist. Auch
gutartige Meinungsroboter machen sich die geschilderten Verzerrungstendenzen
zunutze, sodass sich mit Blick auf die Wirkungsweise kein Unterschied ergibt.%¢
Darin besteht letztlich auch der Unterschied zum kalifornischen Recht: Dort
wird samtliche automatisierte Kommunikation online von der Kennzeichnungs-
pflicht erfasst. Jeder automatisierte Online-Account (California Business and
Professions Code Sec. 17940 [a]) im World Wide Web (ebd. Sec. 17490 [b])
ist zu kennzeichnen, sofern er die Anforderungen von Sec. 17491 (a) erfullt.
Schon wegen dieser erheblichen Ausweitung auf den gesamten Online-Bereich
bedarf es des restriktivierenden Merkmals der Tauschungsabsicht hinsichtlich

2068 um eine UberschiefSende Rege-

besonders besorgniserregender Einsatzzwecke
lungswirkung und Beschriankung technischer Innovation einerseits, aber auch
zuldssiger ,,Speech® im Sinne des First Amendements andererseits,?°® zu verhin-
dern.207°

Freilich hatte zur Abmilderung des Eingriffs der deutschen Regelung iiberlegt
werden konnen, eine zeitliche Beschrankung der Norm etwa auf Krisensituatio-
nen oder Wahlkampfzeiten vorzusehen.?*”" Allerdings ginge das schon deshalb
fehl, weil der Willensprozess stetig verliuft?’> und aufSerhalb vom Wahlkampf

gerade nicht ruht.”> Und ohnehin wire es schwer, abstrakt-generell einen ent-

2066 Damit wird dann also der Ausweg auf Rechtsfolgenseite und nicht schon im Schutzbereich gesucht.

2067 Vgl. hierzu Klaas, in: Méller, Was tun gegen Fake News und Hate Speech?, S. 47 (54), der auch bei
dem positiven Einsatz Fragen der ,ethischen Vertretbarkeit“ ausmacht, weil auch hier eine Beein-
flussung der freien Meinung der Nutzer unter falschen Vorwinden [stattfindet].“.

2068 Stricke, Vanderbilt Journal of Entertainment & Technology Law 22 (2020), 839, S. 845 spricht von
den ,,most social concerns®.

2069 Hierzu Hines, Houston Law Review 57 (2019), 405 (431f.) und auch J.E Weaver, Journal of Ro-
botics, Artificial Intelligence & Law 2018, 431 (433), der darauf hinweist, dass die urspriingliche
Fassung eine solche Restriktion nicht vorsah und insoweit nicht ,,narrowly tailored* sei, weshalb es
einer gerichtlichen Priifung am Mafistab der Freedom of Speech nicht standgehalten hitte.

2070 Und auch an der vorgenommenen Restriktion des kalifornischen Gesetzgebers bestehen noch ver-
fassungsrechtliche Zweifel, weil moglicherweise auch andere Gebiete reguliert werden, die einen
besonderen Schutz genieflen. Lamo/Calo, UCLA Law Review 66 (2019), 988 (1016), weisen hier
etwa auf kreative Einsatzzwecke von Bots hin, die gerade die Illusion eines Nutzers erzeugen sollen.

2071 So wie etwa das franzosische LOI n° 2018-1202 du 22 décembre 2018 relative a la lutte contre
la manipulation de I'information, Art. L. 163-1 mit Blick auf Transparenzpflichten von Anbietern
und Art. L. 163-2 mit Blick auf die Bekdmpfung von desinformativen Inhalten. Der Zeitraum ist in
beiden Fillen auf die drei Monate vor dem Monat der Wahl und bis zur Stimmabgabe festgelegt.
Zu einer solchen Uberlegung etwa Oebmer/Pedrazzi, UFITA 2020, 7 (24).

2072 BVerfGE 8, 51 (68) — 1. Parteispenden-Urteil; 20, 56 (98 f.) — Parteifinanzierung I.

2073 So auch Stricke, Vanderbilt Journal of Entertainment & Technology Law 22 (2020), 839 (858).
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sprechenden Zeitraum?7* oder Kriterien fiir eine solche Krisensituation festzule-
gen. § 18 Abs. 3 MStV stellt also einen sachgerechten Ausgleich her.

(IL.) Sorgetragungspflicht der Netzwerkbetreiber, § 93 Abs. 4 MStV

Schwieriger gestaltet sich die Frage, ob es auch aus verfassungsrechtlicher Sicht
geboten bzw. vertretbar ist, dass auch die Betreiber in Anspruch genommen
werden. Wesentliche grundrechtliche Aspekte wurden jedenfalls zur Konkretisie-
rung der Sorgetragungspflicht bereits aufgezeigt. Nicht geklart wurde allerdings,
ob die Verpflichtung der Netzwerkbetreiber auch in Relation zum Schutzbedarf
angemessen ware.

(1.) Beeintrachtigung der unternehmerischen Freiheit, Art. 12 Abs. 1 GG

In erster Linie fithren die Pflichten zu Beeintrachtigungen der unternehmerischen
Freiheit der Betreiber (Art. 12 GG). Dabei wird ihren Interessen allerdings in
zweierlei Hinsicht Rechnung getragen: Einerseits durch einen entsprechenden
Umsetzungsspielraum,?*”> andererseits durch eine abgestufte Intensitat der Pflich-
ten in Abhingigkeit von der Bedeutung und der Reichweite des Netzwerkes.?7¢
Besonders von groflen, marktbeherrschenden Anbietern kann demnach mehr,
insbesondere proaktive MafSnahmen, verlangt werden.?’”” Dieses Erfordernis tritt
zu der ohnehin bestehenden Bagatellschwelle des § 91 Abs.2 Nr. 1 MStV hinzu.
Zwar hat der EuGH in anderen Konstellationen — meist ging es um Urheber-
rechtsverletzungen — eine proaktive und automatisierte Uberpriifung mit Blick
auf die unternehmerische Freiheit (Art. 16 EUGrCh) fiir unverhiltnismifSig ge-
halten, u.a. weil damit eine ,[qualifizierte] Beeintrachtigung der unternehmeri-
schen Freiheit des Hosting-Anbieters [...] [einher geht, indem er verpflichtet wa-
re], ein kompliziertes, kostspieliges, auf Dauer angelegtes und allein auf seine
Kosten betriebenes Informatiksystem einzurichten.“?*”® Und jungst hat er dies
noch einmal implizit bestitigt, indem er darauf hinwies, dass eine ,,iibermafSige
Verpflichtung des Hosting-Anbieters* jedenfalls dort nicht vorliegt, wo er mithil-
fe automatisierter Techniken vorgehen kann und wo keine autonome Entschei-

2074 Denn hier geht es ja nicht allein um den Schutz der freien Stimmabgabe, wie es bei den einschlagi-
gen Regelungen der Wahlgesetze der Fall ist, siche etwa §35 Abs.1 BWG und zu diesem oben,
C.L.4.a.cc.

2075 Lober/Rofinagel, MMR 2019, 493 (497).

2076 Vgl. hierzu Miiller-Terpitz, ZUM 2020, 365 (372); W. Beck, DVBL. 2020, 253 (257).

2077 Auch das BVerfG betont immerhin in BVerfGE 148, 267 (284) — Stadionverbot, dass aus einer
bestimmten tatsichlichen Stellung eine erhohte rechtliche Verantwortung folgen kann.

2078 EuGH, Urt. v. 24.11.2011 - Rs. C-70/10 = MMR 2012, 174 Rn. 48 — Scarlet Extended SA/Société
belge des auteurs, compositeurs et éditeurs SCRL (SABAM); Urt. v. 16.02.2012 - C-360/10 =
GRUR 2012, 382 Rn. 46 — SABAM/Netlog.
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dung notwendig wird.?*”” Angesichts der ohnehin freiwillig ergriffenen MafSnah-
men zur automatischen Erkennung bestimmter Manipulationen - Stichwort
Facebook Immune System — und den Fortschritten bei der automatisierten Er-
kennung von bestimmten Mustern, ist fraglich, ob diese Argumentation hier
iberzeugt.?®® Die umfassenden, wenn auch freiwilligen Kontrollen legen jeden-
falls nahe, dass es um keine allzu grofSen finanziellen Hiirden geht. Ohnehin wer-
den den Betreibern keine generellen inhaltlichen Uberwachungspflichten, son-
dern allein auf Meinungsroboter begrenzte Pflichten auferlegt.?’$! Zwar entbehrt
das nicht sekundire, hiandische Kontrollen durch geschultes Personal. Zu be-
ricksichtigen ist hier anders als in den Fillen, die der EuGH zu entscheiden hat-
te, dass ein anderes Regelungsmodell ohne Inpflichtnahme der Betreiber zum
Scheitern verurteilt ist.?%? Ein staatlicher direkter Zugriff auf die Netzwerkdaten
geht auch mit intensiveren Eingriffen — nicht nur - in die unternehmerische Frei-
heit einher. Das und die nur unzureichend durchsetzbare Pflicht des § 18 Abs. 3
MStV machen rein praktisch eine entsprechende Verantwortung der Betreiber
notwendig.?’$3 Daran dndern auch die bereits vertraglich vorgesehenen Vorgaben
der Netzwerkbetreiber?*®* — aus bereits genannten Griinden — nichts. Insofern
spiegelt sich in der Sorgetragungspflicht eine normierte Spezifizierung der allge-
meinen Verantwortung der Betreiber fiir die eigenen (manipulierbaren) Dienste
und ihre gesellschaftlichen Auswirkungen wider.20%

Und auflerdem folgen aus der Pflicht zu proaktiver Uberwachung und Kenn-
zeichnung keine Verantwortung fiir ibersehene Konten oder gar rechtswidrige
Inhalte. Denn der Tatbestand des § 115 Abs. 1 S. 2 Nr. 42 MStV kniipft allein an
die Sorgetragungspflicht und damit an die Frage an, ob der Betreiber tiberhaupt
titig geworden ist. Im Ubrigen gilt fiir Inhalte weiterhin das Notice-and-Take-
down-Prinzip der E-Commerce-RL und des NetzDG.

2079 EuGH, Urt. v. 03.10.2019- Rs. C-18/18 = MMR 2019, 798 Rn. 46 — Glawischnig-Piesczek/Face-
book Ireland Ltd.

2080 Ldéber/Rofinagel, MMR 2019, 493 (497) meinen, dass das Verfahren technisch-organisatorisch
umsetzbar und finanziell zumutbar sei.

2081 Dadurch kann aber auch der Erfiillungsaufwand wesentlich geringer sein als etwa im Falle einer
umfangreichen Filter- und Loschpflicht von rechtswidrigen Inhalten, die nicht nur dufSerungsrechtli-
cher, sondern auch urheberrechtlicher Art sein konnen und damit das Spektrum — auch mit Blick
auf mogliche Ausnahmen — wesentlich grofSer ist.

2082 In diese Richtung etwa auch J.E Weaver, Journal of Robotics, Artificial Intelligence & Law Vol. 1
(2018), 431 (435, 436).

2083 So auch Fehling/Leymann, AfP 2020, 110 (118). Aus amerikanischer Perspektive wegen einer feh-
lenden vergleichbaren Pflicht im kalifornischen ,,Bot Diclosure Act* (California’s Busines and Pro-
fessions Code Sec. 17940 ff.) gerade kritisch J.E. Weaver, Journal of Robotics, Artificial Intelligence
& Law 2018, 431 (435f.).

2084 Hierauf zwar hinweisend, allerdings ohne ,,Verhiltnismifigkeitsbedenken Cornils, AfP 2018, 377
(385). Dreyer/Schulz, Stellungnahme zum 2. MStV, S. 16; Liesermn, K&R 2019, 687 (691), halten die
Regelung deshalb nicht als ,,zwingend notwendig*.

2085 Vgl. zu dieser Verantwortung auch W. Beck, DVBI. 2020, 253 (255, 256, 259).
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Anders als in den Fillen des EuGH kniipft die Regelung auch unmittelbar an
die kommunikative Verantwortung der Netzwerke?*** an und damit an eine
Pflicht, die aus dem Betrieb des Dienstes folgt und nicht an eine Pflicht fiir Inhal-
te der Nutzer. Besonders deutlich wird das etwa im Falle von Twitter, das durch
weitreichende Zugriffe tiber die API gerade auch die Automatisierung von Inter-
aktionen grundsitzlich ermoglichen will. Aus technischer Sicht wird den Netz-
werken auch keine unlosbare und damit unzumutbare Aufgabe gestellt. Zwar be-
steht ggf. ein Interesse der Betreiber daran, entsprechende Kennzeichnungen nur
fir deutsche Nutzer anzuzeigen und nicht auch fir andere Nutzer. Allerdings
konnen entsprechende HTTP-Requests der Nutzerbrowser, ob auf lokalen oder
auf mobilen Geriten, auf eine bestimmte IP-Adresse zuriickverfolgt werden. In
Abhingigkeit vom Standort der IP-Adresse konnen dann fir die Kennzeichnung
erforderliche zusitzliche Daten innerhalb der fiir den Aufbau und die Darstel-
lung der jeweiligen Seite relevanten HTML-Datei mitgesendet werden. Und im
Ubrigen lief§ sich eine solche Darstellung auch in Abhingigkeit von den jeweili-
gen Profilinformationen, sofern dort der Wohnort oder das Herkunftsland ange-
geben ist, verwirklichen. Mit Blick auf die unternehmerische Freiheit wirft die
Norm damit keine grundlegenden Bedenken auf.

(2.) Privatisierung staatlicher Kontrollverantwortung?

Schon das Netzwerkdurchsetzungsgesetz wurde deshalb kritisiert, weil es origi-
ndr staatliche Rechtsdurchsetzungsaufgaben privatisiere. Ein solcher Einwand
wird auch hier laut, weil der Staat sich der Betreiber bedient, um letztlich
seiner staatlichen Verantwortung nachzukommen.?®” Erfolgt also mit der Sor-
getragungspflicht eine (verfassungsrechtlich unzulissige) Privatisierung originar
staatlicher Kontrollaufgaben?

Der Einwand einer Privatisierung suggeriert, dass der Staat vollstindig in
Teilbereichen seine Hoheitsgewalt und Verantwortung auf private Akteure tiber-
tragt, so wie es etwa klassischerweise im Bereich der Daseinsvorsorge in den
1990er Jahren erfolgte (Deutsche Post AG, Deutsche Telekom AG).2°% Aber
schon beim NetzDG ist bereits fraglich, ob man angesichts der bestehenden
finalen staatlichen Entscheidungshoheit fiir Loschungen vor den Zivilgerichten
von einer ,,Privatisierung der Rechtsdurchsetzung® sprechen kann,?®® oder ob

2086 Darauf beruft sich auch schon der Bundesgesetzgeber bei Erlass des NetzDG, vgl. nur BT 19/18792,
S.17.

2087 Vgl. etwa Dankert, in: Hoffmann-Riem, Big Data, S. 157 (163).

2088 Zur Privatisierung von Staatsaufgaben und damit einhergehende Fragen ausfiithrlich etwa Kdmme-
rer, Privatisierung.

2089 Vgl. MMR-Aktuell 2017, 387965; Miiller-Franken, AfP 2018, 1 (5). Zu Recht kritisch hierzu Kalb-
henn/Hemmert-Halswick, MMR 2020, 518 (521); Sahl/Bielzer, ZRP 2020, 2 (3f.); deutlich auch
Eifert, NJW 2017, 1450 (1451) und Schiff, MMR 2018, 366 (368).
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es nicht vielmehr im Kern um die Frage geht, inwieweit der Staat privaten Unter-
nehmen entsprechende Pflichten auferlegen darf, die sie 6konomisch rational er-
fillen werden, was zu einem freiheitsgefihrdenden Overblocking fithren
kann.2%° Soweit dies seine Parallele auch im MStV findet, wird hierauf noch so-
gleich einzugehen sein (cc.).

Mit Blick auf die Sorgetragungspflicht des MStV lasst sich freilich auch kriti-
sieren, dass hier die Betreiber eine staatliche Schutzverantwortung final wahrneh-
men miissen. Anders als beim NetzDG ist die Sorgetragungspflicht aber in ein
deutlich engeres aufsichtsrechtliches Korsett gekleidet. Der Staat entzieht sich
hier also nicht seiner Verantwortung, sondern delegiert lediglich die priméare Ver-
antwortung an die Betreiber und sichert diese sekundir ab.2””! Anders liefSe sich
das wohl auch nicht bewerkstelligen, ohne dass der Staat einen umfangreichen
Zugriff auf die Netzwerkdaten erlangt, was seinerseits neue grundrechtliche
Spannungen hervorrufen wiirde. Insoweit geht es vielmehr darum, eine ohnehin
bestehende ,,Macht“ der Betreiber und ergriffene Mafinahmen zu den notwendi-
gen Schutzzwecken zu kanalisieren.?”> Von einer unzulidssigen Privatisierung
staatlicher Aufgaben kann folglich (auch) im Falle des § 93 Abs.4 MStV nicht
die Rede sein.

(3.) Die Meinungsfreiheit betroffener Nutzer bei falsch-positiven
Kennzeichnungen bzw. Sperrungen

Verfassungsrechtliche Bedenken wirft die Norm aber mit Blick auf die Meinungs-
freiheit der Nutzer auf.2> Denn fordert man eine proaktive Uberwachung und
eigenstindige Kennzeichnung auffilliger Konten durch die Netzwerkbetreiber,
fithrt das letztlich dazu, dass ihre Glaubwiirdigkeit und damit final ihre Rezepti-
onswahrscheinlichkeit sinkt.??”* Vergleichbares gilt auch in den Fillen, in denen
keine Kennzeichnung, sondern gleich eine Sperrung oder Loschung der Profile er-

2090 So eher die Akzentuierung von Dankert, in: Hoffmann-Riem, Big Data, S. 157 (163). Hierauf auch
maflgeblich hinweisend Liidemann, in: Eifert/Gostomzyk, Netzwerkrecht, S.153 (156 ff.). Aller-
dings kniipft der Bufigeldtatbestand des §4 Abs.1 Nr.2 NetzDG nach den Bufgeldleitlinien v.
22.03.2018, S. 7f. an ein ,systemisches Versagen® an, sodass also allein eine fehlerhafte Bewertung
eines Inhaltes nicht per se zu den empfindlichen BufSgeldern fiihrt. Insoweit kann zumindest bezwei-
felt werden, ob die Anreizstruktur tatsichlich so gewichtig ist, dass in Zweifelsfillen stets eine Lo-
schung vorgenommen wird, dhnlich auch Schiff, MMR 2018, 366 (369). Kritisch hierzu auch Léb-
er/RofSnagel, MMR 2019,71 (73); Fehling/Leymann, AfP 2020, 110 Rn. 18 f. Und die jiingst vorge-
schlagenen Anderungen, insbesondere in Hinblick auf ein Gegendarstellungsverfahren und die Er-
ganzung aufsichtsrechtlicher Befugnisse (siehe hierzu §3b, §4a NetzDG-E, BT-Drs. 19/18792,
S. 9,13) sichert noch mal mehr die Meinungsfreiheit betroffener Nutzer ab.

2091 Insoweit gleicht das der etwa von Ibler, in: Maunz/Diirig, GG, Art.86 Rn. 118 beschriebenen
»funktionalen (Erfiillungs-)Privatisierung.

2092 Vgl. zum NetzDG Eifert, NJW 2017, 1450 (1451); Miiller-Franken, AfP 2018, 1 (6).

2093 So auch Léber/Rofinagel, MMR 2019, 493 (497).

2094 Zu Meinungsrobotern Schrider, DVBL. 2018, 465 (472). Vgl. zu anonymen Auflerungen BVerfGE
97, 391 (398) — Missbrauchsbezichtigung.
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folgt. Auch wenn das mit Blick auf origindre Meinungsroboter unproblematisch
ist,>*% fiihrt das hier deshalb zu Bedenken, weil bei jedem automatisierten und
menschlichen Verfahren auch falsch-positive Ergebnisse vorkommen.?*¢ M.a.W.
konnten auch normale Nutzer filschlich als Meinungsroboter eingestuft werden.
Konsequenz wire dann, dass die Betreiber die Inhalte als automatisiert kenn-
zeichnen oder gar den Account sperren oder l6schen. Im ersten Fall wird der Au-
Berung falschlich eine Modalitat attestiert, die unmittelbar fur die Wahrnehmung
durch Dritte bedeutsam ist und so den ,,objektiven Wert“ der Auflerung schmi-
lern kann. Im zweiten Fall wird dem Nutzer die Kommunikationsméglichkeit in-
nerhalb des Netzwerks vollstindig entzogen. Waren hierfir also nicht verfah-
rensrechtliche Absicherungen notwendig, um die Rechte betroffener Nutzer zu
wahren?20%7

(a.) Vergleichbare Problemlagen

Das Fehlen entsprechender verfahrensrechtlicher Vorkehrungen ist nicht nur ein
Problem von § 93 Abs.4 MStV.28 Auch der kalifornische Bot Disclosure Act
wurde wegen der Gefihrdung anonymer AufSerungen kritisiert. Denn wenn
staatliche Ermittlungsverfahren wegen eines vermeintlichen VerstofSes eingeleitet
werden, dann misste sich der jeweilige Nutzer zu erkennen geben;?” verfahrens-
rechtliche Vorkehrungen, die das verhindern, bestehen nicht oder sind kaum
denkbar.?'® Und auch die Ursprungsfassung des NetzDG hat organisatorische
Pflichten fiir Netzwerkbetreiber Inhalte eingefiihrt, ohne dabei sicherzustellen,
dass der betroffene Nutzer im (Losch-)Verfahren beteiligt wird.?'°" Auch hier
wird die Meinungsfreiheit in verfahrensrechtlicher Hinsicht nicht hinreichend ge-
schiitzt.2'2 Nach §3 NetzDG sind der Beschwerdefiithrer und der betroffene
Nutzer nur tiber die Entscheidung unverziiglich zu informieren und die Entschei-

2095 Dazu schon zuvor, C.I1.3.b.bb(L.).

2096 Allgemein zu Filterprozessen etwa Miiller-Terpitz, ZUM 2020, 365 (373). Hinsichtlich des Botome-
ters etwa Keller/Klinger, Political Communication Vol. 26 (2019), 171 (186); Varol u.a., in: Procee-
dings of the 11™ International AAAI Conference on Web and Social Media, S.280 (284). Ahnlich
auch Thieltges u.a., Effects of Social Bots on the Iran-Debate on Twitter, S. 3.

2097 Vgl. hierzu im Kontext falsch-positiver Ergebnisse von Filtern auch Leistner, ZUM 2012, 722
(729£.).

2098 Neben den hier angesprochenen Fillen weist Oermann, in: Hofmann-Riem, Big Data — Regulative
Herausforderungen, S. 145 (154) hierauf auch im Kontext der gemeinsamen Terrorpropagandada-
tenbank hin.

2099 So etwa Lamo/Calo, UCLA Law Review 66 (2019), 988 (1009. 1022 ff.).

2100 Lamo/Calo, a.a.0., (1023).

2101 Kritisch deshalb auch Fechter/Arnold, in: Frenz, Handbuch Industrie 4.0, S.133 (150); Hoven/
Gersdorf, in: Gersdorf/Paal, Informations- u. Medienrecht, § 1 NetzDG Rn. 6 oder Miiller-Franken,
AfP 2018, 1 (10). Sahl/Bielzer, ZRP 2020, 2 (4) wollen eine solche Méglichkeit jedenfalls de lege
ferenda einfiihren.

2102 Diese Bedenken teilen u.a. auch Kalscheuer/Hornung, NVwZ 2017, 1721 (1724); Gersdorf, MMR
2017, 439 (446).
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dung ist ihnen gegeniiber zu begriinden. Das ist deshalb besonders prekir, weil
das NetzDG nach verbreiteter Ansicht ein Overblocking durch die Organisati-
onspflichten (§3 NetzDG) und BufSgeldtatbestinde (insbesondere §4 Abs. 1
Nr. 2 NetzDG) fordert, indem aus 6konomisch-rationalen Griinden — einerseits
um ein hohes Buf§geld zu vermeiden und andererseits um durch Standardisierung
den Aufwand moglichst begrenzt zu halten — im Zweifel auch rechtmafSige Inhal-
te geloscht werden.?!%

(b.) Vertragsrechtliches Problem oder grundrechtliche Relevanz?

Nun geht von § 93 Abs.4 MStV freilich keine originar staatliche Beeintrachti-
gung aus, vielmehr bewirken private Akteure die nachteiligen Folgen.?'* Inso-
weit konnte dann die Losung — so wie in den iiblichen Fillen von Accountsper-
rungen oder Inhaltsloschungen auch —2'% allein auf vertraglicher Ebene zu su-
chen sein. Denn wenn das Profil nicht als automatisiert bzw. als Fake-Account zu
klassifizieren wire, entspriche es den vertraglichen Anforderungen und wire da-
mit zuldssig. Dann bestiinde ein vertraglicher Anspruch aus den §§ 280 Abs. 1,
249 Abs. 1 BGB gerichtet auf die Riickgiangigmachung einer Kennzeichnung bzw.
Wiederherstellung oder Entsperrung des Profils,?' der gerichtlich ohne Weiteres
geltend gemacht werden kann. Auch wenn das zumindest mit Blick auf die pri-
vatautonome Entscheidung einer Sperrung tiberzeugend klingt, so begriindet im
Falle des § 93 Abs.4 MStV doch der Staat die besondere Gefahrenlage durch
Auferlegung von Uberwachungspflichten.2'?” Die Betreiber agieren nicht mehr
(allein) im Rahmen ihrer Privatautonomie, sondern (auch) in Erfullung einer
durch den Staat begriindeten und ordnungsrechtlich abgesicherten Pflicht.?!%% In

2103 Zum Aspekt der Standardisierung etwa Eifert, NJW 2017, 1450 (1452). Mit Blick auf die Bufigel-
der etwa Papier, NJW 2017, 3025 (3030); Nolte, ZUM 2017, 552 (555{.). Zu beidem Liidemann,
in: Eifert/Gostomzyk, Netzwerkrecht, S. 153 (156 ff.).

2104 Vgl. Lamo/Calo, UCLA Law Review 66 (2019), 988 (1025).

2105 Zur Loschung von Inhalten siche etwa LG Leipzig, Endurteil v. 12.07.2019 - 08 O 2491/18 =
GRUR-RS 2019, 38785, Rn. 18; OLG Miinchen, GRUR-RR 2020, 174 Rn. 60. Der Restore-An-
spruch wird im Falle von inhaltsbedingten Kontensperrungen daneben auch auf die §§ 241 Abs. 2,
1004 BGB gestiitzt, so etwa LG Karlsruhe, Beschluss vom 12.06.2018 — 11 O 54/18 = BeckRS
2018, 20324 Rn. 7; LG Frankfurt a.M., MMR 2018, 545 Rn. 8. Zumindest im letzten Fall ging es
aber um Auferungen, die auch Rechte Dritter tangierten, so dass die urspriingliche Loschung im
Rahmen der Stérerhaftung (§ 1004 BGB) erfolgte. Andernorts wird nur auf den Nutzungsvertrag
i.V.m. § 241 Abs. 2 BGB hingewiesen, so etwa OLG Oldenburg, ZUM-RD 2020, 367 (368); OLG
Dresden, MMR 2018, 756 Rn. 8; OLG Miinchen, NJW 2018, 3115 (3116), wobei § 241 Abs. 2 ge-
rade keine Anspruchsgrundlage bereit hilt (so auch Jobst, NJW 2020, 11 (15)). Entsprechendes gilt
fiir den Nutzungsvertrag.

2106 Auf einen vertraglichen Anspruch verweisen etwa auch Steinebach u.a., Desinformation aufdecken
und bekampfen, S. 185.

2107 Vgl. Liidemann, in: Eifert/Gostomzyk, Netzwerkrecht, S. 153 (158).

2108 Lamo/Calo, UCLA Law Review 66 (2019), 988 (1025). Ebenfalls mit Blick auf die Meinungsrobo-
ter und einer Kennzeichnungspflicht, Schréder, DVBI. 2018, 465 (472). Im Kontext des NetzDG
wurde das auch mit Blick auf exzessive Loschungen (sog. Overblocking) virulent. Auch dort sah
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dhnlichen Konstellationen hatte aber der EuGH grundrechtliche Bedenken auch
wegen der Meinungs- und Informationsfreiheit geduflert.?'” Und mit dem Um-
weg Uber die vertraglichen Rechte und Pflichten belastet man den jeweiligen
Nutzer mit der gerichtlichen Geltendmachung seiner Rechte.?!'® Mit anderen
Worten greift der Staat mit der Auferlegung der Sorgetragungspflicht mittelbar-
faktisch in die Meinungsfreiheit falschlich gekennzeichneter Nutzer ein, sodass
das Fehlen einer verfahrensrechtlichen Absicherung auch ein grundrechtliches
Problem ist.?!"! Daran andert sich auch nichts dadurch, dass der ordnungsrechtli-
che Tatbestand (§ 115 Abs. 1 S. 2 Nr. 45 MStV) nur dann eingreift, wenn zumut-
bare Vorkehrungen tiberhaupt nicht getroffen wurden und damit dhnlich wie § 4
Abs. 1 Nr. 2 NetzDG ein ,,systemisches Versagen“?''? verlangen. Zwar mag hier
ein deutlich grofSerer wirtschaftlicher Zwang bestehen, moglichst vorsichtig zu
agieren, weil nicht ,nur“ Inhalte der Nutzer betroffen sind, sondern die Ac-
counts als solche. Diese sind aber auch bedeutsam fiir die wirtschaftliche Bedeu-
tung der Netzwerke, sodass starke intrinsische Motive bestehen, einer exzessiven
Kennzeichnung oder gar Loschung vorzubeugen.?!''® Gleichwohl édndert das
nichts an dem grundsatzlich nicht vermeidbaren Problem der Fehlentscheidun-
gen. Insoweit mag die Gefahr eines ,,Overblocking® hier geringer, aber eben
nicht auf Null reduziert sein.

man vor allem den Staat in der Pflicht entsprechende Gegenmafinahmen zu ergreifen, weil er die
Anreizstrukturen fiir ein solches Overblocking geschaffen hatte, hierzu Schiff, MMR 2018, 366
(369f.), der von einem Eingriff in die Meinungsfreiheit spricht; Fechner/Arnhold, in: Frenz, Hand-
buch Industrie 4.0, S. 133 (150). Siehe auch Miiller-Franken, AfP 2018, 1 (11f.). Liidemann, in: Ei-
fert/Gostomzyk, netzwerkrecht, S. 153 (164) meint, dass sich ,.ein staatlich initiiertes Verhalten [...]
verfassungsrechtlich nun einmal kategorisch von einem Verhalten Privater unterscheidet.“ Sahl/Biel-
zer, ZRP 2020, 2 (4) halten es jedenfalls fiir sinnvoll verpflichtende Vorgaben fiir ein plattformin-
ternes Anhorungsverfahren festzulegen. Der Anderungsentwurf zum NetzDG sieht deshalb auch
nur hinsichtlich der wegen des NetzDG vorgenommenen Loschungen und nicht auch in Fillen, in
denen sich die Betreiber selbst zu einer Loschung freiwillig entscheiden, ein entsprechendes Gegen-
vorstellungsverfahren fiir betroffene Nutzer vor, BT-Drs. 19/18792, S.17, 48.

2109 EuGH, Urt. v. 24.11.2011 - Rs. C-70/10 = MMR 2012, 174 Rn. 52 — Scarlet Extended SA/Société
belge des auteurs, compositeurs et éditeurs SCRL (SABAM); Urt. v. 16.02.2012 - C-360/10 =
GRUR 2012, 382 Rn. 50 - SABAM/Netlog.

2110 Zum NetzDG deshalb zumindest kritisch Miiller-Franken, AfP 2018, 1 (13); Nolte, ZUM 2017,
552 (558£.).

2111 In diese Richtung auch Schrider, DVBL. 2018, 465 (472). Vgl. hierzu im Kontext des NetzDG
Schiff, MMR 2018, 366 (367f.); Kalscheuer/Hornung, NVwZ 2017, 1721 (1723 f.). Miiller-Ter-
pitz, ZUM 2020, 365 (371) geht etwa bei einer priventiven Filterpflicht von einer verfassungsrecht-
lich unzulissigen Zensur aus, weil diese dem Staat zuzurechnen sei. Mit Blick auf die ganz dhnliche
Lage beim NetzDG statt vieler Liidemann, in: Eifert/Gostomzyk, Netzwerkrecht, S. 153 (164).

2112 Siehe hierzu die BufSgeldleitlinien v. 22.03.2018, S. 7 f.

2113 Zu dieser betriebswirtschaftlichen Eigenrationalitdt vgl. Konig, AcP 219 (2019), 611 (637).
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(c.) Verfahrensrechtliche Absicherung als vom Ubermaf$verbot geforderter
Schutz?

Aus Sicht des Ubermafiverbotes ist dieser Fingriff zwar logische Folge der Ab-
wehr spezifischer Gefahren. Gleichwohl konnte dieser Eingriff schon deshalb
nicht erforderlich sein, weil man die grundrechtlichen Interessen der Nutzer
verfahrensrechtlich hitte absichern konnen bzw. miissen. Die prinzipielle Not-
wendigkeit einer solchen Absicherung hat die Judikatur immerhin auch in rein
privatrechtlichen Konstellationen betont. Das gilt etwa mit Blick auf die vollum-
fingliche Sachaufklirung bei potentiell personlichkeitsverletzenden Auflerungen.
Hier fordert der BGH auch die Anhérung des jeweiligen Urhebers der Auflerung
durch den Betreiber.?''* Und das BVerfG hat mit Blick auf bundesweit verhiangte
Stadionverbote ebenfalls (grundsitzlich) eine vorherige Anhorung des Betroffe-
nen gefordert.2!" Das muss dann aber erst recht dort gelten, wo der Staat durch
die Statuierung entsprechender Pflichten mittelbar Gefahren fiir Grundrechte der
Nutzer schafft.2!'e

Eine davon zu trennende Frage ist, ob eine solche verfahrensrechtliche Absi-
cherung nicht der Effektivitat der Regelung im Wege stiinde.?!'” Denn wahrend
bei reinen Inhalten die Darlegung fiir die Bewertung einer Auflerung notwendi-
gen Umstidnde durchaus hilfreich sein kann, fihrt allein die blofse Darlegung der
Menschlichkeit eines Nutzerprofils kaum weiter. Vielmehr wiirde das Risiko ge-
schaffen, dass die Kennzeichnungspflicht (§ 18 Abs. 3) bzw. die Sorgetragungs-
pflicht (§ 93 Abs.4 MStV) durch die Hintertiir umgangen wird. Insoweit miiss-
ten spezifische (technische) Hiirden geschaffen werden, die regelmifiig nur von
echten Nutzern umgangen werden konnen, wofiir insbesondere Captchas in der
Vergangenheit eingesetzt wurden.?!'® Bei Captchas handelt es sich um kleinere
Ritsel, etwa ein verzerrter oder visuell veranderter Text bzw. Textzeichen-Zah-
len-Kombinationen, die zur Verifikation gelost werden miussen.?'" Allerdings
konnen auch Bots durchaus in der Lage sein, entsprechende Ritsel ohne Weiteres
zu losen; und theoretisch besteht auch die Moglichkeit, dass solche Ritsel von
echten Menschen gelost werden, um sodann den automatisierten Zugriff wieder

2114 BGH, MMR 2012, 124 Rn. 25 ff. - Blog-Eintrag; MMR 2016, 418 LS. 2 und Rn. 24 — Arztebewer-
tung I11. Hierauf im Falle des NetzDG ebenfalls hinweisend Hoven/Gersdorf, in: Gersdorf/Paal, In-
formations- u. Medienrecht, § 1 NetzDG Rn. 6; Koreng, GRUR-Prax 2017, 203 (205).

2115 BVerfGE 148, 267 (285 f.) — Stadionverbot.

2116 Mit Blick auf das NetzDG etwa Miiller-Franken, AfP 2018, 1 (13); Schiff, MMR 2018, 366 (368).

2117 Andeutend Schréder, DVBL. 2018, 465 (470).

2118 Auf diese Captchas im Kontext der Meinungsroboter ebenfalls hinweisend Milker, InTeR 2017, 199
(204); Schréder, DVBL. 2018, 465 (472); Gummz/Kar, in: Weber, OFIT-Trendschau, Trendthema
44: Social Bots, und Daniel/Cappiello/Ben, IEEE Internet computing online 2019, 40 (45).

2119 Milker, InTeR 2017, 199 (204).
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zu ermoglichen.?'? Wegen derlei Effektivitatsbedenken?'?! ist es nicht unvertret-
bar von der Erforderlichkeit einer Sorgetragungspflicht ohne verfahrensrechtliche
Anforderungen auszugehen.

Mit Blick auf die herzustellende praktische Konkordanz iiberzeugt es aber
kaum, dass weder die Regelungen eine verfahrensrechtliche Absicherung explizit
vorsehen, noch dass die Linder bei Erlass — jedenfalls ist dies nicht aus der
Gesetzesbegrindung ersichtlich — sich zumindest Gedanken tiber dieses Problem
gemacht hitten.?'?? Insoweit ware auch die Frage, ob eine solche Absicherung
tiberhaupt vorgesehen ist, von der Frage, wie diese konkret aussehen kann, zu
trennen. Dass hier nicht auf die Verfahren bei inhaltlichen Loschungen oder
Stadionverboten zuriickgegriffen werden kann, liegt schon in der Besonderheit
der Meinungsroboter begriindet.

(d.) Verfassungswidrigkeit des MStV?

Im Ausgangspunkt gebietet also die abwehrrechtliche Dimension der Grundrech-
te, dass der Staat verfahrensrechtliche Schutzvorkehrungen vorsieht, um solch
nachteilige Folgen fir die Nutzer und ein ,,Overblocking® seitens der Netzwerk-
betreiber zu verhindern.?'?*> Ob das den MStV aber schon deshalb verfassungs-
widrig macht, ist zumindest diskutabel. Entscheidend hierfiir ist nicht, dass die
tatsdchliche Belastung der Meinungsfreiheit von dem Umfang falsch-positiver Er-
gebnisse abhingt.?'?* Denn bestehende Erkennungssoftware ist nie fehlerfrei und
kann dies angesichts der fortschreitenden Simulation menschlichen Verhaltens
auch zukinftig nicht werden. Allerdings sieht der MStV eine Nachbesserungs-
moglichkeit durch die Satzungs- und Richtlinienbefugnis der Landesmedienan-
stalten (§ 96 MStV) vor. Sofern diese Kompetenz nur mit Blick auf die Konkreti-
sierung der sie betreffenden Verpflichtungen des dritten Unterabschnitts ,,Medi-
enintermedidre gilt, liele sich argumentieren, dass verfahrensrechtliche Anfor-
derungen Bestandteil der Sorgetragungspflicht im weiteren Sinne sind und damit
§ 93 Abs.4 MStV zugeordnet werden konnen. Damit finden aber ganz spezifi-
sche Vorgaben, die keinerlei Eingang in den MStV oder in die Begriindung gefun-
den haben — uiber die sich der Gesetzgeber moglicherweise also gar nicht bewusst
war —, iiber die Satzungsbefugnis der Landesmedienanstalten Eingang in den Me-

2120 Auf diese Unsicherheiten ebenfalls hinweisend Schroder, DVBL. 2018, 465 (472).

2121 Zur Ineffektivitit von Captchas siche etwa Boshmaf u.a., Computer Networks 57 (2013), 556
(559). Zu Verbesserungsmoglichkeiten siehe etwa Hitaj u.a., Capture the Bot.

2122 1LE. ebenfalls Schrider, DVBIL. 2018, 465 (472). Allgemein mit Blick auf Filtertechnologien und
der Notwendigkeit einer verfahrensrechtlichen Absicherung etwa Miiller-Terpitz, ZUM 2020, 365
(373). Zur Verbesserung von Captchas auch zur effektiven Bekimpfung von Meinungsroboter siche
etwa Hitaj u.a., Capture the Bot.

2123 Allgemein im Rahmen von Filtertechnologie Miiller-Terpitz, ZUM 2020, 365 (373). In diese Rich-
tung zum NetzDG tendenziell auch Miiller-Franken, AfP 2018, 1 (13).

2124 Vgl. Leistner, ZUM 2012, 722 (730).

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

376 3. Kapitel: Rechtsfolgen der Schutzpflicht

dienstaatsvertrag. Aus Sicht der Meinungsfreiheit und potentiell betroffener Nut-
zer handelt es sich hierbei aber um eine wesentliche Frage der Grundrechtsaus-
tibung, sodass viel dafirspricht, dass es Sache des Gesetzgebers wire, entspre-
chende verfahrensrechtliche Anforderungen zumindest in einer § 93 Abs. 4 MStV
entsprechenden, abstrakten Weise vorzugeben.?!?’

Die Kompetenz der Landesmedienanstalten konnte aber etwa die Einfithrung
einer Ubergangsfrist umfassen, in der von einer strengen Durchsetzung vorerst
abgesehen wird. Insoweit konnte voriibergehend allein das aufgezeigte Mindest-
maf3 verpflichtend sein und die strengere proaktive Uberwachungspflicht vorerst
zeitlich begrenzt aufgeschoben werden. Dadurch konnte gewihrleistet werden,
dass die Betreiber nicht nur geniigend Zeit haben, die Vorgaben umzusetzen, son-
dern dass sie dabei auch verniinftige und sachgerechte MafSnahmen auch in Ab-
stimmung mit der Forschungsgemeinschaft treffen und so in einen Diskurs tiber
die moglichen Ansitze einer moglichst fehlerfreien Erkennungssoftware eintreten
und diesen fortfithren. Von der drohenden Sorgetragungspflicht und der Ord-
nungswidrigkeit (§ 115 Abs.1 S.2 Nr. 45 MStV) ginge jedenfalls ein entspre-
chender Druck aus, entsprechende Losungen finden zu miissen.

Gleichwohl bleibt auch hier eine verfahrensrechtliche Absicherung zwingend
notwendig, um der Meinungsfreiheit filschlich betroffener Nutzer Rechnung zu
tragen. Solange diese fehlt, wird die Sorgetragungspflicht des § 93 Abs. 4 MStV
die Meinungsfreiheit der Nutzer verletzen und deshalb verfassungswidrig sein.

(e.) Zukiinftige Verfahrensrechtliche Ausgestaltung

In jedem Fall wire also eine Nachbesserung notwendig, die eine konkrete Aus-
gestaltung im MStV notwendig macht. Dabei bedarf es nicht nur wegen des
erneuten Eingriffs in die unternehmerische Freiheit, sondern auch wegen der
Komplexitit potentieller Losungsansitze, eines gewissen Umsetzungsspielraumes,
um auch hier den unterschiedlichen Angeboten gerecht werden zu konnen.?!2¢
Wie konnte also eine Losung aussehen?

Hierfir lohnt ggf. ein Blick auf vergleichbare Probleme und ihre Losung. Weil
auch im NetzDG verfahrensrechtliche Absicherungen bislang fehlten, sieht der
Anderungsentwurf des NetzDG in § 3b NetzDG-E ein Gegenvorstellungsverfah-
ren vor.”'?” Hiernach hat ,,[d]er Anbieter eines sozialen Netzwerks [...] ein wirk-
sames und transparentes Verfahren [...] [vorzuhalten], mit dem sowohl der Be-

2125 So liegt der Fall letztlich auch beim NetzDG, vgl. § 3b NetzDG-E, BT-Drs. 19/18792, wobei hier
freilich eine Konkretisierungsbefugnis der Aufsichtsbehorde fehlte und insoweit der Gesetzgeber
selbst titig werden musste. Mit Blick auf den MStV vgl. hierzu Liebermann, in: Gersdorf/Paal, In-
formations- und Medienrecht, § 96 MStV Rn. 6.

2126 So auch Liober/Roffnagel, MMR 2019493 (497).

2127 1In der Gesetzesbegriindung wird explizit auf das Overblocking hingewiesen, und auf die Notwen-
digkeit dafiir Sorge zu tragen, dass die Nutzerrechte in diesem Kontext abgesichert werden, BT-Drs.

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

C. Untermafverbot — Erfiillung und Konkretisierung der staatlichen Schutzpflicht? 377

schwerdefiihrer als auch der Nutzer, fiir den der beanstandete Inhalt gespeichert
wurde, eine Uberpriifung einer [...] getroffenen Entscheidung [...] herbeifiihren
kann. Der Uberpriifung bedarf es nur, wenn der Beschwerdefiihrer oder der Nut-
zer, fiir den der beanstandete Inhalt gespeichert wurde, unter Angabe von Griin-
den einen Antrag auf Uberpriifung innerhalb von zwei Wochen nach der Infor-
mation iber die urspriingliche Entscheidung stellt (Gegenvorstellung). Der An-
bieter des sozialen Netzwerks muss zu diesem Zweck ein leicht erkennbares Ver-
fahren zur Verfigung stellen, dass eine einfache elektronische Kontaktaufnahme
und eine unmittelbare Kommunikation mit ihm ermoglicht. [...].“ Der Verhal-
tenskodex der EU sieht zumindest auch Verpflichtungen zur Wahrung der
Grundrechte der Nutzer vor. Und auch die geplante Verordnung zur Verhinde-
rung der Verbreitung terroristischer Inhalte enthilt verpflichtende Absicherun-
gen. So ist schon bei eigenstindig ergriffenen Mafinahmen nach Art.6 ,den
Grundrechten der Nutzer sowie der grundlegenden Bedeutung der Meinungs-
und Informationsfreiheit in einer offenen und demokratischen Gesellschaft Rech-
nung zu tragen“*'28, was in dem Kommissionsentwurf durch eine Berichtspflicht
in Art. 6 Abs. 2 abgesichert werden sollte, die aber das Europaische Parlament in
der ersten Lesung gestrichen hat.?'?” Und im Falle der Verwendung automatisier-
ter Werkzeuge haben die Anbieter gem. Art. 9 Abs. 1 Schutzvorkehrungen fiir die
Meinungs- und Informationsfreiheit zu treffen, was nach Abs.2 insbesondere
eine menschliche Aufsicht und Uberpriifung erfordert. Zudem — und das ist das
hier eigentlich interessante — soll nicht nur Art. 9a die Mitgliedstaaten zur Schaf-
fung wirksamer Rechtsbehelfe verpflichten, sondern Art. 10 erweitert dies auch
auf die Anbieter, die ein Beschwerdeverfahren bereithalten miissen.

Dass ein vergleichbares ,,Gegenvorstellungsverfahren“ wenig Sinn ergibt, weil
es hier nicht um Inhalte, sondern um menschlich wirkende Kommunikation geht,
wurde bereits angesprochen. Allerdings wire es angezeigt, zumindest eine der
Sorgetragungspflicht entsprechende ,,abstrakte Schutzvorkehrungspflicht“ einzu-
fithren, die §93 Abs.4 MStV beigefigt wird, was — in Anlehnung an Art. 1
Abs. 1 lit. b) und Art. 10 Abs. 1 der VO — wie folgt aussehen konnte:

§93 MStV
(4) Anbieter von Medienintermediiren, die soziale Netzwerke anbieten, haben dafiir Sor-
ge zu tragen, dass Telemedien im Sinne von § 18 Abs. 3 gekennzeichnet werden. Sie ha-

19/18792, S.17. Kritisch zu dem Anderungsentwurf etwa Spiegel/Heymann, K&R 2020, 344
(3471.).

2128 So in der urspriinglichen Version der KOM(2018) 640 final, die durch das Europdische Parlament
leicht abgewandelt aber im Kern beibehalten wurde (siche hierzu zuletzt das Dossier des Rats der
EU 8663/19).

2129 Legislative EntschlieSung des Europdischen Parlaments vom 17. April 2019 zu dem Vorschlag fiir
eine Verordnung des Europiischen Parlaments und des Rates zur Verhinderung der Verbreitung ter-
roristischer Online-Inhalte, P§_TA-PROV(2019)0421.
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ben auch fiir geeignete und wirksame Vorkehrungen zum Schutz der rechtlichen Interes-

sen falschlich betroffener Telemediendienstanbieter Sorge zu tragen.
Dadurch wiirde man auch mit Blick auf die Schutzvorkehrungen eine abgestufte
Regelung vorsehen, die mit der abgestuften Sorgetragungspflicht korrespondiert.
Je eher eine proaktive Tatigkeit gefordert ist, desto eher werden auch geeignete
und wirksame?'3? Schutzvorkehrungen notwendig. Dadurch wiirde man auch den
(sinnvollen) Ansatz einer regulierten Selbstregulierung fortschreiben und so auch
der unternehmerischen Freiheit Rechnung tragen.?'>! Zudem verbieten sich kon-
krete Vorgaben hier aber auch schon aus demselben Grund, wie bei der Sorgetra-
gungspflicht: geeignete Schutzvorkehrungen fiir Nutzer — wie etwa die oben an-
gesprochenen Captchas — sind schon jetzt nicht uniiberwindbar. Feste Vorgaben
wiirden also Gefahr laufen, dass der Gesetzgeber hinter der technischen Wirk-
lichkeit zuriickbleibt oder den Entwicklungen nicht in derselben Geschwindigkeit
folgen kann. Schon deshalb macht es durchaus Sinn, dass den Betreibern und
ihrem technischen Sachverstand die Umsetzungskompetenz zukommt.?'3? Mit
den Kontrollrechten und der Satzungsbefugnis der Landesmedienanstalten (§ 96
MStV) kann immer noch lenkend und regulierend interveniert werden. Insgesamt
wirde der Staat dadurch zumindest seiner primiren Verantwortung, mittelbar-
faktische Eingriffe zu vermeiden, gerecht werden. Auf sekundirer Ebene ist es
ihm zudem durch die entsprechenden aufsichtsrechtlichen Befugnisse (etwa
§§ 95, 56 MStV) moglich, die Einhaltung der Vorgaben wirksam zu kontrollie-
ren und seine Verantwortung also auch hinsichtlich des Normvollzugs wahrzu-
nehmen.

Auf Seiten der Betreiber konnte ein abgestuftes Schutzkonzept eine konforme
Umsetzung sein. Die Schutzvorkehrungen greifen auf verschiedenen Ebenen ein,
einerseits beim Registrierungsprozess, sofern etwa Zugriffe von bereits bekann-
ten und kritischen IP-Adressen erfolgen. Primdr wird es aber darum gehen,
mithilfe automatisierter und algorithmisierter Verfahren die Datenstrome zu
iberwachen, um bestimmte, auf Bots hinweisende Auffilligkeiten ausfindig zu
machen.?'3 Hierfiir werden ganz unterschiedliche Ansitze verfolgt, die wegen

2130 In anderen Fillen wird explizit gefordert, dass eine umgehende Uberpriifung eingehender Beschwer-
den erfolgen muss (etwa § 3a Abs. 2 Nr. 3 NetzDG-E, BT-Drs. 19/18792, S. 10, ,,unverziiglich einer
Uberpriifung]...]; Art. 10 Abs. 2 der geplanten VO zur Verhinderung der Verbreitung terroristischer
Online-Inhalte sieht im KOM-Entwurf vor, dass umgehend jede eingehende Beschwerde iiberpriift
wird und der Inhalt unverziiglich reaktiviert wird, wenn dessen Entfernung oder Sperrung nicht ge-
rechtfertigt war. Und in Art. 9 Abs.2 sollen Schutzvorkehrungen bei proaktiven Maffnahmen be-
sonders die Aufsicht und Uberpriifung durch Menschen beinhalten, COM(2018) 640 final).

2131 Als geeignete Schutzvorkehrung kidmen neben technischen Losungen vor allem eine hindische
Nachkontrolle in Betracht. Dies scheint die Enquete-Kommission Kiinstliche Intelligenz gar als not-
wendige Voraussetzung bei automatisierten Verfahren anzusehen, BT.-Drs. 19/23700, S. 492, 497.

2132 Allgemein betonen Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und kiinstliche Intel-
ligenz, S. 85 (110), die Grenze ,,der Schnelligkeit der technischen Entwicklung.

2133 Nach der normativen Pflicht betrife das allerdings nur Aufrufe bzw. Interaktionen, die aus
Deutschland also mit einer in Deutschland registrierten IP-Adresse vorgenommen werden, sofern
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der Vielfiltigkeit nur abstrakt aufgezeigt werden konnen:2** Einige Verfahren —
wie der Botometer — betrachten nur die individuellen Accounts und dazu ge-
horige Daten (u.a. Follower-Followee-Ratio, Sentiment, Tweets-per-Day-Ratio,
Reaktionsgeschwindigkeit usf.).?!** Andere Ansitze ziehen erginzend oder in ers-
ter Linie inhaltliche Aspekte heran.?'3¢ Teilweise wird auch eher eine breitere
Netzwerkanalyse vorgenommen, die vor allem die Interaktionen der Profile un-
tereinander im Blick hat, um so kollektive Phinomene — etwa Botnetzwerke —
ausfindig zu machen.?’¥” Und wieder andere setzen auf eine ,adversarial ma-
chine-learning bot detection“. Hierbei dienen nicht nur (hochentwickelte) Bots
und legitime Nutzerprofile als Trainingsdaten, auf Grundlage derer ein sog. Dis-
criminator organische von anorganischen Daten bzw. authentisches von nicht
authentischem Verhalten unterscheiden soll.2!*® Ein sog. Generator entwickelt zu-
dem fortlaufend weitere von den Trainingsdaten abweichende Beispiele. Dadurch
wird der Discriminator auch tiber aktuelle Beispiele hinaus ,trainiert“. Unabhan-
gig von der konkreten Erkennungssoftware — insoweit ist es auch Aufgabe der
Empirie den Weg zu einem sinnvollen Ansatz zu ebnen —2'* durfte das Ziel
jedenfalls darin bestehen, eine gewisse ,,Automatisierungswahrscheinlichkeit“ ei-
nes jeden Nutzerprofils zu berechnen. Je nach Wahrscheinlichkeitsgrad konnte
sodann das weitere Vorgehen variieren:>'*" Bei geringeren Wahrscheinlichkeiten
konnten entsprechende Konten ohne Weiteres von einer weiteren Kontrolle aus-
genommen werden. Bei hoheren Wahrscheinlichkeiten béte es sich an, entspre-
chende Profile zu markieren und in einen Speicher aufzunehmen, der eine weiter-
gehende und prazisere Kontrolle des Profils ermoglicht. Daneben konnten auch
besondere Verifikationsmechanismen in solchen Fillen eingreifen, sodass entspre-
chende Profile ihre Menschlichkeit nachweisen miissten, ehe sie wieder Zugang

nicht die Profilinformationen selbst — etwa durch den angegebenen Wohnort o0.4. — den Schluss ei-
nes in Deutschland niedergelassenen Nutzers nahelegen (vgl. § 1 Abs. 7 MStV).

2134 Ein Uberblick hieriiber und iiber die Entwicklung der Erkennungsmethoden bietet etwa Cresci,
Communication of the ACM Vol. 63 (2020), 72 (76 ff.).

2135 Zu diesem etwa Varol u.a., in: Proceedings of the Eleventh International AAAI Conference on Web
and Social Media, S.280ff. Ahnliche Ansitz finden sich etwa bei Ferrara, First Monday Vol. 22
Nr. 8 (2017); Thieltges u.a., Effects of Social Bots in the Iran-Debate on Twitter, 2018 oder Uyheng/
Carley, Journal of Computational Social Sciences 2020, S. 7.

2136 In diese Richtung etwa Sumaila/Wakamiya/Aramaki, DBS] Journal Vol. 18 (2020), 1ff; Schdfer/
Evert/Heinrich, Big Data Vol. 5 (2017), 294 (300).

2137 Zu diesen gruppenbezogenen, kollektiven Erkennungsansitzen siehe ebenfalls Cresci, Communica-
tion of the ACM Vol. 63 (2020), 72 (78f.).

2138 Ausfiihrlicher hierzu Cresci, a.a.O., (80f.).

2139 Cresci, ebd. spricht sich vor allem fiir den zuletzt aufgezeigten Ansatz aus. Ross u.a., European
Journal of Information Systems, 394 (408) meinen, dass eine Kombination von ,natural language
processing, social network analysis and other fields[...]” notwendig ist, um ein effektives System
zu entwickeln. Und Grimme u.a., Big Data Vol. § (2017), 279 (291 meinen, dass nur inhalts- und
profilbasierte Informationen Grundlage einer Erkennung sein kénnen.

2140 Damit wiirde man auch den Ungewissheiten begegnen, ab welcher Automatisierungswahrschein-
lichkeit eigentlich ein ,,Meinungsroboter® vorliegt, zu diesen Problemen etwa Oehbmer/Pedrazzi,
UFITA 2020, 7 (11).
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zum Netzwerk erhalten.?'*! Inwieweit das aber per se zu einer Verifizierung fiih-
ren sollte, hingt von den Verifizierungsmethoden ab.?'* Insoweit kann vor allem
auch eine hiandische Nachkontrolle ratsam sein. Nur in offensichtlicheren Fillen
und damit bei sehr hohen Wahrscheinlichkeiten durfte eine umgehende direkte
Kennzeichnung der Profile durch die Betreiber angezeigt sein. Auch hier wire
dann aber ein Verifikationsmechanismus bereit zu halten, damit in falsch-positi-
ven Fillen eine Riickgdngigmachung in Betracht kommt.

(4.) Zwischenfazit: Abgestuftes Schutzkonzept als Kompromiss zwischen
Schutz- und Abwehrrechten

Auch wenn die Pflicht des § 93 Abs. 4 MStV der Betreiber allein mit Blick auf die
unternehmerischen Interessen kaum angreifbar ist, sondern sich vielmehr im
Rahmen der Prirogative der Lander bei Ausgestaltung ihrer grundrechtlichen
Schutzpflicht bewegt, bestehen verfassungsrechtliche Bedenken in den Fillen, in
denen durch die Sorgetragungspflicht neue Gefahren fiir die Meinungsfreiheit der
Nutzer geschaffen werden, die falschlicher Weise als Meinungsroboter identifi-
ziert und daraufhin gekennzeichnet werden. Insoweit wire es auf lange Sicht not-
wendig, dass die Lander hier — dhnlich wie es der Bund nun auch beim NetzDG
vorhat — nachbessern und zumindest die Sorgetragungspflicht um abstrakte Vor-
gaben ergidnzen wiirden. Auch hierbei golte dann, dass mit zunehmender Mei-
nungsbildungsrelevanz und daraus erwachsender gesellschaftlicher Verantwor-
tung auch zunehmende Sicherungsvorkehrungen sowohl vor den Meinungsrobo-
tern als auch vor negativen Auswirkungen fiir die Meinungsfreiheit zu treffen
wiren. Eine denkbare Option wire ein abgestuftes Verfahren in Abhingigkeit
von der ,,Automatisierungswahrscheinlichkeit“ oder anderen entsprechenden Pa-
rametern. Dieses kann neben einer engmaschigen Uberwachung auffilliger Ac-
counts auch bestimmte Verifikationsmethoden und in offensichtlicheren Fillen
zu einer Kennzeichnung durch die Betreiber fithren. Dabei muss freilich sicherge-
stellt sein, dass echte Nutzer die (effektive) Moglichkeit haben, sich falschlich er-
griffener Maffnahmen zu erwehren.

2141 In diese Richtung auch mit Verweis auf Captchas Oebmer/Pedrazzi, UFITA 2020, 7 (23).

2142 Zu den Problemen bei Captchas siehe bereits oben, C.I1.3.b.bb(IL.)(3.)(c.). Identititsiiberpriifungen
anhand von Ausweisdokumenten o.i. konnten demgegeniiber ,,sicherer sein. Twitter hat etwa auf
die Verifikation mittels Mobiltelefon-Nachrichten gesetzt. Erfolgte eine Verifikation nicht innerhalb
einer festgelegten Frist, wurden entsprechende Profile endgiiltig geloscht, Silva/Proksch, American
Political Science Review 2020, 1 (2).
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4. Bilanz des Medienstaatsvertrages

Die Regelungen des MStV sind keine ,, Wunderwaffe“, um den herausgearbeite-
ten Schutzbedurfnissen zu begegnen.?'** Allerdings ging es auch nie darum jegli-
chen Einflissen, die Auswirkung auf den Meinungsbildungsprozess der Nutzer
haben konnen, durch eine engmaschige, eingriffsintensive Regulierung entgegen-
zutreten. Vielmehr vertrauen die Lander grundsitzlich weiterhin auf die primar
gesellschaftliche und vor allem auch nutzerautonome Problemlosung und adres-
siert nur spezifische Probleme im Wege einer regulierten Selbstregulierung.?'#*
Angesichts vieler Ungewissheiten wahrt man damit jedenfalls auch die berechtig-
ten Interessen der Netzwerkbetreiber und verhindert, selbst Verursacher noch
viel gravierender Verzerrungen zu werden.?'* Die Linder adressieren auf Seiten
der Intermediire nur bestehende Risikopotentiale, die aus einer Informations-
asymmetrie oder einem potentiellen Einfluss auf die priorisierte Weiterleitung
von Inhalten resultieren. Mit Blick auf Erstere orientieren sich die Lander an den
seit langem erhobenen Transparenzforderungen.?'*® Das mag zwar eine ,,Pionier-
leistung“2'4” deshalb sein, weil damit der erste Mitgliedstaat der EU einen spezi-
fischen medienrechtlichen Vorstof§ in die digitale Welt der Intermediire wagt.
Allerdings setzt schon die P2B-VO im kommerziellen Bereich auf vergleichbare
Transparenzanforderungen. 2'* Eine wirkliche Neuerung, die das spezifische Ri-
sikopotential adressiert, ist insoweit das Diskriminierungsverbot.
Fortschrittlicher mag dann wohl eher der Versuch der Regulierung potenti-
ell problematischer, automatisierter Nutzerprofile sein. Das gilt aber auch hier
nicht unbedingt fiir die gesetzlich angeordnete Transparenz, durch die der Ein-
fluss von Meinungsrobotern insoweit neutralisiert werden kann, wie er auf
einer Tduschungswirkung beruht. Auch der Staat Kalifornien hat mit dem Bot
Disclosure Act bereits dhnliche MafSnahmen ergriffen. Wie auch schon beim
NetzDG kommt vor allem der normierten Verantwortlichkeit der groffen Netz-
werkbetreiber zu, die eine Absicherung der Kennzeichnungspflicht auch durch

2143 Hinsichtlich des kalifornischen ,,Bot Disclosure Act“ meint etwa Hines, Houston Law Review 57
(2019), 405 (434). ,,While SB 1001 may not totally solve the problem of unregulated bots, it is
necessary for government to at least start and act, if only to build public confidence that the issue is
not out of control®.

2144 Vgl. zum Konzept regulierte Selbstregulierung Blaue, ZUM 20035, 30 (38).

2145 Das gilt etwa mit Blick auf die diskutierten Vorschlige einer auch inhaltsspezifischen Regulierung
der Medienintermediire, sei es im Rahmen einer Must-Carry-Regelung oder einer zweiten informa-
tiven und von der Personalisierung unabhingigen Informationssiule. Kritisch zu derartigen positi-
ven Diskriminierungen Liesem, AfP 2020, 377 Rn. 19 ff. oder Ingold, MMR 2020, 82 (85).

2146 Liesem, AfP 2020, 377 Rn. 25 bezeichnet dies als ,,conditio sine qua non einer wirksamen Regulie-
rung“. In diese Richtung ebenfalls Enquete-Kommission Kiinstliche Intelligenz, BT.-Drs. 19/23700,
S.486. Kritisch aus demokratietheoretischer Sicht zu dieser fehlenden Transparenz etwa Drerup, in:
Binder/ders., Demokratieerziechung und Bildung digitaler Offentlichkeit, S. 29 (37).

2147 So betitelnd Liesern, AfP 2020, 377.

2148 Gleichwohl bezeichnen Fehling/Leymann, AfP 2020, 110 Rn. 29 die Transparenzpflicht als ,,inno-
vativer und zielfiihrender* als das Diskriminierungsverbot.
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eine proaktive Uberwachung gewihrleisten miissen. Die betrieblichen Interessen
der Betreiber stehen dem jedenfalls nicht im Weg. Probleme ergeben sich hier
lediglich aus der kollidierenden Meinungsfreiheit Dritter, die potentiell die Ver-
fassungswidrigkeit begriinden konnen. Derlei Gefahren lassen sich aber durch
(Fein-)Justierungen ohne Weiteres minimieren.

Zusammen genommen sorgt der Medienstaatsvertrag dafiir, dass wesentliche
Voraussetzungen einer autonomen, reflektierten und vielfaltsorientierten Rezep-
tion von Inhalten rechtsverbindlich gewihrleistet werden.?'*” Das fiihrt — trotz
bestehender Schwichen der Regelungen — zu einem vertretbaren und jedenfalls
uberzeugenden Mindestschutz der grundrechtlich zu schiitzenden Interessen der
Nutzer im Hinblick auf die Beeinflussung durch Meinungsroboter.?'*® Nicht nur
wird die Tauschungswirkung der Meinungsroboter adressiert und aufgedeckt,
sondern es wird auch ein Verstandnis fur betreiberseitig hervorgerufene Verzer-
rungen bei der Informationsweitergabe — die eben auch fiir den Einfluss der
Meinungsroboter kausal werden — erméglicht.

Gleichwohl ldsst der MStV mit Blick auf die Meinungsroboter?'s! auch wei-
terhin gewisse Fragen unbeantwortet. So gewihrleistet der Staatsvertrag zwar
mit den Transparenzpflichten, dass notwendige Informationen fiir die Nutzer
verpflichtend bereitstehen. Allerdings ist damit nicht sichergestellt, dass diese
Informationen auch tatsichlich in einer Weise verstanden werden, dass den Nut-
zern deren Bedeutung, der Einfluss und die technischen Zusammenhinge in einer
Weise bewusst werden, die nachhaltig ihr Rezeptions- und Nutzungsverhalten
verdndern kann. Man adressiert bei dem ,,problem of many hands“2'? lediglich
die staatliche Seite und die der Betreiber. Bedenkt man aber, dass vor allem
auch die individuellen, unterbewussten Entscheidungen mafSgeblich fiir eine tat-
sachlich vielfiltige Informiertheit sind, dann geht es — ebenso wie mit Blick
auf die Transparenz — auch weiterhin um die Gewihrleistung einer gewissen
»digitalen Medienkompetenz“ der Nutzer. Neben diesen faktischen Schwichen
bleibt die Frage unbeantwortet, inwieweit nicht nur die eigentlichen Inhalte auto-
matisierter Profile als solche gekennzeichnet werden miissen, sondern auch bei
akkumulierten Daten dafiir Sorge zu tragen ist, dass diese ohne den Einfluss
von Meinungsrobotern zustande kommen. Ohnehin ist der raumliche und sach-
liche Anwendungsbereich mit der Fokussierung auf rein inlindische Anbieter

2149 Ahnlich auch Fehling/Leymann, AfP 2020, 110 Rn. 29.

2150 Kritisch allerdings jedenfalls mit Blick auf die allgemeinen Intermedidrsvorgaben Cornils, AfP 2018,
377 (385).

2151 Abseits der Meinungsrobotern ist vor allem das fehlende Medienkonzentrationsrecht fir die digita-
len Angebote zu nennen (kritisch hierzu etwa Enquete-Kommission Kiinstliche Intelligenz, BT.-Drs.
19/23700, S. 486). Insoweit bleibt es (vorerst) bei dem Primat des Wettbewerbsrechts als potentielle
Grenzen fiir die Marktmacht bestimmter Angebote.

2152 So bezeichnen Oebmer/Pedrazzi, UFITA 2020, 7 (9, 15), das aus den unterschiedlichen Verantwor-
tungssphéren resultierende Problem.
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zumindest begrenzt. Und auch ist der Medienstaatsvertrag kein probates Mittel,
um besonders — auch unabhingig von Meinungsrobotern — das Problem der Ver-
breitung desinformativer Inhalte zu adressieren.

III. Fazit: Prinzipiell wirksame Konkretisierung der Schutzverantwortung durch
die Lander

Dass sich der durch soziale Netzwerke geschaffene digitale und partizipative
Meinungsmarkt selbst regulieren kann, ist angesichts der nicht immer kongruen-
ten Interessen der Nutzer und der Betreiber und der bislang oligopolen Struktur
eher eine ,,unzulingliche Projektion eines 6konomischen Regulationsmodells?!53
denn eine Gewissheit, die staatliche Regulierung entbehrlich macht. Es ist vor
allem eine Frage des Vertrauens, ob Anbieter wirksamen Schutz bereithalten
oder dies nicht vielmehr der Staat in spezifischer Weise zu erbringen hat. Das
bisherige Recht vertraute lange Zeit in vielen Bereichen und so auch hinsicht-
lich der Meinungsroboter ausschliefSlich der Selbstregulierung der Betreiber und
vernachlassigte damit eine auch staatliche Verantwortung fiir diesen Bereich.?'%
Angesichts der zunehmenden Relevanz der digitalen Medien und der fehlenden
wirksamen Kontrollmoglichkeit der Betreiber kann dieses Konzept nicht mehr
iberzeugen. Der Medienstaatsvertrag schligt insoweit eine Briicke zwischen
einerseits rechtsverbindlichen Vorgaben, ihrer wirksamen staatlichen Kontrolle
und andererseits behutsamen regulativen Vorgehens. Insoweit konkretisieren die
Liander die bestehende Schutzverantwortung fir Meinungsroboter jedenfalls in
einer nicht offensichtlich fehlerhaften Weise, die zumindest aus Sicht der grund-
rechtlichen Schutzpflicht und des Untermafsverbotes (vorerst) nicht angreifbar
ist.

2153 Brinkmann, UFITA 2019, 364 (373).
2154 Ahnlich mit Blick auf Meinungsroboter Oebmer/Pedrazzi, UFITA 2020, 7 (9).
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Auch wenn zurzeit keine zusitzlichen Maflnahmen (verfassungsrechtlich) gefor-
dert werden konnen, so endet die rechtliche, wissenschaftliche und politische
Diskussion damit noch lange nicht. Fiir den Gesetzgeber folgt dies nicht zuletzt
daraus, dass sowohl Unter- als auch Ubermafverbot eine weitere Uberwachung
der getroffenen Regelungen erfordern. Aus Sicht des UntermafSverbotes geht es
dabei um die Frage einer potentiellen Nachbesserungspflicht fiir den Fall, dass
die getroffenen Regelungen nur einen lickenhaften oder unzureichenden Schutz
gewihren.2!5S Aus Sicht des UbermafSverbots folgt dies daraus, dass — sollte sich
herausstellen, dass die Risiko- und Gefahrenpotentiale von Meinungsrobotern
(offensichtlich) fehlerhaft eingeschiatzt worden sind — die entsprechenden Ver-
pflichtungen jedenfalls der Netzwerkbetreiber zurtickzunehmen waren.?*¢ Inso-
weit gilt es, die weitere (technische) Entwicklung zu beobachten und auch kri-
tisch zu begleiten. Denn nicht zuletzt bleibt der Kampf gegen Meinungsroboter
ein Katz-und-Maus-Spiel.?'>” Daher soll abschliefSend die weitere (rechtliche) Ent-
2158 und potentielle MafSnahmen, die die aufgezeigten Schwichen des
MStV adressieren oder die Regelungen sinnvoll erganzen konnten, skizziert und
bewertet werden. Das betrifft etwa die Frage, wie der durch die §§ 18 Abs. 3, 93
Abs. 4 MStV bezweckte Sensibilisierungseffekt dort erreicht werden kann, wo
keine Kennzeichnung erfolgt, sondern auffillige Profile unmittelbar geloscht wer-
den. In Betracht kdme hier eine offentliche Berichtspflicht der Anbieter (A.). Da-
neben kann man auch tber das Design der Nutzeroberflichen und Algorithmen
einen grofsen Einfluss darauf nehmen, ob und inwieweit bestimmte replizierbare
Strategien erfolgreich umgesetzt werden konnen (B.). Bislang wurde auch die em-

wicklung

pirische Forschung kaum ins Blickfeld regulatorischer Bemihungen genom-
men.2’ Um zukunftsgerichtet eine faktenbasierte Politik zu ermoglichen, bedarf
es hierfur nicht nur entsprechender finanzieller Forderung. Es ist vielmehr auch
dariiber nachzudenken, ob es nicht verpflichtender Forschungszuginge zu den
sozialen Netzwerkdaten bedarf (D.). Um auch eine strengere rechtliche Handha-
bung tiber Einsitze durch Parteien oder auslindische Akteure zu ermoglichen,
konnten spezifische Verbote notwendig werden (E.). ,,Dauerbrenner® bleiben da-

2155 Ausfiihrlicher und grundlegend zu dieser aus der grundrechtlichen Schutzpflicht folgende Nachbes-
serungspflicht etwa BVerfGE 49, 89 (130f.) — Kalkar I; 56, 54 (78 ff.) — Flugldrm.

2156 Vgl. BVerfGE 50, 290 (335 f.) — Mitbestimmungsgesetz; 110, 141 (157 f.) — Kampfhunde m.w.N.

2157 Freitas wu.a., Social Network Analysis and Mining (2016), 6:23, S.14; Oebmer/Pedrazzi, UFITA
2020, 7 (29).

2158 Eine ausfiihrliche Darstellung und Bewertung der zukiinftigen, vor allem inhaltlichen Regulierung
von Medienintermedidre findet sich u.a. bei Heidtke, Meinungsbildung und Medienintermediire,
S. 355 ff. Vorschlige einer Regulierung der Meinungsroboter finden sich etwa auch bei Oehmer/
Pedrazzi, UFITA 2020, 7 (16 ff.).

2159 Wegen der noch nicht hinreichend klaren empirischen Lage etwa kritisch zu den Vorgaben des
MStV Riedel, Wir brauchen eine faktenbasierte Medienpolitik.
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neben ein (mittelbarer) Klarnamenzwang in sozialen Netzwerken (D.) und die
Starkung der Medienkompetenz der Nutzer (E.). Und letztlich steht nicht nur
eine Antwort im Kampf gegen desinformative Inhalte weiterhin aus (F.). Vor al-
lem auf europiischer Ebene besteht — auch wegen der jiingsten mitgliedstaatli-
chen Mafsnahmen — Handlungsbedarf (G.).

A. Berichtspflichten als MafSnahme der Sensibilisierung und Starkung der
Nutzerautonomie

Erfolgt statt einer Kennzeichnung eine unmittelbare Loschung auffilliger Profile,
kann der durch die Kennzeichnung bezweckte Sensibilisierungseffekt*'¢* gegen-
uber den Nutzern nicht eintreten und auch nicht durch die Befugnisse der Lan-
desmedienanstalten mittelbar herbeigefiihrt werden. Eine Kontrolle ist nur im in-
ternen Verhiltnis zwischen Netzwerkbetreiber und zustindiger Landesmedienan-
stalt moglich (§§ 95, 56 MStV). Vorgelegte Berichte und Informationen sind
nicht 6ffentlich und wegen der Geheimhaltungspflicht (§ 58 MStV) konnen sie
ohne Erlaubnis nicht 6ffentlich gemacht werden. Dass Berichtspflichten nicht nur
ein wichtiges Kontrollinstrument sind,?'¢! sondern auch fiir die Allgemeinheit
Transparenz herstellen und Vertrauen schaffen, ist nicht unbekannt. Neben dem
NetzDG (§ 2) setzt auch der EU-Verhaltenskodex (oben 3. Kapitel, C.I.3.a.bb.)
und die geplante Verordnung zur Bekiampfung von terroristischen Online-Inhal-
ten jedenfalls in der Fassung des Kommissionsvorschlags?'®? auf solche Berichts-
pflichten (Art. 6 Abs. 2).

Durch spezifische inhaltliche Vorgaben lief3e sich im Falle der Meinungsrobo-
ter gewdhrleisten, dass die Berichte auch sensibilisierende und ggf. auch edukati-
ve Zwecke erfilllen. Ob dies noch als Bestandteil der Sorgetragungspflicht des
§ 93 Abs.4 MStV verstanden werden und iiber § 95 MStV verwirklicht werden
konnte, kann jedenfalls deshalb kritisch hinterfragt werden, weil damit ein ganz
neues Konzept verfolgt wird, welches in anderen Gesetzgebungsakten eine expli-
zite gesetzliche Grundlage gefunden hat. De lege ferenda konnte eine entspre-
chende Berichtspflicht in Anlehnung an § 2 Abs. 2 NetzDG-E allgemeine zur Ver-
offentlichung von Informationen u.a. dartiber verpflichten, welche Mafsnahmen
der Betreiber ergriffen hat, wie viele Sperrungen respektive Loschungen vorge-
nommen worden sind, ob bestimmte Merkmale der Profile hierfiir ausschlagge-
bend waren und insbesondere auch, ob gewisse inhaltliche Auffilligkeiten be-
standen. Daneben konnten Grundziige einer vorgenommenen automatisierten Er-

2160 Vgl. hierzu Liesem, K&R 2019, 687 (691).
2161 So etwa nur Eifert, NJW 2017, 1450 (1453).
2162 KOM(2018)0640.
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kennung entsprechender Profile hilfreich sein. Formal mussten zumindest gewisse
Vorgaben fur die Auffindbarkeit gemacht werden, um — so wie bei den Informa-
tionspflichten insgesamt — sicher zu stellen, dass diese Berichte faktisch tber-
haupt einsehbar sind und von ihnen Gebrauch gemacht werden kann.?!'¢3

B. Verinderungen der Nutzeroberfliche oder des Algorithmus

Schon Kaerlein hat darauf hingewiesen, dass der potentielle Erfolg von Mei-
nungsrobotern nicht losgelost von der Nutzeroberfliche betrachtet werden
kann.?!** Denn sie ist darauf angelegt, moglichst viele Interaktionen der Nutzer
auszulosen, u.a. um die spater kommerzialisierten Nutzerprofile mit Daten an-
zureichern. Das fihrt letztlich nicht nur dazu, dass die Aktivitidtsdaten (Likes
etc.) Hauptaugenmerk der Nutzer sind,?'* sondern auch dazu, dass der aktivste
Nutzer belohnt wird.?!*® Diese Leistungskriterien, sind aber fiir Bots wie fur
normale Nutzer gleichbedeutend. ,,Je mehr [also] die Internetkultur eine Templa-
te-Kultur mit standardisierten Schnittstellen geworden ist, umso einfacher ist die
Simulation von Agilitat und Lebhaftigkeit [...].“2!¢” Insoweit ist das nicht nur ein
Problem der Meinungsroboter. Auch zusammenagierende Nutzergruppen oder
sog. Trolle — Fake-Accounts die durch reale Personen gesteuert werden — konnen
sich diese netzwerkinternen Effekte zu eigen machen, um manuell entsprechende
Verzerrungen auszulosen.?'*® Vermeiden liefSe sich das u.U. dadurch, dass grofd
angelegte Veridnderungen an der Nutzeroberfliche vorgenommen werden:'¢

2163 Der Kommissionsentwurf des Digital Service Acts, COM(2020) 825 final, sieht in Art.31 Abs.2
lit b) eine Berichtspflicht durchaus vor.

2164 Hierzu Kaerlein, in: Hug/Pallaver, Talk with the Bots, S. 17 (23 ff.) der dies ganz sinnbildlich formu-
liert: Don‘t blame the bots, blame the platforms!“. In diese Richtung auch Leistert, in: Seyfert/
Roberge, Algorithmuskulturen, S.215 (218 f.); Oehmer/Pedrazzi, UFITA 2020, 7 (9). Zum Zusam-
menhang von automatischen, impulsiven Reaktionen der Nutzer und der Bedeutung fir die Erbrin-
gung der Dienste siche auch Lischka, AfP 2018, 388 (389, 390).

2165 Kaerlein, in: Hug/Pallaver, Talk with the Bots, S. 17 (23 f.). Mit Blick auf die Informationsaufnahme
bzw. Vermittlung Lischka, AfP 2018, 388 (389f.). Siehe auch Thieltges/Hegelich, ZfP 64 (2017),
493 (498).

2166 Mit Blick auf die priorisierte Anzeige von Kommentaren etwa Brodnig, Hass im Netz, S.199f;
ebenso Thieltges/Hegelich, ZfP 64 (2017), 493 (496).

2167 Leistert, in: Seyfert/Roberge, Algorithmuskulturen, S. 215 (221).

2168 Deshalb etwa kritisch zu den Vorgaben der §§ 18 Abs. 3, 93 Abs.4 MStV Riedel, Wir brauchen
eine faktenbasierte Digital- und Medienpolitik, medium.com. Ausfiihrlicher zu den Trollen und
ihren Einfliissen innerhalb sozialer Netzwerke Lee/Kerr, First Monday Vol. 25 (2020) Nr. 6.

2169 Besonders Hegelich hat auf der Tagung ,,Der Code als Gatekeeper® des Instituts fiir urheber- und
Medienrecht am 28.04.2017 darauf hingewiesen, dass ,,man iiber Designfragen groffen Einfluss da-
rauf nehmen [konne], wie die Nutzer diese Plattform in Zukunft nutzten®, zit. nach Grandjean,
ZUM 2017, 565 (571). Zur Anderung der Informationsvermittlung durch Algorithmen vgl. Lisch-
ka, AfP 2018, 388 (391). Und hinsichtlich der Forderung eines respektvollen Umgangs in sozialen
Netzwerken, Brodnig, Hass im Netz, S.200. Im Kontext der Meinungsroboter schlagen Oehmer/
Pedrzzi, UFITA 2020, 7 (26) etwa eine Limitierung der Aktivititen pro Zeiteinheit vor.
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Interaktionszahlen konnten nicht mehr 6ffentlich einsehbar sein,?'”® neben der
Auflerung positiver Gefiihle konnten auch andere Reaktionen zugelassen werden,
es konnten spezielle Bewertungsmechanismen fiir die Glaubwiirdigkeit eingefiihrt
werden, die nur verifizierten Nutzern oder autorisierten Dritten zuginglich sind
oder auch Anpassungen des Algorithmus vorgenommen werden, um ,,natiirlich“
entstandene Trends zu erkennen.?!”!

Die Nutzeroberfliche ist aber neben dem Algorithmus wesentlicher Faktor
fiir den wirtschaftlichen Erfolg der Netzwerkbetreiber.?!”> Und aus Sicht der Nut-
zer ist zweifelhaft, ob durch das Verbergen allein etwas gewonnen wire. Auch
wenn die Heuristiken nicht nur im Kontext der Meinungsroboter problematisch
sind, so geben Sie den Nutzern zumindest eine gewisse Hilfe an die Hand.?'”
Insoweit wire es ggf. ratsamer, abseits von Likes weitere Reaktionsmoglichkeiten
zu ermoglichen. Das hat Facebook mit seinen Reaction-Emojis seit 2016 bereits
versucht.2'7* Damit wird aber auch die Profilbildung weiter intensiviert, weil sie
einen noch genaueren Aufschluss iiber Interessen und Gefiihle der Nutzer ermog-
lichen. Schon deshalb und wegen vieler Ungewissheiten, wie sich ein Eingriff
auf die Nutzeroberfliche oder die Algorithmen letztlich auswirkt und welche
Kriterien eigentlich sinnvoll dafiir sind, entsprechende Ziele zu erreichen, sollte
dies vorerst der Selbstregulierung iiberlassen bleiben.?'”> Aufgabe der Netzwerk-
betreiber wird es auch zukiinftig sein, entsprechendes unnatirliches Verhalten
innerhalb der Netzwerke ausfindig zu machen und frithzeitig zu unterbinden.

2170 1In der Vergangenheit hat insbesondere Facebook bereits Testliufe unternommen, bei denen die
Likes als sichtbare Datenquelle ausgeblendet wurden. Offiziell sollte damit die Jagd nach Anerken-
nung verhindert werden. Hierzu etwa Breithut, Facebook blendet Likes aus, Spiegel.

2171 Inwieweit hier eine gewisse Analogie zu den Versuchen von Suchmaschinenanbietern, suchmaschi-
nenoptimierte Inhalte ausfindig zu machen, die die fiirr das Ranking relevanten Faktoren kiinstlich
in unzuldssiger Weise erhohen, denkbar ist, ist unklar. Zu derlei Bemiithungen siehe etwa den
Bericht von Google, abrufbar unter https://support.google.com/webmasters/answer/9044175,
(Stand: 30.05.2021).

2172 Vgl. Oehmer/Pedrazzi, UFITA 2020, 7 (30).

2173  Zur hilfreichen 6kologisch rationalen Bedeutung von Heuristiken siche etwa Hill, DOV 2020, 205
215).

2174 Hierzu etwa auch Brodnig, Hass im Netz, S. 200 f.

2175 (Grund-)rechtliche Bedenken duflert etwa Cornils ZUM 2019, 89 (5) mit Blick auf die Nutzerge-
wohnheit und lenkende Eingriffe des Staates in das Design der Intermedidre. Zumindest kritisch un-
ter Hinweis auf die schwierige Regulierung aus technischer Sicht im Kontext von Fake-News Drexl,
ZUM 2017, 529 (542). Kritisch mit Blick auf Vorgaben zur Gestaltung von Suchalgorithmen,
Hartl, Suchmaschinen, Algorithmen und Meinungsmacht, S. 199, und mit Blick auf inhaltliche Vor-
gaben fiir die Verteilung der Inhalte Kaiser/Reiling, in: Unger/v. Ungern-Sternberg, Demokratie und
kiinstliche Intelligenz, S. 85 (107) eine staatliche Vorgabe angesichts selbstregulativer Mafsnahmen
fiir zu ,eingriffsintensiv® und damit unverhiltnismifig. Hierauf setzt letztlich auch die Kommission
in threm Entwurf des Digital Service Acts, COM(2020) 825 final in Art. 26, 27 die ,,sehr grofSe An-
bieter (Art.25 Abs. 1) dazu verpflichten Risiken zu ermitteln (At. 26 Abs. 1) und sodann zu min-
dern (Art. 27 Abs. 1 S. 1), wobei ihnen ein weiter Entscheidungsspielraum zusteht.
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C. Spezielles Einsatzverbot fiir bestimmte Urheber?

Auch wenn bereits aus verfassungsrechtlicher Sicht ein Verbot fiir Parteien be-
steht, Meinungsroboter einzusetzen, so ist dieses bislang — unterhalb einer Gefah-
renschwelle — nicht rechtlich ,vollstreckbar“. Insoweit konnte der Gesetzgeber
einfach-rechtliche Verbotsnormen im Parteiengesetz schaffen,>'”® die etwa zur
Rickforderung der staatlichen Finanzierung oder zu Strafzahlungen fihren kon-
nen, dhnlich wie dies auch bei anderen VerstofSen gegen die Transparenzvorga-
ben des Parteienrechts gilt (vgl. §§ 31a Abs. 1, 31b, 31¢ PartG). Ferreau schligt
zudem vor, dass in Erginzung des § 93 Abs.4 MStV die Betreiber zur Uberwa-
chung verpflichtet werden.?!”” Dasselbe soll auch mit Blick auf den Einsatz durch
auslandische Staaten gelten.?'”® Auch wenn damit der Schwiche der vor allem
kompensatorischen Wirkung von VerstofSen gegen das Interventionsverbot — so
denn es verletzt wire — begegnet wiirde (dazu oben, C.1.2.e), so bleibt das Prob-
lem der Staatenverantwortlichkeit und der Zurechnung. Nichts anderes gilt letzt-
lich auch mit Blick auf die Parteien. Denn nur weil Meinungsroboter parteinahe
Inhalte verbreiten, heifst das noch lange nicht, dass die Partei auch dafiir als ei-
gentlicher Urheber verantwortlich ist.>'”? Insoweit konnten entsprechende Verbo-
te und Uberwachungspflichten schon rein faktisch leerlaufen. Und im Verhiltnis
zu auslindischen Staaten durfte es auch nur bei diplomatischen Bemiithungen
bleiben, den jeweiligen Staat zum Unterlassen zu bewegen. Insoweit folgt hieraus
keine nennenswerte Neuerung zum bereits bestehenden volkerrechtlichen Inter-
ventionsverbot.

D. Forschungszugang zu sozialen Netzwerken

Auch wenn Berichtspflichten die 6ffentliche Transparenz stirken, lassen sie den
notwendigen detaillierten Einblick, der als Grundlage einerseits fiir eine medien-
wissenschaftliche Aufbereitung andererseits fiir eine faktenbasierte Regulierung
bestimmter Phinomene unabdingbar ist, vermissen.?'®® Das gilt insbesondere
dort, wo sich bestimmte Forschungsfragen nicht durch das Beobachten und
Scraping bestimmter Inhalte oder durch Simulationen kliren lassen,?'®' sondern

2176 In diese Richtung auch Ferreau, in: Méller/Hamaleers/ders., Typen von Desinformation und Misin-
formation, S. 44 (71).

2177 Ferreau, ebd.

2178 Ferreau, a.a.O., S. 74 1.

2179 Die Unmoglichkeit der Identifikation der Urheber betonen etwa Silva/Proksch, American Political
Science Review 2020, 1 (2).

2180 Ausloos/Leerssen/Thije, Operationalizing Research Access in Platform Governance, S.21f. Siche
auch Enquete-Kommission Kinstliche Intelligenz, BT.-Drs. 19/23700, S. 485.

2181 Das wire etwa durch Crawling mit Blick auf Desinformation denkbar, hierzu ausfiihrlicher Stein-
bach u.a., Desinformation aufdecken und bekampfen, S. 113 ff. Allgemein zu den Vorteilen der API
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eine umfangreichere Auswertung netzwerkinterner Daten notwendig wird. Eine
umfangreiche wissenschaftliche Auseinandersetzung wird aber durch einen ein-
geschrinkten oder nicht vorhandenen Zugang zu den API der Netzwerke?'$?
bzw. zu den erforderlichen Netzwerkdaten erschwert, sodass gewisse Annahmen
gar nicht uberprift werden konnen.?'83 Wahrend Twitter einen relativ liberalen
Umgang pflegt und einen Zugriff auf das Netzwerk und die 6ffentlich gemachten
Daten der Nutzer grundsitzlich gewidhrt,'® ist dies bei Facebook anders. Wer
in welchem Umfang und zu welchen Zwecken auf die Daten zugreifen darf,
entscheidet das Unternehmen nach eigenen MafSstiben.?'$S Auch wenn das im
Ausgangspunkt verstandlich ist, weil man Forschern immerhin auch (weite) Ein-
blicke in die Funktionsweise des Dienstes und in die Netzwerkdaten gewihrt,
so fithrt das deshalb zu Problemen, weil die Betreiber willkiirlich tiber die Zu-
griffsberechtigungen entscheiden kénnen und so nur bestimmten Forschungspro-
jekten Zugang gewihrt wird, die keine Gefahr fiir die wirtschaftlich orientierten
Plattformen darstellen.?'%¢ Dadurch besteht letztlich auch die Gefahr, dass ,the
resulting research are unlikely to deliver true accountability.“?'$” Deshalb wurde
der Ruf nach einem (verpflichtenden) Forschungszugang laut,?'$® dem die bishe-

im Vergleich zu anderen Methoden Halavais, Information, Communication & Society 22 (2019),
1567 (1573).

2182 Etwas ausfithrlicher zu diesen API und den gewihrten Zugriffen u.a. Rat fiir Sozial- und Wirt-
schaftsdaten, Big Data in den Sozial-, Verhaltens- und Wirtschaftswissenschaften®, S. 9 ff.

2183 Lischka, AfP 2018, 388 (391). Ausloos/Leerssen/Thije, Operationalizing Research Access in Plat-
form Governance, S. 9 bezeichnen die Betreiber als ,,de facto gatekeepers of research and reporting
agendas®.

2184 Hierzu etwa die Informationen iiber die Twitter-API unter https://help.twitter.com/de/rules-and-poli
cies/twitter-api, (Stand 30.03.2021). Darauf hinweisend, wobei auch nicht ganz ohne Kritik, Aus-
loos/Leerssen/Thije, Operationalizing Research Access in Platform Governance, S. 17. Siche hierzu
auch Rat fiir Sozial- und Wirtschaftsdaten, Big Data in den Sozial-, Verhaltens- und Wirtschaftswis-
senschaften, S. 11. Ausfiihrlich zum API-Zugang bei Twitter etwa Pfaffenberger, Twitter als Basis
wissenschaftlicher Studien, S. 41 ff.

2185 Hierzu auch Steinebach u.a., Desinformation aufdecken und wirksam bekampfen, S. 117.

2186 Kritisch mit Blick auf die bisherige Praxis etwa auch Lischka, AfP 2018, 388 (390). Zu der vehe-
menten Weigerung von Facebook gewisse Daten zuzulassen vgl. etwa Bréckling, Facebook behin-
dert Forschung zu ,Fake News“, Netzpolitik.org. Und auf Gefahren fiir eine unabhingige For-
schung durch bspw. gewisse verpflichtende Abnahmeprozesse weisen Ausloos/Leerssen/Thije, Ope-
rationalizing Research Access in Platform Governance, S. 10 hin. Zur potentiellen Diskriminierung
anhand von Eigeninteressen siehe dies., a.a.O., S.21. Zum Verhiltnis der Netzwerkbetreiber und
kritischer Untersuchungen Bruns, Information, Communication & Society 2019, 1544 ff. Allgemein
weist der Rat fiir Sozial- und Wirtschaftsdaten in seinem Gutachten ,,Big Data in den Sozial-, Ver-
haltens- und Wirtschaftswissenschaften®, S. 8 daraufhin, dass ,[e]in Datenzugang [...] hdufig nur
gewihrt [wird], wenn das Unternehmen von dem spezifischen Forschungsprojekt profitiert.

2187 Ausloos/Leerssen/Thije, Operationalizing Research Access in Platform Governance, S.21, die hier
zudem zu Recht von einem ,,chilling effect“ fiir die Forschungsarbeit sprechen. Kritisch mit Blick
auf die ergriffenen Initiativen zum Kampf gegen Desinformation etwa Wardle/Derakhshan, Infor-
mation Disorder, S. 62.

2188 So etwa Lischka, AfP 2018, 388 (391); Lischkal/Sticker, Digitale Offentlichkeit, S. 49 mit Blick auf
die Plattformokonomie und die Informationsvermittlung. Im Kontext des § 93 MStV Zimmer, in:
Gersdorf/Paal, Informations- und Medienrecht, § 93 MStV Rn. 22. Mit Blick auf die Bekimpfung
von Hasskriminalitit etwa die Antonio Amadeu Stiftung, Stellungnahme zum erweiterten Entwurf
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rigen Vorkehrungen im Verhaltenskodex der EU?'3% schon mangels unmittelbarer
Durchsetzungsfahigkeit?'®® seitens der Forschergruppen nicht gerecht werden
konnen.

I. Grundrechtliche Implikationen

Ein staatlich verordneter Zugriff auf die Netzwerkdaten fithrt zu (neuen) Kon-
flikten mit den unternehmerischen Interessen der Betreiber und den Datenschutz-
interessen der Nutzer.?"”! Schon mit Blick auf potentiell kritische Forschungser-
gebnisse besteht ein wirtschaftliches und durch Art. 12 Abs. 1 GG grundrechtlich
geschiitztes Interesse der Betreiber, eigenstindig und nach selbst festgelegten Kri-
terien Forschungspartner auszuwahlen. Dabei steigt das Auswahl- und Geheim-
haltungsinteresse in Abhingigkeit von dem Umfang und dem Ziel des ersuchten
Forschungszugriffs. So besteht ein substantielles Interesse nicht nur dort, wo es
um den Einfluss der Algorithmen — den bedeutsamsten Unternehmenswert — fiir
die Informationsvermittlung geht. Auch dort, wo es um die Anzahl von Fake-
Usern, Bots und ihren Einfluss innerhalb des Netzwerkes geht, stehen erhebliche
wirtschaftliche Interessen einer weiten Offenbarung gegeniiber. Soweit es um die
Algorithmen oder die APIs geht, insbesondere wenn ein verpflichtender API-Zu-
gang eingefithrt wird, kommt daneben auch der Schutz der Eigentumsfreiheit
(Art. 14 Abs. 1 GG) in Betracht. Weil ein Forschungszugang letztlich Weitergabe
von Nutzerdaten und zu ihrer Verarbeitung durch Dritte fiihrt, wird daneben
Recht der Nutzer auf informationelle Selbstbestimmung tangiert (Art.2 Abs. 1
i.V.m. Art. 1 Abs. 1 GG).

All das steht aber dem Vorhaben nicht per se im Weg. Denn angesichts der
bestehenden Forschungsliicken und dem nicht diskriminierungsfreien Zugang zu
den Netzwerkdaten besteht ein grundlegendes Bediirfnis, die Forschungsarbeit
nicht nur im Kontext der Meinungsroboter zu ermoglichen. Wegen des engen
Zusammenhangs zwischen empirischer Medienforschung und medienpolitischen
Erwigungen wiirde so vor allem die rechtliche Diskussion ,,versachlicht“ werden

des NetzDG. Neudert im Ausschuss fir Digitale Agenda, Ausschussdrucksache 19(23)046, S. 5.
Siehe daneben auch BT-Drs. 19/237000, S. 481.

2189 Der Verhaltenskodex der EU sieht in der Verpflichtung Nr. 12 vor, dass die Unterzeichner ,,unab-
hingige Anstrengungen®, die Desinformation verfolgen und die Auswirkungen untersuchen wollen,
unterstiitzen. Nach Nr. 13 sollen die Unterzeichner seriése Forschung nicht be- oder verhindern,
sondern fordern (Nr. 14).

2190 Kritisch zu den selbstregulativen Versuchen etwa Ausloos/Leerssen/Thije, Operationalizing Re-
search Access in Platform Governance, S. 10.

2191 Ob hierbei auch europdische grundrechtliche Gewihrleistungen beriicksichtigt werden miissen, weil
es um die ,Durchfiihrung von Unionsrecht geht (Art. 51 Abs. 1 EUGrCh), oder — weil es um eine
kompetenzielle Zuordnung geht — dies nicht der Fall ist (vgl. Jarass, Charta der Grundrechte der
EU, Art. 51 Rn. 20a), ist zweifelhaft. Im Wesentlichen diirfte der Schutz aber weitestgehend kongru-
ent verlaufen, statt vieler BVerfG, NJW 2020, 300 Rn. 55ff — Recht auf Vergessen I.
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konnen.2"”? Und zudem fordert man dann auch eine (kritische) Uberpriifung der
Einhaltung der durch den Medienstaatsvertrag eingefithrten Verpflichtungen.

Zudem werden die unternehmerischen Interessen vor allem dort bedeutsam,
wo ein Einblick in die internen, geheimhaltungsbediirftigen Betriebsabliaufe und
damit die Algorithmen erfolgt. Dort, wo es etwa um das Nutzerverhalten,
Nutzerdaten, oder das Endprodukt und seine gesellschaftlichen Auswirkungen
geht, ist dieses spezifische und besondere Geheimhaltungsbediirfnis kaum betrof-
fen. Vielmehr besteht ein Interesse lediglich daran, dass potentielle Risiken der
netzwerkbasierten Kommunikation nicht nachgewiesen und offentlich bekannt
werden konnen. Eine vergleichbare Interessenlage besteht auch auf Seiten von
Produktanbietern in der analogen Welt. Anders als in der digitalen Welt werden
Forscher allerdings rein faktisch nicht davon abgehalten, Produkte zu erwerben
und etwaige schiadliche Auswirkungen nachzuweisen. Und teilweise werden gar
spezifische Pflichten normiert, um die gesellschaftliche Verantwortung fir Pro-
dukte dadurch zu stiarken, dass zusitzliche Daten 6ffentlich gemacht werden.?!3
Insoweit ergibt sich — jedenfalls solange nicht betriebliche Geheimnisse tangiert
sind — kein plausibler Grund, warum sich die sozialen Netzwerke und sonstige
Intermedidre gerade dieser gesellschaftlichen und wissenschaftlichen Kontrolle
und dem Diskurs entziehen konnen sollen. Im Vergleich zu analogen Produkten
kommt ihnen immerhin auch eine deutlich groflere gesellschaftliche Bedeutung
zu, die durch die Betreiber selbst 6konomisiert wird. Dieses 6konomische Inter-
esse ist aber nicht tangiert, denn die alleinige Kommerzialisierung der Daten
durch die Betreiber zur Refinanzierung ihrer Dienste bleibt unbertihrt.

Auch wenn man die API als (intellektuelles) Eigentum ansieht*'** und dem
Schutzbereich von Art. 14 Abs. 1 GG unterwirft, fithrt zu keinem anderen Ergeb-
nis. Denn ein Forschungszugriff wire lediglich als Inhalts- und Schrankenbestim-
mung einzuordnen, und angesichts des erheblichen gesellschaftlichen Interesses
an der Uberpriifung und Erforschung der ,,black boxes® fiihrt das zu einer stir-
keren Allgemeinwohlbindung. Nicht zuletzt zeigt schon § 60c Abs. 1, 2 UrhG,
dass ein besonderes Bediirfnis an der wissenschaftlichen Verwendung geistigen
Eigentums bestehen kann. § 60h UrhG sieht hier immerhin eine Kompensation
der Rechtsinhaber vor. Ein entsprechendes Kompensationsmodell fiir die Inan-
spruchnahme der Dienste der Betreiber lieffe sich auch im Kontext des For-

2192 Lischka, AfP 2018, 388 (391); siche auch Hartl, Suchmaschinen, Algorithmen und Meinungsmacht,
S.231. Vgl. zur Notwendigkeit eines Zugangs aus aufsichtsrechtlicher Sicht auch Enquete-Kommis-
sion Kiinstliche Intelligenz, BT.-Drs. 19/23700, S.485. Im Bereich der Telekommunikation sieht
§ 125 TKG gerade eine wissenschaftliche Begleitung der Bundesnetzagentur vor.

2193 Vgl. hierzu Ausloos/Leerssen/Thije, Operationalizing Research Access in Platform Governance,
S.24 mit Fn. 88. Und zum offentlichen Transparenzbediirfnis etwa im Kontext von § 16a GenTG
siche Ostermann, Transparenz und 6ffentlicher Meinungsbildungsprozess, S. 475 ff.

2194 Hierzu u.a. Czychowski/Siesmayer, in: Kilian/Heussen, Computerrechts-Handbuch, 20.4 Rn. 36;
Dreier, in: ders./Schulze, UrhG, § 69a Rn. 23.
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schungszugriffs ohne Weiteres normieren. Daneben sieht § 49 Abs. 2 TKG etwa
einen Zugangsanspruch zu der API gegentuiber Rechteinhabern vor, um die fiir
den Betrieb notwendigen Informationen zu erhalten und kompensiert das auch
nur durch eine angemessene Vergiitung.?'” Insoweit geht man auch hier vom
Vorrang des Allgemeininteresses an der Kenntnis entsprechender Informationen
aus.

Und zuletzt bietet gerade auch kritische Forschung die Moglichkeit, Trans-
parenz zu schaffen und so auch das Vertrauen in die Integritit der Dienste
langerfristig zu erhohen.?'® Darin besteht also auch eine Chance fiur die Netz-
werkbetreiber. Sofern damit ein zusitzlicher, erheblicher Aufwand verbunden
ist, ware auch ein kompensatorischer Ausgleich durchaus vorstellbar. Freilich
werden durch Forschungszugriffe neue Gefahren des Missbrauchs geschaffen.
Diesen kann man aber durch entsprechende inhaltliche oder verfahrenstechni-
sche Anforderungen an Forschungsprojekte begegnen. Zudem lassen sich auch
die Zugriffe auf das Netzwerk in Abhingigkeit von den Forschungszwecken
technisch beschranken.

Diese Beschrankung wire zudem schon deshalb erforderlich, weil regelmifSig
auch die Verarbeitung von Nutzerdaten erforderlich sein wird.?"”” So setzt die Er-
kennung von Meinungsrobotern die Analyse und Verarbeitung personenbezoge-
ner Daten ebenso voraus wie die Erforschung des Einflusses auf die Nutzer und

2198 Da an der Verarbeitung auch ein wesentliches politi-

die Nutzergemeinschaft.
sches und gesellschaftliches Interesse — und zwar weltweit — besteht, spricht auch
vieles dafiir, dass die Forschungsinteressen jedenfalls dann tiberwiegen, wenn ein
hinreichender verfahrensrechtlicher und technischer Schutz der Daten sicherge-
stellt ist. Das zeigt nicht zuletzt schon die einfach-rechtliche Ausgestaltung des
Datenschutzes im Kontext wissenschaftlicher Verarbeitungszwecke,?!”” die zahl-
reichen Privilegierungen vorsieht. Neben der entfallenden Zweckbindung (Art. 5
Abs. 1 lit. b), Art. 89 Abs. 1 DS-GVO) kann auch eine entsprechende Information
der Betroffenen tiber die Drittverarbeitung entfallen (Art. 14 Abs. 5 lit. b) DS-
GVO), sofern entsprechende Schutzvorkehrungen getroffen werden.??° Und auch
anderweitige Rechte der Betroffenen (Art. 15, 16, 18, 21 DS-GVO) kénnen gem.

2195 Ausfiihrlicher zu § 49 Abs. TKG etwa Janik, in: Geppert/Schiitz, TKG, § 49 Rn. 12-23.

2196 Lischka, AfP 2018, 388 (391).

2197 So auch BT-Drs. 19/23700, S. 481.

2198 Etwa wenn es darum geht, individuelle Netzwerke zu analysieren und mégliche Bezugspunkte von
Meinungsrobotern und normalen Nutzern ausfindig zu machen oder um die Interaktionen zwischen
ihnen nachzuvollziehen.

2199 Mit Blick auf die Vorgaben der DSGVO zu der Verbreitung von Daten zu Forschungszwecken um-
fassend Kotsios u.a., An Analysis of the Consequences of the General Data Protection Regulation
on Social Network Research. Daneben aber auch Steinebach u.a., Desinformation aufdecken und
bekimpfen, S. 118 ff.

2200 Beispielhaft zu diesen etwa Kotsios u.a., An Analysis of the Consequences of the General Data Pro-
tection Regulation on Social Network Research, S.14f. Und zu den Problemen hinsichtlich einer
tatsachlichen Informierung siehe dies., a.a.O., S. 24 f.
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Art. 85 Abs.2 DS-GVO i.V.m. § 27 Abs.2 S.1 BDSG insoweit unberticksichtigt
bleiben, wie sie die Verwirklichung der Forschungszwecke zumindest ernsthaft
beeintrichtigen und die Beschrinkung fiir die Zwecke erforderlich ist. Daten dur-
fen zudem gem. Art. 5 Abs. 1 lit. e), 2. HS. DS-GVO auch linger gespeichert wer-
den; eine unmittelbare Loschpflicht nach Beendigung der Forschung besteht
nicht. Und nach § 27 Abs. 1 BDSG, Art. 9 Abs. 2 lit. j) DS-GVO kénnen auch be-
sonders geschiitzte Daten abseits einer Einwilligung verarbeitet werden, sofern
Schutzvorkehrungen i.S.v. § 22 Abs. 2 S. 2 BDSG getroffen werden.??*! Vorausset-
zung ist, dass entsprechende Nutzerdaten fiir die Forschung erforderlich sind und
die Forschungsinteressen erheblich tiberwiegen. Ist dies der Fall, ist auch die Da-
tenverarbeitung nicht besonders geschiitzter Daten gem. Art. 6 Abs. 1 lit.f) DS-
GVO zulissig. Insoweit ist eine unbegrenzte Verarbeitung auch hier nicht mog-
lich. Vielmehr misste der Forschungszweck zuvor so hinreichend prizisiert wer-
den, dass anhand dessen auch eine Begrenzung der Nutzerdaten auf das hierfiir
erforderliche Mafs moglich ist.??2 Das entsprache nicht zuletzt auch dem Grund-
satz der Datenminimierung (Art. 5 Abs. 1 lit.c) DS-GVO). Im Ubrigen wiren
auch die anderen Grundsitze der Verarbeitung (Art. 5 DS-GVO) zu beriicksichti-
gen. Dazu gehort insbesondere der Schutz der Betroffenen, dem etwa durch eine
Pseudo- oder Anonymisierung ihrer Daten im Einzelfall entsprochen werden
kann (vgl. Art. 5 Abs. 1 lit. e) DS-GVO). Dort, wo es um die Analyse von Inhal-
ten??” oder der Informationsdiffusion geht, also die individuellen Nutzerdaten
weniger relevant sind, kime das etwa in Betracht. Im Einzelfall kann es — um
entsprechend weitreichendere Daten zu erhalten — auch ratsam sein, eine freiwil-
lige Bereitstellung von Nutzerdaten zu erméglichen und Daten so auf Grundlage
einer Einwilligung zu verarbeiten. Dann muss nur dafiir Sorge getragen werden,
dass diese Einwilligung auch informiert erfolgt (Art. 4 Nr. 11 DS-GVO).

II. Perspektive fiir eine (gesetzliche) Ausgestaltung

Insoweit ist die Verwirklichung eines Zugriffs vor allem eine Frage einer verfas-
sungs- und datenschutzkonformen Ausgestaltung, die die aufgezeigten Interessen
hinreichend beriicksichtigt und in einen angemessenen Ausgleich bringt. Mit
Blick auf die durch Behorden gespeicherten Informationen sieht das Informati-
onsfreiheitsgesetz entsprechende Anspriiche und verfahrensrechtliche Ausgestal-
tungen bereits vor.22** Hieran konnte sich orientiert werden. Forschungsprojekten

2201 Bedeutsam ist das etwa dort, wo Inhalte verarbeitet werden oder sonstige Informationen, aus denen
besonders geschiitzte Daten hervorgehen. Hierzu Kotsios u.a., a.a.0., S. 16 f.

2202 Das gilt aber auch im Falle des Art. 6 Abs. 1 lit. e). Auch hiernach muss die Verarbeitung fiir die
Wahrnehmung einer Aufgabe, die im 6ffentlichen Interesse liegt, erforderlich sein.

2203 Vgl. Dietrich/Gersin/Herweg, in: Frindte/Dietrich, Muslime, Fliichtlinge und Pegida, S. 235 (248).

2204 Durch das Informationsfreiheitsgesetz wird in § 1 Abs. 1 ein entsprechender Anspruch normiert.
Dem Anspruch konnen bestimmte in § 3 normierte 6ffentliche Belange oder der Schutz behordlicher
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konnte dafir ein Anspruch gewidhrt werden, Zugang zu den erforderlichen Netz-
werk- und Nutzungsdaten vor allem tiber (zu schaffende) API zu erhalten. Dieser
Anspruch miisste verfahrensrechtlich an gewisse Voraussetzungen geknlipft wer-
den. Um zu verhindern, dass illegitime Projekte — so wie etwa im Fall von Cam-
bridge Analytica — Zugriff auf die Netzwerkdaten erhalten und diese missbrau-
chen, bedarf es vor allem einer vorherigen Verifizierung der Seriositit des jeweili-
gen Projekts. Insoweit wire also ein an § 7 IFG angelehntes Verfahren vorzuse-
hen. Projekten konnte dann ein individueller Zugangscode gewahrt werden. Die-
ser Schutz miisste aber nicht nur primar im Rahmen einer Verifikation erfolgen,
sondern daneben auch sekundir einerseits mit Blick auf den inhaltlichen und
zeitlichen Umfang des gewihrten Zugriffs und andererseits mit Blick auf zu er-
greifende Vorkehrungen zum Schutz der Daten. Forschungsanfragen mussten al-
so vorher so prizise formuliert werden, dass eine gewisse inhaltliche Begrenzung
des Zugriffs moglich wire. Dadurch wiirde gewihrleistet, dass nur ein begrenz-
ter Einblick in die Dienste gewahrt werden muss und dass ggf. auch nur die an-
onymisierte bzw. pseudonymisierte Weitergabe von Nutzerdaten erfolgt.?2> Und
zudem miisste schon vor dem Datenzugriff hinreichend klar sein, wie die Sicher-
heit der (sensiblen) Daten gewdahrleistet wird (vgl. Art. 25 Abs. 1, 2 DS-GVO).?2%
Insoweit ist also ein umfangreicher Forschungsplan erforderlich. Praktisch liefSe
sich der Zugriff dann auch in Abhingigkeit der Zugriffscodes ausgestalten. Thnen
kann nicht nur ein zeitliches Verfallsdatum zugewiesen werden, sondern auch un-
terschiedliche und fiir das Forschungsvorhaben nur erforderliche Berechtigungen
erteilt werden.

Abgesehen von den verfahrenstechnischen Anforderungen??’” miisste auch
ganz grundlegend uberlegt werden, wer fiir eine entsprechende Verifikation und
Uberpriifung des Forschungszwecks, der Uberpriifung etwaiger Schutzvorkeh-
rungen und der erforderlichen Daten zustindig sein sollte. Freilich kann dies
schon auf vertraglicher Ebene zwischen Betreiber und Forschern ermoglicht wer-
den, indem etwa ein ,,Kontrahierungszwang“ eingefuhrt wird, sofern gewisse

Entscheidungsprozesse (§4) im Wege stehen. Uber einen Antrag entscheidet gem. § 7 die iiber die
Informationen verfiigende Behorde. Hierbei wird auch iiberpriift, inwieweit personenbezogene Da-
ten weitergegeben werden. Nach § 5 Abs. 1. S. 1 erfolgt dies grundsitzlich nur, ,,soweit das Infor-
mationsinteresse des Antragstellers das schutzwiirdige Interesse des Dritten am Ausschluss des In-
formationszugangs iiberwiegt oder der Dritte eingewilligt hat.“ Gegen eine ablehnende Entschei-
dung ist der Rechtsweg eroffnet, § 9 Abs. 4. Wird der Antrag genehmigt, werden gem. § 10 Gebiih-
ren und Auslagen erhoben.

2205 Soweit es aber um die Analyse von Nutzerverhalten geht, miissen die Nutzer voneinander zumin-
dest unterschieden werden konnen, weil etwa Verbreiter und oder andere Korrelationen ausfindig
gemacht werden miussen. Vgl. hierzu Steinebach u.a., Desinformation aufdecken und bekdampfen,
S.119f.

2206 Sobald der Zugriff erfolgt, haben die Projekte aber ebenfalls ihre Verpflichtungen einzuhalten, wozu
u.a. die Protokollierung der Verarbeitung (Art. 30 DS-GVO) gehort.

2207 Einen Uberblick und Vorschlag iiber ,,best practices® fiir die Regulierung von Dateizugriffen findet
sich etwa bei Ausloos/Leersen/Thije, Operationalizing Research Access, S. 3 f.
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Anforderungen erfillt werden. Um generell zu verhindern, dass es zu neuen be-
treiberseitigen Verzerrungen hierbei kommt, bote es sich ggf. an, ein staatliches
Verfahren zu schaffen.??’8 So konnte etwa den Landesmedienanstalten als staats-
ferne Stellen??” ein entsprechendes Mandat erteilt werden. Das wirde auch ge-
wahrleisten, dass bei der fiir Intermediire zustindigen Regulierungsbehorde zen-
trale Informationen der Betreiber (§ 95 MStV) und Informationen iiber aktuelle
Forschungsvorhaben zusammenlaufen und insoweit auch die regulierenden Stel-
len erreichen.??'® Daneben liefSe sich auch iiberlegen, diese Aufgaben an eine un-
abhingige, anerkannte Stelle der Selbstregulierung zu delegieren.2!!Uber die An-
erkennung konnte dann die Landesmedienanstalt — dhnlich wie bei § 19 JMStV —
entscheiden. In jedem Fall erscheint es plausibel, wie im Falle des IFG entstehen-
de Kosten hierfur anteilig auf die Forschungsprojekte als ,,Verursacher® umzule-
gen. Sie miissten aber so angesetzt werden, dass keine ,,chilling effects“ von ih-
nen ausgehen.??'?

. Spezieller Zugriff zur Implementation von Meinungsrobotern?

Gerade im Kontext von Meinungsrobotern wire es aber u.U. durchaus sinnvoll,
dass Forschern auch ein Zugriff ermoglicht wird, der es erlaubt, Meinungsrobo-
ter zu implementieren. Damit umgeht man die Erkennungsprobleme und kann
unmittelbar ihre Auswirkungen beobachten. Bislang wiirde ein entsprechender
Einsatz — ohne Genehmigung der Betreiber — gegen die Nutzungsbedingungen
verstoflen.??'® Auch hier stellen sich freilich Fragen um die rechtliche Zulissig-
keit, immerhin wird auch hier die Integritit des Dienstes selbst beriihrt. Diese
Fragen lassen sich aber mit entsprechenden Sicherheitsvorkehrungen beantwor-
ten. Probleme bereiten hier eher die ethischen Fragen, die mit einem entsprechen-
den Zugriff vor allem im Verhiltnis zu den Nutzern auftauchen und zwingend

2208 Ein solches Verfahren deutet der Kommissionsentwurf des Digital Service Acts, COM(2020) 825 fi-
nal, in Art.31 Abs. 2, 4 vor, wenn das Verlangen von dem staatlichen Koordinators fiir digitale
Dienste ergehen muss (Abs. 2) und die Forscher die Anforderungen des Abs. 4 erfiillen miissen.

2209 Fiir die Notwendigkeit eben solcher Ausloos/Leerssen/Thije, Operationalizing Research Access in
Platform Governance, S. 83 f.

2210 Weil aber die Landesmedienanstalten in der Regel keine datenschutzrechtlichen Fragen zu kliren
haben, miisste dafiir Sorge getragen werden, dass eine Sensibilisierung fiir die datenschutzrechtli-
chen Aspekte erreicht wird. Ob das durch geeignetes Personal und die Schaffung eines besonderen
Gremiums erfolgen soll, oder ob das doch dafiir spriche, eine andere Stelle damit zu beauftragen,
soll hier aber nicht weiter geklart werden.

2211 Insoweit kénnte man sich etwa an den Vorgaben des § 3 Abs. 6 NetzDG bzw. § 19 JMStV orientie-
ren.

2212 Hier kann vor allem dem Staat die Aufgabe zukommen, durch finanzielle Unterstiitzung von For-
schungsprojekten den Zugang zu den Netzwerken zu gewihren.

2213 Zu diesen Bedingungen oben, 3. Teil, 3. Kapitel, C.I.2.a.
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zu kldren sind.??'* Denn Nutzer diirften den eigentlich automatisierten Charakter
nicht erfahren,?’> wenn die Integritit der Forschungsergebnisse gewihrleistet
werden soll.?>'¢ Problematisch wire hierbei insbesondere die Simulation der be-
denklichen Strategien.??'” Inwieweit dem allein durch eine nachtrigliche Informa-
tion tiber die Eigenschaft und die konkreten Interaktionen mit den Meinungsro-
botern abgeholfen werden kann, ist diskutabel. Mit Hilfe der Netzwerkbetreiber
konnten auch spezielle Subnetzwerke geschaffen werden, zu denen sich Nutzer
freiwillig und ohne Kenntnis des konkreten Forschungsziels registrieren konnen,
in denen abseits der Meinungsroboter aber dieselben Funktionen und Inhalte zur
Verfugung stehen.??'® Ein potentielles Problem eines solchen Ansatzes bleibt aber,
dass die Nutzerstruktur dann womoglich nicht reprasentativ ist. Insoweit gilt es
hier vor allem gewisse Leitlinien festzulegen, ob und unter welchen Bedingungen
entsprechende Forschung maglich sein soll. Das aber ist keine Frage, die der Ge-
setzgeber allein beantworten kann. Fest steht insoweit nur, dass erstens ein
grundlegendes Bediirfnis fur eine entsprechende Forschung besteht und zweitens
allein die Nutzungsbedingungen der Netzwerkbetreiber Forschungsvorhaben
nicht per se im Weg stehen sollten.?2"

2214 Diese ethischen Fragen deuten u.a. auch schon Krafft/Macy/Pentland, in: Proceedings of the 2017
ACM Conference on Computer Supported Cooperative Work and Social Computing, S.183
(185 ff.) und Lou/Flammini/Menczer, Information Pollution, S. 2, an.

2215 1In dem Versuch von Shirado/Christakis, Nature Vol. 545 (2017), 370 ff. hat man (wohl) deshalb die
Testpersonen auch nicht iiber den Einsatz von Bots informiert. Ziel war es zu untersuchen, ob und
wie Bots die menschliche Koordination in sozialen Netzwerken (positiv) beeinflussen konnen. We-
gen der fehlenden Information bei Durchfiithrung ihrer Studie duffern Murthy u.a., IJoC 10 (2016),
4952 (4954), ethische Bedenken.

2216 Die Kennzeichnungspflicht diirfte — auch in verfassungskonformer Auslegung im Lichte des Art. 5
Abs. 3 GG - hierfiir jedenfalls nicht gelten.

2217 Insoweit geht es nicht um bloRe Buchempfehlungen wie bei Aiello u.a., in: Proceedings of the 6™
International AAAI Conference on Weblogs and Social Media, S. 10 ff., die in ihrer Folge vergleichs-
weise unproblematisch sind. Diese Diskussion hat auch schon ein Experiment von Facebook ausge-
16st, bei dem der News Feed von Nutzern manipuliert wurde, um zu untersuchen, ob und inwieweit
die Stimmung von Nutzern beeinflusst wird, hierzu etwa Meyer, Nature 511 (2014), 265.

2218 Damit wiirde jedenfalls die datenschutzrechtlichen Fragen entschirft, weil dann zumindest eine
freiwillige und informierte Einwilligung als Rechtsgrundlage von Datenverabreitungsvorgingen in
Betracht kommt. Allerdings ist fraglich, ob ein grundlegendes Vertrauen der Nutzer besteht, diesen
Zugriff zu erlauben. Halvais, Information, Communication & Society 29 (2019), 1567 (1577)
bezeichnet das fehlende Vertrauen als ,,[o]ne of the greatest barriers*.

2219 Diese Tendenz lisst sich zumindest auch im Urteil Sandvig et al. v. United States, Civil Action
Nr. 16-1368 (JDB), US District Court for the District of Columbia erkennen, in dem der von den
Angeklagten — akademische Forscher — begangene Verstof§ gegen die Nutzungsbedingungen der
Webseiteninhaber nicht als Verstof§ gegen den Computer Fraud Act 18 U.S.C. § 1030 gewertet wur-
de.
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E. Klarnamenpflicht fiir soziale Netzwerke

Schon mehrfach wurde auch die Moglichkeit der Einfithrung einer Klarnamen-
pflicht angesprochen. Auch wenn diese Forderung mit Blick auf Meinungsrobo-
ter vorerst nicht durchgreifen kann,???° so bekommt sie mittelbar dadurch Bedeu-
tung, dass auch mit Blick auf den (gefiihlten) Anstieg von Hasskriminalitiat und
anderen Rechtsverletzungen in sozialen Netzwerken die Forderung nach einer
besseren Identifizierbarkeit der pseudonym oder anonym agierenden Nutzer er-
hoben wird.???! So hat der Bundesrat zum Zwecke der Bekimpfung von Hasskri-
minalitit im Februar 2020 eine Gesetzesinitiative auf den Weg gebracht, wonach
ein neuer §3a NetzDG eingefithrt werden soll, der die Betreiber verpflichtet,
Nutzer bei der Registrierung zu identifizieren (Abs. 1 S. 1) und dabei neben dem
Namen und dem Geburtsdatum auch die Anschrift des Nutzers zu erfassen
(Abs. 1°S.2).2222 Nach Abs. 2 soll die Identifizierung natiirlicher Personen nur an-
hand von qualifizierten Identititsnachweisen erfolgen (Lichtbildausweis, elektro-
nischer Identititsnachweis u.4.). Mit dem konkreten Vorschlag verfolgt man eine
relative Klarnamenpflicht, die die offensichtlichen verfassungsrechtlichen Proble-
me einer absoluten Klarnamenpflicht???* dadurch umgeht, dass kein ,digitales
Vermummungsverbot“???* eingefiihrt wird, sondern eine Identifizierung nur im
vertraglichen (Innen-)verhiltnis zum Netzwerkbetreiber erfolgt. Nach dem Vor-
bild des § 13 Abs. 6 TMG bleibt eine anonyme oder pseudonyme Nutzung mog-
lich. So konnte nicht nur eine psychische Hiirde vor bestimmten rechtswidrigen
und moralisch verwerflichen Handlungen geschaffen werden. Mittelbar konnte

2220 Siehe hierzu bereits oben, 3. Teil, 3. Kapitel, C.IL.2.c.aa(I.)(3.) und C.IL3.b.aa(Il.). Ein konkretes
Bediirfnis kann sich allerdings dann ergeben, wenn entweder die Erkennung von Meinungsrobotern
in ihrer Wirkung kaum bedeutsam ist oder wenn sie den zukiinftigen technischen Entwicklungen ir-
gendwann nicht mehr gerecht werden kann. Immerhin liuft dies auf ein Katz-und-Maus-Spiel hi-
naus, bei dem die Betreiber zumeist nur auf Entwicklungen reagieren konnen.

2221 Hierzu etwa BR-Drs. 70/20. Auch in Osterreich wurde ein vergleichbarer Gesetzesentwurf disku-
tiert, hierzu ZD-Aktuell 2019, 06589. Ausfiihrlich zu einer Ausweispflicht etwa Bock, Die Uber-
tragbarkeit der Kommunikationsfreiheiten des Artikel 5 GG auf das Internet, S. 289ff; zur Klarna-
menpflicht ausfiihrlich etwa Griess, Klarnamenspflicht im Internet.

2222 BR-Drs.70/20. Ein solches Modell ebenfalls aufzeigend Bock, Die Ubertragbarkeit der Kommunika-
tionsfreiheiten des Art. 5 GG auf das Internet, S.291, wobei er aber fiir eine Integration etwa der
Ausweisnummer in die 6ffentlichen Profildaten plddiert, um zu verhindern, dass der Dienstanbieter
erst noch in Anspruch genommen werden muss (S.292). Jedenfalls im Grundsatz eine Pflicht zur
Erhebung von Nutzerdaten — allerdings ohne nihere Spezifizierung der Art und des Umfangs eben
jener — befiirwortend Pille, NJW 2018, 3545 (3549).

2223 Eine absolute Klarnamenpflicht liele sich nicht mit der Meinungsfreiheit vereinbar. Damit wiirde
immerhin stets eine AufSerung auf eine bestimmte Person riickfithrbar sein, sodass von der Mei-
nungsfreiheit geschiitzte anonyme Auflerungen nicht mehr méglich wiren und insoweit erhebliche
chilling effects fiir die Meinungsfreiheit begriindet wiirden (Schréder, DVBL. 2018, 465 (468);
Glaser, NVwZ 2012, 1432 (1437)). Zeitgleich wird auch die Attraktivitit der sozialen Netzwerke
als aktive Kommunikationsplattform geschmiilert, was auch fiir die unternehmerische Freiheit der
Betreiber relevant ist.

2224 So bezeichnend und ausfiihrlicher zu der zu Grunde liegenden ,irrefiihrenden Analogie® Schwan-
der, ZRP 2019, 207 ff.
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durch die Betreiber so auch sichergestellt werden, dass keine (automatisierten)
Fake-Accounts erstellt werden konnen.

Das Gesetzesvorhaben kann sich auf unterschiedliche Zielsetzungen stitzen:
Generalpriventiv konnte es der (angenommenen) anonymitdtsbedingten Senkung
der Hemmschwelle vor rechtswidrigen Verhalten entgegenwirken.??? Damit be-
gegnete man auch der intensiveren Rechtsverletzung, die durch die Reichweite
und Geschwindigkeit, mit der sich Inhalte verbreiten, und der grundsitzlich dau-
erhaften Speicherung im Internet begriindet wird.??*¢ Mit Hilfe der Auskunftsan-
spriiche des § 14 Abs. 2, 3 TMG konnten Tater identifiziert und eine ladungsfa-
hige Anschrift ermittelt werden, was eine effektive Strafverfolgung und Durchset-
zung zivilrechtlicher Anspriiche — hinsichtlich der Integritit entsprechender
grundrechtlich geschiitzter Rechtsgiiter trifft den Staat immerhin eine Schutz-
pflicht =227 ermoglicht. Und zuletzt kann zeitgleich und mittelbar dafiir gesorgt
werden, dass die Zahl von Hassnachrichten und dadurch potentiell verursachte
Einschiichterungseffekt zuriickgehen, die Beteiligung von Nutzern zunimmt und
so die Qualitit der Diskussionen und das Meinungsklima positiv beeintrachtigt
wird.???8

I. Notwendigkeit einer entsprechende Identifizierungspflicht

Bedenken bestehen aber schon daran, ob eine entsprechende Regelung tatsach-
lich notwendig ist.??? Zwar steht dem Gesetzgeber nicht nur mit Blick auf die
potentielle Eignung der Klarnamenpflicht fur die relevanten Fragen ein weiter
2230 sondern gerade auch fiir die Erforderlichkeit.?3!
Gleichwohl bestehen hier gewisse Bedenken:

Einschitzungsspielraum zu,

2225 BT-Drs. 19/17741, S. 35. Vgl. Krobhm/Miiller-Peltzer, ZD 2015, 409 mit Blick auf ein Auskunfts-
recht Betroffener gegeniiber den Betreibern; mit Blick auf eine Verschirfung des Auferungsstraf-
recht etwa Sahl/Bielzer, ZRP 2020, 2 (4). Zur generalpriventiven Wirkung im Kontext der Impress-
umspflichten etwa Heilmann, Anonymitit fur User-generated Content, S. 164.

2226 Vgl. EuGH, Urt. v. 03.10.2019 — Rs. C-18/18 = GRUR 2019, 1208 Rn. 28, 36 — Glawischnig-Pie-
sczeck.

2227 Heilmann, Anonymitit fiir User-generated Content, S. 174; Bock, Die Ubertragbarkeit der Kommu-
nikationsfreiheiten des Artikel 5 GG auf das Internet, S.289. Im Kontext des Ehrschutzes etwa
Miiller-Franken, AfP 2018, 1 (11) oder Glaser, NVwZ 2012, 1432 (1436) und zum insoweit beste-
henden rechtspolitischen Handlungsbedarf, ebd., S.1437 Czychowski/Nordemann, NJW 2008,
3095 (3099) sehen in dem Unméglich-machen einer Identifizierung des Titers von Urheberrechts-
verletzungen eine Verletzung der Eigentumsfreiheit des Art. 14 GG. Vgl hierzu auch Hobeisel-Gu-
ler, in: Riidiger/Bayerl, Cyberkriminologie, S. 71 (97).

2228 Vgl. Schweiger, Der (des)informierte Biirger, S. 193 f., mit Blick auf die Aufstockung staatlicher Er-
mittlungstitigkeiten.

2229 Auch Art. 6 Abs.4 DS-GVO verlangt, dass es eine ,,notwendige und verhiltnismiBige Maffnahme*
sein muss.

2230 Zur Einschitzungsprirogative bei der Eignung etwa BVerfG NJW 2019, 3703 Rn. 166 — ALG-II-
Sanktionen; BVerfGE 116, 202 (224) - Tariftreneerkldarung.

2231 Zum ,Beurteilungs- und Prognosespielraum® bei der Erforderlichkeit etwa BVerfG, NJW 2019,
3054 Rn. 66 — Mietpreisbremse; BVerfGE 116, 202 (225) — Tariftreucerklarung; 146, 71 (126) —
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1. (Faktische) Anonymitit als Ausloser rechtswidriger Auflerungen?

(Faktische) Anonymitit wird immer mehr als Problem sozialer Netzwerke und
internetbasierter Kommunikation angesehen.??3* Gleichwohl lasst sich eine gewis-
se Disbalance in der Diskussion zum einen deshalb ausmachen, weil Anonymitat
vielschichtiger ist und die Ermoglichung und Forderung bestimmter rechtswid-
riger Verhaltensweisen nur ein Aspekt von ihr ist.??*> Und zum anderen wird
suggeriert, dass Anonymitit (im digitalen Raum) nicht wiinschenswert ja gar
etwas ,atypisches“ sei, weshalb es eines ,digitalen Vermummungsverbotes*“?23*
bedurfe.??’ Das vernachldssigt, dass Anonymitit auch wesentliche Bedingung
des Agierens in der Gesellschaft ist und nicht nur der selbstbestimmten Frei-

2236 sondern auch dem objektiven Anliegen des Kommunika-

heitswahrnehmung,
tionsprozesses dient.?”” Und zudem ist sie auch in der realen Welt wesentliche
Grundlage der Kommunikation, insbesondere unter Abwesenden.??3® Insoweit
lasst sich zumindest kritisch fragen, ob Anonymitit zwangslaufig zu der Ver-
rohung der Debattenkultur fihrt und ob sie maflgeblicher Ausloser fur (Per-

sonlichkeits-)Rechtsverletzungen ist.??* Denn auch unabhingig von anonymen

Tarifeinheitsgesetz. Heilmann, Anonymitit fiirr User-generated Content, S. 171 sieht gerade die Ent-
scheidung potentieller Identifikationssysteme als allein der Prirogative des Gesetzgebers tiberlassen
an.

2232 Hierzu BT.-Drs. 19/17741. Hierzu auch das osterreichische Gesetzesvorhaben eines ,,Bundesgesetz
tiber Sorgfalt und Verantwortung im Netz“, 134/ME XXVI. GP.

2233 Ausfiihrlicher zur ,,Anonymitit [...] als Segen* etwa Beater, NJ 2019, 365f, der zu Recht darauf
hinweist, dass es ,.keine Anonymitit geben [kann], die nur die Guten schiitzt.“, ebd. S. 372. Eben-
falls kritisch zur Fokussierung allein auf diesen Einsatzzweck, allerdings im Lichte einer unmittelba-
ren Klarnamenpflicht, etwa Caspar, ZRP 2015, 233 (235).

2234 So u.a. Schwander, ZRP 2019, 207.

2235 Vgl. dazu die Erliuterungen zum osterreichischen Gesetzesentwurf, in denen es gleich zu Beginn
heifdt: ,,In der digitalen Welt miissen die gleichen Prinzipien gelten, wie in der real gelebten Welt.
Das Internet kann und darf kein rechtsfreier Raum sein [...]. Grundprinzipien, Regeln und Gesetze
miissen auch im digitalen Raum gelten. Was in der analogen Welt geahndet wird, muss auch
in der digitalen Welt Folgen haben. Sich in der Anonymitit des Internets verstecken zu kénnen,
darf in Fallen, in denen Straftaten begangen werden, nicht mehr moglich sein. Denn nur wenn
durch eine Authentifizierung auch die Identifizierung der Titer bei Rechtsverletzungen moglich ist,
werden die gleichen Maf3stibe wie auch in der analogen Welt gelten kénnen. « Insoweit wird einer-
seits suggeriert, dass im Internet keinerlei Regeln gelten, was so unzutreffend ist. Vielmehr ist es
schlicht deutlich schwieriger die allgemeinen Regeln durchzusetzen. Und damit einhergehend wird
andererseits suggeriert, dass Anonymitit und das Problem einer Identifizierung spezifisch fiir den
Online-Bereich gelten. Dort stellen sich aber schlicht andere, technische Identifizierungsprobleme,
die — zugegebener Maflen — erheblicher sein kénnen, als in der realen Welt.

2236 Zur Bedeutung fiir die selbstbestimmte Wahrnehmung grundrechtlicher Freiheit siehe etwa Heil-
mann, Anonymitit fiir User-generated Content, S. 86. Daneben etwa auch Caspar, ZRP 2015, 233
(235).

2237 Milker, ZUM 2017, 216 (218). Ausfiihrlicher zu Bedeutung der ,,Anonymitit in der liberalen De-
mokratie“ Kersten, JuS 2017, S. 193 ff.

2238 Schwander, ZRP 2019, 207 (208). Vgl. hierzu auch Kersten, JuS 2017, 193 (194).

2239 Kritisch hierzu im Kontext des Vermummungsverbots etwa Heilmann, Anonymitit fiir User-genera-
ted content, S. 107; und Jahn, JZ 1988, 545 (546 f.), wobei er die Regelung wegen des tiberwiegend
friedlichen Verlaufs von Versammlung zumindest eine Strafbewehrung fiir nicht erforderlich hilt,
ebd. S.550. Mit Blick auf eine Klarnamenpflicht kritisch Caspar, ZRP 2015, 233 (235). Denn ne-
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und pseudonymen Auflerungen lisst sich durchaus der Trend beobachten, dass
kommunikative Hemmschwellen gesenkt sind und auch unter dem birgerlichen
Namen — wegen der gefithlten und nicht wegen der tatsiachlichen Anonymitit —
gehetzt und verunglimpft wird.??* Insoweit handelt es sich womoglich mehr um
ein gesamtgesellschaftliches Problem.

2. Spezifische Gefabrenlage und feblende Effektivitit bestehender Regelungen?

Anders als in der realen Welt kann sich eine Auflerung im Internet, insbesondere
in sozialen Netzwerken, wesentlich schneller und weiterverbreiten und bleibt fiir
unbegrenzte Zeit fur eine Vielzahl von Personen abrufbar. Insoweit geht mit
rechtswidrigen (personlichkeitsverletzenden) Auflerungen eine ungleich hohere
Verletzungsintensitit einher.?>*! Bereits bestehende Regelungen konnten aber aus-
reichend sein, um diesen Gefahren und den Rechtsverfolgungsinteressen gerecht
zu werden.

Anders als in der Offline-Welt bestehen mit § 14 Abs.2, 3 TMG?*** bereits
Vorschriften, die die Identifizierung entsprechender Nutzer erleichtern sollen.

2243 werden

Spezifische Probleme bei der Durchsetzung des Auskunftsersuchens
durch einen entsprechenden bereits verabschiedeten Anderungsentwurf adres-
siert. Nicht nur die explizite Einfiihrung eines (gesetzlichen) Auskunftsanspruchs
in § 14 Abs. 3 S. TMG ist geplant,?** sondern auch eine vereinfachte gerichtliche

Durchsetzung des Anspruchs.??* § 14 Abs. 3, 4 TMG n.E soll einen unmittelba-

ben diesem Erklirungsansatz fiir die Verrohung der Debattenkultur, wird dies durchaus auch damit
erklart, ,,dass schriftliche Kommunikation bestimmte intrinsische Méngel besonders bei der Kom-
munikation von Gefiihlen habe, die fast zwangsldufig zu Missverstindnissen und Konflikten fiihr-
ten[...].“, Wiinschner, in: Miithlhoff/Breljak/Slaby, Affekt, Macht, Netz, S. 247.

2240 So etwa auch Caspar, ZRP 2015, 233 (235) und Schunicht, Informationelle Selbstbestimmung in
sozialen Netzwerken, S.259. Siche auch Sick, in: Méller, Was tun gegen Fake News und Hate
Speech?, S.23 und Hegelich, zit. nach Grandjean, ZUM 2017, 565 (571). Kritisch u.a. deshalb mit
Blick auf den osterreichischen Gesetzesentwurf, der Chaos Computer Club Wien in seiner Stellung-
nahme, 96/SN-134/ME XXVI. GP. Kritisch zu diesem Argument aber OLG Miinchen, Urt. v.
08.12.2020 — 18 U 2822/19 Pre = BeckRS 2020, 34203 Rn. 56.

2241 So letztlich auch Hoven, ZStW 219 (2017), 718 (743); G. Wagner, GRUR 2020, 447 (455) und
Reinlicher, Neue Kriminalpolitik 2020, 186 (191).

2242 Zur datenschutzrechtlichen Vereinbarkeit mit der DSGVO ausfiihrlich BGH ZD 2020, 152 ff. -
Auskunftsbegehren zu Bestandsdaten.

2243 Zu diesen Problemen ausfiihrlicher etwa Bohlen, NJW 2020, 1999 (2000 ff.).

2244 Zuvor handelte es sich nur um einen vertraglichen Auskunftsanspruch, sodass eine doppelte gericht-
liche Geltendmachung notwendig gewesen ist. Nicht nur die grundsitzliche Anordnung war gericht-
lich — nach den verfahrensrechtlichen Vorgaben des FamFG (§ 14 Abs.4 S.5 TMG) — geltend zu
machen (§ 14 Abs. 4 TMG), sondern auch der Anspruch nach § 242 BGB bei Verweigerung durch
den Dienstanbieter — hier allerdings nach dem allgemeinen Verfahrensrecht der ZPO. Hierzu siehe
auch BT-Drs. 19/18972, S. 55 oder Bohlen, NJW 2020, 1999 (2002). Eine solche Anderung aus die-
sen Griinden befiirwortend Sahl/Bielzer, ZRP 2020, 2 (3).

2245 Hierzu ausfithrlich Art.2 des Anderungsentwurfes, BT-Drs. 19/18972, S.15 und die Begriindung,
S.55. Das Gericht entscheidet ndmlich grundsitzlich dann nicht nur iiber die Zulassigkeit, sondern
auch iiber die Verpflichtung des Betreibers. Dadurch wird eine zweite gerichtliche Durchsetzung des
Auskunftsanspruchs vermieden. Kritisch mit Blick auf den dennoch nur beschriankten, weil auf § 1
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ren gerichtlich geltend zumachenden Auskunftsanspruch gewihren, der auf die
Herausgabe der Bestandsdaten gerichtet ist. Sofern der jeweilige Nutzer ohnehin
mit zutreffenden Angaben registriert ist, konnen also diese Daten ohne Weiteres
herausverlangt werden. Gestiitzt auf § 14 Abs. 3 TMG hat zudem das KG Berlin
die Weitergabe des Namens, der registrierten E-Mail-Adresse und der IP-Adres-
sen und den Zeitangaben der Uploads angeordnet.?**¢ Inwieweit letztere Informa-
tionen bei Fehlen eines buirgerlichen Namens auch tatsachlich fur die Durchset-
zung der Rechte hilfreich sind, bleibt allerdings abzuwarten.??*” Und zudem ist
zweifelhaft, ob das Kammergericht nicht den Anwendungsbereich der Norm
iberschritten hat. Denn bei den IP-Adressen und den Uploadzeitpunkten handelt
es sich tendenziell eher um Nutzungsdaten i.S.d. § 15 Abs. 1 Nr. 1, 2 TMG.22#8

Abseits dessen bleibt zwar nach wie vor die Einleitung eines strafrechtlichen
Ermittlungsverfahrens. Die staatlichen Ermittlungsbehorden haben auch deutlich
mehr Kompetenzen??*° und sollen bald auch Nutzungsdaten abfragen konnen.??%
Uber die Akteneinsicht (§§ 385 Abs. 3, 406e StPO) konnten dann auch die Daten
des Beschuldigten in Erfahrung gebracht werden. Allerdings hilft das kaum wei-
ter, um eine zeitnahe Loschung personlichkeitsverletzender Inhalte zu bewir-
ken.??’! Hierfiir besteht aber die Moglichkeit auch die Betreiber selbst von einem
Inhalt in Kenntnis zu setzen und nicht nur diesen, sondern auch (zukiinftige)
wortgleiche Auflerungen gerichtlich sperren zu lassen.?22 Und mit § 3 NetzDG
werden entsprechende Anspriiche bereits vor einer gerichtlichen Geltendma-
chung effektuiert. Gleichwohl erméglicht das keine Inanspruchnahme des eigent-
lichen Taters.??%3

Abs. 3 NetzDG abstellenden, Anwendungsbereich und Schutz vor anonymer Auflerung etwa Beater,
NJ 2019, 365 (3711

2246 KG Berlin, Beschl. v. 11.03.2020 — 10 W 13/20 — juris.

2247 Rein theoretisch wird die (dynamische) IP-Adresse erst dann mit Inhalt gefiillt, wenn ein Abgleich
mit den Daten des Access-Providers erfolgt. Telekommunikationsrechtlich bestehen insoweit aber
nur Ermichtigungen fiir staatliche Stellen. Anders ist das etwa mit Blick auf das Urheberrecht,
§ 101 Abs. 2 Nr. 3 UrhG. Kritisch weist etwa Bohlen NJW 2020, 1999 (2001) daraufhin, dass ent-
sprechende Daten aber nicht verpflichtend bereitgehalten werden miissen und dort, wo dies der Fall
ist (Access-Provider auch den Vorgaben des TKG), handelt es sich um eine recht kurzfristige Spei-
cherung. Auch deshalb kritisch zu einem solchen Auskunftsanspruch Bock, Die Ubertragbarkeit der
Kommunikationsfreiheiten des Artikel 5 GG auf das Internet, S. 290 f.

2248 §101 Abs. 9 UrhG nennt hier explizit Verkehrsdaten und kniipft an die Herausgabe ein vorheriges
gerichtliches Verfahren.

2249 Etwa das Auskunftsverlangen an den Access-Provider, den hinter einer IP-Adresse agierenden An-
schlussinhaber zu offenbaren, etwa §§ 161, 163 StPO i.V.m § 113 Abs. 1 TKG oder § 15 TMG oder
auch § 100g Abs. 1, 2 StPO.

2250 Siehe hierzu der geplante Entwurf eines § 15a TMG, BT-Drs. 19/17741.

2251 Vgl. G. Wagner, GRUR 2020, 447 (455).

2252 Zur Zuldssigkeit umfangreicher Sperr- bzw. Loschanordnungen EuGH, Urt. v. 03.10.2019-
Rs. C-18/18 = MMR 2019, 798 ff. — Glawischnig-Piesczek.

2253 Vgl. zu diesem Aspekt auch Heilmann, Anonymitit fiir User-generated Content, S. 169. Im Kontext
der Verfolgung von Urheberrechtsverletzungen weisen Czychowski/Nordemann, NJW 2008, 3095
(3098 f.) auch darauf hin, dass es ,,[k]ein Argument [sei], die unmittelbaren Titer vor einer Verfol-
gung zu schiitzen, [...] [durch] die Verantwortlichkeit der Internetzugangsprovider [...].“. Siehe
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Wegen derlei Schwierigkeiten und Unzuldnglichkeiten kann ein generelles Be-
diirfnis einer Effektuierung des Auskunftsersuchens und damit u.a. der privaten
Rechtsdurchsetzung jedenfalls nicht von der Hand gewiesen werden.?2%*

3. Kostenrisiko als eigentliches Problem?

In Osterreich wurde allerdings darauf hingewiesen, dass nicht die Identifizierbar-
keit das Problem sei, sondern das Kostenrisiko, welches den Rechtssuchenden
aufgebiirdet wird.?25 Ahnliches mag auch fiir Deutschland gelten, weil der Kl4-
ger schon fiir das gerichtliche Auskunftsersuchen (§ 14 Abs.4 S.1 TMG) die
Kosten zu tragen hat (§ 14 Abs.4 S.6 TMG), und diese nur in einem zweiten
Verfahren vom Schidiger erstattet bekommen kann. Aber auch hinsichtlich der
Geltendmachung der Anspriiche innerhalb des zweiten Verfahrens tragt der Kli-
ger ein Kostenrisiko, was faktisch eine Vielzahl von Personen davon abhalten
konnte, gegen Auflerungen vorzugehen.

II. Verhiltnismifigkeitserwagungen

Nur weil im Internet weitreichendere Moglichkeiten bestehen, Tater zu ermitteln,
heifSt das nicht, dass davon auch Gebrauch gemacht werden darf.??’¢ Auch bei
der Offline-Kommunikation ist grundsatzlich keine Identifikationspflicht vorge-
sehen.??” Und dort, wo eine spezifische Gefahr besteht — so etwa bei Versamm-
lungen (§ 17 Abs.2 Nr.2 VersG) —, wird entweder untersagt, eine potentielle
Identifizierung zu erschweren,?*’® oder anderweitige Schutzvorkehrungen getrof-
fen, die — wie die presserechtlichen Gegendarstellungsrechten —2>%° die Intensitit

auch Beater, NJ 2019, 365 (370). Pille, NJW 2018, 3545 (3548) zweifelt generell an der Wirksam-
keit des Verfahrens, u.a. weil es dem Nutzer ,,hdufig schon nicht gelingen [wird], den Diensteanbie-
ter so konkret zu informieren, dass dieser iiberhaupt zu einer Priifung veranlasst ist.“ Deshalb prio-
risiert auch er, a.a.0. (3549) die Inanspruchnahme des Titers.

2254 So auch schon mit Blick auf die Notwendigkeit der Impressumspflichten des § 5 Abs. 1 TMG bzw.
§ 55 Abs. 1 RStV, Heilmann, Anonymitit fiir User-generated Content, S. 168 f. Allgemein fiir eine
vorzugswiirdige zivilrechtliche Durchsetzung von Personlichkeitsrechtsverletzungen und der Not-
wendigkeit eines effektiven Auskunftsanspruchs hierfiir, Bohlen, NJW 2020, 1999 ff. Anders aber
mit Blick auf den urspriinglichen § 14 Abs. 3 TMG Steinbach, JZ 2017, 653 (661).

2255 Statt vieler Osterreichische Rechtsanwaltskammer, Stellungnahme 81/SN-134/ME XXVI. GP, S. 5.
In der Diskussion um das NetzDG weisen auch Febling/Leymann, AfP 2020, 110 Rn. 21 daraufhin,
dass wegen des hohen Aufwandes eine gerichtliche Kontrolle unterbleibt.

2256 Ahnlich auch das BVerfG NJW 2012, 1419 Rn. 141; BVerfGE 125, 260 (323 f.) - Vorratsdatenspei-
cherung.

2257 Zu diesem Aspekt Schwander, ZRP 2019, 207 (208).

2258 So letztlich auch Schwander, ebd. Kritisch deshalb hinsichtlich des Vergleichs von analogen und di-
gitalen Regeln im Kontext des osterreichischen Entwurfes, Weiffer Ring, Stellungnahme 90/
SN-134/ME XXVI. GP, S.2 ebenso wie die Osterreichische Rechtsanwaltskammer, Stellungnahme
81/SN-134/ME XXVI. GP, S. 6.

2259 Siehe etwa § 10 PresseG MV. Dieser findet sich auch fiir Telemedien mit journalistisch-redaktionel-
lem Angebot in § 56 RStV.
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von Verletzungen zumindest kompensieren sollen. Im Internet?**® bestand lange
Zeit auch dieses Grundsatz-Ausnahme-Verhiltnis, obgleich das Bediirfnis einer
Zuriicknahme der Anonymitit auch fir eine effektive Rechtsverfolgung mit den
Impressumspflichten anerkannt ist.??*! Private Kommunikation war bislang aber
nur ausgenommen (vgl. § 55 Abs.1 RStV bzw. § 18 Abs. 1 MStV), weil damit
eine absolute Klarnamenpflicht eingefithrt worden waire. Die dadurch fur die
Meinungsiuflerungsfreiheit befiirchteten chilling effects werden durch die vorge-
schlagene Identifizierungspflicht aber insoweit relativiert,??*? als dass eine Offen-
barung der Identitit der Nutzer primdr nur im Verhiltnis zum Betreiber er-
folgt??** und gegenuiber Dritten nur im konkreten Fall und nur durch eine ge-
richtliche Anordnung (§§ 14 Abs.3, Abs.4 S.1 TMG), wofir eine vorherige
Uberpriifung der Rechtswidrigkeit notwendig ist. Insoweit wird also die Mei-
nungsduflerungsfreiheit ebenso verfahrensrechtlich abgesichert?>** wie die daten-
schutzrechtlichen Interessen der Betroffenen.??®’ Eine Weitergabe erfolgt nur
dort, wo das Rechtsverfolgungsinteresse prinzipiell hoher zu bewerten ist.?26¢
Derartige Fille privilegiert aber schon die DSGVO (vgl. Art.23 Abs. 1 lit. d), j)
DS-GVO).227 Und im internen Verhiltnis ist nur das zu offenbaren, was schon
jetzt verlangt werden darf (Art. 6 Abs. 1 lit. b) DS-GVO).

Tendenziell mag es aber einen Unterschied machen, ob Betreiber eine Klarna-
menpflicht statuieren, diese aber nicht praventiv und effektiv durchsetzen, oder

2260 Zutreffend ist zwar, dass auch in der realen Welt keine vorherige Identifizierung notwendig ist, be-
vor eine AufSerung getitigt wird (so etwa Osterreichische Rechtsanwaltskammer, Stellungnahme 81/
SN-134/ME XXVI. GP, S. 6), allerdings lieSe sich der Unterschied hier gerade durch die erschwerte
Rechtsverfolgung erkliren, die technisch bedingt in der offline Welt nicht in demselben Umfang be-
steht, weil sich der Einzelne als Person in der Offentlichkeit bewegt und deshalb jedenfalls durch
andere identifiziert werden kann.

2261 Ausfiihrlich zu diesem und den weiteren Aspekten der Impressumspflichten etwa Heilimann, Anony-
mitit fiir User-generated content, S. 158 ff.

2262 Anders mit Blick auf den osterreichischen Entwurf allerdings die Osterreichische Rechtsanwalts-
kammer, Stellungnahme 81 /SN -134/ME XXVI. GP, S. 6 die wegen der Notwendigkeit einer Au-
thentisierung und Authentifizierung einen gravierenden Eingriff in die Meinungsfreiheit sehen.

2263 In diese Richtung etwa auch Pille, NJW 2018, 3545 (3549f.). In so einem Fall bestiinden dann
namlich deutlich stirkere Bedenken, weil die anonyme bzw. genauer gesagt pseudonyme Auflerung
gar nicht mehr moglich wire. Deshalb befiirwortet Bohlen, NJW 2020, 1999 (2004) etwa auch die
Regelung eines Auskunftsanspruchs anstelle einer Klarnamenpflicht. Dennoch kritisch zum ur-
springlichen Entwurf des § 14 Abs. 3 TMG Steinbach, JZ 2017, 653 (661).

2264 Beater, NJ 2019, 365 (372) weist daraufhin, dass ,,[d]er Einschiichterungsaspekt [...] kein generel-
les Auskunftsverbot legitimieren [kann, sondern] [...] der sachgerechten Ausgestaltung [bedarf],
wenn man den Schutz vor Auflerungen nicht komplett abschaffen will.“ Insoweit fordert er eine
Abwigung im Einzelfall zwischen ,Informationsinteresse, der Schwere der Beeintrichtigung und
dem Anonymititsinteresse .

2265 Kritisch mit Blick auf eine Offenbarung entsprechender Daten durch den Auskunftssuchenden und
der damit einhergehenden offentlichen Prangerwirkung Miiller-Franken, AfP 2018, 1 (11).

2266 In diese Richtung auch, wenn auch kritisch zu der bloflen Beschrinkung auf rechtswidrige Inhalte
i.5.d. § 1 Abs. 3 NetzDG, Beater, NJ 2019, 365 (371f.). Ebenfalls kritisch zu dieser Einschrinkung
Boblen, NJW 2020, 1999 (2003).

2267 Ausfiihrlicher zur Vereinbarkeit des Auskunftsanspruch mit der DS-GVO BGH, NJW 2020, 536
Rn. 31ff.
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ob der Staat dies von den Betreibern verpflichtend fordert, sodass eine anonyme
Nutzung gar nicht moglich ist. Aus unternehmerischer Sicht fiihrt das immerhin
dazu, dass Nutzer, die entsprechende Daten nicht zur Verfiigung stellen wollen,
abgeschreckt werden konnten.??¢® Ob die Netzwerk- und Lock-In-Effekte??® so
stark sind, dass sie diese Wirkung reduzieren, ist ungewiss. Damit verloren auch
die Nutzer eine zentrale Moglichkeit partizipativ am Kommunikationsprozess
teilzunehmen.??”® Dies bleibt trotz der potentiellen Nachteile und Risiken sozialer
Netzwerke ein wesentlicher kommunikativer Fortschritt.??”!

Anders als das BVerfG hinsichtlich einer dhnlichen Regelung fiir Telekommu-
nikationsanbieter (§ 111 TKG)??*”? hat der EuGH in der Rechtssache Tele2 Sveri-
ge eine umfangreiche Vorratsdatenspeicherung als ,,die Grenzen des absolut Not-
wendigen® tiberschreitend angesehen.??”3 Allerdings ging es dort um die umfas-
sende Erhebung nicht nur von Bestandsdaten, sondern auch von Verkehrs- und
Standortdaten, sodass ein wesentlich intensiverer Eingriff vorlag?’* als etwa bei
§ 111 TKG und bei dem geplanten § 3a NetzDG. Anders als in den telekommu-
nikationsrechtlichen Fillen, in denen die Anbieter nur begrenzten Zugriff auf
technische Verbindungsdaten haben, speichern und erheben die Anbieter sozialer
Netzwerke aber bereits jetzt deutlich umfangreicher Nutzungsdaten ihrer Nutzer,

2268 Schon hinsichtlich der Loschung von rechtswidrigen Inhalten meinte Konig AcP 219 (2019), 611
(637): ,,Schon einzelne Nutzer zu vergraulen, ergibt betriebswirtschaftlich in der Regel keinen Sinn.
Erst recht miissen sich die Plattformbetreiber vor dem drohenden Zensurvorwurf fiirchten, der ge-
rade in den Augen der Internetgemeinschaft besonders schwer wiegt und der Reputation einer Platt-
form erheblichen Schaden zufiigen kann.“ Vgl. zum Zusammenhang zwischen 6konomischen Wert
und Nutzerzahl auch BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 405.

2269 Statt vieler BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 460 ff. zu den
Lock-in-Effekten und Rn. 441 ff. zu den Netzwerkeffekten.

2270 Vgl. hierzu auch die Stellungnahme des Weiflen Rings zum osterreichischen Entwurf, 90/
SN-134/ME XXVI. GP, S. 11.

2271 Reinbacher, JZ 2020, 558 sieht sie als ,,gewichtigen Beitrag zur Demokratisierung der Informati-
onsbeschaffung® an und - allerdings mit Blick auf das Internet insgesamt — spricht Nolte, ZUM
2017, 552 (553) von einer ,,Demokratisierung des Kommunikationsprozesses.

2272 Das BVerfG hat die Regelung explizit als nicht gravierenden Eingriff bewertet, u.a. weil es sich um
wenig aufschlussreiche Daten handelte und die Datenerhebungszwecke, dhnlich wie auch bei § 14
Abs. 2, 3 TMG, eng begrenzt waren, BVerfGE 130, 151 (189) — Bestandsdatenspeicherung.

2273 EuGH, Urt. v. 21.12.2016 — Rs. C-203/15 u. C-698/15, ECLI:EU:C:2016:970, Rn. 105 — Tele2 Sve-
rige AB u. Secretary of State for the Home Department: ,,Zum anderen sieht eine nationale Rege-
lung [...], die sich allgemein auf alle Teilnehmer und registrierten Nutzer erstreckt und alle elektro-
nischen Kommunikationsmittel sowie simtliche Verkehrsdaten erfasst, keine Differenzierung, Ein-
schrinkung oder Ausnahme in Abhingigkeit von dem verfolgten Ziel vor. Sie betrifft pauschal
samtliche Personen, die elektronische Kommunikationsdienste nutzen, ohne dass sich diese Perso-
nen auch nur mittelbar in einer Lage befinden, die Anlass zur Strafverfolgung geben konnte. Sie gilt
also auch fiir Personen, bei denen keinerlei Anhaltspunkt dafiir besteht, dass ihr Verhalten in einem
auch nur mittelbaren oder entfernten Zusammenhang mit schweren Straftaten stehen konnte. Zu-
dem sicht sie keine Ausnahme vor, so dass sie auch fiir Personen gilt, deren Kommunikationsvor-
gange nach den nationalen Rechtsvorschriften dem Berufsgeheimnis unterliegen.“ Diese restriktive
Haltung zur Vorratsdatenspeicherung bestitigte der EuGH jiingst in den Urteilen v. 06.10.2020,
C-623/17 = ECLLEU:C:2020:790 -  Privacy  International —und C-511/18 u.a.,
ECLL:EU:C:2020:791 — Quadrature du Net u.a.

2274 Ausfiihrlicher hierzu EuGH, Urt. v. 21.12.2016 — Rs. C-203/15 u. C-698/15, ECLI:EU:C:2016:970,
Rn. 93 ff. — Tele2 Sverige AB u. Secretary of State for the Home Department.
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die sodann tiber die Klarnamen zu einem personenspezifischen Personlichkeits-
und Verhaltensprofil zusammengefiigt und mit der Anschrift noch weiter ergianzt
werden konnen.??”> Die bisherigen Datensitze der Profilbildung erhalten mit dem
Klarnamen und der Anschrift des Nutzers eine noch grofere (wirtschaftlich) Be-
deutung.??’¢ Insoweit besteht also die Gefahr, dass man die Markt- bzw. Daten-
macht bestehender Anbieter intensiviert.??”” Zudem schafft man dadurch neue
spezifische Gefahren fiir so gespeicherte Daten. Denn es ist nicht sichergestellt,
dass entsprechende Daten nur zu diesem Zweck verwendet,?”’® und vor allem,
dass sie sicher gespeichert werden.??”” Immerhin bestehen schon jetzt erhebliche
Bedenken an der Datenverarbeitungspraxis der Betreiber.?28

Fiir die Betreiber selbst diirften die Pflichten vergleichsweise leicht zu erfillen
sein, weil sich ein automatisierter Abgleich entsprechender Daten mit amtlichen
Dokumenten weniger aufwendig gestaltet als etwa eine umfangreiche Uberwa-
chung von Netzwerkdaten.??®! Aus Sicht der Betreiber entspricht die gesetzliche
Regelung zudem ihren potentiellen, wenn auch bislang nicht durchgesetzten In-
teressen einer genauen Identifizierung der Nutzer.?252

2275 Mit dem Fehlen dieser Profile hat das BVerfG, a.a.O., Rn. 139 aber gerade die nur geringe Eingriffs-
intensitit begriindet. Kritisch mit Blick auf die Erginzung dieser Daten auch Richter, MMR 2014,
517 (520) und mit Blick auf den &sterreichischen Entwurf Weifler Ring, Stellungnahme 90 /
SN-134/ME XXVI. GP, S. 2.

2276 So auch Caspar, ZRP 2015, 233 (234f.). Ziebarth, ZD 2013, 375 (377) spricht insoweit von einer
,» Vergoldung“ der Profilbildung. Vgl. auch Hegelich, zit. nach Grandjean, ZUM 2017, 565 (571).

2277 Ziebarth, ebd. weist auf die Moglichkeit der netzwerkiibergreifenden Verkniipfung von Profildaten
hin. Allerdings wurde dies vom Bundeskartellamt jedenfalls beim Facebook-Konzern fiir kartell-
rechtlich unzulissig gehalten Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895.

2278 Kritisch etwa Caspar, ZRP 2015, 233 (236); Nebel, K&R 2019, 148 (152) und Oebmer/Pedrazzi,
UFITA 2020, 7 (22). Der Weifle Ring weist in seiner Stellungnahme zum osterreichischen Entwurf,
90/SN-134/ME XXVI. GP,, S. 1 allgemein ,,auf Szenarien von Datenpannen und Datendiebstihlen*
hin. Allgemein auf ,privacy concerns® hinweisend Abulaish/Fazil, IEEE Technology and Society
Magazine 2020, 52 (59).

2279 Vor allem in Hinblick auf die Datenweiterleitung in die USA bestehen nach wie vor erhebliche Be-
denken. Der Privacy Shield wurde jiingst vom EuGH, Urt. v. 16.07.2020 - Rs.C-311/18,
ECLLI:EU:C:2020:559, — Data Protection Commissioner/Facebook Ireland Limited und Schrems,
ebenso wie zuvor die Safe-Harbour-Regelung (hierzu EuGH, Urt. v. 06.10.2015 - Rs. C-362/14 =
NJW 2015, 3151 Rn. 67 ff. — Schrems/Digital Rights Ireland) angegriffen, wobei Maf$stab hierbei
nicht mehr die DatenschutzRL 1995/46, sondern die DS-GVO war, ebd., Rn. 79.

2280 Ausfiihrlich hierzu BKartA, Beschl. v. 06.02.2019 — B6-22/16 = BeckRS 2019, 4895 Rn. 629 ff., und
speziell zu fehlenden SchutzmafSnahmen Rn. 787 ff.

2281 Kritisch aber zu den Belastungen Nietsch, Anonymitit und die Durchsetzung urheberrechtlicher
Anspriiche im Internet, S. 253.

2282 Dieses berechtigte Interesse sieht u.a. auch Heberlein, Datenschutz im Social Web, S. 164 f. Zu der
besseren Vermarktung solcher Daten siehe etwa Caspar, ZRP 2015, 233 (234 f.). Daraus leitet auch
Nietsch, ebd., die geringer Eingriffsintensitit ab.
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III. Fazit: Einfithrung einer relativen Klarnamenpflicht als rechtspolitisches
Problem

Auch wenn sich eine Klarnamenpflicht allein zur Bekampfung von Meinungsro-
botern zurzeit nicht anbietet,??®* kann sie (mittelbar) dadurch eingefithrt werden,
dass die effektive Strafverfolgung und Rechtsdurchsetzung grundrechtlich ge-
schiitzter Giiter Uber bereits bestehende Regelungen hinaus gestiarkt wird. Weil
aber mit dem (angepassten) § 14 Abs.2, 3 TMG, den strafrechtlichen Befugnis-
sen, der Storerhaftung und dem Beschwerdeverfahren des § 3 NetzDG jedenfalls
ein nicht offensichtlich unwirksames Schutzkonzept besteht,??** obliegt es dem
Gesetzgeber im Rahmen seiner Prarogative eine dariiber hinausgehende relative
Klarnamenpflicht einzufiihren, um seiner grundrechtlichen Schutzpflicht nachzu-
kommen. Das Ubermafverbot steht dem jedenfalls nicht per se im Weg,? weil
ein vertretbarer Ausgleich zwischen den kollidierenden Interessen bewirkt wird
und - jedenfalls sofern das Auskunftsrecht allein auf strafrechtswidrige Inhalte
1.5.d. § 1 Abs. 3 NetzDG gestiitzt ist — die Rechtsverfolgungsinteressen iiberwie-
gen. 22%¢ Gegebenenfalls miussten mit Blick auf die Datenspeicherung gewisse Si-
cherheitsvorkehrungen getroffen werden.?”” Im Wesentlichen diirfte es daher
eine rechtspolitische Frage sein, ob man einerseits eine flichendeckende Identifi-
zierbarkeit einfordert, obwohl bereits jetzt abseits anonymer Auflerungen diesel-
ben Probleme bestehen, oder ob man andererseits bei der Effektuierung der
Rechtsdurchsetzung bzw. -Verfolgung erst auf staatlicher Seite ansetzt,?**® und
die weitere Entwicklung beobachtet. Immerhin werden auch andere Modelle vor-
geschlagen, die eine undifferenzierte wenn auch nur mittelbare Offenlegung der
Identitit vermeiden.>?®

2283 In diese Richtung, allerdings vor allem mit Blick auf datenschutzrechtliche Erwigungen Milker,
ZUM 2017, 216 (221).

2284 Vgl. hierzu im Kontext der Impressumspflichten, Heilmann, Anonymitit fiir User-generated Con-
tent, S. 176 f.

2285 So auch - allerdings zu einem etwas anderen Modell — Bock, Die Ubertragbarkeit der Kommunika-
tionsfreiheiten des Art. 5 GG auf das Internet, S. 295, 297.

2286 Teilweise wird dafiir pladiert, das Auskunftsrecht auch auf Fille schwerwiegender, personlichkeits-
rechtsverletzender Auflerungen auszuweiten, die nicht dem § 1 Abs. 3 NetzDG unterfallen, so etwa
Beater, NJ 2019, 365 (372) und Boblen, NJW 2020, 1999 (2003).

2287 1In der Literatur wurde schon zuvor vorgeschlagen, dass etwa eine unabhingige neutrale Stelle ent-
sprechende fiir die Rechtsverfolgung relevante Daten der Nutzer und von den Netzwerken getrennt
speichert, so etwa Richter, MMR 2014, 557 (520) oder auch Nietsch, Anonymitit und die Durch-
setzung urheberrechtlicher Anspriiche im Internet, S. 252.

2288 Dies fordern mit Blick auf das osterreichische Unterfangen Chaos Computer Club Wien, Stellung-
nahme 96/SN-134/ME XXVI. GP, S. 2. Ein entsprechender Regierungsentwurf sieht etwa die Ver-
schirfung von duflerungsrechtlichen Straftatbestinden fiir Auferungen, die im Internet getitigt wer-
den vor, BT.-Drs. 87/20. Zum Entwurf siehe auch Reinbacher, Neue Kriminalpolitik 2020, S. 186 ff.

2289 Vorgeschlagen wurde etwa auch ein an das Gewaltschutzgesetz angelegtes Modell, dass zu gericht-
lich angeordneten Accountsperrungen fithren kann, siche hierzu Hobeisel-Guler, in: Riidiger/Bayerl,
Cyberkriminologie, S. 71 (97 ff.). Daneben siehe auch Oehmer/Pedrazzi, UFITA 2020, 7 (22) in An-
lehnung an die estlandische e-ID Losung.
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F. Medienkompetenz

Wenn vor allem auch die Medienkompetenz der Nutzer essentielle Voraussetzung
dafir ist, Informationen kritisch zu rezipieren und damit vorsichtig in digitalen
Diskursraumen zu agieren, so muss kritisch beobachtet werden, ob die bisher er-
griffenen und geplanten MafSnahmen sowohl der KMK im schulischen Bereich
als auch die (freiwilligen) Mafsnahmen der Betreiber und anderer Akteure (hierzu
oben 2. Teil, 3. Kap C.1.3.b) die notwendige Sensibilisierungswirkung erreichen
und den Aufbau einer Medienkompetenz tatsichlich foérdern??°. Denn auf schuli-
scher Ebene mag zwar der integrative, ficheriibergreifende Ansatz der KMK
durchaus Sinn machen, weil Fragen der Digitalisierung und der Medienkompe-
tenz und -pddagogik weitreichende interdisziplinire Bezugspunkte aufweisen.?!
Allerdings wird damit die Aufgabe einer sachgerechten Bildung auf viele spezifi-
zierte Lehrkrifte aufgeteilt, denen moglicherweise das notwenige Detailwissen
fehlt.??”2 Daher kann es durchaus sinnvoll??** sein, ein spezielles Unterrichtsfach
zu entwickeln,??** das sich zentralen Fragen widmet und welches dann durch die
anderen Ficher sinnvoll ergianzt wird.??”> Damit wiirde immerhin gewahrleistet,

2290 Freilich ist dabei zu beriicksichtigen, dass die Mafsnahmen eine Zielvorgabe sind, also nur danach
zu fragen ist, ob die ergriffenen Maffnahmen und die konkrete Umsetzung geeignet sind, die Ziele
zu verwirklichen, denn ,,bei dem Versuch, die Voraussetzungen von demokratisch-liberalen Einstel-
lungsmustern und Lebensformen padagogisch zu fordern [...] [gibt es] keine Erfolgsgarantien
[...].%, Drerup, in: Binder/ders., Demokratieerziehung und Bildung digitaler Offentlichkeit, S.29
(47£.).

2291 Hierzu KMK, Bildung in der digitalen Welt — Strategie der Kultusministerkonferenz, S. 12. Einen in-
tegrativen Ansatz befiirwortend etwa Dengel, Medienpidagogik 2018, 11 (23 f.). Mit besonderem
Blick auf Social Bots Knorr, Social Bots im Unterricht, S.24 inklusive entsprechender Vorschlige
fiir Unterrichtseinheiten im Fach Informatik und Geschichte, S. 29 ff. Mit Blick auf Social Bots aber
zumindest offenlassend, ob das die geeignete Strategie ist, Kind u.a., Social Bots, S. 66.

2292 Kritisch insoweit auch Schweiger, Der (des)informierte Biirger, S.190; Graber/Lindemann, in:
Sachs-Hombach/Zywietz, Fake News Hashtags & Social Bots, S.51 (65); Schmid/Stock/Walter,
a.a.0., S. 69 (88), die zudem auch auf den erheblichen Aufwand hinweisen, der mit der Erstellung
von Lernmaterialien verbunden ist; Dengel, Medienpidagogik 2018, 11 (24).

2293 Das auch deshalb, weil lindertibergreifend Unterschiede bei dem Fachangebot bestehen. Anders als
in MV findet man in NRW (Pflicht-)Ficher wie Informatik und Sozialkunde nimlich nicht. Deshalb
unterscheiden sich auch die zu vermittelnden Lerninhalte etwa mit Blick auf die Algorithmen.
Sozialkunde und Informatik betrachten neben der technischen Seite auch Fragen der Transparenz
und der Auswirkungen. In den entsprechenden vorschlagen der fachspezifischen Umsetzung des
Medienkompetenzrahmens NRW fehlen diese Aspekte deshalb etwa, abrufbar unter https://www.sc
hulentwicklung.nrw.de/lehrplaene/upload/klp_SI/GY19/KLP_SI_MKR_Formulierungen_finalb_doc
x.pdf, (Stand: 30.05.2021).

2294 Schweiger, Der (des)informierte Biirger, S. 190 sieht auch die Moglichkeit diese Kompetenz und
Sensibilisierungswirkung durch externe Personen im Rahmen von ,, Workshops®“ zu vermitteln.

2295 In diese Richtung auch Gesellschaft fiir Informatik, Dagstuhl-Erkldrung, S. 1, die darauf hinweist,
dass die Vermittlung von Lehrinhalten eine umfangreiche Betrachtung der verschiedenen Erschei-
nungsformen erfordert, die technologische (Wie funktioniert das?), gesellschaftlich-kulturelle (wie
wirkt das?) und eine anwendungsbezogene Perspektive (Wie nutze ich das?) kombiniert, dazu ebd.,
S. 3. Diese drei Perspektiven hingen aber zwingend zusammen und miissten daher auch gemeinsam
und nicht in unterschiedlichen Fichern betrachtet werden, a.a.O. S. 4. Auch Schweiger, Der (des)in-
formierte Biirger, S. 190 sicht die Notwendigkeit eines multipolaren Ansatzes, nimlich jungen Men-
schen die ,,Funktionsweisen personalisierter Aggregatoren und die Gefahren von Filterblasen und
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dass die unterschiedlichen Sphiren der digitalen Welt zusammenhingend be-
leuchtet werden konnen. So liefle sich auch vermeiden, dass durch die ohnehin
umfangreichen fachspezifischen Themenkomplexe, die die Lehrplidne seit jeher
vorgeben, ein zu geringer zeitlicher Rahmen bleibt,??® was sich dann noch ver-
schirft, wenn Lehrkrifte die neuen Fragen um die digitale Medienkompetenz
weniger priorisieren.??’” Und ganz generell muss gewihrleistet werden, dass die
Lehrkrifte selbst die notwendige Kompetenz und das Wissen haben, diese The-
men zu vermitteln. Die Bereitstellung von Unterrichtsmaterialien ist allenfalls
eine Hilfestellung fiir sie. Insoweit muss in der Aus- und Fortbildung der Lehr-
krifte noch ein deutlicherer Fokus auf Fragen der Digitalisierung gelegt werden.
Sowohl im schulischen als auch im Bereich der Lehrerausbildung besteht jeden-
falls die Moglichkeit sich an den nach dem MStV verpflichtenden Informationen
zu orientieren und anhand dieser das eigentliche Wissen sinnvoll zu vermitteln.

Zudem wird es notwendig bleiben, auch auflerhalb der Schulen fiir eine ent-
sprechende Kompetenzbildung und Sensibilisierung Sorge zu tragen. Daftr kann
eine staatliche Einrichtung hilfreich sein, die ein entsprechendes Angebot wie
die Bundeszentrale fir politische Bildung bereithalt.?>’® So konnten auch die
Schulen und Lehrkrifte durch entsprechende Materialien und Inhalte unterstiitzt
werden. Auch kann der weitere Ausbau der Prasenz 6ffentlich-rechtlicher Medi-
en hilfreich sein. Dies muss aber durch entsprechende Angebote ergianzt werden,
die die Betreiber selbst vorhalten (miissen).??”” Eine Berichtspflicht ist nur ein ers-
ter Schritt einer Aufklarungs- und Sensibilisierungskampagne. Vor allem sollten
Betreiber weiterhin ermutigt werden, eigenstandige Ansitze zu entwickeln und
beizubehalten und dies gegebenenfalls von staatlicher Seite aus zu fordern und
zeitgleich auch fiir ein Minimum an Kontrolle zu sorgen.

G. Ergianzender Schutz vor Desinformation
Nach wie vor unberticksichtigt bleibt das spezielle Problem der Desinformation,

das freilich kein singuldres Phinomen von Meinungsrobotern ist, sondern gene-
rell Risiken aufwirft. Dabei geht es nicht nur um die individuelle Wirkungssphire

Echokammern erklirlich [zu] machen®, ,die individuellen und gesellschaftlichen Folgen einer ex-
trem verzerrten Meinungsklimawahrnehmung in Aggregatoren nachvollziehbar [zu] machen und zu
ermitteln, dass der Journalismus [...] die einzige Instanz in unserer Gesellschaft ist, deren Existenz
darauf aufbaut, wahre und ausgewogene Nachrichten mit einer gewissen Qualitdt zu verbreiten.“.

2296 Vgl. hierzu die Studienergebnisse einer Lehrerbefragung, Institut fiir Demoskopie Allensbach, Die
Vermittlung von Nachrichtenkompetenz in der Schule, S. 40 ff.

2297 Siehe zu dieser unterschiedlichen Gewichtung auch im Ost-West-Vergleich Institut fiir Demoskopie
Allensbach, a.a.0., S. 34 ff.

2298 Vgl. hierzu BT-Drs. 19/18729.

2299 Die Verantwortung der Betreiber bei der Vermittlung der Kompetenzen betonen auch Oehmer/
Pedrazzi, UFITA 2020, 7 (20), und speziell mit Blick auf Meinungsroboter S. 23.
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von Desinformation, sondern auch um ihre kollektive, destabilisierende und se-
gregierende Wirkung.23%°

I. Wahlrechtliche Maflnahmen nach dem Vorbild des ,,loi relative a la lutte
contre la manipulation de I'information* Frankreichs

Zur Bekampfung von Desinformation hat der franzosische Gesetzgeber mit dem
»loi relative a la lutte contre la manipulation de I'information® den Code electo-
rale ergianzt.>>*! Besonders nennenswert ist hierbei neben den Transparenzvorga-
ben des Art. L 163-1 fiir Plattformbetreiber, die in den drei Monaten vor der
Wabhl gelten,>?? vor allem Art. L 163-2 Abs. 1. Dieser ermoglicht es einem Rich-
ter auf Antrag, Anordnungen zu erlassen, um in demselben Zeitraum die vorsatz-
liche, kiinstliche oder automatische und massive Verbreitung falscher Darstellun-
gen oder Anschuldigungen an die Offentlichkeit, die geeignet sind, die Integrit:it
der Wahl zu gefihrden, zu unterbinden. Damit geht Frankreich einen mit der E-
Commerce-RL kompatiblen Weg.?’®® Zwar kdme eine Umsetzung etwa auch in
§ 32 BWahlG durchaus in Betracht. Allerdings bleiben Falschinformationen nicht
nur unmittelbar vor Wahlen ein Problem, sondern auch unabhingig davon kon-
nen sie das politische Klima und damit eine spater stattfindende Wahl beeinflus-
sen. Und ohnehin wird die Durchsetzung einerseits durch das Antragserforder-
nis?* andererseits auch dadurch erschwert, dass auf jeden Inhalt einzeln re-
agiert werden muss. Zumindest aber sieht das Gesetz eine Entscheidungsfrist von
48 Stunden vor (Art. L-163-2-I1, III), sodass vergleichsweise schnell auf entspre-
chende Inhalte reagiert werden kann. Und mit dem Richtervorbehalt?®*® wird ein
hoher Schutz fiir die betroffene Auflerung gewihrleistet.

2300 Hierzu auch Hoven, ZStW 129 (2017), 718 (737).

2301 LOIn®2018-1202 du 22 décembre 2018 relative a la lutte contre la manipulation de I'information.

2302 U.a. identititsbezogene Informationen anderer Nutzer, Informationen zur Verwendung personenbe-
zogener Daten im Kontext der Forderung bestimmter Inhalte und Informationen tiber Vergiitungen,
die fiir bestimmte Werbung bezahlt wurden.

2303 Denn es wird einzelfallbezogen gerichtlich eine bestimmte Anordnung getroffen, was nach Art. 14
Abs. 3 der Richtlinie ohne Weiteres moglich ist. Und seit EuGH, Urt. v. 03.10.2019 — Rs. C-18/18 =
MMR 2019, 798 ff. — Glawischnig-Piesczek, kann eine solche Anordnung ja auch inhaltsgleiche
Beitrage Dritter umfassen.

2304 Nach den franzosischen Vorgaben ist neben den Wahlkandidaten, einer Partei oder einer politischen
Gruppe auch ein Staatsanwalt oder jede andere Person, die ein Interesse an dem Antrag hat,
antragsbefugt. Ob das auch, angesichts der vordergenannten Gruppen, jeder Wahlberechtigte sein
kann, wire jedenfalls diskutabel.

2305 Letztlich zeigt der franzosische Gesetzgeber damit auch, dass es eine staatliche Aufgabe ist, Desin-
formation zu begegnen, die hier — anders als etwa bei Hassrede (hierzu Loi visant a lutter contre
les contenus haineux sur internet, dass aber durch den Conseil Constitutionnel als partiell verfas-
sungswidrig angesehen wurde, Décision n°® 2020-801 DC du 18 juin 2020) — nicht auf die privaten
Anbieter tibertragen werden soll.
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II. Strafrechtliches Verbot von Desinformation?

De lege lata werden desinformative Inhalte strafrechtlich an verschiedenen Stel-
len punktuell erfasst,?>° weshalb schon linger tiber die Erginzung bestehender
bzw. tiber die Einfilhrung neuer Straftatbestinde nachgedacht wird. Besonders
hervorzuheben sind dabei zwei Ansitze: ein in Erganzung der §§ 108, 108a StGB
individualschiitzender, wahlrechtlicher und ein allgemeiner, auf die kollektive
Sphire des Kommunikationsprozesses gerichteter Schutz.?*?” In beiden Fillen be-
stinde dann jedenfalls durch Aufnahme in den Katalog des § 1 Abs. 3 NetzDG
die Moglichkeit, dass die Nutzergemeinschaft den Schutz auch wirksam gegen-
iiber den Betreibern sozialer Netzwerke einfordern konnte.?3% Mit beiden Ansit-
zen sind allerdings spezifische Probleme verbunden, die hier zumindest kurz skiz-
ziert werden sollen.

1. Wablrechtspezifischer Schutz

Zentrales Problem eines individualorientierten wahlrechtlichen Schutzes** ist
letztlich die Verantwortungsverteilung zwischen Auflerndem und Rezipienten.
Denn auch wenn die Auflerung einer wahlrechtsrelevanten Information mora-
lisch verwerflich sein mag — das sind auch ,,Wahlkampfliigen* der Kandidaten —,
ist damit nicht per se ein strafrechtlich relevantes Unrecht verbunden.?*'° Wesent-
liche fehlerhafte Informationen fiir die Wahlmodalititen sind mit § 108a StGB
bereits erfasst. Daneben wiirden wohl nur besonders krasse Fille strafrechtliche
Relevanz haben. Abgesehen davon spielt aber auch die Informationsaufnahme
eine nicht zu vernachlassigende Rolle, wenn es um das Ausmaf§ der Wirkung
einer Desinformation geht. So weist etwa Rostalski auf die Mindigkeit der
Wahlberechtigten hin.?*'! Thnen obliege die Aufgabe, Informationen kritisch zu
hinterfragen.?*'2 Auch wenn ihr — angesichts der fehlenden Medienkompetenz —

2306 Siehe hierzu bereits oben, 3. Teil, 3. Kapitel, C.I1.2.d.bb. Ausfiihrlich hierzu auch Hoven, ZStW 129
(2017), 718 ff.; dies., JuS 2017, 1167 ff. und Rostalski, Rechtswissenschaft 2017, 436 ff.

2307 In diese Richtung auch Mafi-Gudarzi, ZRP 2019, 65 (68), zum wahlrechtlichen Ansatz siehe auch
Rostalski, Rechtswissenschaft 2017, 436 (444ff.). Speziell zu Deep-Fakes siche etwa Lantwin,
MMR 2020, 78 ff.; zur Erganzung bestehender Regelungen siehe Rostalski, a.a.O., 436 {f. Ein spezi-
fischer Fall hat auch Kalifornien nun geregelt, nimlich die Verbreitung sog. Deep-Fakes von Kandi-
daten, um zu verhindern, dass ihre Reputation unmittelbar vor der Wahl beeintrachtigt wird oder
dadurch Einfluss auf die Wihler genommen werden soll, Assembly Bill Nr. 730 und hierzu MMR-
Aktuell 2019, 421493.

2308 Dazu auch Mafi-Gudarzi, ZRP 2019, 65 (68).

2309 Hierzu umfassender Rostalski, Rechtswissenschaft 2017, 436 (444 ff.). Siehe auch Steinebach u.a.,
Desinformation aufdecken und bekdmpfen, S. 181 f.

2310 Insoweit wird richtiger Weise darauf hingewiesen, dass gezielte Desinformation und Propaganda
schon immer verwendet wurde, und insoweit nur die ,Durchschlagskraft im Internet neu ist,
Holznagel, MMR 2018, 18 (19).

2311 Rostalski, Rechtswissenschaft 2017, 436 (444 ff.).

2312 Rostalski, a.a.O. (445).
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fir den Bereich der sozialen Netzwerke nicht ohne Weiteres zuzustimmen sein
mag, so liegt das zentrale Problem doch eher in der verzerrten Informationsauf-
nahme als in der Falsch-Nachricht an sich. So weist Riickert nicht nur darauf
hin, dass die Wahlentscheidung in erster Linie unabhingig von desinformativen
Inhalten erfolgt, sondern — und das ist das eigentlich entscheidende — nicht die
Desinformation kausal fiir eine bestimmte Meinungsbildung und Wahlentschei-
dung, sondern umgekehrt die vorgeprigte Meinung kausal fiir die Auswahl und
Aufnahme desinformativer Inhalte ist (confirmation bias).>*"3 Insofern liegt das
Problem eher auf Rezipientenseite, dem man durch die Entwicklung einer ,,Me-
dienkompetenz“ durchaus begegnen kann. Strafrechtlich relevant ist dies aller-
dings nicht.

2. Kollektiver Schutz des Kommunikationsprozesses

Uberzeugender kénnte daher ein Schutz des kollektiven Kommunikationsprozes-
ses und damit des (kommunikativen) 6ffentlichen Friedens?*'* sein. Bereits der
Tatbestand der Volksverhetzung zeigt, dass duflerungsrechtliche Grenzen auch
eine kollektive und gemeinwohlorientierte Schutzwirkung entfalten, sodass ein
erginzender strafrechtlicher Schutz nicht von vornherein abgelehnt werden
kann.?3!s Weil damit auch keine spezifische Meinung als solche verboten wiirde,
wire eine Ponalisierung auch im Lichte des Schrankenvorbehalts der allgemeinen
Gesetze (Art. 5 Abs. 2 GG) moglich.?3'¢ Schwierig gestaltet sich allein die Suche
nach einem hinreichend bestimmten, effektiven und verhaltnismafSigen Straftat-
bestand.?3!”

Vergleichsweise unproblematisch wire die Sanktionierung der vorsitzlichen
Verbreitung unwahrer Tatsachen, da dies schon nicht von der Meinungsfreiheit
geschiitzt ist.23!® Damit erfasst man aber oftmals nur den urspriinglichen Urheber
eines Inhalts.??”” Nicht strafbar wire die Weiterleitung durch Dritte, jedenfalls
dann, wenn die Informationen ohne kritische Uberpriifung von anderen fiir
richtig bewertet, geteilt, und als Auflerung zu eigen gemacht werden und damit

2313 Siehe hierzu Riickert, in: Albrecht u.a., Strafrecht und Politik, S. 167 (177 ff.). Daher sei auch die
Einfithrung eines entsprechenden Straftatbestandes abzulehnen, ebd., S. 181.

2314 So auch Mafi-Gudarzi, ZRP 2019, 65 (68).

2315 Vgl. Zu der Notwendigkeit der Berithrung dieser kollektiven Sphire Hoven, ZStW 129 (2017), 718
(740, 741).

2316 Ausfiihrlicher zum allgemeinen Gesetz etwa BVerfGE 124, 300 (321 ff.) — Wunsiedel.

2317 Ausfiihrlicher hierzu auch Hoven, ZStW 129 (2017), 718 (738 ff.).

2318 So auch Ferreau, in: Moller/Hamaleers/ders., Typen von Desinformation und Misinformation, S. 44
(69).

2319 Und zudem nur den Liigner, nicht aber den Leugner, also denjenigen, sich auf seine subjektive
Wahrnehmung verldsst statt auf objektive Fakten. ,Nicht der Liigner, wohl aber der Leugner
handelt wahrhaftig, weil er von der Wahrheit seiner Aussage subjektiv iiberzeugt ist. Leugnen ist
demnach auch das gutgldubige Inabredestellen einer Tatsache.*, Steinbach, JZ 2017, 653 (656).

https://dol.org/10.5771/9783748826566-77 - am 12.01.2026, 18:16:06. httpsy//wwwInllbra.com/de/agb - Open Access - (I KXEm—.


https://doi.org/10.5771/9783748926566-77
https://www.inlibra.com/de/agb
https://www.inlibra.com/de/agb

412 4. Kapitel: Ausblick auf die zukiinftige (Rechts-) Entwicklung

fahrlassig gehandelt wird.?*?* Und zudem werden damit nur offensichtliche Falle
erfasst, die lediglich einen Bruchteil der problematischen Fille ausmachen.?3?!

Die Losung konnte eine Erweiterung auf Auflerungen, deren Unwahrheit im
Zeitpunkt der Auflerung dem Aufernden (noch) nicht bekannt ist, selbst dann
sein, wenn die Tatsache mit einer Meinung verbunden ist. Denn das BVerfG hat
im Kontext personlichkeitsbezogener Auflerungen betont, dass die tatsichliche
Wahrheit einer mit einer Meinung verbundenen Tatsache durchaus auf Abwai-
gungsebene berticksichtigt werden kann.??? Insoweit kniipft man dann also -
dhnlich wie bei § 186 StGB —232% an eine Art ,,Sorgfaltspflicht“ an, die dem Au-
Bernden auferlegt wird.?*?* Dabei ist fraglich, wie weit diese reichen soll. Eine ab-
solute Wahrheitspflicht kann schon angesichts des fiir journalistisch-redaktionel-
le Angebote deutlich niedrigeren Sorgfaltsmafistabs kaum uberzeugen,>* weil
damit erhebliche ,,chilling effects hervorgerufen?*?¢ und insbesondere Spekula-
tionen uber bestimmte Hintergriinde, alternative Erklirungsansitze aber auch
Satire u.v.m. Gefahr laufen wiirden, in den strafbaren Bereich zu fallen.?*?” Inso-
weit miissten also die Anforderungen an die Sorgfaltspflicht stark zurtickgenom-
men werden. Ob diese — dhnlich wie bei personenbezogenen Auflerungen — situa-
tionsabhingig variieren, oder ob allgemein nur die leichtfertige Weitergabe er-
fasst sein soll, ist zweifelhaft. Weil es aber um strafrechtliche Sanktionen geht
und zwischen herkommlichen Medien und privaten Akteuren ein Unterschied be-
steht,??8 spriche einiges fiir einen Leichtfertigkeitsvorwurf.?3?’

2320 Hierzu auch Hoven, ZStW 129 (2017), 718 (743).

2321 So auch Steinebach u.a., Desinformation aufdecken und bekimpfen, S. 182.

2322 BVerfGE 85, 1 (17) = Bayer-Aktiondre; 99, 185 (197) — Scientology.

2323 Zu diesem teilweise vertretenen Ansatz im Kontext der Unerweislichkeit der Tatsache im Tatbe-
stand des § 186 StGB statt vieler Regge/Pegel, in: MiiKo, StGB, Bd. 4, § 186 Rn. 28 m.w.N.

2324 Zu dieser Moglichkeit vgl. auch BVerfGE 99, 185 (197f.) — Scientology. Eine Erweiterung auf Tat-
sachenbehauptungen die keinerlei Drittbetroffenheit auslosen, wie bei personlichkeitsbezogenen Au-
Rerungen, steht etwa Schimmele, Staatliche Verantwortung fiir diskursive Integritit, S. 121, kritisch
gegeniiber.

2325 Denn sowohl nach den presserechtlichen (etwa §5 S.1 PresseG MV, §6 S.1 PresseG NRW oder
Art. 12 Abs. 2 S. 1 PresseG Bay) als auch nach den rundfunkrechtlichen Vorgaben (§ 10 Abs. 1 S.2
RStV bzw. § 54 Abs.2 S.2 RStV) haben die Verantwortlichen nur die nach den Umstinden gebote-
ne Sorgfalt bei der Priifung der Inhalte vor der Verbreitung einzuhalten. Dass Medien mehr abver-
langt werden kann, betont das BVerfG, BVerfGE 85, 1 (22) — Bayer-Aktiondire.

2326 Vgl. BVerfGE 99, 185 (197) - Scientology. So letztlich auch Holznagel, MMR 2018, 18 (20).

2327 Tllustrativ hierzu Hoven, ZStW 129 (2017), 718 (744). Ablehnend auch Schimmele, Staatliche Ver-
antwortung fiir diskursive Integritit, S. 121.

2328 Vgl. BVerfGE 85, 1 (22) — Bayer-Aktiondre.

2329 Im Ergebnis ebenso Hoven, a.a.O. (743). Mit Blick auf die grundrechtlichen Implikationen einer
,» Wahrheitspflicht“ etwa BVerfGE 85, 1 (17, 22) — Bayer-Aktiondre m.w.N. Kritisch zur Beriick-
sichtigung einer fehlenden Recherche als verfassungsrechtliches Abwiagungskriterium Schimmele,
Staatliche Verantwortung fiir diskursive Integritit, S. 127 f. Beriicksichtigt man zudem, dass gerade
die Medienkompetenz im kritischen Umgang mit Informationen fehlt, macht es auch deshalb (zu-
nichst) Sinn, die Sorgfaltsanforderungen nicht zu iiberspannen. Denn die notwendigen Priifkriterien
im Umgang mit digitalen Inhalten sind oftmals gerade nicht bekannt.
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Daneben bediirfte es wegen der Ausweitung der Strafbarkeit auf Fille fehlen-
den Unrechtsbewusstseins und der Beschrankung der Meinungsfreiheit schon aus
Griinden der VerhaltnismafSigkeit eines einschrankenden Elements.?33° Das bishe-
rige personlichkeitsbezogene Auflerungsstrafrecht 16st das mit der ,,Ausnah-
me“?3! der ,,Wahrnehmung berechtigter Interessen® in § 193 StGB. Eine entspre-
chende Ausnahmeregelung kidme auch hier in Betracht.?’3* Vor allem aber wire
(kumulativ) denkbar, qualifizierte Anforderungen an den Inhalt zu stellen. Kon-
kret konnte — dhnlich wie bei § 130 Abs. 1 StGB —2333 die Strafbarkeit von der
Storungseignung fur den Kommunikationsprozess bzw. den ,,6ffentlichen kom-
munikativen Frieden® abhingig gemacht werden.?*** Erfasst wiren dann solche
fehlerhaften Informationen, die geeignet sind, nicht nur die 6ffentliche Sicherheit,
sondern auch den gesellschaftlichen Frieden als ein nicht durch allgemeine Unru-
he, Unsicherheit und Angst vergiftetes psychisches Klima zu gefihrden.?**S Fiir
die Eignung der Storung sind letztlich dann wie auch schon bei § 130 Abs. 1
StGB die konkreten Umstinde relevant, sodass sich daraus ein ,,abstrakt-konkre-
tes“ bzw. ,potenzielles Gefihrdungsdelikt* ergibe.?**¢ Insoweit wiren auch —
wenn man sie nicht tatbestandlich vorsieht 2337 eine Differenzierung anhand des
Verbreitungsweges bzw. -Umfanges moglich.?33® Insgesamt wird dadurch — eben-

2330 So auch Hoven, a.a.O. (743) mit Blick auf die Riicknahme des Unrechtsvorwurfes. Mit Blick auf die
Meinungsfreiheit vgl. etwa BVerfGE 85, 1 (17, 21) — Bayer-Aktiondre; und umfangreicher im Kon-
text des § 130 Abs. 4 StGB insbesondere BVerfGE 124, 300 (331 ff., 337) — Wunsiedel. Im Kontext
sog. Deep-Fakes etwa Lantwin, MMR 2020, 78 (82).

2331 Insgesamt ist streitig, ob § 193 ein Rechtfertigungs-, ein Schuldauschliefungs- oder Strafunrechtsau-
schliefungsgrund ist, hierzu statt vieler Joecks/Pegel/Regge, in: MiiKo, StGB, Bd. 4, § 193 Rn.1
m.w.N.

2332 Das schldgt Lantwin, MMR 2020, 78 (82) etwa mit Blick auf Deep-Fakes vor.

2333 Ausfiihrlich zur Eignung bei §130 Abs.1 StGB etwa Schdfer, in: MiiKo StGB, Bd. 2, § 130
Rn. 22 ff.

2334 Denn durch die Restriktion auf die Stérungseignung werden nur Inhalte erfasst, bei denen eine ge-
wisse Sorgfalt der Rezipienten jedenfalls zu erwarten wire. Zu der Zulissigkeit eines solche Ansat-
zes siehe auch Hoven, ZStW 129 (2017), 718 (743). Eine vergleichbare Restriktion fordert auch
Ferreau, in: Moller/Hamaleers/ders., Typen von Desinformation und Misinformation, S. 44 (69) al-
lerdings nur hinsichtlich bewusster Falschinformation. Zu der verfassungsrechtlichen Notwendig-
keit eines solchen Sorgfaltspflichtverstoffes, um Sanktionen an eine nachtriglich unwahre Tatsa-
cheniduflerung zu kniipfen etwa BVerfGE 99, 185 (197f.) — Scientology. Und zu den Fragen einer
hinreichenden Bestimmtheit des Merkmals des ,offentlichen Friedens“ BVerfGE 124, 300
(339 ff.) — Wunsiedel. Das BVerfG, a.a.O (340) sieht dann keine Bedenken, wenn es — wie hier — als
,Korrektiv® verwendet wird.

2335 Schon mit Blick auf § 130 StGB hat der Gesetzgeber immerhin betont, dass Regelungsziel sei, ,,eine
Vergiftung des politischen Klimas [...] [zu] verhindern [...]”, BT-Drs. 12/8588, S. 8. Das ,,psychi-
sche Klima“ betont auch der BGH, NJW 1978, 58 (59) hinsichtlich § 140 StGB und NJW 1987,
1898; NStZ 2010, 570 mit Blick auf § 126 StGB. Zu den verfassungsrechtlichen Implikationen des
Begriffs, BVerfGE 124, 300 (334, 339 ff.) - Wunsiedel. Demnach sind allein unliebsame oder ledig-
lich beunruhigende Auflerungen hiervon nicht erfasst, ebd. (334). Daneben vgl. etwa Schramm,
NJW 2002, 419 (420).

2336 Vgl. zu § 130 StGB BGH NJW 2001, 624 (626) m.w.N.

2337 Dies zumindest als iiberlegenswert aufwerfend Mafi-Gudarzi, ZRP 2019, 65 (68). Hoven, ZStW
129 (2017), 718 (743) betont das ,,besondere Strafbediirfnis“ der Verbreitung auf digitalen Wegen.

2338 Vgl. hierzu etwa BGH, NJW 1987, 1898; NStZ 2010, 570. Tendenziell kann etwa die uneinge-
schrankte Weitergabe an das soziale Netzwerk dafiir ausreichen, sofern auch die inhaltlichen Anfor-
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so wie bei der Wahrnehmung berechtigter Interessen — auch eine Priifung der ver-
schiedenen Inhalte erforderlich, womit gerade auch die Meinungsfreiheit Beriick-
sichtigung finden kann.?*3® So konnte Desinformation insbesondere in Krisen —
etwa bei Attentaten?*** oder wihrend Pandemien?*' — oder in gesellschaftspoli-
tisch besonders wichtigen Themenfeldern — so wie etwa wihrend der Flichtlings-

2342 2343

krise?3*> oder im Kontext des Impfschutzes?** — strafrechtlich sanktioniert wer-

den.
3. Fazit: Strafrechtlicher Schutz vor allem eine rechtspolitische Frage

Prinzipiell bleibt dem Gesetzgeber nicht der Weg versperrt, auch strafrechtliche
Sanktionen an das Verbreiten desinformativer Inhalte zu kntipfen.?*** Sofern es
um bewusst unwahre Tatsachenbehauptungen geht, wire das auch vergleichswei-
se unproblematisch. Aus Effektivititsgriinden wire aber eine zweifache Ausdeh-
nung sinnvoll: Finerseits miissten auch verbundene Auferungen erfasst sein, an-
dererseits auch nicht vorsitzliches Handeln. Um allerdings selbst negative Aus-
wirkungen auf den Diskurs und das Verbot einer jeden Liige zu vermeiden, wire
eine (tatbestandliche) Restriktion erforderlich. In Anlehnung an § 130 StGB
konnte etwa eine Storungseignung fir den ,,0ffentlichen kommunikativen Frie-
den“ vorausgesetzt werden. Die genaue Ausgestaltung obliegt aber ohnehin der
kriminalpolitischen Einschatzungsprirogative des Gesetzgebers,??* dessen wich-
tigste Aufgabe es bleibt, den strafrechtlichen Schutz sachgerecht und verhiltnis-

derungen erfiillt sind, Uecker, MMR 2014, 206, vgl. auch Schifer, in: MiiKo, StGB, Bd. 2, § 130
Rn. 26. Kritisch allerdings mit Blick auf die ,inflationdren Einstellung fast jeder Nachricht in das
Internet“ BGH NStZ 2007, 216 Rn. 11. Ausfiihrlicher zur Stérungseignung etwa Schifer, a.a.O.,
§ 130 Rn. 22 ff.

2339 Diese Notwendigkeit zeigt auch BVerfGE 124, 300 (334) — Wunsiedel, auf.

2340 Hierzu etwa Weiss, Hass und Fake-News nach Attentaten, FAZ v. 25.02.2020. Und allgemeiner mit
Blick auf die Angst vor Terrorismus etwa Georgi, Wie Falschmeldungen die Terrorangst schiiren,
FAZ v. 25.07.2016.

2341 Zur Verbreitung von Desinformation wihren der Covid19-Pandemie etwa Ferrara, First Monday
Vol. 25 (2020) Nr. 6 oder Cinelli u.a., Scientific Reports 10 (2020), 16598.

2342 Zu einer rechtlichen Auseinandersetzung mit dem Betreiber eines sozialen Netzwerks fithrte etwa
die dort gespeicherte und weitergeleitete Aussage, dass ein Fliichtling, der sich mit Angela Merkel
fotografierte, am Berliner-Attentat beteiligt gewesen sein soll, siehe hierzu LG Wiirzburg, ZUM
2017, 437 ff. Allgemeiner zu Desinformation im Kontext der , Fliichtlingskrise® sind etwa die Infor-
mationen der Beauftragten der Bundesregierung fiir Migration, Fliichtlinge und Intergration, abruf-
bar unter https://www.integrationsbeauftragte.de/ib-de/service/daten-und-fakten/fakten/fakten-statt-
fake-news, (Stand 30.05.2021).

2343 Zu Desinformation in diesem Zusammenhang siehe etwa Burki, Digital Health Vol. 1 (2019),
€258 f. Auch Varol/Uluturk, First Monday Vol. 23 Nr. 5 (2018), bezeichnen die Diskussion um Imp-
fungen als ,important topic“ und verweisen ebenfalls auf die Bedeutung von Desinformation und
entsprechende weitere Nachweise hierzu.

2344 So neben Mafi-Gudarzi, ZRP 2019, 65 (68), u.a. auch Hoven, ZStW 129 (2017), 718 (744).

2345 Vgl. BVerfGE 109, 133 (157) — Langfristige Sicherungsverwahrung.
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miflig auszugestalten. Das aber wird ein ,Ritt auf der Rasierklinge“?**¢ und vor
allem zu einer rechtspolitischen Frage werden: Will man es riskieren, durch weit-
reichendere Eingriffe in den Diskurs u.a. auch das gesellschaftliche Vertrauen in
die Neutralitit und die Freiheit des Kommunikationsprozesses noch stirker zu
erschiittern, als es momentan — Stichwort ,, Liigenpresse“ — der Fall ist??**” Vieles
spricht dafiir, dass hier wie auch im Ubrigen strafrechtliche Sanktionen die ulti-
ma ratio sein®** und erst dann ergriffen werden sollten, wenn Interventionsver-
suche auf anderer Ebene scheitern.

III. Alternative (medienrechtliche) Ansatze

Daneben sind auch alternative Ansitze denkbar.?** Aus medienrechtlicher Sicht
kennen etwa die Pressegesetze der Liander (etwa § 10 PresseG MV) ebenso wie
der Medienstaatsvertrag (etwa §20 MStV) Gegendarstellungsrechte. Auch wenn
das erforderliche journalistisch-redaktionelle Angebot durch die Inhalte-Modera-
tion noch anzunehmen sein konnte, so sind die Rechte bislang allein personlich-
keits- und damit individualschiitzend ausgestaltet. Es gibt aber bereits Vorschli-
ge, dieses System auch auf Fille desinformativer Inhalte zu tbertragen, um auch
dort Medien zu einer Berichtigung verpflichten zu kénnen.?**° Dieses System ent-
sprache auch der momentanen Ausrichtung der Haftungsprivilegierungen der E-
Commerce-Richtlinie, sodass auch eine Erweiterung auf Medienintermediire in
Betracht kame, was letztlich dem Ansatz der EU im Kampf gegen terroristische
Inhalte entspriache.?3’! Hier konnten dann neben den Fact-Checkern auch Nutzer
und staatsferne Stellen wie die Medienanstalten?**? Inhalte melden, die dann in-
tern oder durch unabhingige Stellen Giberpriift und sodann berichtigt oder durch
entsprechende sachliche und richtige Informationen erginzt weitergegeben wer-
den miissten.

2346 So Lantwin, MMR 2020, 78 (8) mit Blick auf ein Verbot von (politischen) Deep-FakeS. Und von
der Weth/Vachery/Kankanhalli, in: Proceedings of the International Conference on Multimedia &
Expo, S. 1, bezeichnen ein staatliches Verbot als ,hard paternalism®. Das erscheint aber vor der
obigen Differenzierung unsachgerecht, weil es hier primir gerade nicht um den Schutz vor sich
selbst geht.

2347 Ahnlich mit Blick auf die strafrechtliche Regulierung von Deep-Fakes Lantwin, MMR 2019, 574
(578).

2348 Vgl. BVerfGE 39, 1 (45) — Schwangerschaftsabbruch I. Ausfiihrlicher zu einem Ultima-ratio-Prinzip
Jabn/Brodowski, ZStW 129 (2017), 363 (366 ff.).

2349 Siehe zu solchen etwa auch Oebmer/Pedrazzi, UFITA 2020, 7 (16 ff.).

2350 Hierzu etwa Ferreau, in: Méller/Hamaleers/ders. Typen von Desinformation und Misinformation,
S. 44 (65).

2351 Auch nach dem Kommissionsvorschlag KOM(2018) 640 final koénnen staatliche Stellen Loschan-
ordnungen an die Betreiber richten, die dann die terroristischen Inhalte innerhalb einer Stunde zu
entfernen haben (Art. 4 Abs. 1, 2).

2352 Das ist etwa der Vorschlag von Ferreau, in: Méller/Hamaleers/ders. Typen von Desinformation und
Misinformation, S. 44 (65).
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Wissenschaftlich werden auch Methoden eines sog. Nudgings diskutiert. So
existiert etwa eine Erweiterung fiir den Webbrowser (ShareAware), die beim Tei-
len von Inhalten auf deren fragwiirdigen oder widerspriichlichen Aussagegehalt
hinweist.?**3 Sofern dies nicht als verpflichtendes Element vorgesehen wird, ist
dies als Teil der gesellschaftlichen Selbstregulierung unproblematisch. Ansonsten
begidbe man sich in eine Tiefe Diskussion um die Zulassigkeit paternalistischen,
staatlichen Nudgings.??*

Daneben wire dariiber nachzudenken, ob auch externen Stellen ein Zugang
gewidhrt werden muss, um eigenstindig Desinformation herausfiltern und mel-
den zu konnen. Letztlich beruht dieses System aber auf den Ansitzen, die die
Netzwerkbetreiber mittlerweile — wenn auch nicht unbedingt freiwillig — selbstre-
gulierend vorgesehen haben. Das sollte den Gesetzgeber aus den bisher bereits
genannten Griinden zwar nicht von einer staatlichen Regulierung abhalten dur-
fen. Immerhin erlangen Medienintermedidre dadurch einen noch starkeren Ein-
fluss auf den Kommunikationsprozess.?*** Tendenziell problematisch kann ein
solcher Ansatz deshalb sein, weil nicht klar ist, ob durch die im Rahmen der Ge-
gendarstellung erfolgte Replikation des urspringlichen Inhaltes nicht doch eine
Intensivierung seines Aussagegehaltes verursacht wird (Illusory-Truth-Effect)?3%
und besonders gefihrdete Nutzergruppen, deren confirmation bias durch falsche
Nachrichten aktiviert wird, werden durch eine Korrektur in ihrer Ansicht be-
starkt (sog. ,,Backfire-Effekt*).?3°7 Insoweit ist besondere Vorsicht sowohl bei der
Darstellung als auch der Formulierung etwaiger Korrekturhinweise geboten.?*%
Deshalb und auch wegen der gebotenen Staatsferne des Kommunikationsprozes-
ses sollten bei einer gesetzlichen Regelung allein prozedurale und strukturelle
Fragen beantwortet werden,?** und Fragen des Inhalts und der Darstellung den
fir die Korrektur zustindigen Akteuren (der Zivilgesellschaft) tiberlassen blei-
ben. Das Diskriminierungsverbot des § 94 Abs. 1 MStV erlaubt jedenfalls, dass

2353 Hierzu von der Weth/Vachery/Kankanhalli, in: Proceedings of the International Conference on Mul-
timedia & Expo Workshops, S. 2.

2354 Hierzu neben Hufen, JuS 2020, 93 ff. etwa auch Honer, DOV 2019, 940 ff. oder in Ansitzen auch
Weber/Schifer, Staat 56 (2017), S. 561 ff.

2355 Das ist fiir Ferreau, a.a.O., S.58f., 67 der mafigebliche Grund einer Regulierung. Kritisch hierzu
auch Oermann, in: Hofmann-Riem, Big Data — Regulative Herausforderungen, S. 145 (154).

2356 Darauf ebenfalls hinweisend Holznagel, MMR 2018, 18 (19); Brodnig, Hass im Netz, S. 138. Vgl.
auch Steinebach u.a., Desinformation aufdecken und bekidmpfen, S. 82f, 87f zur (Un-)Wirksamkeit
der Gegendarstellungsmoglichkeiten bei Desinformation und zur Wirkung von Korrekturen speziell
S.93. Aus empirischer Sicht zu diesem Problem in Ansitzen etwa Zollo u.a., PLoS ONE 12 (7):
¢0181821, S. 4 ff. und ausfiihrlicher zu den Auswirkungen von Korrekturen urspriinglicher, desin-
formativer Inhalte Schaewitz/Krimer, in: van Dujin u.a., Desinformation in open online media,
MISDOOM 2020, S. 233 ff.

2357 Appel, in: ders., Die Psychologie des Postfaktischen, S.205 (206). So etwa bei einer Studie Aufkla-
rungsversuchen hinsichtlich der MMR-Impfung, wenn es um den Zusammenhang dieser kindlichen
Schutzimpfung mit Autismus geht, Nyhan u.a., Pediatrics Vol. 133 (2014), S. e835 ff.

2358 Hierzu etwa Appel, ebd.; Brodnig, Hass im Netz, S. 141 f.

2359 Mit Blick auf diese Staatsferne Ferreau, in: Moller/Hamaleers/ders., Typen von Desinformation und
Misinformation, S. 44 (67).
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Netzwerkbetreiber selbstregulatorische, algorithmenbasierte MafSnahmen zur
Verhinderung der Verbreitung ergreifen. Sofern dieser Umstand transparent ge-
macht wird, kann diese ,,Diskriminierung® immerhin gerechtfertigt werden.?3¢°

Kritisch — besonders mit Blick auf Art. 14, 15 ECRL — zu bewerten, wiren
Versuche, den Netzwerkbetreibern analog zu den presse- bzw. rundfunkrechtli-
chen Sorgfaltsanforderungen (etwa § 35 S.1 PresseG MV, § 6 S. 1 PresseG NRW
oder Art. 12 Abs. 2 S. 1 PresseG Bay bzw. § 10 Abs. 1 S.2 RStV und § 54 Abs. 2
S.2 RStV) auch § 93 Abs. 4 MStV entsprechende proaktive Prufpflichten aufzu-
erlegen. Soweit dies als Reaktion auf die Beeinflussung des Kommunikationspro-
zesses — und damit zu demokratischen Zwecken — erfolgt, wire Art. 1 Abs. 6 der
Richtlinie wohl eher nicht einschlagig. Anders als im Falle der Meinungsroboter
entfernt man sich hier nimlich von dem normativen Merkmal des ,,Schutzes des
Pluralismus® im Sinne einer Rezeptionsvielfalt, weil es hier eher um die Abwehr
von Gefahren fiir den Kommunikationsprozess durch falsche Informationen gin-
ge. Insoweit macht es durchaus Sinn, zunichst nur die reaktiven Pflichten zu
stirken und eine Novellierung der Safe-Harbor-Regelungen fiir Host-Provider
abzuwarten. Soweit die Richtlinie selbst eine gewisse proaktive Inpflichtnahme in
Abkehr von Artt. 14 Abs. 1, 15 Abs. 1 gestatten oder zumindest eine ,,Good-Sa-
maritan-Protection“?*! einfithren wurde, konnte die grofSte Hiirde dann bewal-
tigt werden.?36?

Freilich kommen neben staatlich regulatorischen MafSnahmen auch weiterhin
selbstregulierende Mafinahmen in Betracht, auf die auch der Staat hinwirken
kann. Der EU-Verhaltenskodex bildet hier den Anfang einer dienstiibergreifen-
den Losung. Eine solche Losung kdme auch mit Blick auf desinformative Inhalte
in Betracht. So liefSe sich etwa eine gemeinsame Datenbank?3¢? fiir desinformative
Inhalte erstellen, auf die die unterschiedlichen Anbieter zuriickgreifen konnen.
So konnten etwa Seitenlinks, Bilder und Videos (insbesondere Deep-Fakes) aber
auch Texte einheitlich gespeichert werden, sobald sie als Desinformation klassi-
fiziert wurden, um allen Anbietern die Moglichkeit eines (automatisierten) Ab-
gleichs zu geben.?3%*

2360 Ferreau, a.a.O., S. 60.

2361 Vgl. hierzu 47 U.S. Code § 230 (c). Kritisch zu dieser Klausel als Vorbild einer européischen Losung
etwa Kuczerawy, The EU Commission on voluntary monitoring: Good Samaritan 2.0 or Good Sa-
maritan 0.5?. Der Kommissionsentwurf COM(2020) 825 final sieht eine solche im Entwurf des Di-
gital Service Acts in Art. 6 jedenfalls vor.

2362 Diskutiert wird insoweit etwa die Normierung einer lege-artis-Verpflichtung. Mit Blick auf die zu
beachtenden europiischen Grundrechte, fithrt aber ein allgemeiner Pflichtenkanon erneut zu Pro-
blemen, weil damit die wirtschaftliche Stellung grofler Anbieter zementiert wiirde. Kleinere oder
neuartige Anbieter wiren immerhin auch an diese Vorgaben gebunden, sofern nicht ein De-mini-
mis-Vorbehalt — dhnlich wie § 1 Abs. 2 NetzDG und § 91 Abs. 2 Nr. 1 MStV - vorgesehen wird.

2363 Eine solche gibt es bereits fiir terroristische Inhalte, siehe hierzu Oermann, in: Hofmann-Riem, Big
Data — Regulative Herausforderungen, S. 145 (153 f.).

2364 Zu den Moglichkeiten einer automatischen Erkennung anhand von Merkmalen in Bezug auf Bilder
siehe etwa Steinebach u.a., Desinformation aufdecken und bekdmpfen, S. 109 f.
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IV. Fazit: Kein auswegloser, aber ein zurtickhaltender Kampf ist moglich

Speziell der Kampf gegen Desinformation wird ein entscheidendes Thema in der
digitalen Welt bleiben, wobei man allerdings besondere Vorsicht zu walten lassen
hat, um einen zu intensiven Eingriff in die Meinungsfreiheit zu verhindern. Straf-
rechtliche Sanktionen sind dabei nicht ausgeschlossen, miissten aber besonders
restriktiv gehandhabt werden. Besonders der bisherige selbstregulative Ansatz,
die Verbreitung von Fake News netzwerkintern zu verringern und durch Hin-
weise und alternative Informationsangebote zu entkriften, hat einiges fir sich.
Einerseits verhindert man dadurch ,,chilling effects“, andererseits gewihrleistet
man, dass zutreffende Informationen wahrgenommen werden konnen. Dieses
reaktive Konzept konnte durchaus wegweisend im Umgang mit Desinformation
sein und strafrechtliche Sanktionen — vorerst — obsolet machen. Denn der Fokus
sollte nicht allein auf der Entfernung und Sanktion der Verbreitung liegen, viel-
mehr ist es entscheidend, Nutzer zu sensibilisieren und sie im Umgang mit den
Inhalten zu stirken und so eine faktenbasierte Meinungsbildung zu gewihrleis-
ten. Insoweit geht es auch hier eher darum, den Nutzern Instrumente an die
Hand zu geben, derer sie sich selbst bemachtigen konnen. Dabei kann es durch-
aus sinnvoll sein, die Netzwerkbetreiber jedenfalls hinsichtlich der Austibung der
Moglichkeiten einzuschrinken und gewisse Vorgaben zu machen. Und zuletzt
offnet moglicherweise schon die geplante Verordnung der EU zur Verhinderung
der Verbreitung terroristischer Inhalte den Weg, dass die Mitgliedstaaten auch
zukiinftig selbstindig gewisse Inhalte an die Betreiber melden. Freilich muss das
vor allem durch eine staatsferne Stelle erfolgen. Allen voran die Medienanstalten
kdamen hierfir in Betracht.

H. Handlungsbedarf auf europdischer Ebene

Bedeutsam wird auf lange Sicht aber auch eine europiische Losung. Das gilt
nicht allein wegen der damit verbundenen deutlich grofferen Signalwirkung. Die
Notwendigkeit einer Regulierung folgt hier neben den Problemen, die die E-
Commerce-RL in einer verinderten digitalen Welt schafft,>*®> vor allem aus den
Bestrebungen der Mitgliedstaaten, eigenstindige Regelungen zu treffen. In
Deutschland sind neben dem MStV vor allem auch das NetzDG zu nennen. Und
in Frankreich hat man neben den entsprechenden wahlspezifischen Regeln auch
versucht — mit dem NetzDG durchaus vergleichbar —, die Verantwortung der Be-
treiber im Umgang mit bestimmten rechtswidrigen Inhalten zu stirken. Auch
wenn das Gesetz wegen VerstofSes gegen die Meinungsfreiheit vom Conseil Con-

2365 Dazu bereits oben, A.L.1.a.aa(I.)(1.)(b.)(bb.).
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stitutionnel kassiert wurde,?**® bestehen damit nicht unerhebliche Schwierigkei-
ten fur den europaischen Binnenmarkt, die vor allem im Wege der Rechtsanglei-
chung (Art. 114 AEUV) zu losen sein werden. Soweit es um den Umgang mit
rechtswidrigen Inhalten geht, wird bereits auf EU-Ebene ein punktuelles, auf ter-
roristische Online-Inhalte abzielendes Konzept diskutiert.?’¢” Dies konnte durch-
aus auch auf andere Inhalte ausgedehnt werden. Durch die Erstreckung der Re-
gulierung auf digitale Medien durch den MStV besteht nochmal mehr das Be-
diirfnis einer europaischen Losung. Die P2B-Verordnung sieht jedenfalls ein dhn-
liches Transparenz-Konzept im Verhiltnis von Plattform und kommerziellem
Nutzer vor, das auch dariiber hinaus ausgebaut werden konnte. Angesichts der
vorrangig mitgliedstaatlichen Kompetenz im Bereich der Medien diirften aber
ohnehin nur gewisse Mindestvorgaben gemacht werden; den Mitgliedstaaten
miissten weitreichende Umsetzungsspielraume gewihrt werden, um die national-
rechtlichen Vorstellungen weiterhin verwirklichen zu konnen, was nicht zuletzt
schon aus Art. 167 AEUV folgt.?3%8

Die grofite Herausforderung stellt aber nach wie vor eine zeitgemifse aber
gleichwohl sachgerechte Novellierung der Haftungsprivilegierungen der Art. 14,
15 ECRL dar. Die EU befindet sich hier am Anfang eines Reformprozesses, den
die Kommission mit dem Vorschlag eines Digital Sevice Acts (DSA) begonnen
hat.** Mit ihm kann die Grundlage dafiir geschaffen werden, die Verantwort-
lichkeit bestimmter (zentraler) Anbieter tiber die technische Bereitstellung hinaus
auch fiir inhaltliche Fragen zu begriinden. Dabei hat die Kommission insbeson-
dere versucht, einen Kompromiss zu finden, sodass die Betreiber eine unterstiit-
zende Rolle einnehmen konnen, ohne dass dabei aber die Rickzugsmoglichkeit
in den ,sicheren Hafen“ wegen potentieller Haftungsrisiken weiterhin attraktiv
bleibt.237° In Art. 6 DSA findet sich eine ,,Good-Samaritan-Protection® nach US-
amerikanischem Vorbild. Hiernach wird eine Haftung nach den Art. 3, 4 und 5
DSA nicht allein deshalb begriindet, weil sie freiwillig Inhalte der Nutzer uber-
wachen oder kontrollieren. Daneben umfasst der Vorschlag auch nahere Trans-
parenzvorgaben hinsichtlich ihrer Nutzungsbedingungen, die die Content-Mode-
ration betreffen (Art. 12, 13 Abs. 1 lit. ¢ DSA). Fiir ,,sehr grofle Online-Plattfor-
men* i.S.d. Art.25 Abs. 1 DSA gelten weitergehende Beschriankungen. Das ent-
spricht insoweit letztlich auch der nach dem nationalen Recht gebotenen Diffe-

2366 Décision du Conseil constitutionnel n® 2020-801 DC du 18 juin 2020. Hierzu Heldt, JuWiss-Blog
Nr. 96/2020.

2367 COM(2018) 640 final, wobei sich hier gerade auf Art. 114 AEUV berufen wird, ebd. S. 5 f.

2368 So auch mit Blick auf eine europdische Intermediirsregulierung Ferreau, in: Moller/Hammeleers/
ders., Typisierung von Misinformation und Desinformation, S. 44 (61).

2369 Proposal for a Regulation on a Single Market For Digital Services (Digital Services Act) and amend-
ing Directive 2000/31/EC, COM(2020) 825 final. Ausfiihrlicher zu dem Vorschlag und seinen
Regelungen etwa Spindler, GRUR 2021, 545ff und ders, a.a.O., 653ff.

2370 Im Kontext von Deep-Fakes weist etwa Lantwin, MMR 2019, 574 (578) auf die Notwendigkeit
einer Bereichsausnahme von der ,,Uberwachungsbefreiung des Art. 15 ECRL hin.
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renzierung aufgrund der deutlich stirkeren Marktmacht und Meinungsrelevanz
(vgl. Erwgr. 53 S. 1). Gerade mit Blick auf diese Anbieter haben auch die Risiken
der Meinungsroboter Eingang in den Entwurf gefunden. Nach Art.26 DSA
miissen Anbieter gewisse systemische Risiken mindestens einmal jahrlich
analysieren und bewerten, wozu nach Art.26 Abs. 1 lit. ¢ auch die , intentional
manipulation of their service, including by means of inauthentic use or automat-
ed exploitation of the service, with an actual or foreseeable negative effect on the
protection of public health, minors, civic discourse, or actual or foreseeable ef-
fects related to electoral processes and public security® gehort. Die Kommmissi-
on hatte hierbei ausweislich des Erwagungsgrundes 57 S. 7 DSA ,,die Einrichtung
von Scheinkonten, die Nutzung von Bots und anderen automatisierten oder teil-
automatisierten Verhaltensweisen“ im Blick. Nach Art. 26 Abs. 2 sollen sie hier-
bei auch die Zusammenhinge zwischen den eigenen Diensten und seinen Maf3-
nahmen mit den Risiken berticksichtigt werden. Art. 27 Abs. 1 S. 1 DSA sieht so-
dann eine Risikominderungspflicht vor. Hiernach haben die Anbieter ,,angemes-
sene, verhaltnismifSige und wirksame Risikominderungsmaf$nahmen, die auf die
gemifs Artikel 26 ermittelten besonderen systemischen Risiken zugeschnitten
sind[,]“ zu ergreifen. Insoweit folgt die Kommission bisher einen ganz dhnlichen
Ansatz der regulierten Selbstregulierung so wie auch Deutschland zuvor, einzig
mit dem Unterschied, dass kein verbindliches Mindestmaf§ normativ festgelegt
ist, sondern den Betreibern ein deutlich weitreichenderer Spielraum zukommt als
unter dem Reglement des MStV. Der Digital Service Act gewihrleistet aber, dass
externen Dritten Zugang zu den Daten erhalten konnen. Art. 28 DSA sieht nam-
lich eine unabhingige Priifung durch externe Stellen vor, die gewisse Anforderun-
gen erfullen mussen (Art. 28 Abs.2 DSA). Dadurch schaltet man also eine weite-
re sachkundige Ebene ein, die letztlich fiir den Staat als ,,Helfer“ dienen soll, um
eine wirksame Kontrolle gewihrleisten zu konnen. Bemerkenswert ist insoweit
auch, dass der DSA erstmals eine Verpflichtung enthilt, Forschergruppen den
Zugang zu den Netzwerkdaten auf Verlangen zu gewahren (Art. 31 Abs. 2 DSA),
die — aus den bereits genannten Griinden —*3"! besondere Voraussetzungen zu er-
filllen haben: Sie miissen ,,mit akademischen Einrichtungen verbunden sein, un-
abhingig von gewerblichen Interessen sein, nachweislich tiber Sachkenntnis auf
den Gebieten verfugen, die mit den untersuchten Risiken oder den diesbeziigli-
chen Forschungsmethoden zusammenhingen, und sich verpflichten und in der
Lage sein, die mit jedem Verlangen verbundenen besonderen Anforderungen an
die Datensicherheit und die Vertraulichkeit einzuhalten® (Art. 31 Abs.4 DSA).
Der DSA knupft also — wenn auch nicht in derselben Stringenz — an wesentliche
bereits im MStV oder — mit Blick auf die Transparenzvorgaben — anderswo be-
reits vorhandene Regelungen an und schliefSt dabei auch Liicken, die der MStV

2371 S. dazu oben, 4. Kap. D. L.
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noch offengelassen hat. Insoweit konnte der Digital Service Act tatsdchlich die
langst tiberfillige zeitgemdfle Anpassung des Rechts digitaler Medien innerhalb
der EU sein, einen einheitlichen Rechtsrahmen schaffen und auf lange Sicht die
Regelungen des MStV ablosen. Bis dahin durfte aber noch etwas Zeit vergehen.

I. Fazit: Stirkung der Eigenverantwortung als vorrangiges Regulierungsziel

Schon mit dem NetzDG hat ein Prozess des Staates begonnen, die Kontrolle iiber
»rechtsfreien digitalen Raum* (zuriick-) zu erobern. Der MStV hat diesen Pro-
zess fortgesetzt und sorgt den Risiken vor, die von Anbieterseite fir die Mei-
nungsvielfalt drohen. Vor allem aber wird auch den Risiken der Meinungsrobo-
ter vorgebeugt. Bestehende Schutzliicken fithren zwar nicht zu einem grundrecht-
lichen Problem, gleichwohl wird es zukiinftige Regulierungsaufgabe sein, den
eingeschlagenen Weg nicht nur im Rahmen der bestehenden Moglichkeiten (§ 96
MStV) zu konkretisieren, sondern ihn vor allem kritisch zu iberpriifen und gege-
benenfalls nachzujustieren. Handlungsziel bleibt hierbei auch weiterhin die staat-
liche Schutzverantwortung fir den politischen Willensbildungsprozess. Will man
den Weg der Transparenz auch zukiinftig weiter beschreiten, so bote es sich an —
wie schon beim NetzDG - u.a. auch die Sorgetragungspflicht des § 93 Abs. 4
MStV durch eine offentliche Berichtspflicht zu ergianzen. Vor allem aber ist die
Starkung der medienwissenschaftlichen Forschung notwendige Voraussetzung,
fur die zukiinftige, faktenbasierte Medienpolitik und eine wirksame Kontrolle
der Einhaltung gesetzlicher Vorgaben. Das erfordert ggf. einen verpflichtenden
Forschungszugang. Hauptaugenmerk sollte daneben weiterhin und noch starker
auf der Medienkompetenz der Nutzer liegen. Insoweit bedurfen die schulpoliti-
schen Mafsnahmen einer kritischen Evaluation insbesondere mit Blick auf die
personellen und organisatorischen Voraussetzungen einer kompetenten und vor
allem zeitnahen Inhaltsvermittlung. Insbesondere mit Blick auf Desinformation
sollte — trotz prinzipieller, wenn auch enger verfassungsrechtlicher Zulissigkeit —
weiterhin Zuriickhaltung gewahrt werden, soweit es um strafrechtliche Sanktio-
nen geht. Vor allem die bereits durch die Netzwerkbetreiber vorgehaltenen pra-
ventiven Mafinahmen konnten ausgebaut und die Betreiber hierbei auch zukiinf-
tig starker reguliert werden, soweit es jedenfalls um verfahrensrechtliche Aspekte
geht. Die EU-Verordnung zur Verhinderung der Verbreitung terroristischer Inhal-
te hat zumindest aufgezeigt, dass vor allem auch staatlichen Behorden eine ent-
scheidende Verantwortung zukommt, die nicht allein auf die Betreiber delegiert
werden kann. Auch das konnte ein zukinftiger Ansatzpunkt sein. Vor allem die
Landesmedienanstalten als staatsferne Stellen konnen hierzu berufen werden. Al-
lerdings setzt das einen erheblichen Ausbau organisatorischer und personeller
Art voraus. Im Ubrigen werden Versuche, die Betreiber stirker und verpflichtend
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in die praventive (proaktive) Bekimpfung einzubinden, zurzeit wohl noch an den
Vorgaben der E-Commerce-RL scheitern. Dem konnte man dadurch aus dem
Weg gehen, dass ein Zugang fiir staatliche oder unabhingige Stellen geschaffen
wird, eigenstindig entsprechende Inhalte ausfindig zu machen und zu melden.
Das entspricht weitestgehend der momentanen Praxis der Anbieter. Letztlich
wird der geplante Digital Service Act wohl auch entscheidende Weichen fir die
Zukunft stellen.

Auch eine relative Klarnamenpflicht konnte zur Stirkung der Diskursqualitit
und zur Verhinderung von ungewiinschten, moralisch verwerflichen Verhaltens-
weisen beitragen. Denn damit schafft man keine neuen Restriktionen, sondern
starkt das Prinzip der Eigenverantwortung der Nutzergemeinschaft. Auch da-
durch konnte die Zivilgesellschaft fir einen angemessenen sachlichen Diskurs in
der digitalen Welt sensibilisiert werden und vor allem selbst zu thm beitragen.

Die Zukunft der Regulierung sozialer Netzwerke und der Meinungsroboter
liegt also vor allem in der Stirkung der Eigenverantwortung der Nutzer, sei es
durch die Starkung ihrer Medienkompetenz durch die ergriffenen Transparenz-
verpflichtungen des MStV und zukiinftig zu ergreifender Transparenz mit Blick
auf desinformative Inhalte, oder aber auch durch die Stirkung der rechtlichen
Verantwortung fiir das eigene Verhalten. Damit wird man nicht zuletzt auch dem
Grundgedanken des autonomen und vor allem miindigen Biirgers gerecht. Dieses
Primarziel sollte — allerdings nur nach vorsichtiger und behutsamer Evaluation
potentieller Risiken — durch unterstiitzende Maffnahmen abgesichert werden. Im
Kern bleibt es aber weiterhin Aufgabe jedes Einzelnen und der Zivilgesellschaft
insgesamt, den demokratischen Kommunikationsprozess am Leben zu erhalten
und vor nachhaltigen und schadhaften Manipulationen und Beeinflussungen zu
schiitzen.?”2

2372 Zu dieser primir gesellschaftlichen Verantwortung siche auch Ingold, in: Oppelland, Propaganda
als neue auflen- und sicherheitspolitische Herausforderung, S. 81 (11). Vgl. auch BVerfGE 8, 104
(113) = Volksbefragung, dass die 6ffentliche Meinungsbildung als ,,Erscheinung des gesellschaftlich-
politischen und nicht des staatsorganschaftlichen Bereichs“ begreift.
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