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Das Recht auf informationelle 
Selbstbestimmung und Innere 
Sicherheit 
Folgerungen aus dem Volkszählungsgesetzurteil des Bundesverfassungsgerichts 

A. Dz'e gegenwäruge Situaaon 

Anderthalb Jahre nach dem U rteLl des Bundesverfassungsgerichts zum Vol kszäh­
lungsgesetz (VZG) 198)' ist der parlamenrarische wie außerparlamentarische Kampf 
um die notwendigen oder wünschenswerten gesetzgeberischen Konsequenzen des 
Karlsruher Spruches voll entbrannt. Wer die Datenschutz- und Amtshilfediskussion 
der letzten Jahre verfolgt hat, hat das nicht anders erwartet. Bezeichnenderweise 
scheine die Materie, die eigenrlich Anlaß zu dem Grundsar::zurteil gegeben haue, 
nämlich das Volkszählungsgesetz, weniger kontrovers zu sein als die Novellierung 
des Datenschutzes', des Personalausweisrechrs l und des allgemeinen Pol.izeirechts". 
Die zahlreichen Stimmen in der Literatur, die sich beifällig oder kritisch vernehmen 
ließen!. blieben meistens im Rahmen ei ner Anal yse, ris lcienen n ur sei ten Vorsen läge 
zur konkreten. detaillierten Regelung entstehender Probleme, etwa im Bereich der 
Gefahrenabwehr oder zur Abstimmung von präventiver und repressiver Straftatbe­
kampfung usw. Die gesetzgebungspolitischen Reaktionen auf das Urteil lassen sich, 
etwas vergröbert, auf dreI Typen zurückführen: a) Auf die Tendenz, die legislativen 
Auswirkungen des Urteils zu minimieren, einen umfassenden Gesetzesvorbehalt für 
die Erhebung und Verarbeitung personenbezogener Daten zu verneinen und die 
bestehenden, in den Sicherheits- und OrdnuDgsgesctzen zumeist generalklauselartig 
gefaßten RechtSgrundlagen als auch verfassungsrechdieh ausreichend anzusehen. 
Man würde eine solche Haltung vor allem bei den Verwalrungspraktikern. wmal 
der Innenressorcs. als dominant vermuten. bemerkenswerrerweise trifft das keines­
wegs durchgängig zu (vgl. zu c). b) Die entgegengesetzte Tendenz leicet aus dem 
Urteil einen umfassenden Regelungsauftrag ab. der den Schutz der informationdIen 
Selbstbestimmung sowohl im Verhältnis des Staates zum Bürger als auch im 
Verkehr zwischen ,Privaten( verwirklichen soll. Es überrascht nicht. diese Einsrel-

, BVe-r!GE 6S, ,If., vom 's. ". '98). 
> Dazu liegt .'0 G .. etzencwurl d.r SPD dem Jnnen,u,,,,huß des Bund~sllg<S vor. BT·Drclu. 10/,,80 

,·om '7' J. '984. 
) Vgl. duu die En<'»"Ürfe c,n« Fünf,en Gesel2e' zur Änderung des Gese<ze. ober r .... onal.uswel5< ,) 

der CDUiCSU und der FDP - BT·Drcks. ,eh '77 und b) der Gninen. BT.Drd",. ,oh) ,6. 
4 Vgl. Vorcn(Wun zur Änderung des MU5t.ren,wuns e'ne, .",hclI..Iichcn Polizc'gesotz<> des Bundes und 

der LlIlder gcm:UI Beschluß der Innmm",,.'erkoNcrcnz VOm >s. November '977 (S,and: 08.02. 1985). 

SAus der FUUe der Lu.r.,ur .. ,en hervorgehoben: 
8,,11, O>tenschu,z od.r die Ang .. vor dem Compu'cr, '984; Hcußnt!T, D ... mlomuttonelle Selb.,be· 
",mmungsrecb, In dcr Rech"pr~chung des BundcNerh .. <ungsg~nchts, 5Gb. 7/84, ~79fr.: Mii<kenber· 
ger, D,«ns<hul4: Us Vc r",,,ungsgebot , KJ '984, 111.; Podlcch, OIe B"1;TenzUfl!; st.llweher Inlorma­
uonsv<n.rbe,ruog durch die V~rf,,-,.ung angesichts der Moglichkeit unbegrenzter Inlonnluonsv .... rbe'· 
tung miuds der Technik. LeVlalnan '98~. 8$ ff. Scho/z/P""h",. Inform.uondlc Selb!lbosu,.,.,mllng und 
oulwch. [nforrrullonsvcnn(Worrung, 198.; Simllll, Di. uUormlu<>ncU. Sdbstbes-cilJlmung - Gt1Jnd­
bL-dingung Mer "trhsrung,konformen ln{omutioruordnung. NJW '984. J9R ff. Welter. Nlchwe;~ 
z. B. b .. s.:holzlPitsch,,-,. FN. ,. 
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216 lung bei den Datenschutzbeauftragten vorzufinden; in deren Entschließung vom 
l7 .1z8. März 1984 hat sie beredten Niederschlag gefunden.6 c) Die dritte typische 
Antwort kann man als geserzesförmlichen Grundrechtsleerlauf bezeichnen; sie 
kombiniert Teilelemente aus den beiden ersteren: ein formal detaillistischer Rege­
lungsperfektionismus verbindet sich mit einer minimalen inhaltlichen Befugnisbe­
grenzung, die jedenfalls den starus quo einer an der co Verwalrungseffizienz«7 orien­
tierten Praxis absichert, wenn sie niche vielmehr noch deren Möglichkeiten erwei­
tert. Auf dieser Linie bewegt sich der. Vorenrwurf zur Änderung des Musterent­
wurfs eines einheitlichen Polizeigesetzes des Bundes und der Länder«' , wenn er in 
der Begründung (Teil A, ),1.) davon ausgeht, daß die Datcnerhebung und -verarbei­
tung der Polizei .. im bisherigen Umfang zur Erfüllung der po!.izeilichen Aufgaben 
erforderlich ist und deshalb auch in Zukunft in diesem Ausmaß zulässig sein muß.« 
.Alle vorgesehenen Regelungen laufen daher im Prinzip auE eine präzisere gesetzli­
che Fixierung des ,Ist-Zustandes' hinaus ... Das ist zwar ehrlich , aber kaum im Sinne 
der Richter des VZG-Urteils. 
Das ,menschlich, verständliche Bestreben der Verwalrungspraxis, nach Überwin­
dung einer ersten Phase der rechtlichen Verunsicherung durch das Uneil möglichst 
bald wieder zum business as usual zurückzukehren, hat in so charakteristischer 
Weise theoretische Rückendeckung erfahren, daß dies einen Augenblick Aufmerk­
Sdmkeit verdient: Die Rede ist von dem Versuch von R. Scholz und R. Pitschas, das 
soeben erst erblühte Grundrecht der lnformarionellen Selbstbestimmung in der 
Konfrontarion mit einer neu erfundenen verlassungsrechdichen Figur, der ~staadi­
chen Informationsvorsorge« und • Informarionsverancwonung«, zu neutralisieren 
und es wieder verblassen zu lassen . 
Die .Informationsvorsorge~, die ganz pauschal »aus dem Grundsatz der sozialen 
Rechtsstaadichkeit (Art. 20 I, 28 r GG)« und eLncr daraus abzuleitenden "Aktions­
vollmacht« »des Staates zur Sozialgestaltung schechrhin,,~ verfassungsrechdich legi­
timiert sein soll, findet prompr ihre polizeirechtliche Entsprechung und .Konkreti­
sierung« in der polizeilichen Darenverarbeirung zum Zwecke der ~ Gefahrenvor­
sorge .. : »Die Polizei kann personen bezogene Daten erheben, speichern, verändern 
und nutzen, soweit dies die Vorsorge :z.ur Gefahrenabwehr erfordert«.'o Eine 
ausgreifendere, schwammigere, stärker zum Mißbrauch einladende Gene.ralklausel 
ist kaum formulierbar. 
Der Ausgangspunkt - bei Scho/zIPitschas - ist ebenso zustimmungswürdig wie 
triviaL Die öffentliche Verwalrung könne ihre Aufgaben nur erfüllen, wenn sie über 
die dazu erforderlichen Informationen verfüge." Aber schon der zweite Gedanken­
schritt impliziert die verhängnisvolle WeichensteUung, deren verfassungsrechtliche 
Haltlosigkeit allerdings aufgedeckt werden kann und muß: Der triviale Ansatz wird 
zu einer »prinzipalen InformationsfuDktion der öffentlichen Verwaltung«, zu einer 
~eigensttindigen staatlichen Aufgabe der lnformatloTIJvorsorge« überhöht." Als ob 
es nicht eben genügte zu sagen, die Verwaltung solle diejenigen Daten erhalten, die 
sie - je nach gesetzlich umschriebener oder zugelassener (Art.20 Abs. 3 GG!) 
AufgabensteIlung - für ihre Arbeit benötigt! H3t man ersr einmal mir cinem 
modisch klingenden Terminus eine Verwaltungsbanalität zur .. genuinen Staatsauf-

6 VgI, OÖV 1994 , S04lf. 
7 B~j>hcnd S(hol.lpjl1.h." S. IlO, die im übrlgeo dom Typus .) 'Zuzurechnen und. 
8 S. AtUn . ~ . 
9 S<holzIPi[uha" S. 104 . 

10 So: Alt.mauve B des Vorcnl"o'Uri.s (s. Anm. 4) zu § 7-, der mll .Gefahrenvonorgc< iibenchrie\).,n j,,_ 

11 SchoIzIPimh .. " S. 10}, 

12 Hervorhebung von ScholzIPiruh." S, 10., 
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gabe« (S. 198) verfassungsrechtlich hochstilisiert, hat man diese .Erfindung, außer­
dem mit einer weiteren Erfindung, nämlich dem »Grundrecht auf Sicherheit«", das 
in dieser Vagheit und Allgemeinheit auch nirgends im Grundgesetz steht. pseudo­
recbtsstaatlich abgesichert, dann läuft alles weilere wie am Schniirchen . Am Ende 
sind die entscheidenden Erkennrnis- und Grundrechtsschutzgewinne des VZG­
Urteils aufgezehrt: das Prinzip der bereichsspezifischen und präzisen Zweckbeslim­
mungo das Verbot der Dalensammlung auf Vorrat, das Verbot der Zweckenlfrem­
dung bzw. das Gebot des "amLShilfdesren« Schutzes gegen Zweckentfremdung 
durch Weitergabe- und Verwerrungsverbote.'· Es gibt dann "keinen allgemein­
informations(hille-)rechtlichen Gesctzesvorbehalc« mehr' s, obschon das Bundes­
verfassungsgericht gerade in diesem Punkt'· eine deutliche Sprache spricht. Be­
schränkungen des RechLS - und dazu gehören auch zweckvariiereode Datenweiter­
gaben - bedürfen einer gesetzlichen Grundlage. Und an die SteUe der bereichsspezi­
fischen und präzisen gesetzlichen Zweckbesrimmung'7 trit( - noch eine weitere 
Kompetenzen hervorzaubernde black box! - die .durch den grundsätzlichen Ver­
waltungszweck konstituierte Funktionseinheit behördlichen Handelns« .,8 Wen 
wundert es da noch, daß z. B. auch Polizei uod Verfassungsschutz umer dem Topos 
einer .. Funktionsidentität der SicherheitsbehörderH'9. die jedenfalls einen "Zweck­
verbund" gal'ölotiert, zu unbeschränktem !nfonnationsausuusch (» Vorsorge«-Prin­
zip!) verpflichtet und befugt sind und daß die geltenden RechLSgrund!agen dafür 
eigentlich vollkommen ausreichen.'o -
Wer sein datenschutz- und sicherheicsrechtliches Feld auf so kunsrvoH gedüngtem 
und gepflügtem Boden des Grundgesetzes bestellen will, sollte die folgenden 
Ausführungen nicht mehr lesen. Sie sind der sicherlich unvollkommene erste 
Versuch eines seit zwei J ahnehmen um rechtssuadiche Präzision und NonnenkJar­
heit bemühten Polizeirechclers, in diesem Bereich Konsequenzen aus dem VZG­
Urteil zu ziehen. Der ursprüngliche Gutachten-Text wurde hier, besonders im 
Analyse-Teil (B.) aus redaktionellen Gründen erheblich gekürzt. 
Zuoächst wird eioe Analyse des ,.juristischen GehalLS" des Urteils versucht und 
sodann in ausgewählten Anwendungsbereichen auf die norwendigen oder eventuell 
nur wünschenswerten Folgerungen für den Gesetzgeber und die Verwaltungspraxis 
eingegangen. Das Interesse konzentriert sich dabei auf das Aufgabenfeld der inneren 
Sicherheit, insbesolldere dell Bereich der Polizei . Die Norwendigkeit einer Nove!­
lierung der Datenschutzgesetze des Bundes und der Länder soll damit nicht 
geleugnet werden; ihre Bedeutung als bereichsübergreifender .Allgemeiner Teil .. 
des Datenschutzrechtes steht außer Frage."Doch liegen wesendiche Folgeprobleme 
des Uneils gerade in der aufgabenspezifischen Umsetzung der mit generellem 
Geltungsanspruch enrwickelten Kriterien. Besondere Aufmerksamkeit verdiene da­
bei die Frage, ob und bis zu welchem Grade den Äußerungen des Gerichts der 
Charakter unmittelbar anwendbaren, zwingenden Rechts zukommt und inwiefern 
sie vielmehr nur als »soft law<l oder gar nur als die Beschreibung eines idealen 
datenschutzrechdichen Zie!zustandes anzusehen sind . 

I} Ditulhrn, $. 19ß. cE,s< Er1iodung stammt von IIm"t, Das Grund~h, .u( Sieberh.i,. Zu den 
SChutzptUc:hWl de< {r~iheitlic:hcn VerfallungULa"~S, '98}. 

'4 S. duu ,m einulnen unLen B. llI., BV.rfGE 61. I, ~6 1>. Ö. 

I f SchollIPilS<h"s. S. '99. 
16 VgJ . q .... BVcnGE 6S, I, +4 . 
'7 BV~rfGE 6j, I , ,6. 
18 SrholzIP;",:haJ, S. !~7. 
'9 DUlelhrn, S. 188. 
zo Dusclben, S. 201, SO ,J. g:'be es kem~n Grund'at2 der Trennung von Venusung.><:hutz und PoiLu,. 

duu $"''' v,.ler Dmmngl"r. ZRP J 98" ,>1 (f. 

https://doi.org/10.5771/0023-4834-1985-3-215 - Generiert durch IP 216.73.216.36, am 20.01.2026, 03:28:51. © Urheberrechtlich geschützter Inhalt. Ohne gesonderte
Erlaubnis ist jede urheberrechtliche Nutzung untersagt, insbesondere die Nutzung des Inhalts im Zusammenhang mit, für oder in KI-Systemen, KI-Modellen oder Generativen Sprachmodellen.

https://doi.org/10.5771/0023-4834-1985-3-215


218 An:Jlyse und Folgcnbw:achcung bleiben auch dort, wo sie in praktische Verwirk­
lichungsvorschlage einmünden, im Rahmen einer normativen Untersuchung; der 
Verfasser versteht sich als VerfassungsrechtIer, nicht als Informatik-Technologe. Er 
gehr davon aus, daß rechclich gebotene Kommunikationsschranken technisch auch 
realisierbar sind. 

B. Anp.lyse 

I. Das Recht auf informationelle Selbstbestimm:mg (RiS); Inhalt und Funktion 

I. Das Uneil zum Volkszählungsgesetz ist .nicht die Gebunsstu.nde ei"es neUell Grundrechts; 
und insbesondere nicht ei nes .Grundrechu auf D3tenschutz~". Weder der Sache noch der 
Bezeichnung nach ;sr das RiS eine .Erfindung. des Bundesverfas.sungsgerichu. In der Sache 
führe das Uneil die differenzieree Rechcsprechung des Gerichts zum allgemeinen Personlich­
keiurcchr weiter: Nachdem im Mikrozensus-BescWuß'"' das .Selbstbesummungsrechr im 
innersten Lebensbereich. der menschlichen Persönlichkeit, im Leba.ch-Uneil'l das Selbstbe­
stimmungsrecht, -ob und inwieweie andere (s)ein Lebensbild im ganzen oder bestimmte 
Vorgänge aus (s)einem Leben öffentlich darsteUen dürfen~, im Eppler-Beschluß4 der Schutz 
gegen das Unterschieben nicht getaner Äußerungen und im Gegendarsrellungsreche-Be­
schluß" der Schurz vor Henbwürdigung zum bloßen Objekt öffentlicher Erönerung als 
Dimensionen des allgemeinen Persönlichkeitsrechu erkannt und anerkannr wOTden sind, 
werden nunmehr die Konsequenzen mie Bezug auf die elektrorusche (wie auf die herkömmli­
che ~ktenmißige) D:l.tenverarbeitung enrwickelr. Der Ansatz dieser seit J ahrzehnlen gefestig­
ten (und SICh ausdifferenzierenden) Rechtsprechung - vgl. nur etwa das Investitionshilfege­
setz-Uneil r954 oder das LÜlh- Urteil r958" - bei. Wert und Würde der Person, die in freier 
Selbstbestimmung als Glied einer freien Gesellschaft wirkt.", wird kon~equem durchgehalten 
und im Schrifttum, unbeschadec der KriLik am .Wertordnungs-Denken. im ~;nzelnen, im 
wesentlichen gebilligt". 
Auch die Bezeichnung dieser Teilausprägu ng des allgemeinen Persönlicbkciurechu als »Recht 
luf informationeUe Sclbstbesnmmung. ist niehr neu. Seme wesentlichen Scrukruren haben 
Sleinmiiller u. a. bereits 1971 in emem Gurachten im Auftrage des Bundesministen des Innem 
ausführlich beschrieben, wobei sie Termini wie .informationelles Selbstbestimmungsrechr 
über das eigene Person- bzw. Gruppenbild. oder .Selbstbestimmungsrecht des Bürgers über 
sein informaLionelles Pers.onenmodell. einführcen". 1975 spricht Schwan von dfT .Freiheir 
vor st3.atlicher InformaLionss:unm.lungqJO; 1976 finder sich der Terminus .inforrnauondles 
Selbsrbestimmungsrechr" als K~pirelüberscbrift bei C. Mallmannl ', das .informaUonelle 
SelbSlbcstimmungsrechc. erortem Schatzschneider" und Podlech ll r979, Simon und Taeger" 
198 r. Im gleichen Jahr behandelr Denninger .Die Trennung von Verfassungsschutz und 
Polizei und das Grundrech.t auf infonnacionelle Selbstbestimmung«)'. 

~I So zutreffend SimilIS, NJW I?S~. )98. J99; ~b~nso BalurI, Pro,. cl<:< Landubs Rhel.lll:llld-pfalz. 
16.Siuung 10.J ........ r '984, Drcks. 10/8o~. 

2Z BVcrfGE ~7, .. 7. 
~) BVerfGE }j, 201, 220. 
-4 BVerfGE j4. 1.18, 'n, 'jj; weitere einschlägige Entscheidungen s. BVcrfGE 54. lj4; 6), 1)1. '4'; 

EuGRZ '98), j88 = BVerfGE 6j, 41. 

~S BVerfGE 6). 1 )1, 14l vom 8.1. J98J. 
,6 BV~rlGE 4. 7. 's 1.; 7, '98, lOj U. a. 1)1. 

17 EuGRZ 19S). SSS = BV.rfGE 6S, 41. 
,8 Vgl. ,Utl vlcl~r 51<=. Staatsrecht 1. 1977. S. ,pS. 
'9 5Ulnmiilkr/LJ",nbeu./Md/J=" u.a .• Grundfragen des D .. enschuues. Guuchum un Auftrag des 

BMt. '9;1. BT-Drclu. Vl/)816,~. S.8, H., 88, 9)-

)0 S,hw"". Dat~ruchul.Z. Vorb~halr des Gesetze< und Freihe'tsg!"\Jndrechl~. V~rwn.I[U"g .. rchiv '97j. 
110 ff .. I) J. 

}1 C. ),fallm .. "n. DlIenschul2. in V~rwalrungs- und Wonn.arjonS5ySt~.n, '976.5'17 ff. 
}~ 5chaIZschnetdn, Ermlct!ung,t:itigk~il der Ämrer 10., Verf .... 'ungs.schutz und Grundrechle, Franklurt~r 

iur. Di<.s. '979. 5, 1)S1r )6. 
H Podluh, Da< Recht auf Privatheil, in: P~rels (Hrg.), Gru.ndrechl~ ili Fundament d~r D<:mokN.tic, '979, 

S. S5. 
H Simo,,/Tugn. R,.,..,.(ahndung. 1981. S. 84. 

) S De"rllngn, Die TronnWlg von V...-fa.\.Sungsscbut:Z und Polizei und d ... Grundrecl;t auf .... fonna.ioneU. 
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2. Verfiigungsbefugms über persönliche Daten als Bedingung autonomer 
Verhallensstellerung 

Das Grundgesetz und seine Interpreten gehen davon aus, daß der Mensch -eine mit 
der Fähigkeit zu eigenverantwonlicher Lebensgesraltung begabte ,Pers6nlichkcit.« 
ist1&. Diese Lebensgestaltung kann nur gelingen. wenn der Einzelne nicht nur -
abstrakt gesehen - sein eigenes Verhalten steuern kann. sondern wenn er dies tun 
kann, indem er zugleich die Verhalrenscrwanungen und Verhaltensweisen der 
Mitmenschen in bezug auf seine Person zu beeinflussen vermag. Oder anders 

gesagt: Der Einzelne muß auf seine soziale Umwelt einwirken können, indem er 
selbst darüber enrscheidet, ob, wo, wann und wie und in welchen Beziehungen er 
sich selbst seiner sozialen Umwelt darstellen wilL In diesem Sinne hat N. Luhmann 

bereits r965 die Freiheit- und Würde-Garantien des Grundgesetzes als "die äußeren 
und inneren Vorbedingungen der Selbstdarstellung als individuelle Persönlichkeit 
im Kommunikationsprozeß" analysien l ]. 

J . Schutz der Entscheidungsfreiheit. 
Die hier gemeinte, durch An.l Abs. I in Verbindung mit An. lAbs. I GG 
geschützte Freiheit der Selbstdarstellung hat nichts mit einem chearr3Iisch-patheti­
sehen Sich-in-Sz.eoe-setzen-Wollen zu tun, auch nichts mit schauspielerischer Ver­
stellung oder mit einem Rollenspiel. hinter dem sich ein »wahres Ich" zu verbergen 
suchte. Es geht vielmehr darum. daß der Einzelne seine Entscheidungen in komple­
xen sozialen Bez.iehungen, z . B. als Ehemann, Vater (bz.w. Ehefrau. Mutter usw.), 
als Arbeimehmer, Vereinsmirglied, K(ankenkassenpatiem, Subventionsempfänger, 
Stcuerz.ahler, kommunalpolitisch oder auf anderer Ebene aktiver Bürger usw . ,.,frei". 
»autOnom«, ,.selbstbestimmt<' , »eigenverantwonlich« und letztlich: erfolgreich nur 
treffen kann, wenn er \'on möglichst zUlreffenden Informationen uod Einschätzun­
gen über den Informations- und Werrungshorizom seiner Inreraktionspanner 

ausgehen bnn. Der Schutz der Freiheit der Selbstdarstellung durch das informatio­
nelle Selbstbestimmungsrecht hat insofern instrumentellen Charakter: Weil die 
Freiheit der Entscheidung des Einzelnen in sozialen Bez.iehungen, sein "Auch­
anders-können« geschützt werden soll, muß der Einzelne in seiner ~infonnationel­
len Selbstbestimmung. geschützt werden>!. Deshalb wären mit dem RiS - hier 
übernimmt das Gericht eine Fonnulierung A. PodlechsJ~ - »eine Gesellschaftsord­
nung und eine diese ermöglichende Rechtsordnung nicht vereinbar, in der Bürger 
nicht mehr wissen können, wer was wann und bei welcher Gelegenheit über sie 

weiß •. 

Das Gericht entnimmt dem Grundrecht der freien Entfaltung der Persönlichkeit die Befugrus 
des Einzelnen, »grunds3lzlich selbst über die Preisgabe und Verwendung seiner persönlichen 
Daten zu bestimmen«". Übenragt man die - wohl bewußt untechnisch formulierten -
Modalitäten der D,tenprelsglbc und Datenverwendung in die rechtscechnische Spnche der 
D,uenschulzgeserze, 50 unterliegl es keinem Zweifel, dlß die Ausdrucke alle Phasen der 
D:atenerhebung und du Datenverarbeitung (aJso d3s Speichern. Übermitteln. Verändern und 
Löschen. vgJ. § lAbs. J BDSG) umbsscn. 

Selbs,beStlmmung, ZRP 198t . 1)1 . Auch schOll d.,.,elbe.JA t980. 'So. Vgl. fem« Prtu. Veria.ssungs· 
schutz und öH""tli~her Di<"sc. '98,. S. 10 Ir. 

)6 Sutt vieler: ßVenGE j. Ss. 104. 

J7 Luh"", .. n, Grundrecht< >1, In"'luuon, 196\. S. 70, 77. 
)8 Kllr he"usgearb"IN von W 5chmuit. Die bc<lroh,e Entschetdungsfreihelt.)2 ' 97~. '4' . 
)9 Podkd; , AK-GG An. J J. Rz.15. EuGRZ 198). SSS = BVcnGE 6s, 4) . 
~o EuGRZ '9S) , SSS = BVerlGE 6S. H. 
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110 4. RelatJ.vterung der Sphäremheone. 

Mit dem Verständnis des Ri$ als grundsätzliche Verfügungsbefugnis über die 
eigenen persönlichen Daten hat das Gericht in der theoretischen und ('1erfassungs­
rechrlichen) Fundierung des Datenschutzes eine wichtige Weiche gestellt: Infonna­
tionetle Selbstbestimmung ist nicht daten-, sondern verarbeirungsoricntierr". Nicht 
die abstrakte kategoriale Einordnung eines Datums je nach der größeren oder 
geringeren Nähe zum »innerste.n Lebensbereich~ einer Person. nicht die Frage, ob 
es »von Natur aus Geheimnischarlkter« hat oder nicht~l, entScheidet über die 
Datenschulzwürdigkeit, sondern der konkrete Verwendungszusammenhang o . Das 
Zensus-Urteil geht von einern Nebeneinander beider Kriterien aus: Auf die »An der 
Angaben~ soll es nicht .)allein« ankommen. ~Entscheidend" seien vielmehr ihre 
Nutzbarkeit und Verwendungsmöglichkeit. 
Der verarbeirungs- oder funktionsonentiene Schutz der informationellen Selbstbe­
stimmung, von dem das Gericht nunmehr ausgeht, bildet die Grundlage für zwei 
wichtige Folgerungen. auf die noch näher einzugehen ist: t. Der Gesctzesvorbehalt, 
dem Beschränkungen des RiS unterliegen. ist verwendungsspezifisch, d. h. anwen­
dungsbereichsspezifisch auszufüllen; nur im Hinblick auf die rypisierte Verwen­
dungssicuation kann die gesetzgeberische .. Abwägung« zwischen einer Verarbeitung 
persönlicher Daten im Allgemeininteresse und dem Einzclinteresse an einer Kom­
munikatiollsbarriere erfolgen. Und 2.: Für jede individualisiene Datenwiedergabe 
muß gnmdsätzlich das Prinzip strenger Zweckbindung beachtet werden. Daten­
überminlung soll dadurch nicht ausgeschlossen werden, sie darf aber nicht zur 
Aushöhlung der informacionellen Selbstbestimmung führen (kannen). Eine feh­
lende oder gener:llklauselanig weite Zweckbindung bei der Datenübermittlung -
wie sie erwa § 10 Abs. t Satz { BDSG vorsieht - könnte dazu führen. daß 
persönuche Daten zwar nur zu einem eng begrenzten Zweck erhoben und erstmalig 
gespeichert werden, danach aber für alle möglichen Verwaltungszwecke abgefragt 
und weitergegeben werden könnten, ohne daß der Betroffene noch irgend einen 
Einfluß darauf häue. 

J. Funktionsbedingung der freiheitlichen DemokratIe 

Informationelle Selbstbestimmung wird dem Einzelnen nicht allein zur Förderung 
seines privaten individuellen Wohles gewährleistct. Das Gericht begreift sie viel­
mehr auch als »eine elementare Funktionsbedingung eines auf Handlungs- und 
Mitwirkungsfähigkeit seiner Bürger begründeten freiheitlichen demokratischen Ge­
meinwesens"H. Es unterstre.icht damit die Bedeutung der Integrität der politisch 
bedeutsamen Kommunikationsgrundrechte wie der Versammlungs-. Demonstra­
tions- oder Verein igungsfreiheit, Art. S, 9 GG, jener Grundrechte also, die zusam­
men mit der Meinungsfreiheit und den Rechten aus Art. 33, 38 GG den status 
constitueos des Bürgers. seine staatshervorbringende Rechtsstellung umreißenH . 

Die Demokratie- und Gemeinwohlrelevanz des RiS ist nicht 31s ein beitäufig-

.1' SimIlIS, NjW '984. ~Q'; ebe(\so «holl tltnt/bt on Simll;'/Damm/1n,,1 }.fal{ma"nIRfh. Kommenlar zum 
BDSG. J. Auß. '98,. Einleitung. Rz. ~8 . 

4' Vgl. .!>tc BVcrfGE '7. 7. 
H BVerfG EuGRZ '98). 589 = BV.rfGE 65. H. Simlw (0. Anm. 4')' 
~~ EuGRZ 198J. 18S te .Sp. '" BV.riGf 65, ~). Vgl. die ganz :ihn~cht lnihere Formulierung von Siml/Z'. 

D.ltnschu,z, VOr.Ju,su2ung oder Ende der Kommuniluuon?, 1Il: PS für H. COtng. Band 11. 198 2. 
S. 495 {{ .• p~. 

45 Zum <l.tus con,"ruens s . De""tnglY ,n De"nmgrrl Li<tlaucn, PolizeI und SI~pro2eß Im demoknu­
sehen R<chl<'l.ul. '978, S. ~ f., ,1611. Ferner dem/be. VVDS,RL Hd, 37. '979 S. ,611. Dllu Pr.u (s. 
Anm. J 5) S. !l. Zur Bedeutung d., R.iS für die Erh,j(ung de.s nOtwend'gen ku I,urdlen. w,nsch,ftlichen 
und pol,tl.chen InnoV~lJonspOleno.lh in <mer demokramehen Gesdhch.ft vgl. den Beneh, der 
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ornamentaler Hinweis des Gerichts abzutun. Vielmehr wird damit eine Linie der 

RechtSprechung weiter ausgezogen. die früh mit grundsätzlichen Aussagen zur 
veranrwortlichen Mitwirkungsmöglichkeir des Einzelnen in Angelegenheiten der 
res publica beginnt<6, die die Bedeurung der Urteilskraft und der Aktlvität der 

Bürger für den politischen Willensbildungsprozeß hervorgehoben'7 und die Not­
wendigkeit der .Ch:mce zur Identifikation .. des Bürgers mit der Demokratie 
erkan nl har'!. 

ll. Allgemeine 'UerfaHungsrechtliche Knterlcn fiir die Schranken ziehung gegenüber 

dem RiS 

Als Ausprägung des allgemeinen Persönlichkeitsrechts (Art . .z Abs . ! i. V. m. Ar!. I 

Abs. I GG) unterliegt das RiS den gemäß Art. 2 Abs. I GG zugelassenen Freiheits­
beschränkungen; die beschränkende staatliche Gewalt (Legislative oder Exekutive) 
unterliegt ihrerseitS den verfassungsmäßigen. hier besonders den aus dem Rechts­

staatspnnzip (Art. 20 Abs . ). !9 Abs. ( GG) sich ergebenden Schranken. 
I. Ohne auch nur mit einem Wort erwa auf die .. Wesentlichkeitstheorie« einzuge­

hen , geht das Gericht hier von der Existenz eines Gesetzesvorbehalts aus. Auf der 
Basis der umfassenden Definition des RiS - Schutz gegen Preisgabe und Verwen­

dung persönlicher Daten - ist das schhissig. Jede Begrenzung der umfassende.n 
individuellen Vedügungsbefugnis wirkt sich als ~Eingriff" aus und fordert von 
daher eine gesetzliche Ermächtigung. Auf alre 5treirf ragen. z. B. unter welchen 
Voraussetzungen ein Tnformacionseingriff anzunehmen 5ei<9, brauchte. das Gericht 
nicht näher einzugehen. zuma! nicht im Hinblick auf den eigentlichen Streitgegen­
stand: das Volkszäh!ungsgesetz, vgl. § 6 Abs. I BSmG. Gleichwohl wären der 
Datenschutz- wie der Verwaltungsrechcler überhaupt gerade in diesem Punkte für 
eine kleine Zugabe an Deutlichkeit dankbar gewesen. Nach den Darlegungen des 
Gerichts stebr einer weicgefaßten Datenverfügungsbefugnis des Einzelnen eine 
ebenso weitgefaßte. aber dem Gesetzesvorbehalt unterworfene Beschränkungsbe­
fugnis des Staates Lrn überwiegenden Allgemeininteresse gegenüber . 
.z. Eine rechtSstaadiche, gesetzlich nonnierte Schrankenziehung muß a) dem Grund­
satz der Normklarheit, b) dem Übermaß'Uerbot und c) den Erfordernissen des 
Grundrechtsschutzes durch organisatorische und verfahrensrechdiche Vorkehrun­

gen genügen. Das Gericht erw~hnt diese dre.i Prinzipien unter Hinweis auf Recht­
sprechungsbelege. ohne die Einzelfolgerungen für die Ausgestaltung der Volkszäh­
lung unminelbar hieran zu knüpfen . Vielmehr entwickelt es eine Reihe von kommu­
nikationsspezifischen Kriterien, aus denen sich zum Teil konkrete Forderungen an 

den Gesetzgeber ableiten lass~n . 

Ill. Kommunikatlonsspezi[LSChe Ausprägungen der allgemeinen Grundsätze für eine 

grundrechtsgewährlemende KonkreClSierungs- lind Schrankengesetzgebung 

Das Gericht erörtert die Kriterien für drei mögliche Arten der Erhebung persönli­

cher DatenJO: 

J) die Erhebung individualisierter". nicht 4.I1onymer D!len für Zwecke des» Verwaltungsvoll­
zuges-. 

Sacln,.",;i"digenkommullon .Sr ... ,uz,dbesummungen/G",crzgebung5:lu(,räge-. hrg. vom SMr und 
SM], 198). Rz. 211 . 

~6 Vgl. BVerlGE 5. S5. lOJ. 

47 BVerfGE 10, 56, (0). 

~8 BVufGE 40. »7, l5!. 
49 Vgl. Schwan. o. Anm. JO : fern" Sch"nk. Die AmtShilfe. 1981. S. 169 ff., m. w . N. zum $1N:,..m.nd. 
\0 BVeriGE 65, 45 fl. 
S' .lndivldual,,,erung. mein' h'er die MöglichkeIl dtr Zuordnung des D>lum, zu .,oern n>mentli,h 
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12:Z b) die Erhebung, sei es anonymer, sei es nicht anonymer Daten für st3.tisllsche Z"'oxkc und 
c) die ZuEi.ssigkeit einer .. kombinierten Erhebung ... . bei der gleichzeitig, ~bcr auf verschiedenen 
Bögen Daten teils für Vollzugszwecke. teils für St3tisusche Zwecke abgefragt werden. 

Da die Verwendung anonymisiener Daten in aller Regel, jedenfalls soweit sie nicht 
nachträglich wieder individualisiert werden können. das RiS nicht verletzen kann, 
ist sie wesentlich weniger strengen Anforderungen unterworfen als die Erhebung 
und Ver:ubeirung individualisierter Daten. 

I. KriterIen der Erhebung und Verarbeitung nicht anonymisicrreT 
personenbezogener Daten 
;1) Eine Beschränkung des RiS darf in jedem Falle nur zur Befriedigung eines 
überwiegenden Allgemeininteresses erfolgen. Unter diesem Gesichtspuokt scheiden 
solche Daten als Erhebungsobjekt aus, an deren Kennmis »die Allgemeinheit., d. h. 
der Staat, kein legitimes [nteresse haben kann. Das Gericht nennt Daten ohne jeden 
"SoziaJbezug«. »unzumutbare intime Angaben« und Selbstbezichtigungen. Da der 
"Sozialbezug« nicht erst vor der Wohnungstür beginnt. sondern natürlicherweise 
familieninterne Beziehungen einschließt. kommen in erster Linie innerpsychische 
Tatsacben als Daren ohne Sozialbezug in Betracht. Aber selbst diese gewinnen 
häufig einen Sozialbezug. so z. B .• wenn die Glaubensüberzeugung sich in der 
Zugehörigkeit zu einer Religionsgemeinschaft niederschlägt und diese, wie An. 1.>6 
Abs'3 WRV i. V. m. An. 140 GG zeigt, einer gesetzlich angeordneten Erbebung 
zugänglich gemacht wird. . 

Zu den D31en aus der "IflIimspb:ire~. deren .Preisgabe. in einer st2.atlichen Erhebung 
unzumulhar ist, gehören Daten des SeJ(ualverhah~ns, die im allgemeinen auch durch eine 
Schamschwelle besonders geschützt slIld. AndererseitS kann kcineswep da5 gesamte ge­
schlechtliche Verhalten unter :ulen Umständen gegen jede Offenbarungspflicht geschützt sein; 
man denke hier nur .an die Feststellung der Varerschaft eines nichtehelichen Kindes, § 1600a 

BGB. Der Schutz "Or dem Zwang Zur Sdbslbezichtigung entSpricht einem wichtigen Grund­
salZ des StufprozeßrechlS, § ~43 Abs. 4 StPO. 

b) Neben das (organisationsrechdiche) Gebot der gesetzlichen Eingriffsermächti­
gung tritt als wichtigstes materiellrcchtliches Kriterium das Übermaßverbol in 
Gestalt der Grundsätze der Zweckbestimmtheit, der Geeigoetheit und der Erforder­
Jichkejt . Der Grundsatz der »bereichsspezifischen und präzisen« Zweckbe.stim­
mungo den d.1S Gericht aufstelJc, ist zusammen mit den organisations- und verfah­
rensrechtlichen Vorkehrungen zu seiner Sicherung der wichtigste Grundsatz zum 
Schutze des RiS überhaupt. Er zwingt Gesetzgeber und Verwalrung. von einer 
mißverst;mdenen Vorstellung von der ~Einheit der Staatsgewalt" endgültig Ab­
schied zu nehmen, von der Vorstellung nämlich, nach der das Wissen einer 
bestirrunten Behörde zugleich das (fiktive) Wissen aller anderen Zweige der Vcrwal­
rung bedeureP . 

Auch in diesem Punkt bringt das Zensus-Uneil keine »Kehre .. , "Wende« oder auch 
nur sensationelle Neuigkeit gegenüber der bisherigen Rechtslage. sondern es zieht 
notwendige Konsequenzen ;aus der Anerkennung des Grundrechrsschutzes. 

Die gefestigte Rechtsprechung des Bundesverwaltungsgerichts zur Bedeutung des An. 3 S GG 
ge.ht seit langem davon aus, daß der AmtshiHegrundsatz des Grundgesel'us über I"hall und 
Umfang der im Einzelfall zu leistenden Amtshilfe, auch qua .Infonnalionshilfeu. mehlS 
~ussagt, sondern daß diese nur unter BerücksichtIgung der bereichsspezilischen Vorschrifren 

b"kannlen Indi",duum. d ... chile "heblich.n Aufw2J1d identifiZIert werden kaJ\J1. Ein .HlJIs Müller. 
od ... F'lJI7, MOIer, BundesrepubJik Deuucl\l...,d. ""re lß diesem Sillne """h nlcb, IndividwJis,en. 

51 Zur Kritik schon DermV7gt?', VVDS,RL Hd117, '979. ~o f. Anm. "7· VgL f.mer BVerfGE JI. ~J. 46. 
Die Gegenkritik VOn $ChoJ2/Pi lJeha;. S. 'q FN. J90 un\Cr dem Be~irf der .Einh<:11 df'l' V ....... .Jrung. 
geh. fchl. 
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und der elwa einschlägIgen Grundrechte besttmmt werden konnen Sl • Das Grundrecht auf 
inlormationclle Selbstbestimmung rangiert hier systematisch an erSter Stelle. 

Der Grundsatz der präzisen Zweckbindung ist die normative Anewon auf mehrere 
verfassungsrechLSdogmatisch zu trennende Anforderungen: Einerseits verwirklicht 
er das aus dem Rechtsscaatsprinzip abzuleitende Geboc der NormklarheitH : Der 
Bürger muß aus der geseezlichen Regelung klar erkennen können, .für welche 
konkreten Zwecke des Verwaltungsvollzuges seine personenbez.ogencn Daren be­
scimme und erforderlich sind,,!!. Andererseits trägt das Zweckbindungsprinzip den 
Elementen des Übermaßverboces Rechnung : Die Zweckbestimmung muß soweit 

konkretisien werden, daß ein Urteil darüber möglich wird, a) ob die Infonnations­
erhebung und -verarbeirung zur Zweckerreichung überhaupt tauglich ist (»Geeig­
netheimest«), und b) ob sie nicht über das notwendige Mindestmaß hinausgeht 

( .. Erforderlichkeimest"). Gerade unter dem letztgenannten Gesichtspunkt werden 
zahlreiche Fälle des Datenverbunds durch "On-Line-Zugriff«, »Direktzugriff", 
einer kritischen Überprüfung bedürfen, denn schon nach den Begriffsbestimmun­
gen des BOSG. § 2 Abs. 1 Nr. 2, gÜt das zum Abruf Bereithalten eines Datenbestan­
des als Datenübermittlung und damit als Darenverarbeirung. 
Auch hiervon abgesehen bereitet es nahezu unlösbare Schwierigkeiten, abstrakt­
begriffliche Kriterien für die Frage anzugeben, wann dem Grundsatz der präzisen 
Zweckbindung Gemige gecan ist und wann nicht. Oie Rechtsprechung des Bundes­
verfassungsgerichtes erleichtert die Antwort nicht wesentlich, wenn sie einerseits die 
Verwendung unbestimmter, der Auslegung und Konkretisierung bedürftiger Geset­
zesbegriffe zuläßt, andererseits aber fordert. der Betroffene müsse die Rechtslage 
erkennen und sein Verhalten danach einrichten können l6 . Die bloße generalklausel­
artige Bez.ugnahme der bisherigen Datenschutzvorschriften auf die .rechrmäßige 
Erfüllung der in der Zuständigkeit« einer XYZ-Behörde liegenden A ufgaben J7 wird, 
wenn diese Aufgabenumschreibung ihrerseits sehr umfassend ist (z. B. ~Gefahren­
abwehr« oder .Verfassungsschuez«) den begrifflichen Anforderungen an eine prä­
zise und konkrete Zweckbindung nicht gerecht. Andererseits ist kaum abzusehen, 
wie der Gesetzgeber ill manchen Bereichen zu größerer Konkretion vordringen 
könnte, ohne in eine mangelhafte Kasuistik zu verfallen. Hier werden zusätzliche 
Eingrenzungsmerkmale - Abscellen auf den Einzelfal!, strenge Prüfung der Erfor­
derlichkeit, Beschränkung auf wenige Daten (Name, Wohnanschrifc, Gebumda­

rum) - sowie verfahrensrechrliche Sicherungse!emente zum Zuge kommen müs­
sen. 
c) Anders als bei einer Erhebung zu scuistischen Zwecken soll bei einer Erhebung 
für Zwecke des Verwallungsvollzuges "das strikte Verbot der Sammlung personen­
bezogener Daten auf VOTTat~ gelten!' . Eine solche Vorrats-Sammlung ~zu unbe­
stimmten oder noch nicht besrimmbaren Zwecken~ wäre mit dem Grundsatz der 

präzisen Zweckbindung nicht zu vereinbaren. Auch das Gebot des Mindesreingriffs 
führt zu diesem Ergebnis. 

D ßVerwGE J8. JJ6. HOf.; So, JO'. po. P. Kr" = , Datenschutz und Grundgese!z. DVR 1980. H9IL, 
Anm. 1)1. 2IUC"ft belde Enuchclduogcn >.I. Bdeg (ur die -Einhelt der S,:uugew>.lt< - bezuglich des 
Ttrmln\l, ZUlrdfend lür E J 8, J)6 rL Daß ~bcr dll Bund~,,,rrw,ltung'gcnchl gcrode - un Sinne der h,er 
Yenr.,.nen Auffassung - die Konkrtn".rungsbedürfllgk.lt de, Nn<shi!fcpnrmps lU, An.) 5 GG 
hervorhebt. Wird bCl KYdUre verdunkelt. 

54 Vgl. ßVcriGE 45. 400,420 m.w.N. 
SS E.uGRZ '98), S94 links o. = SVedGE 65, 61. 
S6 SVeriGE H, I Jl, q2; 45, 420. 
S7 Vgl. suu y,der § '0 Ab,., BDSG. ~ 7> SGB·X. 
5S EuGRZ ,,8). S8, rc. Sp. = BVerfGE 6S. 47. 

::I.Z] 
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224 So einleuchtend das Verbot auf den ersten Blick erscheinen mag, so notwendig und 

lohnend ist es doch, einen Augenblick über seine Bedeutung nachzudenken. Denn 

im Grunde genommen ist jede Datei, ja. jede Aktensammlung eine »Sammlung von 

Daten auf Vorrat«. Es ist gerade der Sinn jeder Art von Informationsspeicherung -

auf Listen, in Karteien, Akten oder Dateien -, daß man die Daten für zuhinftige 

Gebrauchsf:iJle rasch verfügbar, also in diesem Sinne .vorrätig« häll. 

Das Verbot der Sammlung auf Vorrat muß also einen eingeschränkten Sinn haben, 

wenn nicht die eigentliche Funktion der Informationsspeicherung getroffen werden 

soll. Die Einschränkung muß sich aus der gesetzlichen Zweckbestimmung ergeben. 

Verhindert werden soll, daß personenbezogene Daten "einfach drauflos« "für alle 

Fälle« gespeichert werden, ohne daß ein akrueller oder zukünftiger Bedarfsfa!l 

gesetzlich klar umschrieben wäre. 

Das Gericht hatte im Streit über das Volkszählungsgesetz unmittelbar nur über die 

Erhebung von Daten zu statistischen Zwecken, sodann aber auch über die Verbin­

dung dieser Erhebung mie dem sog. Melderegisterabgleich (§ 9 Abs. I VZG) und 

einigen anderen Übermiulungstatbeständen zu entscheiden. Die Ausführungen 

über das Verbot einer Datensammlung auf Vorrat kannen daher, soweit rein 

stauHisehe Erhebungen in Rede stehen, nicht zu den die Entscheidung tragenden 

Gründen, sondern nur als ein obiter dicrum angesehen werden. Dies ist zwar für den 

Umfang der Bindungswirkung des Urteils gemäß § 31 Abs. I B VerfGG von Bedeu­

tung. an welcher die bloßen obiter dicta nicht teilhaben. Doch darf hieraus nicht 

erwa gefolgert werden, daß diese Darlegungen jeglicher rechtlichen Bedeutung 

entbehrten. Sie machen das Prinzip deutlich, von dem für statistische Erhebungen 

eine Ausnahme gilt. Sie sind als ein Hinweis des Gerichts auf seine Einschätzung der 

materieUen Rechtslage anzusehen, auf die Grundlage, von der aus das Gericht 

gegebenenfalls judizieren wUrde. Insofern können auch derartige obiter dicta auf 

Gesetzgeber und Verwaltung mittelbar eine dirigierende WIrkung ausüben. 

d) Die grundsätzliche Anerkennung des RiS, auf der die ganze Argumentation des 

Gerichts basiert und die deshalb zu den tragenden Gründen der Entscheidung zu 

rechnen ist, hat unminelbare Auswirkungen auf die im Grundgesetz, Art. J 5 Abs. I, 

verankerte und in §§ .;, bis 8 VwVfG näher geregelte Einrichtung der Amtshilfel ';. 

Wenn es nämlich die ratio des RiS ist, daß der Bürger weiß - oder mindestens bei gchönger 
Nachfrage wisscn könnte - •• wer was wann und bei welcher Gelegenheit« über ihn weiß, und 
wenn der Grundsatz der bestimmten ZWe<:kbindung der Datenerhebung und -verarbeitung 
der Sicherung dieses rechdichen Schutzzweckes dient, dann liegt auf der H3Jld. daß das 
Pnnzip der Amtshilfe ihm tendenziell gerade ZUWIderlaufen b.nn. Denn Amtshilfe qua 
Informationshilfe bedeutet die Übermirtlung von Daten an. eine andere Behörde auf deren 
Ersuchen und zu deren Zweckverfolgung, ohne daß der Betroffene von diesem Vorgang 
KenntnIS erhalten muß. Wahrend Amtshilfe der Tendenz nach den Ausgleich bestehender 
rnformanonsgefille zwischen den Behörden bedeutet, fordert Datenschutz die »künstliche. 
Aufrechtcrhalrung bcstimmter Kommunikationsbarrieren zwischen den cinzelnen Zweigen 
der öffendichen Verwalrung. 
Wegen der verfassungsrechtlich gefordenen gesetzlichen Zweckbindung der Date.nverwen· 
dung forden dlS Gericht 3uch einen »amLShilfdesten. Schutz gegen Zweckeotfrcmdung durch 
Weitcrg::tbe. und Verwertungsverbote"". Eine nähe.re Erläuterung oder Eingrenzung di~ser 
sehr pauschalen Fesl5lellung gibt das Gerich( flicht. Da nun aber nicbt anzunehmen lSI, dJ.5 
Gericht habe enlgegen dem Grundsatz des Art.}l Abs. 1 GG jegliche Amtshilfe als In(orma-

f9 S. vor lll"m SdJlink, D .. Anmnilfe 198~. i""nor Denmnger. Einführung in Probl,m~ d .. Amuhilfc· 
rechts, Insbesondere Im Sichern.,ubere,ch. JA 1980 •• Soff. und tkrttlbt. Am"hilf. Im BereICh der 
Vor!.ssunC"chulzbehorden. In: SMJ (Hrg.). VerlJ.>.SungsschuLZ und Recht .. talL. 1981. S. '9 H.; 8 .. 11, 
D"cn"hu,z und Ämter für VCr1'$sung5schut<, ebendl, S. 'n ff.. Ever!. Vcrfacs5ung.schutz und 
PO~ZCI, chmdl, S. 6 f ff. 

60 EuGR Z. t98). ! 89 re. Sp. "" B VeriG E 6! •• 6. 
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Ilonshilfc unterbinden wollen, sind auch hier entsprechend den allgemeinen Korenen be­
relcbsspczilische A bwagungsregeln zu enrwlckcln. 

Dabei ist zu erwanen, daß bei den Auseinandersetzungen um gesetzliche EinzeIlö­

sungen ~lUf diesem Felde die -Interessen. der Datenschiitzer und die "Interessen" 
der beteiligten Verwaltungsressons besonders heftig aufeinander pr~lIen werden. 
'Wie auch in der bisherigen Diskussion werden dabei voraussichtlich zu zwei 
Grundfragen unterschiedliche Positionen und Argumente aufgebaut werden, zwei 
Fragen, denen für die gesamte Problematik »DatenschutZ contra Amrshi]fe«6' 

Schlüsselcharakter zukommt. Es geht, in aller Kürze skizziert, um Folgendes: 
Die erste Frage setzt grundrechdich an und kann etwa so zugespitzt werden: Isr 
tatsiichlich jede (personen bezogene) lnformationsweitcrgabe, die zwischen ver­
schiedenen Zweigen der öffentlichen Verwaltung ohne Einwilligung des Betroffe­
nen erfolgt - z. B. zwischen den Sozial ämtern und der Ausländerpolizei - schon als 
solche ein ~Eingriff. in die grundrechdich geschützte Individualsphäre, obwohl das 

betroffene Datensubjekr, der Bürger, von diesem Vorgang in aller Regel gar nichts 
erfähn und in seiner Handlungsfreiheit (und schon gar in seiner Meinungsfreiheit 

oder in anderen Grundrechten) unmittelbar nicht beeinträchtigt werde6'? Wer diese 
Ausgangsfrage verneint, kann durchaus zur Bejahung vernünftiger und weitreichen­

der Eingrenzungen einer uferlosen zwischenbehördlichen Informationshilfepraxis 
gelangen. Doch wird er sich zur Begründung dann nicht auf ein generelles grund­
rechtliches Informationsweitergabeverbot - etwa aufgrund des RiS - berufen, 

sondern auf den abgesruften Schutz konkreter Geheimnisbereiche61 . Die Gegenpo­
sition kehrt gewissermaßen die Regel-Ausnahme-Siruation um: Nicht muß im 
Einzelfall ein zugunsten des Berroffenen streitendes subjektives Recht auf Geheim­
nisschutz nachgewiesen werden. um die Informationshilfe zu unterbinden, sondern 
der auskunftsverpflichrete und -eneilende Bürger muß darauf vertrauen können. 
daß seine Daten nur für den bekannten Zweck verwendet werdeno, . Die Weitergabe 
der Information (an private Dritte wie an Stellen öffentlicher Verwalrung) ist dann 

die Ausnahme, die einer gesetzlichen Rechrfenigung durch überwiegende Allge­
meininceressen bedarf. 

Die zweite Frage in diesem Zusammenhang setzt staatstheoretisch und organisa­
tionsrechdich an und ist auf die Funktionsbedingungen moderner Staat1ichkeit 
gerichtet: Da wird auf der einen Seite das Prinzip der Einheit (oder Einheitlichkeit) 
der StaatSgewalt ins Feld gefühn, als dessen Ausdruck das Amtshilfegebot die 
einheitsgefährdende Wirkungen der Gewaltentrennung und Behördenaufgliederung 
kompensiere6,. Die Gegenargumentation deutet den Amtshilfegrunds.1tz umgekehrt 

als eine Bestätigung der rechtsstaadich unverzichtbaren Gewaltenteilung und der 
),Uneinhe;r" der Scaatsgewalt, deren Friktionen durch die Amtshilfcverpflichrung 
abgemilden würden66 . Auf der abstrakten Höhe dieses Argumentationsniveaus 
kann ein Regel-Ausnahme-Verhältnis zwischen Amrshilfeleistung und Informa-

61 So der Tilel tmes grundlegenden •• ucn d,e "'K<lMeOretlSCnen J mplibllonen m"berück.slchllg~nden 
Aufmus von H. P 8ull, Dbv '979,689 a. 

6, VgJ. ~. B. LOIChe/der. Rasterfahndung - poliuilichc ErmJlllung z,",ISchen Effekuvnii, und Freih.",· 
schulz, Ocr S'l.:l' '98" )49 ff .. 366 m. w. N. 

6) Z. B. KfAI<U. (Anrn. 0). l4S ff. 
6.j Wi,«. Der Scnu,z de, Som.lgehelmnlsses. DRV '979, l71; vgl. >ueh B~nda.. in: FS für W. GeIger. '97~, 

S.l) ff., 38. 
6f Krd"'~, (Anrn. 0), 'f9 mIt Hinwei, .ul BVerfGE JI. 4).46. 5(hQlzIP;",:ha" S. 118 sprechen von der 

.Einhclt des S' • .:>Lsorgaru<mu, •. Si. udle.n d:uln aui die In!orrn'lIonsclnhe" durch .{unktlonalen 
ZweckvC1'b""d- ,b. S. "0. Die,es Kmenum Ist. für stch genommcn, zu u"b<Summl. Be-ssC1' <St es. ,ul 
.ulg,benbezogenen Zwecke,nhcncn ,bzu"cllen, vgL u. (I114.b). 

66 Bull (Anm. 61).69 L 
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.u6 rionsschutz in der einen wie auch in geoau der entgegengesetzten Richtung kons!!"\!­
iert und »begründet« werden; beides bleibt gleichermaßen unbefriedigend . Noch 
einen Schritt weiter geht die Darenschutzverteidigung und wird damit gleichsam 
offensiv, wenn auf dem Wege über einen nGrundsatz der Sysremdifferenzierung der 
öffentlichen Verwaltung« das normative Prinzip der Einheit der Rechtsordnung 
durch ein »empirisches Prinzip der Konkurrenz der staatlichen Teilsysteme« ersetzt 
werden 50]167. Die Sicherung der für den Bürger notwendigen Freiheitsspielräume, 
so die dem wgrunde!iegende Vorstellung, könne angesichts des in der D.lIenverar­
beirung erreichten Technisierungsgrades nur noch dadurch gewährleistet werden. 
daß (in be2.ug auf Bürgerdaten) gegeneinander informationeIl abgeschottete Einzel­
verwaltungen jeweils ihre "Interessen« konkurrierend verfolgen und dadurch auch 
die je bereichsspezifisch verwalteten Bürgerimeressen zur Geltung bringen. Der 
Einwand, daß eine solche Konkurrenzstrategie leicht in eine die sraadiche Lei­
srungsfälUgkeit mindernde Blockadestrategie zum Schaden des Bürgers ausarten 
könnte. erscheint hier nicht unberechugt6B

. 

Eine verfassungsgemäße Anrwort auf das Problem .,Datenschutz contra Amtshilfe« 
muß die beiden Teilaspekte. den grundrechtlichen und den organisltionsrechdi­
ehen, zusammenführen und versuchen, beiden gerecht zu werden. Das Urteil des 
Bundesverfassungsgerichts zum Volkszahlungsgesetz gibt eine solche synthetische 
Antwort, die übrigens die gleichen Elemente aufnimmt wie die Antwort des 
Landesverfassungsgesetzgebers von Nordrhcin-Westfalen in Art. 4 Abs. 1 La­
VerfNW69 : Dem grundsätzlich anerkannten Anspruch des Bürgers auf Schutz seiner 
personenbezogenen Daten seeht die grundsätZliche Eingriffsbefugnis des Staates -
sei es im Wege der Amtshilfe. sei es in anderer Weise - im überwiegenden Interesse 
der Allgemeinheit und aufgrund eines Gesetzes gegenüber. AUe Regel-Ausnahme­
Konstruktionen in der einen oder der anderen Richtung werden an dieser aufrecht­
erhaltenen Grundspannung zunächst einmal zuschanden: das erste - und im Nor­
malfall auch letzte - Wort hat hier der Gesetzgeber. 
Das bedeutet zweierlei : I . Auch die Datenverarbeitung als ~lnfonnationsh.ilfe. steht 
unter Gesetzesvorbehalt, auch sie stellt einen Eingriff in das RiS dar70 . Auf die 
Kenntnis des Datensubjekts kommt es nicht entscheidend an : Hat der Bürger keine 
a1ctuelle Kenntnis vom zwischen behördlichen Inform31ionsaustausch, muß er ihn 
aber für möglich halten, so beeinträchtigt schon dies seine Entscheidungsfreiheit 
und beeinflußt seine Verhaltensweisen. Wird aber der Vorgang der Datenverarbei­
tung dem Bürger mitgeteilt und ohne Rücksicht auf sein Einverständnis vollzogen, 
so liegt in dieser bewußten Negierung des RiS eine Herabwürdigung des BeuoHe­
nen zum bloßen Infonnationsobjekt, sofern nicht überwiegende Gemeiowohlinter­
essen den Eingriff rechtfertigen . 2 . Es ist durchaus anzuerkennen, daß Art. J S Abs. 1 

GG eine aktuell geltende und ausreichende Rechtsgrundlage für Amtshilfeleistung 
in a11 den Fällen abgibt, in denen keine personenbezogenen D:lten im Spiele sind. Ist 
das letztere der Fall. bedarf es keiner spezieUen gesetzlichen Eingriffsgrundlage. in 
der di!! vom Geseczgeber geforderte Aowägung zwischen Einzel- und Allgemeinin­
[eresse zum Ausdruck kommt. 

67 Podlccb, D'''Mchutz ,m BereIch der OffentJjchen Vcrw • .hun\:. DVR Beihc1t t , '97). S. J9 f. 
68 S."da, (Anm. 64), S. )9. 
69 Art. 4 Ab,.> LaV.rfNW bUle<: .Jeder hlt Anspruch auf Schut7. Scmcr pC1'Sonenbezogenen D"cn. 

Eingriffe ,md nur In überw":l\endcm !nler .... der Aligememhfl{ .uf Grund em" G«etzes wl:i3slg .• 
70 D.l..Zu .cbon ScbJink. (Anm. 49), S. '0'. Ocr .Absch .. d. vom Informlt1onclleo Sdbstbesummung.recl'lt, 

den Ef)~" (J\s1m. 59). S. 7\. glaubt { .. utellen .u konnen.lut, wene es denn überh,upt clRe, war. olcht 
lange gedauert. Wie h,er Im ErgebnJS luch du ßunde.sbnu(cragle (ur de., Dattnsthutz Ul semer 
Stellungn.hme rur den [nnen,u,schuß des DeuL<chen Bundestag.s vom 1S . 4. 1984 - BID - [ - t 9' 1 co/ 
IS - S. 16. 
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e) An mehreren Stellen des Urteils geht das Gericht auf die Frage der Verfassungs­

mäßigkeit einer Zusammenfügung personenbezogener Daten zu einem >lotalen. 
oder parttellen "Per$önlichkeusbild" oder ,.Pcrsönlichkeitsprofila ein7 '. 

Zunäch<! wird die besondere Schutzbedürftlgkeu der Informatlone!!en SeUmbemmmung ll. a. 
mIt der aus Integrlereen Informauonssystemen ent5[ehenden Geflhr bcgnindet. daß die Dalen 
zu eInem "teilweise oder weItgehend vollständigen Persönlichkellsbild zusammengefügt< 
würden, .ohne daß der Betroffene dessen Richtigkeit und Verwendung zureichend kontrollie­
ren« könne. An anderer Stelle wird die Erschließung emes Datenvcrbllndes durch ein 
emhcirliches Personen kennzeIChen oder sonstiges Ordnungsmerkm::J als vcrhssungswidrig 
erwähnt, .denn eine umfassende RegIstrierung und Kauloglslerung der Personlichkeit durch 
die Zusammenlührung einzelner Lebens- und Person~ldaten Zur Erstellung von Personlich­
kei15pro(ilen der Bürger ISt auch in der AnonymItät St:it;Sflscher Erhebungen llnzulilsig 
(BVerlGE 27. 1/6{)". Auch hier kann das Gericht also an lnihere Rechtsprechung unmiuelbar 
anknupfen. D~s einheitliche Personenkennzetehen .oder dessen Subs(\tut< wird :lUch noch 
]I") anderem Zusammenhang als ein ).entscheidender Sehnt!« In Richlung auf emen 
verfassungswidrigen Zustand bezeIChnet. 

Dieser Befund macht zunächst deutlich, daß das Gericht die Erstellung eines 

"Persönlichkeilsprofilsa jederualls als mit der Menschenwürde und mit dem RiS 
unvereinbar ansieht, wenn hierunter ".das systematische Erheben von Informationen 

über eine Vielzahl von Lebensbereichen des Betroffenen durch rechnerumerstützte 

Ausschöpfung von Inlormationsquellen7' verstanden wird. Hiermit wird die ten­

denziell vollständige Registrierung und Katalogisierung der Persönlichkeit als ver­

fassungswidrig verworfen. Bemerkenswert ist. daß das Gericht darüber hinaus in 

erweiternder Rezeption der Formulierung aus dem Mikrozensus-Beschluß (E 2.7. 6) 

mehrfach auch die Hersrellung bloßer "Teilabbilder der Persönlichkeit" in das 

Verdikt einbC2ieht. Die Verwendung dieses Begriffs wirft allerdings eine Reihe nicht 

leicht zu beantwortender Fragen auE. 

Was ist hier aus überwiegenden GemeinwohlgTÜnden noch gerechtfertigt, wO beginnt die 
Zone der mensehenwürdeverletzenden Personlichkemabbildung? Darf beIspIelsweise die 
Knminalpolizei die Reisebewegungen Verdächtiger oder nur potcntieU Verdächllger sYStem~­
IlSch beoblchten und aufzeichnen, wenn sie hoHl. luf diese Weise einem R:lUsehgift- oder 
Waffenhändlerring oder einer terroristISchen Gruppe auf die Spur zu kommen? Dürfen die 
Amter für Verfassungsschutz unter entsprechenden. ihrer Autgabenbeschreibung gemäßen 
Voraussetzungen das »polüische Verhalten" moglieher • Verfassungsfeinde. (also ihren Ver­
sarnmlungsbesuch, ihre Konferenzen, Reisen, Kontakte. Verha.ltensweisen im Wahlkampf 
usw.) registrieren. oder erg:ibe dies bereItS ein unzulässiges Teilabbild der Persönlichkeit? 

Auf diese Fragen nach den praktischen Konsequenzen gibt das Zensus-Urteil keine 

Antworten. Sie waren freilich auch nicht Streitgegenstand des Verfahrens. Unter 

Berücksichtigung der früheren Rechtsprechung wird man jedoch folgendes als 

gefestigte RechtSauHassung des Bundesverfassungsgerichts festhalten müssen: 

t. Die Herstellung tendenziell vollständiger oder nahezu umfassender Persönlich­

keitsbilder (-profile) verstößt in jedem Falle gegen das RiS. 

1. Die Herstellung partieller Persönlichkeitsbilder (Reisebewegungsbilder, Profile 

politischen Verhaltens etc.) kann u. U. gegen das allgemeine Persönlichkeitsrecht in 

Verbindung mir dem Menschenwürdesatz verstOßen. Mit Hilfe des Güterabwä­

gungsgrundsatzes und des Übermaßverbotes sind hierzu genauere Kriterien zu 

entwickeln. 

f) Das Gericht widmet den grundrechtsrichemden Regelungen der OrganISation und 
des Verfahrens besondere Aufmerksamkeit, allerdings, dem Verfahrensgegenstand 

entsprechend, bezogen auf eine verfassungsgemäße Durchführung einer staristi-

7' Vgl. Ab"hrutl CIl" d ... Urteils- EuGRZ '983.188Ii. Sp. ~ ßVerfGE6s. 4>; C rII,~ ~ 191~. Sp. '" 
ßVerfGE 65. 53; C ilI ,cl bb '" S9' 1;- Sp. = BVerfGE 6\. IM. 

7' So § ,~ AEPoIG. Arbewkrel.S Polizemcht. '979. S.ll- Die Formulierung summt von A_ Podlech. 
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228 sehen Erhebungll . Darüber hinaus betont es jedoch schon bei den allgemeinen 
Darlegungen zum RiS. der Gesetzgeber habe angesichts der gestiegenen Gefährdun­
gen mehr als friiher auch organisarorische und verfahrensrechdiche Schutzvorkeh­
rungen 2.U treffen. Die einschlägige Rechtsprechung wird zitiert7<. Dazu gehört 
etwa. daß das Venahrensrecht der Grundrechtsausübung niCht so hohe Hindernisse 
entgegensetzen darf. daß die Gefahr einer EnrwerlUng der materiellen Grundrechts­
position entstehr?l. 
g) Zu den wichtigsten, weil wirksamsten Maßnahmen der Grundrechtssicherung 
gehön: eine fortlaufende Kontrolle der Einhaltung der Datenschlltz'I.Iorschri/ten im 
»Verwalrungsalltag~. Für diese Aufgabe sehen die geltenden Datenschutzgeserze die 
Einrichwng unabhängiger Datenschutzbea"ftragcer innerhalb wie außerhalb der 
öffentlichen Verwaltung vor76 . 

Das Gericht erkennt die Bedeurung einer solchen Einrichrung sowohl generell als auch im 
Zusammenhang mil der Löschung der Hilfsmerkmale bei statistischen Erhebungen (vgl. § Il 
Abs. 7 BSt:ItG) ausdrücklich an. Eine nähere Beschreibung der einem D:l!enschutzbeauftr~gten 
mindestens zuzuweisenden KontroUbefugnisse. damit er seine Aufgaben wirksam wahrneh­
men kann. gibt das Uneil allerdings nicht. Immerhin wird die Funktion des Datenschutzbe­
auftragten .auch im Intcrcsse eines vorgezogenen Rechtsschutzes< gesehenn . 

.1. Kriterien der Erhebung und Verarbeitung personenbezogener Dalenfür 
statistische Zwecke 

Dem konkreten Prufungsanlaß entsprechend liegt der Schwerpunkt der Entschei­
dung hinsichtlich des Umfangs und der Behandlung von Decailfragen bei der 
Erörcerung der ver[assung>rechtlichen Bedingungen für $tatistische Erhebungen, 
insbesondere aufgrund gesetzlich angeordneter Bürgerbefragungen (Zensus, Mikro­
zensus). Die Grundsätze. die das Gericht für diesen Bereich entwickelt, sollen hier 
gleichwohl nur knapp resümiert werden, da das Schwergewicht der hier vorzuneh­
menden Analyse und Folgeuntersuchung weniger bei Fragen einer venassungsge­
mäßen Statistik als vielmehr bei der datenschutzrechtlichen Durchdringung des 
Handeins der Sicherheitsbehörden liegen soll. 
a) Die normativen Besonderheiren einer Datenerhebung für statistische Zwecke 
ergeben sich zunächst aus dem Zweck einer Statistik. Er geht dahin. für zahlreiche 
polilische Entscheidungen, für im engeren Sinne ~planerische" wie für nichrplaneri­
sehe, grundlegende, vor allem auch quantitative Daten über Zusammensetzung und 
soziale Struktur der Bevölkerung in bestimmten Räumen sowie sonstige, ökono­
misch. sozialpolitisch oder ökologisch wichtige Informationen verfügbar zu hahen. 
Die gleiche Information kann in sehr verschiedenen Hilndlungszusammenhängen 
benötigt werden. Im Hinblick auf diese Situation ergeben sich Besonderheiten 
gegenüber der »nichtstatistischen. Erhebung und Verarbeirung personenbezogener 
Daten: 
(I) De.r Grundsatz der präzisen und konkreten Zweckbestimmung kann für statisti­
sche Erhebungen nicht gelten. Diese sind mehrzweckbezogen oder >muhiftmktio­
nal<, soweit es sich nicht um spezielle Erhebungen handelt. die nur »zur Erfüllung 
bestimmter. im Zeitpunkt der Erhebung schon festliegender Bundeszwecke erfor­
derlich« sind (vgl. § 6 Abs. 1. Nr. I B$tarG) . 

7J Ab.cM;tt C Ib b) bb des Urt~ils. C !II 1 .• BV~rfGE 6\. 47 If.. S8 f(. 
7~ ZUI'"t2I: BVerfGE 63. '3', 'H. m.w.N. 
7 j S. vong< Anm. 
76 Vgl. z. B. §§ 17. 1S, 38 BDSG. 
77 VCI. Abschnlff Cl! la = EuGRZ '9Sl \S9 co. Sp. = BVcrfGE 6$.46. 
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(2) Der relatIven ZweckunbeslImmthett stltistischer Daten entspricht ihr Charakter 
als Information »auf Vorrat • . Das Verbot der Datensammlung :lUf Vorrat wäre, eng 
interpretiert, in diesem Bereich sinnwIdrig. Der Gesetzgeber, der eine statistische 
Erhebung anordnet, kann zu diesem Zeitpunkt nicht absehen, in welchen FäHen und 
Zusammenhängen ein Datum belangvoll werden kann. 
(3) Es ist nur folgerichtig, daß die Mehrzweckbesrimmtheit der statistischen E(he­
bung auch die grundsätzliche Möglichkeit der Weitergabe und sonStigen Verarbei­
tung der Daten bedingt. Allerdings ist diese Möglichkeit der Verwendung zu 
statistischen Zwecken begrenzt. Das heißt, daß diese Daten bereits anonymisierr 
sein müssen. Eine Weitergabe in individualisierter, nichtanonymer Form unterläge 
hingegen dem Verbot der Zweckenrfremdung in aller Strenge. 
b) Trennung von StaLlStik und Vollzug: Der Erfolg einer statistischen Erhebung 
aufgrund VOn Bürgerauskünften hängt entscheidend von der Berei[Wiliigkeic der 
Befragten ab, richtige und vollständige Auskünfte zu geben. Dies kann jedoch nur 
erwartet werden, wenn der Bürger sicher sein darf, infolge der Auskunftserteilung 
nicht irgendwelche Nachteile durch Verwahungsmaßnahmen zu erleiden. Diese 
Überlegung führt z.u dem Grundsatz einer strikten Trennung von Informationser­
hebungen und -verarbeitungen zu statistischen Zwecken von entsprechenden Infor­
mationsvorgängen zu anderen Verwalrungszwecken, nämlich solchen des ~ Verwal­
tungsvollzuges« . 

Die verschiedenen Tatbestande des § 9 VZG '98 J - Absat'Z t: Der .Melderegisterabgleich.; 
Ahsaa l: ÜbcTtl1lllJung von Einzelangaben an oberste Bundes- und Landesbehorden; Absatz 
J: Überrniu.lung zu Planungs-, Vermessungs- und Umwel15chu,nwecken - hielten der 
verfassungsrechtliehen Prüfung :Im Maßstab des Grundsat'Zes der Trennung von Statistik und 
Vollzug OIeht sund . Dieser Grundsatz veranh.ßte das Gericht auch, deutliche Bedenken gegen 
die Zulässigkeit einer "kombinierten Erhebung. (vgl. o. 111., vor I .) :/;\1 sutisuschen und zu 
Vollzugszwecken kundzutun, obgleich es nich, abschließ~nd zu dieser Frage 5reUung nehmen 
wollte". 

c) Das Sl4tistikgehelmnis, wie es z. B. in den Vorschriften des § 11 BStatG ausfor­
muliert und in § 203 Abs.1. StGB strafrechtlich sanktionien worden ist, gehön zU 
den wichtigsten rechtlichen Instrumenten, um die Beachtung des Grundsatzes der 
Trennung von Statisrik und Vollzug ZU gewährleisten. Die Geheimhaltungspflicht 
wirkt persönlich und organisatorisch; sie trifft die mir statiStischen Erhebungen 
befaßten Amtswalter ebenso wie die zuständigen Behörden. In' beiderlei Hinsicht 
stellt sich die Frage nach den Grenzen der Pflid~r zur »Geheimhaltung., d. h. zur 
Nichrweltergabe von .. Einzelangaben« . Es leuchtet beispielsweise ohne weiteres ein, 
daß eine Übermittlung zwischen den mir der Durchführung einer Statistik betrauten 
Personen z.ulässig sein muß, soweit sie zur Aufgabenerfüllung erforderlich ist, vgl. 
§ 11 Abs. 1 BStatG, s. auch § 203 Abs. 2 S:HZ ~, 2. Halbs . StGB. Das Gericht fordert, 
neben einer möglichst frühzeitigen (faktischen) Anonymisierung der Daten und 
wirksamen Vorkehrungen gegen eine Deanonymisierung vor allem »wirksame 
Abschouungsregelungcn nach außen .. ~ . Damit sind, wie insbesondere die Ausfüh­
rungen zu § 9 Abs. 3 VZG ergeben so, keineswegs nur der private und der öffentliche 
Bereich außerhalb der Verwaltung gemeint, sondern auch alle Stellen "vollziehen­
der« und "planender« Verwaltung außerhalb der Statistik-Behörden. 

78 EuGRZ '98;, (9), IV. !. ~ BVcrfGE 65, 61. 
i? EuGRZ '98), f90 ~. Sp. 0: ßVerfGE 6\, 49 . 
80 E.uGRZ 198), I?S = IWerfGE 6(, SI . 
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lJO C. Folgerungen, insbesondere für das Injormatlomverhalten im Sicherheicsbere/ch 

l. GrundrEchwiehernde Implememation des GesetzeS'lJMbehalts 

I. Der Schl/tzbere/ch des RiS ist, folgt man dem Gericht, weit gefaßt. Er erstreckt 
sich auf die Erhebung, Speicherung, Übermlttll/ng und (»narurlich auch«) auf die 
sonst/ge Verarbeitung personenbezogener Daten. Entsprechend weit gefaßt - und 
dies folgt der allgemeinen Linie der Auslegung zu Art. 2 Abs. I GG im übrigen - ist 
der Gesetzesvorbehah, der gesetzliche Beschränkungen des Grundrechts ermög­
licht. Insbesondere im Sicherheits bereich wird sich das Bedürfnis zeigen, Informa­
tionseingri ffsbef u gn isse en tsprechen den oben zu B., Ir., 1I I. , dargestellten Kriterien 
genauer zu regeln. Dabei gerät der Gesetzgeber in eine doppelte Versuchung: 
Erstens besteht die Gefahr einer mehr oder weniger [Oralen »Verrechtlichung«, 
besser: »Vergesetzlichung", indem der Gesetzgeber in formaler Weise zwar dem 
Verfassungsgebot Genüge rut, in der Sache jedoch lediglich die von der Exekutive 
behaupteten ,.Sachzwänge« normativ nachzeichnet. Da jedes »überwiegende Allge­
meininteresse« grundsätzlich geeignet ist, eine Beschränkung des RiS zu rechtferti­
gen, und da der hohe Rang der »Sicherheit des Staates und seiner Bevölkerung« zum 
gesicherten Bestand der Verfassungswerte-Recbtsprechung des Bundesverfassungs­
gerichts gehörtS

', sind die Konsequenzen sowohl für die vom Gesetzgeber in 
abscracto vorzunehmende Abwägung zwischen Allgemeininteresse und Einzel­
grundrecht, zumal bei einem so ,.ätherischen« Recht wie dem RiS, als auch für die 
konkrete Einzelfall-Abwägung der ausführenden Behörde unschwer vorauszuschär­
zen. Das exekutivisch interpretierte "Gemeinwohlinteresse. wird sich allemal 
durchsetzen. 
Die zweite, sachlich mit der ersten zusammenhängende Gefahr bestehe darin, daß 
die Eingriffsbdugnisse der Behörde, sei es zur Datenerhebung und -speicherung, sei 
es zur Datenübennitt!ung, lediglich an die Erfüllung einer vagen Generalklausel 
»gebunden« werden, etwa an die - in den Datenscnutzgesetzen beliebte - Erforder­
lichkeit zur rechtmäßigen Aufgabenerfüllung (vgl. o. bei Anm.57). Wird der 
Aufgabenbereich dann ebenfalls nur mit einer weiten Generalklausel- z. ß. »Gefah­
renabwehr« oder "Schmz der freiheitlichen demokratischen Grundordnung« (vgl. 
Art.73 Nr. lob GG) - umschrieben, dann gewinnt die gesetzcsanwendende Be­
hörde für die Beurteilung dessen, was "erforderlich« ist, einen kaum eingegrenzten 
Spielraum. 
Gibt der Gesetzgeber dieser doppelten Versuchung nach, so wird das Zensus-Urteil, 
zumal im Sicherheitsbereich, praktisch folgenlos bleiben. Das Recht wird einmal 
mehr seinen Funktionsverlust als freiheirssichemder Instanz dokumentieren, der 
Polizeipraktiker kann zur elektronisch perfektionierten Tagesordnung übergehen. 
Nimmt hingegen der Gesetzgeber das RiS in seinem substantiellen Gehalt (wie er 
oben zu B. 1. beschrieben wurde) emse, so muß er sich einzelhllbezogene, wenn­
gleich typisierende Abwägungen und konkrete Zweckvorstcllungen für Befugnisre­
gelungen abfordern. Das im Polizeirecht jetzt durchweg anerkannte Pnnup der 
Trennung von Aufgabennorm und Befugnisnorm, das jedenfalls den einfachen 
Schluß von der Aufgabenzuweisung auf die Zulässigkeir des Einsatzes aller zweck­
tauglichen Mittel verbietet, muß dann auch für die Normierung des staatlichen 
Informarionsverhalcens im Sicherheitsbereich leitend sein. 
2. Eine weitere grundsätz.liche Frage, die der Gesetzgeber angesichts des Zensus­
U rteiJs erneut stellen und beantworten muß. betrifft das Verhältnis von Fachgesctz-
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geh/mg zu Qllcrschnittgesctzgebung. Oder konkret gefragt: Empfiehlt es sich, den 
durch das Uneil ;lUsgelösten Regelungsbedarf durch eine Ergänzung der vorhande­

nen Querschnictgesctze, also insbesondere des Hessischen DatenschutzgesetZes 
(und , eIltsprechend. des BDSG) und des Hessischen Verwahungsverfahrensgesctus 
(und, entsprechend. des BVwVfG) zu befriedigen? Im BDSG böte sich vor allem 
eine Ergänzung des Zweiten Abschnins (und in den Landesgesetzen die der 
entsprechenden Geseczesteile) an i in den Verwaltungsverfahrensgesetzen wäre in 
erster Linie an eine Erweiterung der Amtshilfevorschriften (z. B. §§ 4-8 HVwVfG) 
um ein Kapitel »Infonnatlonshilfe« zu denken. Als Alternative hierzu käme ein 

Ausbau des -bereichsspezifischen Datenschurzes« in den einzelnen Fachgesetzcn, 
also beispielsweise für den Bereich der polizeilichen Gefahrenabwehr eine Ergän­
:wng des HSOG in Betrachr. 
Die Nützlichkeit einer Verbesserung und Vervollständigung der Querschniu-Rege­
lungen soll ruer im Grundsatz nicht angezweifelt werden; doch sind einige rechtssy­
stematische Erwägungen anzustellen. welche für eine primäre Regelung der be­
reichsspezifischen loformationsverarbeitUng in den Fachgeselun sprechen : Die 
Aus{üllung des Gesetzesvorbehaltes soll einerseits einer wirksamen Grundrechtssi­
cherung. der informationellen Selbstbestimmung dienen. Andererseits d~rf der 
D:aenschuez »nicht zur generellen StaatSverhioderung führen«!l. Der Gesetzgeber 
darf sich. will er beiden Aufgaben gerecht werden. nichr mir einer nichtssagenden. 
weil allgemein bleibenden Wiederholung des Verhälmismäßigkeitsgrundsatzes be­
gnügen, sondern er muß eine "materielle«, .. inhaldiche- Gewichtung beider Be~ 
lange, des individualschützenden Regelungszwecks und des »Gemeinwohlinreres­
ses_ vornelunen. Er wird niche umhin können, an typisierten Beispielen zu verdeut­
lichen. wie ,hoch, oder .niedrig< er die Eingriffsschwelle, wie -weit, oder >eng' er die 
Grenze zulässiger Eingriffe im Hinblick auf bestimmte Gefahrenlagen gezogen 
wissen will. Eine solche Vorgehensweise entspricht recbtssraarlichen Grundsätzen i 

das Polizeirecht und die Strafprozeßordnung - vgl. erwa die Karalogtaten des § (ooa 

$tPO als Voraussetzungen eines schweren Eingriffes: der Überwachung des Tele­
fonverkehrs - bieten zahlreiche mehr oder weniger geglückte Beispiele. Es leuchtet 
aber ein, daß solche ins Einzelne gehenden materiellen Abwägungen den begriffli­
chen Rahmen wie auch die praktischen Möglichkeiten eines »Querschnimgesetzes q 

sprengen würden. 

Il. Krltenen polizeilicher InformationsverarbeItung und Typologie polizeilicher 
Maßnahmen - PräventIOn und Repression 

Ein Gesetzgeber. der nicht nur zufallsbezogene Flickwerksarbeit leisten. sondern 
prinzipiengcsteuerte maßstabsgerechte Problem lösungen vorlegen will. wird versu­
chen. den Katalog informationsspezifischer Verfassungskriterien mit einer Typolo­
gie der informationserheblichen polizeilichen Maßnahmen zu konfrontieren. um 
sodann diese an jenen messen zu können . Dabei ist von vornherein zu berücksichti­
gen. daß zahlreiche polizeiliche Maßnahmen doppelfllnktional sind: Sie dienen 
zugleich der Gefahrenabwehr und -verhi.irung wie auch der Straftarverfolgung. Die 

doppelte Zweckbestimmung ist gerade bei der Infommionsverarbeirung hii.ufig nur 
latent vorhanden: Eine Spurendokumencatioo im Zusammenhang mit einer konkre­
ten Fahndung (Repression) kann außerdem bei der späteren vorbeugenden Verb re­
ehensbekämpfung benutzt werden; präventiv aufgenommene und gespeicherte er­
kennungsdiensdiche Unterla.gen (vgl. z . B § 45a HSOG) erweisen sich bei einer 

81 In,oweil 2ulref{end .I[. Klo'?f~r, D31enschulZ lh G rundrechl. 1980. S. 'J. 

2J 1 
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2)2 späteren konkreten Taterfahndung a.ls ~ Treffer. usw. Besondere gesetzgeberische 
Probleme ergeben sich hierbei aus der unterschiedlichen Gesetzgebungskompetenz 
des Bundes und der Länder. Im Folgenden wird der Gefahrenabwehraspekt und 
damit die Landeszuständigkeit zur Gesetzgebung in den Mittelpunkt geruckt. Das 
schließt nicht aus, daß dieselbe oder eine gleichanige Informationsverarbeitungs­
maßnahme nicht auch unter repressiven, also sera/prozessualen Gesichtspunkten zu 
betrachten wäre, denen ecwa mit einer Novellierung der StPO durch den Bundesge­
setzgeber Rechnung zu tragen wäre8). 

In erSter Linie kommt also, unter Berücksichtigung des zu C 1.1. Ausgefühnen, eine 
Ergänzung des Hess/.Schen Gesetzes über die öffentliche Sicherheit und Ordnung 
(HSOG) in Betracht. Die infonnationsspezifischen Verfassungskriterien, die dabei 
besonders zu beachten sein werden, wurden in Teil B.111. näher beschrieben und 
werden hier der Übersichtlichkeit halber noch einmal zus3mmengesrellt: 

I. Grundsatz des überwiegenden AUgemeininteresses. 
1. Grundsatz der konkreten und priizisen Zweckbes!jmmung. 
J. Verbot der Da!ens:lfJlmlung auf Vorn!, 
4. Verbot der ZlVeckentfrerndung, 
5. Verbo! der HersteUung von Persönlichkeitsbildem. 
6. Einwirkungsmöglichkeilen und Schurzanspniche des Betroffenen (RechtsschurzgelVährlei-

sru ng, A uskunfls·) Benchligungs-. Löschungsanspruche) 
7- Kontrollmoglichkeiten des Dacens<:hlltzbemftragten 

Ein Versuch, typische Maßnahmen polizeilicher Tnformationsverarbeitung nach den 
Hauptphasen der Datenverarbeitung zu ordnen, ergibt, ohne jeden Anspruch auf 
Vollständigkeil, folgendes Bild: 

I. Maßnahmen polizeilicher lnformacionserhebung lm Einzelfall 
- Befragung des Betroffenen 
- Bdr.lgung Drit1~r 
- Observ~lion 
- Allsforschllng von Versammlllngen 
1. Maßnahm~n polizeiliche.r Informationsspeicherung 
- Kriminalpolizeilicbe personenbezogene Sammlungen (KpS) 
- Poli7.eiliche Beobachrung und Erstellung von PersonLicbkeitsprofilen (auch Bewegungsbil-

der u. 3.) 
}. Maßnahmen polizeilicher Informacionsverändcrung 
- Datenabgleich 
- IUstcrfahndung 
+ Polizeiliche Informacionsübermittlllng (rnforrnationshilfe) 
- insbesondere: Zusammenarbeit mit den Verf~sungsschutzbehördcn 

Im Folgenden soll versuchl werden, am Maßstab der oben genannten Kriterien 
Anhaltspunkte für die verfassungsrechtliche Zulässigkeit bzw. Unzulässigkeit der 
einzelnen typischen Maßnahmen und für die tacoestandliche Ausgeslalrung der 
erforderlichen Eingriffsermächtigungen zu encwicke.ln. 

lll. Zu den emze/nm Maßnahmen 

!. Die Inrensität, mit der eine polizeiliche Informationserhebung das informatio­
neIle Selbslbescimmungsrechc berührt, kann sehr verschieden sein. Es macht einen 
erheblichen Unterschied, ob sich jemand selbsl in der Öffentlichkeil durch Worte 
und Handlungen darstellt und damit rechnet oder rechnen muß. daß er dabei 
beobachtet oder auch nur wahrgenommen wird, oder ob die Polizei durch heimli­
ches oder offenes Befragen des Betroffenen oder Dritter, durch gezieltes und 

83 Zum V.,h:.ltnH der StPO Zu den Land<:.<poliu'ges<l".n ~gl. Dcnnlng~r. S,ralv...-l:thren und Polizeib.­
fugnlSS<:. ,n: Dennmger/Lüders.<en. (5. Anm.4S), S. 30011. m. ",.N. 
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systematisches »Observieren«, FotOgrafieren und ähnliche Maßnahmen personen­
bezogene Daten zusammenträgt und zu einem mehr oder weniger geschlossenen 
Vernaltensbild zusammenfügt. Die seit langem und auch wieder in den Reaktionen 
auf das Zensus- Urteil umstritlene Frage ist die nach der Grenze, jenseits welcher 
von einem nur kraft besonderer gesetzlicher Ermächtigung zulässigen .Informa­
tlonseingriff" gesprochen werden mußi •. Das Gericht hat. wie oben in B II. J. 

ausgeführt, diese Grenze zwar nicht mit begrifflicher Schärfe gezogen. Es hat aber 
die entscheidenden Kriterien aufgezeigt, an denen sich die Grenzziehung bei der 
Beurteilung einzelner Maßnahmen zu orientieren hat. Wesen dich ist danach a) die 
Freiwilligkeit der " Preisgabe~ der personenbez.ogenen Daten und b) das im Hin­
blick auf die eigene Entscheidungsfreiheit grundsän.lich zu fordernde Vermögen. 
"das Wissen möglicher Kommunibtionspartner ... einigermaßen abzuschäczen"is. 
Schon an diesen Kriterien scheitert mithin der VersLIch einer restriktiven Bestim­
mung des Tnformationseingriffs, der davon ausgeht ... jeder, der eine lnformaüon 
preisgibt, (müsse) daher damit rechnen. daß sie unbeschränkt weitergegeben und 
verwendet wird« i6. Gerade eine solche Vermutung der Nichtexiscenz irgendweJcher 
kontextgebundener Kommunikationsbarrieren oder Diskrellonsschwellen müßte 
das RiS in seinem Kern treffen. Schon das aUtägliche Kommunikationsverhalten 
zeigt, daß man jederzeit mit einem relativen Funktionieren von Kommunikauons­
schranken rechner (vgl. nur auch die Graduierungen der Geheimschurzordnung des 
Deutschen Bundestages!). 
Vor dem Hintergrund dieser Maßstäbe lassen sich typische polizeiliche Infonna­
tlDnserhebungen beurteilen. Die zufällige oder in Verbindung mit einer anderen 
Diensthandlung (Durchsuchung z. B.) sich ergebende per50nenbezogene Wahrneh­
mung emes Verhaluns in der Öffentlichkeit scheidet als grundrechtsrelevanter 
Eingriff aus. Erwas anderes muß aber schon für d~ gezlelu, systematISche Beobach­
ten, »ObSl!roteren~ gelten, und zwar sowohl für das "oHene« wie fur das heimliche 
Beobachten. Außerdem ist hier (theoretisch) danach zu differenzieren, ob sich die 
polizeiliche T:itigkeit im bloßen Observieren erschöpft oder ob dieses die Vorsrufe 
für entsprechende Dar.enspeicherung und damit für die Erstellung von "Persönlich­
keitsprofilen«, .. Bewegungsbildern. o. ä. bilden soU. Alle vier in diesem Kreuz­
Schema denkbaren Möglichkeiten (offenes oder heimliches Observieren mit oder 
ohne Speicherungsabsicht) überschreiten die Eingriffsschwelle, was ruer nur für den 
(eher theoretischen, »mildesten«) Fall der heimlichen Observation ohne Speiche­
rungsabsichl noch einmal unterstrichen werden soll: Müßte der Bürger damit 
rechnen. bei allen (oder bei beliebigen) seiner Verhaltensweisen in der (mehr oder 
weniger beschränkten) Öffentlichkeit beobachtet zu werden. so würde ihn schon 
dies wegen der Befürchrung nachreiliger staatlicher Reaktionen in seiner Entschei­
dungsfreiheit beeinrrächtigen. Es bedarf keiner Ausführungen. daß auch alle Arten 
von Befragungen (Verdächtiger, Nichrverdächtiger, unbeteiligter Dritter» denen 
eine AuskunftspOicht des Befragten entsprechen soll, Eingriffscharakter besitzen 
und einer besonderen geseezlichen Grundlage bedürfen. 

84 Wie welt die emen Reallencn auf und Int.rpretHten.n des Urteils .uS<lnand"kJ.lfen, zeigen die 
Stellungn.hmen von A. Poti[uh. Die Bcgrcnzun& «utlich.r Inform'"onsveruhe,rung durch die 
Verh.<Sung angcslchl$ der Mögtiehkell unbegrenzter Infoml1lionsvcrarbeitung mittel. der Technik. In : 

L ..... ",han. '984. 8) 11. etn<1"seu.s und von P. KYdUIt. 0", Recht 'U{ In{ormalloneU. Sdbstb<summung­
BVenGE 6\, I, JuS 1984, ~68H. andererseits. 

81 EuGRZ ,,83. SSS ,e . Sp. ~ BVerfGE 6J, 4). ,. auch o. B 11. l. Ähnlich aucb der Wis.senschaftücnc 
Dienst des Land<>g« von Rhelnland-Phlz, Abt. 11, vom 6.1.1984. Az . : /C/P-418, S. 7. Dort Wird 
d.rauf .bgthoben, ob die Datenp .. "gabe gcetgn., «'. -in der B<1Iolk.rung ... erbrelLet frdwl$hem­
mend. Bol urchrung.n .uszulo.en. < Das 1St als Kntcrium ",.I zu nge. Außerdem komm, es ~U{ Jeden 
eInzelnen Bürger w. 

86 So Krdu,e (Anm 84) 271. 
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lJ4 Ähnliche Überlegungen wie hinsichtljch des (heimlichen) Observierens sind auch 
bei einer gesetzlichen Regelung der ,Ausforschllng (öffentlicher) Versammlungen« 
anzustellen!7. Zunächst ist darauf hinzuweisen, daß eine Ausforschung nichlöffent­

licher Versammlungen nicht nur wegen des 1'1S (Art. 1 Abs. J i. V. m. Art. ( Abs. I 

GG), sondem auch wegen der Unverletzlichkeit der Wohnung auf engste verfas­

sungsrechdiche Grenzen Stößt, vgl. Art . I> Abs.:} GGiS
. Für die Beurteilung der 

Ausforschung öffendicher Versammlungen (zu denen also auch Polizeibeamte in 
Zivil Zutritt haben) - hierunter fällt auch das (verdeckte) Anfertigen von Teilneh­
merlisten - kommt es darauf an, ob die Teilnehmer, Redner oder DiSkutanten den 
Umständen nach damit rechnen müssen, daß z. B. ihre Worte durch heimlich 
anwesende Poliz.eibeamte auf Tonträger aufgenommen werden. Um einer uferlosen 

Überwachuogstätigkeit vorzubeugen. müßle der Gesetzgeber die Zu lässigkeit blo­
ßer .. Gefahrerforschungseingriffe« insoweit ausschließen, erst wenn sich eine kon­

krete Gefahr von erheblichem Gewicht realisiert, darf der Ausforschungseingri[f 
beginneni9 . Die Ausführungen des Gerichts über die Bedeutung der informanonel­
len Selbstbestimmung für die freie demokracische Meinungs- und Willc:nsbildung­
vgl. oben B. 1. 5. - müssen hier zum Tragen kommen. 
Bei der Normierung der Tatbesundsvoraussetzungen für einen Informationseingriff 
in der Phase der Erhebung, sei es durch Befragung oder Beobachtung oder in 
anderer Weise, hat der Gesetzgeber einen Gestaltungsspie1raum . Doch muß er den 
Grundsätzen der Normenklarheit und der Verhältnismäßigkeir Rechnung tragen. 
Dies gilt um so mehr, als die Informationserhebung häufig bereits im Vorfeld der 
eigentlichen Aufgabe der Polizei, nämlich der Gefahrenabwehr und Seörungsbeseiti­

gung. also bereits bei der Gefahrenvorbeugung, z. B. bei der »vorbeugenden Verbre­
chensbekämpfung<'< st:mfindet und deshalb häufig auch »Nichmörer~. unverdach­

cige Dritte als Informanten in Anspruch genommen werden sollen. Die darin 
liegende Ausweitung des materiellen PoJizeibegriffs ist nur bei sorgfältiger Abwä­
gung der Grundrechts-Risiken gegenüber dem Eingriffsimeresse zu rechtfertigen. 

2. Das Bundesverfassungsgericht hat ~die Sammlung nicht anonymisierter Daten 
auf Vorne zu unbestimmten oder noch nicht bestimmbaren Zwecken<'< als unverein­
bar mit dem Grundsatz der bereichsspezifischen und präzisen Zweckbestimmung 
bezeichneL Außerdem weist es in diesem Zusammenhang noch einmal ausdrücklich 
auf das Mindes(eingriffsgebot hin. Seide Äußerungen des Gerichts sind für die 
Fragen der verfassungsrechdichen Zulässigkeit .Knminalpolizeilicher personen be­
zogener Sammlungen (KpS). von besonderer Bedeutung. Zunächst ergibt sich aus 
ihnen, daß das Gericht die prinzipieUe Notwendigkeit und Zu lässigkeit solcher 
Sammlungen offensichtlich nicht in Zweifel zieht. Allerdings fallen sie insgesamt 
unter den Geserzesvorbehalr, so daß es künftig nicbt mehr ausreicht, KpS gemäß 

den »Richdinien für die Führung Kriminalpolizeilicher personenbel.ogener Samm­
lungen. Jo anzulegen, aufz.ubauen und zu nutzen. Im Hinblick auf die vom Bundes­
verfassungsgerichr in ständiger Rechtsprechung vertretene» Wesendichkeitstheorie. 
zum Gesetzesvorbehalt9 ' kann auch eine gesetzliche Regelung nicht als verfassungs-

87 Vgl. dazu ArblL"kTm l'oJizm"tChr (Hrg.), AEPolG Altemntiventwurf, '979. S. !7 (f. 
~8 Df L:12 ..... /Rohlf, Du .llu..:hangriff., JZ '977, '07 ff., Dumln8<Y, "" Dcnnongn!luders.en, 

(Anm. 40 S. ) 16 {(. 
89 Vgl. § jO D,emPolG vom 11. j. '9S): HeImliche rn{orm .. ionserh.bWlg in Ve",mmlungen nur ZUr 

Abwehr eIner .erhebijchen Gefahr-. Die Rege/ung 1St allerdings ~1.mlich unpr:>.ktik~b.1. 
90 Erl..tl des DM! vOto 16. 1. ,,81 - PiS - 615) '4/), GMB) S. 110 . Der Text ""'rd. von der Inn.nmlni ... r­

Konfercn4 beschlossen, '0110: .1<0 lm "'es~ndjch wortgleIch von den Und.rn übernommen werden. 
Vb!. d.,.. Abdruck bel R. Riegel. Polizei- und Ordnung ... chl in der Bunde ... pubtik Deuuchl:.nd, 198,. 
5.16J ff. Dort luch du \l(Ionlau{ der .D'IelCn-Richilin,.n« für da.< BKA vom gl"cben Tage, S.171 {(. 

9' Vgl. nur DVerfGE 49. 46. 78ff. 
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rechrlich unbedenklich angesehen werden, die. wie § 36 BremPoIG~', alle wichtigen 
Bestimmungen den vom zuständigen Senator (Minister) zu erlassenden Richtlinien 
(Verwaltungsvorschriften) überläßt. Wenn im grundrechtsrelevamen Bereich - und 
in diesem bewegt sich die Einrichtung von KpS - .. wesenrlich« in der Regel 
»wesentlich für die Verwirklichung der Grundrechte. bedeu(et~l, dann muß der 
Gesetzgeber 
- den Zweck der Sammlung festlegen. 
- den betroffenen Personenkreis. 

die Art der zu speichernden Daten, 
- die Voraussetzungen einer Informationsüberminlung, 
- die Dauer der Aufbew:ahrung, also die Löschungsfristen und 
- die Auskunftspflichten 2.ugunsten des Bürgers bestimmen. 
Auch die Komrollbefugnisse des Datenschutzbeauftragten, insbesondere auch für 
den Fall der Auskunftsversagung gegenüber dem betroffenen Bürger, sind in den 
Grundzügen im Gesetz zu normieren . 
Von besonderer Relevanz für die kriminalpolizeiliche Arbeit ist die Frage der 
Zulässigkeit der Hemellung '!Ion Persönlichkeitsbildem (Persönlichkeitsprofilen). 
Technisch gesehen berührt sie nicht allein Maßnahmen der Informationsspeiche­
rung, sondern ebenso der sonstigen fnfonnationsverarbeirung, insbesondere der 
-übennittlung. Da letztlich auch bei der Zusammenführung von Daten aus verschie­
denen Dateien das daraus entstehende »Profil~ an einer Stelle gespeichert wird, ist es 
gerechtfertigt, die nonnative Problematik an dieser Scelle zu behandeln. vgl. oben 
BTII I.e). 
Mit der Möglichkeit der Herstellung von Persönlichkeicsbildem erreicht die elek­
tronische Datenverarbeitung eine Grenze. an der der Ausnutzung des Technisch­
Machbaren von· Verfassungs wegen u. U. cin absolutes ~Halc!« geboten werden 
muß. 
Wir unterscheiden »totale« und "partielle« Persönlichkeitsbilder, wohl wissend. daß 
auch das »totale" Bild eine Person niemals in schlechthin allen ihren Äußerungswei­
sen und Beziehungen erfassen kann9' . Dennoch ist es gerechtfertigt. von einem 
»lotalen« Bild zou sprecben, wenn die Intentron seiner Urheber auf eine Zusammen­
fassung möglichst zahlreicher Daten eines Bürgers aus seinen unterschiedlichen 
Lebenshereichen gerichtet isl. 

Ein on diesem Sinne lotales Bild würde beispielsweIse entscehen. wenn die wesentüchen Daten 
einer beruflichen Karriere rrul den .Gesundheitsdacen., den D,cen über poütisches und 
Freizej['.lerhaltcn. über pasönliche BeZiehungen einschließlich des geschlechdichcn Verhaltens 
und den Daten über kulturell-religiöses V~rh.:Jten eines Menschen zusammengeführt würden. 
Ein .partielles. PenönlichkeilSbild bleibt hingegen auf einen zeitlich. räumlich und/oder 
sachlich abgegrenzten Lebens,usschnlU beschrankt. Hierunter fillen ~uch systematische Auf­
zeichnungen von Reisebewegungen des Betroffenen, sogen.mnte "Bc:-wegungsbilder., die für 
die Straftarverfolgung, aber auch für die präventive Überwachung der Mitglieder einet 
kriminellen Vereinigung nach §§ I ~91r 29a StGB oder luch des organisienen R:luschgilthan­
dcls wichtig werden können. 

Die Ergebnisse der .Polizeilichen Beobachtung. eines Tatverdächtigen oder eines 
potentiellen künftigen Strakirers können zu partiellen Persönlichkejtsbildern verar­
beitet werden. Die Herstellung von Persönlichkeitsprofilen ist über den polizeili­
chen Bereich hinaus für die Arbeit der Ämrer für Verfassungsschutz von Bedeutung. 
insbesondere wenn sie bei der Spionageabwehr oder beim Geheimnis- und Sabota-

9~ § )6 BcemPoJG vom 11.) . J98}, unmerhin bISher die emZJge ge'~I~liche Regdung dies .. Art üb",.­
h,upt. 

9) S. Anm. 9" S. 79 m. w . N . 
94 Vgl. die Nach..,m< obcn be, Anm· 71. 
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geschutz individuelle Beteiligte 'auf ihr .Sicherheitsrisiko« hin zu überprüfen haben. 
§ 3 Abs. I Nr.;!. und Abs. l Nr.1 bis 3 BVerfSchG i. V. m. § I HVerfSchG vom 

'9·7·[951· 
Die Herstellung eines ,.totalen Persönlichkettsbildes. StÖßl venassungsrechdich an 
eine Ilbsolwe Grenze. vgl. o. B. III ce). Sie wäre die Realisierung der Orwell'schen 
Vision vom wtalirären Überwachungsstaat, das Ende der Autonomie der Persön­
lichkeit) eine unter keinem GesichtSpunkt zu rechtfertigende Verlcez.ung der Men­
schenwürde. In diesem Punkt ist vermutlich auch Konsens mit jenen Autoren zu 
erzielen. die sonst schnell, allzu schnell mit dem <ja nur polemischen. sachllch 
nichtssagenden) Vorwurf einer ~i.iberbordenden Datenschuezhysterie,,?J zur Hand 

sind. Daß hier eine absolute und nicht nur relative, je nach "Güterabwägung« so 
oder anders zu ziehende Grenze besteht, ließe sich anthropologisch und kommuni­
kationSlheoretisch im einzelnen nachweisen . 

Hier sollen nur drei Stichwörter zur Verdeutlichung gegeben werden: I) Ein ·totales« 
Persönlichkeitsbild muß notwendigerwe,se falseh, verzerrend sein, nicht so sehr wegen seiner 
unvermeidlichen Unvollständigkeit, londern weil die einzelnen Dalen-Mosaiksteine bewußt 
~us dem situativen Konte~t ihrer Enl$tehung herausgeTissen und . abstrakt. gespeichen 
werden . Damit sind notwendig SinnITeränderungcn verbunden . 2) Da der Compulcr .die 
Gnade des Vergessens ft nicht kennt, iSI dem BelT"offenen die Chance einer Umkehr, einer 
Selbstkorrektur und eines NeubegmßS verwehn. Diese gehön aber unverzichtbar zur conditio 
humana. 3) Ein menschlicher Dialog 1St mit dem Computer nicht möglich. Dcr SLaat behandelt 
den Bürger als ein Objekt. eine Sache, wenn er ihn auf einen Da[enbe5!and reduziert; er 
verzichtet auf die ,. Auseinandersetzung. mit einem lebendigen Gegenüber, wie sie Grundbe­
dingung jedf.!l rechl.S51~atlichen Verfahrens ist, wenn er (der Staat) Maßnahmen gegen eine 
J)erson lediglich oder maßgeblich aufgrund ihres Dalenabbildes trifft. 

Hinsichtlich der tatbestand lichen Voraussetzung, die die Anordnung einer polizeili­
chen Beobachtung oder der Erstellung eines partIellen PeT'sönlichkeltsbildes recht­

fertigen können. sind schon mit Rücksicht auf die Schwere des Eingriffs in das 
Reche der informationellen Selbstbestimmung strenge Maßstäbe an das Kriterium 

der Erforderlichkeit anzulegen. Polizeiliche Beobachtung und Herstellung eines 
Persönlichkeitsbildes weisen im Charakter der Maßnahme eine gewisse Ähnlichkeit 
mit der heimlichen Überwachung des Fernm.eldeverkehrs nach § tooa SIPO oder 
§§ I H. G 10 auf. Dies legt es nahe, wie bei diesen Vorschriften. die Zulässigkeit des 
Eingriffs nur bei Vorliegen bestimmrer kataloganig aufgezählter VerdachtSgründe 

vorzusehen. Eine schematische Übemahme der »Kat:l.logtaten" des § J003 StPO 
oder des § 1 G 10 wird dabei nicht in Betracht kommen j doch können diese 
Tatbestände dem Gesetzgeber gewisse Hinweise bieten?6. 

Darüber hinaus sollre der Gesetzgeber den Versuch einer Konkretisierung des 
Verhältnismäßigkeitsgrundsatzes hinsichdich des höchstzulässigen Umfanges einer 
der in Rede stehenden Maßnahmen machen. Das ist in zeitlich-räumlicher wie in 
gegenständlicher Hinsicht möglich. Erweist es sich dabei als unvermeidlich) auf den 
Gebrauch einer verhältnismäßig abstrakt bleibenden GeneralklauseI zurückzugrei­
fen, so wird es um so wichtiger, den Grundrechtsschutz durch ~flankierende~ 

verfahremrechtlichelorganisalOT'ische Regelungen sicherzustellen. In erster Linie ist 
hier daran zu denken, die Anordnung der Maßnahme de.m Richter, allenfalls bei 
repressiver Tätigkeit und bei Gefahr im Verzuge auch dem StAatsanwalt zu übertra­
gen?7. Soweit die nichtpolizeiliche, rein nachrichtendienstliehe Beobachrung und 

Ers[ellung von Persönlichkeitsbildern in Betracht kommt, empfiehlt sich eine 
ausdrückliche Ergänzung des Bllndes- bzw. des Landes-Veryassungsschulzgesetzes. 

91 KYdJl", JuS t?S4 ' 170. 

96 Vgl. luch § " Ab' . l AEPolG (Anm. 87), do. cmbch aue § ,ooa S,PO Bezug "m110(. 

97 Vgl. § " Ab,. } AEPoIG . 
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Denn die Generalklausel iiber die Anwendung nachrichtendienstlieher Miccel ist zu 
allgemein gehalten, als daß damit die Erstellung von Persönlichkeitsbildem in 
rechtsstaadich einwandfreier Weise abgedeckt wäre98 • Eine richterliche Anordnung 
wird hier im Bereich des Verfassungsschutzes i. e. S. wohl nicht in allen, sondern nur 
in besonders gravierenden Fällen der Herstellung eines Persönliehkeitsbildes vorzu­
sehen sein. Auch das gesteigen:e Geheimhaltungsbediirfnis spielt bei der Beun:eilung 
dieser Frage eine Rolle. 
). Die technIsche Enrwicklung in der elektronischen Datenverarbeitung hat zu 
einschneidenden Verdnderungen In den Methoden der polizeilichen Fahndungsar­
bm gefiihrt?9. Ein weiterer, auch struktureller Wandel des Arbeitsplatzes des 

Kripobeamten ist zu erwan:en. Auf den kürzesten Nenner gebracht läßt sich ein 
wesentlicher Aspekt des Wandels so charakterisieren: Die herkömmliche Personen­
und Sachiahndung aufgrund konkreter tat-Itäterbezogener Verdachtsmerkmale 
wird nicht überflüssig. Aber sie wird ergänZ[ und überlagert durch eine (meist 
vorangehende) >.systematisierte und automatisien:e Suche nach Personen und Sa­
chen~, bei der ein praktisch (d. h. von den technischen Möglichkeiten her gesehen) 
unbegrenzt großer Kreis zunächst nLchtverdächtiger Personen auf das Vorliegen 
oder Nichrvorliegen bestimmter Einzelmerkmale hin überprüft wird. um so schri([­
weise einen immer enger werdenden Personenkreis herauszufiltem, auf den immer 
zahlreichere der für den Tater als charakteristisch angenommenen Einzelmerkmale 
zutreffen. Auf diesem Wege der gestuften Verdachtsverdichcung hofft man erst 
einmal , nermiulungsfähige Einzelspuren« zu gewinnen . Technisch wird dies durch 
auwmatisiercen Dateumabgleuh "'e! bewerkstelligt; teilweise wird der anschauliche 
Ausdruck .Rasze1ah1ldung~ sinngleieh verwender'O'. 
Zwei Formen der »Rasterung~ werden unterschieden, die, wenig hilfreich und bei 
nicht ganz einheitlichem Begriffsverständnis'o" als powlver oder negallver Dateien­
abglcich bzw. positive oder negative Rasterfahndung bezeichnet werden . 

Beln) -posItiven Dltelcnabgleich. werden zweI Magn~tbänder (mit personenbezogencn Da­
ten) mIt dem Ziel gegenclnander gespielt, eine Datei derjenIgen Personen zu erhalten, die die 
Merkmale der beiden Ausglngsda!e.en auf sich vereinen. So wurden die Flhndungsdl!e.en mIt 
den D:aeien der Einwohnermeldeämter. des Kra(,fahrtbuodesamtes und anderer Behörden 
. abgeglichen •. Ein mdcres Beispiel bietet der Vergleich der HOIelmeldezenel-D3ten mit der 
Fahndungslistc. Im Unlerschied hierzu dient der ,negative Datelenabglelch. ( .. Negative 
ROlSlerhhndung a ) dazu. ~us emem Ausgangsdalenbestand (von einem Ausgangsbandl alle 
Personendlten auszuscheiden (zu löschen), die auch (unter gan.z )nderen GeSichtspunkten) auf 
eonem Gegen band gespeIchert sind'. Nach wiederholtem Gegenspiel m.t verschiedenen Dateien 
(Bändern) bleibl auf dem Ausgangsband nur noch ein -Bodensalz" VOn Dlten der Personen 
übrig, die z:U1lreichc Merkmale nicht aufweIsen, die luch der vermutete Tiler mutmaßlich 
nicht beSIIZI. Gegen diese Restgruppe wird dann In tnditioneUer Weise weiterermmeh. 
Vermutel man belsp.elswelse' · ', daß e'n Terrorist die Stromrechnungen für eine ~konspirative 
Wohnung- nichl i.iberwe.st. sondem bar bezahlt, dJß er außerdem weder sich selbst noch e.n 
Kr-.flfahrzcug angemeldet hn, SO I~ßt man eme Dalei aller baf"Zlhlcnden Stromkunden gegen 
eine Datei des beu-dfenden Einwohnermeldeamtes und eine D'lei der Kiz.-Halter der Region 
laulen. Un,er dem Restbestand an Daten darf man dann die dcs Gesuchten vermUten. 

98 § j Ab •. J Satz ~ BVerfSchG gill nach G . vom '9.7- ' 95' <l~r 53che n,ch >ueh fur d>S H<Ssuche 
l1tldcS1rnt ruT Vcri>S5ung5Schutz. 

99 H ierzu und 2Um Folgenden : Ermu,h . FlhndW\g und Datenschurz - .u~ der Sich, d" 1'0);2<0. BM 
Vonng.,w,c B.tnd '5. '980, 5. 6) H .. ]0 ; (tm<T R,~gel. R«:hlsprobl.-me der RUI<I1'lhndung. ZR" 
1980. )oolf. 

,00 Du BremPolG S '9 verwend .. den mogJicherwe.<o noch I"'Heren B",&riff d., .D>lcn,bgle.ch, •. 
to. Umf:uscndc Unt<roochlUlg d.r umsln,cenen Recnt5gn.ondhgen der Rllterflhndung bel Sim~nITatglT, 

R:u,erllhndung. 1981. 
101 Vgl. Ermuch (Anm.99) eoner<<H .•• H . Htrc/d, Polizeiliche Dalenv.rarbwung und Menscllenr«htc. 

Rc<:ht und 1'01ltJk 1980. 79 rf. ""de(ersOlls, 
tO) Zur R.tilcrlahndung .Energ .. progn.mm. 1979/80 vgJ. den J. TllIgkell.>benchl des Bund",buuf'r>glcn 

für den D,tfnschutz, !98 " S. 501., H<To/d (Anm. '01). 
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Logisch gesehen unterscheiden sich die beiden Abgleichmethoden darin, daß beim 
positiven Abgleich eine Schnittmenge bzw. eine Schnittmenge von Schnittmengen 
gesucht wird. während beim negativen Abgleich das Ziel eine möglichst kleine 
Reslmenge nach Abscheidung möglichst zahlreicher Schninmengen ist. Daten­
schucuechdich gesehen kann diese Verschiedenheit keine ausschlaggebende Rolle 
spielen: Die ersrrebte Schninmenge bei der posit iven bzw. die Restmenge bei der 
negativen Rasrerhhnung enthält bezüglich jedes der in ihr gespeicherten Datensätze 
ein Mehr an Informationen gegenüber den entSprechenden Datensätzen der Aus­
gangsdateien. Insofern liegt eine Inform3tionsveränderung i. S. der §§ 2. Abs.l 
NT.).9, '5 BDSG vor'O\ und grund rechtlich gesehen ein Eingriff in das RiS. 
Das automatiscbe elektronische Aussondern der meisten Merkmalstdger durch 
sukzessives Löschen vorn Ausgangsband hat Herold 'os veranlaßt, die Rasterfahn­
dung als eine »nahezu klinisch sterile Fahndungsform« zu loben) die »erhebliche 
Verbesserungen im MenschenrechtS- und GrundrechtSschucz zu bewirken" ver­
möge . Solche Euphorie bedarf einer ~wissen Dämpfung. 
Dabei braucht hier die Frage nicht abschließend beanrwon:et zu werden) ob die 
Rasterfahndung - läßt man einmal die Grundrechtsproblematik des RiS außer 
Becrachc - in den bisher geltenden Vorschriften eine ausreichende Rechtsgrundlage 
findet. Dies ist mit beachtlichen Argumenten sowohl für die Stützung auf die 
strafprozessualen Generalklausdn der §§ 161. 163 StPO als auch für § 94 StPO als 
auch für die präventivpolizeiliche GeneralklauseI als auch für die datenschunrecht­
liehe GeneralkJausel der .. Wahrung berechtigter Interessen der Allgemeinheit« in 
§ 24 BDSG bezweifelt worden ,06. Zumal die letztgenannte Vorschrift vermöchte 
schon nach ihrer systematischen Stellung Zwar u. U. die Datenherausgabe durch die 
privaten Unternehmen usw. zu rechtfertigen, sie liefen: aber keine Ermächtigungs­
grundlage für einen hoheitlichen Informationseingriff. Im repressiven Tätigkeitsbe­
reich würde die Heranziehung der Aufgabenzuweisungsnormen (§§ 161. r6J StrO) 
als Eingriffsermächtigung das sonst durchgehaltene Prinzip der speziellen Befugnis­
regelung unterlaufen. Wie die §§ I11 und 163b Abs. 2 StPO belegen. gilt dieses 
Prinzip in besonderem Maße, wenn, wie im Falle der Rasterfahndung) Maßnahmen 
massenweise gegen Nichtve-rdächtige gerichtet werden sollen. Kommt gefahrenab­
wehrendes präventives Handeln der Polizei in Betracht, so gilt Entsprechendes. In 
großer 2ahl werden die Daten Unbeteiligter. also von ,.NichtStöre.m". verarbeitet. 
Polizeilich dürfen diese nur unter den strengen Voraussetzungen des " polizeilichen 
Notstandes" - vgl. §§ 15 i. V. m. lAbs. 2. Satz 1 HSOGj § 6 MEPolG - in Anspruch 
genommen werden. Offenbar im Hinblick auf diese RechtSlage hat der Gesetzgeber 
der bisher einzigen 10 7 Spezialvorschrih über polizeilichen .Datenabgleicb~. der 
Gesetzgeber des Bremischen Polizeigesetzes [983 ie § 29 wenigstens einen Teil der 
tatbesc3ndlichen Voraussetzungen des polizeilichen Notstandes) nämlich das Vor­
liegen »einer gegenwärtigen erheblichen Gefahr" aufgenommen. 
Beim Daceienabgleich, insbesondere bei der negativen Rasterfahndung, werden in 
weitem Umfang Infannationen aus Dateien in Anspruch genommen, die zu ganz 
anderen Zwecken (z. B. zur Kontrolle der pünhlichen Bezahlung der Stromrech­
nungen) angelegt wurden . Schon nach dem Grundsatz der konkreten und präzisen 
Zweckbestimmung sowie aufgrund des Verbots der Zweckendremdung muß also 
der Gesetzgeber versuchen. in einer spezifischen Regelung des Dateienabgleichs die 

JO~ Vgl. Damma"" ,n SirrlllJJ/DammaMJMallrn4nnJReh, BDSG Kommcnl~r, , . Auf! . 198,. §. Rdru. "i. 
lOS Herold (Anm. 10~), 8) . 
106 Z. B. yon S,m01lJ7iugcr (Anm.lo,) S. 48 H. m. w. N. S. (emer Sim.tw, BDSG Kommmur, § 14, 

Rein .. ~ol., 81111, ). T~ugkeitSbencj,t des BfD, S. so fI. 
'07 Vgl. ,ber AEl'olG, (Anm.87), be,. §§ 37, J8, ~o, ~s welche die lUs«rl.thndung miterhsscn. 
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näheren Voraussetzungen der Zulässigkeit, z. B. den Grad der polizeilichen Gefahr 

oder das Gewicht der aufzuklärenden Verbrechen näher zu umreißen . Entsprechend 

dem bundesstaatlich ausgepr~gten Dualismus von Strafprozeß- und Polizeigeselzge­

bung wird man aufeinander abgestimmte Ergänzungen in beiden Geselzeswerken 

anstreben müssen . Bei der Regelung der materiellen Voraussetzungen einer Raster­

fahndung wird auch zu prüfen sein, ob - enger als etwa in § 72 SGB-X - bestimmte 

Daten, z. B. Gesundheitsdaten, nicht ganz von der VerarbeitUng im Dateienabgleicb 

auszuschließen oder aber ihm nur unler erschwerten Vor.lussetzungen zur Verfü­

gung zu stellen sind. Da diese Art der polizeilichen Fahndung naturgemäß nicht in 

aUer Öffemlich.keit vor sich gehen kann, gewinnen verfahrensmäßige und organisa­

torische Schutzvorschriften hier eine besondere Bedeurung. Hierzu gehört als eine 

Möglichkeit die Entscheidungsverlagerung auf die höchste (und politisch verant­

wortliche) Verwaltungsebene'os. Nicht minder wichtig ist die Pflicht zur sofortigen 

Löschung bzw. Vernichtung (von Amts wegen) der ~ausgerasterten« Datenbestände 

und Unterlagen. Weirer ist an eine Pllicht zur Führung entsprechender Protokolle 

zu denken. Da es bei der Rasterfahndung, stärker noch als bei anderen Maßnahmen, 

vorwiegend um eine Kontrolle der internen Polizeiarbe.il geht, dürfte hier eine 

Sachlage gegeben sein, die zwing~nd eine wirksame, d. h . nicht nur nachträgliche. 

sondern begleitende Kontrolle durch den Datenschutzbeau/trt<.gten erfordert. Sie 

kann in der Weise eingeleitet werden, daß das an einen Driften gerichtete Ersuchen 

um Überlassung einer Datei für Zwecke des Abgleichs jeweils dem Darenschmzbe-

auftragten angezeigt wird '''9 . 

4. Polizeiliche Informationsübermirdung (Informationshilfe, Amtshilfe) 

.1) In den Jahren 1979-81 entzündete sich die Amishilfediskussion im Bereich der 
Sicherheitsbehörden vor allem an der Frage nach den verfahrensrechdichen und 

organisationsrechdichen Grundlagen der sogenannten .So-GK« (= Sonderanwei­

sung über die Erfassung bestimmeer Erkennmisse bei der grenzpolizeilichen Kon­

troUe), derzufolge die Kräfte des Bundesgrenzschutzes (einer Polizei des Bundes!) 

u. a. personenbezogene Erkenntnisse permanent und in großem Umfang an das 
Bundesamt für Verfa.ssungsschurz und an dcn Bundesnachricbtendienst übermittel­

tcn ,"0 . Diese spezielle Fragestellung wurde maßgeblich von der Auslegung des 

positivrechrlichen Gebotes der Trennung zwischen Verfassungsschutz und Polizei 

beeinnußt; das Reche oder gar Grundrecht auf i.nfonnationelle Selbstbestimmung 

wurde keineswegs allgemein anerkannt und nur da und dort als Argument in die 
Diskussion miteingebrachl'''. Inzwischen und erst recht seit dem Zensus-Urteil hat 

die Problematik der informationellen Zusammenarbeit von Behörden überhaupt 
und speziell der Sicherheitsbehörden vom Technischen wie vom Normativen her 

eine neue Dimension gewonnen. 

Die Foruchrirre in der [nfonnationslechnologie ermöglichen den Aufbau beliebig zemralisicr­
ler oder dezentralisierter Infonn.tionssysteme, die unterejn~nder in einen lechnisch ebenso 
beliebig s[euerb:tren, erwei terbaren oder redu:zierbaren Da{enverbund {relen können. Die 
nonna[ive Bewä.lügung dieser von der Technik und ihren Möglichkeiten geprägten Siruauon 
steht damil vor eIner völlig anderen Aufgabe als die. auf welche die Regeln der .. khssischen u 

Amtshilfe (vor allem §§ 4 bis g VwVfG) :zugeschnillen sind. Modellhaft zugespic:z.t kann man 
sagen: Das Problem ist nicht mehr, wie bei der »klasSISchen « Amtshilfe, die oplim.alc 

108 § '9 Ab, . , len .. ' S,!>. BremPolG : vorkengo Zu<Urromuns dco Sonllo" (ur Inne,<s. 
'09 ~ " Ab •. 4 BrtmPolG : nur nachtr:iglich< Unternchrung des D,tcnschutzbc>ufrr.gren. Vgl. luch den 

GescruJvorschl.g (Ab •. s) von Rugel (Anm. 99). J06. 
1[0 Vgl. deo Sunmelband VubssunguchuI2 und Rechu.Ll.l[, 198 I, b~sondC(s die BeltNge von B~I1, 

D."",nger. E"eys (s. o. Anm.S9). Die d:ltl1aJs vOm BMI '0 Auftr.g gegeb~nco GUl1chtcn von 
Dmninger, lOve .... Ki~hhof, Mme-os, v. Munch. Ob<rm'yer smd kider n<Cht veroflen<licht worden . 

'" Vgl. Dc"rungl'7 (Anm. ) I). 
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Vcrfügbannachung emscheidungsnotw'endiger. knapper und an entfernter Stelle vorhandener 
Informationen (Stichwort. : " Ak(cnüb~rsendung.), sondern d:l.S Problem besteht in der Begren­
zung und Kanalisicrung eines virtuell ubiquitären DatenüberfI usses. in der Herstellung einer 
m~chtbegrenzendcn Gewaltenteilung durch InjorrntJlJOn5lellung und -·veneilung"' . 

Das Reche auf informationelle Selbstbestimmung ist der grundrechrliche Aspekt 
dieses übergreifenden Problems rechcssuadicher ScaaLSorganisarion. 
AngesichLS dieses grundlegenden Wandels in der ~lnfonnarionssiruation " erscheint 
es wenig sinnvoll, die Diskussion unter dem Blickwinkel einer bloßen Ergänzung 
und technischen Aktualisierung der Amrshilfevorschriften der Verwaltungsverfah­

rensgesecze einschließlich einer sogenannten »erweitenen Amtshilfe.") zu führen. 
Denn wesentliche Begriffsmerkmale der her-kömmlichen Amtshilfe stehen mit den 
technischen Möglichkeiten und damit einer uneingeschränkten Ausnutzung des 
elektronischen Informationsaustausches im Dateienverbund tendenziell in Wider­
spruch: (r) AmLShilfe ist immer nur ergänzende Hilfe; die ersuchte Behörde darf 

nicht die Herrschaft über das Verfahren. in dem sie für eine untergeordnete 
Teilleistung beansprucht wird. gewinnen . (2) Amtshilfe wird nur auf ein jeweils 
gestelltes Ersuchen einer nicht weisungsbefugren Behörde hin geleistet. (» Amts­
hilfe isr auf den Einzelfall, evenruell auch auf eine Vielzahl von Einzelfällen 
bezogen. Es ist umsuinen. inwieweit ein Amtshilfeersuchen auf Dauer und genera­
lisiert gestellt werden kann. Zu (t) : Ein ungebremster elektronischer Informations­
austausch würde dazu führen. daß von der Herrschaft einer besrimmten (nämlich 

zuständigen) Behörde über ein bestimmtes Verwaltungsverfahren sinnvoll nicht 
mehr gesprochen werden könnte . Zu (1) : Ein besonderes Amtshilfe-Ersuchen wird 
überflüssig, wenn insbesondere beim On-line-Anschluß die infonnationssuchende 
Stelle alle nur gewünschten Daten ohne weiteres "abrufena kann. Zu (}) : Der 
organis:ltlonsrechdich bedeutSame Unterschied zwischen aushilfe artiger Mitwir­
kung (der ersuchten Behörde) im Einzelfall und dauernder, generell formuliener 
Aufgabenzuweisung wird hinfällig, wenn die Übennitdung bestimmter Arten anfal­
lender D:nen an die ~erslJchende~ Behörde generell. auf Dauer und automatisch 

erfolgt. 

Es wird deshalb hier vorgeschlagen, die »elektronische lnformatiomhilfe- begriff­
lich-rechtlich und gesetzgebungspolitisch von der Regelung der ~AmLShilfe« abzu­

koppeln und jeweils aufgaben- und verwendungsspezifisch zu normieren . 
b) Der Terminus "lnforma!iDmaustaJlSch, bezeichnet die Möglichkeit der (elektro­
nischen) Datenübermittlung in beiden RichLUngen, läßt aber auch zu, daß die 
Möglichkeit in nur einer Richtung genutzt wird. Voraussetzungen und Grenzen des 

polizeilichen wie des "überpolizeiüchen« Informarionsaustausches sind gesetzlich 
zu regeln (vgl. oben B m Id). Der Gesetzgeber hat dabei außer den allgemeinen 
Grundsätzen wie dem Übermaßverbot vor allem das Prinzip der möglichst konkre­

ten und präzisen Zweckbestimmung und das Verbot der Zweckentfremdung zu 
berücksichtigen. Dies rechtfenigt zunächst eine Unterscheidung danach, ob polizei­

lich gespeicherte lnfonnauonen innerhalb der Polizeibehörde zu deren Aufgaben­
wahrnehmung überminelr werden oder ob sie an Behörden außerhalb des Polizeibe­

reichs oder an (private) Dritte weitergegeben werden sollen. 
(I) Daß zwischen Polizeibehörden , insbesondere zwischen Kriminalpolizeibehör­
den ein Informationsaustausch zu polizeilichen Zwecken, also erwa zur Straftatver-

111 Zur .Inform,tlon;svcrteilung_ s. den Bene!", der Sachlum;""digmkommuJ/on (Anm. H). I?S} . 

Rz . l!9 ff. 
11) Dnu Kopp. V..,VfG S 4 Anm. ,; MryerIBo'g< , VwVfG § 4 Rz. I,. VgL 7.um Folgenden ,uch Ri~gcl. 

D,(en.chu,z bel den Sichuhwsbchordcn, 1980 S. I S (I. 
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folgung, möglich sein muß, dürfte und sollte außer Streit sein. Fraglich kann hier 
nur sein, ob im Rahmen der polizeilichen Aufgabenerledigung (als der generellen 
Zweckbesrimmung) ein grundsätzlich unbeschrankter Austausch zulässig sein soll 
oder ob von Verfassungs ·ZDegen engere Grenzen gezogen werden können und 
mÜssen. Bei der Beantwortung dieser frage ist zu beriicksichtigen, daß die verschie­
denen Polizei behörden (von der Bund-Länder-Problematik einmal ganz abgesehen) 
zwar datenschutzrechdich keine Informacionseinheit, wohl aber funkrional eine 
Zwecketnhm bilden, jedenfalls, wenn man spezifische Aufgaben, z. B. die Verb re­
ehensbekämpfung, ins Auge faßt. Ferner ist zu bedenken, daß zwar auch ,innerpoli­
zeiliche, InformationsiibermiLdung hinsichtlich des RiS prinzipiell grundrechtsrele­
vant ist, daß also auch insoweit das Ubermaßverboc und das Zweckenrfremdungs­
verbot zu beachten sind, daß andererseits aber die .EingriffsimenSltäc u und das 
Schutzinreresse u. U. gering sind. Dies wird deutlich, wenn man sich die ratio 
essendi, den zu schützenden Kerngehalt des RiS - vgL oben BI 3. und C 1111. - vor 
Augen hält. Der polizeilich gesuchte Straftäter muß und wird "damit rechnen", daß 
die Kriposrellen bei der Fahndung kooperieren; er muß aber z. B. nicht ohne 
weiteres damit rechnen, daß die Polizei ihren Verd~cht seinem Arbeitgeber mineilt, 
wenn die Straftat keinerlei Bezug zu seinem Arbeitsplatz aufweist. 
Zum ersten e(gibt sich hieraus, daß die Frage der ZulLissigkeit des On-line- Verkehrs 
eiWa zwischen kriminalpolizei lichen Dateien und Terminals weder genereU bejaht 
noch generell verneint werden kann. Die Frage, ob eine "Übermittlung« erforder­
lich war, darf allerdings nicht im Hinblick auf die "Übermittlungs-Fiktion« des § 2 

Abs. J Nr.2 BDSG (Übermiueln = zum Abruf Bereithalten), sondern nur in bezug 
auf die tatsächlich abgerufenen Informationen beurteile werden. Gegen einen 00-
line-Verbund werden um so weniger Bedenken erhoben werden können, je aufga­
benspezifischer die bereitgehaltenen Datenbescände aufgegliedert werden. Hält sich 
der konkrete Datenabruf im Rahmen des zweckspezifisch zu konkretisierenden 
Übermaßverbotes, so ist die Tatsache, daß er im On-line-Verkehr erfolgt, grund­
rech dich irrelevant. 
Zum zweiten sind auch die Grenzen der zulässigen Zentra/islerung (kriminal)poli­
zeilicher Informationssystcme an diesen Krirerien auszurichten. Im Bund-Länder­
Verhältnis sind außerdem die kompt:tenzrechdichen Vorgaben der Verfassung -
Art. 73 Nr. loa GG für die Zusarnmenarbeitsgesetzgebung, Art. 87 Abs. I Satz 2 

GG für die Einrichlung von Zemralscellen - zu beachten. Die AusfüJlung durch das 
Gesetz über die Einrichtung eines BundeskriminalpoJizeiamces (Bundeskriminalam­
tes) vom 29.6. Il7!73 hält sich in diesem Rahmen, sofern die GeneralklauseI des § 1 

Abs. I Ne I BKAG ( das BKA »ist insoweit auch Zentralstelle für den elektroni­
schen Datenverbund zwischen Bund und Ländern«) im Hinblick auf das RiS 
verfassungskonform ausgelege und angewendet wird. 
Konkret stellt sich hier die Frage, ob etwa ein beim BKA zentral geführter 
Kriminalaktennachweu (KAN), der auch den Kriminalpolizeibehörden der Länder 
voll zugänglich sein soll, auch zulässig wäre, wenn er bundesweit schlechthin alle 
kriminalpolizeilichen Vorfälle erfassen und zum Inform:aionsabruf bereit halten 
sollte oder ob hier Beschränkungen in gegenständlicher und/oder räumlicher Hin­
sicht geboten sind. Der Erforderlichkcitsgrundsatz und das Verbot der Datensamm­
lung auf Vorrat sind hier zu berücksichtigen. Sicherlich werden danach FaJlgruppen 
von Bagatellkriminalicät ausz.uscheide" haben; im übrigen wird der Geserzgeber 

priifen müssen (vgL oben C III 2), ob und wie er regionale Begrenzungen der 
Dollenspeicherung und -übenni((\ung ausformulieren kann. 
(1) Die Fülle der Möglichkeiten des lnformationsaustausche5 zU)lSchen Polizeibehör­
den und anderen öffentlichen Stellen oder gar PrIvaten (»Dnuen d ) kann hier nicht 
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erortert werden. Nach der Darstellung der für die verfassungsrecht)jche Beurteilung 

maßgeblichen Kriterien erscheint dies ~uch nicht erforderlich; vielmehr kommt es 
darauf an, diese Kriterien auf die jeweils zur Diskussion stehende Sachlage vernünf­

tig anzuwenden. 

! m Folgenden sollen exemplarisch drei Bereicne der ,überpoJi-zei lichen. i n(ormationeJIen 
Kooperation Im Hinblick au( die Auswirkungen des RiS näher betrachtet werden: 
- die Zusammenarbeit 2.wischen Polizei (Bundesgrenzschut2.) und Verfassungsschutz <l1s 

Beispiel der Informationsiibermiltlung vOn der Polizei "nach außen . (I). 
- die Zusammenarbeit 2.wischen dem Kraftf:Jm·Bundesamt und den Polizeibehörden als 

Beispiel der Informationsubenniulung . von außen. 1n die Poliui (11), sowie 
- die Informationsübermittlung zwischen Meldebehörden und Polizeibehörden (1TI). 

(I): Für das Verhältnis zwischen Polizei und den Ämtern für Verfassungsschutz - die 
Rechtslage ist insoweit für das Bundesamt einerseits, für die Landesamter anderer­
seits materiell nicht verschieden I I. - und zwischen den Bundesgrenzschulzbehörden 

und den Verfassungsschuczbehörden im besonderen ist in erster Linie das institutio­
nalisierte und funktionelle Trennungsgebot zu beachten, wie es in § 3 Abs.3 
BVerfSchG zum Ausdruck kommt. Diesem Grundsatz kommt als einer Ausprä­
gung des Rechtsstaa(sprinzips zwar nichr formell, aber materiell Verf:t.ssungsrang 

zu, wie sich aus der Entstehungsgeschichte der Vorschriften und der des Grundge­
serzes ergibt"! . Der (einfache) Gesetzgeber könnte danach zwar den § 3 BVerfSchG 
in Einzelheiten abändern, aber dem Grundgedanken des Trennungsgebotes müßte 
er Rechnung tragen . 

In großem Umf:1Ilg und :us Daueraufgabe nach generellen Richtlinien - die seinerzeit umstrit ­
tene ~So·GK" ist seie dem t. Dezember t981 durch eme • DJlmstanwelJung zur Durchfiihnmg 
der AmIshilfeersuchen der Ve1awmgHchl/(zbehörden und dei Bundesnachnch(endi~nltel~ 
abgelöst worden - führen die Gren2.Schulzbehörden anläßlich der KorllroUen ~n der deutsch­
deutschen Grenze personenbezogene Infonnationserhebungen und ·übermiHlungcn o2.uf 
Ersuchen. des Bundesamtes für Verfassungsschutz (BN) und des Bundesnachnchtendicnstfs 
(BND) durch. Die Zwecke, zu denen dies geschiehe, sind unzweIfelhaft mrhr grenzSlhullPDli­
uilicher Art "'. 

Gleichgültig, ob man diese Hilfeleistungen des BGS noch unter den herkömmlichen 
Amtshilfe-Begriff und damit unter § 3 Abs . .. BVerfSchG subsumieren oder aber, 
wie hier vorgeschl:agen, als (elektronische) lnformationshilfe klassifizieren und einer 
SonderregeJung unterwerfen will, in jedem FaJl ist im Hinblick auf die personenbe· 
zogenen Infonnationsübenninlungcn der Gesetzgeber in Bund und Ländern zur 
Aktivität aufgerufen. Dem steht nicht entgegen, daß es sich jedenfalls bei einem Teil 
der Betroffenen um Nichtdeutsche handelt. Das RiS mag in bezug auf Ausländer 
stärkeren Beschränkungsmöglichkeiten unterliegen als in bezug auf Deutsche (im 
Sinne des Are. 116 Abs. I GG), als eine Ableitung aus dem allgemeinen Persönlich­
keiLSrecht in Verbindung mir dem Menschenwürdesatz bietet es in seinem Kemge­
halt für jedermann Schutz. Der Gesetzgeber wird dem Grundsatz der möglichst 
präzisen und konkreten Zweckbescimmung und dem Verbot der Datensammlung 
auf Vorrat in ähnlicher Weise Rechnung tragen müssen, wie es die Leitlinien t 98 1 

bei der Ersetzung der So-G K durch die " Dienstanweisung Amtshilfeersuchen« 
vorsahen: 
- Abschaffung der Massen-(Me!dc-)Verhhren. 

keine Durchkämmung ganzer Gruppen zur Verdachtsgewinnung, 
- Aufgabe des Schleppneezgedankens. 

11 i Vgl. etwa § , HessV.rlSehG vom '9· 7· "5'. 
115 Vgl. den Pohe,·.Bnef der All iien'<1 Mi!it;ügouvemeure vom ! 4. 4. '949. auf den d .. Gendumgungs· 

"hreiben d~r Alliiert.n zum Grundgestlz \'Om 11. \. '9~9 inhllrlich ße>.ug n'mmt. 
116 DllU D~rlnU1gt'T (Anm. 59) S. 191. 
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Mit Rücksicht auf das hier obwaltende Geheimhaltungsbedürfnis ist es allerdings 

nicht erforderlich, daß der Gesetzgeber selbst die einzelnen Tatbestande, die eine 

Aktivität der BGS-Stellen auslösen sollen, konkretisiert. Dies kann nach wie vor 

durch Diensunweisung geschehen. die dann allerdings nach hier vertretener Auffas­

sung nicht ein generalisiertes Amtshilfeersuchen wäre. sondern eine ergänzende 

Aufgabenbeschreibung für den BGS darstellen müßte. Aufgabe des Geset2.gebers ist 

es, in abstrakter Fonn. aber möglichst bestimmt die begrenzenden Maßstäbe, nach 

denen die Gruppen der Betroffenen auszuwählen sind , festzulegen . Er wird dabei 

auf die gesetzliche Aufgabenumschreibung für den Verfassungsschutz zurückgrei­

fen können"7 . 

(Il) und (I1l) : Obwohl der frühere Präsiden! des Bundeskriminalamtes, Horst 

Herold, als ersten Grundsatz eines menschenrechtlich fundierten. international 

anzuerkennenden polizeilichen Datenschutzes fonnuliert: »Kein Dalenverbund der 

Polizei mit anderen Behörden und Institutionen", möchte er doch für das Einwoh­

nenneIdewesen und für die Kraftfahr:z.eugzulassung hiervon eine Ausnahme ma­

chen "s. Tatsächlich sind die technisch-organisatorischen Grundlagen für einen -

ausbaufähigen - Direktzugriff beliebiger oder aller Polizeidienststellen auf ein vom 

Krafdahrt-Bundesamt eingerichteees .Zentrales VerkehrsmformallOnssystem. (ZE­
VIS)"9 gelegt. Und die Meldebehörden werden ausdrücklich e.nnächtigt, einen 

genau umschriebenen Satz persönlicher Daten an andere Behörden, insbesondere 

auch an Sicherheitsbehärden, zu übermitteln, vgl. § 18 Abs. 3 MRRG vom 

16.8. /980, § 3' Abs. 3 He.ssMeideG vom 14 · 6. 1981. 

Es bedJrf hier keiner Au~(ühn.lngen darüber, daß eine Zugriffsmögl.ichkeit auf die in ZEvrS 
gespeicherten Kfz.-H:Ulcr-D3len und auf die im Einwohnermeldereglstcr gespeichenen Dalcn 
für die polizeiliche Arbeit von erheblichem Nuuen ist. Insbesondere im Hinblick auf die 
Bekimpfung Jeglicher irgendwie mit Kraflfahrzeugen in Zusammenhang stehender Kriminali­
t:itleuchtcn auch die Vorteile eines polizeilichen DIrek tzugriffs (im On·line-Anschluß) auf die 
Kh.-Halter-Datel unminelbar em. Auf diese Wei~e kann z. B. 11. U. Innerhalb von Minulen 
geklän werden, ob, wO lind unter welchen Umständen ein Krahfahrzeug gestohlen wurde 
oder sonSl abh.1nden gekommen ist. Der Geseugeber. der hier - z. B. im Geselz über das 
KraIrhhn-Bundesamc - eine entsprechende Regelung über Voraussetzungcn und Umfang der 
zu übermiuelnden bzw. der direkt abrufbaren Dalen zu treffen hälte, müßte lllerdings 
gewährleisten, daß auch nur die Iypiseherweise erforderlichen Dllcn (Name und An~c.brifL des 
Kiz.-Hallers) dem Direkczugriff offermehen ; weitere Angaben kannen Im besonders begrün­
deten Einzelfall übermineh werden. 

Das auf dem Melderechtsrahmengesetz des Bundes aulbauende Hessische MeIdege­

setz von 1982 versucht dem Gedanken der informationellen Selbstbestimmung 

durch ein abgestuftes System von Auskunftsberechtigungen Rechnung zu tragen , 

vgJ. die §§ 30 bis 35 HMG. Die DjenststeUen der VoJlzugspolizei sind dabei neben 

den anderen Sicherheits- und Scrafverfolgungsbehörden sowie der Straf justiz inso­
fern »privilegien«, als gegenüber ihren Auskunftsersuchen eine besondere Prüfung 

und Abwägung der schutzwürdigen Belange des (der) Betroffenen durch die 

auskunftserteilende Meldebehörde entfällt . § 3 lAbs. 3 HMG. Die auskunftsersu­

ehenden DienstseelIen trifft eine Prorokollierungspflicht bezüglich des Vorgangs. 

Diese Sonderreglung. die die \X'irksamkeit der polizeilichen Arbeit fördern soll, darf 

niche zu der falsc.hen Annahme verleiten, die Polizei selbst ware von der Beachrung 

I! 7 In Betr.cht Komm, In .",.r L'ßle .,oe Erg;i.~zung des Bundtsgrco,,-,chulZgeSCI2.e5 (BGSG) vOm 
18.8 . '97'. HinSIChtlich dc-s BND erweIS' SIch auch h,u du Fehle/l eUle< gesclzlich.n Grundllge .r... 
mißlicb. 

"S Herold (Anm. rOll. 81. 
119 Vgl. Hem~h~T Ddl~"S(b .. !Zbeauf(r~gcer. 11. TOugkmshcndll. 1,8), S. 1.)7 ff., q. Toillgk."jbcnchl. 

199~. S.)J ft ucd "H. 
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der materiellen, in § 7 HMG (= § 6 MRRG) normierten Darenverarbeitungskrite­
rien enrbunden. Nur haben die Sieherheicsbehörden die Prüfung der schuczwürdi­
gen Belange des (der) Betroffenen in eigener Kompetenz. und Verantworrung 
vorzunehmen. Da es sich dabei auch gar nicht um eine Spez.ialität der Melderegister­
daten und ihrer Übenniulung handelt, ist zu erwägen, ob nicht eine Vorschrift 
entsprechenden Inhalts jedenfalls in das Kapitel über Informationsverarbeitung und 
Informationshilfe aufzunehmen wäre, durch welches das Hessische Gesetz über die 
öffentliche Sicherheit und Ordnung ohnehin z.u ergänzen ist. 

Die neue Freiheit 
beim Sparen 
und Bauen. 

BHW 
Bausparkasse für 

den öffentlichen Diensc 
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