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1. Zum Thema dieses Bandes

Digitale Plattformen wie soziale Netzwerke und andere digitale Dienste
sind zentrale Infrastrukturen der digitalen Welt. Sie agieren global und
permanent. Thre Nutzung ist fiir nahezu alle, die an der digitalen Welt teil-
haben wollen, unverzichtbar. Fur Milliarden Menschen weltweit stellen sie
einen wesentlichen Teil ihrer Online-Erfahrung dar. Die zugrundeliegen-
den Informationstechnologien sind ein fester Bestandteil ihres personlichen
und beruflichen Lebens und nehmen bestindig mehr Einfluss auf dieses.
Nutzende wissen zwar, dass sie durch die Verwendung digitaler Plattformen
personenbezogene Daten {iber sich preisgeben, sind sich jedoch oftmals
weder tiber den Umfang der iiber sie gespeicherten Daten noch iiber alle
Riickschliisse bewusst, die aus diesen Daten gezogen werden.

Plattformen sind vielfach die Grundlage fiir einen Informationsaus-
tausch. Sie entscheiden mit dariiber, welche gesellschaftlichen, politischen
und kommerziellen Informationen an wen weitergegeben und in ihrer Dar-
stellung priorisiert werden. Sie haben daher nicht zu unterschitzenden Ein-
fluss auf den Wettbewerb von Ideen und Haltungen, politischen Parteien
und Politiker:innen, Giitern und Dienstleistungen. Mit der Internationali-
sierung des Wirtschafts- und Handelsverkehrs finden kontinuierlich grenz-
tiberschreitende Datenstrome statt. Aufgrund der zentralen Stellung der
Plattformen als Teil einer globalen Infrastruktur stellen sich grundlegende
Fragen beziiglich der fairen Ausgestaltung einer Data Governance in der
digitalisierten Welt.

Diskussionen iiber die politische Positionierung eines Landes und des-
sen wirtschaftliche Wettbewerbsfahigkeit sind heutzutage vielfach mit Da-
ten und damit dem Thema Data Governance verbunden. Dieses Thema
wird aber regelmiflig nur in regionalen Vorschriften zum Datenschutz,
zum Wettbewerb, zum Datenzugang, zum Verbraucherschutz und zu vie-
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len weiteren damit verbundenen Gesetzen aufgegriffen. Unterschiede zei-
gen sich exemplarisch zwischen den USA, der EU und China: In den
USA gelten, unter weitreichenden Ausnahmen fiir die nationale Sicherheit,
Datenschutzregelungen vor allem fiir staatliche Stellen. Die Datenverarbei-
tung durch private Unternehmen gilt dagegen als Grundrechtsausiibung,
wihrend der Datenschutz keine Grundrechtsqualitdt hat. China regelt
die ordnungsgemifle und sichere Verarbeitung personenbezogener Daten,
nimmt davon aber die Verarbeitung personenbezogener Daten fiir die
Zwecke der nationalen Sicherheit und wirtschaftlichen Entwicklung aus
und erméglicht so ein weitgehende Uberwachung der Bevolkerung. Der
Rechtsrahmen in der Europdischen Union ist dagegen umfassender, betont
den Grundrechtsschutz der Nutzenden und die Rechtsstaatlichkeit, schutzt
Biirger:innen umfassend nicht nur vor Datenverarbeitung durch staatliche
Stellen, sondern auch durch Privatunternehmen und legt fest, dass Daten
grundsitzlich nur in Lander mit einem angemessenen Datenschutzsystem
Gbermittelt werden diirfen.

Die aktuelle Diskussion {iber globale Data Governance ist nicht nur mit
gegensitzlichen Ansichten iiber nationale Data Governance, sondern auch
mit anderen Herausforderungen wie divergierenden Interessen zwischen
Einzelpersonen und Unternehmen im internationalen Wettbewerb verbun-
den. So beruht der Erfolg der weltweit dominanten Tech-Unternehmen auf
der hoch entwickelten Fahigkeit, Datenbestinde zu sammeln, zu strukturie-
ren, zu kontrollieren und zu vermarkten. Big Data und ihre Anwendung im
Rahmen der sogenannten kiinstlichen Intelligenz beispielsweise konnen die
Art und Weise, wie wir leben und arbeiten, nachhaltig verdndern.

Technologien wirken oft als Machtverstirker zugunsten bereits méchti-
ger Akteure und vergrofiern das Gefalle zwischen Nutzenden und Plattfor-
men, Beschiftigten und Arbeitgeber:innen, Biirger:innen und dem Staat.
Um diese Machtasymmetrie zu iberwinden, sind Instrumente wie Einwil-
ligung oder Betroffenenrechte allein nicht effektiv. Neben dieser individuel-
len Dimension, riicken deshalb strukturelle Aspekte von Datenschutz und
Privatheit - jedenfalls in Europa und den USA - in den Fokus. Diese sys-
temische Sichtweise nimmt den Erhalt des demokratischen Rechtsstaates
in den Blick. Dessen Schutz darf dabei nicht auf technische Mafinahmen
verkiirzt werden, sondern verhindert durch geeignete Vorgaben, dass Da-
tenverarbeitungsvorginge demokratische Institutionen und rechtstaatliche
Garantien gefdhrden oder gar autheben. Dazu zéhlt eine informationelle
Gewaltenteilung, damit nicht derjenige, der Infrastrukturen bereitstellt —
unabhingig davon, ob dies der Staat oder Plattformanbieter sind - alle
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