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Nachrichten

Whitepaper „S2: Safety und Security aus dem 
Blickwinkel der öffentlichen IT“ veröffentlicht

Das Whitepaper des Kompetenzzentrums Öffentliche IT 
(ÖFIT) widmet sich der Vielschichtigkeit des Themas Sicherheit 
und zeigt die heutigen und zukünftigen Handlungsfelder und 
Forschungsfragen in diesem für die Zukunft gesellschaftlich, 
wirtschaftlich und politisch höchst relevanten Themenbereich 
auf. Im Kontext von Infrastrukturen steht der Begriff Sicherheit 
für den Schutz vor Angriffen von außen (Security), aber auch 
für das sichere Funktionieren komplexer Strukturen (Safety). 
Durch die anhaltende Durchdringung unserer Gesellschaft 
mit Informationstechnologie verschwimmt jedoch die Grenze 
zwischen Safety und Security zusehends. Für zukünftige 
Sicherheitsüberlegungen im Bereich der öffentlichen IT spielt 
daher die gesamtheitliche Betrachtung beider Sicherheitsaspekte 
eine zentrale Rolle. 

Das Whitepaper nimmt folgende Thesen und Entwicklungen 
als Ausgangspunkt: Die fachspezifische Betrachtung einzel-
ner Sicherheitsbereiche kann nur Risiken aus dem eigenen 
Erfahrungsbereich identifizieren. Die Komplexität heutiger 
Systeme verlangt aber nach einem multidisziplinären Ansatz, um 
Gegenmaßnahmen zu ergreifen. Informationstechnik kann dabei 
einerseits zu einer sicheren Gesellschaft beitragen und Sicherheit 
verankern, andererseits aber auch als Einfallstor für neuartige 

Angriffe dienen. Systeme und Infrastrukturen werden durch 
Vernetzung gleichzeitig sicherer und unsicherer: Vielfältige und 
aktuelle Informationen erlauben zwar bessere Entscheidungen, 
jedoch entsteht aus der Vernetzung zweier sicherer Systeme 
nicht zwangsläufig ein sicheres Gesamtsystem. Ein übergreifen-
des Sicherheitsmanagement gewinnt an Bedeutung:  Technik 
und Organisation müssen auf Basis von anerkannter Praxis und 
gesetzlichen Regeln ihren Teil zur Sicherheit von offenen, ver-
netzten Systemen beitragen. Es muss dauerhaft überprüfbar sein, 
wer bzw. was einen Anteil an der Gesamtsicherheit verantwor-
tet und welche Veränderungen während der Lebenszeit eines 
Gesamtsystems weitere Sicherheitsmaßnahmen erfordern. Die 
Abschottung von komplexen, vernetzten Systemen kann nur be-
dingt funktionieren, vielmehr gewinnen Funktionen zur Stärkung 
der Widerstandsfähigkeit an Bedeutung.

Ergänzend verweist das ÖFIT auf das im Rahmen der Trend- 
und Themensammlung veröffentlichte Trendblatt „Security 
by Design“, als Unterthema zum aktuellen Whitepaper. Es 
zielt als übergreifende Sicherheitsstrategie auf die ganz-
heitliche Integration von Sicherheitseigenschaften in den 
Entwicklungsprozess ab.

Weitere Informationen und die Dokumente finden Sie hier: 
http://www.oeffentliche-it.de/publikationen und http://www.oef-
fentliche-it.de/trendschau 

16. Kongress neueVerwaltung

2./3. Juni 2015, CCL Leipzig
Unter dem Motto stabil.mobil.agil. richtet der  Kongress neue-
Verwaltung am 2./3. Juni 2015 in Leipzig seinen Blick auf 
die Bedeutung des demografischen Wandels für die digitale 
Verwaltung.

Damit setzt der diesjährige Kongress die Bedeutung der öf-
fentlichen Verwaltung für Wirtschaft und Gesellschaft in 
Beziehung zum digitalen Wandel in Bund, Ländern und 
Kommunen. Apps und mobile Webseiten, Social Media und 
agiles Verwaltungshandeln, E-Akte und IT-Sicherheit sowie di-
gitale Pro zesse mit dem neuen Personalausweis stehen auf dem 
Programm.

Im Fokus – demografischer Wandel

Passend zum Kongresstitel wird auch die Bedeutung des demo-
grafischen Wandels für die digitale Verwaltung behandelt. Sieben 
Foren haben Personalentwicklung und Gesundheitsmanagement 

im demographischen Wandel zum Thema. Hier werden u.a. 
Perspektiven der Personalgewinnung, Erfahrungen mit der 
Gefährdungsbeurteilung psychischer Belastungen und die strate-
gische Personalentwicklung in der Verwaltung in Bremen vorge-
stellt.

neueVerwaltung bietet viel Neues

In ihren Formaten hat die zweitägige Veranstaltung Einiges zu 
bieten: Am ersten Kongresstag der dbb Innovationspreis ver-
liehen. Der mit 20.000 Euro dotierte Preis soll Innovationen 
im Bereich der öffentlichen Verwal tung fördern und ihre 
Umsetzung unterstützen. Den ersten Kongresstag schließt ein 
Abendbuffet mit Unterhaltung ab. Weitere „Highlights“ am 
zweiten Kongresstag sind der von der Bundesregierung initiier-
te Bürgerdialog „Deutschland im Dialog“ und der et was andere 
Schlusspunkt mit den „Gorillas“.

Informationen zum Programm und zur Anmeldung finden Sie 
hier: www.neueverwaltung.de/files/1714/2313/6803/flyer.pdf und  
http://www.neueverwaltung.de/.
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E-Rechnungsgipfel 2015 

8./9. Juni 2015, Schloss Biebrich,Wiesbaden
Mit der E-Rechnung lassen sich gewaltige Einsparpotenziale 
realisieren. Gleichzeitig ist sie der Ausgangspunkt für die 
Optimierung des gesamten Einkaufs- und Verkaufsprozesses 
– von der Bestellung bis zur Bezahlung und Finanzierung. Auf 
Basis einer EU-Richtlinie werden nun auch die öffentlichen 
Verwaltungen E-Rechnungen akzeptieren.

Um Unternehmen und Verwaltungen das notwendige 
Wissen hinsichtlich der Umstellung auf E-Rechnungen mit 
auf den Weg zu geben und sie bestmöglich auf die anste-
henden Herausforderungen vorzubereiten, informieren 
das Bundesministerium des Innern in Kooperation mit der 
Universität für Verwaltungswissenschaften Speyer und dem 
Verband elektronische Rechnung über erste Ergebnisse der 
Umsetzung in Deutschland.

Thematische Highlights des Programms sind: 

  Daten und Fakten zum Einsatz der E-Rechnung in 
Deutschland

  Nationale Umsetzung der E-Invoicing-Richtlinie

  Haushaltsrechtliche und andere rechtliche Aspekte der 
E-Rechnung

  Integration in eine bestehende IT-Landschaft aus Workflow 
und ERP-Systemen

  Prüfungsaspekte der E-Rechnung im Zuge von GoBD und 
Compliance

  Zusammenspiel von E-Payment und E-Rechnung

  Nationale und internationale Standards: XÖV, ZUGFeRD, 
PEPPOL, UBL, XML

Die Keynote am zweiten Tag übernimmt der Parlamentarische 
Staatssekretär im Bundesministerium des Innern, Ole 
Schröder, zum Thema „Elektronische Rechnung als Dreh- und 
Angelpunkt der Digitalen Agenda“. Die fachliche Leitung ha-
ben Univ.-Prof. Dr. Mario Martini, Deutsche Universität 
für Verwaltungswissenschaften Speyer, Dr. Stefan Werres, 
Bundesministerium des Innern und Marcus Laube, Verband elek-
tronische Rechnung (VeR). 

Weitere Informationen und Anmeldung: http://www.e-rechnungs-
gipfel.de/
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