Anna Kaiser

Die elektronische Aufenthaltsiiberwachung —
Geeignetheit zur Terrorismusbekimpfung?

Erst 2011 als neue Weisung im Rahmen der Fiihrungsaufsicht eingefiihrt, tritt die elektro-
nische Aufenthaltsiitberwachung nun erneut in den kriminalpolitischen Fokus.! Obwohl
eine Entscheidung des Bundesverfassungsgerichts hinsichtlich der Frage der Verfassungs-
mifligkeit noch aussteht, soll sie in Zukunft nach dem Willen von Bundesjustizminister
Maas und Bundesinnenminister De Maiziére auch auf dem Gebiet der Terrorismusbe-
kimpfung eingesetzt werden.? Gemeinsam haben beide Anfang Januar 2017 verschiedene
sicherheitspolitische Mafinahmen im Vorgehen gegen den Terrorismus verkiindet.?

Hintergrund ist, dass Europa in den vergangenen Jahren immer hiufiger im Mittel-
punkt von Terroranschligen stand. Nachdem geplante Anschlige in Deutschland in der
Vergangenheit abgewendet werden konnten, war dies im Dezember 2016 nicht der Fall —
der Anschlag auf den Weihnachtsmarkt am Breitscheidplatz in Berlin konnte nicht ver-
hindert werden.

Die politische und strafrechtliche Aufarbeitung der letzten Jahre hat gezeigt, dass sich
der religios-fundamentalistisch motivierte Terrorismus in Europa weiterentwickelt hat.
Die Titer oder Téterinnen islamistischer Terroranschlige haben iiberwiegend im jeweili-
gen Land des Anschlages oder in anderen europiischen Lindern gelebt. Auch die Radi-
kalisierung eigener Staatsbiirger oder Staatsbiirgerinnen ist vermehrt bekannt geworden.
Zudem hat sich im Zuge der politischen Aufarbeitung gezeigt, dass in direkter Folge ei-
nes terroristischen Anschlages stets Sicherheitsdiskussionen aufflammen. Die Politik will
den Forderungen nach Sicherheit mit der Einfiihrung oder dem Ausbau straf- und gefah-
renabwehrrechtlicher Mafinahmen nachkommen, die zumeist eingriffsintensiv sind und
einen Abbau an Freiheitsrechten zur Folge haben. Diese fir die Kriminalpolitik typische
Reaktion auf Ereignisse, die Angste in der Bevolkerung auslosen, findet aktuell erneut
statt.

Nunmehr liegen hinsichtlich der Nutzung der Moglichkeiten der elektronischen Auf-
enthaltsiiberwachung zwei konkrete Gesetzesvorhaben vor, die auf den nachfolgenden
Seiten vorgestellt werden. Zunichst werden die wesentlichen Inhalte der beiden Geset-
zesentwiirfe dargestellt und jeweils insbesondere hinsichtlich ihrer Geeignetheit kritisch

1 BGBI. Teil I, 2010, 2300.; BT-Drs. 17/3403; die elektronische Aufenthaltsiiberwachung wird auch als
elektronische Fuflfessel bezeichnet. Zur Kritik an diesem Begriff: Kaiser, Auf Schritt und Tritt — die
elektronische Aufenthaltsiiberwachung, Wiesbaden 2016, 8 {f.

2 Bundesministerium der Justiz und fiir Verbrancherschutz, Konsequenzen nach dem Anschlag am
Breitscheidplatz (zuletzt abgerufen an: 21.1.2017), https://www.bmjv.de/SharedDocs/Artikel/DE/2
017/01132017_Massnahmen_Sicherheit.html., im Folgenden zitiert als: BMJV, Konsequenzen nach
dem Anschlag am Breitscheidplatz.

3 BMJV, Konsequenzen nach dem Anschlag am Breitscheidplatz (Fn. 2).
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betrachtet (I., I1.). Anschlieend wird ein Uberblick iiber stattfindende Grundrechtsein-
griffe gegeben und die Frage nach der Verhiltnismafligkeit der Vorhaben anhand der zu-
vor dargestellten Ergebnisse beantwortet (IIL.).

I. Vorstellung der Gesetzesvorhaben

Seit der Einfithrung der elektronischen Aufenthaltsiberwachung in das Fihrungsauf-
sichtsrecht werden Diskussionen um weitere Anwendungsfelder gefihrt. Die Ideen sind
vielfiltig, darunter ist der Einsatz zur Uberwachung von gewaltbereiten Hooligans, zur
Vermeidung von Untersuchungshaft oder zur Verhinderung von hiuslicher Gewalt.* Die
Idee, sie fiir die Terrorismusbekdmpfung nutzbar zu machen, ist hingegen recht neu. Die
vorliegenden Gesetzesvorhaben hingen eng mit der bereits existierenden Regelung zur
elektronischen Aufenthaltsiiberwachung im Rahmen der Fihrungsaufsicht zusammen:
Zum einen soll diese bestehende Regelung hinsichtlich der Uberwachung bereits verur-
teilter Straftiter terroristischer Taten ausgeweitet werden, bei denen auch weiterhin die
Gefahr der Begehung terroristischer Taten besteht (1.). Zum anderen ist die Einfiihrung
einer neuen Rechtsgrundlage ins BKAG geplant, die eine Uberwachung sog. ,Gefihr-
der” ermoglicht (2.). Gemeinsames Ziel dieser beiden Mafinahmen ist die Verhinderung
terroristischer Anschlige durch die Kontrolle der potenziellen Titer bzw. Téterinnen.

1. Ausweitung der elektronischen Aufenthaltsiiberwachung

Im Sommer 2016 wurde ein Referentenentwurf des Bundesministeriums der Justiz und
fiir Verbraucherschutz zur Ausweitung der bestehenden Regelung zur elektronischen
Aufenthaltsiiberwachung im Rahmen der Fihrungsaufsicht (§68b Abs.1 Satz1 Nr. 12,
Satz 3, 4 StGB) vorgelegt.> Die Fihrungsaufsicht kann als Mafiregel der Besserung und
Sicherung auch bei Bestehen einer schlechten Sozialprognose angeordnet werden, um
durch Betreuung und Uberwachung die Gefahr der erneuten Begehung einer Straftat zu
verhindern.® Zu ihrer Ausgestaltung konnen Weisungen (§ 68b StGB) angeordnet wer-
den. Wihrend bei der Einfithrung der elektronischen Aufenthaltsiiberwachung durch
eine solche Weisung im Rahmen der Fihrungsaufsicht insbesondere die Gruppe der ge-
fihrlichen Gewalt- und Sexualstraftiter erfasst werden sollte, sollen nun auch verurteilte
Straftdter terroristischer Taten erfasst werden.

4 Einen aktuellen Uberblick iiber weitere Anwendungsméglichkeiten bietet: Fiinfsinn/Kolz, Gegen-
wirtige Nutzung und Anwendungsperspektiven der Elektronischen Uberwachung in Deutschland,
StV 2016, 191 ff.

5 Referentenentwurf des Bundesministeriums der Justiz und fiir Verbraucherschutz, Entwurf eines
Gesetzes zur Anderung des Strafgesetzbuches — Ausweitung des Mafiregelrechts bei extremistischen
Straftitern (zuletzt abgerufen am 19.2.2017), https://www.bmjv.de/SharedDocs/Gesetzgebungsverf
ahren/Dokumente/RefE_Ausweitung_Massregelrecht_bei_extremistischen_Straftaetern.pdf?__blob
=publicationFile&v=2., im Folgenden zitiert als: Referentenentwurf des BMJV, Ausweitung des
Mafiregelrechts bei extremistischen Tatern (Fn. 5).

6 Einer fiir viele: Fischer, Strafgesetzbuch, 61. Auflage 2014, Vor § 68 Rn. 2.
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a) Inhalt des Referentenentwurfs

Fiir die geplante Ausweitung ist keine Anderung der bestehenden Rechtsgrundlagen hin-
sichtlich der elektronischen Aufenthaltsiiberwachung im Rahmen der Fihrungsaufsicht
(§68b Abs. 1 Satz 1 Nr. 12, Satz 3, 4 StGB) erforderlich. Diese Norm enthilt neben der
Weisung an sich auch die formellen und materiellen Voraussetzungen fiir eine Anord-
nung der elektronischen Aufenthaltsiiberwachung.” Die konkrete Bestimmung und Be-
grenzung des infrage kommenden Titerkreises findet hingegen erst tiber einen in den
Anordnungsvoraussetzungen enthaltenen Verweis auf §66 Abs.3 Satz1 StGB statt: Es
muss eine mindestens dreijahrige Strafhaft wegen jedenfalls einer Straftat der in §66
Abs. 3 Satz1 StGB genannten Art verbiifit oder eine Sicherungsverwahrung vollzogen
worden sein, und es muss die Gefahr bestehen, dass eine solche Straftat erneut begangen
werden konnte.®

Uber den in § 66 Abs. 3 Satz 1 StGB enthaltenen Verweis auf § 66 Abs. 1 Satz 1 Nr. 1b)
StGB werden Verbrechen des Ersten Abschnittes des Besonderen Teils des StGB erfasst,
also auch solche, die den Rechtsstaat und die offentliche Ordnung gefihrden und unter
die auch terroristische Taten fallen. Einige der Terrorismusdelikte des Strafgesetzbuches
sind jedoch als schwere Vergehen ausgestaltet und konnen damit aktuell nicht als Grund-
lage fiir eine Anordnung der elektronischen Aufenthaltsiiberwachung dienen.” Um dies
zu andern, soll der in Frage kommende Personenkreis ,moderat ausgeweitet werden®.1
Der Gesetzentwurf sieht vor, dass §§ 89a Abs. 1 bis 3, 89¢ Abs. 1 bis 3 StGB sowie § 129a
Abs. 5 Satz 1 1. Alt. StGB, auch in Verbindung mit § 129b Abs. 1 StGB, in §66 Abs.3
Satz 1 StGB eingefiigt werden.!! Damit sollen die Vorbereitung einer schweren staatsge-
fahrdenden Gewalttat, die Terrorismusfinanzierung und das Unterstiitzen einer in- oder
auslindischen terroristischen Organisation taugliche Anlassdelikte werden.!?

Zusitzlich mussen fiir eine Anordnung der elektronischen Aufenthaltsiiberwachung
auch alle weiteren Anordnungsvoraussetzungen vollstandig vorliegen (§ 68b Abs. 1 Satz 3
StGB).!? Insbesondere muss in materieller Hinsicht auf Grund einer Prognose die Gefahr
feststehen, dass die potenziell zu iiberwachende Person auch erneut eine der in §66
Abs. 3 Satz 1 StGB genannten Straftaten begehen wird.!* Fiir diese Prognose ist die Ein-
holung eines Sachverstindigengutachtens nach aktueller Regelung nicht erforderlich.!
Zudem muss die Anordnung der elektronischen Aufenthaltsiiberwachung als erforder-
lich erscheinen, die zu Uberwachende Person durch die Moglichkeit der Datenverwen-

7 BT-Drs. 17/3403, 35 ff.; Kaiser (Fn. 1), 90 ff.

8 BT-Drs. 17/3403, 36{.; Kaiser (Fn. 1), 100f.

9 Referentenentwurf des BMJV, Ausweitung des Mafiregelrechts bei extremistischen Straftitern (Fn.
5), 1, 5.

10 Ebd., 5.

11 Ebd., 3, 5.

12 Ebd., 5.

13 Eine Darstellung der Anordnungsvoraussetzungen sind u.a. in den folgenden Quellen zu finden:
BT-Drs. 17/3403, 35 f.; Harders, Elektronische Uberwachung von Straffilligen, Godesberg 2014,
135 ff.; Kaiser (Fn. 1), 99 ff.

14 BT-Drs. 17/3403, 37.

15 BT-Drs. 27/3403, 37; Brauneisen, Die elektronische Uberwachung des Aufenthaltsortes als neues
Instrument der Fihrungsaufsicht, StV 2011, 311 (313); Haverkamp/Schwedler/Wifsner, Die elek-
tronische Aufsicht von als gefahrlich eingeschitzten Entlassenen, Recht & Psychiatrie 2012, 9 (11);
Kaiser (Fn. 1), 104f., 153.
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dung (§ 463a Abs. 4 StPO) von der Begehung weiterer schwerer Straftaten abzuhalten.!®
Das Wissen um die Uberwachung und die Datenerhebung sollen die vom Gesetzgeber
erhoffte Abschreckung bewirken.!” Die spezialpriaventive Wirkung ist bislang nicht
nachgewiesen.!$

b) Kritik an der geplanten Anderung

Die geplante Ausweitung der elektronischen Aufenthaltsiberwachung im Rahmen der
Fihrungsaufsicht bietet Anlass fiir Kritik.

Zunichst ist die Erweiterung um die zuvor genannten schweren Vergehen kritikwiir-
dig. Diese wurden zum Zeitpunkt der Einfiihrung ins StGB bewusst als Vergehen und
mit einer entsprechenden Strafandrohung ausgestaltet. Bereits die bestehende Regelung
zur elektronischen Aufenthaltsiiberwachung sollte nur restriktiv angewendet werden.!?

Zudem erscheint es hinsichtlich der Personen, die wegen der Finanzierung oder der
Unterstlitzung einer in- oder auslindischen terroristischen Gruppe verurteilt wurden,
zwar als moglich, dass diese iiber entsprechende Kontakte verfiigen. Die Uberwachung
solcher Kontakte ist mittels elektronischer Aufenthaltsiiberwachung aber nahezu un-
moglich. Zwar gibt der Wortlaut des § 68b Abs. 1 Satz 3 Nr. 4 StGB die Kombination der
elektronischen Aufenthaltsiiberwachung mit Kontaktverboten (§68b Abs.1 Satz 1 Nr.3
StGB) grundsitzlich her, dies ist jedoch praktisch kaum umsetzbar. Denn fiir die Kon-
trolle physischer Kontakte miisste der stindige Aufenthaltsort der moglichen Kontakt-
person bekannt sein oder diese misste ebenfalls elektronisch iiberwacht werden.?® Kon-
takte iiber Telefon, Email oder per SMS sind allein durch die elektronische Aufenthalts-
iberwachung nicht feststellbar.

Fur die Anordnung der elektronischen Aufenthaltsiiberwachung muss es zudem erfor-
derlich erscheinen, die tiberwachte Person von einer erneuten Begehung einer Katalog-
straftat durch die Moglichkeit der Datenverwendung abzuhalten (§68b Abs. 1 Satz3
Nr. 4 StGB).2! Dafiir miisste das Wissen um die Uberwachung, die Datenerhebung und
die Moglichkeit der Datenverwendung die tiberwachte Person von der Begehung einer
terroristischen Straftat abschrecken. Es erscheint auf8erst fraglich, inwieweit sich eine ra-
dikalisierte Person von ihren Plinen abbringen lassen wird.

Zwar kann der tiberwachten Person durch die vorgesehene Kombination der elektro-
nischen Aufenthaltsiberwachung mit aufenthaltsbezogenen Weisungen (§68b Abs. 1
Satz 1 Nr. 1, Nr. 2 StGB) aufgegeben werden, sich an bestimmten Orten aufzuhalten oder
bestimmte Orte nicht zu betreten. Befurworter der Ausweitung der bestehenden Rege-
lung auf terroristische Titer und Titerinnen erhoffen sich gerade in der Ausgestaltung
besonders gefahrdeter Orte als Verbotszone — z.B. Flughifen — die Moglichkeit, terroris-

16 BT-Drs. 17/3403, 37f.

17 BT-Drs. 17/3403, 38.; Haverkamp/Schwedler/Wofiner, Die elektronische Aufsicht von als gefdhr-
lich eingeschitzten Entlassenen, Recht & Psychiatrie 2012, 9 (10, 16).

18 Briuchle/Kinzig, Kurzbericht iber die wesentlichen Befunde einer bundesweiten Studie mit
rechtspolitischen Schlussfolgerungen, 8, https://www.bmjv.de/SharedDocs/Downloads/DE/PDF/
BereichMinisterium/Kurzbericht_elektronische_Aufenthaltsueberwachung_im_Rahmen_der_Fue
hrungsaufsicht.html (Abruf 26.3.2017).

19 Bréiuchle/Kinzig (Fn. 18), 7; Kaiser (Fn. 1), 103.

20 Kaiser (Fn. 1), 112.

21 BT-Drs. 17/3403, 38.
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tische Anschlige verhindern zu kénnen.?? Sollte die iiberwachte Person eine eingerichtete
Verbotszone betreten, wiirde ein Alarm ausgeldst und man konnte die Person von der
Tatbegehung abhalten — so jedenfalls die Vorstellung. Tatsachlich ist zu bezweifeln, dass
sich eine zu einem Attentat entschlossene Person von der Tat abhalten lassen wiirde.?’ Sie
konnte den Alarm schlicht ignorieren und versuchen, ihrem Ziel in der verbleibenden
Zeit so nah wie moglich zu kommen, oder sie zerstort oder stort die Uberwachungstech-
nik zuvor, 16st damit zwar einen Alarm aus, ist aber nicht mehr zu orten. Hinzu kommt
die bereits hiufiger beobachtete Bereitschaft, das eigene Leben fir die Durchfithrung des
Anschlages zu opfern.

Es verbliebe zudem die Moglichkeit, sich ein Ziel auszusuchen, fiir das gerade keine
Verbotszone eingerichtet wurde. Einem terroristischen Attentiter oder einer Attentiterin
wird es im Regelfall nicht darum gehen, ein konkretes Ziel zu zerstéren, sondern Angste
durch Zerstorung und die Tétung oder Verletzung von Menschen zu schiiren. Damit
konnte ein Anschlag an jedem beliebigen Ort stattfinden, an dem sich Menschen aufhal-
ten und der ansonsten als nicht besonders gefihrdet eingestuft wird. Dies lief§ sich auch
im Dezember 2016 in Berlin beobachten: Der Attentiter suchte sich kein Regierungsge-
baude, keinen Bahnhof oder Flughafen aus und nutzte keine Bombe oder dhnliche ge-
meingefahrliche Mittel, sondern er fuhr mit einem LKW in eine Menschenmenge, die
sich auf einem Weihnachtsmarkt befand. Wer hitte diese konkrete Vorgehensweise vor-
her bedenken konnen?

Auch das Uberwachen einer eingerichteten Gebotszone, durch das ein Verlassen der-
selben kontrolliert werden kann, wird als positive Moglichkeit bewertet: so soll das Ver-
lassen des Landes, z.B. zum Zweck der Teilnahme an einem Terror-Camp, verhindert
werden konnen.2* Auch wenn das Uberwachungsnetz in Deutschland immer enger ge-
kniipft wird, endet die Uberwachung mittels elektronischer Aufenthaltsiiberwachung an
der deutschen Grenze, da eine europaweite Uberwachung aktuell nicht existiert. Folglich
kann eine auf dem Bundesgebiet iiberwachte Person nach Uberschreiten der Grenze un-
bemerkt in einem anderen Land untertauchen. Das Zerstéren der Uberwachungstechnik
16st zwar einen Alarm aus, ist die iberwachte Person aber schnell genug und verfugt et-
wa Uber ein gut ausgebautes Netzwerk, kann ein Untertauchen nicht verhindert werden.

2. Einfihrung einer Rechtsgrundlage im BKAG

Im Januar 2017 stellte Bundesjustizminister Maas gemeinsam mit Bundesinnenminister
De Maiziere in direkter Reaktion auf den Anschlag auf den Weihnachtsmarkt am Breit-
scheidplatz verschiedene sicherheitspolitische Mafinahmen vor, zu denen auch die Schaf-
fung einer Rechtsgrundlage im BKAG fir eine Anordnung der elektronischen Aufent-
haltstiberwachung bei sogenannten ,,Gefihrdern“ vor der eigentlich Tatbegehung oder

22 Referentenentwurf des BMJV, Ausweitung des Mafiregelrechts bei extremistischen Straftitern (Fn.
5), 6.

23 Griesbaum/Wallenta, Strafverfolgung zur Verhinderung terroristischer Anschlige — Eine Be-
standsaufnahme, NStZ 2013, 369 (372) sprechen von einem ,unbedingten Willen, Anschlige zu
begehen®.

24 Referentenentwurf des BMJV, Ausweitung des Mafiregelrechts bei extremistischen Straftitern (Fn.
5), 6.
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einer strafrechtlichen Verurteilung gehérte.?> Nach kurzer Zeit wurde die Anderung des
BKAG vom Bundeskabinett beschlossen.?

Die Einfihrung dieser Rechtsgrundlage ins BKAG soll im Rahmen einer ohnehin not-
wendigen Anderung des Gesetzes erfolgen. Das BKAG wurde mit Urteil vom 20.4.2016
fiir teilweise verfassungswidrig erklirt.” Der vorliegende Gesetzentwurf soll den Vorga-
ben dieses Urteils gerecht werden sowie der Umsetzung der Richtlinie 2016/680 zur
Aufhebung des Rahmenbeschlusses 2008/977/]1 dienen.?® Der Entwurf sieht mit der Ein-
fihrung eines §56 BKAG-E die Schaffung einer Rechtsgrundlage fiir die elektronische
Aufenthaltsiiberwachung vor, die neben den Anordnungsvoraussetzungen auch Regelun-
gen zur Datenerhebung und -verwendung enthalten soll.?

a) Begrenzung des Personenkreises

Bundesjustizminister Maas und Bundesinnenminister De Maiziére haben im Rahmen des
beschlossenen Mafinahmenpakets von der ,Moglichkeit des Einsatzes einer elektroni-
schen Aufenthaltsiberwachung (,Fufifessel“) fiir Gefihrder auch vor einer moglichen
Verurteilung® gesprochen.’® Fraglich ist folglich, wer in die Gruppe dieser ,,Gefihrder®
fallt und wie sich der fiir die Anordnung in Frage kommende Personenkreis begrenzen
lasst. Eine konkrete gesetzliche Definition existiert aktuell nicht. § 56 BKAG-E verweist
hinsichtlich der Frage der Konkretisierung des infrage kommenden Personenkreises auf
§5 Abs. 1 Satz2 BKAG-E.*! Danach muss von einer Person die Gefahr ausgehen, dass
sie eine terroristische Straftat im Sinne des §5 Abs. 1 Satz2 BKAG-E begehen konnte.??
§5 Abs.1 Satz2 BKAG-E verweist seinerseits darauf, dass eine terroristische Straftat
vorliegt, wenn die Gefahr der Verwirklichung von in §129a Abs. 1, 2 StGB genannten
Straftaten besteht und diese dazu bestimmt sind, die Bevolkerung auf erhebliche Weise
einzuschiichtern (Nr. 1), eine Behorde oder internationale Organisation rechtswidrig mit
Gewalt oder durch Drohung mit einer solchen zu notigen (Nr.2) oder die politischen,
verfassungsrechtlichen, wirtschaftlichen oder sozialen Grundstrukturen eines Staates
oder einer internationalen Organisation zu beseitigen oder erheblich zu beeintrichtigen
und durch die Art ihrer Begehung oder durch ihre Auswirkungen einen Staat oder eine
internationale Organisation erheblich schidigen konnen.>® §129a Abs. 1, 2 StGB enthilt
eine Auflistung erheblichster Straftaten nach dem Strafgesetzbuch oder dem Vélkerstraf-
gesetzbuch, durch die gewichtige Rechtsguiter geschidigt werden, so etwa Leib, Leben
und Freiheit einer Person sowie den Bestand und die Sicherheit der Bundesrepublik
Deutschland oder eines Bundeslandes.

25 BM]JV, Konsequenzen nach dem Anschlag am Breitscheidplatz (Fn. 2).

26 Gesetzentwurf der Bundesregierung, Entwurf eines Gesetzes zur Neustrukturierung des Bundes-
kriminalamtgesetzes (zuletzt abgerufen am 18.2.2017), https://www.bmi.bund.de/SharedDocs/Do
wnloads/DE/Gesetzestexte/Entwuerfe/entwurf-bkag.pdf?___blob=publicationFile., im Folgenden
zitiert als: Gesetzentwurf der Bundesregierung, Neustrukturierung des BKAG.

27 BVerfG, U. v.20.4.2016 — 1 BvR 966/09, 1 BvR 1140/09.

28 Gesetzentwurf der Bundesregierung, Neustrukturierung des BKAG (Fn. 26), 1.

29 Ebd.59f., 147 ff.

30 BM]JV, Konsequenzen nach dem Anschlag am Breitscheidplatz (Fn. 2).

31 Gesetzentwurf der Bundesregierung, Neustrukturierung des BKAG (Fn. 26), 14, 59f,, 105f; §5
BKAG-E war zuvor §4a BKAG.

32 Ebd., 147.

33 Ebd., 14, 105f.
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Diese Straftaten miissen gerade noch nicht begangen worden sein — vielmehr gentigt
die ,,Gefahr der Begehung einer terroristischen Straftat“.>* Angekntipft wird also an eine
moglicherweise in der Zukunft stattfindende Tat — die Anordnungsmoglichkeit der Maf3-
nahme wird damit in den Bereich der Vorbereitungshandlungen verlegt. Gemaf des § 56
Abs.1 BKAG-E soll die elektronische Aufenthaltsiberwachung angeordnet werden
konnen, wenn bestimmte Tatsachen die Annahme rechtfertigen (Nr. 1) oder das individu-
elle Verhalten eine konkrete Wahrscheinlichkeit dafiir begriindet (Nr. 2), dass die Person
eine Straftat nach §5 Abs. 1 Satz2 BKAG begehen wird.*> Hinsichtlich der Ausfillung
dieser Voraussetzungen verweist die Gesetzesbegriindung ,auf die vom Bundesverfas-
sungsgerichts in seinem Urteil vom 20.4.2016 entwickelten Voraussetzungen fiir gefah-
renabwehrrechtliche Mafinahmen“.>¢ Das Bundesverfassungsgericht betont darin, dass
der Gesetzgeber nicht auf die Schaffung von Eingriffstatbestinden beschrinkt ist, ,die
dem tradierten sicherheitsrechtlichen Modell der Abwehr konkreter, unmittelbar bevor-
stehender oder gegenwirtiger Gefahren entsprechen“.’” Vielmehr konnten die Anforde-
rungen an die Vorhersehbarkeit des Kausalverlaufes herabgesetzt werden, sofern noch
eine hinreichend konkretisierbare Gefahr vorliege.’® Dies sei der Fall, wenn sich zwar
der Kausalverlauf noch nicht mit hinreichender Wahrscheinlichkeit vorhersehen lisst,
sofern bereits bestimmte Tatsachen auf eine im Einzelfall drohende Gefahr fiir ein iiber-
ragend wichtiges Rechtsgut hinweisen oder zwar noch kein ,seiner Art nach konkreti-
siertes und zeitlich absehbares Geschehen erkennbar ist, jedoch das individuelle Verhal-
ten einer Person die konkrete Wahrscheinlichkeit begriindet, dass sie solche Straftaten in
tiberschaubarer Zukunft begehen wird“.?? Diese Grundsitze wurden als Anordnungs-
voraussetzungen in §56 Abs. 1 BKAG-E ibernommen, um die ausreichende Bestimmt-
heit der Mafinahme zu gewihrleisten, die so weit im Vorfeld einer Tatbegehung angeord-
net werden kann. Damit soll verhindert werden, dass eine Anordnung auch bereits bei
einer lediglich diffusen Gefahrenlage oder einem unzureichenden Verdacht stattfinden
kann.

b) Anordnungsvoraussetzungen

Die Voraussetzungen fiir eine Anordnung der elektronischen Aufenthaltsiiberwachung
fir Gefihrder oder Gefihrderinnen sollen in §56 Abs. 1 BKAG-E geregelt werden. Die-
ser dhnelt in Inhalt und Struktur der bereits bestehenden Regelung der elektronischen
Aufenthaltsiiberwachung im Rahmen der Fithrungsaufsicht (§68b Abs.1 Satz1 Nr. 12,
Satz 3, 4 StGB). §56 Abs.2 BKAG-E entspricht im Wesentlichen den Vorgaben des
§463a Abs. 4 StPO zur Datenerhebung und -verwendung.

Das BKA kann beim zustindigen Gericht beantragen, eine Person zu verpflichten, ein
technisches Mittel, mit dem der Aufenthaltsort dieser Person elektronisch iiberwacht
werden kann, stindig in betriebsbereitem Zustand am Korper bei sich zu fiihren und des-
sen Funktionsfihigkeit nicht zu beeintrichtigen, wenn die bereits genannten Vorausset-

zungen nach §56 Abs. 1 Nr. 1 oder Nr. 2 BKAG-E vorliegen und diese Person durch die

34 Ebd., 146.

35 Ebd., 59.

36 Ebd., 147.

37 BVerfG, U. v.20.4.2016 — 1 BvR 966/09, 1 BvR 1140/09, abgedruckt bei juris, Rn. 112.
38 Ebd.

39 Ebd.
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Uberwachung und die Datenverwendung von der Begehung dieser Straftaten abgehalten
werden kann.*® Damit wird die bereits in § 68b Abs. 1 Satz 1 Nr. 12 StGB gewahlte For-
mulierung aufgegriffen.*!

§56 Abs.2 Satz 1 BKAG-E enthilt die Rechtsgrundlage zur Datenerhebung.*? Diese
ist — wie bei §463a Abs. 4 StPO - in der Kombination mit der Anordnung zum Tragen
der erforderlichen Technik zu verstehen.** Eine Verwendung der erhobenen und gespei-
cherten Daten ist ohne Einwilligung der tiberwachten Person nur fiir die abschlieflend
aufgezihlten Zwecke erlaubt (§56 Abs.2 Satz3 BKAG-E) und sie sind nach Mafigabe
von § 56 Abs. 2 Satz 4 bis 9 BKAG-E zu behandeln. Auch die nach dem BKAG anzuord-
nende elektronische Aufenthaltsiiberwachung soll die effektive Uberwachung aufent-
haltsbezogener Weisungen oder die Durchsetzung von Kontaktverboten ermdglichen
konnen (§ 56 Abs. 2 Satz 3 Nr. 2 BKAG-E).*

Zudem soll das BKA die Befugnis zur Erhebung personenbezogener Daten bei ande-
ren Stellen und zur Weitergabe von Daten zur Durchfithrung der elektronischen Aufent-
haltstiberwachung an die explizit genannten Stellen erhalten (§56 Abs.3 Satz2, 4
BKAG-E). Andersherum sollen Polizeibehorden des Bundes oder der Linder zum Zwe-
cke der Durchfihrung des § 56 Abs. 1 und 2 BRAG-E auch Daten an das BKA weiterge-
ben konnen (§56 Abs.3 BKAG-E). Die erhobenen und gespeicherten Daten sollen spa-
testens nach Ablauf von zwei Monaten zu loschen sein, es sei denn, sie werden fiir einen
der genannten Zwecke verwendet.*> Die Mafinahme soll zunichst fiir die Dauer von drei
Monaten angeordnet werden konnen, allerdings ist eine Verlangerung bei Fortbestehen
der Gefahr moglich (§ 56 Abs. 8 BKAG-E).

¢) Kritik an der geplanten Einfithrung

Auch die geplante Einfithrung der elektronischen Aufenthaltsiberwachung ins BKAG
ist kritikwiirdig. Zunichst ist es, trotz der inhaltlichen Ahnlichkeit der Regelungen, un-
glicklich, dass die fiir das BKAG geplante Mafinahme mit ,.elektronischer Aufenthalts-
tiberwachung® benannt wurde. Eine Verwechslung mit der elektronischen Aufenthalts-
iberwachung im Rahmen der Fihrungsaufsicht steht zu befiirchten.** Dabei handelt es
sich um unterschiedliche Mafinahmen: Wihrend die geplante polizeiliche Regelung im
BKAG vor einer etwaigen Tatbegehung ansetzt, kann die elektronische Aufenthaltstiber-
wachung im Rahmen der Fihrungsaufsicht unter den Voraussetzungen des § 68b Abs. 1
Satz 3 StGB erst nach Haftverbuflung bzw. Mafiregelerledigung bei fortbestehender Ge-
fahr einer neuerlichen Tatbegehung angeordnet werden.

Die Eingrenzung des in Frage kommenden Personenkreises miisste streng nach Mafi-
gabe der vom Bundesverfassungsgericht entwickelten Grundsitze und Anforderungen an

40 Geserzentwurf der Bundesregierung, Neustrukturierung des BKAG (Fn. 26), 59, 1461.

41 BT-Drs. 17/3403, 35f.; Zum Inhalt der Weisung: Brauneisen, Die elektronische Uberwachung des
Aufenthaltsortes als neues Instrument der Fihrungsaufsicht, StV 2011, 311 (312); Haverkamp/
Schwedler/Wofiner, Die elektronische Aufsicht von als gefihrlich eingeschitzten Entlassenen,
Recht & Psychiatrie 2012, 9 (10); Harders (Fn. 13), 126,; Kaiser (Fn. 1), 92.

42 Gesetzentwurf der Bundesregierung, Neustrukturierung des BKAG (Fn. 26), 147.

43 Kaiser (Fn. 1), 115.

44 Gesetzentwurf der Bundesregierung, Neustrukturierung des BKAG (Fn. 26), 59, 146.

45 Ebd., 149.

46 Zum Problem der begrifflichen Abgrenzung hinsichtlich der verschiedenen Moglichkeiten der
elektronischen Uberwachung: Kaiser (Fn. 1), 7 ff.
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die Anordnungsvoraussetzungen gehandhabt werden.*” Keinesfalls diirfte es zu einer
Anordnung bei bloff diffusen Verdachtslagen oder vagen Informationen unter dem Deck-
mantel der Sicherheit kommen.

Die Dauer der Mafinahme ist zeitlich eng begrenzt — was unter verfassungsrechtlichen
Aspekten grundsitzlich zu begriiffen ist. Sie darf drei Monate andauern, wobei eine Ver-
lingerung der Mafinahme moglich ist, solange die Anordnungsvoraussetzungen vorliegen
(§56 Abs. 8 BKAG-E).*® Je extensiver aber die Anordnungsvoraussetzungen angewendet
werden, desto leichter kommt eine Verlingerung der Mafinahme in Betracht. Zudem er-
scheint es moglich, dass sich eine tiberwachte Person fiir eine dreimonatige Phase unauf-
fillig verhilt, um die Uberwachungsmafinahme ziigig zu beenden.

Wie schon hinsichtlich der Ausweitung der elektronischen Aufenthaltsiiberwachung
im Rahmen der Fihrungsaufsicht erldutert, stellt sich auch vorliegend insbesondere die
Frage der Geeignetheit.*” Bundesinnenminister De Maiziére hat am 17.2.2017 anlisslich
der ersten Lesung des Gesetzesentwurfes erklart, die elektronische Aufenthaltsiiberwa-
chung bei Gefahrdern sei ,kein Allheilmittel [...], so wie alle anderen Einzelmafinahmen
von Sicherheitsbehorden fir sich genommen keine Allheilmittel sind. Es ist aber besser
zu wissen, wo sich ein Gefihrder aufhilt, als es nicht zu wissen. Eine Fuf}fessel kann hel-
fen, den Aufenthaltsort von Gefihrdern zu ermitteln und so ihr Untertauchen zu verhin-
dern.“*® Allerdings sind die technischen Mittel zur Uberwachung weder unzerstorbar
noch unstorbar — ist ein Gefihrder oder eine Gefahrderin zur Begehung eines Anschlages
oder zum Untertauchen entschlossen, kann das zur Technik gehorige Fulband zerstort
und abgelegt werden. Zwar wird dadurch ein Alarm ausgelst, ein Untertauchen kann je-
doch nicht verhindert werden — insbesondere dann nicht, wenn dem Gefihrder bzw. der
Gefdhrderin ein Netzwerk an Unterstiitzern zur Verfiigung stehen sollte —, denn bis zum
Eintreffen der jeweiligen Landespolizei diirfte eine gewisse Zeit vergehen. Hinsichtlich
der Frage der Verhinderung einer Tatbegehung durch die Datenverwendung gilt das be-
reits hinsichtlich der Ausweitung der elektronischen Aufenthaltsiberwachung im Rah-
men der Fihrungsaufsicht Gesagte.>!

I1. Grundrechtseingriffe und VerhiltnismdfSigkeit

Staatliche Uberwachungsmafinahmen haben zumeist Grundrechtseingriffe zur Folge.
Dies ist auch bei der elektronischen Aufenthaltsiberwachung der Fall. Dem Bundesver-
fassungsgericht liegen bereits seit 2011 Verfassungsbeschwerden hinsichtlich der elektro-
nischen Aufenthaltsiiberwachung im Rahmen der Fithrungsaufsicht (§68b Abs. 1 Satz 1
Nr. 12, Satz 3, 4 StGB) zur Entscheidung vor.>? Bislang ist nur tiber einstweilige Anord-
nungen entschieden worden.>® Schon wegen dieser noch ausstehenden Entscheidung ist

47 Vgl. L. 2a).

48 Gesetzentwurf der Bundesregierung, Neustrukturierung des BKAG (Fn. 26), 61.

49 Vgl. L 1b).

50 Rede des Bundesinnenministers De Maiziere anlisslich der 1. Lesung des Gesetzentwurfes, (zuletzt
abgerufen am 19.2.2017), https://www.bmi.bund.de/SharedDocs/Reden/DE/2017/02/erste-lesung
-neustrukturierung-bka-gesetz.html.

51 Vgl L, 1b).

52 Dem Zweiten Senat des Bundesverfassungsgerichts liegen Verfassungsbeschwerden unter den fol-
genden Aktenzeichen vor: 2 BvR 916/11, 2 BvR 636/12 und 2 BvR 2633/11.

53 BVerfG, B. v. 12.12.2013 - 2 BvR 636/12; BVerfG, B. v. 22.1.2015 — 2 BvR 2095/14.
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es kritikwiirdig, dass tiber eine Ausweitung der bestehenden Regelung und die Schaffung
einer neuen Rechtsgrundlage entschieden wird. Jedenfalls nach der Auffassung der Auto-
rin ist die bestehende Regelung zur Aufenthaltsiiberwachung (§ 68b Abs. 1 Satz 1 Nr. 12,
Satz 3, 4 StGB) wegen eines Verstofies gegen das Zitiergebot verfassungswidrig.>*

Aufgrund der Nihe der hier vorgestellten Gesetzesvorhaben zur bereits existierenden
Regelung zur elektronischen Aufenthaltsiiberwachung im Rahmen der Fithrungsaufsicht
stellen sich auch zhnliche verfassungsrechtliche Fragen.> Im Folgenden wird ein Uber-
blick iber die betroffenen Grundrechte gegeben. Insbesondere stellt sich dabei — unter
Berticksichtigung der voranstehenden Ausfithrungen zur Kritik an den Vorhaben — die
Frage der Verhiltnismifligkeit.

Bei der alleinigen elektronischen Aufenthaltsiiberwachung handelt es sich zwar um
keine per se unzulissige Rundumiiberwachung, da mittels der erhobenen Daten der
Standort ermittelt und ein Bewegungsprofil erstellt sowie eine Bewegungsprognose abge-
geben werden kann, aber gerade nicht nahezu liickenlos alle Bewegungen, Lebensiufie-
rungen und Informationen der iberwachten Person registriert werden.’® Allerdings wird
durch die elektronische Aufenthaltsiiberwachung — und zwar sowohl durch diejenige, die
als Weisung im Rahmen der Fihrungsaufsicht geregelt ist (§68b Abs.1 Satz1 Nr. 12,
Satz 3, 4, StGB), als auch diejenige, die ins BKAG eingefiithrt werden soll - intensiv in die
Privatsphire der iiberwachten Person eingegriffen. Betroffen sind die Unverletzlichkeit
der Wohnung und die informationelle Selbstbestimmung.” In Art. 13 Abs.1 GG wird
korperlich und unkorperlich eingegriffen. Das Betreten der Wohnraume zum Zweck des
Aufstellens der Home-Unit, die aktuell in technischer Hinsicht fiir die Vermeidung der
Erhebung von Wohnraumdaten genutzt wird, stellt einen kérperlichen Eingriff dar.>® Zu-
dem geht aus dem Wortlaut der jeweiligen Rechtsgrundlagen zur Datenerhebung hervor,
dass die Erhebung von Wohnraumdaten in Einzelfillen nicht vollstandig ausgeschlossen
werden kann, weswegen ein ,abgestufter Ansatz“>? vorgesehen ist: kann die Erhebung
solcher Daten nicht ausgeschlossen werden, diirfen diese nicht verwendet werden und
sind zu 16schen (§463a Abs. 4 Satz 1 Hs. 2, Satz 8 StPO, §56 Abs.2 Satz2, § BKAG-E).
Durch die Erhebung dieser Daten wird unkorperlich — also ohne ein Betreten der Wohn-
riume — in Art. 13 Abs.1 GG eingegriffen.®® Zudem wird durch die mit der elektroni-
schen Aufenthaltsiiberwachung unmittelbar verbundene Datenerhebung und -speiche-
rung auch intensiv in die aus dem allgemeinen Personlichkeitsrecht abgeleitete informa-
tionelle Selbstbestimmung eingegriffen (Art. 2 Abs. 1 GG 1.V.m. Art. 1 Abs. 1 GG).%!

Hinsichtlich bereits verurteilter Straftiter oder Straftiterinnen wird zudem in das aus
Art. 2 Abs. 1 GG folgende Recht auf Resozialisierung eingegriffen. Durch das Tragen der
Uberwachungstechnik, die am Fufigelenk angelegt wird, kann die iiberwachte Person in
der Offentlichkeit als Straftiter bzw. Straftiterin identifiziert werden, wodurch es zu

54 Kaiser (Fn. 1), 188 f.; a.A. Harders (Fn. 13), 206.

55 Fiir eine Priffung der Verfassungsmafligkeit hinsichtlich der Menschenwiirde, der Privatsphire und
der Freiheit: Kaiser (Fn. 1), 131.

56 Erste Ansitze zur Frage der Rundumiiberwachung schon in BVerfGE 65, 1 (42), konkret u.a. in
BVerfGE 109, 279 (323); BVerfGE 112, 304 (319); Kaiser (Fn. 1), 196 ff.

57 BT-Drs. 17/3403, 181.; Harders (Fn. 13), 193 ff.; Kaiser (Fn. 1), 161 ff.

58 Kaiser (Fn. 1), 166.

59 BT-Drs. 17/3403, 44.

60 Kaiser (Fn. 1), 167 ff.

61 Ebd., 193 ff.
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stigmatisierenden Situationen kommen kann.®? Diese Moglichkeit der Identifizierung er-
schwert die Wiedereingliederung in die Gesellschaft.®> Auch, wenn die zu tragende Tech-
nik in den meisten Situationen unter Kleidung versteckt werden kann, verbleiben Situa-
tionen, in denen sie sichtbar wird, z.B. beim Tragen kurzer Hosen.%*

Um die elektronische Aufenthaltsiiberwachung trotz dieser Grundrechtseingriffe als
rechtmiflig bewerten zu konnen, miisste sie verhiltnismifig sein. Wihrend die Abwehr
terroristischer Anschlige oder auch das Verhindern des Untertauchens einen legitimen
Zweck darstellen, ist die Geeignetheit der elektronischen Aufenthaltsiberwachung in
diesem Zusammenhang problematisch. Fiir diese musste der Zweck durch die jeweilige
Mafinahme bewirkt oder gefordert werden. Wie bereits in den voranstehenden Abschnit-
ten zu den Vorhaben jeweils ausfihrlich erlautert, bestehen hinsichtlich beider Vorhaben
erhebliche Zweifel daran, dass diese terroristische Anschlige oder ein Untertauchen tat-
sichlich verhindern konnen.® Bereits mit dem Fehlen der Geeignetheit sind beide Vorha-
ben als unverhaltnismaflig und damit als unrechtmiflig zu bewerten.

I11. Fazit

Die elektronische Aufenthaltsiberwachung soll fiir die Terrorismusbekimpfung genutzt
werden. Insbesondere die Frage der Geeignetheit der geplanten Vorhaben ist kritisch zu
betrachten. Angesichts der aus vergangenen terroristischen Anschligen gewonnenen Er-
kenntnisse erscheint es kaum moglich, einen (kiinftigen) Tater oder eine (kiinftige) Tate-
rin terroristischer Straftaten von Anschligen oder einem Untertauchen abzuhalten. Die
Uberwachung von Kontakten hingegen kénnte zwar aufschlussreich sein, ist jedoch
technisch nicht umsetzbar. Damit fehlt die Geeignetheit der geplanten Vorhaben, so dass
sowohl die Ausweitung der bestehenden Regelung zur elektronischen Aufenthaltsiiber-
wachung im Rahmen der Fithrungsaufsicht (§ 68b Abs. 1 Satz 1 Nr. 12, Satz 3, 4 StGB) als
auch die geplante Einfiihrung der elektronischen Aufenthaltsiiberwachung ins BKAG
unverhiltnismifig sind.

62 Ebd., 202ff.

63 Briuchle/Kinzig (Fn. 18), 14.; Kaiser (Fn. 1), 202 ff.

64 Haverkamp/Schwedler/Wofiner, Die elektronische Aufsicht von als gefahrlich eingeschitzten Ent-
lassenen, Recht & Psychiatrie 2012, 9 (17); Briuchle/Kinzig Fn. 18), 14.; Kaiser (Fn. 1), 202 ff.

65 Vgl. Abschnitte I. 1b) sowie L. 2¢).

hitps://dol. 1P 216.73.216.36, am 18.01.2026, 09:37:31. © Inhalt.
Erlaubnis tarsagt, 1 ‘mit, ftir oder In KI-Sy:



https://doi.org/10.5771/0023-4834-2017-2-176

