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Vorwort

Das Netzwerkdurchsetzungsgesetz (NetzDG) steht auf grundsatzlicher
Ebene fir einen weitreichenden Perspektivenwechsel bei der staatlichen
Regulierung sozialer Medien. In den ersten Jahrzehnten der Entwicklung
internetbasierter Dienstleistungen ging es vor allem um eine Forderung
dieser Innovationen, die sich in der durchlaufenden Linie von Haftungs-
privilegierungen zunachst im Teledienstegesetz von 1997, in der davon
stark beeinflussten E-Commerce-Richtlinie der EU (Richtlinie 2000/31/EG,
ABI. Nr. L 178 v. 17.7.2000) und dann entsprechend im umsetzenden Tele-
mediengesetz von 2007 ausdrickte. Jetzt rickt demgegentber gerade die
Verantwortlichkeit dieser Dienste in den Vordergrund und es geht um
ihre angemessene Ausgestaltung im multipolaren Spannungsfeld von Frei-
heitsrechten der Nutzer*innen, neuen Gefihrdungen der Rechte Dritter,
unternehmerischer Freiheit der Netzwerkanbieter und offentlichen Inter-
essen wie einer freien 6ffentlichen Meinungsbildung oder funktionsfahi-
gen Markten.

Dieser Perspektivenwechsel spiegelt die verinderte 6konomische Situati-
on nach dem Aufstieg einiger Internetunternehmen zu marktmaichtigen
Oligopolen, die veranderte gesellschaftliche Situation nach der Durchdrin-
gung und sich beschleunigenden Transformation aller Bereiche durch die
Digitalisierung mit Plattformanbietern als zentralen Akteuren sowie die
veranderten Geschaftsmodelle der Netzwerkanbieter, bei denen die Struk-
turierung der Vermittlungsleistungen entlang eigener Geschaftsinteressen
eine immer aktivere Rolle mit sich brachte.

Konkret gestaltet das NetzDG die Verantwortlichkeit sozialer Netzwerke
im Bereich strafbarer Postings der Nutzer*innen im Bereich der sog. Hass-
rede aus und reagiert damit auf das dringende Problem einer durch Hass-
rede zunehmend vergifteten Diskussionskultur und deren tatsichliche Be-
drohungsfolgen. Dabei kniipft es an die zentrale Rolle der sozialen Netz-
werke fiir die Verbreitung an und bewegt sich im Spannungsfeld von Per-
sonlichkeitsschutz der Betroffenen, Meinungsfreiheit der Postenden, Ge-
staltungsfreiheit der Netzwerkanbieter und dem offentlichen Interesse an
einer freien und umfassenden Meinungsbildung unter Beteiligung aller In-
teressierten und aller inhaltlichen Positionen.

Angesichts des grundlegenden Perspektivenwechsels und der schwieri-
gen Ausbalancierung dieser multipolaren Spannungslage war der regulato-
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Vorwort

rische Aufschlag des NetzDG notwendig mit prognostischen Unsicherhei-
ten Uber seine Wirkungen behaftet und entsprechend von vornherein mit
dem gesetzlichen Auftrag zur Evaluation verknipft. Die hier vorliegende
Untersuchung entstand im Auftrag und gefordert durch das Bundesminis-
terium der Justiz und fir Verbraucherschutz als unabhingige juristische
Evaluation des NetzDG im Rahmen der umfassenderen Evaluation des Ge-
setzes durch das Ministerium. Sie bezieht sich ausschlieflich auf das Netz-
DG im Sinne seiner Erstfassung. Wir mochten uns fir die Unterstitzung
durch das Ministerium und die Zustimmung zu einer Publikation in
Buchform bedanken.

Unser besonders groffer Dank gilt den stud. iur. Janina Kusterka und
Schirin Hafezi, die uns mit groStem Engagement und grofiter Zuverlassig-
keit bei den Recherchen, der Auswertung der Fragebogen und der Fertig-
stellung des Berichts und dieses Buches geholfen haben.

Berlin, im Mai 2020
Martin Eifert
Michael von Landenberg-Roberg

Sebastian ThefS
Nora Wienfort

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Inhaltsverzeichnis

Teil 1: Auftrag und Methodik der Evaluation

A. Anlass und Gegenstand der Evaluation
B. Die vom NetzDG erfassten Netzwerkanbieter (§ 1 NetzDG)

C. Auswahl der Adressat*innen von Fragebogen
I. Anbieter sozialer Netzwerke (Darstellung der Anbieter und
der Plattformen)
II. Nichtregierungsorganisationen (NGOs), Berufsverbande

und sonstige Verbande

III. Rechtsanwalt*innen

IV. Staatsanwaltschaften

V. Bf]

D.Quellen

I. Tagungen / Veranstaltungen

II. Rechtsprechung
III. Rechtswissenschaft und kritische Offentlichkeit
IV. Mediale Bewertung

Teil 2: Das NetzDG im Kontext

A. Einordnung des NetzDG in das Verfassungs- und Unionsrecht
I. Das Unionsrecht und seine Entwicklung
1. Unionaler Rechtsrahmen beim Erlass des NetzDG
2. Weitere Rechtsentwicklung in der EU
II. Verfassungsrecht
1. Verfassungsrechtliche Diskussionspunkte
2. Strukturelle Herausforderungen im Lichte des NetzDG
a) Kompetenzen
b) Grundrechte

B. Medienschau

Teil 3: Evaluation der einzelnen Regelungen des NetzDG

A. Das NetzDG und die Gemeinschaftsstandards
I. Was sind Gemeinschaftsstandards?

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -

17
17

20

21

21
21
21
22

22
22
22
23
23

24

24
25
25
26
31
31
33
33
34

35

38

38
38


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Inhaltsverzeichnis

II. Das Verhiltnis des NetzDG zum Beschwerdemanagement
nach Gemeinschaftsstandards

B. § 3 NetzDG - Beschwerdemanagement

I. Einleitung
I. §3 Abs. 1-2 NetzDG: Beschwerdeverfahren

1.

§ 3 Abs. 1 S.2 NetzDG: Ubermittlung von Beschwerden
tiber rechtswidrige Inhalte durch leicht erkennbares,
unmittelbar erreichbares, stindig verfiigbares Verfahren
a) Maf8stab des NetzDG
aa) Leicht erkennbar
bb) Unmuittelbar erreichbar
cc) Stindig verfiigbar
b) Praxis
aa) Leicht erkennbar und unmittelbar erreichbar
bb) Insbesondere: Ausgestaltung des NetzDG-
Meldewegs im Verhaltnis zur Meldung nach
Gemeinschaftsstandards
cc) Standig verfugbar

. §3 Abs. 1 NetzDG: Inhaltliche und formelle

Anforderungen an die Beschwerde

a) Maf8stab des NetzDG

b) Praxis
aa) Anforderungen inhaltlicher Art
bb) Angaben formeller Art

. Beschwerdeweg: Belehrungen durch die

Netzwerkanbieter

§ 3 Abs. 1 NetzDG: Beschwerdefithrer*innen

§ 3 Abs. 1 S. 1 NetzDG: rechtswidrige Inhalte

§ 3 Abs. 1 S. 1 NetzDG: wirksames und transparentes

Verfahren fiir den Umgang mit Beschwerden

§ 3 Abs. 2 Nr. 1 NetzDG: unverzigliche Kenntnisnahme

und Prifung

a) ,unverziiglich Kenntnis nimmt*

b) ,prift, ob der in der Beschwerde gemeldete Inhalt
rechtswidrig und zu entfernen oder der Zugang zu
ihm zu sperren ist*
aa) Prufverfahren: Verhiltnis von NetzDG und

Gemeinschaftsstandards
bb) Ausgestaltung der Prifung nach NetzDG

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -

43

49

49
50

51
51
52
52
53
53
53

54
55

56
56
58
58
60

60
61
63
64
64
64

65

65
67


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

II1.

Inhaltsverzeichnis

8. §3 Abs. 2 Nr. 2 NetzDG: Entfernung / Sperrung
offensichtlich rechtswidriger Inhalte innerhalb von 24
Std.

a) Differenzierung zwischen ,offensichtlich
rechtswidrig® und ,,rechtswidrig”

b) Kollision mit der Stérerhaftung?

c) Frist von 24 Stunden fiir offensichtlich rechtswidrige
Inhalte ausreichend?

d) Differenzierung zwischen Loschung und Sperrung

9. §3 Abs. 2 Nr. 3 NetzDG: unverzigliche Entfernung /
Sperrung (in der Regel nach sieben Tagen)

10.Beschwerdeanzahl und Anzahl stattgebender
Entscheidungen
a) Absolute Beschwerdeanzahl
b) Relative Anzahl von Loschungen bzw. Sperrungen

im Verhaltnis zum Beschwerdeaufkommen
11.Strukturelle juristische Fehlbewertungen: Over- und
Underblocking
a) Anreizstruktur
aa) Vorgefundene faktische und 6konomische
Anreize
bb) Durch das NetzDG gesetzte Anreize
b) Praxis
¢) Zwischenergebnis Over- und Underblocking

12.§ 3 Abs. 2 Nr. 3 lit. a NetzDG: Anhorungsrechte vor der
Entscheidung

13.Erneute Uberpriifung durch den Netzwerkwerkanbieter
(ggf. auf Replik des*der Beschwerdefiihrer*in)

14.§ 3 Abs. 2 Nr. 4 NetzDG: Sicherung zu Beweiszwecken /
Speicherung

15.§ 3 Abs. 2 Nr. 5 NetzDG: Informations- und
Begriindungspflicht

16.§ 3 Abs. 3 NetzDG: Dokumentation der Beschwerden
und Abhilfemaffnahmen

§ 3 Abs. 4 NetzDG: Qualititssicherung innerhalb des

Netzwerkanbieters

1. §3 Abs. 4 S. 1 NetzDG: Monatliche Kontrollen durch
Leitung

2. §3 Abs. 4 S.2 NetzDG: Beseitigung organisatorischer
Unzulanglichkeiten

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -

68

68
70

70
71

72

74
74

75

76
76

76
77
78
79
80
81
82
83
84
85

8S

86


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Inhaltsverzeichnis

IV.
V.

VI
VIL

VIIIL

3. §3 Abs. 4 S. 3 NetzDG: Schulungs- und

Betreuungsangebote

§ 3 Abs. 5 NetzDG: Monitoring durch beauftragte Stelle
Einrichtungen der Regulierten Selbstregulierung, § 3

Abs. 6-9 NetzDG

§ 3 NetzDG im Spiegel der Rechtsprechung
(Unbeabsichtigte) (positive wie negative) Nebenwirkungen
des § 3 NetzDG

Abschliefende Bewertung des § 3 NetzDG und
Verbesserungsvorschlige

C.§ 2 NetzDG - Transparenzberichte

I. Gesetzgeberisches Ziel der Berichtspflicht
II. Allgemeine Berichtspflicht (§ 2 Abs. 1 NetzDG)

10

1. Auslosender Tatbestand: Netzwerkanbieter erhalt mehr

als 100 Beschwerden tiber rechtswidrige Inhalte

2. Berichtspflicht nach § 2 Abs. 1 NetzDG als Rechtsfolge

a) Halbjahrige Veroffentlichung eines
deutschsprachigen Berichts im Bundesanzeiger und
auf der eigenen Homepage spitestens einen Monat
nach Ende eines Halbjahres

b) Besondere Transparenzpflicht fir die
Veroffentlichung auf der Homepage

III. Inhaltliche Anforderungen an die Berichte

(§ 2 Abs. 2 NetzDG)
1. Allgemeine Ausfihrungen des Anbieters zu seinen

Anstrengungen, strafbare Handlungen auf den
Plattformen zu unterbinden (§ 2 Abs. 2 Nr. 1 NetzDG)

. Darstellung der Mechanismen zur Ubermittlung von

Beschwerden tber rechtswidrige Inhalte und der
Entscheidungskriterien fiir Mafnahmen (§ 2 Abs. 2 Nr. 2
NetzDG)

a) Mechanismen der Beschwerdetibermittlung

b) Entscheidungskriterien

. Anzahl der im Berichtszeitraum eingegangenen

Beschwerden tber rechtswidrige Inhalte (§ 2 Abs. 2 Nr. 3

NetzDG)

a) Anzahl sowie Aufschlisselung nach
Beschwerdegrund

b) Aufschlisselung zwischen Nutzer*innen und
Beschwerdestellen

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -

86
87

88
90

90

91

92

93
93

93
96

96

97

99

100

102
102
103
104

108

111


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Inhaltsverzeichnis

4. Berichtsinhalte beziiglich des Prifpersonals (§ 2 Abs. 2

Nr. 4 NetzDG) 111
a) Organisation und Personalausstattung 112
b) Schulungen 113
c) Betreuungsangebote 114
5. Mitgliedschaft in Branchenverbinden (§ 2 Abs. 2 Nr. 5
NetzDG) 114

6. Konsultation externer Stellen (§ 2 Abs. 2 Nr. 6 NetzDG) 115
7. Anzahl der Beschwerden, die im Berichtszeitraum zur
Loschung oder Sperrung des beanstandeten Inhalts
fihrten (§ 2 Abs. 2 Nr. 7 NetzDG) 116
a) Anzahl der zur Loschung/Sperrung fithrenden
Beschwerden, aufgeschlisselt nach Beschwerdegrund 117

b) Aufschlisselung nach Beschwerdeftihrer*innen 118
c) Fall des § 3 Abs. 2 Nr. 3 lit. a NetzDG sowie
Stellungnahmeangebot an Nutzer*innen 118
d) Ubertragung an anerkannte Einrichtung der
Regulierten Selbstregulierung 119
e) Uberobligatorische Informationen durch einzelne
Netzwerkanbieter 119

8. Zeit zwischen Beschwerdeeingang und Loschung/
Sperrung des rechtswidrigen Inhalts (§ 2 Abs. 2 Nr. 8

NetzDG) 120
9. Mafinahmen zur Unterrichtung der Beschwerdefithrer
und Nutzer (§ 2 Abs. 2 Nr. 9 NetzDG) 120

IV. Bewertung der Berichtspflicht durch befragte
Netzwerkanbieter, Berufsverbinde, sonstige Verbinde,

NGOs und Rechtsanwilt*innen 122
1. NGOs, Berufsverbinde und sonstige Verbande 122
2. Rechtsanwalt*innen 123
3. Netzwerkanbieter 123

V. AbschlieSende Bewertung und Verbesserungsanregungen 124
D.§ 5 NetzDG - Zustellungsbevollmachtigter und

empfangsberechtigte Person 126
I. §5 Abs. 1 NetzDG - ,,Zustellungsbevollmachtigter® 126
1. Gesetzliche Anforderungen und Reichweite 126

a) Anforderungen des § 5 Abs. 1 NetzDG an
Netzwerkanbieter 128

aa) Person des Zustellungsbevollmachtigten und
Benennungsakt — § 5 Abs. 1 S.1 Var. 1 NetzDG 128

11

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Inhaltsverzeichnis

12

bb) Transparenz der Benennung: Umfang und Art
der Darstellung — § 5 Abs. 1 S. 1 Var. 2 NetzDG
b) Verhiltnis des § 5 Abs. 1 NetzDG zu den
Zustellungsvorschriften
¢) Reichweite des § 5 NetzDG

aa) Beschrinkung auf bestimmte Verfahrensarten

bb) Beschrinkung auf Verfahren wegen der
»Verbreitung rechtswidriger Inhalte®

cc) Beschrinkung des Anwendungsbereiches auf
Loschanspriiche - keine Geltung bei
Wiederherstellungsanspriichen?

dd) Weitere Beschrainkung des Anwendungsbereichs
auf Schriftsticke im Rahmen eines laufenden
Gerichtsverfahrens (S. 2) und auf Schriftstiicke
zur Einleitung eines solchen Verfahrens (S. 3)

2. Umsetzung, Akzeptanz und Praktikabilitit
a) Person des Zustellungsbevollmachtigten und
Benennungsakt — § 5 Abs. 1 S.1 Var. 1 NetzDG
b) Transparenz der Benennung: Umfang und Art der
Darstellung — § 5 Abs. 1 S. 1 Var. 2 NetzDG
¢) Zustellungspraxis

aa) Zustellungspraxis im unstreitigen
Anwendungsbereich

bb) Zustellungspraxis im streitigen
Anwendungsbereich
(Wiederherstellungsverfahren)

d) Einschitzung Bf]
3. Zielerreichung
4. Konsequenzen und Verbesserungsvorschlage
II. §5 Abs. 2 NetzDG - Empfangsberechtigte Person fiir
Auskunftsersuchen der Strafverfolgungsbehdrden
1. Gesetzliche Anforderungen
a) Pflicht zur Benennung einer empfangsberechtigten
Person im Inland
b) Umfang und Reichweite der Benennungspflicht
c) Pflicht zur Antwort und Begriindung
2. Umsetzung, Akzeptanz und Praktikabilitat
a) Pflicht zur Benennung einer empfangsberechtigten
Person im Inland
b) Pflicht zur Antwort und Begriindung

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -

129

131
132
132

133

134

136
136

136

137
138

138

139
140
141
142

143
146

147
148
149
149

149
150


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Inhaltsverzeichnis

c) Praxis der inhaltlichen Auskunftserteilung
aa) Angaben der Netzwerkanbieter
bb) Schlussfolgerungen aus den Angaben der
Netzwerkanbieter
cc) Angaben der Staatsanwaltschaften
dd) BfJ
ee) Mogliche Ursachen fiir divergierende Angaben
und Auskunftsquoten
3. Zielerreichung
4. Konsequenzen und Verbesserungsvorschlige

E. § 14 Abs. 3 TMG - Auskunftsanspruch iber Bestandsdaten

L.

II.

II1.

Iv.

VI
VIIL

Zweck des Gesetzes und Hintergrund

1. §14 Abs. 3 TMG als Stirkung der Rechtsdurchsetzung
zwischen Verletzten und Verletzer*innen

2. § 14 Abs. 3-5 TMG im datenschutzrechtlichen
Spannungsfeld

Europarechtskonformitit und Anwendbarkeit des § 14

Abs. 3 TMG

Gesetzliche Anforderungen

1. §14 Abs. 3 TMG als reine datenschutzrechtliche
Erlaubnisnorm

2. Reichweite: Nur Verletzung absolut geschiitzter Rechte

aufgrund von Inhalten, die von § 1 Abs. 3 NetzDG
erfasst werden
3. Adressat der Auskunftserlaubnis: Alle Diensteanbieter

1.5.d. § 2 Nr. 1 TMG oder nur Netzwerkanbieter i.S.d. § 1

Abs. 1 NetzDG?

Umsetzung, Akzeptanz und Praktikabilitat

1. Praxis nach den Angaben der Netzwerkanbieter

2. Schlussfolgerungen aus den Angaben der
Netzwerkanbieter

3. Praxis nach den Angaben der Rechtsanwilt*innen,
Verbinde und NGOs

4. §14 Abs. 3 TMG im Spiegel der Gerichtsbarkeit

. Zielerreichung

Unbeabsichtigte Nebenwirkungen

Moégliche Ursachen fir die geringe Relevanz der privaten
Rechtsdurchsetzung

1. Effektivitit der Loschpflichten nach NetzDG

2. Zeit-, Verfahrens-, und Kostenaufwand

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -

151
151

155
156
157

157
158
160

162
162

162

163

164
165

166

166

167
167
167

169

169
170
170
171

172

172
173

13


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Inhaltsverzeichnis

3. Fehlender gesetzlicher Auskunftsanspruch
VIII. Konsequenzen und Verbesserungsvorschlige
1. Verbesserungsmoglichkeiten unter Beibehaltung der
datenschutzrechtlichen Wertentscheidung
2. Verbesserungsmoglichkeiten unter (teilweiser) Aufgabe
der datenschutzrechtlichen Wertungsentscheidung

F. Der Umgang des Bundesamits fiir Justiz mit dem NetzDG

I. Rolle des Bundesamts fiir Justiz (BfJ)
1. Status quo
2. Bewertung durch Bf] und Netzwerkanbieter
II. BuBSgeldbezogene Uberwachungspraxis des Bf] beziiglich
des NetzDG im Ganzen
I1I. Bufgeldbezogene Uberwachungspraxis des Bf] beziglich
des NetzDG im Einzelnen
1. Buflgeldbezogene Uberwachungspraxis der Pflichten
nach § 3 NetzDG
a) Meldungen
b) Verfahren von Amts wegen
2. Buflgeldbezogene Uberwachungspraxis der
Berichtspflichten nach § 2 NetzDG
3. BufSgeldbezogene Uberwachungspraxis der Pflichten
nach § 5 NetzDG
a) Meldungen
b) Verfahren von Amts wegen
IV. Kooperation mit der Zentral- und Ansprechstelle
Cybercrime (ZAC) NRW
V. Einschitzung

Teil 4: Zentral diskutierte Anderungs- und Verbesserungsvorschlige

A. Einfithrung von Wiederherstellungsanspriichen

I. Gesetzliche Ausgangslage
II. Bestehende Vorschlage
III. Zentrale Fragen bei der Einfiihrung eines
Wiederherstellungsanspruchs

B. Grundstruktur: Private Rechtsdurchsetzung als Alternative zum
NetzDG

14

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -

174
175

176

177

178

178
178
179

179
180
180
180
182
182
183
183
184

185
185

187

187

187
188

188

189


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Inhaltsverzeichnis

Teil 5: AbschlieBende Gesamtbetrachtung

Literaturverzeichnis und weiterfihrende Literatur

Sonstige Studien zum NetzDG

Anhiange

Statistische Angaben zur Anzahl der NetzDG Beschwerden und
Loschquoten

Netzwerkdurchsetzungsgesetz (NetzDG und Anderungen des TMG)

Gesetzesentwurf der Fraktionen CDU/CSU und SPD — BT-Drucks.
18/12356 v. 16.05.2017

Gesetzesentwurf der Bundesregierung — BT-Drucks. 18/12727 v.
14.06.2017

Gesetzesentwurf — Beschlussempfehlung und Bericht des
Ausschusses fiir Recht und Verbraucherschutz — BT-Drucks.
18/13013 v. 28.06.2017

NetzDG-BufSgeldleitlinien des BMJV v. 22.03.2018

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -

194

199
205

207

207
212

218

247

278
302

15


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

3. hitps://www.Inllbra.com/de/agh - Open Access - TSRS

://dol.org/10.5771/8783748800477 - am 19.01.2026, 00:16::


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Teil 1: Auftrag und Methodik der Evaluation

A. Anlass und Gegenstand der Evaluation

Die Gesetzesbegriindung zum Netzwerkdurchsetzungsgesetz (NetzDG)
sieht vor, dass innerhalb von drei Jahren nach seinem Inkrafttreten eine
Evaluation des Gesetzes erfolgen soll:

»Dieses Gesetz wird spdtestens drei Jabre nach Inkrafttreten evaluiert. Dabei
wird die Bundesregierung in fachlich geeigneter Weise priifen, ob und inwie-
weit die beabsichtigten Wirkungen auf die sozialen Netzwerke mit Blick auf
thren Umgang mit Beschwerden iiber Hasskriminalitit und andere strafbare
Inhalte erreicht worden sind. Die Bundesregierung wird ferner untersuchen,
wie sich der Erfiillungsaufwand fiir Wirtschaft und Verwaltung entwickelt
hat und ob die Entwicklung in einem angemessenen Verhdltnis zu den fest-
gestellten Regelungswirkungen steht. Die Evaluierung wird die Frage nach
unbeabsichtigten Nebenwirkungen sowte nach der Akzeptanz und Praktika-
bilitat der Regelungen einschliefien.“!

Die vorliegende Evaluation bildet ein Element im Rahmen der vom BMJV
koordinierten Gesamtevaluation.

Entsprechend der Leistungsbeschreibung im Vergabeverfahren werden
vorliegend ,,im Wege eines juristischen Gutachtens die Regelungsbereiche
des §2 NetzDG (Transparenzberichte), des §3 NetzDG (Beschwerdema-
nagement), des §5 NetzDG (Zustellungsbevollmichtigter / empfangsbe-
rechtigte Person) und des § 14 Abs. 3 TMG (Erweiterung der datenschutz-
rechtlichen Erlaubnisnorm des Telemedienrechts)“ anhand der Kriterien
Zielerreichung, unbeabsichtigte Nebenfolgen sowie Akzeptanz und Prakti-
kabilitit der Regelungen evaluiert. Zu untersuchen sind im Rahmen der
Zielerreichung insbesondere das Erreichen der beabsichtigten Wirkungen
des Gesetzes auf Netzwerkanbieter hinsichtlich deren Umgangs mit Be-
schwerden tber rechtswidrige Inhalte. Hierbei sollen eine juristische Be-
wertung der Umsetzungsschritte durch die Netzwerkanbieter vorgenom-
men und die daraus entstechenden Wirkungen dargestellt werden. Hin-
sichtlich der Akzeptanz und Praktikabilitat soll die Beurteilung durch die

1 BT-Drucks. 18/12356, S. 18.

17

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Tedl 1: Auftrag und Methodik der Evaluation

Rechtswissenschaft, die Netzwerkanbieter und die Nutzer*innen aus juris-
tischer Perspektive erortert werden.

Vor diesem Hintergrund geht die Evaluation insbesondere der Fragestel-
lung nach, ob die gesetzlichen Vorgaben umgesetzt wurden, und wenn ja,
wie dies erfolgt ist. Sofern eine Nichtumsetzung der Vorgaben zu beobach-
ten ist, werden mogliche Ursachen identifiziert und benannt. Ferner wird
untersucht, ob unbeabsichtigte Nebenwirkungen eingetreten sind, und
wenn ja, welche. Mogliche Griinde dafiir werden diagnostiziert und aufge-
zahlt.

Die Evaluation stellt keine juristische Begutachtung des Gesetzes im All-
gemeinen dar. Auf die Fragen der Verfassungsmifigkeit und Europa-
rechtskonformitit wird deshalb nicht naher eingegangen. Allerdings er-
folgt eine Skizzierung des bisherigen Diskurses und seiner weiteren Ent-
wicklung, um den Kontext des NetzDG darzustellen. Schlieflich sind auch
die aktuellen Referentenentwiirfe zur Uberarbeitung des NetzDG nicht
Gegenstand der Evaluation.

Im Rahmen des so bestimmten Evaluationsauftrags stellen sich selbstver-
standlich auch Rechtsfragen. Bei deren Behandlung wurde wie folgt vorge-
gangen: Sofern im Rahmen der juristischen Untersuchung Unklarheiten
der gesetzlichen Vorgaben festgestellt werden konnen, werden diese kon-
kret benannt. Bei Unklarheiten, die sich mit Blick auf die gesetzgeberische
Zielsetzung, die gerichtliche Praxis oder den rechtswissenschaftlichen Dis-
kurs eindeutig aufldsen lassen, wird dieses sich aufdringende Verstindnis
zu Grunde gelegt. Bei Unklarheiten, fiir die mehrere vertretbare Ausle-
gungsmoglichkeiten ernsthaft in Betracht kommen, werden die vertrete-
nen Auslegungsmoglichkeiten und deren jeweilige Konsequenzen aufge-
zeigt. Hierdurch wird sichergestellt, dass die Wirkungen des Gesetzes fiir
die noch offenen und letztlich maffgeblich durch gerichtliche Entschei-
dungen bestimmten Konkretisierungen abschitzbar werden. Die Bewer-
tung der bisherigen Anwendung und Umsetzung des NetzDG durch die
Netzwerkanbieter erfolgt in einer Gesamtschau. Die Erfilllung einzelner
Vorgaben durch jeweils konkrete Anbieter wird nicht gepriift. Sie ist im
Gesetzesvollzug durch das Bf] vorzunehmen.

B. Die vom NetzDG erfassten Netzwerkanbieter (§ 1 NetzDG)

Fir die Evaluation der Zielerreichung des NetzDG, seiner unbeabsichtig-
ten Nebenwirkungen und seiner Akzeptanz und Praktikabilitat ist es not-
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B. Die vom NetzDG erfassten Netzwerkanbieter (§ 1 NetzDG)

wendig, die relevante Gruppe von Netzwerkanbietern fiir die Evaluation
zu bestimmen.

Der Anwendungsbereich des NetzDG ist in §1 Abs. 1, 2 NetzDG in
mehrfacher Hinsicht begrenzt: Nach § 1 Abs. 1 S. 1 NetzDG gilt das Gesetz
nur fir Telemediendiensteanbieter, die mit Gewinnerzielungsabsicht
Plattformen im Internet betreiben, welche dazu bestimmt sind, dass Nut-
zer beliebige Inhalte mit anderen Nutzern teilen oder der Offentlichkeit
zuganglich machen (soziale Netzwerke). Nach dessen Satz2 gelten hinge-
gen Plattformen mit journalistisch-redaktionell gestalteten Angeboten, die
vom Diensteanbieter selbst verantwortet werden, nicht als soziale Netzwer-
ke im Sinne dieses Gesetzes. Ebenso gilt das Gesetz nicht fiir Plattformen,
die zur Individualkommunikation oder zur Verbreitung spezifischer Inhal-
te bestimmt sind. Dartiber hinaus sind Anbieter sozialer Netzwerke von
den Pflichten nach §§ 2, 3 NetzDG befreit, wenn das soziale Netzwerk im
Inland weniger als zwei Millionen registrierte Nutzer hat.

Ausgehend von diesen Beschrankungen ist die genaue Feststellung, wel-
che Anbieter unter den Anwendungsbereich des NetzDG fallen, schwierig.
Insbesondere das Bf] weist diesbeztiglich auf zwei Probleme hin:

Erstens sei die Anzahl der registrierten Nutzer schwer zu ermitteln, da
die Netzwerkanbieter kein belastbares Zahlenmaterial herausgiben. Die
offentlich zuginglichen Sekundirquellen seien nicht eindeutig und oft
gingen Schitzungen sehr weit auseinander. Genauere Erkenntnisse kdnn-
ten auch nicht durch informatorische Befragungen der Netzwerkanbieter
gewonnen werden, da das Bf] nach dem NetzDG eine Verfolgungs- und
keine Aufsichtsbehorde sei.

Zweitens hatten die Netzwerkanbieter den Begriff des registrierten Nut-
zers hiufig nicht ibernommen, sondern sprichen in eventuellen Verof-
fentlichungen eher von ,angemeldeten® bzw. ,aktiven Nutzern“. Soweit
damit nicht nur begriffliche, sondern auch inhaltliche Unterschiede ver-
bunden sind, kénnen fiir den Anwendungsbereich des NetzDG nicht ein-
fach diese veroffentlichten Nutzerzahlen zu Grunde gelegt werden. So
konnten nach Angaben des Bf] insbesondere auch registrierte Nutzer*in-
nen teilweise ohne Anmeldung eine Vielzahl von Informationen frei einse-
hen, wiirden von den Netzwerken nach einiger Zeit ohne Anmeldung als
inaktive Nutzer*innen gefiihrt, seien aber begrifflich als ,registrierte Nut-
zer® und mit Blick auf den Zweck des NetzDG dennoch einzubeziehen.
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Teil 1: Auftrag und Methodik der Evaluation

Eine abschliefende Liste der vom NetzDG erfassten Netzwerkanbieter
existiert nicht.? Zur naheren Eingrenzung der vom NetzDG betroffenen
Netzwerke stiitzt sich die Evaluation daher auf die nachfolgenden konkre-
ten Anhaltspunkee:

- Selbsteinschitzung der Netzwerkanbieter,

- Veréftentlichung von Transparenzberichten im Bundesanzeiger,

— Anbhaltspunkte aus Sekundarquellen tber Netzwerke mit hohen Nut-
zerzahlen.

Ausgehend davon bezieht sich die Evaluation auf die nachfolgend benann-

ten Netzwerkanbieter:

— Change.org e.V. (change.org),

- Facebook Ireland Limited Dublin (Facebook, Instagram),

- Google Ireland Limited (YouTube, Google+ — Einstellung des Dienstes
laut Angabe von Google zum 02.04.2019),

— Pinterest Europe Ltd. (Pinterest),

— Reddit Inc. (Reddit),

— SoundCloud Ltd. Berlin (SoundCloud),

— TikTok Inc. (TikTok),

— Twitter International Company (Twitter)

Im Rahmen der Evaluation werden nur diese Anbieter als Netzwerkanbie-

ter im Sinne des NetzDG behandelt, ohne dass damit eine abschliefSende

rechtliche Bewertung im Einzelfall verbunden ist.

C. Auswabl der Adressat*innen von Fragebogen

Um Erkenntnisse uber die Auswirkungen, Akzeptanz und Praktikabilitat
des NetzDG sowie ggf. bestchenden Nachbesserungsbedarf zu erfassen,
wurden in Ubereinstimmung mit der Leistungsbeschreibung im Vergabe-
verfahren die nachfolgenden in den Uberschriften benannten Gruppen
von Akteuren durch Fragebogen beteiligt. Fiir jede Gruppe von Beteiligten
wurde ein speziell auf sie zugeschnittener Fragebogen entwickelt. In den

2 Antwort der Bundesregierung auf eine Kleine Anfrage von Abgeordneten der FDP,
BT-Drucks. 19/11348, S. 2.

3 Fir das Netzwerk Google+ werden ausschlieSlich die bis zur Einstellung des Netz-
werks verdffentlichten Transparenzberichte im Kontext der Evaluation des §2
NetzDG und die in der von Google angegebenen Statistik zu Auskunftsersuchen
von Strafverfolgungsbehérden aufgenommenen Zahlen beriicksichtigt. Im Ubri-
gen wird das Netzwerk nicht bei der Evaluation berticksichtigt.
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C. Auswabhl der Adressat*innen von Fragebogen

jeweiligen Gruppen wurden die nachfolgend aufgelisteten Akteure befragt
und Antworten von den ebenfalls aufgelisteten Akteuren erhalten.

I. Anbieter sozialer Netzwerke (Darstellung der Anbieter und der
Plattformen)

Folgende Netzwerkanbieter haben die Gelegenheit zur Beteiligung durch
Fragebogen erhalten: Change.org e.V. (change.org), Facebook Ireland Li-
mited Dublin (Facebook, Instagram), Google Ireland Limited (YouTube
San Bruno, Google Mountain View, Google+ — Einstellung des Dienstes
laut Angabe von Google zum 02.04.2019), Pinterest Europe Ltd. (Pinter-
est), Reddit Inc. (Reddit), SoundCloud Ltd. Berlin, TikTok Inc. (TikTok),
Twitter.

II. Nichtregierungsorganisationen (NGOs), Berufsverbinde und sonstige
Verbinde

Folgende NGOs, Berufsverbinde und sonstige Verbande haben die Gele-
genheit zur Beteiligung durch Fragebogen erhalten: Bundesrechtsanwalts-
kammer, Deutscher Anwaltsverein, Deutscher Richterbund, Neue Richter-
vereinigung, Deutscher Juristinnenbund e.V., Das NETTZ, ichbinhier
e.V., Meldestelle Respect!, Hate Aid.

III. Rechtsanwilt*innen

Folgende Rechtsanwalt*innen haben die Gelegenheit zur Beteiligung
durch Fragebogen erhalten: Joachim Nikolaus Steinhoéfel, Prof. Dr. Chris-
tian Schertz, Prof. Dr. Ralf Hocker, LL.M., Verena Haisch, Anke Stelkens,
Prof. Dr. Matthias Prinz, LL.M., Jorg Heidrich, Gesa Stiickmann.

IV. Staatsanwaltschaften

Folgende Staatsanwilte / Staatsanwaltschaften haben die Gelegenheit zur

Beteiligung durch Fragebogen erhalten: Staatsanwalt Ulf Bornemann,
Staatsanwalt Martin Elsner, Zentral- und Ansprechstelle Cybercrime Nord-
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Tedl 1: Auftrag und Methodik der Evaluation

rhein-Westfalen (ZAC NRW), Zentralstelle zur Bekimpfung der Internet-
und Computerkriminalitit (ZIT).

V. Bf]

Das Bf] hat ebenfalls Gelegenheit zur Beteiligung durch Fragebogen erhal-
ten.

D. Quellen

Fir die gesamte Evaluation wurde auf die Antworten der o.g. Akteure auf
die Fragebogen und die verdffentlichten Transparenzberichte der Netzwer-
kanbieter zugegriffen. Aufgrund des vorgegebenen Zeitfensters fiir die
Evaluation und zur Wahrung der Vergleichbarkeit wurden nur die
bis 31.12.2019 veroffentlichten Transparenzberichte, im Ergebnis also nur
die Transparenzberichte bis einschlielich der dritten Berichtsrunde (1. Ja-
nuar — 30. Juni 2019) berticksichtigt. In einzelnen Fillen, wie z.B. bei der
Frage nach den Benennungen der Zustellungsbevollmachtigten und der
Darstellungsform der Transparenzberichte, wurde eine Primirerhebung
durch direkten Aufruf der Webseite vorgenommen. Zudem wurde auf den
bisher unveréffentlichten aber hier vorliegenden ersten Bericht der Moni-
toringstelle nach §3 Abs. 5 NetzDG (Testzyklus erstes Halbjahr 2019) zu-
rickgegriffen. Im Ubrigen wird mit den folgenden Quellen gearbeitet.

I. Tagungen / Veranstaltungen

Die Ersteller*innen der Evaluation haben an zahlreichen offentlichen Ta-
gungen und Veranstaltungen von Verbianden und Netzwerkanbietern teil-
genommen.

II. Rechtsprechung

Die Evaluation bezieht die bislang zum NetzDG 6ffentlich zuginglichen
(juris, beck-online, Landesjustizveroffentlichungsportale) gerichtlichen

Entscheidungen mit ein. Da die Evaluation auf eine juristische Bewertung
der Anwendung und Folgen des Gesetzes zielt und diese von der Recht-
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D. Quellen

sprechung bestimmt sind, wird soweit verfugbar auf gefestigte Rechtspre-
chung Bezug genommen. Sofern keine gefestigte Rechtsprechung besteht,
wird auf aktuelle Streitigkeiten hingewiesen. Soweit keine Rechtsprechung
verfiigbar ist, wird im Schwerpunkt auf den Diskurs in der Rechtswissen-
schaft Bezug genommen.

III. Rechtswissenschaft und kritische Offentlichkeit

Die Evaluation bezieht die 6ffentlich zuginglichen wissenschaftlichen Ver-
offentlichungen und Berichte der kritischen Offentlichkeit zum NetzDG
ein (vgl. dazu die Liste im Anhang).

IV. Mediale Bewertung

Die Evaluation bezieht auch die mediale Begleitung des NetzDG anhand
von Berichterstattungen reprasentativ ausgewahlter Medienunternehmen
in die Evaluation ein. Zu den ausgewahlten Medienunternehmen zahlen:
Frankfurter Allgemeine Zeitung (online), Stiddeutsche Zeitung (online),
Bild (online), Zeit (online), Spiegel (online), TAZ (online), Netzpoli-
tik.org, Deutschlandfunk.

Bei jedem Medienunternehmen wurden die zwischen Mai 2017 und De-
zember 2019 veroffentlichten und das NetzDG betreffenden Berichte aus-
gewertet. Insgesamt hat die Evaluation ca. 100 Berichte bertcksichtigt.

Die Ersteller*innen des Gutachtens verfiigen tiber keinen kommunikati-
onswissenschaftlichen Hintergrund. Daher kann die Aufbereitung der Me-
dien keinen Anspruch auf wissenschaftliche Vollstindigkeit und Richtig-
keit erheben. Sie dient primar dazu, einen informierten Eindruck tber die
breitere gesellschaftliche Bewertung des NetzDG zu erhalten, insbesondere
ob das NetzDG uberwiegend positiv oder negativ aufgenommen wurde,
welche zentralen Kritikpunkte und positiven Aspekte herausgehoben wur-
den und inwieweit sich nach Erlass des NetzDG die Aufmerksambkeit ver-
schoben hat. Zudem dient die Einschatzung einer Kontextualisierung und
Validierung von gesellschaftlich thematisierten Problemen des Gesetzes.
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Teil 2: Das NetzDG im Kontext

A. Einordnung des NetzDG in das Verfassungs- und Unionsrecht

Das NetzDG steht in einem spezifischen unionsrechtlichen und verfas-
sungsrechtlichen Kontext und wurde in Politik und Literatur von Beginn
an aus diesen Perspektiven kritisiert.

Es stellt Anforderungen an ,Dienste der Informationsgesellschaft* und
dabei insbesondere an die Verantwortlichkeit von Vermittlern im Sinne
des Abschnitt 4 der Richtlinie tiber den elektronischen Geschiftsverkehr
(RiL 2000/31/EG)* — nachfolgend ,,E-Commerce-RiL* — und muss die dort
geregelten unionsrechtlichen Begrenzungen der Verantwortlichkeit ein-
halten. Mit seinem auf Léschung rechtswidriger Inhalte zielenden Compli-
ance-Regime nimmt es (auch) an die Allgemeinheit gerichtete Inhalte in
Bezug und muss die Zustindigkeitsgrenzen des Bundes im Medienbereich
sowie die grundrechtliche Meinungsfreiheit berticksichtigen.

Die vorliegende Evaluation untersucht die rechtlichen Wirkungen des
NetzDG. Sie zeigt auf, wie das NetzDG in der Rechtspraxis verstanden und
von den Akteuren umgesetzt wurde sowie welche rechtlichen Fragen sich
daraus ergeben. Sie umfasst nicht die rechtsgutachterliche Untersuchung
seiner Vereinbarkeit mit Unions- und Verfassungsrecht. Diese beiden
Rechtsebenen werden entsprechend hier nur als Verstindnishintergrund
skizziert, um insbesondere die Wirkungen des NetzDG auf die europiische
Rechtsentwicklung aufzuzeigen und den rechtlichen Rahmen fir die Fra-
gen der Fortentwicklung des NetzDG prasent zu halten.

4 Richtlinie 2000/31/EG des Europaischen Parlaments und des Rates vom 08.06.2000
tiber bestimmte rechtliche Aspekte der Dienste der Informationsgesellschaft, insbe-
sondere des elektronischen Geschaftsverkehrs, im Binnenmarkt ("Richtlinie tber
den elektronischen Geschaftsverkehr"), Abl. L 178 v. 17.7.2000, S. 1.
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A. Einordnung des NetzDG in das Verfassungs- und Unionsrecht

I. Das Unionsrecht und seine Entwicklung
1. Unionaler Rechtsrahmen beim Erlass des NetzDG

Auf der Ebene des Unionsrechts steht das Sekundarrecht und namentlich
die E-Commerce-RiL im Zentrum.

Die E-Commerce-RiL sieht in Art. 14 fiir die vom NetzDG betroffenen
Host-Provider vor, dass diese insbesondere nicht fiir die im Auftrag eines
Nutzers gespeicherten Informationen verantwortlich sind, sofern sie keine
Kenntnis von den rechtswidrigen Informationen haben oder unverziglich
titig wurden, sobald sie diese Kenntnis erlangt haben. In Art. 15 wird es
den Mitgliedstaaten verboten, die Host-Provider zur Uberwachung der
von ihnen tGbermittelten oder gespeicherten Informationen zu verpflich-
ten. Art.3 der E-Commerce-RiL erlaubt den Mitgliedstaaten ungeachtet
der koordinierten Vorschriften MafSnahmen ,im Hinblick auf einen be-
stimmten Dienst der Informationsgesellschaft® unter bestimmten Voraus-
setzungen und aus naher benannten Griinden. Zu diesen Griinden gehort
insbesondere die 6ffentliche Ordnung (einschlieflich der Pravention, Auf-
klirung und Verfolgung von Straftaten und der Bekimpfung niher be-
zeichneter Hetze).

Diese Regelungen werden durch die Erwagungsgriinde niher erlautert.
Nach dem sachlich auf Art. 14 Bezug nehmenden Erwigungsgrund 46
bleibt davon ,die Moglichkeit unberiihrt, spezifische Anforderungen vor-
zuschreiben, die vor der Entfernung von Informationen...unverziiglich zu
erfillen sind“ und Erwigungsgrund 48 beldsst den Mitgliedstaaten aus-
driicklich die Moglichkeit, ,,von Diensteanbietern...die nach verninftigem
Ermessen von ihnen zu erwartende und in innerstaatlichen Rechtsvor-
schriften niedergelegte Sorgfaltspflicht anzuwenden, um bestimmte Arten
rechtswidriger Tatigkeiten aufzudecken und zu verhindern®.

Nach der Begriindung des NetzDG nutzen dessen Regelungen die aus-
driicklich von den Erwigungsgriinden eingeraumten Moglichkeiten; soll-
ten diese tberschritten sein, so wiren die Regelungen jedenfalls durch
Art.3 der E-Commerce-RiL gedeckt.’ In der Literatur wird tiberwiegend
von einem Verstof§ gegen die E-Commerce-RiL ausgegangen.®

5 BT-Drucks. 18/12356, S. 13 ff.

6 Vgl. Spindler Gutachten Bitkom e.V. 05.05.2017; ders. ZUM 2017, S. 473 (474 1t.);
ders. K&R 2017, S.533 (535f.); Feldmann K&R 2017, S.292 (296); Wimmers/
Heymann AfP 2017, S. 93 (96 £.); Heckmann/Wimmers CR 2017, S. 310 (311 £.); Hain/
Ferrau/Brings-Wiesen K&R 2017, S. 433 f.; Liesching MMR 2018, S. 26 (29); Guggen-
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Die zentralen Diskussionspunkte betreffen zunichst die Frage, ob das
NetzDG die unionsrechtlich geregelten Privilegierungen des Art. 14 E-
Commerce-RiL unterlauft. Hierbei ist vor allem relevant, ob die Fristen
des NetzDG die Sperrung des Zugangs oder die Loschung der Information
yunverziglich ab Kenntnisnahme® in Art. 14 zulissig konkretisieren oder
unzuldssig modifizieren. Die Kritiker*innen halten die Pauschalisierung
als solche, aber auch die Ankniipfung des NetzDG an die Beschwerde statt
an die Kenntnis der Information und ihrer Rechtswidrigkeit fiir unzulas-
sig.” Allerdings ist zu bertcksichtigen, dass eine mdgliche Abweichung
auch stark davon abhingt, welche Anforderungen nach dem NetzDG an
die Beschwerde zu stellen sind (siehe niaher dazu Teil 3 B.).

Soweit davon ausgegangen wird, dass sich das NetzDG nicht im Rah-
men der Art. 14, 15 E-Commerce-RiL halt, kommt es auf dessen Vereinbar-
keit mit Art. 3 an. Hierbei geht es zentral um die Frage, ob ein ,bestimm-
ter Dienst der Informationsgesellschaft® i.S.d. Art. 3 Abs. 4 nur ein indivi-
dueller Anbieter sein kann, oder auch eine nach allgemeinen Merkmalen
beschriebene bestimmte Gruppe solcher Anbieter.?

Diese unionsrechtlichen Fragen wurden nach den héufig auf Gutachten
basierenden Aussagen im Rahmen des Erlasses des NetzDG soweit ersicht-
lich nicht weiter vertieft. Auch wurden von unionsrechtlicher Seite auf die
Notifikation des Gesetzes hin keine Schritte unternommen. Dies diirfte
zentral mit der weiteren Entwicklung in der Européischen Union zusam-
menhingen, die hier nicht umfassend, aber exemplarisch in ihrer Linie
skizziert werden soll.

2. Weitere Rechtsentwicklung in der EU

Zum Zeitpunkt des Erlasses des NetzDG spiegelte die E-Commerce-RiL
schon einen erkennbar unterkomplexen Grundansatz wider. Thre Regelun-
gen waren auch als Technologieforderung entstanden, bei der die Verant-
wortlichkeiten der Anbieter zugunsten ihrer Entwicklungsmoglichkeiten

berger ZRP 2017, S. 98 (100); differenzierend Eifert, Netzwerkdurchsetzungsgesetz
und Plattformregulierung, in: Eifert/Gostomzyk (Hrsg.), Netzwerkrecht, S.9,
21 ff.; kein Verstof§ gegen Europarecht sehend Hoch K&R 2017, S. 289 (291).

7 Statt vieler siche Spindler ZUM 2017, S. 473 (479 ff.); Wimmers/Heymann AfP 2017,
S.93 (96f.).

8 Kritisch dazu Spindler ZUM 2017, S. 473 (476).

26

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

A. Einordnung des NetzDG in das Verfassungs- und Unionsrecht

pauschal begrenzt wurden.” Beim Erlass des NetzDG war auch auf europii-
scher Ebene selbstverstandlich, dass den mittlerweile teilweise marktmach-
tigen und immer stirker die 6ffentliche Kommunikation prigenden An-
bietern sozialer Netzwerke mit ihrer veranderten Rolle zunehmend Ver-
antwortung insbesondere bei der Bekimpfung von sog. Hate Speech zu-
kommt.

Allerdings setzte die EU hier zunichst vor allem auf freiwillige Selbstver-
pflichtungen der Anbieter, Mitteilungen, Empfehlungen und gemeinsame
Foren.!® Bemerkenswert ist dabei, dass schon der im Rahmen des EU-Inter-
netforums entstandene Verhaltenskodex der IT-Unternehmen, welcher
ausdriicklich auf die Ermutigung zur Einrichtung von Verhaltenskodizes
in Art. 16 der E-Commerce-RiL gestiitzt wird, erhebliche Parallelen zu den
Regelungen des NetzDG aufweist.!! Dies gilt namentlich fiir eine Prif-
pflicht im Anschluss an giltige Meldungen durch eingerichtete Uberpri-
fungsteams, eine Frist, die Mehrheit der giiltigen Meldungen in Bezug auf
die Entfernung illegaler Hate Speech in weniger als 24 Stunden zu priifen
und den Zugang zu ihnen gegebenenfalls zu entfernen oder zu deaktivie-
ren sowie Transparenzpflichten und eine Kommunikation mit den Nut-
zer*innen. Dem Verhaltenskodex schlieen sich immer mehr Unterneh-
men an. Er wird durch die EU-Kommission tberwacht.!? Neben diesen

9 Vgl. Spindler ZUM 1996, S.533; ders./Schmitz, TMG, 2.Aufl. 2018, Vor
§§ 7-10 TMG Rn. 33 ff.; Eifert, Das Netzwerkdurchsetzungsgesetz und Plattform-
regulierung, in: Eifert/Gostomzyk (Hrsg.), Netzwerkrecht, S. 9 (11).

10 Vgl. nur Mitteilung der Kommission, Umgang mit illegalen Online-Inhalten.
Mehr Verantwortung fiir Online-Plattformen v. 28.09.2017, COM (2017) 555 fi-
nal mit der Darstellung aller Ansitze auf S. 3 ff.

11 Verhaltenskodex fiir die Bekimpfung illegaler Hassreden im Internet vom Mai
2016, https://ec.europa.eu/info/policies/justice-and-fundamental-rights/combattin
g-discrimination/racism-and-xenophobia/eu-code-conduct-countering-illegal-hate-
speech-online_de#theeucodeofconduct (zul. abgerufen am 15.05.2020).

12 Vgl. zuletzt den vierten Evaluationsbericht zur Einhaltung und Umsetzung der
Vereinbarungen fir 2018, https://ec.europa.eu/info/sites/info/files/code_of condu
ct_factsheet_7_web.pdf (zul. abgerufen am 15.05.2020); der Evaluationsbericht
diirfte insbesondere mit Blick auf die angegebenen Loschquoten jedoch nur eine
geringe Aussagekraft entfalten, da dem Bericht eine dufert kleine Anzahl an ge-
meldeter Inhalte (in Deutschland z.B. lediglich knapp 200) und nur Meldungen
von Beschwerdestellen zu Grunde liegen und nicht hinreichend berticksichtigt
wird, wenn ein Inhalt erst nach mehrfachen (erfolglosen) Meldungen hin ge-
loscht wurde.
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Kodex ist zusatzlich 2018 ein Verhaltenskodex zur Bekimpfung von Desin-
formation getreten.!3

Bei diesen freiwilligen Mafnahmen wurden allerdings auch deren Gren-
zen in Bezug auf den erfassten Anbieterkreis sowie den Umfang und die
Geschwindigkeit der Fortschritte deutlich.!* Nicht zuletzt deshalb liegen
auf der unionalen Ebene mittlerweile zahlreiche Rechtsetzungsvorhaben
vor, auch wenn sie sich bislang noch nicht zu einem kohirenten Ansatz
zusammenfigen. Dabei handelt es sich bislang nicht um horizontale, son-
dern nur um sektorspezifische oder spezielle Mainahmen. Diese markie-
ren aber bereits deutlich einen Umbau der Verantwortungsstruktur fiir
Plattformbetreiber und lassen eine Reihe gemeinsamer Elemente erken-
nen.

Mit der 2018 erfolgten Anderung der AVMD-Richtlinie!® mussen Video-
Sharing-Anbieter gem. Art. 28b ,unbeschadet der Art. 12-15“ der E-Com-
merce-RiL angemessene Maflnahmen treffen, um die Allgemeinheit u.a.
vor nutzergenerierten Hass-Videos und bestimmten strafrechtlich relevan-
ten Inhalten zu schiitzen (Abs. 1) sowie ein transparentes, leicht zu hand-
habendes und wirksames Beschwerdeverfahren einrichten und betreiben
(Abs.3 d), i)). Ferner miissen die Mitgliedsstaaten ein aufergerichtliches
Rechtsbehelfsverfahren zur Verfigung stellen (Abs. 7). Durchgingig wird
dabei auf Moglichkeiten der Koregulierung verwiesen.

Die Verantwortlichkeit von Plattformbetreibern fiir Urheberrechtsver-
stofle wurde 2019 mit der Urheberrechtsrichtlinie (RiL 2019/790/EU) fort-
entwickelt.'® Auf die intensiven Diskussionen um ihre Regelungen kann

13 Vgl. EU Verhaltenskodex zur Bekimpfung von Desinformation, https://ec.europa
.eu/digital-single-market/en/news/code-practice-disinformation (zul. abgerufen
am 15.05.2020).

14 Vgl. stellvertretend die Begriindung zum Vorschlag der Kommission fiir eine
Verordnung des Europaischen Parlaments und des Rates zur Verhinderung der
Verbreitung  terroristischer ~ Online-Inhalte, COM(2018) 640  final
2018/0331(COD), S. 1 f.

15 Vgl. Richtlinie 2018/1808 EU des Europiischen Parlaments und des Rates vom
14.11.2018 zur Anderung der Richtlinie 2010/13/EU zur Koordinierung be-
stimmter Rechts- und Verwaltungsvorschriften der Mitgliedstaaten tber die Be-
reitstellung audiovisueller Mediendienste (Richtlinie Giber audiovisuelle Medien-
dienste) im Hinblick auf sich verindernde Marktgegebenheiten, Abl.L 303 v.
28.11.2018, S. 69.

16 Richtlinie 2019/790/EU des Europaischen Parlaments und des Rates v. 17.04.2019
tber das Urheberrecht und die verwandten Schutzrechte im digitalen Binnen-
markt und zur Anderung der Richtlinien 96/9/EG und 2001/29/EG, Abl. L 130 v.
17.05.2019, S. 92.
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und muss hier nicht niher eingegangen werden. Festzuhalten ist aber, dass
in Art. 17 eine differenzierte Ausgestaltung der Verantwortlichkeit der
Diensteanbieter unter Einschluss von Beschwerde- und Rechtsbehelfsver-
fahren sowie daran anschliefender unverziglicher Prifpflichten durch
Menschen erfolgt und dabei in Abs. 3 auch ausdriicklich die Haftungspri-
vilegierung des Art. 14 Abs. 1 E-Commerce-RiL bei o6ffentlicher Zuging-
lichmachung von Inhalten verdriangt wird.

Hinsichtlich der Regulierung von Kommunikationsinhalten liegt der
Vorschlag der Kommission fiir eine Verordnung zur Regulierung bei ter-
roristischen Online-Inhalten!” vor. Dieser Entwurf verdeutlicht, dass an
der Haftungsprivilegierung der Art. 14 und 15 der E-Commerce-Richtlinie
zwar grundsitzlich festgehalten wird, aber — soweit erforderlich — gefah-
renspezifisch abweichende Regelungen unter Beriicksichtigung der
Grundrechte erfolgen kénnen.'® So fordert der Entwurf von den Hosting-
diensteanbietern allgemeine Sorgfaltspflichten im Sinne geeigneter, ange-
messener und verhaltnismafiger MaSnahmen zur Verhinderung der Ver-
breitung terroristischer Inhalte (Art. 2), die gegebenenfalls auch proaktive
Mafnahmen umfassen kénnen (Art. 6, 9) und iber die jéhrlich ein Trans-
parenzbericht informiert (Art. 8). Die Inhaltskontrolle soll bei den terroris-
tischen Inhalten nach dem Entwurf letztlich im Zusammenspiel von Be-
horden und eigenen Maffnahmen der Diensteanbieter erfolgen (vgl.
Art. 4ff., Art. 13). Die Diensteanbieter treffen Unterrichtungs- und Uber-
mittlungspflichten gegentber den nationalen Strafverfolgungsbehorden
(vgl. nur Art. 13 Abs. 4) und die staatlichen Behorden konnen ihrerseits
(elektronische) Meldungen von Inhalten vornehmen. Diese werden von
den Anbietern dann an den Nutzungsbedingungen gemessen und ggf. ent-
fernt und die Behorden tiber das Ergebnis unverziglich informiert (Art. 5).
Die Behorden kénnen aber auch selbst Loschungs- oder Sperrungsanord-
nungen treffen, die innerhalb von 24 Stunden von den Diensteanbietern
umzusetzen sind (Art. 4). Diese Kooperation von Anbietern und Behérden
wird effektiviert durch Anforderungen an die Ausgestaltung von Kontakt-
stellen (Art. 14) und die Benennung von gesetzlichen Vertretern (Art. 16)
auf Seiten der Anbieter sowie die Pflicht zur angemessenen Ausstattung
der Behorden (Art. 12) auf Seiten der Mitgliedstaaten. Fir die Inhaltean-
bieter, deren Inhalte geloscht werden, sieht der Vorschlag deren Informati-

17 Vorschlag der Kommission fiir eine Verordnung des Europiischen Parlaments
und des Rates zur Verhinderung der Verbreitung terroristischer Online-Inhalte,
COM(2018) 640 final 2018/0331(COD).

18 Vgl. Begriindung des Vorschlags, S. 3.
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on, eine Begrindungspflicht der (Dienste-)Anbieter einschlielich des
Hinweises auf die Anfechtungsmoglichkeit bei Anfrage (Art. 11), einen Be-
schwerdemechanismus bei den Anbietern (Art. 10) und bei unberechtigter
Loschung eine Wiederherstellungspflicht (Art. 10 Abs. 2) vor.

Diese Entwicklung weist eine sich zunehmend gefahrenspezifisch aus-
differenzierende Verantwortungsstruktur aus, in der sich Sorgfaltspflich-
ten der Anbieter einschlieflich des Einsatzes algorithmischer Verfahren,
ein interessenausgleichendes Beschwerdemanagement, Loschpflichten von
Inhalten, Transparenzanforderungen und ein kooperatives Vorgehen von
Anbietern und Behorden als wichtige Elemente herausbilden.!

Eine Rahmenregelung des Bereichs dirfte mit dem Gesetz iiber Digitale
Dienste (Digital Services Act) erfolgen, an dem die EU-Kommission derzeit
arbeitet. Nach den bisher bekannt gewordenen Inhalten werden seine Re-
gelungen auf der Linie der ,Empfehlungen fir wirksame Mafnahmen im
Umgang mit illegalen Online-Inhalten® liegen und entsprechend auf die
voranstehend herausgearbeiteten Bausteine zuriickgreifen.

Die Entwicklung auf Unionsebene wird begleitet (und im Interesse ein-
heitlicher Regeln im Binnenmarke sicher auch beschleunigt) durch neue
Regelungen tber die Verantwortlichkeit von Netzwerkanbietern auch in
anderen Mitgliedstaaten. In Frankreich hat der Conseil Constitutionnel
die ,Loi Avia“ zur Bekdmpfung von Hate Speech im Internet allerdings im
Juni 2020 kurz vor Inkrafttreten weitgehend fiir verfassungswidrig er-
klart.?! Sie enthielt die Pflicht zur Bereitstellung eines Beschwerdemanage-
mentverfahrens, Transparenzpflichten, eine durch Beschwerde ausgeldste
Loschpflicht der Netzwerkanbieter (mit einer 24-Stunden-Frist fur offen-
sichtlich rechtswidrige Inhalte) und Sanktionen bei Verst6fen. Im Verei-

19 Detailliert zur Entwicklung auf europiischer Ebene mit Blick auf die Urheber-
rechtsrichtlinie (2019/790) und dem Non-Paper der EU-Kommission zur Uberar-
beitung der E-Commerce-Richtlinie siehe Wagner, GRUR 2020, S. 329 ff., 447 ff.,
der in der Entwicklung auf europiischer Ebene ebenfalls zwar noch kein klares
Bild erkennt, wohl aber einen eindeutigen Trend in Richtung der Intensivierung
der Verantwortlichkeit der Plattformen sicht.

20 Vgl. nur https://netzpolitik.org/2019/leaked-document-eu-commission-mulls-new
-law-to-regulate-online-platforms/ (zul. abgerufen am 15.05.2020).

21 Gesetz abrufbar unter http://www.assemblee-nationale.fr/dyn/15/textes/I15t0419_
texte-adopte-provisoire.pdf (zul. abgerufen am 22.06.2020), fiir teilweise verfas-
sungswidrig erklart durch Décision n° 2020-801 DC du Conseil Constitutionnel
du 18 juin 2020.
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nigten Konigreich befindet sich ein Vorschlag der Regierung im Diskussi-
onsprozess (Online Harms White Paper??).

Insgesamt zeigt sich, dass das NetzDG ungeachtet seiner unionsrechtli-
chen Bewertung im Einzelnen als Vorreiter der weiteren Entwicklung auf
unionaler Ebene angesehen werden kann. Das unionale Instrumentarium
weist betrichtliche Ubereinstimmungen mit seinen Ansatzen auf und die
franzosische Regelung ist ganz offenkundig am NetzDG orientiert. Die Er-
fahrungen mit dem NetzDG kénnen entsprechend in die Weiterentwick-
lung des Unionsrechts eingespeist werden. Es ist davon auszugehen, dass es
zunehmend detaillierter durch Unionsrecht tberformt werden wird.

II. Verfassungsrecht
1. Verfassungsrechtliche Diskussionspunkte

Das NetzDG wurde von Beginn an in der Literatur und von Verbanden
massiv verfassungsrechtlich kritisiert. Dabei wurden zahlreiche verfas-
sungsrechtliche Verstole behauptet, insbesondere Verstofle gegen die
Kompetenzbestimmungen, den Bestimmtheitsgrundsatz, die Verhiltnis-
mafigkeit (im Rahmen des Eingriffs in die Berufstreiheit der Anbieter),
die Meinungsfreiheit, den rechtsstaatlichen Justizgewihrungsanspruch
und das Gleichbehandlungsgebot.??

Im Zentrum der Kritik standen dabei die Kompetenzfrage angesichts
des Bezugs der Regelungen auf mediale Inhalte, ein angenommener Ver-
stof§ gegen die Justizgewdhrleistung wegen der ,,Privatisierung der Rechts-
verfolgung® durch die Loschpflicht privater Anbieter fiir rechtswidrige In-
halte sowie die angenommene Verletzung der Meinungsfreiheit durch die
Gefahr des Overblockings, also der systematischen Loschung auch recht-

22 Abrufbar unter: https://www.gov.uk/government/consultations/online-harms-whi
te-paper/online-harms-white-paper (zul. abgerufen am 15.05.2020).

23 Siche Feldmann K&R 2017, S. 292; Gersdorf MMR 2017, S. 439 (446 £.); Guggenber-
ger ZRP 2017, S. 98; ders. NJW 2017, S. 2577 (2581 {.); Hain/Ferrau/Brings-Wiesen
K&R 2017, S. 433 f.; Heckmann/Wimmers CR 2017, S. 310; Hong, Verfassungsblog
vom 09.01.2018, https://verfassungsblog.de/das-netzdg-und-die-vermutung-fuer-di
e-freiheit-der-rede/ (zul. abgerufen am 15.05.2020); Kalscheuer/Hornung NVwZ
2017, S. 1721 (1723); Koreng GRUR-Prax 2017, S.203 (204 f.); Ladeur/Gostomzyk,
Gutachten fiir die BitKom, 2017; dies. K&R 2017, S.390; Liesching MMR 2018,
S.26; Miiller-Franken AfP 2018, S. 1; Nolte ZUM 2017, S. 552; Spindler K&R 2017,
S.533; Warg DOV 2018, S. 473; Wimmers/Heymann AfP 2017, S. 93.
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mafiger Inhalte unter dem Eindruck insbesondere der buflgeldbewehrten
Loschpflichten.

Andere Stimmen in der Literatur argumentierten fiir die Verfassungs-
mafigkeit in diesen zentralen Punkten und verwiesen in der Kompetenz-
frage insbesondere auf die Regulierung der spezifischen Gefahren dieses
Wirtschaftszweiges hinsichtlich der Einhaltung allgemeiner Gesetze, hin-
sichtlich der Meinungsfreiheit auf ein mdgliches Verstindnis der Praf-
pflichten als Vermeidung von Under- wie Overblocking sowie hinsichtlich
der Justizgewahrung auf die Wahrnehmung eigener Rechtspflichten durch
die Anbieter und den unbertihrt bleibenden Rechtsweg.?*

Eine gerichtliche Klarung dieser Fragen ist nicht erfolgt. Im Rahmen
dieser Evaluation kann es nicht um eine rechtsgutachterliche Beantwor-
tung dieser Fragen gehen. Es kann nur beobachtet werden, dass die Kritik-
welle beim Erlass des Gesetzes sich nicht als breite Kritik verstetigte oder
sogar verfestigte und sich die Diskussion eher von der fundamentalen Kri-
tik weg und hin zu konkreten Fragen der Umgestaltung oder Fortentwick-
lung des Gesetzes zu bewegen scheint.?> In der Frage des Overblockings
haben sich in der Praxis auch keine belastbaren Anhaltspunkte fiir eine
Realisierung der angenommenen Gefihrdungen ergeben (vgl. Teil 3 B. IL
11.).

Hier soll nur kurz auf strukturelle Herausforderungen hingewiesen wer-
den, die im Zuge der Diskussion um das NetzDG deutlich wurden und auf
denen auch zukinftig ein Augenmerk liegen dirfte. Sie betreffen die
Kompetenzen und die Justierung des grundrechtlichen Interessenaus-
gleichs.

Nicht naher eingegangen wird auf Fragen wie die verfassungsrechtliche
Bestimmtheit, die nicht mit dem Gegenstand oder Instrumentarium des
NetzDG als solchem zusammenhingen, sondern nach den allgemeinen,
gerade bei der Bestimmtheit im Ubrigen recht weiten Mafstaben zu beur-

24 Vgl. Schiff MMR 2018, S: 366; Eifert, Netzwerkdurchsetzungsgesetz und Platt-
formregulierung, in: Eifert/ Gostomzyk (Hrsg.), Netzwerkrecht, S. 9 ff.; Lang A6R
143 (2018), S.220; Schwartmann GRUR-Prax 2017, S.317; einige Vorwiirfe ent-
kriftend auch Pfesffer AfP 2018, S. 14.

25 Indizien dafiir sind die Stellungnahmen der Sachverstindigen bei der offentli-
chen Anhorung im Ausschuss fir Recht und Verbraucherschutz am 15.5.2019
zum Thema Netzwerkdurchsetzungsgesetz (https://www.bundestag.de/dokument
e/textarchiv/2019/kw20-pa-recht-netzwerkdurchsetzungsgesetz-636616) (zul.
abgerufen am 15.05.2020) sowie die zahlreichen Bewertungen des NetzDG in der
jungeren Zeit (vgl. Bibliographie) sowie die Inhalte der medialen Berichterstat-
tung.
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A. Einordnung des NetzDG in das Verfassungs- und Unionsrecht

teilen sind. Ausdricklich ist insoweit aber darauf hinzuweisen, dass Hin-
weise auf ,Unklarheiten® im NetzDG in dieser Evaluation nur darauf ver-
weisen, dass mehrere Interpretationen des Gesetzestextes plausibel mog-
lich sind und noch keine entsprechende Kliarung durch Rechtsprechung
oder Rechtswissenschaft stattgefunden hat. Es ist grundsatzlich normal,
dass Gesetze mehrere Auslegungsmoglichkeiten zulassen und im Zuge der
Rechtsanwendung konkretisiert werden. In diesem Bericht geht es nur
darum, die Unklarheiten zu markieren, an denen zu entscheiden wire, ob
und inwieweit eine schnelle Rechtssicherheit durch gesetzliche oder unter-
gesetzliche Konkretisierungen erreicht oder auf die weitere Rechtsanwen-
dung vertraut werden soll. Der verfassungsrechtliche Bestimmtheitsmaf3-
stab wird mit diesen Aussagen ausdriicklich nicht in Bezug genommen.

2. Strukturelle Herausforderungen im Lichte des NetzDG
a) Kompetenzen

Im Bereich der Kompetenzen aktualisiert das NetzDG das schon lange po-
litisch umstrittene Verhaltnis der Bundes- zu den Landeskompetenzen im
Bereich der Telemedien. Nach anfinglicher Regelungsdualitit von Bund
und Lindern in diesem Bereich einigten sich beide, dass die allgemeinen
Anforderungen an Telemedien im Telemediengesetz des Bundes geregelt
werden (in dem sich schlieflich auch die Verantwortungsregelungen in
Umsetzung der E-=Commerce-RiL befinden) und die Lander die inhaltlich
ausgestaltenden Regelungen, insbesondere alle journalistisch-redaktionel-
len Regelungen, vornehmen. Die Einordnung von Regelungen, die zwar
inhaltsbezogen sind, aber nur die Einhaltung der allgemeinen Gesetze und
nicht die Vielfalt als Voraussetzung offentlicher Meinungsbildung sicher-
stellen, wird nun offenbar unterschiedlich wahrgenommen. Auch im Ab-
schlussbericht der Bund-Linder-Kommission zur Medienkonvergenz?¢
wurden Landesregelungen immer nur mit Bezug zur Vielfaltssicherung
der Angebote und damit zur positiven Ausgestaltung der Medienordnung
angesprochen. Soweit es in diesem Bericht um andere Regelungen fiir In-
termediire ging, betrafen sie Regelungen auf europiischer Ebene.

26 Vgl.https://www.bundesregierung.de/resource/blob/997532/473870/07ba875¢860
ada4556526641bd9151b6/2016-06-14-medienkonvergenz-bericht-blk-data.pdf?do
wnload=1 (zul. abgerufen am 15.05.2020).
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Tetl 2: Das NetzDG im Kontext

Da die verfassungsrechtlichen Kompetenzen unverfiigbar sind,?” vermo-
gen politische Vereinbarungen die Kompetenzfrage nicht zu losen. Die
Unsicherheit zeigt aber auf, dass die verfassungsgerichtlich mit Blick auf
die Abgrenzung der Telekommunikationskompetenz des Bundes gegen-
tiber dem Rundfunk vorgenommene Konturierung der Kompetenzen hier
keine abschliefende Antwort bieten kann. Der Begriff des ,Rundfunks®
wird zwar auch durch das BVerfG weit ausgelegt,?® aber dabei geht es re-
gelmifig um den sachlichen Schutzbereich der Rundfunkfreiheit und die
Reichweite moglicher Ausgestaltung einer positiven Medienordnung,
nicht aber um die Kompetenzabgrenzung von Bund und Lindern oder die
Uberwachung der Einhaltung allgemeiner Gesetze.

b) Grundrechte

Hinsichtlich der Grundrechte wurden mit der wachsenden Bedeutung der
sozialen Medien und den Veridnderungen der 6ffentlichen Kommunikati-
on, insbesondere der Verbreitung und dem instrumentellen Einsatz von
sog. Hate Speech, erhebliche grundsitzliche Fragen aufgeworfen. Auf der
Ebene der Maf$stibe ist zu fragen, ob der bestehende, verfassungsrechtlich
fein austarierte Ausgleich insbesondere zwischen Meinungsfreiheit und
Allgemeinem Personlichkeitsrecht neu justiert werden muss und ob dies
gegebenenfalls generell oder medienspezifisch zu erfolgen hitte.

Auf der Ebene der Instrumente ist zu fragen, welche Ansatzpunkte in so-
zialen Netzwerken fiir eine Sicherung des angemessenen Ausgleichs dieser
Grundrechte adressiert werden sollen und wie eine grundrechtskonforme
Ausgestaltung aussieht. Dies betrifft technische Fragen mit Blick auf die
Regulierung einer schadigenden Eigendynamik der Kommunikation in so-
zialen Netzwerken,? die Einwirkung der Grundrechte auf die selbst ge-
setzten Regeln der Netzwerke (Gemeinschaftsstandards)3® sowie die ange-

27 Vgl. statt aller BVerfGE 119, 331 (Job-Center).

28 Vgl. stellvertretend fiir alle den Uberblick bei Dreier/Schulze-Fielitz, GG, 3. Aufl.
2013, Art. 5 Abs. 1, 2 Rn. 99 ff.

29 Vgl. nur Eifert, Regulierung von Dynamik und dynamische Regulierung als netz-
werkgerechtes Recht — Eine Skizze am Beispiel von Hate Speech in sozialen Netz-
werken, Working paper No. 4 (https://www.rewi.hu-berlin.de/de/lIf/oe/rdt/pub/w
orking-paper-no-4) (zul. abgerufen am 15.05.2020).

30 Vgl. unten Teil 3 A. L.
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B. Medienschau

messene Ausgestaltung der Verfahren und Prifpflichten fir die Netzwerk-
anbieter.3!

Weil die rechtlichen Priiffungen von Kommunikationsinhalten bei den
Netzwerkanbietern regelmifig haufiger und friher erfolgen als bei den
staatlichen Gerichten, diese Prifungen aber jedenfalls auch am MafSstab
des staatlichen Rechts erfolgen miissen, ist die Herstellung einer angemes-
senen Rechtssicherheit fiir die Netzwerkanbieter ebenfalls eine strukturelle
Herausforderung. Dabei muss zugleich gesichert bleiben, dass die Fortent-
wicklung der MafSstibe und damit der grundrechtliche Interessenausgleich
vor allem den staatlichen Gerichten tiberlassen ist.

Alle diese Fragen sind grundrechtliche Fragen. Inwieweit hier allerdings
zukinftig jeweils europaische oder grundgesetzliche Grundrechte anzu-
wenden sind, hingt davon ab, wie stark die Regulierung der sozialen Netz-
werke europidisch oder national erfolgen wird.

B. Medienschau

Das NetzDG wurde im Vorfeld seines Erlasses und in den darauffolgenden
Monaten von nahezu allen Medien duferst kritisch betrachtet. Neben der
Kritik einer Gberhasteten und vorschnellen Beschlussfassung ohne ausrei-
chende Beteiligung der Offentlichkeit wurde nahezu einhellig die Ver-
pflichtung der Netzwerkanbieter zur Loschung der strafbaren Inhalte auf
ihren Plattformen beanstandet. Als zentraler Vorwurf wurde insbesondere
die Gefahr des Overblockings, also der Loschung zulassiger Meinungsau-
Berungen, hervorgehoben, wodurch das NetzDG den freien Meinungsaus-
tausch erheblich beschrinke. In der Kombination aus starrer Loschver-
pflichtung mit kurzen Fristen und drohenden Bufigeldern bei Verstoflen
gegen die Loschpflicht sah man einen Anreiz fir Overblocking. Unter
dem Schlagwort ,Privatisierung der Rechtsdurchsetzung® wurde zudem
kritisiert, dass das NetzDG die Verantwortung tber die Entscheidung
rechtswidriger Inhalte von Gerichten auf Private Gibertrage und damit die
Entscheidungsmacht tGber zulissige Inhalte den ohnehin bereits markt-
machtigen Akteuren tGberantworte. Demgegeniiber wurde die ebenfalls im
NetzDG eingefiihrte Stirkung der Rechtsdurchsetzung durch die Pflicht
zur Benennung eines Zustellungsbevollmachtigten und einer empfangsbe-

31 Vgl. nur oben die Skizze der Bausteine einer sich abzeichnenden europiischen
Regulierung.
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Tetl 2: Das NetzDG im Kontext

rechtigten Auskunftsperson (§ 5 NetzDG) tiberwiegend positiv aufgenom-
men.

Lediglich vereinzelte Stimmen nahmen das NetzDG gegen die Kritik als
,Notlosung® oder ,ersten Aufschlag® in Schutz. Ein regulatorischer Vor-
stof§ zur effektiven Bekdmpfung strafbarer Inhalte auf Plattformen wurde
von diesen Stimmen als lingst Gberfillig angesehen, da die Netzwerkan-
bieter dem Problem zuvor nicht selbst wirksam entgegengetreten seien.
Die zuvor praktizierte Selbstregulierung habe ersichtlich nicht funktio-
niert. Unter Betonung der beschrinkten Buffgeldandrohung auf systemi-
sche Verstof8e konzedierten sie zwar im Grundsatz die Gefahr des Overblo-
ckings, sahen diese jedoch als bewusst uberzeichnet dargestellt. Auch den
Einwand der Privatisierung der Rechtsdurchsetzung erachteten sie als
nicht durchgreifend, da staatliche Stellen ihre Zustindigkeit behielten und
die Inpflichtnahme der Netzwerkanbieter als Mitverursacher nicht aufSer-
gewohnlich sei.

Nach der anfinglich intensiven und teils hitzig gefiihrten Diskussion
tber das NetzDG lief§ der mediale Fokus etwas nach. Es erfolgte aber regel-
mafig eine verstirke anlassbezogene Berichterstattung. Ausgangspunkte
waren unmittelbare NetzDG-bezogene Ereignisse wie Sperren prominen-
ter Accounts, die Veroffentlichung der Transparenzberichte der Netzwerk-
anbieter oder kriminelle Taten, die mit Hate Speech als Regelungsgegen-
stand des NetzDG in Verbindung gebracht wurden. Im Einzelnen:

Anlasslich einiger medienwirksamer Sperrungen von Beitrigen und Ac-
counts, wie z.B. die Sperrung des Titanic-Accounts bei Twitter wegen einer
Persiflage auf Beatrix von Storch oder die Sperrung des Twitter-Accounts
von Beatrix von Storch und die Sperrung eines Facebook-Postings von ihr
in Reaktion auf in Arabisch verfasste Neujahreswiinsche der Kélner Poli-
zei, flammte die grundsatzliche Kritik am NetzDG Anfang 2018 noch ein-
mal auf. Abgesehen davon verschob sich die mediale Aufmerksamkeit zu-
nehmend weg von der grundsatzlichen Kritik am NetzDG hin zur konkre-
ten Beobachtung und Bewertung der tatsachlichen Umsetzung des Geset-
zes durch die Netzwerkanbieter. Auffillig ist, dass die Berichterstattung im
Umfang und — mit einigen Ausnahmen - in der Tiefe deutlich hinter der
anfinglichen Berichterstattung tiber die moglichen Nachteile und Gefah-
ren des NetzDG zurtickblieb. Thematisiert wurden dabei vor allem die ers-
ten Runden der halbjihrlich zu veréffentlichenden Transparenzberichte
der Netzwerkanbieter. Hierbei standen insbesondere die sehr unterschied-
lichen Beschwerdezahlen im Vergleich der Netzwerkanbieter, die teils
tiberraschend geringen Loschquoten und der Befund, dass einige Netzwer-
kanbieter viel stirker Loschungen iber Gemeinschaftsstandards als tiber
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B. Medienschau

NetzDG vornehmen, im Fokus. Dies veranlasste einige zum kritischen
Hinterfragen der urspriinglich angenommenen Gefahr des Overblockings.
Begleitend wurden ebenso die personellen und organisatorischen Bemd-
hungen der Netzwerkanbieter zur Umsetzung des NetzDG thematisiert,
teils auch durch Besuche in neu eingerichteten Ldschzentren. Schnell ge-
riet auch die Ausgestaltung der Beschwerdewege fiir Nutzer*innen in den
Fokus. Dabei wurden erneut die extrem unterschiedliche Ausgestaltung
der Beschwerdewege bei den Netzwerkanbietern beschrieben und die teils
erheblichen Hiirden fiir Nutzer*innen zum Auffinden und / oder Abgeben
der Beschwerde angesprochen.

Das NetzDG geriet anlisslich des Mordes am Kasseler Regierungsprasi-
dent Walter Liibcke und der Veréffentlichung zahlreicher Hasskommenta-
re hierzu auf den Plattformen der Netzwerkanbieter ab Mitte 2019 wieder
in den Fokus medialer Berichterstattung. In Reaktion auf diesen Mord und
den Anschlag auf eine Synagoge in Halle stellte die Bundesregierung ein
Mafnahmenpaket zur Bekimpfung des Rechtsextremismus und der Hass-
kriminalitit vor, in dem auch Anderungen des NetzDG, insbesondere die
Einfithrung einer Meldepflicht der Netzwerkanbieter fiir gewisse Straftat-
bestinde an das BKA, vorgesehen waren. Die Justizministerkonferenz for-
derte eine Verbesserung der Auskunfts- und Strafverfolgungsmaoglichkei-
ten der Staatsanwaltschaften. Auch wenn die Vorschlige im Einzelnen
durch Medien teilweise negativ beurteilt wurden, war insgesamt doch eine
gewisse Verlagerung der Perspektive zu beobachten. Der Fokus medialer
Berichterstattung verschob sich zunehmend weg von grundsatzlicher Kri-
tik am NetzDG hin zur Relevanz der Verfolgung strafrechtlicher Inhalte
im Netz. Im Zuge dessen wurde vermehrt und intensiver die bisherige Ar-
beitsweise der Strafverfolgungsbehorden thematisiert, wobei insbesondere
die Titigkeit der Schwerpunktstaatsanwaltschaften und deren Relevanz
positiv hervorgehoben wurden. Ebenfalls wurde die Effektivierung der
Strafverfolgung, insbesondere durch verbesserte Auskunftsrechte und die
Behebung von Personalengpissen, angemahnt.
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Teil 3: Evaluation der einzelnen Regelungen des NetzDG

A. Das NetzDG und die Gemeinschaftsstandards
I. Was sind Gemeinschaftsstandards?

Alle Netzwerkanbieter haben als Teil ihrer oder neben ihren Allgemeinen
Nutzungsbedingungen Gemeinschaftsstandards (Community Standards)
ausgestaltet. Bei diesen handelt es sich um privatrechtliche Vereinbarun-
gen, die mit Nutzung der Plattform in Form Allgemeiner Geschaftsbedin-
gungen (§§ 305 ff. BGB) Bestandteil des zwischen Netzwerkanbieter und
Nutzer*in geschlossenen Nutzungsvertrags werden.’? Gemeinschaftsstan-
dards beinhalten in der Regel spezifische Ge- und Verbote, wie z.B. das
Verbot, gewalttitige Inhalte, Spam, Hate Speech oder sexuell explizite In-
halte zu posten. Nur selten enthalten sie einen umfassenden Hinweis da-
rauf, dass illegale Inhalte nicht geduldet werden.33 Abgesehen von etwai-
gen grundrechtlichen Uberformungen des privatrechtlichen Verhiltnisses
zwischen Netzwerkanbieter und Nutzer*innen (dazu sogleich) steht Netz-
werkanbietern im Rahmen des geltenden AGB-Rechts (§§ 305 ff. BGB) frei,
wie sie die Gemeinschaftsstandards ausgestalten. Dabei konnen sie grund-

32 S. etwa OLG Dresden, Beschl. v. 08.08.2018 - 4 W 577/18 -, juris, Rn. 17; OLG
Miinchen, Beschl. v. 17.09.2018 - 18 W 1383/18 -, juris, Rn. 20, 36; Elsaf$/Labusga/
Tichy CR 4/2017, S. 234 (237).

33 Change.org: ,Keine Gesetzesverletzung — Sie konnen mittels Change.org ein Be-
wausstsein in Bezug auf bestimmte Gesetze vermitteln, die Sie dndern mochten,
jedoch sehen wir uns nicht als eine Plattform fiir illegale Aktivitaten. Stellen Sie
sicher, dass Thre Nutzung von Change.org gegen keinerlei geltende, nationale Ge-
setze verstofSt, u. a. gegen Gesetze zum Schutz der Rechte anderer Menschen.
Stellen Sie unter anderem sicher, dass Sie Beweise fiir alle Behauptungen, die Sie
vorbringen, vorlegen kénnen, da wir Inhalte entfernen massen, die verleumde-
risch sind.“ Facebook verbietet ,Inhalte, die folgende kriminelle Handlungen,
die von dir oder von mit dir in Verbindung stehenden Personen begangen wur-
den, darstellen, zugeben oder begiinstigen: Korperverletzung, Gewalt gegeniber
Tieren; Ausnahmen: Jagen, Angeln, religiose Opferungen oder Zubereitung/
Verarbeitung von Nahrungsmitteln, Wilderei oder Verkauf gefahrdeter Tierarten
oder ihrer Korperteile, Tierkampfveranstaltungen, Diebstahl, Vandalismus oder
Sachbeschadigung, Betrug, Menschenhandel gemafl Abschnitt 2, Sexuelle Gewalt
oder Ausbeutung, einschlieflich sexueller Notigung, wie in Abschnitt 7 und Ab-
schnitt 8 beschrieben.“
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A. Das NetzDG und die Gemeinschaftsstandards

satzlich auch solche Inhalte auf ihrer Plattform verbieten, die weder rechts-
widrig 1.5.d. § 1 Abs. 3 NetzDG noch aus anderen Griinden (etwa wegen
VerstofSes gegen Urheberrecht) rechtswidrig sind, etwa weil es sich um
sog. ,Not Safe For Work Content“ handelt. Dies sind Inhalte, bei deren
Auftauchen man nicht von Arbeitskolleg*innen oder der Offentlichkeit
beobachtet werden mochte, etwa Pornographie.?4

Ob und inwieweit die Netzwerkanbieter bei der Ausgestaltung und An-
wendung von Gemeinschaftsstandards die Grundrechte der Nutzer*innen
bzw. der Betroffenen zu wahren haben, ist noch umstritten. Fur die Eva-
luation des NetzDG ist diese Frage zentral: Das Verhiltnis des NetzDG zu
Gemeinschaftsstandards ldsst sich nur beurteilen und ggf. nachjustieren,
wenn feststeht, inwiefern die Vorgaben des NetzDG sich von zuldssigen
Gemeinschaftsstandards der Netzwerkanbieter unterscheiden. Davon
hangt wiederum ab, ob fiir die Netzwerkanbieter Anreize bestehen, durch
vorrangige Anwendung von Gemeinschaftsstandards den Vorgaben des
NetzDG auszuweichen.

Eine weitgehende grundrechtliche Uberformung wiirde etwa bedeuten,
dass Netzwerkanbieter beim Loschen von Inhalten, die gegen ihre Ge-
meinschaftsstandards verstoflen, die Grundrechte der Poster*innen, d.h.
insbesondere die durch Art. 5 Abs. 1 S.1 GG garantierte Meinungsfreiheit
und eventuell auch das Gleichheitsgebot des Art.3 Abs. 1 GG,?* bertick-
sichtigen missten. Uberwoge das grundrechtlich geschiitzte Interesse an
der Nichtléschung des Beitrags das ebenfalls grundrechtlich geschiitzte In-
teresse des Netzwerkanbieters (etwa aus Eigentum, Art. 14 GG, Berufsfrei-
heit, Art. 12 GG, und Privatautonomie, Art.2 Abs.1 GG; jeweils i.V.m.
Art. 19 Abs.3 GG*¢) und / oder Dritter (etwa aus dem Allgemeinen Per-
sonlichkeitsrecht, Art. 2 Abs. 1 i.V.m. Art. 1 Abs. 1 GG) an der Loschung,
dirfte der Netzwerkanbieter den Beitrag trotz Verstofes gegen die Ge-

34 So bei Reddit: ,,Content that contains nudity, pornography, or profanity, which a
reasonable viewer may not want to be seen accessing in a public or formal setting
such as in a workplace should be tagged as NSFW. This tag can be applied to in-
dividual pieces of content or to entire communities.*

35 Siehe dazu BVerfGE 148, 267, 283 Rn. 39 ff. (Stadionverbot); fir ein vorrangiges
Abstellen auf Art. § 11 GG Konig AcP 219 (2019), S. 611, (630 £.).

36 Zur Grundrechtstrigerschaft sozialer Netzwerke vgl. Miiller-Terpitz, Soziale Netz-
werke als Gegenstand des geltenden Rechts. Eine rechtssystematische Einord-
nung, in: Eifert/Gostomzyk (Hrsg.), Netzwerkrecht, S.45, S1ff.; Gostomzyk,
Grundrechtstragerschaft fiir soziale Netzwerke? Der Anwendungsbereich des
Art. 19 Abs.3 GG, in: ebd., S.109ff; Ingold, Grundrechtstrigerschaft sozialer
Netzwerke!, in: ebd., S. 125 ff.
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meinschaftsstandards nicht entfernen. Die Frage nach der grundrechtli-
chen Uberformung gestaltet sich besonders komplex, wenn das betroffene
Grundrechtsverhaltnis dreipolig ist: Ist etwa ein Inhalt herabsetzend, ohne
die Beleidigungsschwelle (§185 StGB) zu uberschreiten, so sind die
Grundrechte von Poster*in (Meinungsfreiheit), Betroffenen (Allgemeines
Personlichkeitsrecht) und Netzwerkanbieter (Eigentum, Berufs- und Ver-
tragsfreiheit) zu berticksichtigen.

Grundsatzlich binden Grundrechte unmittelbar nur den Staat
(Art. 1 Abs.3 GG). Private missen die Grundrechte ihrer Vertragspart-
ner*innen demgegeniiber grundsitzlich nicht wahren. Grundrechte kon-
nen jedoch mittelbar auf Privatrechtsverhiltnisse einwirken.’” Entscheiden
etwa staatliche Gerichte iber ein Privatrechtsverhiltnis, so haben sie dabei
insbesondere bei der Auslegung unbestimmter Rechtsbegriffe und der An-
wendung von Generalklauseln die Grundrechte zu beriicksichtigen (sog.
mittelbare Drittwirkung; Ausstrahlung ins Privatrecht).3® Auf diesem We-
ge ,konnen Private [...] unbeschadet ihrer eigenen Grundrechte ahnlich
oder auch genauso weit durch die Grundrechte in Pflicht genommen wer-
den, insbesondere, wenn sie in tatsidchlicher Hinsicht in eine vergleichbare
Pflichten- oder Garantenstellung hineinwachsen wie traditionell der
Staat.“3? Private, die aufgrund eigener Entscheidung Veranstaltungen zur
Verfiigung stellen, die einem groffen Publikum ohne Ansehen der Person
geoffnet werden und fir die Betroffenen in erheblichem Umfang iiber die
Teilnahme am gesellschaftlichen Leben entscheiden, unterliegen gleich-
heitsrechtlichen Anforderungen aus Art.3 Abs.1 GG.* Dies gilt umso
mehr, wenn die private Infrastruktur ,,in erheblichem Umfang tber die
Teilhabe am gesellschaftlichen Leben entscheidet*.#! Inwieweit dies nun
auch fir grofle Internetplattformen gilt, die zwar in privater Hand sind,
auf denen aber ein erheblicher Teil des 6ffentlichen Diskurses ausgetragen
wird, ist noch nicht abschlieBend geklart.4?

37 BVerfGE 7, 198 (Liith); 42, 143, 148; 89, 214, 229; 103, 89, 100; 137, 273, 313
Rn. 109; st. Rspr.

38 Ebd.

39 BVerfGE 128, 226, 248 (Fraport).

40 BVerfGE 148, 267, 283 f. (Stadionverbot).

41 Ebd.

42 So auch BVerfG, einstweilige Anordnung v. 22.05.2019 - 1 BvQ 42/19 -, juris,
Rn. 15 (,Der III. Weg®). Einige Bundestagsabgeordnete und die Fraktion Biind-
nis 90/Die Grinen forderten in ihrem Antrag vom 22.11.2018 die Bundesregie-
rung auf, ,eine rechtliche Einschitzung zur Grundrechtsbindung fiir Betreiber
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In der fachgerichtlichen Rechtsprechung werden unterschiedliche An-
sichten vertreten. Teile der Rechtsprechung fokussieren ausgehend von
einer starken Grundrechtsbindung auf die Meinungsfreiheit der Nut-
zer*innen und sehen es als generell unzulassig an, eine ,zulissige Mei-
nungsiuflerung® auf Grundlage von Gemeinschaftsstandards zu l6schen.*
»Zuldssige Meinungsiaufferung® in diesem Sinne ist dabei wohl jede Mei-
nungsiuflerung, die vom Schutzbereich des Art. 5 Abs. 1 S. 1 GG erfasst ist
und nicht gegen die allgemeinen Gesetze 1.5.d. Art. 5 Abs. 2 GG (die eine
Abwagung mit den Grundrechten potenziell Verletzter bereits beinhalten)
verstofSt. Entgegenstehende Grundrechte der Netzwerkanbieter werden bei
der Frage nach der Zulissigkeit nach diesem Verstindnis jedenfalls in den
Entscheidungsgriinden regelmifig nicht bertcksichtigt.

Die einschligige Rechtsprechung der meisten Oberlandesgerichte be-
rtcksichtigt dagegen die Grundrechte der Netzwerkanbieter stiarker und
leitet daraus einen breiteren Spielraum fir die Gemeinschaftsstandards
ab.* Das bedeutet, dass Netzwerkanbieter auch von Art. 5 Abs. 1 S.1 GG
geschitzte Inhalte 16schen durfen, die nicht gegen die allgemeinen Geset-
ze verstoflen. Inwieweit diese (grundrechtlich geschiitzte) Freiheit der
Netzwerkanbieter durch die Grundrechte der Nutzer*innen begrenzt
wird, hiange insbesondere von der Wirkmacht des Netzwerks* und dem
Anspruch desselben, einen Kommunikationsraum fiir eine Vielzahl unter-
schiedlicher Menschen und Themen zu bieten,*¢ ab. Schlieflich seien auch
auf Anbieterseite Grundrechte zu berticksichtigen, insbesondere deren sog.
»virtuelles Hausrecht“.#” Zudem wird auf die Vertragsfreiheit der Netzwer-

sozialer Netzwerke und zu den Auswirkungen auf die Gemeinschaftsstandards
vorzulegen®, BT-Drucks. 19/5950, S. 4.

43 OLG Miinchen, Beschl. v. 24.08.2018 - 18 W 1294/18 -, juris, Rn. 30; OLG Mun-
chen, Beschl. v. 17.09.2018 - 18 W 1383/18 -, juris, Rn. 19 ff.; LG Frankfurt a.M.,
Beschl. v. 14.05.2018 - 2-03 O 182/18 -, juris, Rn.16; LG Bamberg, Urt. v.
18.10.2018 -2 O 248/18 -, juris, Rn. 78, 86.

44 OLG Dresden, Beschl. v. 08.08.2018 - 4 W 577/18 -, juris, Rn. 23; OLG Stuttgart
Beschl. v. 06.09.2018 - 4 W 63/18 -, juris, Rn.73f,; OLG Karlsruhe Beschl. v.
28.02.2019 - 6 W 81/18 -, juris, Rn. 55.

45 OLG Dresden, Beschl. v. 08.08.2018 - 4 W 577/18 -, juris, Rn. 24; OLG Stuttgart
Beschl. v. 06.09.2018 - 4 W 63/18 -, juris, Rn. 73.

46 OLG Dresden, Beschl. v. 08.08.2018 - 4 W 577/18 -, juris, Rn. 24.

47 Dieses beruhe auf dem Eigentumsrecht bzw. dem Recht zum Besitz des Anbieters
an der Hardware, auf der die Beitrdge von Nutzer*innen gespeichert werden.
Zum virtuellen Hausrecht s. nur OLG Hamburg, NJW 2007, 3361; OLG Hamm,
MMR 2008, 175; Kunz, Rechtsfragen des Ausschlusses aus Internetforen, 2005;
Kobhl, Die Haftung der Betreiber von Kommunikationsforen im Internet und vir-
tuelles Hausrecht, 2007; Piras, Virtuelles Hausrecht?, 2016.
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kanbieter verwiesen.*® Nicht zuletzt sei auch die berechtigte Gefahr fiir
den Netzwerkanbieter, selbst gem. § 4 NetzDG oder als mittelbarer Storer
in Anspruch genommen zu werden, in die Abwigung einzustellen.’

Die Oberlandesgerichte setzen dem Loschen bzw. Sperren von Beitri-
gen, die nicht gegen die allgemeinen Gesetze verstoflen, jedoch auch Gren-
zen: Das Entfernen von Inhalten bediirfe eines sachlichen Grundes*® und
dirfe sich nicht gegen bestimmte Meinungen richten.’! Sanktionen dirf-
ten nicht willkiirlich festgesetzt werden und miissten verhéltnismafig sein,
d.h. Nutzer*innen diirften nicht vorschnell und dauerhaft gesperrt wer-
den.’?

Auch in der Rechtswissenschaft wird mehrheitlich von einer weitgehen-
den grundrechtlichen Bindung jedenfalls derjenigen Netzwerkanbieter
ausgegangen, die nahezu eine Monopolstellung hinsichtlich der Er6ffnung
von Kommunikationsraumen innehaben, wobei sich die Ansichten zum
Grad der Bindung unterscheiden.’? Selbst fiir Netzwerke mit einer groffen
Anzahl an Nutzer*innen und weitreichendem Einfluss auf die o6ffentliche
Meinungsbildung gilt aber, dass sie ihr Verhalten im Ausgangspunkt nicht
in gleichem Maf§ an Grundrechten von Nutzer*innen und Betroffenen
ausrichten mussen wie der Staat, da sie, anders als der Staat, selbst grund-
rechtsberechtigt sind.’* Wihrend der Staat Grundrechtskonflikte Privater
im Wege praktischer Konkordanz in optimalen Ausgleich bringen muss,
tritt bei Netzwerkanbietern zu den beiden Privaten ein je nach Einzelfall
zu bemessender Spielraum auf Grund ihrer Grundrechte hinzu.

48 OLG Dresden, Beschl. v. 08.08.2018 - 4 W 577/18 -, juris, Rn. 23; OLG Miinchen,
Beschl. v. 17.09.2018 - 18 W 1383/18 -, juris, Rn. 20.

49 OLG Stuttgart Beschl. v. 06.09.2018 - 4 W 63/18 -, juris, Rn. 74.

50 OLG Karlsruhe Beschl. v. 28.02.2019 - 6 W 81/18 -, juris, Rn. 55.

51 OLG Dresden, Beschl. v. 08.08.2018 - 4 W 577/18 -, juris, Rn. 25.

52 Ebd.; in der Literatur wird daneben ein sachlicher Grund fiir jede Abweichung
der Loschpraxis von gesetzlichen Standards gefordert. Standards durften zudem
nicht diskriminierend sein oder angewendet werden. Siche Ezfert, Das Netzwerk-
durchsetzungsgesetz und Plattformregulierung, in: Eifert/Gostomzyk (Hrsg.),
Netzwerkrecht, S. 9, 29f.

53 Siehe nur Eifert, Das Netzwerkdurchsetzungsgesetz und Plattformregulierung, in:
Eifert/Gostomzyk (Hrsg.), Netzwerkrecht, S.9, 27ff; Elsaf/Labusga/Tichy CR
2017, S.234 (239); Lang AGR 143 (2018), S.220 (241 fF., insb. 245); Mayen ZHR
182 (2018), S. 1 ff.; Peukert MMR 2018, S. 572 (575).

54 So auch Konig AcP 219 (2019), S. 611 (636); D. Holznagel CR 2019, S. 518 (520).
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II. Das Verhaltnis des NetzDG zum Beschwerdemanagement nach
Gemeinschaftsstandards

Das NetzDG lief und lisst diese Gemeinschaftsstandards unberthrt. Es er-
fasst hinsichtlich des in ihm geregelten Beschwerdemanagements nur Be-
schwerden tber die in § 1 Abs. 3 NetzDG definierten rechtswidrigen Inhal-
te und damit sogar nur tber einen Ausschnitt rechtswidriger Inhalte.5
Sein begrenztes Ziel ist die effektive Bekdmpfung der mittels §1 Abs. 3
NetzDG definierten Hasskriminalitit und strafrechtlich relevanten Fake
News. Erkennbar sollten Umfang und Geschwindigkeit der Loschung die-
ser als besonders gravierend erkannten Inhalte erhoht und eine Transpa-
renz Uber den Umgang mit ihnen hergestellt werden.

Fur das Verhiltnis dieses Compliance-Systems nach NetzDG zum sonsti-
gen Beschwerdemanagement, etwa fiir Beschwerden wegen Verstofles ge-
gen Gemeinschaftsstandards, enthilt das NetzDG keine ausdriicklichen
Regelungen. In der Sache erginzen sich beide grundsatzlich. Denn im Zu-
sammenspiel mit der allgemeinen Storerhaftung kann das sonstige Be-
schwerdemanagement eine Loschung rechtswidriger Inhalte jenseits der
Tatbestinde des § 1 Abs. 3 NetzDG sichern und insofern auch den Schutz
der Rechtsordnung erganzen. Der primire Bezugspunkt des allgemeinen
Beschwerdemanagements sind allerdings die jeweiligen Gemeinschafts-
standards. Diese Nutzungsbedingungen enthalten — wie oben dargestellt —
regelmifig eigene Standards fiir verbotene Hate Speech etc., wihrend sich
eine ausdrickliche vertragliche Pflicht zur Einhaltung der Gesetze nur sel-
ten findet. Der Priufungsmafistab fir das allgemeine Beschwerdemanage-
ment der Netzwerkanbieter tiberschneidet sich also mit jenem des Netz-
DG, ist aber regelmafSig nicht mit ihm identisch und insgesamt erheblich
umfangreicher.

Weil das Compliance-Regime des NetzDG grundsitzlich neben den an-
deren Beschwerden steht, bemisst sich seine Reichweite jeweils nach sei-
nen konkreten, den Netzwerkanbietern auferlegten Pflichten. Zentraler
Bezugspunkt fiir die Pflichten nach NetzDG sind dabei die ,,Beschwerden
tber rechtswidrige Inhalte“.%¢ Fiir diese muss ein wirksames und transpa-
rentes Verfahren vorgehalten werden, das den naher spezifizierten Anfor-

55 Vgl. auch BT-Drucks. 18/12356, S. 12.

56 Es gibt allerdings auch Pflichten jenseits dieser Ankniipfung, so insbesondere die
Berichtspflicht gem. §2 Abs.2 Nr.1 und die Pflichten gem. §5 NetzDG. Hier
geht es jedoch um das Beschwerdemanagement, das durchgehend an die Be-
schwerden tber rechtswidrige Inhalte ankniipft.
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derungen des § 3 Abs. 2 NetzDG entspricht, also vor allem die Einhaltung
der Losch-/Sperrfristen sicherstellt (§3 Abs.2 Nr.2 und 3 NetzDG), aber
auch die Qualititssicherungsmafinahmen (§ 3 Abs. 4 NetzDG) und Doku-
mentationspflichten (§3 Abs. 3 NetzDG) erfiillt. An diese ,,Beschwerden
tiber rechtswidrige Inhalte“ kntipfen auch zahlreiche Transparenzpflichten
ausdricklich oder erkennbar an (§ 2 Abs. 2 Nr. 2-4, 6-9 NetzDG).

Unklar ist allerdings, wann eine solche ,,Beschwerde tber rechtswidrige
Inhalte® vorliegt. Denn zwei Bezugspunkte kommen fiir die Qualifikation
der Beschwerden in Betracht: Es konnte entweder eine inhaltliche Bezug-
nahme der Beschwerde auf eine Verletzung der tber §1 Abs.3 NetzDG
1.V.m. den Normen des StGB geschiitzten Rechtsgiiter entscheidend sein
oder aber formal die Benutzung eines Meldewegs, der ausdriicklich fir
diese rechtswidrigen Inhalte eingerichtet wurde (,Meldung nach NetzDG*
bzw. die Inanspruchnahme eines so gekennzeichneten Meldewegs).”” Zu
dieser Frage gibt es, soweit ersichtlich, weder Gerichtsentscheidungen
noch nahere Erorterungen im Schrifttum. Sie ist aber, wie nachfolgend
deutlich wird, praktisch von hoher Relevanz.

Hier sollen die Auslegungsvarianten zunichst aus einer rein gesetzesbe-
zogenen Perspektive dargestellt werden, um anschliefend vor diesem Hin-
tergrund die Praxis der Netzwerkanbieter einzubeziehen.

Fir eine Ankniipfung an die inhaltliche Bezugnahme der Beschwerden
spricht, dass mit dem NetzDG gerade die hierdurch bezeichneten beson-
ders problematischen Inhalte erfasst, angemessen gepriift und hinreichend
schnell geloscht werden sollten. Voraussetzung ware dann allein die Darle-
gung, dass ein Beitrag einen rechtswidrigen Inhalt im Sinne des § 1 Abs. 3
NetzDG darstellt. Grundsatzlich wire es gleichgiiltig, welcher Beschwerde-
weg von den Nutzer*innen gewahlt wurde, wobei allerdings die entspre-
chende Darlegung bei der Nutzung eines genau fiir diese Inhalte einge-
richteten Beschwerdewegs schon durch die Wahl des Beschwerdewegs na-
he gelegt wird, wahrend sie bei der Nutzung anderer Wege explizit, etwa
durch entsprechende Kommentare, vorzunehmen ware. Naher zu kliren
waren allein Inhalt und Reichweite solcher Darlegungslasten (vgl. auch
unten B. II. 2.). Offenkundig ist allerdings, dass dies zu einer erheblichen

57 Der bei ,rechtswidrigen Inhalten® ebenfalls mogliche Bezugspunkt des allein ob-
jektiven Charakters des gemeldeten Inhalts kommt hingegen nicht in Betracht,
weil die ,,Beschwerde tiber einen rechtswidrigen Inhalt“ schon begrifflich an die
Beschwerde ankniipft und die materiell zu Grunde liegende Storerhaftung auch
grundsatzlich eine Darlegung der Rechtswidrigkeit verlangt — auch wenn das
NetzDG letztlich allein wegen des objektiv besonders verletzenden Inhalts auf
die schnelle und umfassende Loschung der Beitrage zielt.

44

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

A. Das NetzDG und die Gemeinschaftsstandards

Belastung fiir die Netzwerkanbieter fithrte, weil sie die Meldungen unab-
hangig vom Meldeweg inhaltlich qualifizieren und dann alle entsprechend
einschligigen Beschwerden (jedenfalls auch) dem NetzDG-Regime unter-
werfen mussten.

Fir eine (jedenfalls zunichst) formale Ankntpfung an den Meldeweg
kann demgegeniiber die ausdriickliche Vorgabe eines solchen Meldewegs
angefiihrt werden, wobei man dem Gesetzgeber hierfiir unterstellen muss,
dass es ihm dabei nicht nur um die Erleichterung von Beschwerden insge-
samt ging, sondern eben um einen Meldeweg, der auf die vom NetzDG in
Bezug genommenen Inhalte abgestimmt ist. Vor allem sprechen fir eine
formale Anknipfung die Rechtssicherheit und die leichtere Handhabbar-
keit fiir die Netzwerkanbieter. Denn fiir die Anforderungen an die Darle-
gungslast konnte immer die Wahl des dafiir eingerichteten Beschwerde-
wegs einbezogen werden. Die Netzwerkanbieter miissten von vornherein
nur fiir Beschwerden auf diesem Meldeweg die Anforderungen des Netz-
DG einhalten. Offenkundig ist allerdings, dass die Vorgaben des NetzDG
dann von der Wahl des Meldeweges durch die Nutzer*innen und nicht
von der Art des relevanten Inhalts abhingen. Und ebenso offenkundig
wiurden die Angaben in den Transparenzberichten tiber Beschwerdezahlen
und -grinde sowie Loschquoten etc. sich nur auf die Meldungen dieses
speziellen Meldeweges beziehen und kein Bild tGber die Beschwerdelage
insgesamt vermitteln. SchliefSlich entstiinde ein Anreiz, den Meldeweg fiir
solche Beschwerden unattraktiver zu machen als jenen fir (die unregulier-
ten) Beschwerden tiber Verstofle gegen Gemeinschaftsstandards.

Wie grof§ der tatsichliche Unterschied zwischen einer Ankniipfung an
den Inhalt der Beschwerde einerseits und den formalen Beschwerdeweg
andererseits ist, hiangt letztlich davon ab, in welchem Umfang die Nut-
zer*innen fir die vom NetzDG einbezogenen Inhalte auch den Beschwer-
deweg nach NetzDG wihlen. Hier liegen keine Zahlen vor. Diese wiren
nur mittels einer umfassenden Auswertung aller Meldungen auf dem Be-
schwerdeweg fiir Gemeinschaftsstandards zu gewinnen. Unter Plausibili-
tatsgesichtspunkten durfte die Treffgenauigkeit zumindest gegenwirtig
aber eher gering sein. Denn es diirfte den Beschwerdepersonen regelmafig
um die Veranlassung einer Prifung unabhingig von den rechtlichen
Grundlagen gehen, sodass bei denjenigen, die gegentiber der Unterschei-
dung indifferent sind, vielleicht sogar eine Priferenz fiir den bereits be-
kannten Meldeweg in Sachen Gemeinschaftsstandards besteht. Diejenigen,
denen die Unterscheidung bekannt ist, kdnnten wegen ihres Interesses an
einer weltweiten statt nur inldndischen Sperrung bzw. Loschung ebenfalls
die Meldung nach Gemeinschaftsstandards vorziehen.
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Fir eine gezielte Nutzung des Meldewegs als Weichenstellung fiir diffe-
renzierte Anforderungen der Netzwerkanbieter wiren realistischerweise
zwei Anforderungen einzuhalten: eine Platzierung der Meldewege unmit-
telbar nebeneinander und eine hinreichende Information der Nutzer*in-
nen uber die Unterschiede zwischen beiden. Waren diese Anforderungen
gewahrt, spiegelte eine formale und leicht handhabbare Anknipfung aller
Verpflichtungen des NetzDG an den Beschwerdeweg die bewussten Ent-
scheidungen der Nutzer*innen fiir ein bestimmtes Compliance-Regime
wider. Dies beliefe zwar die Zuordnung von Inhalten zu Compliance-Re-
gimen weiter bei den Nutzer*innen, angesichts des Umfangs der Kommu-
nikation in den sozialen Medien ist eine Sicherung rechtmifiger Zustinde
ohne bedeutungsvolle Rolle der Nutzer*innen aber auch kaum moglich.

Schlieflich ist auch eine Kombination der beiden Qualifizierungsarten
in dem Sinne mdglich, dass solange an den Inhalt der Beschwerde anzu-
kntipfen ist, wie die Beschwerdewege nicht gleichrangig sind. Dies liefSe
nicht nur den bei formaler Betrachtungsweise bestehenden Anreiz zur un-
attraktiven Ausgestaltung der Meldewege fiir NetzDG-Beschwerden entfal-
len, sondern setzte zugleich umgekehrt einen starken Anreiz zur Einrich-
tung gleichrangiger Beschwerdewege.

Der Gesetzgeber sollte angesichts dieser bestehenden Unklarheit den
Anknipfungspunkt fiir die Qualifikation als ,,Beschwerde tiber rechtswid-
rige Inhalte” im Sinne des NetzDG konkretisieren. Dabei diirfte eine for-
male Ankniipfung bei entsprechender Absicherung eines diskriminie-
rungsfreien und verstindlichen Nebeneinanders der Beschwerdewege am
praktikabelsten sein.

Besondere Schwierigkeiten treten auf, wenn man die Praxis des Be-
schwerdemanagements bei den Netzwerkanbietern einbezieht. Denn in
der Praxis der Netzwerkanbieter werden zwar meist getrennte Beschwerde-
wege eingerichtet, die anschlieSenden Prifverfahren nach NetzDG und je-
ne nach den allgemeinen Beschwerdesystemen aber nicht nebeneinander
durchlaufen, sondern miteinander verschlungen. Die inhaltliche Prifung
der Beschwerden erfolgt Giberwiegend nach einem einheitlichen Schema.
Die meisten Netzwerkanbieter prifen unabhingig davon, ob eine Mel-
dung iber den NetzDG-Meldeweg oder den Gemeinschaftsstandard-Mel-
deweg’® erfolgt, zunichst eine mogliche Verletzung der Gemeinschafts-
standards. Liegt eine solche vor, werden die Inhalte gel6scht — und zwar

58 Der Gemeinschaftsstandard-Meldeweg wird teilweise als ,Flagging-Meldeweg®
bezeichnet, so etwa vom Bf] in BufSgeldverfahren. ,Flagging® ist jedoch ein sehr
uneinheitlich genutzter Begriff: Teilweise wird unter Flagging-Meldung materiell
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regelmifig weltweit. Liegt kein Verstoff gegen die Gemeinschaftsstandards
vor, erfolgt anschliefend eine Prifung am Mafstab des NetzDG regelma-
Big nur dann, wenn die Beschwerde iiber den NetzDG-Meldeweg erfolgte.
Wird im Zuge dieser Priffung das Vorliegen eines in seinem Sinne rechts-
widrigen Inhalts festgestellt, erfolgt die Sperrung des Inhaltes regelmafig
nur in Deutschland.

Das Vorgehen der Netzwerkanbieter weist zunachst aus, dass die Netz-
werkanbieter Gberwiegend eine formale Qualifikation der ,Beschwerde
tber rechtswidrige Inhalte“ vornehmen. Denn allein diese Beschwerden
werden am Mafstab des NetzDG gemessen, wenn keine Léschung nach
Gemeinschaftsstandards erfolgte. Hinsichtlich der Inhalte-Prifung kann
dies dazu fihren, dass Inhalte, die iber den Gemeinschaftsstandards-Mel-
deweg gemeldet werden und nach diesen Standards zuléssig sind, aber
dennoch rechtswidrige Inhalte gem. NetzDG darstellen, nicht als solche
erkannt und deshalb nicht rechtzeitig geloscht werden. Dies kann etwa
beim Verwenden von Kennzeichen verfassungswidriger Organisationen
der Fall sein (§ 1 Abs. 3 NetzDG i.V.m. § 86a StGB).

Vor allem fiithrt die Verschrinkung aber dazu, dass fir solche Inhalte,
die bereits auf der ersten Priifstufe als Verstoff gegen die Gemeinschafts-
standards geloscht oder gesperrt werden, die Ubereinstimmung mit den
Anforderungen des NetzDG teilweise unklar ist. Die Inhalte wurden zwar
im Ergebnis gel6scht. Die Reichweite der Entfernung ist sogar bei der Lo-
schung nach Gemeinschaftsstandards regelmafig grofer (weltweit) als bei
einer Loschung nach NetzDG (Deutschland). Unklar bleibt allerdings, ob
und inwieweit im Verfahren die anderen Anforderungen an das Compli-
ance-Regime des NetzDG eingehalten wurden, also ggf. die Fristen, vor al-
lem aber das Verfahren einschliefSlich seiner Qualititssicherungen und die
Beweissicherung. Weil das Vorgehen erkennbar darauf zielt, zunichst das
allgemeine Beschwerdemanagement zur Anwendung zu bringen und

jede Meldung verstanden, die einen Verstof§ gegen Gemeinschaftsstandards rigt
(im Unterschied zu einer Meldung, die einen rechtswidrigen Inhalt i.S.d. §1
Abs. 3 NetzDG rigt). Teilweise wird unter Flagging-Meldung formal jede Mel-
dung verstanden, die unmittelbar beim Inhalt platziert ist (im Gegensatz zu
einem Meldeformular, das sich zentral etwa im Impressum befindet), unabhin-
gig vom Beschwerdegrund. Teilweise wird ,Flagging-Meldung® als Oberbegriff
fir alle Beschwerden verstanden. Im Folgenden wird daher der Begriff ,,Gemein-
schaftsstandards-Meldeweg“ genutzt, um auszudriicken, dass es sich um einen
Meldeweg handelt, mit dem Nutzer*innen einen Verstof§ gegen Gemeinschafts-
standards melden. Der Begriff ,Flagging-Meldeweg® wird nur genutzt, wenn auf
Auferungen des Bf] Bezug genommen wird.
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eventuelle Sonderpflichten nach NetzDG quantitativ zu beschrinken,
dirfte die Ubereinstimmung zumindest bei den qualitativen Anforderun-
gen an Organisation und Verfahren der Inhaltsprifung weitgehend davon
abhingen, inwieweit dieses allgemeine Beschwerdemanagement ohnehin
mit den Anforderungen des NetzDG ibereinstimmt. Eine abweichende
Zusammensetzung der Prifteams oder ihrer Vorgehensweise fur ,Be-
schwerden iber rechtswidrige Inhalte® gem. NetzDG unterliefe den Sinn
einer vergleichbaren und einheitlichen Uberpriifung aller Beschwerden
am Mafstab der Gemeinschaftsstandards. Hinsichtlich der Loschfristen
kann eine Priorisierung der Beschwerden iiber den NetzDG-Meldeweg da-
gegen auch innerhalb des einheitlichen Vorgehens erfolgen und die Ein-
haltung der Vorgaben des NetzDG sicherstellen.

Ein externes Monitoring der Vorgaben des NetzDG setzt voraus, dass die
»Beschwerden tiber rechtswidrige Inhalte“ hinsichtlich des urspringlichen
Beschwerdewegs (formales Verstindnis) bzw. des Beschwerdeinhalts (An-
knipfung an die Darlegung) markiert werden, dadurch in ihrer Behand-
lung nachvollziehbar bleiben und diese dann an den Vorgaben des Netz-
DG gemessen werden konnen.

Dem gestuften Vorgehen der Netzwerkanbieter liegt erkennbar der Ge-
danke zu Grunde, dass es auf die Pflichten aus dem NetzDG nicht ankom-
men konne, wenn ein Inhalt ohnehin schon aus anderen Griinden, na-
mentlich wegen eines Verstofles gegen Gemeinschaftsstandards, rechtma-
Big geloscht oder gesperrt wird. Dies lauft allerdings letztlich auf einen
Vorrang des allgemeinen Beschwerdemanagements gegentber dem Com-
pliance-System des NetzDG hinaus, das dem Ausgangspunkt des gesetzli-
chen Nebeneinanders nicht entspricht. Ein in den Augen des Bf] extremes
derartiges Vorgehen fiihrte zum laufenden Bufsgeldverfahren gegen Face-
book. Die bei allen Anbietern sehr viel hoheren Loschzahlen wegen Ver-
stoffen gegen die Gemeinschaftsstandards gegeniiber Verstoffen gegen das
NetzDG verdeutlichen aber ebenfalls die Problemlage.

Diese Betrachtung zeigt, dass der Gesetzgeber nicht nur den Ankniip-
fungspunkt der ,Beschwerde tber rechtswidrige Inhalte* konkretisieren
sollte, sondern auch eine Bestimmung des Verhiltnisses der Beschwerde-
management-Systeme zueinander oder allgemeiner Mindestanforderungen
zu prifen wiren. Denn auf der einen Seite ist der genannte Grundgedan-
ke, der dem abgeschichteten Prifverfahren vieler Netzwerkanbieter zu
Grunde liegt, plausibel. Auf der anderen Seite verlagern sich damit die
Prifvorginge stark in jenen Bereich, der zunichst durch die privatauto-
nom gesetzten Gemeinschaftsstandards geprigt ist und in noch ungeklar-
ter Reichweite erst langsam durch die fallweise, fachgerichtliche Kontrolle
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am Maf@stab der mittelbaren Drittwirkung der Grundrechte tberformt
werden wird. Jedenfalls muss sich der Gesetzgeber aber immer bewusst
sein, dass alle organisatorischen und verfahrensrechtlichen Sicherungen
des Interessensausgleichs im NetzDG von vornherein nur die von diesem
Gesetz erfassten Verfahren betreffen. Dies gilt auch mit Blick auf eventuel-
le Wiederherstellungsanspriiche (s.u. Teil 4 A.). Und je h6her die Anforde-
rungen nach dem NetzDG sind, desto grofer ist der Anreiz fiir die Netz-
werkanbieter, die Beschwerden in das weniger stark regulierte System der
Beschwerden nach Gemeinschaftsstandards zu lenken.

Dariiber hinaus hat das abgeschichtete Vorgehen der Netzwerkanbieter
auch Auswirkungen fiir die Angaben in den Transparenzberichten. Soweit
sich die Angaben auf Zahlen und Beschwerdegriinde beziehen (§2 Abs. 2
Nr. 3, 6 NetzDG), sind sie grundsitzlich moéglich, allerdings davon abhan-
gig, nach welchem Kriterium die Qualifizierung als ,Beschwerde tber
rechtswidrige Inhalte® erfolgt. Soweit es aber um Angaben geht, die eine
inhaltliche Bewertung am Maf$stab des NetzDG erforderlich machen, na-
mentlich die Angabe gem. § 2 Abs. 2 Nr. 7 NetzDG (ob ein Fall des § 3 Abs
2 Nr. 3 lit. a NetzDG vorlag, also ein Fall, bei dem ,,die Entscheidung tber
die Rechtswidrigkeit des Inhalts (!) von der Unwahrheit einer Tatsachen-
behauptung...“ 0.4. abhing) und man naheliegenderweise davon ausgeht,
dass hier unter der ,Rechtswidrigkeit® eine solche gem. § 1 Abs. 3 NetzDG
gemeint ist, lauft diese Anforderung beim gestuften Vorgehen zumindest
teilweise ins Leere. Denn bei allen Inhalten, die bereits wegen Verstofes
gegen Gemeinschaftsstandards geloscht wurden, wird eine solche Priffung
auf die Rechtmifigkeit des Inhalts gem. NetzDG ja gar nicht mehr vorge-
nommen.

B. § 3 NetzDG — Beschwerdemanagement
I. Einleitung

§ 3 NetzDG regelt in Abs. 1-3 mit dem Beschwerdeverfabren Gber rechtswid-
rige Inhalte das Herzstiick des Gesetzes. Gesetzgeberisches Ziel des Be-
schwerdeverfahrens ist, dass den gesetzlichen Verpflichtungen, rechtswid-
rige Inhalte zu entfernen, schnell und umfassend nachgekommen wird.*
Daneben werden in Abs. 4 Regelungen zur Organisation und Infrastruktur
des Beschwerdemanagements bei den Netzwerkanbietern getroffen. Abs. 5

59 BT-Drucks. 18/12356, S. 21.

49

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Teil 3: Evaluation der einzelnen Regelungen des NetzDG

ermoglicht die Uberwachung der Beschwerdeverfahren durch eine beauf-
tragte Stelle. Abs. 6-9 regeln die Anerkennung von Einrichtungen der Re-
gulierten Selbstregulierung. Die gesetzlichen Pflichten aus §3 sind gem.
§ 4 Abs. 1 Nr. 2-6 NetzDG buflgeldbewehrt.

Inwieweit die Netzwerkanbieter den Anforderungen aus §3 NetzDG
nachkommen, lasst sich mit den dieser Evaluation zur Verfigung stehen-
den Mitteln nur teilweise beantworten. Insbesondere das netzwerkinterne
Prifverfahren ist von auflen nicht einsichtig. Gleiches gilt fiir den Ablauf
interner Schulungs- und Betreuungsangebote. Auch die Ausgestaltung der
Meldewege lief§ sich nicht fiir alle Netzwerkanbieter in allen Einzelheiten
nachvollziehen, da je nachdem, von welchem Endgeriat aus man meldet
und ob man angemeldete*r Nutzer*in ist oder nicht, eine groffe Anzahl
von Meldewegen existiert. Soweit Primarquellen nicht erreichbar waren,
beruhen alle Erkenntnisse zu netzwerkinternen Ablaufen auf den Antwor-
ten aus den im Rahmen dieser Evaluation erstellten Fragebogen, da dies
die aktuellsten vorliegenden Angaben sind. In zweiter Linie wurde auf die
letzten Transparenzberichte der Netzwerkanbieter zuriickgegriffen. Dies
sind in der Regel die Transparenzberichte Gber das erste Halbjahr 2019.
Soweit auch diese keine hinreichenden Erkenntnisse boten, wurde auf den
ersten Bericht der Monitoringstelle nach §3 Abs.5 NetzDG (Testzyklus
erstes Halbjahr 2019) zurtickgegriffen.

Im Folgenden werden die Regelungen des § 3 NetzDG im Einzelnen je-
weils in einem ersten Schritt daraufhin untersucht, welchen Mafistab sie
vorgeben. In einem zweiten Schritt werden jeweils der Umgang der Praxis
— also aller von uns befragten Akteur*innen, der Rechtsprechung und der
Wissenschaft — mit den gesetzlichen Vorgaben dargestellt und mégliche
Reformen und ihre Konsequenzen aufgezeigt.

II. §3 Abs. 1-2 NetzDG: Beschwerdeverfahren

§3 Abs. 1-2 NetzDG treffen Anforderungen an die Ausgestaltung des Be-
schwerde- und Prifverfahrens durch Netzwerkanbieter einschliefSlich et-
waiger Entfernung von rechtswidrigen Inhalten, unabhingig davon, ob es
sich um eigene oder fremde Inhalte des Netzwerks handelt.®!

60 Bericht zum 1. Testzyklus vom 01.01.2019-30.06.2019.
61 BT-Drucks. 18/12356, S. 21.
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1. §3 Abs. 1 S.2 NetzDG: Ubermittlung von Beschwerden tiber
rechtswidrige Inhalte durch leicht erkennbares, unmittelbar
erreichbares, stindig verfigbares Verfahren

a) Maf3stab des NetzDG

Bezugspunkt der Anforderungen an das Ubermittlungsverfahren sind ,,Be-
schwerden tber rechtswidrige Inhalte®. Hier ist wiederum das ungeklarte
Verhiltnis des NetzDG zum Verfahren nach Gemeinschaftsstandards ent-
scheidend: Mit ,Beschwerden tber rechtswidrige Inhalte“ konnen Be-
schwerden gemeint sein, die auf einem ausdricklich auf Entfernung nach
NetzDG hinzielenden Meldeweg gemeldet werden oder die sich — unab-
hangig vom Meldeweg — auf rechtswidrige Inhalte i.S.d. § 1 Abs. 3 NetzDG
beziehen (s. dazu ausfihrlich oben A. IL.).

Die Trias ,leicht erkennbar, unmittelbar erreichbar und stindig verfig-
bar“ findet sich ebenso in §2 Abs. 1 S.2 NetzDG. ,Leicht erkennbar“ und
»unmittelbar erreichbar“ muss ferner gem. § 5 Abs. 1 S. 1 NetzDG auch die
Angabe des Zustellungsbevollmichtigten auf der Plattform sein. Laut Ge-
setzesbegriindung entsprechen ,leicht erkennbar®, ,unmittelbar erreich-
bar“ und ,stindig verfigbar® den gleichlautenden Begriffen in §5 Abs. 1
TMG.%? Daher sind die dazu und zum dieselben Begriffe verwendenden
§7 Abs. 1 S.3 JMStV entwickelten Kriterien bei der Auslegung zu beriick-
sichtigen. Die Begriffe sind in allen drei Normen einheitlich aus der Nut-
zer*innenperspektive zu bestimmen. Je nach konkretem Verwendungs-
kontext fithrt diese Perspektive aber zu unterschiedlichen Ableitungen, so-
dass die wortgleichen Vorgaben im Ergebnis nicht inhaltsgleich auszule-
gen sind.

In §3 Abs.1 S.2 NetzDG bezichen sich die Anforderungen ,leicht er-
kennbar, unmittelbar erreichbar und stindig verfiigbar® auf das Verfahren
zur Ubermittlung von Beschwerden tber rechtswidrige Inhalte. Sie sollen
damit dazu beitragen, dass alle Personen, die auf rechtswidrige Inhalte sto-
Ben, diese niedrigschwellig und ohne grofen Aufwand melden kénnen.

62 Ebd., S.22; BT-Drucks. 18/13013, S. 23.
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aa) Leicht erkennbar

Leichte Erkennbarkeit erfordert eine fiir durchschnittliche Nutzer*innen
einfache und optisch effektive Wahrnehmbarkeit.®® Das ist bei Verwen-
dung kleinerer Schrift nicht der Fall.*# Zudem muss der Anbieter hinrei-
chend klare Begriffe verwenden, durch die durchschnittliche Nutzer*in-
nen unmissverstindlich auf die von ihnen gesuchte Angabe hingewiesen
werden.®S Nach einer Ansicht setzt dies eine Bezeichnung voraus, die sich
ausdricklich auf das NetzDG bezieht (wie etwa ,NetzDG-Beschwer-
den®).¢ Dem liefSe sich entgegnen, dass eine Bezeichnung mit ,,NetzDG*
die leichte Erkennbarkeit fir alle diejenigen durchschnittlichen Nutzer*in-
nen gerade hindert, die Bezeichnung, Funktion und Anwendungsbereich
des NetzDG nicht kennen. Im Ergebnis lassen sich hier noch keine klaren
Vorgaben feststellen.

sLeichte Erkennbarkeit® bezieht sich allein auf den Meldeweg nach
NetzDG. Sie entfallt grundsitzlich nicht, wenn es zwei Meldewege gibt —
einerseits fur die Meldung wegen Verstoes gegen Gemeinschaftsstan-
dards, andererseits fiir die Meldung wegen rechtswidrigen Inhaltes i.S.d.
§ 1 Abs. 3 NetzDG. Dies gilt selbst dann, wenn die Meldung nach Gemein-
schaftsstandards tber einen zweiten Meldeweg noch leichter zu erkennen
bzw. naher an den Inhalten platziert ist als die NetzDG-Meldung. Gegen-
teiliges lasst sich aus § 3 Abs. 1 S. 2 NetzDG grundsitzlich nicht folgern, da
der Gesetzgeber das Verhiltnis zu Gemeinschaftsstandards nicht geregelt
hat (s.o. A. II.). Etwas anderes gilt nur dann, wenn die Meldung nach Ge-
meinschaftsstandards so stark in den Vordergrund der Aufmerksamkeit ge-
ricke wird, dass die NetzDG-Meldung in der Gesamtwahrnehmung nicht
mehr als ein alternativer Meldeweg erkannt wird.

bb) Unmittelbar erreichbar

Unmittelbare Erreichbarkeit setzt die Zugangsmoglichkeit zum Beschwer-
deverfahren ohne wesentliche Zwischenschritte voraus.®” Die tiberwiegen-
de Meinung in Rechtsprechung und Literatur hilt die Anforderung i.R.d.

63 Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § 5§ TMG Rn. 27 f. m.w.N.
64 Ebd.Rn.27 m.w.N.

65 Ebd. Rn. 28 ff. m.w.N.

66 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 3 NetzDG Rn. 7.

67 Entsprechend fir § $ TMG ebd. § 5 TMG Rn. 34.
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§ 5 TMG fiir gewahrt, wenn die Beschwerde mit zwei Klicks von der Start-
seite aus erreichbar ist.®® Die Nutzer*innenperspektive des § 5 TMG ist mit
der des §3 NetzDG jedoch nur teilweise vergleichbar, da die in § 5 TMG
genannten allgemeinen Informationen von Nutzer*innen in der Regel von
der Startseite aus gesucht werden, wihrend die Beschwerde iiber einen
rechtswidrigen Inhalt auch in der Nihe des Inhalts gesucht werden kann.
Aus dem Wortlaut lasst sich jedoch wohl nicht ableiten, dass der Melde-
button unmittelbar neben den einzelnen Inhalt platziert werden muss. So-
fern Netzwerkanbieter ein zentrales NetzDG-Beschwerdeformular vorhal-
ten, lasst sich der MafSstab des § S TMG auf § 3 NetzDG ibertragen. Ist der
Meldebutton dagegen direkt bei den jeweiligen Inhalten platziert, kommt
es auf die Klickzahl vom zu meldenden Inhalt aus an. Ein Gbermafig lan-
ges Scrollen darf in beiden Fillen nicht erforderlich sein.®’

cc) Standig verfigbar

Standig verfugbar ist das Ubermittlungsverfahren, wenn es jederzeit, also
rund um die Uhr und an jedem Wochentag, moglich ist, Beschwerden zu
ubermitteln, wobei kurze technische Unterbrechungen (z.B. wegen War-
tungsarbeiten) unschédlich sind.”?

b) Praxis
aa) Leicht erkennbar und unmittelbar erreichbar

Alle Netzwerke, zu denen insoweit Informationen vorliegen, haben min-
destens einen Meldeweg eingerichtet, iiber den man jedenfalls auch Be-
schwerden nach NetzDG anbringen kann.”' Erkennbarkeit und Erreich-
barkeit variieren zwischen den Netzwerkanbietern stark. Das Meldeformu-
lar ist teilweise zentral von der Startseite aus, teilweise direkt von den ein-
zelnen Inhalten aus zu erreichen; bei einigen Netzwerkanbietern stehen
beide Optionen zur Verfiigung.

68 Fir § S TMG ebd. Rn. 36 m.w.N.

69 Fir § S TMG ebd. Rn. 37 m.w.N.

70 Fir § S TMG ebd. Rn. 40 m.w.N.

71 Change.org, Facebook, Instagram, SoundCloud, Twitter und YouTube (Trans-
parenzberichte 1/2019).
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Das Meldeformular nach NetzDG ist bei allen untersuchten Netzwer-
ken, die dazu Angaben in ihrem Transparenzbericht machen,”? mit ,Mel-
dung nach NetzDG* / ,fallt unter das Netzwerkdurchsetzungsgesetz© o.4.,
nicht mit ,Beschwerde uber einen rechtswidrigen Inhalt“ o0.a. benannt.
Dies setzt also stets voraus, dass Nutzer*innen wissen, was das NetzDG ist
und welche Inhalte von dessen Anwendungsbereich erfasst sind.

bb) Insbesondere: Ausgestaltung des NetzDG-Meldewegs im Verhaltnis
zur Meldung nach Gemeinschaftsstandards

Auch die Ausgestaltung des NetzDG-Meldewegs im Verhiltnis zur Mel-
dung nach netzwerkeigenen Gemeinschaftsstandards variiert erheblich. Al-
le Netzwerkanbieter, zu denen Informationen vorliegen, haben zwei un-
terschiedliche Meldewege ausgestaltet;”> Beschwerdefiithrer*innen haben
also die Wahl, ob sie einen Inhalt als rechtswidrig i.5.d. § 1 Abs. 3 NetzDG
oder wegen VerstoSes gegen Gemeinschaftsstandards melden.

Die Meldewege nach NetzDG und wegen Verstoles gegen Gemein-
schaftsstandards sind nicht tberall gleichrangig platziert. Teilweise kann
man aus einem bei den Inhalten platzierten Dropdown-Menti auswahlen,
ob man einen Verstof§ gegen Gemeinschaftsstandards oder i.5.d. NetzDG
meldet. Bei anderen Netzwerkanbietern konnen angemeldete Nutzer*in-
nen innerhalb des allgemeinen ,Melden“-Links, der sich unmittelbar bei
den Inhalten befindet und mit dem insbesondere Verstofle gegen Gemein-
schaftsstandards gemeldet werden kdnnen, durch Setzen eines Hékchens
nach NetzDG melden. Daneben existiert ein eigenstindiges NetzDG-Mel-
deformular, das sich im Hilfebereich und damit nicht unmittelbar bei den
Inhalten befindet.”# Bei einer dritten Gruppe von Netzwerkanbietern dage-
gen gibt es innerhalb des allgemeinen ,Melden“-Links, der bei den Inhal-
ten platziert ist, soweit ersichtlich keine Moglichkeit, einen rechtswidrigen
Inhalt 1i.S.d. NetzDG zu melden.”> Das NetzDG-Meldeformular befindet
sich jeweils im Hilfebereich’¢ und ist damit deutlich schwieriger aufzufin-
den als der allgemeine ,Melden“-Link. Diese letztgenannte Praxis wird von

72 Change.org, Facebook, Instagram, Reddit, Twitter, YouTube.

73 Zwei unterschiedliche Meldewege bei Change.org, Facebook, Instagram, Sound-
Cloud, Twitter und YouTube.

74 Twitter (Bericht Monitoringstelle 1. Testzyklus, S.31ff.), YouTube Transparenz-
bericht 1/2019, S. 11.

75 Facebook und Instagram (Bericht Monitoringstelle 1. Testzyklus, S. 3, 18).

76 Bericht Monitoringstelle 1. Testzyklus, S. 7, 22.
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einigen der befragten Rechtsanwalt*innen, NGOs, Berufsverbinde und
sonstigen Verbinde explizit geriigt. Auch aus Sicht des BfJ ist es jedenfalls
dann nicht zulassig, die Meldung wegen Verstoffes gegen Gemeinschafts-
standards deutlich naher an den Inhalten zu platzieren als die NetzDG-Be-
schwerde, wenn die Gemeinschaftsstandard-Beschwerden nicht im Trans-
parenzbericht erscheinen. Dies ergibt sich aus dem noch nicht rechtskrafti-
gen BufSgeldbescheid gegen die Facebook Ireland Ltd. vom 2. Juli 2019:
Dort geht das BfJ davon aus, dass die Anzahl der Gber den Gemeinschafts-
standards-Meldeweg eingegangenen Beschwerden tber rechtswidrige In-
halte nach NetzDG beachtlich sei, diese im Transparenzbericht aber nicht
genannt werden. Die Darstellung im veréffentlichten Bericht sei insofern
unvollstindig.”” Das Bf] setzt also voraus, dass die Veroffentlichungspflicht
des §2 Abs.2 Nr.3, 7 NetzDG nur dann an den Meldeweg ankniipfen
kann, wenn Nutzer*innen eine bewusste Entscheidung zwischen zwei un-
terschiedlichen Meldewegen treffen konnen. Eine solche bewusste Ent-
scheidung erfordert aus Sicht des Bf] die gleichrangige Erreichbarkeit der
Melderegime.

Fir die Praxis folgen aus den weitmaschigen und damit zunéchst frei-
heitsschonenden Vorgaben zur Ausgestaltung der Meldewege erhebliche
Unsicherheiten. Dies gilt insbesondere fir das ungeklarte Verhiltnis der
Melderegime zueinander. Eine starkere Standardisierung der Vorgaben, et-
wa durch untergesetzliche Regelung, wire wiinschenswert. Sie schaffte ho-
here Rechtssicherheit fiir die Netzwerkanbieter und erleichterte den Nut-
zer*innen die Orientierung bei den unterschiedlichen Anbietern.

cc) Standig verfiigbar
Dafir, dass die NetzDG-Meldeformulare der Netzwerkanbieter nicht stan-

dig verfugbar 1.S.d. §3 Abs. 1 S.1 NetzDG sind, liegen keinerlei Anhalts-
punkte vor.

77 PM des Bf] vom 3.7.2019, abrufbar unter https://www.bundesjustizamt.de/DE/Pr
esse/Archiv/2019/20190702.html (zul. abgerufen am 15.05.2020).
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2. §3 Abs. 1 NetzDG: Inhaltliche und formelle Anforderungen an die
Beschwerde

a) Mafstab des NetzDG

Das NetzDG enthilt keine ausdricklichen rechtlichen Anforderungen an
den Inhalt der Beschwerde. Es ist daher zu klaren, ob und inwieweit die
»Beschwerde tber einen rechtswidrigen Inhalt” voraussetzt, dass Beschwer-
defithrer*innen einerseits alle fiir die Beurteilung relevanten Tatsachen, an-
dererseits Rechtsansichten vortragen, die begriinden, dass und ggf. warum
und inwiefern es sich um einen rechtswidrigen Inhalt nach NetzDG han-
delt.

Anforderungen an die Darlegung und Substantiterung der behaupteten In-
halte sind mit Blick auf die dadurch ausgeldste Priifpflicht zu bestimmen.
Da die materielle Prifpflicht nicht durch das NetzDG, sondern durch die
Storerhaftung begriindet wird, ist von den Mafistiben der allgemeinen
Storerhaftung auszugehen: Entscheidend ist, welche Informationen vorlie-
gen miussen, damit die Netzwerkanbieter Kenntnis von einem (potenziell)
rechtswidrigen Inhalt i.S.d. Stérerhaftung haben.”®

Nach den Grundsitzen der allgemeinen Storerbaftung muss die Beschwer-
de so konkret gefasst sein, dass Adressat*innen des Hinweises den Rechts-
verstof§ unschwer — das heifft ohne eingehende rechtliche oder tatsichliche
Uberpriifung — feststellen konnen.”” Das Ausmaf$ des Priffungsaufwandes
hiangt dabei von den Umstinden des Einzelfalls ab, insbesondere vom Ge-
wicht der angezeigten Rechtsverletzungen auf der einen und den Erkennt-
nismoglichkeiten des Anbieters auf der anderen Seite.3° Der Netzwerkan-
bieter darf die ihm vorliegenden oder zuginglichen Informationen nicht
ignorieren, sondern muss sie auswerten und dabei die sich aufdringenden
Schlisse ziehen.3! Aus diesen Mafistiben der allgemeinen Storerhaftung
folgt also, dass Beschwerdeftihrer*innen alle Tatsachen angeben missen,
die zur Prifung der Rechtswidrigkeit des Inhalts nétig sind. Umgekehrt
folgt daraus nicht, dass Beschwerdefiihrer*innen genaue Angaben zur
rechtlichen Subsumtion unter einen bestimmten Straftatbestand abver-

78 A.A. wohl B. Holznagel ZUM 2017, S. 615 (620), der daraus, dass das NetzDG kei-
ne Substantiierungslasten auferlegt, auf ein ,,Spannungsverhiltnis® zur Prif- und
Loschfrist der Netzwerkanbieter schlief3t.

79 MiuiKo-BGB/Wagner, 7. Aufl. 2017, § 823 Rn. 746; BGHZ 191, 19 Rn. 28.

80 BGHZ 191, 19 Rn. 28; BGHZ 191, 219 Rn. 26; BGH NJW 2012, 2345 Rn. 18.

81 MiKo-BGB/Wagner, 7. Aufl. 2017, § 823 Rn. 744 m.w.N.
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langt werden dirfen, solange der Netzwerkanbieter ohne eingehende
rechtliche Uberprifung erkennen kann, welche der in §1 Abs. 3 NetzDG
genannten Straftatbestdnde in Betracht kommen.

Ob die Darlegungs- und Substantiierungslasten der allgemeinen Storer-
haftung durch die Vorgaben des NetzDG modifiziert werden, ist unklar.
Jedenfalls miissen die Netzwerkanbieter eine rechtliche Priifung nach
NetzDG auch dann leisten, wenn diese sich als schwierig gestaltet und mit
erheblichem Aufwand verbunden ist. Dies folgt aus dem Gesetzeszweck
des NetzDG, die Rechtsdurchsetzung in sozialen Netzwerken zu verbes-
sern, und aus den Anforderungen an das Prifverfahren durch das NetzDG.
Dieses verlangt von Netzwerkanbietern in §3 Abs. 4 S.3 NetzDG gerade,
dass regelmifig geschulte Personen zur Prifung der Beschwerden einge-
setzt werden. Auch die Moglichkeit, die Entscheidung in schwierigen Fal-
len an eine Einrichtung der Regulierten Selbstregulierung zu Gbertragen,
spricht dafiir, dass das NetzDG den Netzwerkanbietern eine betrichtliche
Verantwortung bei der rechtlichen Beurteilung zuweist.

Daraus kdnnte man folgern, dass eine konkrete rechtliche Einordnung
des gemeldeten Inhalts durch Beschwerdeftihrer*innen nicht verlangt wer-
den darf. Es kann schlieflich nicht vorausgesetzt werden, dass rechtliche
Laien etwa den Unterschied zwischen Beleidigung, tibler Nachrede und
Verleumdung kennen und einen Sachverhalt richtig subsumieren. Sollen
sie dennoch zwischen verschiedenen Straftatbestinden eine Auswahl tref-
fen, so konnte sie dies von der Meldung abschrecken. Die Netzwerkanbie-
ter sind jedoch gem. § 2 Abs. 2 Nr. 3 NetzDG verpflichtet, im Transparenz-
bericht die Beschwerden aufgeschlisselt nach Beschwerdegrund anzuge-
ben. Dem konnen sie nicht nachkommen, wenn sie nicht wissen, aus wel-
chem Grund Beschwerdefiihrer*innen die Inhalte gemeldet haben. Wollte
man der Abschreckungswirkung einer genauen rechtlichen Einordnung
durch Beschwerdefiithrer*innen entgegenwirken, diirfte man von Netzwer-
kanbietern nicht die Angabe eines konkreten Beschwerdegrundes im
Transparenzbericht verlangen. Zudem wire eine Modifikation der Darle-
gungs- und Beweislast genauer an der Privilegierung des Art. 14 E-Com-
merce-RiL zu messen. Eine Vermittlung zwischen den gegenlaufigen Inter-
essen konnte die Bildung von aussagekriftigen Kategorien von Beschwer-
degriinden sein, die fiir Nutzer*innen intuitiv zuginglich sind und des-
halb keine Abschreckungswirkung entfalten und zugleich dennoch einen
Aufschluss tber die Verteilung der Beschwerden zwischen inhaltlichen
Problembereichen geben. Die Praxis weist teilweise bereits in eine solche
Richtung (siche nachfolgend).
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Formelle Informationsanforderungen bei der Beschwerde sind zulassig, so-
weit sie notwendig sind, um das Prifverfahren abzuwickeln. Daraus, dass
Beschwerdefiihrer*innen iber die Entscheidung gem. §3 Abs.2 Nr.5
NetzDG zu informieren sind, folgt, dass Kontaktdaten erfragt werden diir-
fen, soweit sie dem Netzwerkanbieter nicht bereits vorliegen. Ebenso darf
die Angabe der URL des gemeldeten Inhalts verlangt werden, wenn sich
die Meldemoglichkeit nicht direkt bei diesem, sondern zentral z.B. tber
ein Meldeformular im Impressum befindet, da der Netzwerkanbieter sonst
nicht oder nur mit grofem Aufwand feststellen kann, um welchen Inhalt
es Uberhaupt geht. Wegen ihrer Abschreckungswirkung sind solche for-
mellen Anforderungen dagegen nach NetzDG hochproblematisch, die fiir
die Bearbeitung der Beschwerde durch den Netzwerkanbieter nicht not-
wendig sind. Dazu gehdren etwa Angaben zum Beruf von Beschwerdefiih-
rer*innen. Bei der Erhebung nicht notwendiger personlicher Daten sind
zudem die datenschutzrechtlichen Vorgaben zu beachten.

b) Praxis

Einige Netzwerkanbieter stellen tber die fir die Wahrnehmung ihrer ge-
setzlichen Pflichten notwendigen Informationen hinaus Anforderungen
inhaltlicher oder formeller Art, die wegen ihrer Abschreckungswirkung
dem Gesetzeszweck zuwiderlaufen.

aa) Anforderungen inhaltlicher Art

Die meisten Netzwerkanbieter fordern Beschwerdefiihrer*innen auf, zu er-
lautern, warum es sich aus ihrer Sicht um einen rechtswidrigen Inhalt han-
delt. Angaben dazu sind jedoch nicht bei allen Netzwerken verpflichtend.
Soweit damit Ausfithrungen zu den tatsichlichen Umstinden und nicht
zu Rechtsansichten erfragt werden, ist diese Praxis der Netzwerkanbieter
zur Erfillung ihrer Prifpflichten nicht zu beanstanden.

Mehrere Netzwerke fordern die Beschwerdefithrer auf, Angaben dazu
zu machen, welcher konkrete Straftatbestand aus ihrer Sicht verletzt ist.82

82 So etwa praktiziert von Twitter (Transparenzbericht 1/2019) und Facebook
(Transparenzbericht 1/2019). Anders dagegen YouTube (Transparenzbericht
1/2019): ,,Der durchschnittliche Beschwerdefiithrer wird als juristischer Laie tiber-
fordert sein, wenn er mit einer Vielzahl von zudem komplexen Einzeltatbestin-
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Dies wird von einigen Rechtsanwalt*innen, NGOs, Berufsverbinden und
sonstigen Verbanden ausdricklich kritisiert. Es ist jedoch unklar, wie die
Netzwerkanbieter mit der Abfrage konkret einschligiger Straftatbestinde
umgehen — zwei mogliche Ausgestaltungen der Netzwerkanbieter sind zu
unterscheiden:

(1) Die eingeforderten Angaben zu aus Sicht des Beschwerdefiihrers er-
fullten Straftatbestinden konnen einerseits lediglich dazu dienen, dem Be-
schwerdefithrer den Ernst einer Meldung nach NetzDG zu verdeutlichen,
die Beschwerde besser zu verstehen und (auch bei Erfillung der Transpa-
renzpflichten aus §2 Abs. 2 Nr. 3 NetzDG) einzuordnen und den Einstieg
in die rechtliche Prifung durch den Netzwerkanbieter zu vereinfachen.
Der Netzwerkanbieter priift die Beschwerde dann aber dennoch auf alle in
§ 1 Abs. 3 NetzDG genannten in Betracht kommenden Tatbestinde.

(2) Andererseits ist eine Ausgestaltung denkbar, die die Prifung durch
die Netzwerkanbieter auf die vom Beschwerdefiihrer genannten Straftatbe-
stande beschrankt.

Angesichts des noch unklaren Umfangs der Darlegungs- und Substanti-
ierungslasten der Beschwerdefithrer*innen sind hier unterschiedliche Aus-
gestaltungen moglich. Die zweite Alternative steht jedoch erkennbar in
Spannung zum zentralen Gesetzeszweck der Loschung gemeldeter rechts-
widriger Inhalte.

den des Strafrechts konfrontiert und so gegebenenfalls sogar von einer Meldung
abgeschreckt wird. Er wird die einschldgigen Straftatbestinde in der Regel nicht
kennen und wird nicht in der Lage sein, bei der Einreichung seiner NetzDG Be-
schwerde jeweils den bzw. die richtigen Tatbestinde anzugeben. Zudem kdnnen
gemeldete Inhalte mehr als einen der aufgelisteten Straftatbestinde verletzen. So
wird beispielsweise ein Video, mit dem neue Mitglieder oder Unterstitzer einer
kriminellen oder terroristischen Vereinigung (§§ 129, 129a StGB) geworben wer-
den sollen, iiblicherweise zugleich Symbole wie etwa eine Flagge verwenden, die
gegebenenfalls nach §§ 86, 86a StGB strafbar sind; zusitzlich konnte sogar der
Tatbestand einer Vorbereitung einer schweren staatsgefahrdenden Gewalttat ge-
mafl §89a StGB erfillt sein. Um das Beschwerdeverfahren zu vereinfachen und
die Beschwerdefthrer bei der Einreichung ihrer Beschwerden nach dem NetzDG
zu unterstiitzen, haben wir daher fiir das NetzDG-Meldeverfahren sieben Inhalts-
kategorien gebildet, die die 21 einschlagigen Straftatbestinde erfassen, in einer
allgemein-verstindlichen Weise abbilden und kategorisieren. Damit erreichen
wir zugleich, juristische Straftatbestinde, die sehr abstrakt sind und einen oft
weiten Anwendungsbereich aufweisen, fiir juristische Laien greifbarer zu ma-
chen.“ (Im Anschluss Auflistung der von YouTube gebildeten Kategorien mit je-
weils umfassten Straftatbestanden.).
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bb) Angaben formeller Art

Der Blick auf die Praxis der Netzwerkanbieter ergibt ein gemischtes Bild:
Bei einem Netzwerkanbieter werden zahlreiche nicht notwendige Anga-
ben zur eigenen Person verlangt, etwa als Pflichtangabe der Name und An-
schrift sowie eine gultige Mailadresse, optional die Angabe des Arbeitge-
bers und eine genaue Berufsbezeichnung.33 Andere Netzwerkanbieter for-
dern nur fir das Prifverfahren notwendige Angaben ein, soweit diese
nicht bereits vorliegen: einen Link zum Inhalt selbst, Name und Kontakt-
daten. Teilweise wird eine Erklarung, dass die Angaben in der Meldung
wahr und vollstindig sind, gefordert. Die Abfrage nicht notwendiger An-
gaben ist problematisch.

3. Beschwerdeweg: Belehrungen durch die Netzwerkanbieter

Wegen ihrer Abschreckungswirkung sind je nach Ausgestaltung Warnungen
von Netzwerkanbietern vor Absenden der Beschwerde nicht unbedenk-
lich. Wird sehr nachdriicklich vor Absenden der Beschwerde gewarnt,
kann der Eindruck entstehen, Netzwerkanbieter wollten sich ihrer Priflast
entledigen, statt die Beschwerdefthrer*innen zu schiitzen. Problematisch
konnen in diesem Zusammenhang etwa sein: der Hinweis von Netzwerk-
anbietern, bei falscher Bezichtigung machten sich Beschwerdefiihrer*in-
nen ggf. selbst strafbar oder kénnten aus der Community ausgeschlossen
werden, oder die Empfehlung, ggf. eine*n Rechtsanwalt*in hinzuzuzie-
hen. Dasselbe gilt fiir den Hinweis, bei ,falschen“ Meldungen kénne sich
die Wahrscheinlichkeit verringern, dass zukiinftige Meldungen tberpriift
oder akzeptiert werden.

Bei einigen Netzwerkanbietern finden sich Warnungen, denen Abschre-
ckungswirkung zukommt oder je nach Kontext zukommen kann. So etwa
werden Beschwerdeftihrer*innen bei einem Netzwerkanbieter vor einem
Ausschluss aus der Community gewarnt.?* Ein anderer Netzwerkanbieter
empfiehlt, ggf. eine*n Rechtsanwalt*in hinzuzuziehen.®s Ein Netzwerkan-
bieter belehrt: ,Ich verstehe, dass sich durch die Einsendung unvollstindi-
ger, ungltiger oder falscher Meldungen die Wahrscheinlichkeit verrin-
gern kann, dass diese Meldung (sowie zukinftige Meldungen) von den

83 Facebook laut Bericht Monitoringstelle 1. Testzyklus, S. 8.
84 Twitter laut Bericht Monitoringstelle 1. Testzyklus, S. 34.
85 Facebook laut Bericht Monitoringstelle 1. Testzyklus, S. 8.
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(...) Systemen tberprift oder akzeptiert werden.“%¢ Unvollstindige, ungl-
tige oder falsche Meldungen reduzieren weder die Stdrerhaftung von Inter-
mediiren in zukdnftigen Fillen noch verschieben sie die Darlegungslast
zulasten von Beschwerdefiihrer*innen. Entsprechende Hinweise sind da-
her sehr problematisch.

Teils gedulerte Befiirchtungen einer hohen Zahl missbrauchlicher Mel-
dungen, also solcher Meldungen, die erkennbar oder angesichts der Ein-
deutigkeit hochstwahrscheinlich in Kenntnis der Rechtmifigkeit des In-
halts gemacht werden, etwa um Poster*innen gemeldeter Inhalte zu schi-
kanieren oder den Arbeitsaufwand der Netzwerkanbieter zu erhohen, ha-
ben sich laut Angaben der Netzwerkanbieter nicht realisiert. Eine Schat-
zung sei schwierig. Ein Netzwerkanbieter gibt an, dass zwar viele Meldun-
gen sich auf Inhalte bezogen, die nicht rechtswidrig seien (1. Halbjahr
2019: 76,62 %), dass zumeist aber keine Hinweise auf Missbrauch vorldgen.
Soweit ersichtlich, hatten missbrauchliche Meldungen bisher keine Konse-
quenzen fiir die Beschwerdefiihrer*innen. Ein Netzwerkanbieter weist je-
doch darauf hin, dass missbrauchliche Meldungen fir kleinere Netzwerk-
anbieter problematisch sein kdnnten und sieht dort eine Gefahr von Over-
blocking (zu Overblocking s. B. II. 11.).

4. §3 Abs. 1 NetzDG: Beschwerdefiithrer*innen

§3 Abs. 1 S.2 NetzDG beschriankt die in Abs. 2 ausdifferenzierten Anfor-
derungen an das Beschwerdeverfahren auf ,Nutzer®. Dieser Begriff ent-
spricht laut Gesetzbegrindung dem Nutzerbegriff in §2 S. 1 Nr.3 TMG?¥
und erfasst damit ,,jede natiirliche oder juristische Person, die Telemedien
nutzt, insbesondere um Informationen zu erlangen oder zuginglich zu
machen®. Nutzer kann folglich auch sein, wer selbst nicht registriert ist.38
Nicht erfasst sind dagegen Dritte, insbesondere Betroffene rechtswidriger
Inhalte (z.B. Tatopfer von Straftaten gegen die personliche Ehre wie etwa
Beleidigungen), solange sie selbst nicht auf Inhalte zugreifen und damit
(registrierte oder nichtregistrierte) Nutzer*innen des sozialen Netzwerks
werden. Neben Nutzerinnen kdnnen auch Beschwerdestellen Inhalte
nach NetzDG melden, wie sich aus §2 Abs.2 Nr. 3, 7 und 8 NetzDG er-

86 Twitter laut Bericht Monitoringstelle 1. Testzyklus, S. 34.
87 BT-Drucks. 18/12356, S. 18.
88 So auch Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 1 NetzDG Rn. 53.
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gibt. Hinweise zu Aufgaben und Stellung der Beschwerdestellen finden
sich in den Gesetzesmaterialien nicht.

Alle Netzwerkanbieter haben Beschwerdeverfahren sowohl fir regis-
trierte als auch fiir nicht registrierte Nutzer*innen eingerichtet. Dazu, wie
viele Beschwerden jeweils ibermittelt werden, liegen keine Angaben vor.
Als Beschwerdestellen sind Eco — Verband der Internetwirtschaft e.V.,% ju-
gendschutz.net®® und FSM?! in Erscheinung getreten. Der Anteil von Be-
schwerden durch Beschwerdestellen unterscheidet sich unter den Netzwer-
kanbietern stark: Beschwerden von Beschwerdestellen machen zwischen
null Prozent und einem Drittel der Beschwerden aus.? Dabei weist ein
Netzwerkanbieter darauf hin, dass diese Zahlen auf der Angabe der Be-
schwerdefithrer*innen beruhen und die Richtigkeit dieser Angabe vom
Netzwerkanbieter nicht iberpriift werden kann.?3

Die Abhilfequote bei Beschwerden von Beschwerdestellen ist etwas ho-
her als bei Beschwerden durch Einzelpersonen. Beschwerden von Be-
schwerdestellen wird in 18,08 % der Faille und damit bei vielen Netzwerk-
anbietern etwas haufiger stattgegeben als Beschwerden von Einzelperso-
nen (Stattgabe 14,05 %).** Als Grund wird angegeben, Beschwerdestellen
meldeten nicht rechtsmissbrauchlich. Es erscheint jedenfalls plausibel, dass
wegen groferer Erfahrung und vertiefter Rechtskenntnisse der Beschwer-
destellen weniger Inhalte gemeldet werden, die nur aus Laiensicht rechts-
widrig zu sein scheinen. Zudem kénnte hinzukommen, dass Meldungen
von Beschwerdestellen von einigen Netzwerkanbietern ernster genommen
und sorgfiltiger gepriift werden. Bei einem Netzwerkanbieter gibt es aller-
dings laut Angaben im Fragebogen keine nennenswerten Unterschiede
zwischen Entfernungen auf Beschwerden von Einzelpersonen und von Be-
schwerdestellen. Im Zeitraum von Januar bis Juni 2019 seien bei diesem
Anbieter 24,5% der von Nutzer*innen als rechtswidrig gemeldeten Inhalte

89 ZEIT online, Netzwerkdurchsetzungsgesetz findet kaum Anwendung,
12.03.2019, https://www.zeit.de/politik/deutschland/2019-03/netzdg-netzwerkdur
chsetzungsgesetz-jahresbericht-eco-beschwerdestelle?print, (zul. abgerufen am
15.05.2020).

90 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 2 NetzDG Rn. 17.

91 Twitter Transparenzbericht 1/2019.

92 Change.org 0%, Facebook rund 18,2%, Instagram rund 20,5%, Reddit
rund 3,5%, YouTube rund 32,5% (jeweils laut Transparenzbericht 1/2019).

93 YouTube Transparenzbericht 1/2019, S. 3.

94 Stattgabequoten im 1. Halbjahr 2019 unter Einbeziehung von Change.org, Face-
book, Instagram, Reddit, Twitter und YouTube; vgl. Anhang.
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entfernt worden, bei den von Beschwerdestellen gemeldeten Inhalten sei-
en es 20,1%, also sogar etwas weniger.

Die Beschwerdestellen sind damit wichtige Akteure zur Erreichung des
gesetzgeberischen Zwecks des NetzDG.

5. §3 Abs.1S.1 NetzDG: rechtswidrige Inhalte

Der Begriff ,rechtswidriger Inhalt® ist in § 1 Abs. 3 NetzDG legaldefiniert.
Danach sind dies Inhalte, die einen der genannten Tatbestinde erfiillen
und nicht gerechtfertigt sind. Auf die Schuld des*der Poster*in kommt es
also nicht an. Soweit in der Literatur ein Bruch mit der herkoémmlichen
Strafrechtsdogmatik kritisiert wird, da nach dieser nur Taten, nicht aber
Inhalte strafbar sein konnten,” soll dies einen Verstoff der Regelung gegen
das verfassungsrechtliche Bestimmtheitsgebot belegen.®® Da die Einhal-
tung verfassungsrechtlicher MafSstibe nicht Bestandteil dieser Evaluation
ist, ist hier nur zu beleuchten, ob und wie der Begriff ,rechtswidrige Inhal-
te“ sich in der Praxis operationalisieren lasst. Das NetzDG ist von vornhe-
rein kein Teil des Strafrechts, sondern setzt auf der allgemeinen zivilrecht-
lichen Storerhaftung auf. Wie auch sonst im Rahmen der Stérerhaftung
18st jeder objektiv rechtswidrige Beitrag die Prif- und Entfernungspflicht
aus, unabhingig davon, ob der subjektive Tatbestand erfillt ist. Mit der
Aufzahlung bestimmter Straftatbestinde in §1 Abs. 3 NetzDG wollte der
Gesetzgeber nicht suggerieren, dass sich die Poster*innen gemeldeter In-
halte nach diesen strafbar gemacht haben miissen, um Pflichten der Netz-
werkanbieter auszuldsen. Vielmehr dient § 1 Abs. 3 NetzDG dazu, den An-
wendungsbereich des NetzDG auf Inhalte mit grofem Schadigungspoten-
tial zu beschranken.

Datfiir, dass der Begriff des rechtswidrigen Inhalts in der Praxis etwa we-
gen einer Priffung des subjektiven Tatbestands zu Schwierigkeiten bei der
Subsumtion fiihrt, sind keine Anhaltspunkte ersichtlich. Dies konnte da-
ran liegen, dass die Netzwerkanbieter den subjektiven Tatbestand aufSer
Betracht lassen, oder daran, dass sie bei Verwirklichung des objektiven Tat-
bestands der in §1 Abs.3 NetzDG aufgefithrten Delikte in der Regel auf
das Vorliegen des subjektiven Tatbestands schliefen kénnen.

95 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 1 NetzDG Rn. 73.
96 Ebd.
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6. §3 Abs. 1 S.1 NetzDG: wirksames und transparentes Verfahren fir den
Umgang mit Beschwerden

§3 Abs. 1 S.1 NetzDG verpflichtet die Netzwerkanbeter zu einem wirksa-
men und transparenten Verfahren fiir den Umgang mit Beschwerden.

Die Anforderung ,wirksam® wird durch §3 Abs. 2 und 3 NetzDG kon-
kretisiert, die Anforderung ,transparent® durch §§2, 3 Abs. 1 S.2, Abs. 2
Nr. 3a und Nr. 5 NetzDG abgesichert.”” Die Konkretisierungen bzw. Absi-
cherungen sind jedoch nicht zwingend abschlieend zu verstehen. Eine
Praxis der Netzwerkanbieter, die der Wirksamkeit oder Transparenz in
einer Weise widersprache, die in §§2, 3 NetzDG nicht explizit angespro-
chen ist, wire ebenfalls gesetzeswidrig. So lasst sich aus der Anforderung
Lwirksam® etwa ableiten, dass das Beschwerde- und das Prifverfahren in
einer Sprache angeboten werden mussen, die von den meisten potenziel-
len Nutzer*innen im Inland verstanden wird. Dies ist jedenfalls die Spra-
che, in der die Plattforminfrastruktur in Deutschland zur Verfiigung steht
und genutzt wird, in der Regel also Deutsch bzw. Englisch.

Die meisten Netzwerkanbieter bieten ein deutschsprachiges Beschwer-
de- und Prifverfahren an. Es gibt aber Ausnahmen: So erfolgen etwa bei
einem Netzwerkanbieter Antworten auf eine Beschwerde hin teils auf
Deutsch, teils auf Englisch,”® obwohl die Plattform in einer deutschen Ver-
sion genutzt werden kann. Bei einer englischsprachigen Plattform erfolgt
der Zugang zum NetzDG-Meldeformular nur in englischer Sprache, das
Formular selbst ist aber auf Deutsch,” sodass Beschwerdefiihrer*innen
auch davon ausgehen konnen, es auf Deutsch ausfillen zu durfen.

Dariiber hinaus wird die Praxis bei den jeweiligen konkretisierenden
Tatbestandsmerkmalen dargestellt.

7. §3 Abs. 2 Nr. 1 NetzDG: unverziigliche Kenntnisnahme und Prifung
a) ,unverziglich Kenntnis nimmt“
Nach §3 Abs.2 Nr.1 NetzDG muss der Netzwerkanbieter unverziiglich

von der Beschwerde Kenntnis nehmen und diese priifen. Versteht man
yunverziiglich® als ,ohne schuldhaftes Zégern“ und im Lichte von §3

97 Ahnlich ebd. Rn. 3.
98 Facebook laut Bericht Monitoringstelle 1. Testzyklus, S. 8 f.
99 Reddit Transparenzbericht 1/2019, Kap. 2A.
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Abs. 2 Nr. 2 NetzDG, der eine Entfernung unter bestimmten Umstinden
schon innerhalb von 24 Stunden verlangt, wird ,,unverziglich“ hier fiir die
Kenntnisnahme einen Zeitraum von in der Regel nicht mehr als 24 Stun-
den meinen; fir die Prifung einen Zeitraum von in der Regel bis zu sie-
ben Tagen (vgl. § 3 Abs. 2 Nr. 3 NetzDG).

Ob die Netzwerkanbieter stets unverziiglich Kenntnis nehmen, lasst sich
nicht Gberpriifen (anders aber, ob sie in den vorgegebenen Fristen tber die
Beschwerde entscheiden (s.u.)).

b) ,prift, ob der in der Beschwerde gemeldete Inhalt rechtswidrig und zu
entfernen oder der Zugang zu ihm zu sperren ist*

aa) Prifverfahren: Verhaltnis von NetzDG und Gemeinschaftsstandards

Das NetzDG stellt keine konkreten Anforderungen auf, wie das Priifver-
fahren selbst ausgestaltet sein muss. Insbesondere verhilt es sich nicht aus-
driicklich dazu, inwiefern bei einer Meldung nach NetzDG zunichst das
allgemeine Prifverfahren von Meldungen nach Gemeinschaftsstandards
durchlaufen und der Inhalt schon auf dieser Grundlage entfernt werden
darf (allg. zum Verhaltnis des NetzDG zu Gemeinschaftsstandards s.o. A.
IL.).

Versteht man als vorrangiges gesetzgeberisches Ziel einer NetzDG-Be-
schwerde die Entfernung aller gem. § 1 Abs. 3 NetzDG rechtswidrigen Bei-
trage oder geht man von einer Nachrangigkeit eines NetzDG-konformen
Prifverfahrens auch bei ,,Beschwerden tber rechtswidrige Inhalte® gem.
NetzDG aus, so wird dieses Ziel auch erreicht, wenn die Netzwerkanbieter
vorrangig nach Gemeinschaftsstandards prifen und ggf. entfernen. Be-
trachtet man als Ziel einer NetzDG-Beschwerde hingegen, formell ein
Prifverfahren nach §3 NetzDG mit allen daran gestellten Anforderungen
auszuldsen, so stellt fiir diese ein vorgeschaltetes Priifverfahren entspre-
chend den Meldungen nach Gemeinschaftsstandards auch (oder sogar ge-
rade) im Falle der Loschung eine zumindest partielle Umgehung des Netz-
DG dar.

Denn im Ansatz keine Rolle spielen bei einem Prifverfahren wegen
Verletzung der Gemeinschaftsstandards die im NetzDG gesetzlich veran-
kerten Garantien fir die Beschwerdeftihrer*innen, namentlich die Fristen
aus §3 Abs.2 Nr.2 und 3 NetzDG, die Benachrichtigungspflicht aus
§ 3 Abs. 2 Nr. 5 NetzDG sowie insbesondere die gesetzlichen Verfahrensan-
forderungen, die einen angemessenen Interessenausgleich zwischen Betrof-
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fenen und Poster*innen (§3 Abs.2 Nr. 3 lit.a NetzDG) oder bestimmte
Qualititsanforderungen an die Prifung (§3 Abs. 4 NetzDG) sicherstellen
sollen.

Einige dieser Pflichten konnen grundsitzlich von den Netzwerkanbie-
tern auch bei einer vorrangigen Prifung entsprechend der Beschwerden
tiber die Verletzung von Gemeinschaftsstandards eingehalten werden. So
konnen die NetzDG-Fristen unabhingig vom Loschgrund eingehalten
werden, soweit sie prioritir behandelt, auch bei Beschwerden gegen Ge-
meinschaftsstandards ohnehin eingehalten oder noch im Rahmen der Frist
bei Ubereinstimmung mit den Gemeinschaftsstandards eigenstindig mit
Blick auf das NetzDG geprift werden. Die Informations- und Begriin-
dungspflicht des § 3 Abs. 2 Nr. 5 NetzDG oder die Beweissicherungspflich-
ten laufen nicht leer, wenn entsprechende Mitteilungen oder Sicherungen
auch bei Bejahung eines VerstofSes gegen Gemeinschaftsstandards vorge-
nommen werden. Die Qualititssicherungen gem. §3 Abs. 4 NetzDG sind
freilich nur eingehalten, wenn sie entweder auch im Meldeverfahren we-
gen VerstofSes gegen Gemeinschaftsstandards eingehalten werden oder bei
»Beschwerden tiber rechtswidrige Inhalte i.S.d. NetzDG eine nachgelager-
te, eigene Prifung erfolgt.

Die meisten Netzwerkanbieter priifen auch ausdriicklich wegen Versto-
Bes gegen das NetzDG gemeldete Inhalte zunichst auf einen Verstof§ ge-
gen ihre jeweiligen Gemeinschaftsstandards. Nur wenn ein solcher nicht
vorliegt, wird in einem zweiten Schritt gepriift, ob der Inhalt rechtswidrig
1.S.d. § 1 Abs. 3 NetzDG ist'% — damit aktualisieren sich hier bei den nach
Gemeinschaftsstandards geloschten oder gesperrten Inhalten regelmafSig
die vorangehend genannten Abweichungen von Vorgaben des NetzDG.
Ein Netzwerkanbieter dagegen priift eine Beschwerde erst auf Rechtswid-
rigkeit i.S.d. NetzDG, dann auf Verstof§ gegen Gemeinschaftsstandards.!%!

Ob ausdriicklich als rechtswidrige Inhalte 1.S.d. § 1 Abs.3 NetzDG ge-
meldete Inhalte von den Netzwerkanbietern teilweise ungepraft blieben,
lasst sich nicht ermitteln. Zwar hat die Monitoringstelle nach §3 Abs. 5
NetzDG entsprechende Zahlen von Beschwerden, auf die keine Reaktion
erfolgte, erhoben. Allerdings wird hier nicht zwischen Beschwerden nach
NetzDG und Beschwerden wegen Verstofles gegen Gemeinschaftsstan-
dards differenziert. Da viele Netzwerkanbieter Beschwerdefithrer*innen

100 So ausdricklich Facebook und Instagram im jeweiligen Transparenzbericht
1/2019, S. 3; Reddit Transparenzbericht 1/2019, Kap. 2B; Twitter Transparenzbe-
richt 1/2019; YouTube Transparenzbericht 1/2019, S. 18.

101 Change.org Transparenzbericht 1/2019.
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bei Prifung nach Gemeinschaftsstandards nicht benachrichtigen, konnte
sich die Zahl der vermeintlich ignorierten Meldungen auch daraus erge-
ben, dass allein auf einen Verstof§ gegen Gemeinschaftsstandards hin ge-
meldete und gepriifte Inhalte nicht entfernt wurden, weil sie aus Sicht des
Netzwerkanbieters nicht gegen Gemeinschaftsstandards verstiefSen.

bb) Ausgestaltung der Prifung nach NetzDG

Das NetzDG macht keine niheren Vorgaben zur Ausgestaltung des Prif-
verfahrens im Einzelnen.

Soweit aus den Transparenzberichten ersichtlich, haben die Netzwerk-
anbieter fir ,Beschwerden tber rechtswidrige Inhalte® alle ein gestuftes
Priifverfabren mit mehreren Eskalationsstufen eingerichtet: In der Regel er-
folgt zunichst eine Priifung durch interne oder externe Sachbearbeiter*in-
nen, bei Schwierigkeiten wird dann die Rechtsabteilung und anschliefend
ggf. noch eine externe Rechtsanwaltskanzlei titig. Welche Stufen unter-
nehmensintern erfolgen und welche an Externe delegiert werden, unter-
scheidet sich je nach Netzwerkanbieter.!9? Bei einer Gruppe von Netzwer-
kanbietern sind die fir NetzDG-Beschwerden zustindigen Personen die-
selben wie die fiir VerstoSe gegen Gemeinschaftsstandards Zustandigen,!%
bei den anderen Netzwerkanbietern sind dagegen unterschiedliche Bear-

102 Bei Change.org etwa wird jeder Beschwerdegegenstand zunichst von einem
deutschen Team beurteilt; in schwierigen Fillen wird zunéchst im deutschen
Team und mit dem globalen Policy Team beraten und im Zweifel externer
Rechtsrat eingeholt (Change.org Transparenzbericht 1/2019, Kap. 3.1.). Bei
Facebook und Instagram werden NetzDG-Beschwerden, die nicht bereits wegen
VerstofSes gegen Gemeinschaftsstandards geloscht wurden, zunichst durch Mit-
glieder von Partnerunternechmen in Dublin und Austin dberprift. In schwieri-
gen Fillen wird die Beschwerde an einen Facebook-Mitarbeiter weitergeleitet.
Kommt auch dieser zu keinem eindeutigen Ergebnis, wird der Rat externer
deutscher Rechtsanwilte eingeholt (Facebook bzw. Instagram Transparenzbe-
richt 1. Halbjahr 2019, Kap. 4A.). Bei Twitter werden Beschwerden nach Netz-
DG teils von internen, teils von externen Personen geprift (Twitter Transpa-
renzbericht 1. Halbjahr 2019). Bei YouTube ist zuerst ein Sachbearbeiter mit
der Beschwerde erfasst, der diese bei Bedarf einem Senior Content Reviewer
tbergibt. Komplexe Beschwerden gehen zunichst an die YouTube-Rechtsabtei-
lung, dann ggf. an die Google Germany GmbH-Rechtsabteilung und anschlie-
Bend bei Bedarf an eine externe Rechtsanwaltskanzlei (YouTube Transparenzbe-
richt 1/2019, S. 19).

103 Change.org Transparenzbericht 1/2019.
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beitungsteams zustindig.'®* Unterschiedliche Bearbeitungsteams werfen
bei einem gestuften Prifverfahren die zuvor genannten Fragen auf.

8. §3 Abs. 2 Nr. 2 NetzDG: Entfernung / Sperrung offensichtlich
rechtswidriger Inhalte innerhalb von 24 Std.

a) Differenzierung zwischen ,offensichtlich rechtswidrig® und
yrechtswidrig®

Das NetzDG differenziert zwischen ,offensichtlich rechtswidrigen In-
halt(en)“, §3 Abs.2 Nr.2 NetzDG, die innerhalb von 24 Stunden zu ent-
fernen bzw. zu sperren sind, und (bloff) ,rechtswidrigen Inhalt(en), §3
Abs. 2 Nr. 3 NetzDG, die innerhalb von in der Regel sieben Tagen zu ent-
fernen bzw. zu sperren sind.

Zweck der Differenzierung ist, evident rechtswidrige Inhalte so schnell
wie moglich zu entfernen.!® Diese stellen hiufig zugleich besonders
schwere Rechtsgutsverletzungen dar. Aus der Offensichtlichkeit des Ver-
stof8es folgt in der Regel eine besondere Missachtung der rechtlichen Gren-
zen.'% Andererseits soll eine sorgfiltige Prifung der Netzwerkanbieter ge-
wihrleistet werden, soweit dies erforderlich ist.197

In der juristischen Literatur wird diskutiert, wann Offensichtlichkeit
vorliegt und ob die Netzwerkanbieter eine Unterscheidung zwischen of-
fensichtlich rechtswidrigen Inhalten und blof rechtswidrigen Inhalten
tberhaupt treffen konnen. Laut Gesetzesbegriindung liegt Offensichtlich-
keit vor, wenn keine vertiefte Prifung erforderlich ist, insbesondere bei
evidenten Fillen von Hasskriminalitat und Gewaltverherrlichung.!%® Dass
Offensichtlichkeit angesichts der Kontextgebundenheit von Auferungen
und der in der Regel daraus resultierenden komplexen Grundrechtsabwi-
gung je vorliegt, wird von Teilen der Literatur und der Praxis bestritten.'%
Hier lieffe sich einwenden, dass etwa Fille eindeutiger Formalbeleidigun-

104 YouTube Transparenzbericht 1/2019, S. 21.

105 BT-Drucks. 18/12356, S. 22.

106 Vgl. auch Eifert, Das Netzwerkdurchsetzungsgesetz und Plattformregulierung,
in: Eifert/Gostomzyk (Hrsg.), Netzwerkrecht, S. 9, 17.

107 BT-Drucks. 18/12356, S. 23.

108 Ebd., S.22.

109 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §3 NetzDG Rn. 14f.; ebenso
eine Schwerpunkt-StA im Fragebogen.
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gen,'0 bewusst unwahrer strafbarer Tatsachenbehauptungen oder ,,plum-
per und eindeutiger Holocaust-Leugnung (§ 130 Abs. 3 StGB), die keine
umfassende Abwiagung nach sich ziehen, auch angesichts der grundsitz-
lich meinungsfreundlichen Rechtsprechung des Bundesverfassungsge-
richts!!! moglich sind.!!? Grundsatzlich ist die Offensichtlichkeit jedenfalls
ein Ubliches juristisches Differenzierungskriterium.!3

Fir die Frage, ob der Inhalt offensichtlich rechtswidrig ist, kommt es
nach Systematik, Sinn und Zweck auf die Sicht einer*s durchschnittlich
geschulten Prifer*in an.!'* Daraus ergibt sich, dass Inhalte in seltenen
Sprachen, die niemand im Prifteam beherrscht, selbst dann nicht offen-
sichtlich rechtswidrig sind, wenn ihre Bewertung leicht fiele, ware der In-
halt in deutscher Sprache.

In der Praxis muss sich die genaue Abgrenzung zwischen offensichtlich
rechtswidrigen und nicht offensichtlich rechtswidrigen Inhalten noch her-
ausbilden. Das Kriterium der ,,Offensichtlichkeit® wird unterschiedlich be-
wertet. Bedenkt man, dass den Transparenzberichten der Netzwerkanbie-
ter zufolge der weitaus grofte Teil der entfernten Inhalte innerhalb der 24-
Stunden-Frist des § 3 Abs. 2 Nr. 2 NetzDG entfernt wird,!"S verliert die Un-
terscheidung an Brisanz: Ob all diese Inhalte von den Netzwerkanbietern
als ,offensichtlich rechtswidrig® eingestuft werden oder ob alle Beschwer-
den ohne Differenzierung in der Regel innerhalb von 24 Stunden bearbei-
tet werden, ist aus diesen Zahlen unmittelbar nicht ersichtlich. Soweit
Netzwerkanbieter zum Anteil offensichtlicher Inhalte in den Fragebogen
Angaben gemacht haben, unterscheiden sich diese sehr: Ein Netzwerkan-
bieter gibt den Anteil offensichtlich rechtswidriger Inhalte mit 95% an, ein
anderer mit 8,69%.

Die befragten Rechtsanwilt*innen, NGOs, Berufsverbinde und sonsti-
gen Verbinde halten tberwiegend die Unterscheidung zwischen ,rechts-
widrig® und ,,offensichtlich rechtswidrig® fur praktikabel und sachgerecht.

110 So auch Hoch K&R 2017, S.289 (291).

111 Vgl. nur BVerfGE 61, 1, 9; 85, 1, 15; 90, 241, 247.

112 Im Ergebnis so auch Nolte ZUM 2017, S. 552 (556).

113 So auch Schwartmann GRUR-Prax 2017, S.317f.

114 A.A. Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §3 NetzDG Rn. 14, der
auf den ,,unbefangenen Beobachter® abstellt, welcher ohne juristische Kenntnis-
se uber die Offensichtlichkeit nicht entscheiden konne.

115 Etwa Facebook Transparenzbericht 2/2018: rund 70,3% innerhalb von 24 Std.;
Facebook 1/2019: rund 76,4%; YouTube Transparenzbericht 1/2019: rund 87,8%
innerhalb von 24 Std; Change.org Transparenzbericht 1/2019: 98,8% innerhalb
von 24 Std.
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Die befragten Netzwerkanbieter halten die Unterscheidung dagegen ein-
hellig fiir schwierig. Ein Netzwerkanbieter weist darauf hin, dass viele auf
den ersten Blick ,heftige“ Auerungen oft keinesfalls rechtswidrig seien.
Ein anderer gibt an, abhingig vom Rechtsbereich seien offensichtlich
rechtswidrige Inhalte hiufiger oder seltener. Wihrend in einigen Rechts-
bereichen der Anteil der etwaig offensichtlich rechtswidrigen Inhalte be-
sonders hoch zu sein scheine, etwa im Bereich der Pornographie, sei der
Anteil in anderen Bereichen, etwa bei Personlichkeitsrechtsverletzungen,
besonders niedrig.

b) Kollision mit der Storerhaftung?

In der Literatur wird beftirchtet, die 24-Stunden-Frist konne mit der vom
BGH etablierten Storerhaftung kollidieren, die den Netzwerkanbieter ver-
pflichte, vor der Entscheidung tber Entfernen bzw. Sperrung des Inhalts
Stellungnahmen des Nutzers wie des Beschwerdefiihrers einzuholen.!'¢
Eine solche Verpflichtung besteht jedoch nur, wenn die Einordnung des
Inhalts aus Sicht des Netzwerkanbieters gerade nicht auf der Hand liegt.!!”
In diesem Fall handelt es sich auch nicht um einen offensichtlich rechts-
widrigen Inhalt i.S.d. §3 Abs. 2 Nr. 2 NetzDG, sodass die Beftirchtung ei-
nes Widerspruchs zur Stdrerhaftung unbegrindet ist.

c) Frist von 24 Stunden fiir offensichtlich rechtswidrige Inhalte
ausreichend?

Die Einschatzungen der Akteur*innen zur Linge der Frist fallen differen-
ziert aus. Die 24-Stunden-Frist wird von den befragten Rechtsanwilt*in-
nen mehrheitlich fiir ausreichend lang erachtet. Laut einer befragten NGO
ist die Frist von 24 Stunden fiir einige Inhalte sogar zu lang: Etwa bei Kin-
derpornographie sei eine unverzigliche Entfernung bzw. Sperrung gebo-
ten.

Die Netzwerkanbieter stehen der 24-Stunden-Frist skeptischer gegen-
iber: Zwar konnte ein Netzwerkanbieter nach eigenen Angaben die Ent-

116 So Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §3 NetzDG Rn. 17 unter
Hinweis auf BGHZ 191, 219.

117 BGH, Versaumnisurt. v. 25.10.2011 - VI ZR 93/10 -, juris, Rn. 25; MiKo-BGB/
Wagner, 7. Aufl. 2017, § 823 Rn. 751.
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fernungsfrist des §3 Abs. 2 Nr.2 NetzDG bisher fiir offensichtlich rechts-
widrige Inhalte stets einhalten. Ein anderer Netzwerkanbieter weist im
Fragebogen darauf hin, dass die Entfernungspflichten des NetzDG insbe-
sondere bei langen Inhalten wie etwa Podcasts schwer zu erfiillen seien.
Problematisch seien auch Meldungen am Wochenende; da sei zwar ein Be-
reitschaftsdienst eingerichtet, es sei aber schwierig, am Wochenende eine
zweite Meinung einzuholen oder bei Inhalten in fremden Sprachen Uber-
setzer*innen zu erreichen (bei Inhalten in seltenen Sprachen liegt aller-
dings keine Offensichtlichkeit vor, s.0.). Angesichts dessen schlagt ein drit-
ter Netzwerkanbieter vor, die starren Fristen durch ,unverziglich (ohne
schuldhaftes Zégern) zu ersetzen. Eine entsprechende erhebliche Flexibili-
sierung wirde jedoch den Vollzugsaufwand fir das Bf] bedeutend erho-
hen.

Die 24-Stunden-Frist scheint damit grundsatzlich jedenfalls praktikabel.
Probleme konnen sich in Ausnahmefillen ergeben, in denen sehr lange In-
halte zu priifen sind: Je linger die Sichtung des Inhalts dauert, desto mehr
verliert die 24-Stunden-Frist ihren Charakter als Prif- und Entscheidungs-
frist. Bei solchen Inhalten wire aber auch ein Hinweis auf den oder die re-
levanten Zeitpunkt(e) des Inhalt als Bestandteil der Darlegungslast denk-
bar.

d) Differenzierung zwischen Loschung und Sperrung

Das NetzDG stellt Netzwerkanbietern frei, ob sie rechtswidrige Inhalte
1.5.d. § 1 Abs. 3 NetzDG entfernen, also loschen, oder sie sperren. Insoweit
ist jede Entscheidung der Netzwerkanbieter gesetzeskonform. Bei Lo-
schung ist der Inhalt weltweit nicht mehr abrufbar. Bei Sperrung kann le-
diglich aus dem Inland nicht mehr auf den Inhalt zugegriffen werden.
Soweit ersichtlich, richten sich bestehende Differenzierungen der Netz-
werkanbieter danach, ob es sich allein um einen Verstof§ gegen das Netz-
DG handelt (dann Sperrung) oder (auch) gegen Gemeinschaftsstandards
(dann Loschung).''® Einige Netzwerkanbieter differenzieren nicht zwi-

118 Reddit Transparenzbericht 1/2019, Kap. 2B; YouTube Transparenzbericht
1/2019, S.1; dagegen heiflt es auf S.18: ,Im Rahmen unseres Prifverfahrens
prift unser spezialisiertes NetzDG Team (...) den beanstandeten Inhalt auch an-
hand unserer weltweit geltenden Community-Richtlinien und sperrt (Hervor-
hebung durch die Verf.) ihn weltweit im Falle eines Verstoes®; auf S. 19 heift
es dagegen wieder: ,,global entfernt oder lokal gesperrt®.
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schen Loschung und Sperrung. Rechtswidrige Inhalte werden dort stets
geloscht, nicht gesperrt.! Die Differenzierungsmoglichkeit des NetzDG
erweist sich damit insbesondere fiir grofle global agierende Netzwerkan-
bieter als attraktiv. Soweit von ihr durch Sperrungen von Inhalten Ge-
brauch gemacht wird, wird diese dafiir genutzt, die Entscheidung tiber den
Zugang zu gemeldeten Inhalten jurisdiktionsabhingig zu treffen.

9. §3 Abs. 2 Nr. 3 NetzDG: unverziigliche Entfernung / Sperrung (in der
Regel nach sieben Tagen)

Ist ein Inhalt nicht offensichtlich rechtswidrig 1.S.d. § 3 Abs. 2 Nr.2 Netz-
DG, aber rechtswidrig, ist er gem. § 3 Abs. 2 Nr. 3 NetzDG in der Regel in-
nerhalb von sieben Tagen nach Eingang der Beschwerde zu entfernen. Be-
denkt man das Interesse der Betroffenen rechtswidriger Inhalte an mog-
lichst unverziglicher Entfernung, scheint eine Regelfrist von sieben Tagen
angemessen. Geht man davon aus, dass in Fillen eines besonderen zeitli-
chen Rechercheaufwandes eine Ausnahme gem. § 3 Abs. 2 Nr. 3 lit. a Netz-
DG moglich ist, wird die Fristeinhaltung im Ergebnis zur Kapazitdtsfrage.
Sie verlangt von den Anbietern, zum Schutz der bedrohten Rechtsgiiter
die finanziellen und personellen Ressourcen fiir eine hinreichend schnelle
Bearbeitung aller entsprechenden Beschwerden nach Eingang vorzuhalten.

In der Literatur wird teilweise pauschal in Frage gestellt, dass eine Frist
von sieben Tagen ausreicht, um auch komplexe Sachverhalte zu prifen
und dber die RechtmaRigkeit bzw. Rechtswidrigkeit zu entscheiden.'?0
Die Einschitzungen aus der Praxis sind differenzierter: Die befragten
Rechtsanwilt*innen halten die Siebentagesfrist mehrheitlich fir ausrei-
chend. Die Netzwerkanbieter kommen mit der Siebentagesfrist in den
meisten Fillen gut zurecht. Sie weisen auf die Schwierigkeiten der Einhal-
tung in Sonderféllen hin, machen aber in der Breite keinen Gbermifigen
Ressourcenaufwand geltend. Schwierigkeiten konnen sich laut einem An-
bieter aus technischen Problemen, komplexen Sachverhalten, bei denen
externer Rat einzuholen ist, oder seltenen Sprachen ergeben. Die Beurtei-
lung sei auch in Fillen schwierig, in denen es sich um lange Podcasts han-
dele oder um fremdsprachige, etwa arabische Inhalte.

119 Change.org Transparenzbericht 1/2019, Kap. 3.1; SoundCloud Transparenzbe-
richt 2018.
120 Heckmann/Wimmers CR 2017, S.310 (314).
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Die von den Netzwerkanbietern genannten Problemfille werden teil-
weise durch die Ausnahmeregelung des §3 Abs.2 Nr.3 lit.a und lit. b
NetzDG abgefangen: Danach darf die Regelfrist von sieben Tagen tber-
schritten werden, wenn tatsichliche Umstinde zu ermitteln sind und ggf.
dem Nutzer Gelegenheit zur Stellungnahme eingerdumt wird oder wenn
das soziale Netzwerk die Entscheidung einer Einrichtung der Regulierten
Selbstregulierung tubertriagt. Notwendige Sachverhaltsermittlungen, zu der
auch die Ubersetzung aus einer im Prifteam nicht beherrschten Fremd-
sprache gehort, erlauben danach eine Uberschreitung der Frist.

Lit. a und b sind dabei nicht nur nach dem Wortlaut des § 3 Abs. 2 Nr. 3
NetzDG, sondern auch nach Sinn und Zweck abschliefend zu verstehen:
Sonst bestiinde die Gefahr, dass die Siebentagesfrist, die grundsatzlich
auch fir schwierige Falle ausreichen muss (s.0.), regelmafig unter Verweis
auf die schwierige Bewertung des Inhalts tiberschritten wiirde. Die Geset-
zesmaterialien sorgen hier scheinbar fir Unklarheit, wenn es heifst, eine
Uberschreitung der Regelfrist komme auch dann in Betracht, wenn ,das
soziale Netzwerk innerhalb von sieben Tagen eine abschliefende Entschei-
dung nicht mit der angemessenen Sorgfalt treffen kann®, weil die straf-
rechtliche Relevanz eines Inhalts schwierig zu bewerten ist.!?! Dies ist aber
wohl nur als Verweis auf die Ausnahmetatbestinde der lit. a und lit. b zu
verstehen.'?? In welchen Fallen dartber hinaus Bedarf fiir die Uberschrei-
tung der Siebentagesfrist bestehen kdnnte, ist nicht ersichtlich. Insbeson-
dere die von einem Netzwerkanbieter vorgebrachten technischen Schwie-
rigkeiten fallen in die Sphire des Anbieters; sie sollten in der Regel vor Ab-
lauf der Wochenfrist behoben werden kénnen.

Laut den Transparenzberichten der Netzwerkanbieter wird die Siebenta-
gesfrist grofitenteils nur selten Giberschritten.!?3 Dies bestitigt die Einschit-
zung, dass die Frist fiir das Gros der Falle angemessen ist.

121 BT-Drucks. 18/13013, S. 20.

122 A.A. Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 3 NetzDG Rn. 19.

123 Etwa Change.org Transparenzbericht 1/2019: 0%; Instagram Transparenzbericht
1/2019: rund 15,79%; YouTube Transparenzbericht 1/2019: rund 1,73%.
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10. Beschwerdeanzahl und Anzahl stattgebender Entscheidungen
a) Absolute Beschwerdeanzahl

Die absoluten Zahlen der bei den Netzwerkanbietern im ersten Halbjahr
2019 eingegangenen NetzDG-Beschwerden unterscheiden sich stark: Laut
Angaben in den Transparenzberichten gingen bei einigen Netzwerkanbie-
tern eine dreistellige, bei anderen eine sechsstellige Anzahl an Beschwer-
den ein.!?* Insgesamt ist die Beschwerdezahl zwischen dem ersten Halb-
jahr 2018 und dem ersten Halbjahr 2019 stark gestiegen: von rund 485.000
auf rund 806.000.'%°

Die sehr unterschiedlichen absoluten Beschwerdezahlen dirften von
verschiedenen Faktoren abhingen, etwa von der unterschiedlichen GrofSe
der Netzwerke, unterschiedlichen Nutzerklientelen oder unterschiedli-
chem Engagement der Beschwerdestellen. Welcher Faktor welchen Ein-
fluss auf die Beschwerdezahlen der jeweiligen Netzwerkanbieter hat, kann
hier nicht ermittelt werden. Jedenfalls diirfte auch die Ausgestaltung der
Meldewege und das Verhaltnis zur Prifung wegen VerstofSes gegen Ge-
meinschaftsstandards (s. dazu A. IL.) fiir die absolute Zahl der Meldungen,
wie in den Transparenzberichten angegeben, eine Rolle spielen. In einigen
Transparenzberichten tauchen nur diejenigen Inhalte auf, die nicht schon
nach Gemeinschaftsstandards entfernt wurden, selbst wenn sie als Netz-
DG-Beschwerde gemeldet wurden oder unabhingig vom Meldeweg als
rechtswidrig 1.5.d. §1 Abs. 3 NetzDG dargelegt wurden. Ein solches Ver-
halten rigt das Bf] gegentber der Facebook Ireland Ltd. mit noch nicht
rechtskraftigem Bufigeldbescheid vom 2. Juli 2019: Der gertigte Transpa-
renzbericht fihre nur einen Bruchteil der Beschwerden tiber rechtswidrige
Inhalte i.5.d. NetzDG auf, da Nutzer*innen auf ein Flagging wegen Versto-
Bes gegen Gemeinschaftsstandards gelenkt wiirden und diese Beschwerden
nicht im Transparenzbericht enthalten seien.!2¢

Rickschlisse darauf, wie viele Straftaten i.S.d. §1 Abs.3 NetzDG auf
vom Anwendungsbereich des NetzDG erfassten Plattformen insgesamt be-

124 Change.org 948 Beschwerden, Facebook 500 Beschwerden, Instagram 146 Be-
schwerden betreffend 252 gemeldete Inhalte, Reddit 173 Beschwerden, Twitter
499.346 Beschwerden und YouTube 304.425 Beschwerden.

125 Unter Einbeziehung von Change.org, Facebook, Google+, Instagram, Reddit,
Twitter und YouTube; vgl. Anhang.

126 Pressemitteilung des Bf] vom 3. Juli 2019, abrufbar unter https://www.bundesju
stizamt.de/DE/Presse/Archiv/2019/20190702.html (zul. abgerufen am
15.05.2020).
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gangen werden, lassen sich deswegen nicht ziehen. Auch in welchem Aus-
maf$ das NetzDG zum Entfernen rechtswidriger Inhalte aus dem Netz bei-
trigt, ist damit nicht zu beziffern. Einer solchen Erfassung stiinde jedoch
ohnehin schon entgegen, dass jedenfalls bei manchen Anbietern erhebli-
che Anteile der Loschungen nach Gemeinschaftsstandards ohne vorherige
Meldung auf Grundlage proaktiver eigener Suchalgorithmen erfolgen. Das
NetzDG hat aber moglicherweise dazu beigetragen, dass Netzwerkanbieter
ihre Gemeinschaftsstandards konkretisiert und deren Durchsetzung inten-
siviert haben, gerade weil eine Prifung und Loschung nach Gemein-
schaftsstandards jedenfalls aus Sicht einiger Netzwerkanbieter dazu fiihrt,
dass das NetzDG-Regime mit seinen BufSgeldvorschriften keine Anwen-
dung findet.

Die insgesamt stark angestiegenen Beschwerdezahlen lassen sich unter-
schiedlich und jedenfalls nicht nur damit erklaren, dass mehr rechtswidri-
ge Inhalte gepostet werden: Denkbar ist, dass die Netzwerkanbieter die
Zuganglichkeit der NetzDG-Meldung verbessert haben. Denkbar ist eben-
so, dass das NetzDG insgesamt bekannter geworden ist und mehr Men-
schen rechtswidrige Inhalte melden.

b) Relative Anzahl von Léschungen bzw. Sperrungen im Verhaltnis zum
Beschwerdeautkommen

Der Anteil von erfolgreichen NetzDG-Beschwerden, die also zur Entfer-
nung jedenfalls eines Teils der gemeldeten Inhalte fithren, ist im Berichts-
zeitraum Januar bis Juni 2019 ebenfalls sehr unterschiedlich hoch: Er be-
tragt je nach Netzwerkanbieter zwischen weniger als einem Zehntel und
knapp zwei Dritteln.'?” Insgesamt ist er zwischen dem 1. Halbjahr 2018
und dem 1. Halbjahr leicht gesunken, von rund 17,94% auf
rund 14,66 9.128

Wie sich der insgesamt geringe Anteil erfolgreicher NetzDG-Beschwer-
den erkldren ldsst, kann hier nicht ermittelt werden. Angesichts der oben
geschilderten Erfahrungen der Netzwerkanbieter liegt die Erklarung, es
werde haufig missbrauchlich gemeldet, fern. Der geringe Anteil konnte
auf ein Underblocking hindeuten. Angesichts der nicht nur fir juristische

127 Change.org rund 8,6%; Facebook rund 31,8%; Instagram rund 26,0%; Reddit
rund 63,6%; Twitter rund 9,4%; YouTube rund 23,4%.

128 Unter Einbeziehung von Change.org, Facebook, Twitter und YouTube; vgl. An-
hang.
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Laien teilweise sehr schwierigen Subsumtion von Inhalten unter die in
§1 Abs.3 NetzDG aufgefithrten Tatbestinde kann die hohe Diskrepanz
zwischen gemeldeten und darauthin entfernten Inhalten jedoch auch da-
mit erklart werden, dass Beschwerdefiihrerinnen zahlreiche Inhalte fiir
rechtswidrig halten, deren Auferung jedoch von der Meinungsfreiheit
noch gedecke ist. Aus diesen Zahlen lasst sich daher weder der Riickschluss
ziehen, das Beschwerdeverfahren werde systematisch missbraucht, noch,
das Prifverfahren der Netzwerkanbieter funktioniere unzureichend.

11. Strukturelle juristische Fehlbewertungen: Over- und Underblocking
a) Anreizstruktur

Eine eindeutige Beurteilung, ob das NetzDG die Netzwerkanbieter zu
strukturellen juristischen Fehlbewertungen in Gestalt von Overblocking
(Entfernen rechtmafliger Inhalte) oder Underblocking (Unterlassen des Ent-
fernens rechtswidriger Inhalte) verleitet, setzte eine umfassende inhaltliche
Uberpriifung voraus. Eine solche ist im Rahmen dieser Evaluation man-
gels tberprifbaren Entscheidungsmaterials nicht leistbar. Dargestellt wer-
den konnen hier aber die vom NetzDG gesetzte Anreizstruktur und die
Einschitzung der Akteur*innen.

Der Gesetzgeber hat jedenfalls die Gefahr des Overblockings gesehen
und ist davon ausgegangen, dass sieben Tage fiir eine sorgfaltige Prifung,
ggf. unter Einholung externer Expertise, ausreichten, um strukturellen
Fehlbewertungen vorzubeugen.!?

aa) Vorgefundene faktische und 6konomische Anreize

Bedenkt man das 6konomische Interesse der Netzwerkanbieter an einer
moglichst hohen Anzahl von Nutzer*innen als Datenlieferant*innen und
Werbeempfianger*innen, ist sowohl der Ruf, das Netzwerk overblocke und
unterdriicke damit zuldssige Meinungsiuerungen, als auch der, es un-
derblocke und dulde damit Hate Speech, schadlich und daher nicht im In-

129 BT-Drucks. 18/12356, S. 23.
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teresse des Netzwerkanbieters.!3 Wihrend falschlicherweise nicht entfern-
te Inhalte jedoch prasent bleiben und leicht ins Visier der Offentlichkeit
geraten konnen, wird die falschliche Entfernung von Inhalten nur be-
kannt, wenn die Poster*innen die Offentlichkeit aktivieren. Dies spricht
im Ausgangspunkt fur einen leichten Anreiz zugunsten der Entfernung
von Inhalten.!3!

bb) Durch das NetzDG gesetzte Anreize

Gem. §4 Abs.1 Nr.2 NetzDG handelt ordnungswidrig, wer entgegen
§3 Abs. 1 S.1 NetzDG ein dort genanntes Verfahren (...) nicht oder nicht
richtig zur Verfiigung stellt. Ein Verfahren ist nach Wortlautauslegung so-
wie unter Beriicksichtigung von Sinn und Zweck des Gesetzes sowohl
dann nicht oder nicht richtig zur Verfigung gestellt, wenn systemisch zu
viel entfernt wird (Overblocking), als auch im gegenteiligen Fall (Un-
derblocking).!3? Die Bu§geldleitlinien des BMJV beziehen nicht ausdriick-
lich Stellung dazu, ob Bufigelder auch bei systemischem Overblocking ver-
hangt werden konnen. Inhaltlich in Bezug genommen wird nur das Un-

130 So jedenfalls i.E. auch D. Holznagel CR 2019, S. 518 (524); Eifert, Das Netzwerk-
durchsetzungsgesetz und Plattformregulierung, in: Eifert/Gostomzyk (Hrsg.),
Netzwerkrecht, S. 9, 34; Peifer AfP 2018, S. 14 (19).

131 Eifert, Das Netzwerkdurchsetzungsgesetz und Plattformregulierung, in: Eifert/
Gostomzyk (Hrsg.), Netzwerkrecht, S.9, 34; Elsaf$/Labusga/Tichy CR 2017,
S.234 (235); Koreng GRUR-Prax 2017, S. 203 (204 f.); Liesching MMR 2018, S. 26
(27£); a.A. Lang AGR 143 (2018), S.220 (236): Da sich die Netzwerke durch
Werbeeinnahmen finanzierten und diese mit der Zahl der Inhalte korrelierten,
bestehe ein Anreiz, moglichst viele Inhalte stehenzulassen. Dazu komme die
kulturelle Praigung amerikanischer Netzwerke, die die Meinungsfreiheit sehr
weit gewihrleiste. Stellt man auf die kulturelle Prigung amerikanischer Netz-
werke ab, so darf man aber die im Vergleich zu Europa strengere Zensurpraxis
hinsichtlich etwa sexuell expliziter oder Schimpfworte enthaltender Inhalte in
den amerikanischen Medien nicht aufer Acht lassen.

132 Eifert, Das Netzwerkdurchsetzungsgesetz und Plattformregulierung, in: Eifert/
Gostomzyk (Hrsg.), Netzwerkrecht, S.9, 35 £; Schiff, MMR 2018, S.366 (369);
so wohl auch Frenzel JuS 2017, S. 414 (415); a.A. jdf. implizit Feldmann K&R
2017, S. 292 (295); Nolte ZUM 2017, S. 552 (558); Wimmers/Heymann, AfP 2017,
S. 93 (98); explizit Hong https://verfassungsblog.de/das-netzdg-und-die-vermutun
g-fuer-die-freiheit-der-rede/ (zul. abgerufen am 15.05.2020); Lang AGR 143
(2018), S. 220 (234).
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derblocking,!33 wobei die Bufigeldverhingung wegen Overblockings an
keiner Stelle ausgeschlossen wird. Das NetzDG selbst schafft damit keinen
groferen Anreiz, Inhalte im Zweifel zu entfernen, als im Zweifel nicht zu
entfernen.’® Bei in der Offentlichkeit diskutierten Fallen des Overblo-
ckings wurde der Inhalt soweit ersichtlich wegen Verstofles gegen Gemein-
schaftsstandards, nicht gegen das NetzDG entfernt (siche dazu Teil 2 B.).13
Eine andere Frage ist es, inwieweit die BufSgeldandrohungen des NetzDG
dazu anreizen, gegebenenfalls verstirkt auf Grundlage der Gemeinschafts-
standards zu 18schen. Dies erscheint durchaus plausibel, kann aber mit
dem vorliegenden Material nicht naher aufgeklart werden und fihrt ohne-
hin zum Verhiltnis der Gemeinschaftsstandards zum NetzDG zuriick (vgl.
oben A.).

b) Praxis

In Expert*innenkreisen lasst sich fast einhellig die Einschitzung verneh-
men, dass sich die anfinglichen Befiirchtungen eines Overblockings nicht
bestatigt haben.!3¢ Einige Rechtsanwilt*innen, NGOs, Berufsverbinde
und sonstige Verbiande schiatzen die Gefahr von Underblocking, andere
die von Overblocking als grofSer ein.

Empirisch lasst sich ein Overblocking nicht belegen. Daraus, dass einige
Netzwerkanbieter laut Monitoringstelle nicht auf alle Beschwerden iiber-
haupt reagieren,!” sowie aus den im Bericht der Monitoringstelle nach § 3
Abs. 5 NetzDG genannten Fallbeispielen, in denen etwaig rechtswidrige
Inhalte nicht weiter gepriift wurden,!3® lasst sich (wenn tberhaupt, s. oben
B II. 7. b) aa)) allenfalls auf ein Underblocking schliefen. Auch dies lasst
sich mangels verlasslicher Daten aber nicht belegen.

133 Leitlinien des BMJV vom 22.03.2018, abrufbar unter: https://www.bmjv.de/Shar
edDocs/Downloads/DE/Themen/Fokusthemen/NetzDG_BufSgeldleitlinien.pdf?
__blob=publicationFile&v=3 (zul. abgerufen am 15.05.2020), S. 7 f,, z.B.: ,dass
bestimmte rechtswidrige Inhalte nicht gesperrt oder nicht geldscht werden® ,sys-
tematisch kezne rechtswidrigen Inhalte geloscht oder gesperrt werden® (S. 8;
Hervorhebungen durch die Verf.).

134 A.A. Guggenberger NJW 2017, S. 2577; B. Holznagel ZUM 2017, S. 615 (623).

135 D. Holznagel CR 2019, S. 518 (519, 523).

136 So einhellige Meinung beim Expert Workshop des CEP vom 29.11.2019, Berlin;
Ergebnis der Befragung von Rechtsanwilt*innen, NGOs, Berufsverbinden und
sonstigen Verbanden; fiir Hate Speech D. Holznagel CR 2019, S. 518 (520, 523).

137 S.oben B.1II. 7. b) aa).

138 S. als Bsp. nur Datenblatt Erster Testzyklus, Report BEJCRM-936, S. 1107.
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B. § 3 NetzDG — Beschwerdemanagement

In der Literatur wird bemangelt, dass das Risiko einer falschen Einord-
nung teils sehr komplexer Sachverhalte beim Netzwerkanbieter liege.!3?
Dem ist jedoch entgegenzuhalten, dass ein Risiko fiir die Netzwerkanbie-
ter nur aus der Bufigeldbewehrung eines systemischen VerstofSes gegen
Pflichten aus §3 NetzDG herrihren kann, ein solcher systemischer Ver-
stof§ aber nicht vorliegt, soweit die Netzwerkanbieter ihren Pflichten
durch den Einsatz geschulten Personals, das strukturell richtige rechtliche
Bewertungen trifft, nachkommen: Laut den Bufgeldleitlinien des BMJV
wkonnen nur schuldhafte Verst6fle gegen die organisatorische Vorgabe, ein
Verfahren im Sinne des §3 Absatz 1 Satz1 NetzDG (Umgang mit Be-
schwerden) vorzuhalten, zu einem Bufgeld fithren (§ 4 Absatz 1 NetzDG).
Bleibt die rechtliche Bewertung beziiglich eines bestimmten Inhalts trotz
zumutbarer Anstrengungen des Beschwerdemanagements im Einzelfall
zweifelhaft, kann dem Netzwerk wegen der fehlerhaften Behandlung ent-
sprechender Inhalte nachtriglich kein Schuldvorwurf gemacht werden.
Hierzu gehoren Falle, in welchen widersprechende Entscheidungen von
Instanzgerichten vorliegen und es somit an einer hochstrichterlichen Kla-
rung fehlt. Hierzu gehoéren auch Fille, in welchen die Einschitzung der
Rechtslage aus anderen Griinden rechtlich schwierig ist, etwa bei scharfen
Auferungen im politischen Meinungskampf oder satirischen Beitragen,
die sich an der Grenze zur Strafbarkeit bewegen.“14° Eine unbillige Abwal-
zung des Risikos falscher Einordnung einzelner komplexer Fille auf die
Netzwerkanbieter ist bei Berticksichtigung dieser Leitlinie fernliegend. Die
Netzwerkanbieter haben es dagegen selbst in der Hand, durch Befolgung
der gesetzlichen Pflichten, insbesondere den Einsatz kompetenten Perso-
nals in ausreichendem MafSe, das Risiko struktureller Fehlbewertungen zu
minimieren.

¢) Zwischenergebnis Over- und Underblocking

Das NetzDG schafft weder einseitige Anreize fiir Overblocking noch fiir
Underblocking. Die politische und mediale Diskussion war jedoch von
Anfang an sehr auf die Gefahr des Overblockings fokussiert (s. dazu Teil 2
B.). Jedoch haben weder Netzwerkanbieter noch NGOs, Berufsverbinde

139 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 3 NetzDG Rn. 20.

140 Leitlinien des BMJV vom 22.03.2018, S. 8, abrufbar unter: https://www.bmjv.de/
SharedDocs/Downloads/DE/Themen/Fokusthemen/NetzDG_Bufigeldleitlinien.
pdf?__blob=publicationFile&v=3 (zul. abgerufen am 15.05.2020).
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Teil 3: Evaluation der einzelnen Regelungen des NetzDG

und sonstige Verbande noch die Medien bisher berichtet, dass sich die Be-
fiirchtungen vor systematischem Overblocking realisiert hitten (vgl. auch
oben Teil 2 B.). Die urspringlich weit verbreitete Annahme, das NetzDG
fihre zu systematischem Overblocking, bleibt damit ohne umfassende in-
haltliche Evaluation blofSe Spekulation und erscheint angesichts mangeln-
der Hinweise aus den sensibilisierten Kreisen der Betroffenen oder der be-
obachtenden Medien unplausibel.

12. §3 Abs. 2 Nr. 3 lit. a NetzDG: Anhorungsrechte vor der Entscheidung

Nach §3 Abs. 2 Nr. 3 lit.a NetzDG kann der Netzwerkanbieter den von
der Loschung bzw. Sperrung betroffenen Nutzer*innen vor der Entschei-
dung Gelegenheit zur Stellungnahme geben, wenn die Entscheidung tiber
die Rechtswidrigkeit des Inhalts von der Unwahrheit einer Tatsachenbe-
hauptung oder erkennbar von anderen tatsichlichen Umstinden abhingt.
Es handelt sich also um ein rein fakultatives Anhdrungsrecht, das zudem
schon aus Zeitgrinden nur bei nicht offensichtlich rechtswidrigen Inhal-
ten gewahrt werden kann.

Die nur fakultative Anh6rung vor der Entscheidung wird in der Litera-
tur teils als unzureichend kritisiert.'#! Eine dartiber hinausgehende Pflicht,
die Beschwerde an den*die Poster*in weiterzuleiten, kann aber fir Fille, in
denen der Netzwerkanbieter mit einer Beanstandung konfrontiert ist, die
richtig oder falsch sein kann, schon aus der sich aus der allgemeinen St6-
rerhaftung ergebenden Pflicht zur Sachverhaltsermittlung folgen.'4?

Von der Anhorungsmoglichkeit wird in der Praxis wenig Gebrauch ge-
macht. Einige Netzwerkanbieter haben im ersten Halbjahr 2019 gar keine
Stellungnahmen eingeholt.' Dies begriindet ein Netzwerkanbieter da-
mit, dass die Mehrheit der NetzDG-Beschwerden schon unsubstantiiert
sei.!#* Ein grofer Netzwerkanbieter hat in demselben Zeitraum 17 Mal die

141 Hain/Ferreau/Brings-Wiesen K&R 2017, S.433 (435); Schiff MMR 2018, S. 366
(368); Stetnbach JZ 2017, S. 653 (660).

142 So fiir die allgemeine Storerhaftung BGH, Versdumnisurt. v. 25.10.2011 - VI ZR
93/10 -, juris, Rn. 25 ff; dazu Eifert, Das Netzwerkdurchsetzungsgesetz und Platt-
formregulierung, in: Eifert/Gostomzyk (Hrsg.), Netzwerkrechg, S. 9, 37.

143 Change.org, YouTube (Transparenzberichte 1/2019).

144 YouTube Transparenzbericht 1/2019, S. 7; ,unsubstantiiert” bezieht sich in die-
sem Zusammenhang jedoch nicht auf eine Priifpflicht nach NetzDG tberhaupt
erst auslosende Darlegungs- und Substantiierungslasten, sondern darauf, dass
YouTube auch nach Bitte um weiterfiihrende Informationen nicht tber gent-
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B. § 3 NetzDG — Beschwerdemanagement

Stellungnahme nach §3 Abs.2 Nr.3a NetzDG eingeholt.!*S Ein anderer
grofler Netzwerkanbieter nennt keine Zahlen, erwahnt aber die Kommu-
nikation mit Nutzer*innen bei der Priifung, ob eine Verleumdung vor-
liegt.!#¢ Ein weiterer Netzwerkanbieter fiihrt in seinem Bericht aus, dass er
in den im Berichtszeitraum eingetretenen sechs Fallkonstellationen, die
sich unter §3 Abs. 2 Nr. 3 lit. a NetzDG subsumieren lielen, deshalb von
der Moglichkeit abgesehen habe, die Nutzer*innen zu Stellungnahme auf-
zufordern, weil die Beschwerdefiihrer*innen ihrerseits auf klarende Nach-
fragen des Netzwerkanbieters zuvor nicht reagiert hatten.14

Die befragten Rechtsanwalt*innen, NGOs, Berufsverbinde und sonsti-
gen Verbinde sprechen sich unter Verweis auf den Schutz der Meinungs-
freiheit mehrheitlich fir eine Ausweitung der Anhoérungsrechte von Pos-
ter*innen gemeldeter Inhalte aus.

Angesichts der geringen Zahlen fakultativer Anhdrungen und der un-
klaren richterrechtlichen Vorgaben aus der allgemeinen Stdrerhaftung ist
jedenfalls fiir Falle nicht-offensichtlicher Rechtswidrigkeit die Einfithrung
einer obligatorischen Anhorung von Poster*innen vor der Entscheidung
zu erwigen, um eine moglichst umfassende Tatsachengrundlage fir die
von Netzwerkanbietern zu treffende Abwagungsentscheidung zu garantie-
ren. '8

13. Erneute Uberpriifung durch den Netzwerkwerkanbieter (ggf. auf
Replik des*der Beschwerdefiihrer*in)

§ 3 NetzDG schreibt nicht vor, dass innerhalb des Netzwerks mehrere ,,In-
stanzen® mit der Beschwerde befasst sein miissen. Einige Netzwerkanbieter
tberprifen ihre Entscheidungen dennoch teilweise intern, sei es auf erneu-
te Intervention des*der Beschwerdefiihrer*in hin, sei es im Rahmen eige-
ner Kontrollen.

gend Kenntnisse des Sachverhalts verfigt, um tber die Rechtswidrigkeit des In-
halts zu entscheiden.

145 Twitter Transparenzbericht 1/2019.

146 Facebook Transparenzbericht 1/2019, Kap. 9B: ,Wir kommunizieren auch mit
Nutzern, deren Inhalt als verleumderisch gemeldet wird, um zusitzliche Fakten
oder Nachweise einzuholen, wenn dies fiir die Beurteilung der Rechtswidrigkeit
des Inhalts erforderlich ist.”

147 Reddit Transparenzbericht 1/2019, S. 8.

148 Eifert, Das Netzwerkdurchsetzungsgesetz und Plattformregulierung, in: Eifert/
Gostomzyk (Hrsg.), Netzwerkrechg, S. 9, 37.
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Die Netzwerkanbieter erhalten, soweit Informationen vorliegen, auf
eine Beschwerdeablehnung hin nur gelegentlich Rickmeldungen von Be-
schwerdefithrer*innen. Bei einem Netzwerkanbieter erhalten Poster*innen
laut Angaben im Fragebogen grundsatzlich eine entsprechende Nachricht
mit einem Link zu einem Antragsformular auf Uberprifung der Entschei-
dung, wenn Inhalte aufgrund einer NetzDG-Beschwerde geldscht werden.
Ein anderer Netzwerkanbieter gibt an, in der Regel davon abzusehen, sich
zu rechtfertigen und es bei der ersten, ablehnenden Benachrichtigung zu
belassen.

Ein Netzwerkanbieter berichtet, er revidiere Entscheidungen selten und
wenn, dann nach rein interner Kontrolle. Bei einem anderen kommt es
laut Fragebogen nach nochmaliger interner Uberprifung in weniger als
1% der Fille zu einer Anderung der Entscheidung. Ein dritter Netzwerkan-
bieter gibt an, es lagen keine Daten zu der Frage vor, wie oft Entscheidun-
gen nach interner Kontrolle revidiert wiirden. Man fithre aber regelmafSig
interne Qualitdtskontrollen durch, um sicherzustellen, dass die Durchset-
zung der Gemeinschaftsrichtlinien und die rechtliche Prifung nach dem
NetzDG korrekt durchgefiihrt werden. Selbstverstindlich prife man auch
alle eingehenden Loschungsersuchen sorgfiltig, wenn diese als erneute Be-
schwerde von denselben Beschwerdefithrer*innen kommen oder neue An-
trage auf Entfernung desselben Inhalts sind, allerdings von einer*m ande-
ren Beschwerdefiihrer*in. Im Schnitt seien im Rahmen von Qualititssiche-
rungsmaffnahmen in den letzten Berichtszeitriumen im Schnitt ungefihr
30% der gepriften Inhalte der Vorwoche erneut tiberpriift worden.

Dass jedenfalls einige Netzwerkanbieter im Rahmen umfassender inter-
ner Qualititskontrollen ihre Entscheidungen tiberpriffen und gegebenen-
falls revidieren, zeugt von den Anstrengungen dieser Netzwerkanbieter,
ihren Pflichten aus allgemeiner Storerhaftung und NetzDG umfassend
nachzukommen.

14. §3 Abs. 2 Nr. 4 NetzDG: Sicherung zu Beweiszwecken / Speicherung

Nach § 3 Abs. 2 Nr. 4 NetzDG missen Netzwerkanbieter im Falle der Ent-
fernung den Inhalt zu Beweiszwecken sichern und zu diesem Zweck fiir
die Dauer von zehn Wochen innerhalb des Geltungsbereichs der Richtlini-
en 2000/31/EG und 2010/13/EU speichern. Verfassungs- und Europarechts-
konformitit dieser Regelung sind umstritten.'#?

149 Wimmers/Heymann AfP 2017, S.93 (100£.).
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Die befragten Staatsanwaltschaften halten die Zehnwochenfrist tber-
wiegend fiir zu kurz, jedenfalls, soweit die Inhalte im EU-Ausland gespei-
chert und deswegen Rechtshilfeersuchen erforderlich wiirden. Vor diesem
Hintergrund ist eine Verlingerung der Speicherfrist zu erwigen. Dabei
sind die datenschutzrechtlichen Vorgaben, insbesondere der datenschutz-
rechtliche Erforderlichkeitsgrundsatz, zu beachten.!3°

Darauf, dass die Speicherfrist nicht eingehalten wiirde, liegen keine Hin-
weise vor.

15. §3 Abs. 2 Nr. 5 NetzDG: Informations- und Begrindungspflicht

Gem. § 3 Abs. 2 Nr. 5 NetzDG muss der Netzwerkanbieter Beschwerdefiih-
rer*innen und betroffene Nutzer*innen tber jede Entscheidung unverziig-
lich informieren und seine Entscheidung begriinden. Die durch das Netz-
DG erstmals eingefithrte Informations- und Begrindungspflicht soll laut
Gesetzentwurf sicherstellen, ,dass ein Nutzer, der gegen die Entfernung
oder Sperrung eines fiir ihn gespeicherten Inhalts vorgehen will, die geeig-
neten rechtlichen Schritte (...) zeitnah einleiten kann.“!5! Vom Wortlaut
nicht erfasst sind Betroffene rechtswidriger Inhalte, also Tatopfer, die we-
der Beschwerdefiithrer*innen noch Nutzer*innen sind. Diese konnten zwar
gerade bei Antragsdelikten wie § 185 StGB (vgl. § 194 Abs. 1 S. 1 StGB) bei
Nichtabhilfe ein Interesse an der Begriindung haben; in der Regel werden
dem Netzwerkanbieter jedoch keine Kontaktdaten vorliegen.

Die Begrindung kann laut Gesetzentwurf in Multiple-Choice-Form ge-
geben werden.!5? Sie soll allein der Kenntnis iber die Entscheidung und
ihr Ergebnis, nicht der Einschitzung von Erfolgsaussichten eines gerichtli-
chen Vorgehens dienen.

Nach eigenen Angaben der Netzwerkanbieter haben alle ein Verfahren
eingerichtet, das die Benachrichtigung und Begriindung nach §3 Abs.2
Nr. 5 NetzDG sicherstellt. Soweit die Netzwerkanbieter in ihren Transpa-
renzberichten Angaben zur Benachrichtigung nach §3 Abs.2 Nr. 5 Netz-
DG machen, wird nach Priifung der Beschwerde stets der*die Beschwerde-
fihrer*in informiert und die Entscheidung begriindet. Die Benachrichti-
gung erfolgt in der Regel per Mail oder tiber das beim Netzwerkanbieter

150 S. dazu ebd. (100).
151 BT-Drucks. 18/12356, S. 23; vgl. auch BVerfG - 1 BvR 2314/18 - juris, Rn. 6.
152 BT-Drucks. 18/12356, S. 23.
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eingerichtete Postfach.' Wihrend ein Anbieter laut Fragebogen seine
Entscheidung unter Angabe des rechtlichen Grundes begriindet, gehen an-
dere jedenfalls bei Ablehnung nicht auf konkret gepriifte Tatbestinde ein.
So heifSt es bei einem Netzwerkanbieter laut Fragebogen, dass ,wir keinen
ausreichenden Anlass fir eine Einschrinkung der beanstandeten URLs
feststellen® konnten.

Die Informations- und Begrindungspflicht erweist sich damit als ein
Gewinn fiir Nutzer*innen insbesondere gegeniiber einer NetzDG-unab-
hangigen Prifung allein auf Vereinbarkeit mit Gemeinschaftsstandards
hin, die nicht bei allen Netzwerkanbietern mit Information und Begriin-
dung einhergeht (zum Problem bei einer vorrangigen Prifung entspre-
chend der Beschwerden wegen Verstoes gegen Gemeinschaftsstandards
siche oben B. II. 7. b) aa)).

16. § 3 Abs. 3 NetzDG: Dokumentation der Beschwerden und
Abhilfemaf$nahmen

Die Dokumentationspflicht des §3 Abs.3 NetzDG dient einerseits dem
Monitoring nach §3 Abs. 5 NetzDG (s. dazu B. IV.), andererseits der Be-
weissicherung fir ein sich etwaig anschliefendes gerichtliches Verfahren
tiber die Rechtmafigkeit einer Loschung.!5* Inwieweit der Gesetzeszweck
erfillt werden kann, ist jedoch fraglich: Da es an einer Ermachtigungs-
grundlage der Monitoringstelle auf Herausgabe der gesicherten Daten
fehlt, diese aber in der Regel gem. Art. 6 Abs. 1 DSGVO nétig ist, soweit
die Dokumentation personenbezogene Daten (Dritter) enthilt, kann diese
auf die Dokumentation nicht zugreifen.'>

Dazu, ob der Dokumentationspflicht nachgekommen wird, liegen keine
Erkenntnisse vor.

153 Change.org Transparenzbericht 1/2019, Kap. 3.1: Begriindung per Mail; Face-
book Transparenzbericht 1/2019, Kap. 9A: per Mail oder bei angemeldeten Nut-
zern Uber das Facebook-Support-Postfach; Instagram Transparenzbericht
1/2019, Kap. 9A: per Mail; Reddit Transparenzbericht 1/2019, Kap. 2C: per
Mail; Twitter Transparenzbericht 1/2019: per Mail.

154 BT-Drucks. 18/12356, S. 23.

155 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 3 NetzDG Rn. 34.
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III. §3 Abs. 4 NetzDG: Qualitatssicherung innerhalb des
Netzwerkanbieters

1. §3 Abs. 4 S. 1 NetzDG: Monatliche Kontrollen durch Leitung

§3 Abs. 4 S. 1 NetzDG verpflichtet die Leitung der Netzwerkanbieter, den
Umgang mit Beschwerden durch monatliche Kontrollen zu Gberwachen.
Unklar ist, wer mit ,Leitung® gemeint ist; der Gesetzentwurf spricht wenig
aussagekraftig von ,hochrangig® / ,von hochster Stelle“.'5¢ Nach Sinn und
Zweck muss die Kontrolle jedenfalls durch deutschsprachige Personen er-
folgen, nicht also durch die in der Regel im Ausland ansissige Konzernlei-
tung der Netzwerkanbieter. Eine Uberpriifung kann ferner sinnvoll nur
durch juristisch geschulte Mitarbeiter*innen erfolgen.

Wie die Kontrollen ausgestaltet sind, ist gesetzlich nicht genauer spezifi-
ziert und liegt damit im Ermessen der Netzwerkanbieter. Der Zweck, orga-
nisatorische Unzulanglichkeiten im Sinne des § 3 Abs. 4 S.2 NetzDG oder
sonstige Fehler aufzudecken, muss aber erfiillt werden koénnen.

Zwar haben die Netzwerkanbieter, soweit Angaben vorliegen, Qualitdts-
sicherungssysteme eingerichtet. Die Position der mit den monatlichen Kon-
trollen befassten Personen innerhalb des Unternehmens bleibt jedoch
meist unklar. Angaben zu monatlichen Kontrollen durch die Leitung sind
nicht Teil der Transparenzpflichten des § 2 NetzDG, sodass die Netzwerk-
anbieter in den Transparenzberichten in der Regel keine entsprechenden
Ausfithrungen machen. Aus Fragebogen und Transparenzberichten ergibt
sich, dass bei einem Anbieter ein monatlicher Bericht an das Management
(General Counsel) erstattet wird. Ein anderer Anbieter gibt an, das Ma-
nagement aus dem Policy- bzw. Moderationsteam kontrolliere regelmiafig
den Umgang mit Beschwerden. Fille wiirden gemeinsam besprochen und
durchgegangen. Ebenso werde der Meldevorgang regelmafig tberpriift.
Ein dritter Anbieter setzt zur Qualititssicherung leitende Mitarbeitende
des globalen Supportteams ein, ohne dass deutlich wird, ob diese Teil der
Leitung des Unternehmens sind. Ein weiterer Anbieter setzt ein mit der
Qualitatsprifung befasstes Team ein — auch hier ist unklar, ob den Team-
mitgliedern leitende Funktionen zukommen.

156 BT-Drucks. 18/12356, S.23; Spindler K&R 2017, S. 533 (536): ,die gesellschafts-
rechtlich vertretungsberechtigten, aber auch geschiftsfiihrungsberechtigten Or-
gane“.
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2. §3 Abs. 4 S.2 NetzDG: Beseitigung organisatorischer
Unzulanglichkeiten

Gem. §3 Abs. 4 S.2 NetzDG missen organisatorische Unzulanglichkeiten
im Umgang mit eingegangenen Beschwerden unverziglich beseitigt wer-
den. Was ,unverztglich“ bedeutet, hingt von Art und Ausmafl der Unzu-
linglichkeiten ab und lasst sich daher im Rahmen des § 3 Abs. 4 S. 2 Netz-
DG nicht genauer spezifizieren.

Der Begriff ,organisatorische Unzulinglichkeiten® wird im Gesetzent-
wurf nicht erklirt. Aus der Gesetzessystematik ergibt sich, dass diese alle
strukturellen Hindernisse im Umgang mit Beschwerden betreffen, die sich
durch verbesserte Organisation und Arbeitsprozesse bei den Netzwerkan-
bietern beheben lassen.

Ob organisatorische Unzulidnglichkeiten unverziiglich beseitigt werden,
lasst sich mit den Mitteln dieser Evaluation nicht Gberprifen. Allein von
zwei Netzwerkanbietern liegen Angaben aus den Fragebogen vor: Organi-
satorische Unzulanglichkeiten seien bislang nicht festgestellt worden. Ge-
genteilige Angaben sind von den Netzwerkanbietern allerdings angesichts
drohender Buf$gelder auch nicht zu erwarten.

3. §3 Abs. 4 S. 3 NetzDG: Schulungs- und Betreuungsangebote

Die von § 3 Abs. 4 S. 3 NetzDG geforderten halbjahrlichen Schulungs- und
Betreuungsangebote sollen laut Gesetzentwurf der unter Umstinden psy-
chisch sehr belastenden Tatigkeit der Bearbeiter*innen von Beschwerden
Rechnung tragen.’” Inhaltliche Anforderungen an die Angebote stellt das
Gesetz nicht auf. Es fordert auch nicht, dass die Teilnahme an den Angebo-
ten fur Bearbeiter*innen obligatorisch ist.1® Aus dem Gesetzeszweck folgt
aber, dass die Schulungen nicht stets dieselben Inhalte vermitteln durfen,
sondern auch neue Inhalte enthalten missen.!>

Die Pflicht, halbjihrlich Schulungs- und Betreuungsangebote anzubie-
ten, wird von den Netzwerkanbietern'®® (soweit Informationen vorliegen)
befolgt. Die Ausgestaltung des Schulungsangebots unterscheidet sich je-

157 BT-Drucks. 18/12356, S. 24.

158 So auch Spindler K&R 2017, S. 533 (536f.), nicht regelmifige Teilnahme weise
aber auf organisatorische Unzuldnglichkeiten hin.

159 So auch Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 3 NetzDG Rn. 37.

160 Change.org, Facebook, Instagram, YouTube Transparenzberichte 1/2019.
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doch. Vielfach ist die Teilnahme verpflichtend.’é! Ein Netzwerkanbieter
gibt im Fragebogen an, Schulungen hitten meist wechselnde Inhalte, weil
unterschiedliche externe Personen (eine Beraterin fiir die Umsetzung des
NetzDG, ein Anwalt) involviert seien. Zwei weitere Netzwerkanbieter!62
geben an, Gegenstand der Angebote seien u.a. Wiederholungen und Ak-
tualisierungen zu operativen Best Practices. Die Schulungen eines weiteren
Anbieters haben aktuelle Rechtsprechung und Gesetzgebung zum Inhalt.
Ein Anbieter!® bietet neben den halbjihrlichen Pflichtschulungen, die der
Auffrischung rechtlicher Kenntnisse zum NetzDG dienen, juristische ad
hoc-Schulungen nach Bedarf an.

Daneben bieten die Netzwerkanbieter'®* psychologische Betreuung an,
wobei der Umfang des Angebots wohl unterschiedlich ausfallt: Teils ist va-
ge von ,Zugang zu Ressourcen hinsichtlich ihrer Gesundheit und ihrem
Wohlergehen“!%5 die Rede. Ein anderer Netzwerkanbieter!® berichtet von
umfangreicher Betreuung und psychologischer Unterstiitzung durch ein
Team von deutschsprachigen Psycholog*innen, Therapeut*innen und Trai-
nerinnen. Das NetzDG-Team habe aufferdem rund um die Uhr Zugang
zu Beratungen tber eine Support-Hotline. Daneben stelle dieser Anbieter
auch Einrichtungen zur Verfigung, die das Wohlbefinden unterstiitzen,
wie z. B. Ruheraume.

Soweit ersichtlich, haben damit alle Netzwerkanbieter Schulungs- und
Betreuungsangebote eingerichtet. Die weitmaschigen gesetzlichen Vorga-
ben bieten Netzwerkanbietern die Moglichkeit, die Angebote abhingig
von der Grofle des Netzwerks und den Bediirfnissen der Mitarbeitenden
auszugestalten. Ein Standard hat sich bislang in keiner Weise herausgebil-
det.

IV. §3 Abs. 5 NetzDG: Monitoring durch beauftragte Stelle

§3 Abs.5 NetzDG ermoglicht die Uberwachung des Beschwerdeverfah-
rens durch eine vom Bf] benannte Stelle. Damit soll erkennbar sicherge-

161 So wohl bei Change.org, YouTube Transparenzberichte 1/2019.

162 Facebook, Instagram Transparenzberichte 1/2019.

163 YouTube Transparenzbericht 1/2019, S. 22.

164 Facebook Transparenzbericht 1/2019, S.8; Instagram Transparenzbericht
1/2019, S. 9; Reddit Transparenzbericht 1/2019, Kap. 4B; Twitter Transparenzbe-
richt 1/2019; YouTube Transparenzbericht 1/2019, S. 22 f.

165 Twitter Transparenzbericht 1/2019.

166 YouTube Transparenzbericht 1/2019, S. 22 f.
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stellt werden, dass ungeachtet der fir die Netzwerkanbieter erheblichen
gesetzlichen Gestaltungsspielraume im Ergebnis effektive Beschwerdever-
fahren eingerichtet werden.

Benannte Stelle ist seit dem 1. Januar 2019 die Intelligent Data Analytics
GmbH & Co. KG. Der Vertrag ist auf zwei Jahre geschlossen und kann
einmalig um 24 Monate verlangert werden.'” Laut Ausschreibung tber-
wacht die benannte Stelle den Umgang sozialer Netzwerke mit Beschwer-
den uber rechtswidrige Inhalte zweimal im Jahr jeweils fir sechs Monate
und berichtet dem Bf]. Dabei legt das Bf] fest, welche Netzwerkanbieter
tiberwacht werden und welche Verstofe einzubeziehen sind. Die benannte
Stelle sucht gezielt nach rechtswidrigen Inhalten, meldet diese und doku-
mentiert das daraufhin in Gang gesetzte Verfahren.!®® Die benannte Stelle
hat bisher einen Bericht vorgelegt, der den Zeitraum 1. Januar bis 30. Juni
2019 erfasst. Dieser Bericht ist bisher nicht veroffentlicht. In dem Bericht
wurden die Netzwerkanbieter Facebook, Instagram, Twitter und YouTube
auf ihren Umgang mit Beschwerden tiber Verstole gegen §§ 131, 140, 185,
186 StGB gepriift. Der Bericht und die umfanglichen Anlagen vermitteln
einen guten Uberblick tber die jeweilige Ausgestaltung der Meldewege
und Verlauf sowie Ergebnis der stichprobenartig durchgefithrten Priifver-
fahren.

Insgesamt befindet sich das Monitoring aber noch in einem Entwick-
lungsprozess. AbschlieSende Urteile sind daher noch nicht méglich.

V. Einrichtungen der Regulierten Selbstregulierung, § 3 Abs. 6-9 NetzDG

§ 3 Abs. 6-9 NetzDG ermoglichen die Anerkennung von Einrichtungen der
Regulierten  Selbstregulierung, der die Netzwerkanbieter —gem.
§ 3 Abs. 2 Nr. 3 lit. b NetzDG die Entscheidung tiber Beschwerden tibertra-
gen konnen. Durch diese Einrichtungen wird der Aufbau netzwerkiber-
greifender Expertise ermoglicht. Sie konnen fiir eine stirkere Gleichbe-
handlung vergleichbarer Fille unterschiedlicher Netzwerkanbieter sorgen
und sicherstellen, dass auch kleine Netzwerkanbieter durch Ressourcen-
biindelung ein Prifverfahren entsprechend den gesetzlichen Vorgaben an-
bieten konnen. Daneben wirkt die Regulierte Selbstregulierung dem Ein-

167 So Angaben des Bf] im Fragebogen.
168 https://ted.europa.eu/udlPuri=TED:NOTICE:364801-2018: TEXT:DE:HTML (zul.
abgerufen am 15.05.2020).
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druck entgegen, soziale Netzwerke hatten allein die Entscheidungsmacht
tiber Loschungen.!®

Das Bf] hat auf Antrag vom Dezember 2018 am 9. Januar 2020 die Frei-
willige Selbstkontrolle Multimedia e.V. (ESM) als erste Einrichtung der
Regulierten Selbstregulierung mit Wirkung zum 13. Januar 2020 aner-
kannt. Beteiligt sind zwei grofe Unternehmen. Es kann daher z.Zt. noch
nicht bewertet werden, ob und inwieweit solche Einrichtungen ihre Zwe-
cke erfiillen. Die Ursachen fiir das relativ lange Anerkennungsverfahren
werden von Netzwerkanbietern und BfJ unterschiedlich eingeschatzt. Ein
Netzwerkanbieter macht die unklaren gesetzlichen Vorgaben des NetzDG
zur tatsichlichen Ausgestaltung der Selbstregulierung fir die zeitlichen
Verzogerungen bei der Einrichtung verantwortlich. Ein anderer Netzwerk-
anbieter merkt an, die Einbindung der Plattformen in die Diskussion um
die Ausgestaltung der Einrichtung der Regulierten Selbstregulierung im
Vorfeld ihrer Einrichtung wire hilfreich. Ein weiterer Netzwerkanbieter
kritisiert ,die fehlende Dialogbereitschaft des Bundesamtes®, welche die
Erarbeitung von anzuwendenden Verfahrensweisen im Rahmen einer
Selbstregulierung erschwere und es Anbietern kaum moglich mache, sich
im Voraus auf die Selbstregulierung vorzubereiten. Aus Sicht des BfJ lie-
gen die Grinde fir das lange Anerkennungsverfahren dagegen vorwie-
gend bei den beteiligten Netzwerkanbietern, die wegen umfassender
Ricksprachen mit den in den USA ansissigen Unternehmenszentralen
mehrfach Fristverlingerungen beantragt hitten.

Ein Netzwerkanbieter fordert, es misse klargestellt werden, dass soziale
Netzwerke bei der Weiterleitung von Beschwerden an Einrichtungen der
Regulierten Selbstregulierung gem. §3 Abs.2 Nr.3 lit. b NetzDG nicht
hafteten.!”? Eine Klarstellung diene der Rechtssicherheit. Solange die Haf-
tungsfreistellung nicht eindeutig geregelt sei, bleibe der Anreiz fiir eine
solche Weiterleitung gering.

Nicht alle Netzwerkanbieter sind an der Einrichtung einer Regulierten
Selbstregulierung interessiert. Ein Netzwerkanbieter ist noch unsicher und
furchtet hohe Kosten. Ein anderer Anbieter ist bereits entschieden, von der
Moglichkeit der Ubertragung keinen Gebrauch zu machen. Ob und fiir
welche Anbieter sich das System bewihrt, bleibt abzuwarten.

169 So die CDU/CSU-Fraktion, BT-Drucks. 18/13013, S. 18.
170 Diese Rechtsansicht ergibt sich schon aus den Gesetzgebungsmaterialien, vgl.
BT-Drucks. 18/13013, S. 21.
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VI. §3 NetzDG im Spiegel der Rechtsprechung

In den — sehr wenigen — auf § 3 NetzDG rekurrierenden veroffentlichten
Gerichtsentscheidungen féllt auf, dass stets ein Wiedereinstellen entfernter
Inhalte bzw. die Aufhebung einer Sperrung begehrt wird, nicht umge-
kehrt die Durchsetzung der Entfernung eines Inhalts.””! Dies kann darauf
hinweisen, dass der Umgang mit § 3 NetzDG durch die Netzwerkanbieter
aus Sicht der Beschwerdefithrer*innen so gut funktioniert (d.h. der Be-
schwerde entweder stattgegeben oder sie mit nachvollziehbarer Begriin-
dung abgelehnt wird), dass es kaum zu streitigen Verfahren wegen
Nichtentfernung kommt. Diese Interpretation ist jedoch nicht zwingend —

es kann zahlreiche andere Griinde dafiir geben, warum eher gegen die
Entfernung eines gemeldeten Inhalts vorgegangen wird als im umgekehr-
ten Fall von Beschwerdefiihrer*innen oder Betroffenen gegen die Erfolglo-
sigkeit der NetzDG-Beschwerde, etwa drohende hohe Kosten (vgl. dazu E.
VIL 2.).

VII. (Unbeabsichtigte) (positive wie negative) Nebenwirkungen des § 3
NetzDG

Wie bereits mehrfach deutlich wurde, ist das Verhailtnis des NetzDG zu
Gemeinschaftsstandards unklar (s. A. IL.). Gerade wegen der Uberschnei-
dungspunkte beider Rechtsregime ist jedoch anzunehmen, dass das Netz-
DG auch Auswirkungen auf die Durchsetzung der Gemeinschaftsstan-
dards der Netzwerke hat. Dies gilt jedenfalls fiir alle Netzwerkanbieter, die
zweistufig zuerst einen Verstoff gegen Gemeinschaftsstandards und dann
das Vorliegen eines rechtswidrigen Inhalts i.S.d. § 1 Abs. 3 NetzDG priifen.
Um die Einhaltung der Fristen des § 3 Abs. 2 Nr. 2, 3 NetzDG zu garantie-
ren, missen diese Netzwerkanbieter den vorgelagerten Schritt, also die
Einhaltung ihrer Gemeinschaftsstandards, jedenfalls in der Frist des §3
Abs. 2 Nr.2 NetzDG prifen. Dies ist jedenfalls insoweit eine begriifSens-
werte Nebenfolge des Erlasses des NetzDG, als die Durchsetzung von Ge-
meinschaftsstandards denselben Zielen dient wie das NetzDG, also insbe-

171 So BVerfG, Nichtannahmebeschl. v. 23.04.2019, - 1 BvR 2314/18 -, juris; LG
Bonn, Beschl. v. 30.08.2018 - 10 O 291/18 -, juris; die Frage, ob das falschliche
Entfernen eines Inhalts eine vorsatzliche sittenwidrige Schadigung 1.5.d. § 826
BGB darstellt, verneinend OLG Dresden, Beschl. v. 11.06.2019 - 4 U 760/19 -,
juris.
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sondere, aggressiver, verletzender und hasserfillter Debattenkultur im In-
ternet Einhalt zu gebieten.!”? Es verschirft jedoch zugleich die Frage nach
deren Ausgestaltung in einer den mittelbaren Grundrechtswirkungen
Rechnung tragenden Form (s. dazu A. 1.). Dass der Erlass des NetzDG tat-
sichlich zu einer verbesserten Durchsetzung von Gemeinschaftsstandards
gefithrt hat, kann in diesem Rahmen allerdings empirisch nicht belegt
werden.

Laut der Schwerpunktstaatsanwaltschaft ZAC NRW werden seit Inkraft-
treten des NetzDG mehr Ermittlungsverfahren zur Verfolgung strafbarer
Inhalte im Netz eingeleitet. Dies diirfte auf die Weiterleitung von Inhalten
durch das Bf] und auf die erhdhte Aufmerksamkeit fiir diesen Bereich zu-
ruckzufiihren sein, die ihrerseits u.a. durch die Diskussion um das NetzDG
hervorgerufen wurde.

VIII. AbschlieBende Bewertung des § 3 NetzDG und
Verbesserungsvorschlige

Die rechtliche Evaluation des § 3 NetzDG ergibt ein iberwiegend positives
Bild. Netzwerkanbieter lehnen die Regelung nicht prinzipiell ab; viele be-
tonen ihr Interesse, gegen Hasskriminalitit im Netz vorzugehen. Alle hier
untersuchten Netzwerkanbieter haben sowohl ein Verfahren zur Uber-
mittlung von Beschwerden tber rechtswidrige Inhalte als auch ein Prif-
verfahren eingerichtet. Fur ein systematisches Overblocking gibt es keine
Anhaltspunkte. Eine Monitoringstelle nach §3 Abs. 5 NetzDG ist inzwi-
schen beauftragt und hat ihre Arbeit aufgenommen.

Bisher ist nicht sichergestellt, dass alle Beschwerden nach NetzDG von
allen Netzwerkanbietern ordnungsgemafl bearbeitet werden. Das unge-
klirte Verhiltnis der Pflichten nach NetzDG zu der Durchsetzung von
plattformeigenen Gemeinschaftsstandards fiihrt in § 3 NetzDG zu Unklar-
heiten dahingehend, wie Meldeformulare auszugestalten sind, wann eine
Beschwerde 1.5.d. §3 Abs.1 NetzDG vorliegt und welche gesetzlichen
Pflichten des NetzDG bei der breiten Schnittmenge von VerstdfSen gegen
Gemeinschaftsstandards und ,rechtswidrigen Inhalten® i.S.d. §1 Abs.3
NetzDG insbesondere hinsichtlich der Priifverfahren und ihrer Qualititssi-
cherung zwingend sind. Erhebliche Verzogerungen gab es im Verfahren
zur Anerkennung einer Einrichtung der Regulierten Selbstregulierung

172 So BT-Drucks. 18/12356, S. 1.
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1.5.d. §3 Abs. 6-9 NetzDG. Die Wirkungen eines solchen Systems lassen

sich deshalb noch nicht beurteilen.

Soweit hier problematische Praktiken von einzelnen Netzwerkanbietern
festgestellt wurden, sind keine strukturellen Ursachen dafiir im NetzDG
festzumachen. Es geht in diesen Punkten um die Durchsetzung der Anfor-
derungen des NetzDG oder deren Klarstellung, nicht aber um dessen Wir-
kungslosigkeit oder fundamentalen Anderungsbedarf.

Insgesamt sollte bei § 3 NetzDG das Augenmerk auf folgende Punkte ge-
legt werden:

— das Verhaltnis des NetzDG zu Gemeinschaftsstandards hinsichtlich der
Ausgestaltung der Meldewege und des Priifverfahrens sollte geklart
werden

- eine Verlangerung der Pflichten zur Beweissicherung wire zu prifen

- eine Erweiterung der fakultativen Anhorung nach §3 Abs. 2 Nr. 3 lit. a
NetzDG um obligatorische Anhérungen jedenfalls fir Falle, in denen
die Rechtswidrigkeit eines Inhalts nicht offensichtlich und die Ent-
scheidung kontextabhingig ist, wire zu prifen

C. §2 NetzDG — Transparenzberichte

Die folgenden Abschnitte der Evaluation betrachten die Auswirkungen
der durch §2 NetzDG statuierten Berichtspflicht auf die Verdffentli-
chungspraxis von Transparenzberichten durch die Netzwerkanbieter. Die
Evaluation stiitzt sich hierbei auf die bisher im Bundesanzeiger verdffent-
lichten Transparenzberichte der Netzwerkanbieter sowie die Riickmeldun-
gen auf versendete Fragebogen (siche zur Methodik bereits in Teil 1). Ziel
der Evaluation ist es auch in diesem Abschnitt nicht, die Compliance ein-
zelner Netzwerkanbieter mit den Anforderungen des §2 NetzDG im Ein-
zelnen abschlieflend zu beurteilen, sondern einen Gesamteindruck der bis-
herigen Veroffentlichungspraxis zu gewinnen und diese in Bezug auf die
gesetzgeberischen Zielvorstellungen und Anordnungen zu bewerten.

Auf Grundlage der anhand der Gesetzesmaterialen rekonstruierten
Zwecksetzung des Gesetzgebers (unter I.) wird zunichst auf die allgemeine
Berichtspflicht (unter II.) und die an die Berichterstattung gestellten infor-
matorischen Mindestanforderungen (unter III.) eingegangen, bevor nach
einer Auswertung der Stellungnahmen der an der Evaluation beteiligten
Kreise (unter IV.) eine abschliefende Bewertung und Empfehlung hin-
sichtlich der Berichtspflicht des § 2 NetzDG formuliert wird (unter V.).

92

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

C. § 2 NetzDG — Transparenzberichte

I. Gesetzgeberisches Ziel der Berichtspflicht

Mit Einfihrung der Berichtspflicht des § 2 NetzDG verfolgt der Gesetzge-
ber das Ziel, die Transparenz Gber die tatsichliche Anzahl und den netz-
werkinternen Umgang mit Beschwerden tber rechtswidrige Inhalte gegen-
tiber der bislang fakultativen Berichtspraxis der Netzwerkanbieter zu erho-
hen. Insoweit geht der Gesetzgeber von dem Befund aus, dass sich der fri-
heren Berichtspraxis der reichweitenstarken Netzwerkanbieter weder An-
gaben tber die Gesamtzahl der Beschwerden, die Anzahl der von privaten
Nutzer*innen gemeldeten Beschwerden, den Zeitraum der Loschung bzw.
Sperrung gemeldeter Inhalte noch Gber die Zusammensetzung und Quali-
fikation der zustindigen Bearbeitungsteams entnehmen lieen.'”3 Die
durch §2 NetzDG statuierte regelmafSige Berichtspflicht soll vor diesem
Hintergrund nicht nur das gebotene Maf$ an , Transparenz fir die breite
Offentlichkeit“ und ein ,aussagekraftiges und umfassendes Bild* Giber den
Umgang der Netzwerkanbieter mit Beschwerden herstellen, sondern aus-
dricklich auch die Grundlage fiir eine wirksame Gesetzesfolgenabschit-
zung sowie Informationen uber das tatsichliche Ausmafl des Problems
rechtswidriger Inhalte auf Plattformen liefern und insoweit eine aussage-
kraftige ,Evaluation des Umgangs mit Beschwerden tiber Hasskriminalitat
und andere strafbare Inhalte® erméglichen.!7 Durch die Pflicht zur regel-
mafigen Erstellung und Veroéftentlichung soll nach dem Willen des Ge-
setzgebers ,eine feste Struktur und ein systematischer Prozess fiir die Eva-
luation des Umgangs mit Beschwerden aufgesetzt werden®.'”S Zu diesem
Zweck statuiert § 2 NetzDG in seinem Absatz 1 nicht nur eine allgemeine
Berichtspflicht, sondern legt in Absatz 2 ein Reihe konkreter Aspekte fest,
auf die die Netzwerkanbieter in ihren Berichten einzugehen haben.

II. Allgemeine Berichtspflicht (§ 2 Abs. 1 NetzDG)

1. Auslosender Tatbestand: Netzwerkanbieter erhialt mehr als 100
Beschwerden tber rechtswidrige Inhalte

Als einschrinkendes Tatbestandsmerkmal hat der Gesetzgeber auf Be-
schlussempfehlung des Bundestagsausschusses fiir Recht und Verbraucher-

173 BT-Drucks. 18/12356, S. 20.
174 BT-Drucks. 18/12356, S. 20.
175 BT-Drucks. 18/12356, S. 20.
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schutz in §2 Abs.1 S.1 NetzDG bestimmt, dass nur solche Netzwerkan-
bieter von der Berichtspflicht erfasst werden, die im Kalenderjahr mehr als
100 Beschwerden iiber rechtswidrige Inhalte erhalten haben.!7¢ Damit soll
nach Auffassung des Rechtsausschusses die Berichtspflicht fiir Anbieter
entfallen, bei denen rechtswidrige Inhalte im Sinne von § 1 Abs. 3 NetzDG
Lhur eine untergeordnete Rolle spielen®.’”” Mit dieser Einschrinkung soll
zudem dem Verhaltnisgrundsatz Rechnung getragen und sollen ,kleinere
Netzwerke oder Start-ups“ von der Belastung freistellt werden.!78

In der Literatur wird die Frage aufgeworfen, ob es fir die Zahl von 100
Beschwerden allein auf die Zahl der eingereichten Beschwerden oder auf
die Zahl der eingereichten und nach einer tatsichlichen Inhaltspriifung be-
griindeten Beschwerden ankommen soll. Fir die letzte Position wird ange-
fuhrt, dass es ansonsten den Nutzer*innen bzw. Beschwerdeftihrer*innen
freistehe, durch willkirliche oder vielfache Behauptungen der Verwirk-
lichung von Straftatbestinden die Schwelle des § 2 Abs. 1 NetzDG leerlau-
fen zu lassen.'”? Der Wortlaut und der Gesetzeszweck, der gerade auf die
Transparenz hinsichtlich des Umgangs der Netzwerkanbieter mit Be-
schwerden tiber rechtswidrige Inhalte zielt, sowie die ausdriickliche Diffe-
renzierung zwischen eingegangenen Beschwerden und Anzahl der Lo-
schungen (§ 2 Abs. 2 Nr. 3, 7 NetzDG) in den Berichtsanforderungen diirf-
ten hingegen eher fir eine Auslegung sprechen, die auf das tatsichliche
Beschwerdeaufkommen abstellt.!8 Wie oben festgestellt (vgl. Teil 3 B. II.
3.), scheinen missbrauchliche Beschwerden auch in der bisherigen Praxis
kein groferes Problem darzustellen.

Fiir ein effektives Monitoring fihrt dieser Schwellenwert zu erheblichen
Schwierigkeiten. Fiir unternehmensexterne Stellen, insbesondere das Bf]
als Buflgeldbehorde, sind die Erkenntnismoglichkeiten hinsichtlich der
tatsichlichen Anzahl der eingehenden Beschwerden duferst begrenzt, da
hierzu regelmafig keine offentlich zuginglichen Informationen existieren.
Gerade die Transparenzberichte sollen vor diesem Hintergrund dazu die-
nen, entsprechende Informationen erst publik zu machen. Veréffentlicht
ein Netzwerk indessen unter Missachtung der Berichtspflichten von vorne-
herein keinen Transparenzbericht, so ist der Nachweis von mindestens 100

176 BT-Drucks. 18/13013, S. 19.

177 BT-Drucks. 18/13013, S. 19.

178 BT-Drucks. 18/13013, S. 19.

179 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §2 NetzDG Rn. S; Liesching
ZUM 2017, S. 809 (815).

180 Im Ergebnis ebenso Spindler K&R 2017, S. 533 (537).
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Beschwerden tiber rechtswidrige Inhalte im Kalenderjahr nur schwer zu
fihren. Auf diese Problematik weif$t das BfJ als zustindige Buflgeldbehor-
de im Fragebogen auch ausdricklich hin.

Das Problem verschirft sich, wenn man in Rechnung stellt, dass diese
Einschrankung der Berichtspflicht auch den falschen Anreiz bei der nut-
zerfreundlichen Ausgestaltung des Beschwerdesystems setzt. Denn tber
die Ausgestaltung des Meldeweges konnen die Netzwerkanbieter erhebli-
chen Einfluss auf die Anzahl der eingehenden Beschwerden ausiiben. Ins-
besondere wenn man davon ausginge, dass bei Netzwerkanbietern, die
einen gesonderten Meldeweg vorhalten, erst 100 eingehende Beschwerden
tiber diesen gesondert ausgewiesenen Meldeweg die Berichtspflicht auslo-
sen (siche zur Frage der Ausgestaltung des Meldeweges bereits in Teil 3 A.
II. sowie in Teil 4 B. II.), bestiinde ein erheblicher Anreiz fir die Netz-
werkanbieter, diesen Meldeweg fiir die Nutzer*innen bewusst unattraktiv
auszugestalten und sie statt dessen auf den Meldeweg hinsichtlich eines
Verstofles gegen Gemeinschaftsstandards zu lenken. Die 100-Beschwerde-
Regelung reizt damit zum Umgehungsversuch an.'® Ohne die Veroffentli-
chungspflicht lasst sich aber wiederum kaum nachvollziehen, ob die Netz-
werkanbieter ihr Beschwerdesystem in einer Art und Weise ausgestaltet ha-
ben, die geeignet ist oder gar darauf zielt, den Berichtspflichten des Netz-
DG zu entgehen. Die Kosten an Transparenz, die von einer an der Be-
schwerdeanzahl anknipfenden tatbestandlichen Einschrinkung der Be-
richtspflicht ausgehen, sind daher erheblich.

In Anbetracht der Tatsache, dass die Pflichten nach §2 NetzDG gemaf§
§ 1 Abs. 2 NetzDG ohnehin erst fiir Netzwerkanbieter ab einer Nutzerzahl
von zwei Millionen gelten, sollte der Gesetzgeber kritisch priifen, ob die
tatbestandliche Einschrinkung in §2 Abs. 1 NetzDG tatsichlich erforder-
lich ist, um ,kleinere Netzwerke und Start-ups“ nicht ibermafig zu belas-
ten bzw. ob Mechanismen eingefithrt werden sollen, die jedenfalls die
Zahl der Beschwerden tGberpriifbar machen.

181 Hierin liegt eine gewisse Parallele zu dem paradoxen Effekt der Storerdogmatik,
bei der in dhnlicher Weise die Voraussetzung einer Kenntnis der rechtswidrigen
Inhalte zu einer Bevorteilung jener Anbieter fiihrt, die sich effektiv vor einer ei-
genen Kenntnisnahme schiitzen, vgl. hierzu nur Spindler, Rechtliche Verant-
wortlichkeit nach Mafgabe technischer Kontrollméglichkeiten? Das Beispiel
der Verantwortlichkeit von Internet-Providern, in: Eifert/Hofmann-Riem
(Hrsg.), Innovation, Recht und 6ffentliche Kommunikation, S. 67 (79 f).
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2. Berichtspflicht nach § 2 Abs. 1 NetzDG als Rechtsfolge

a) Halbjahrige Ver6ffentlichung eines deutschsprachigen Berichts im
Bundesanzeiger und auf der eigenen Homepage spatestens einen
Monat nach Ende eines Halbjahres

§2 Abs.1 S.1 NetzDG verpflichtet die Netzwerkanbieter zur Veroffentli-
chung eines deutschsprachigen Berichts tiber dem Umgang mit Beschwer-
den tber rechtswidrige Inhalte auf ihren Plattformen. Der Bericht muss
den inhaltlichen Anforderungen des § 2 Abs. 2 NetzDG gentigen.!8Als Be-
richtszeitraum sieht das Gesetz einen sechsmonatigen Berichtsturnus
vor.!83 Der Bericht ist nach §2 Abs. 1 S. 1 NetzDG nnerbalb eines Monats
nach Ende des jeweiligen Berichtshalbjahres sowohl im Bundesanzeiger als
auch auf der ezgenen Homepage zu veréftentlichen.!84

Im Rahmen der Evaluation lasst sich mangels hinreichender Informatio-
nen nicht der genaue Kreis der Netzwerkanbieter ermitteln, die zur Abga-
be eines Berichtes zu den jeweiligen Berichtsriumen gesetzlich verpflichtet
waren. Bewerten lasst sich daher nur die erkennbar gewordene Berichts-
praxis (zur Methodik Teil 1 B.).

Die Gesamtzahl der fiir einen jeweiligen Berichtszeitraum im Bundesan-
zeiger verdffentlichten Transparenzberichte ist seit Inkrafttreten des Netz-
DG bislang kontinuierlich angestiegen. Fiir den ersten Berichtsraum 1. Ja-
nuar 2018 bis 30. Juni 2018 haben fiinf Netzwerkanbieter!$S NetzDG-Be-
richte im Bundesanzeiger und auf ihrer Homepage veroffentlicht. Fir den
Berichtszeitraum 1. Juli 2018 bis 31. Dezember 2018 liegen NetzDG-Be-

182 Hierzu sogleich gesondert unter III.

183 In Bezug auf den Berichtszeitraum hatte der urspriingliche Gesetzesentwurf der
Bundesregierung noch eine vierteljahrige Veroffentlichungspflicht vorgesehen
(vgl. BT-Drucks. 18/12356, S. 20). Dieser Berichtsturnus wurde jedoch auf Vor-
schlag des Bundesrats und der Beschlussempfehlung des Rechtsausschusses des
Bundestags auf sechs Monate ausgeweitet, um den durch die Berichtspflicht aus-
gelosten burokratischen Aufwand in zumutbaren Grenzen zu halten und den
Anbietern eine sorgfiltige Evaluation zu ermoéglichen (vgl. BT-Drucks.
18/13013, S. 19; BT-Drucks. 18/12727, S. 20).

184 Mit der zusitzlichen Verdffentlichungspflicht im Bundesanzeiger wollte der Ge-
setzgeber einen inlindischen Anknipfungspunke fir die Buflgeldtatbestinde
gewahrleisten sowie sich an den Malgaben des Regierungsentwurfs eines CSR-
Richtlinie-Umsetzungsgesetzes (BT-Drucks. 18/9982) orientieren, vgl. hierzu
BT-Drucks. 18/12356, S. 20.

185 Change.org, Facebook, Google+, Twitter, YouTube.
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richte von sechs Netzwerkanbietern,'8¢ fir den Berichtszeitraum 1. Januar
bis 30. Juni 2019 von sieben Netzwerkanbietern'®” vor. Alle im Bundesan-
zeiger verdffentlichten Transparenzberichte sind in deutscher Sprache ab-
gefasst und inhaltsgleich auch auf der jeweiligen Homepage der Anbieter
abrufbar,!88 in einem Fall jedoch nur der zeitlich letzte Bericht.!®

Die Veroftentlichungsfrist wird von den Netzwerkanbietern bisher tiber-
wiegend, aber nicht ausnahmslos eingehalten. In einem Fall wurde die
Frist um einen Tag,'° in zwei Fillen um zwei Tage Uberschritten.!”! Fir
den Berichtszeitraum 1. Januar 2019 bis 30. Juni 2019 hat ein Netzwerkan-
bieter seinen Bericht im Bundesanzeiger allerdings erst am 16.8.2019 und
damit mit einer tiber zweiwdchigen Verspatung veroffentlicht.'??

b) Besondere Transparenzpflicht fir die Veroffentlichung auf der
Homepage

Fir die Veroffentlichung des Berichts auf der eigenen Homepage normiert
das NetzDG in §2 Abs. 1 S. 2 NetzDG zusitzliche Transparenzanforderun-
gen: Der dort veroffentlichte Bericht muss leicht erkennbar, unmittelbar er-
reichbar und stindig verfiigbar sein. Mit dieser Formulierung orientiert sich
der Gesetzgeber an §5 Abs. 1 TMG sowie §7 Abs. 1 S.3 JMStV.1%3 Sie ist
parallel zur Trias in §3 NetzDG und dhnelt den Anforderungen in §35
NetzDG. Auf die in diesen Kontexten entwickelten Mafstibe kann im
Ausgangspunkt auch zur Ausfillung des sich aus § 2 Abs. 1 S. 2 NetzDG er-
gebenden Pflichtenprogramms zurtckgegriffen werden, soweit bei der
Konkretisierung den kontextspezifischen Besonderheiten der Berichtsver-
offentlichungspflicht hinreichend Rechnung getragen wird. Auch hier
sind die Maf$stabsanforderungen bei allen Regelungen aus der Nutzer*in-
nenperspektive zu bestimmen (vgl. auch B. II. 1.). Leicht erkennbar ist die

186 Change.org, Facebook, Google+, SoundCloud, Twitter, YouTube.

187 Change.org, Facebook, Google+, Instagram, Reddit, Twitter, YouTube.

188 Zur diesbeziiglich spezifischen Transparenzanforderung des § 2 Abs. 1 S. 2 Netz-
DG sogleich noch gesondert unter b).

189 Change.org.

190 SoundCloud fiir Berichtszeitraum 2/2018 am 01.02.2019.

191 Change.org fir Berichtszeitraum 1/2018 am 02.08.2018; Instagram fir Berichts-
zeitraum 1/2019 am 02.08.2019.

192 Reddit fir Berichtszeitraum 1/2019 am 16.08.2018.

193 Hierzu Spindler K&R 2017, S.533 (537); Spindler/Schmitz/Liesching, TMG,
2. Aufl. 2018, § 2 NetzDG Rn. 8.
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Veroftentlichung daher nur dann, wenn der Bericht bzw. der Ort seiner
Abrufbarkeit fiir die durchschnittlichen Nutzer*innen optisch leicht wahr-
nehmbar sind. Insbesondere darf der Bericht auf der Homepage des Anbie-
ters nicht derart platziert werden, dass ein vorheriges tibermafSiges Scrollen
erforderlich ist, um auf ihn zu stoflen.'* Eine leichte Erkennbarkeit setzt
zudem voraus, dass der Netzwerkanbieter bei der zur sinnvollen Gliede-
rung der Seiten erforderlichen Verwendung weiterfithrender, durch ent-
sprechende Oberbegriffe gekennzeichneter Links eine Terminologie wahlt,
die fur die durchschnittlichen Nutzer*innen auch als Hinweis auf die Ver-
offentlichung des Transparenzberichtes verstanden wird."”> Unmittelbare
Erreichbarkert setzt demgegeniber voraus, dass den Nutzer*innen der Zu-
gang zu den Transparenzberichten ohne wesentliche Zwischenschritte er-
moglicht wird. Auch im Hinblick auf die Veroffentlichung der Transpa-
renzberichte diirften die Anforderungen jedenfalls dann gewahrt sein,
wenn der Zugang mit zwei Klicks von der Startseite aus erreichbar ist.!1%
Ausreichend durfte zudem sein, dass die Moglichkeit besteht, durch Ankli-
cken eines entsprechenden Links eine Seite mit dem abrufbaren Transpa-
renzbericht aufzurufen, soweit die vom Netzwerkanbieter gewihlten Link-
begriffe unmissverstindlich sind und die Nutzer*innen ohne grofen ge-
danklichen Aufwand erkennen konnen, auf welchem Pfad sie zu dem
Transparenzbericht gelangen. Stindig verfiighar ist die Berichtsveroffentli-
chung dann, wenn jeder*e Nutzer*in mit einer deutschen IP-Adresse im
Grundsatz zu jeder Zeit, also rund um die Uhr und an jedem Wochentag,
von seinem Inhalt Kenntnis nehmen kann. Eine technisch bedingte kurz-
fristige Unterbrechung der Kenntnisnahmemdglichkeit begrindet hinge-
gen noch keinen Verstof§ gegen § 2 Abs. 1 S. 2 NetzDG.!”

Legt man diese MafSstibe zu Grunde, sind gegenwirtig nicht alle Verof-
fentlichungen von Transparenzberichten unproblematisch.!”® Die home-
pageeigene Veroffentlichungspraxis der Netzwerkanbieter weist eine grofSe

194 Angelehnt an OLG Hamburg, Beschl. v. 20.11.2002 - 5 W 80/02 -, juris, Rn. 15
(zu § 6 TDG a.F.).

195 Angelehnt an OLG Hamburg, Beschl. v. 20.11.2002 - 5 W 80/02 -, juris, Rn. 15
(zu § 6 TDG a.F.).

196 Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, §5 TMG Rn. 34, 36 m.w.N,;
zwei Klicks als zuléssig erachtend BGH, MMR 2007, S. 40 (41).

197 Angelehnt an OLG Diisseldorf, Urt. v. 04.11.2008 — -20 U 125/08, juris, Rn. 18
(zu §5 TDG); Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §2 NetzDG
Rn. 8.

198 Der Auswertung liegt ein Abruf der jeweiligen Homepage am 10.12.2019 zu
Grunde.
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Bandbreite auf. Dem Transparenzgebot wird umfassend Rechnung getra-
gen, wenn wie im Falle von zwei Netzwerkanbietern der Transparenzbe-
richt unter dem Verlinkungsbegriff ,NetzDG Transparenzbericht® bereits
auf der Ausgangsseite dauerhaft vorgehalten wird, so dass er mit einem
Klick fir die Nutzer*innen inhaltlich vollstindig verfigbar ist.'> Ausrei-
chend durfte ebenfalls sein, den Bericht mit zwei Klicks unter dem ersten
Verlinkungsbegriff ,Impressum® vorzuhalten.?® Weniger eindeutig ist
hingegen die Fallkonstellation zu beurteilen, wenn wie im Fall von zwei
Netzwerkanbietern den Nutzer*innen der Bericht zwar erst nach vier
Klicks zuginglich gemacht wird, in der Verlinkungsstruktur aber jeweils
der Begriff ,NetzDG* enthalten ist.2! Die leichte Erkennbarkeit und un-
mittelbare Erreichbarkeit wird in den beiden konkreten Fallen zusitzlich
noch durch die Notwendigkeit des Scrollens der Seiten sowie in einem
Fall?? durch eine zwischendurch verwendete kleinere Schrift zusitzlich
eingeschrinkt. Dies gilt in gesteigertem MafSe fiir Netzwerkanbieter, die
ihren Bericht erst nach sieben Klicks und unter einer Linkstruktur ohne
hinreichende begriffliche Anhaltspunkte auf den NetzDG-Bericht zugang-
lich machen.?® Eine solche Veroéffentlichung auf der Homepage kann
kaum mehr als ,leicht erkennbar® und ,,unmittelbar zuganglich® i.S.d. § 2
Abs. 1 S.2 NetzDG bezeichnet werden.

III. Inhaltliche Anforderungen an die Berichte (§ 2 Abs. 2 NetzDG)

§2 Abs. 2 NetzDG zihlt eine Reihe von Aspekten auf, zu denen die Netz-
werkanbieter in ihren Transparenzberichten Informationen verdffentli-
chen missen.?# Sie dienen der Gewihrleistung eines informatorischen
Mindestgehalts und werden im Folgenden in der gesetzlich genannten

199 YouTube, Change.org.

200 Twitter.

201 Facebook, Instagram.

202 Instagram.

203 Reddit (Konkret: ,Help“ — ,Rules and Reporting” — ,,Account and Communi-
ty“ — ,View more“ — ,Network Enforcement Act ("NetzDG") Reporting® —
»More information about Reddit’s handling of NetzDG reports“ — ,Reddit Net-
zDG Report January to June 2019%).

204 Zum Teil werden diese Berichtspflichten aufgrund der umfassenden Buffgeldbe-
wehrung nach §4 Abs. 1 Nr. 1 NetzDG als zu unbestimmt und wegen des Ver-
stoffes gegen Art. 20 Abs. 3, 103 Abs. 2 GG als verfassungswidrig angeschen, vgl.
etwa Ladeur/Gostomzyk K&R 2017, S. 390 (3911).
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Reihenfolge behandelt. Eine einheitliche formale Struktur der Transpa-
renzberichte wird den Netzwerkanbietern durch die Reihenfolge des §2
Abs. 2 NetzDG aber nicht verbindlich vorgegeben. Wihrend ein Teil der
Netzwerkanbieter ihre Berichte ebenfalls anhand der in § 2 Abs. 2 NetzDG
vorgesechenen Aspekte gliedert, orientiert die Mehrzahl der Netzwerkan-
bieter ihren Bericht in formaler Hinsicht nicht an den einzelnen Num-
mern des §2 Abs.2 NetzDG, sondern wihlt einen freieren Zugriff. Das
Fehlen einer gesetzlichen Strukturierungsvorgabe schligt sich daher schon
auf formaler Ebene in einer erschwerten Vergleichbarkeit der Transparenz-
berichte nieder.

1. Allgemeine Ausfihrungen des Anbieters zu seinen Anstrengungen,
strafbare Handlungen auf den Plattformen zu unterbinden (§ 2 Abs. 2
Nr. 1 NetzDG)

§2 Abs. 2 Nr. 1 NetzDG verpflichtet die Netzwerkanbieter dazu, in ihren
Transparenzberichten ihre Bemithungen hinsichtlich des Unterbindens
ystrafbare(r) Handlungen® auf den Plattformen zu beschreiben. Dies soll
in Form von ,allgemeinen® Ausfithrungen geschehen, was hinsichtlich der
zu erwartenden konkreten Informationsdichte einen einfithrenden Uber-
blickscharakter indiziert. Anhand der Entwurfsbegriindung lasst sich er-
schlieen, dass die Funktion der Ausfithrungen zu den ,allgemeinen An-
strengungen des Anbieters“ darin besteht, die Nutzer*innen in die Lage zu
versetzen, sich ein Bild dartiber zu machen, ob und auf welche Weise die
Netzwerkanbieter ihre ,gesteigerte gesellschaftliche Verantwortung® mit
Blick auf die Verbreitung strafbarer Inhalte auch tatsichlich wahrneh-
men.20

Unklar bleibt durch den gewahlten Gesetzeswortlaut allerdings, ob sich
die Darstellung der Anstrengungen im Bericht allein auf das Bemiihen zur
Unterbindung ,rechtswidriger Inhalte“ 1.S.d. § 1 Abs. 3 NetzDG beschrin-
ken kann, oder ob sie sich auf alle strafbaren Handlungen nach nationalem
Recht bezieht.2%¢ Wortlaut und Normzweck sprechen fiir eine Auslegung,
die sich auf die Anstrengungen zur Unterbindung aller strafbaren Hand-

205 Vgl. BT-Drucks. 18/12356, S. 20.

206 Einzelne Stimmen in der Literatur gehen insoweit von einem Verstof§ gegen
den Bestimmtheitsgrundsatz aus, vgl. Spindler/Schmitz/Liesching, TMG, 2. Aufl.
2018, § 2 NetzDG Rn. 12: Aus Nr. 1 soll daher keine inhaltliche Berichtspflicht
folgen, welche die Netzwerkanbieter Rechnung tragen miissen.
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lungen bezieht. Die Nutzer*innen miussten aufgrund der Angaben in dem
Bericht somit zumindest einen allgemeinen Eindruck davon erhalten kon-
nen, ob und welche Mafnahmen der Anbieter trifft, um die Verbreitung
von ,Hasskriminalitit und anderen strafbaren Inhalten“??” auf den Platt-
formen zu unterbinden. Uber eine stirker systematisch orientierte Ausle-
gung des Gesetzes lieSe sich jedoch auch der Zusammenhang zwischen § 2
Abs.2 Nr. 1 mit §3 Abs. 1 und §1 Abs. 3 NetzDG betonen und damit die
Berichtspflicht auf das Bemiihen zur Bekimpfung ,strafbarer Handlun-
gen“ 1.5.d. § 1 Abs. 3 NetzDG begrenzen.

Die Netzwerkanbieter wahlen in der bisherigen Berichtspraxis diesbe-
zuglich uberwiegend einen weiteren Ansatz und nutzen die ,allgemeinen
Ausfihrungen® dazu, einen groben Uberblick tber ihren Umgang mit
strafbaren Inhalten und dem Phidnomen von Hate Speech bzw. terroristi-
schen oder kriminellen Instrumentalisierungsversuchen im Allgemeinen
zu geben. Regelmiflig wird hierbei die maflgebliche Bedeutung der jewei-
ligen Gemeinschaftsstandards hervorgehoben und das Verhaltnis von Ge-
meinschaftsstandards zu der Uberprifung nach NetzDG knapp beschrie-
ben. Insbesondere mit Blick auf die Unterbindung von terroristischen und
kinderpornographischen Inhalten verweisen die Netzwerkanbieter im
Rahmen der allgemeinen Ausfithrungen regelmifig zudem eigens auf ihr
proaktives Vorgehen durch Einsatz von technischen Mitteln (z.B. automati-
sierter Bilderkennung), ggf. in Kombination mit speziell geschultem Per-
sonal.208

Allerdings unterscheidet sich der Informationsgehalt der ,allgemeinen
Ausfihrungen® in den Transparenzberichten zwischen den verschiedenen
Netzwerkanbietern zum Teil erheblich. Im Falle eines Netzwerkanbieters
lassen sich den Transparenzberichten tber alle drei Berichtszeitraume hin-
weg wenig substantielle allgemeine Ausfithrungen entnehmen, die tber
seine blofSe Motivlage hinsichtlich der Unterbindung rechtswidriger Inhal-
te hinausgehen.?” In einem anderen Fall weist der Bericht eines Netzwerk-
anbieters fir den Berichtszeitraum 1/2018 ebenfalls keinerlei substantielle
Ausfithrungen iber Anstrengungen auf, jedoch hat dieser Netzwerkanbie-
ter seine Berichte in den nachfolgenden Berichtsrunden diesbeziiglich suk-
zessive erweitert.2! Eine solche inhaltliche Erweiterung lasst sich biswei-

207 Vgl. BT-Drucks. 18/12356, S. 20.

208 Vgl. Google+, Facebook, Instagram, SoundCloud, YouTube.

209 Google+; der Dienst wurde nach Angaben des Netzwerkanbieters zum
02.04.2019 eingestellt.

210 Twitter.

101

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Teil 3: Evaluation der einzelnen Regelungen des NetzDG

len auch bei den Berichtsangaben solcher Netzwerkanbieter beobachten,
die bereits in der ersten Berichtsrunde eingehender ihren Umgang mit Be-
schwerden nach Gemeinschaftsstandards und NetzDG dargelegt haben.
Die Ergianzungen konnen dabei gleichzeitig quantitativ geringfiigig und
doch von entscheidendem Informationswert fir die Nutzer*innen sein. So
lasst sich beispielsweise im Fall eines Netzwerkanbieters erst seinem drit-
ten Transparenzbericht unter der Rubrik ,Allgemeine Ausfithrungen® der
ausdrickliche Hinweis darauf entnehmen, dass eine ber den Gemein-
schaftsstandard-Beschwerdeweg eingelegte Beschwerde nicht dazu fiihre,
dass der gertigte Inhalt einer rechtlichen Priffung unterzogen wird.?!!

2. Darstellung der Mechanismen zur Ubermittlung von Beschwerden
tiber rechtswidrige Inhalte und der Entscheidungskriterien fiir
Mafinahmen (§ 2 Abs. 2 Nr. 2 NetzDG)

Nach §2 Abs. 2 Nr. 2 NetzDG muss der Bericht eine Darstellung der Me-
chanismen zur Ubermittlung von Beschwerden tiber rechtswidrige Inhalte
und der Entscheidungskriterien fiir ihre Loschung/Sperrung beinhalten.
Nach der Entwurfsbegriindung soll anhand der Angaben nachvollzogen
werden, ob und auf welche Weise die Netzwerkanbieter tatsachlich ein
wirksames Beschwerdemanagement einrichten und ob die Netzwerkanbie-
ter ,rechtswidrige Inhalte anhand nationaler Strafvorschriften oder an-
hand ihrer Gemeinschaftsstandards 16schen oder sperren“?!2. Erforderlich
sind konkrete Angaben tber die technische, organisatorische und gestalte-
rische Umsetzung des Beschwerdemechanismus, insbesondere uber die
konkrete Ausgestaltung des Melde- und internen Verarbeitungsweges bis
hin zu den abstrakten Mafstiben der Entscheidungen.?!?

a) Mechanismen der Beschwerdetibermittlung

Als eine der zentralen Berichtsanforderungen wird der Mechanismus zur
Ubermittlung von Beschwerden tiber rechtwidrige Inhalte in den Transpa-
renzberichten von allen Netzwerkanbietern dargestellt, allerdings mit sehr
unterschiedlichem Detaillierungsgrad. Drei Netzwerkanbieter beschran-

211 Facebook.
212 BT-Drucks. 18/12356, S. 20.
213 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 2 NetzDG Rn. 13.
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ken sich bei der Darstellung auf die Mechanismen zur Ubermittlung von
Beschwerden nach dem NetzDG.?'* Zwei Netzwerkanbieter stellen auch
die Mechanismen der Beschwerdemoglichkeit nach Gemeinschaftsstan-
dards oder nicht vom NetzDG erfassten RechtsverstofSen ausfiihrlicher
dar.2!5 Soweit ein Netzwerkanbieter im Hinblick auf Beschwerden nach
NetzDG mehrere Meldeoptionen (z.B. integriert ins sog. Flagging oder
tuber ein gesondertes Formular im Impressum) vorsieht bzw. unterschiedli-
che Beschwerdewege fiir angemeldete und nicht angemeldete Nutzer vor-
halt, lassen sich den Berichten auch diesbeziiglich regelmafSig entsprechen-
de Angaben entnehmen. Drei Netzwerkanbieter greifen zur Unterstitzung
ihrer Beschreibungen auf Screenshots als Visualisierungsmittel zurtick.!¢

Deutlich geringer fallt demgegentber im Regelfall die Informations-
dichte hinsichtlich des genauen internen Verarbeitungsweges aus. Zwar
halten auch diesbeziiglich einige Anbieter konkrete Informationen in
ihren Transparenzberichten bereit, ebenso hiufig wird nach der Beschrei-
bung des Meldeweges jedoch sogleich auf die Entscheidungskriterien
selbst eingegangen. Seinen Grund kdnnte dies in der spezifischen Formu-
lierung des § 2 Abs. 2 Nr. 2 NetzDG haben, der einen Bericht Gber das or-
ganisatorische Zwischenstadium vom Zeitpunkt der Meldung bis zur Ent-
scheidung zwar implizit voraussetzt, nicht jedoch ausdricklich auffiihrt.
Zudem gilt es bei der Auswertung der Berichte zu beachten, dass ein Teil
der Netzwerkanbieter im Kontext der Ausfihrungen zu den Berichts-
pflichten aber die Personalorganisation aus §2 Abs. 2 Nr. 4 NetzDG auch
weitergehende Darstellungen zur Organisation des Prifablaufs bereithal-
ten (hierzu noch unter C. 4.).

b) Entscheidungskriterien

Hinsichtlich der Entscheidungskriterien stellen alle Netzwerkanbieter in
ihren Transparenzberichten die besondere Bedeutung ibrer Gemeinschafisstan-
dards heraus. Fast alle Netzwerkanbieter geben an, eingehende Beschwer-
den tber rechtswidrige Inhalte einem zweistufigen Prifungsverfahren zu
unterziehen, bei dem eine Beschwerde selbst bei Inanspruchnahme eines
eigenstandigen NetzDG-Meldeweges zundchst vorrangig an den netzwerk-
eigenen Gemeinschaftsstandards geprift wird. Erst wenn sich diesbezig-

214 Facebook, Instagram, Twitter.
215 Google+, YouTube.
216 Change.org, Reddit, Twitter.
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lich kein Verstof feststellen lasst, erfolgt eine Prifung unmittelbar an den
rechtlichen Mafstiben der in § 1 Abs. 3 NetzDG genannten Straftatbestin-
de. Ein Netzwerk hat nach seinen Angaben im Transparenzbericht die
rechtlichen Mafstibe der in § 1 Abs. 3 NetzDG genannten Straftatbestinde
mittels eines anwaltlich ausgearbeiteten Kriterienkataloges vollumfanglich
in seine Gemeinschaftsstandards integriert, sodass hier eine zweistufige
Prifung entfallt.?!” Zwei Beispiele aus diesem Kriterienkatalog wurden in
den Transparenzbericht dieses Anbieters zu Illustrationszwecken aufge-
nommen.?!8

Abgesehen hiervon bleibt es jedoch bei allen Netzwerkanbietern im
Kern bei der abstrakten Benennung der jeweiligen Mafstabsschicht. Ledig-
lich ein Netzwerkanbieter fiigt seinem Transparenzbericht regelmafig aus-
gewihlte konkrete Beispiele aus seiner Entscheidungspraxis bei, um diese
beziiglich NetzDG-Beschwerden anschaulich zu machen.?"? Zu den Kate-
gorien, zu denen Beispiele gegeben werden, gehoren: ,Rechtlich nicht re-
levante Beschwerden®, ,Falle, die von einer externen Strafrechtskanzlei ge-
prift wurden®, ,Kontextbeispiele, ,Bildung/Dokumentation/Wissen-
schaft/Kunst®, ,,Verleumdung/Beleidigung®.

3. Anzahl der im Berichtszeitraum eingegangenen Beschwerden tiber
rechtswidrige Inhalte (§ 2 Abs. 2 Nr. 3 NetzDG)

Nach §2 Abs. 2 Nr. 3 NetzDG miissen die Berichte Auskunft iiber die Azn-
zabl der im Berichtszeitraum eingegangenen Beschwerden iiber rechtswidrige
Inhalte geben. Dies muss aufgeschliisselt nach Beschwerden von Beschwer-
destellen und Beschwerden von Nutzer*innen sowie nach dem Beschwerde-
grund erfolgen. Die Angabe der Anzahl der eingegangenen Beschwerden
soll nach dem Willen des Gesetzgebers auch hier im ,Interesse der Trans-
parenz und der Evaluation® erfolgen.??’ In Bezug auf die Auskunftspflicht
liber die Anzahl lassen sich zwei Unklarheiten hinsichtlich des Umfangs
der in die Meldezahl einzubeziehenden Beschwerden identifizieren, die

217 Change.org.

218 Vgl. Change.org, Transparenzbericht 1/2019.

219 Vgl. YouTube, Transparenzbericht 1/2019: https://storage.googleapis.com/trans
parencyreport/legal/netzdg/YT-NetzDG-TR-Bundesanzeiger-latest.pdf , S. 24
bis 26. (zul. abgerufen am 15.05.2020).

220 BT-Drucks. 18/12356, S. 20.
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fir die Verwirklichung des gesetzgeberischen Transparenzzieles von un-
mittelbarer Relevanz sind:

Die erste Unklarheit betrifft die in der Literatur aufgeworfene Frage, ob
die Netzwerkanbieter nur solche eingegangenen Beschwerden in den Be-
richt aufzunehmen haben, die sich nach ihrer Bewertung auch tatsdchlich
als materiell begriindet erwiesen haben, oder ob sich die Auskunftspflicht
ausnahmslos auf jede eingegangene Beschwerde mit der Bebauptung einer
Rechtsverletzung 1.5.d. § 1 Abs.3 NetzDG bezieht. Soweit man den Aus-
kunftszweck insoweit primar in der objektiven Aufklirung iber Umfang
und Reichweite des Problems rechtswidriger Inhalte in sozialen Netzwer-
ken sieht, mag dies auf den ersten Blick dafiir sprechen, die Meldepflicht
auf Beschwerden zu beschrinken, die sich nach einer Prifung durch die
Netzwerkanbieter tatsichlich auf rechtswidrige Inhalte beziehen.??! Im
Wortlaut findet eine solche einschrinkende Auslegung jedoch keinen An-
haltspunkt. Der sich aus der Entwurfsbegriindung ergebende Gesetzes-
zweck, Transparenz gerade hinsichtlich des Umgangs der Netzwerkanbie-
ter mit Beschwerden von Nutzer*innen herzustellen, wirde durch sie weit-
gehend unterlaufen. Schlieflich ergibt sich auch aus der systematischen
Gesamtbetrachtung der Berichtspflichten, insbesondere mit Blick auf den
ausdricklich und eigens auf die Priffolgen bezogenen §2 Abs.2
Nr. 7 NetzDG, dass die Netzwerkanbieter in Bezug auf die Anzahl der ein-
gegangenen Beschwerden i.S.d. § 2 Abs. 2 Nr. 3 NetzDG grundsitzlich alle
bei ihnen eingegangenen Beschwerden in die Zihlung einbezichen miis-
sen. Ob sie sich dabei auf die Zahlung der Beschwerden beschrianken kon-
nen, die Gber den gesondert fiir Beschwerden nach NetzDG eingerichteten
Meldeweg eingegangenen sind, oder ob sie dartiber hinaus auch sicherstel-
len missen, dass unabhingig vom Meldeweg alle Beschwerden gezihlt
werden, bei denen die Nutzer®innen in der Sache einen konkreten Inhalt
als ,rechtswidrigen Inhalt“ im Sinne des §1 Abs.3 NetzDG anzeigen,
hangt mafigeblich von der Auslegung ab, die hinsichtlich der Ausgestal-
tungspflichten der Netzwerkanbieter im Kontext des Beschwerdemanage-
ments vertreten wird (vgl. hierzu Teil 3 A. IL.).

Zweitens ist unklar, ob Nutzer*innen bei ihren Beschwerden ausdriick-
lich die Rechtswidrigkeit des Inhalts nach einem der in § 1 Abs. 3 NetzDG
genannten Straftatbestinde behaupten miussen, oder ob es fiir eine ,Be-

221 Fur eine Begrenzung auf Beschwerden, die nach der Bewertung des Netzwerk-
anbieters tatsichlich einen der in § 1 Abs. 3 NetzDG genannten Straftatbestand
verwirklichen und nicht gerechtfertigt sind, Spindler/Schmitz/Liesching, TMG,
2. Aufl. 2018, § 2 NetzDG Rn. 16.
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schwerde tber rechtswidrige Inhalte® gentigt, dass die Nutzer*innen sich
beim Netzwerkanbieter pauschal (ggf. auch Gber den Beschwerdeweg nach
Gemeinschaftsstandards) tber einen konkreten Inhalt beschweren, der
nach ihrer Ansicht gesperrt bzw. geloscht werden sollte und dessen Rechts-
widrigkeit implizit behauptet wird. Die hierauf gegebene Antwort ent-
scheidet mafgeblich tiber die Mdglichkeit des Netzwerkanbieters, die Nut-
zer*innen fir Beschwerden nach NetzDG auf einen spezifisch eingerichte-
ten Beschwerdeweg zu verweisen und das sich aus dem NetzDG ergebende
Pflichtenprogramm allein durch eine entsprechende Ausgestaltung dieses
spezifischen Beschwerdeweges erfiillen zu kénnen(vgl. auch Teil 3 A. IL).
Denn nur soweit der Netzwerkanbieter den Nutzer*innen als Eintritts-
schwelle in das Prifungsverfahren nach NetzDG zumindest die formale Be-
hauptungslast auferlegen kann, dass ein bestimmter Inhalt nach den in § 1
Abs.3 NetzDG genannten Straftatbestinden rechtswidrig ist, kann er
durch Bereitstellen eines getrennten Beschwerdeweges sein bisheriges Be-
schwerdeverfahren nach Gemeinschaftsstandards gegentiber den Sonder-
anforderungen des NetzDG immunisieren. Mit Blick auf die dem NetzDG
zu Grunde liegende allgemeine Stérerhaftung liegt eine Behauptungslast
sehr nahe.

Auch wenn man die formale Behauptung der Rechtswidrigkeit eines
konkreten Inhaltes nach den Tatbestinden des § 1 Abs. 3 NetzDG als Ein-
trittsschwelle fiir die Auslésung einer NetzDG-relevanten Beschwerde zu
Grunde legt, ist davon unabhingig Gber die materielle Darlegungslast zu
entscheiden. Hier sind die konkreten Anforderungen aus der allgemeinen
Storerhaftung unscharf. Mit Blick auf das NetzDG spriche der Gesetzes-
zweck, rechtswidrige Inhalte schnell aus dem Netz zu entfernen, eher da-
gegen, dass die Netzwerkanbieter den Nutzer*innen durch die Ausgestal-
tung des Beschwerdeverfahrens weitergehende Darlegungs- oder gar Sub-
sumtionsobliegenheiten auferlegen konnen, die sie hinsichtlich der eige-
nen Prifungslasten entlasteten. Mehr als die subjektive Behauptung, dass
es sich bei einem konkreten Inhalt um einen ,rechtwidrigen Inhalt® im
Sinne des NetzDG handelt, diirfte man von Nutzer*innen daher nicht ver-
langen, soll eine moglichst effektive Verwirklichung des Gesetzeszwecks
nicht gefahrdet werden (vgl. auch B. II. 2.).

Unabhingig davon diirfte die Ausgestaltung eines eigenstindigen Mel-
deweges auch nur dann den Transparenzanforderungen des NetzDG genii-
gen, wenn fir die Nutzerinnen die unterschiedlichen Funktionen und
Konsequenzen der beiden Meldewege hinreichend deutlich gemacht wor-
den sind und die Nutzer*innen nicht durch die technische Ausgestaltung
dazu veranlasst werden, statt einer Beschwerde nach NetzDG vorrangig
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eine Beschwerde nach Gemeinschaftsstandards einzulegen. Wahrend diese
Fragen im Kern mafSgeblich das Pflichtenprogramm bei der Ausgestaltung
des Beschwerdemanagements im Kontext des §3 NetzDG betreffen und
daher dort behandelt wurden (unter B. II.), gilt es hier, die Folgen fur die
Berichtspflichten nach §2 Abs. 2 NetzDG in den Blick zu nehmen: Geht
man von einer allein formalen Anknipfung an den Beschwerdeweg aus,
mussen nur die hiertiber eingegangen Beschwerden ausgewiesen werden.
Dies setzte jedoch den oben genannten Anreiz fiir einen méglichst unat-
traktiven Meldeweg. Hilt man eine solche Ankniipfung nur fir zulissig,
wenn gleichrangige Meldewege bestehen (vgl. oben Teil 3 A. I1.), lasst sich
die Erfiillung einer Berichtspflicht nach § 2 Abs. 2 Nr. 3 NetzDG durch die
Netzwerkanbieter bei Angabe der Anzahl der eingegangenen NetzDG Be-
schwerden abschlieSend nur mit Blick auf die von ihnen konkret gewihlte
Ausgestaltung des Beschwerdesystems und die Gleichrangigkeit ggf. ver-
schiedener Meldewege aus Sicht der Nutzer*innen bewerten.

In seinem am 2. Juli 2019 ergangenen, aber noch nicht rechtskriftigen
BufSgeldbescheid an Facebook betreffend den Transparenzbericht fiir die
erste Jahreshilfte 2018 scheint das Bf] insoweit ebenfalls die Rechtsauffas-
sung zu vertreten, dass jedenfalls dann alle Beschwerden tber rechtswidrige
Inhalte zu erfassen und unabhingig vom Meldeweg im Bericht aufzufiih-
ren sind, wenn die Abgrenzung zwischen den beiden Meldewegen fiir die
Nutzer*innen nicht hinreichend transparent und eindeutig ist.??> Face-
book hatte mit dem sog. Flagging-Meldeweg fir Beschwerden nach Ge-
meinschaftsstandards und einem sogenannten NetzDG-Meldeformular
zwei getrennte Meldewege fiir Beschwerden eingerichtet. Nutzer*innen,
die eine Beschwerde iber einen strafbaren Inhalt im Sinne des Netz-
DG einreichen wollten, wurden jedoch nach Auffassung des Bf] faktisch
auf den Flagging-Meldeweg gelenkt, da das Nebeneinander von Flagging-
Meldeweg und NetzDG-Formular bei Facebook nicht ausreichend transpa-
rent und das NetzDG-Formular zu versteckt gewesen sei.??? Das Bf] geht
davon aus, dass die Anzahl der iber den weithin bekannten Flagging-Mel-
deweg ecingegangenen Beschwerden fiir die Meldepflicht beachtlich und
die Darstellung im veroffentlichten Bericht insofern unvollstindig ist.
Wenn Netzwerkanbieter mehrere Meldewege vorhalten, mussten diese fiir
die Nutzer*innen transparent und eindeutig sein und dortige Einginge
grundsitzlich im Transparenzbericht abgebildet werden.?24

222 Pressemitteilung des Bf] vom 03.07.2019.
223 Pressemitteilung des Bf] vom 03.07.2019.
224 Pressemitteilung des Bf] vom 03.07.2019.

107

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Teil 3: Evaluation der einzelnen Regelungen des NetzDG

a) Anzahl sowie Aufschliisselung nach Beschwerdegrund

Betrachtet man die veréffentlichten Transparenzberichte, so enthalten auf
den ersten Blick alle Berichte gleichermaflen Angaben tber die Anzahl der
eingegangenen Beschwerden sowie eine entsprechende Aufschlisselung
nach Beschwerdegrund und Beschwerdefithrer (Nutzer*innen/Beschwer-
destelle). Der zweite Blick offenbart dann jedoch im Detail eine grofle Va-
riationsbreite in der Interpretation der Meldepflicht; der Gesetzeswortlaut
ist hier uneindeutig. Im Zentrum steht hier die Frage, ob die Zahl der Be-
schwerdemeldungen oder die Zahl der zu prifenden Inhalte mageblich
ist. Wahrend §2 Abs. 2 Nr. 3 NetzDG mit der Formulierung ,eingegange-
ne Beschwerden® durchaus ein formales Beschwerdeverstindnis zulésst,
welches an den einzelnen Beschwerdevorgang und nicht an die Anzahl der
innerhalb eines Beschwerdevorgangs gerigten Inhalte ankntpft, spricht
die zugleich angeordnete Aufschliisselungsverpflichtung nach dem Be-
schwerdegrund eher fiir ein Verstindnis, welches die Anzahl der Be-
schwerden mit der Anzahl der gertigten Inhalte gleichsetzt. Der hierdurch
eroffnete Interpretationsspielraum wirkt sich nicht nur auf die Vergleich-
barkeit der Zahlen zwischen den einzelnen Netzwerksanbietern negativ
aus, sondern beeintrichtigt bisweilen auch die Transparenz der Angaben
innerhalb einzelner Transparenzberichte.

Zwei Netzwerkanbieter?” geben als Beschwerdezahl die absolute An-
zahl der Gber das NetzDG-Meldeformular tbermittelten Beschwerden an,
berticksichtigen dabei jedoch nicht, ob in einer Beschwerde mehrere Inhal-
te gerigt werden. Bei der Aufschlisselung nach dem Beschwerdegrund
wird dann zwar dem Umstand Rechnung getragen, dass von Nutzer*innen
in einer Beschwerde mehrere Rechtsverstoffe geriigt werden konnen, je-
doch bleibt auch hier offen, inwieweit sich der durch die Beriicksichtigung
von mehreren Beschwerdegriinden ergebende Uberschuss gegeniiber der
formellen Gesamtzahl an Beschwerdeeingingen allein aus der multiplen
Rechtswidrigkeit eznes Inhalts oder der gleichzeitigen Ruge mebrerer Inhal-
te ergibt. Die Anzahl der von Nutzer*innen innerhalb eines Berichtszeit-
raums als rechtswidrig 1.5.d. §1 Abs.3 NetzDG gertigten Inhalte lassen
sich den in Tabellenform hervorgehobenen Angaben zur Anzahl der Netz-
DG-Beschwerden damit gerade nicht entnehmen. Lediglich im Flieftext
wird beildufig auch die tatsichliche Anzahl der als rechtwidrig geriigten
Inhalte erwahnt, die jeweils erheblich tber der Gesamtzahl der genannten
Beschwerden lag. So wurde beispielsweise im letzten Transparenzbericht

225 Facebook, Twitter.
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eines dieser Netzwerkanbieter die Gesamtzahl der eingegangenen Be-
schwerden mit 647 beziffert, wihrend sich die durch die Nutzer*innen
mittels einer NetzDG-Beschwerde markierten rechtswidrigen Inhalte nach
eigenen Angaben auf 1050 Inhalte belief.?2¢ Bei beiden Netzwerkanbietern
fillt zudem auf, dass die Anzahl der gemeldeten Beschwerden signifikant
hinter den Beschwerdezahlen der anderen Netzwerkanbieter mit vergleich-
barem Nutzeraufkommen zuriickbleibt. Dies fihrt zu der Vermutung,
dass durch die ausgestaltungsbezogene Privilegierung des Beschwerdewe-
ges hinsichtlich eines VerstofSes gegen Gemeinschaftsstandards ein Teil des
Beschwerdeaufkommens hinsichtlich rechtswidriger Inhalte i.S.d. §1
Abs. 3 NetzDG auf diesen Beschwerdeweg zumindest faktisch umgeleitet
wird. Soweit die Netzwerkanbieter sich dann aber darauf beschranken, das
Beschwerdeaufkommen nach ihrem NetzDG-Formular anzugeben, lasst
sich den Berichten kein addquates Bild tiber das tatsichliche Beschwerde-
aufkommen im Hinblick auf rechtswidrige Inhalte im Sinne des § 1 Abs. 3
NetzDG entnehmen.

Ein anders gelagertes Transparenz- bzw. Vergleichbarkeitsproblem hin-
sichtlich des Berichtsinhalts des §2 Abs. 2 Nr. 3 NetzDG, das aber gleich-
falls auf die Riickkopplungseffekte zwischen der Ausgestaltung des Be-
schwerdeverfahrens und der Erfilllung der Berichtspflichten verweist, stellt
sich hinsichtlich der geforderten Aufschliisselung nach dem Beschwerde-
grund. Die Unbestimmtheit, in welchem Ausmaf sich aus dem NetzDG
bei der Ausgestaltung des Beschwerdemanagements objektive Prifpflich-
ten herleiten lassen, die nicht an eine subjektive Darlegung der Nutzer*in-
nen ankniipfen, spiegelt sich im Kontext des §2 Abs.2 Nr.3 NetzDG in
der Frage, inwieweit sich die Berichtspflicht auf den von Nutzer*innen
subjektiv vorgebrachten Beschwerdegrund oder eine objektivierte Einord-
nung des Beschwerdeanliegens bezieht. So melden zwei Netzwerkanbieter
als Beschwerdezahlen zwar nicht allein die formalen Beschwerdeeinginge
nach ihrem NetzDG-Beschwerdeweg, sondern die tatsichliche Anzahl der
hierdurch insgesamt als rechtswidrig gemeldeten Inhalte.??” Allerdings er-
folgt hier die Aufschlisselung nach dem Beschwerdegrund im Transpa-
renzbericht nicht nach den einzelnen Straftatbestinden, sondern nach gro-
beren Kategorien wie zum Beispiel ,,Hassrede oder politischer Extremis-
mus“ / ,Terrorismus oder verfassungswidrige Inhalte” / ,Personlichkeits-
rechtsverletzung oder Beleidigung® / ,,Privatsphire” / ,Gewalt® etc. Hierin
spiegelt sich das im Kontext der Ausgestaltung des Beschwerdeverfahrens

226 Facebook.
227 Google+, YouTube.
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grundsitzlich begriflenswerte Anliegen wider, den Nutzer*innen eine ver-
einfachte Meldung ohne schwierige Subsumtion unter einzelne Tatbestin-
de zu ermoglichen. Folgt man aber dem Grundansatz, im Kontext des §2
Abs. 2 Nr. 3 NetzDG auf die subjektive Perspektive der Beschwerdefiithrer
abzustellen, um moglichst alle erhobenen Beschwerden als Eingangsdaten
zu erfassen, und entlastet man zugleich die Nutzer*innen von der Oblie-
genheit, eine zumindest formale Zuordnung des gerigten Inhaltes zu
einem bestimmten Tatbestand zu erklaren, stellt sich mit Blick auf die Be-
richtspflicht des §2 Abs.2 Nr.3 NetzDG die Frage, ob man dem Netz-
werkanbieter tatsichlich eine eigenstindige vorlaufige Vorkategorisie-
rungspflicht auferlegen mochte, damit normspezifischere Angaben tiber
die jeweilig erhobene Anzahl an Beschwerden in den Transparenzberich-
ten abgerufen werden kénnen. Die Folge hiervon ware dann aber, dass der
Netzwerkanbieter, der einen fir die Nutzer*innen niedrigschwelligeren
Beschwerdeweg ausgestaltet, hierdurch fiir sich zusitzlich Vorkategorisie-
rungslasten generieren wiirde, die ihren Zweck allein in der Erfallung der
Berichtspflicht des § 2 Abs. 2 Nr. 3 NetzDG finden wiirden, was einen er-
heblichen negativen Anreiz fir ein eigentlich erwiinschtes Verhalten dar-
stellen durfte. Deutlich wird hieran, dass der Gesetzeszweck der Einrich-
tung eines niedrigschwelligen Beschwerdeweges und effizienten Beschwer-
demanagements sich nicht immer spannungsfrei zu dem mit der Berichts-
pflicht zumindest mitanvisierten Informationsziel iber den Verbreitungs-
grad rechtswidriger Inhalte in Netzwerken und ihren Umgang mit ihnen
verwirklichen lasst. Soweit man dieses Spannungsverhaltnis zugunsten des
Ziels eines effektiven und niedrigschwelligen Beschwerdeverfahrens auflo-
sen will, bietet sich eine weite Auslegung der Berichtspflicht tiber den ,Be-
schwerdegrund® an. Dieser wiirde dann nicht zwingend eine Aufschlisse-
lung nach den Straftatbestinden, sondern lediglich nach groben Kategori-
en verlangen. Der Gesetzgeber sollte eine entsprechende Klarstellung in
Erwigung zichen.

Zwei Netzwerkanbieter melden schliefSlich als Anzahl der eingegange-
nen Beschwerden alle mit spezifischem Verweis auf das NetzDG gertigten
Inhalte und schlasseln diese auch nach den einzelnen Tatbestinden des § 1
Abs. 3 NetzDG auf. Im Falle eines weiteren Netzwerkanbieters lasst sich
dem Bericht nicht entnehmen, ob sich die Anzahl auf die jeweils einzeln
eingegangenen Beschwerden iber das NetzDG-Meldeformular oder auf
die in diesen Beschwerden gertigten Inhalte bezicht.

Nur ein Netzwerkanbieter gab in seinem Transparenzbericht explizit an,
dass eine Klassifizierung zwar in erster Linie iber die in dem Beschwerde-
formular durch die Beschwerdefiihrer*innen ausgewahlte Kategorien erfol-
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ge, dass jedoch auch jede eingehende Beschwerde durch ein Team gesich-
tet und gegebenenfalls dem Beschwerdegegenstand entsprechend korrekt
eingeordnet werde, um fehlerhafte Einordnungen durch Nutzer*innen zu
korrigieren.??

b) Aufschlisselung zwischen Nutzer*innen und Beschwerdestellen

Alle Transparenzberichte nehmen eine Aufschliisselung der Beschwerden
nach Nutzer*innen und Beschwerdestellen vor. Nicht alle Netzwerkanbie-
ter Gberprifen jedoch, ob die Beschwerden auch tatsichlich von Beschwer-
destellen abgegeben werden. Erfasst werden dann auch Fille, in denen
Nutzer*innen sich als Beschwerdestelle ausgeben, etwa um eine (vermeint-
lich) hohere Prioritit oder Prifungsintensitit auf Seiten des Netzwerkan-
bieters zu erreichen. Ein gesteigerter Informationswert liee sich der Be-
richtspflicht daher insoweit nur entnehmen, wenn man im Kontext des
Anforderungsprogramms an die Ausgestaltung des Beschwerdemanage-
ments den Netzwerkanbietern eine Pflicht auferlegen wiirde, durch ent-
sprechende Verifizierungen dafiir Sorge zu tragen, dass Beschwerden von
Beschwerdestellen auch nur von solchen eingelegt werden konnen. Ob
sich eine solche Pflicht dem NetzDG in seiner jetzigen Form entnehmen
lasst, muss zumindest als offen bezeichnet werden. Auch hier empfiehlt
sich eine Klarstellung durch den Gesetzgeber.

4. Berichtsinhalte beztiglich des Priifpersonals (§ 2 Abs. 2 Nr. 4 NetzDG)

Nach Auffassung des Gesetzgebers ist fur eine hinreichend effektive Be-
schwerdebearbeitung ,ein qualifiziertes Bearbeitungsteam unerlésslich“.22?
Daher verpflichtet § 2 Abs. 2 Nr. 4 NetzDG die Anbieter, tiber die Organi-
sation, personelle Ausstattung sowie fachliche und sprachliche Kompetenz
der fir die Bearbeitung von Beschwerden zustindigen Arbeitseinheiten in
ihrem Transparenzbericht Rechenschaft zu geben. Die Berichte mussen
dementsprechend Informationen tber die organisatorische Strukturie-
rung, die Anzahl der Arbeitseinheiten sowie deren durch Bildungsab-
schliisse oder sonstige Schulungszertifikate nachweisbare Fach- und
Sprachkompetenz enthalten. Um ein transparentes und somit nachvoll-

228 Change.org, Transparenzbericht 1/2019, S. 6.
229 BT-Drucks. 18/12356, S. 21.
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ziehbares Beschwerdeverfahren zu gewiahrleisten, sind nach §2 Abs.2
Nr. 4 NetzDG alle internen und externen Arbeitseinheiten, die Beschwer-
den bearbeiten, vollstindig zu benennen.?3® Der Gesetzgeber wollte auf
diese Weise sicherstellen, dass auch ,die Anforderungen an die Qualifika-
tionen externer Arbeitseinheiten erfillt werden“.23! Neben der Qualifikati-
on ging es dem Gesetzgeber bei der Verpflichtung zu Schulung und Be-
treuung zugleich auch um den Schutz der Mitarbeiter*innen in Anbe-
tracht der ,hohen physischen Belastungen® und den ,stindig neuen He-
rausforderungen®.22Auch insoweit dient die Berichtspflicht der Uberprif-
barkeit der Umsetzung des materiellen Anforderungsprogramms.

a) Organisation und Personalausstattung

Die Transparenzberichte ergeben hier ein heterogenes Bild. Der Detaillie-
rungsgrad der Schilderungen tber die Organisation und die Personalzu-
sammensetzung der Beschwerdeteams schwankt zwischen den einzelnen
Netzwerkanbietern erheblich. Wahrend sich bei mehreren Netzwerkanbie-
tern eine deutliche Verbesserung des Berichts zwischen der ersten und
dritten Berichtsrunde feststellen lasst, die sich in einer entsprechenden
Steigerung der Informationsdichte widerspiegelt, dirften auch die in der
dritten Berichtsrunde im Juli 2019 veroffentlichen Transparenzberichte
nach wie vor nicht alle den sich aus §2 Abs. 2 Nr. 4 NetzDG ergebenden
Anforderungen vollumfanglich gentgen. So lassen sich in zwei Fallen den
Transparenzberichten schon keine hinreichend spezifischen Angaben tGber
die genaue personelle Ausstattung und Zusammensetzung der Beschwer-
deteams oder tber die fachliche Qualifikation der beteiligten Personen
entnehmen.?® Eine der gesetzgeberischen Vorstellung entsprechende Ein-
schatzung der Qualitit des Beschwerdemanagements lasst sich hier man-
gels hinreichend konkreter Angaben schon im Ansatz nicht treffen.

Die Mehrzahl der Transparenzberichte vermittelt jedoch zumindest in
den Grundzigen, teilweise auch dariiber hinaus, einen konkreten Ein-
druck von der Organisation, der Anzahl sowie den Bildungsabschliissen
und sprachlichen Kompetenzen des mit der Priifung beauftragten Perso-
nals sowie seiner Fortbildung und Schulung. Soweit die Netzwerkanbieter

230 BT-Drucks. 18/12356, S. 21.
231 BT-Drucks. 18/12356, S. 21.
232 BT-Drucks. 18/12356, S. 21.
233 Twitter, Reddit.
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auf ein gestuftes Prafungsverfahren zurtickgreifen, bei denen eingehende
Beschwerden erst an den Gemeinschaftsstandards gemessen werden, spie-
gelt sich dies in der Organisationsstruktur bisweilen in der gestuften Ab-
folge unterschiedlicher Beschwerdeteams wider (vgl. zu den Problemen
Teil 3 A. IL.). Soweit insbesondere die groffen Netzwerkanbieter fir die
Prifung von NetzDG-Beschwerden eigenstindige Prifungsteams bilden,
nehmen sie hierbei in weitem Umfang externe Dienstleister in Anspruch.
Zwei Netzwerkanbieter geben an, bei der Prifung der NetzDG-Beschwer-
den vollstindig auf das Priifteam eines externen Dienstleisters zuriickzu-
greifen.?3* Ein Netzwerkanbieter liefert in seinem Bericht keine Angaben
iber das genaue Verhaltnis zwischen internem und externem Prifperso-
nal.?%5 Hinsichtlich der Anzahl der mit NetzDG-Beschwerden befassten
Personen wird in den Berichten regelmifiig betont, dass die Anzahl flexi-
bel zum tatsichlichen Beschwerdeaufkommen gehalten wird, sodass bei
geringem Beschwerdeaufkommen nur ein kleiner Teil der genannten Mit-
arbeiter*innenanzahl tatsachlich zum Einsatz komme.

b) Schulungen

In allen Transparenzberichten wird von eigenstindigen Schulungen der
mit NetzDG-Beschwerden befassten Mitarbeiter*innen berichtet, unabhan-
gig davon, ob eigenstindige NetzDG-Beschwerdeteams gebildet werden
oder die Prifung in erster Linie den Mitarbeiter*innen eines allgemeinen
Beschwerdeteams tiberlassen bleibt. Die Schulungen erfolgen nach Angabe
in den Berichten dabei teils durch unternehmensinterne Jurist*innen, teils
unter Rickgriff auf externe Rechtsanwilt*innen, Rechtsprofessor*innen
oder Berater*innen. Drei Netzwerkanbieter berichten zudem tber ihre in-
ternen Qualitdtssicherungsprozesse.23¢ Dabei geben zwei Anbieter an, dass
im dritten Berichtszeitraum abhingig vom Volumen der Beschwerdeein-
ginge im Schnitt 30% bzw. 70% der gepriiften Inhalte erneut tberprift
wurden, um zu gewahrleisten, dass das NetzDG-Team wie vorgesehen
funktioniere. Wihrend sich einem Teil der Berichte durchaus konkrete
Angaben tber Schulungsintervalle, Aufbereitung des Lehrmaterials (z.B.
straftatspezifische Kriterienkataloge, die von einer externen Kanzlei erstellt
wurden) und Lehrpersonal entnehmen lassen, beschrianken sich auch hier

234 Google+, YouTube.
235 Twitter.
236 Google+, Twitter, YouTube.
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ein grofSer Teil der Berichte allein auf abstrakt bleibende Aussagen mit ge-
ringem Informationswert.

c) Betreuungsangebote

Nahezu alle Berichte aus der letzten Berichtsrunde enthalten Angaben zu
psychologischen Betreuungs- und Beratungsangeboten fiir Mitarbeiter*in-
nen, die mit der Bewertung von NetzDG-Beschwerden beauftragt sind. Ein
Bericht erschopft sich jedoch in der pauschalen Aussage, dass Mitarbei-
ter*innen ,Zugang zu Ressourcen hinsichtlich ihrer Gesundheit und
ihrem Wohlergehen“ haben.?*” Soweit die Berichte konkretere Angaben
enthalten, variiert die Bandbreite des Angebots auch in Abhéngigkeit zur
Grofe des jeweiligen Netzwerkanbieters. Regelmifiig verweisen die Be-
richte beispielsweise auf unternehmensseitige Angebote in Form von psy-
chologischer Unterstiitzung durch entsprechend ausgebildete Thera-
peut®innen, auf Gruppen- und Einzeltherapiesitzungen, Gruppencoaching
und Beratungen tiber Support-Hotlines. In einem Fall wird von der Bereit-
stellung entsprechender Handy-Apps berichtet, die den Teams Zugang zu
Experten, Coaches und Tools fiir das emotionale Wohlbefinden geben sol-
len und das sonstige psychologische Beratungsangebot erginzen. Wie
hoch- bzw. niedrigschwellig die Angebote jedoch ausgestaltet sind und ob
sie tatsachlich geeignet sind, den vom Gesetzgeber erwarteten hohen Belas-
tungen des Beschwerdeprifungspersonals gerecht zu werden, lasst sich auf-
grund des hohen Abstraktionsgrades der Angaben regelmifig nicht beur-
teilen.

5. Mitgliedschaft in Branchenverbinden (§ 2 Abs. 2 Nr. § NetzDG)

Nach §2 Abs.2 Nr.5 NetzDG miissen die Diensteanbieter in ihrem Be-
richt darlegen, ob sie Mitglied in einem Branchenverband sind und ob die-
ser Branchenverband eine Beschwerdestelle fiir Meldungen von Hasskrimi-
nalitit und anderen strafbaren Inhalten in sozialen Netzwerken vorsieht.
Ist eine Beschwerdestelle vorhanden, soll dieser Umstand nach der Ent-
wurfsbegrindung im Falle einer Bufigeldbewehrung strafmildernd be-
rucksichtigt werden konnen.?38

237 Twitter.
238 BT-Drucks. 18/12356, S. 21.
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Von den insgesamt acht Netzwerkanbietern, die bisher fir mindestens
einen Berichtszeitraum einen Transparenzbericht abgegeben haben, sind
nach eigenen Angaben??® drei Netzwerkanbieter in keinem Branchenver-
band Mitglied.?*® Fiir die tibrigen fiinf Anbieter gilt nach den Aussagen in
den Transparenzberichten: Vier Netzwerkanbieter sind im Branchenver-
band ,Eco - Verband der Internetwirtschaft e.V.“ vertreten, bei dem eine
interne Beschwerdestelle existiert.24! Vier Netzwerkanbieter sind im Bran-
chenverband ,Bitkom — Bundesverband Informationswirtschaft, Telekom-
munikation und neue Medien e.V.“ vertreten, in dem keine interne Be-
schwerdestelle existiert.242 Zwei Netzwerkanbieter sind im Branchenver-
band ,BVDW - Bundesverband Digitale Wirtschaft e.V.“ vertreten, bei
dem keine interne Beschwerdestelle existiert.?> Dartiber hinaus bestehen
nach eigenen Angaben von finf Netzwerkanbietern Mitgliedschafts- bzw.
Kooperationsbeziechungen zu ,Freiwillige Selbstkontrolle Multimedia-
Diensteanbieter e.V.“,244 von vier Netzwerkanbietern zu ,,Deutschland si-
cher im Netz e.V.“?%, sowie von zwei Netzwerkanbietern zu ,Jugend-
schutz.net“ 246

6. Konsultation externer Stellen (§ 2 Abs. 2 Nr. 6 NetzDG)

Die Transparenzberichte missen nach §2 Abs.2 Nr. 6 NetzDG auch die
Anzahl der Beschwerden angeben, bei denen eine externe Stelle konsul-
tiert wurde, um die Entscheidung vorzubereiten. Soweit dies nach Auffas-
sung des Gesetzgebers dazu dienen soll, ein ,aussagekriftiges Gesamtbild“
auch hinsichtlich der Anzahl der Beschwerden zu generieren, bei denen
»die internen Ressourcen der Anbieter” aus Griinden des Umfangs oder
der Komplexitit der Beschwerde ,,nicht ausreichend sind®, ist der Gesetzes-
wortlaut in der Tendenz Gberschieffend.?#” Denn die Berichtspflicht erfasst
in ihrer jetzigen Fassung auch die Konsultationen externer Stellen, die

239 Bei der nachfolgenden Aufstellung sind Mehrfachmitgliedschaften bertcksich-
tigt.

240 Change.org, Reddit, SoundCloud.

241 Facebook; Google+, Twitter, YouTube.

242 Facebook, Google+, Twitter, YouTube.

243 Facebook, Twitter.

244 Google+, Facebook, Instagram, Twitter, YouTube.

245 Google+, Facebook, Instagram, YouTube.

246 Instagram, Twitter.

247 BT-Drucks. 18/12356, S. 21.
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nicht auf eine fehlende Ressourcenausstattung, sondern auf andere Motiv-
lagen der Netzwerkanbieter zurtckzufithren sind.?*® Die tiberschiefende
Tendenz ist dem tbergeordneten Gesetzeszweck einer erhohten Transpa-
renz im Umgang mit Beschwerden jedoch férderlich und insoweit unpro-
blematisch. Allerdings lassen sich aufgrund der tiberschiefenden Formu-
lierung Riickschlisse auf die interne Ressourcenausstattung der Netzwerk-
anbieter aus den Angaben nach §2 Abs.2 Nr. 6 NetzDG nur bedingt zie-
hen. Klar umfasst sind von dem Begriff ,externe Stellen® aufgrund des Ge-
setzeszweckes in jedem Fall externe Anwaltskanzleien.

Drei Netzwerkanbieter geben an, bisher in keinem Fall externe Berater
eingeschaltet zu haben.?# Die tbrigen Netzwerkanbieter geben in ihren
Berichten an, in schwierigen Fillen auf den Rat externer deutscher An-
waltskanzleien zurtckzugreifen und nennen jeweils die Zahl der Fille, in
denen eine Konsultation zur Vorbereitung der Entscheidung im Berichts-
zeitraum erfolgte. Die Fallzahlen verbleiben hierbei durchgehend im nied-
rigen zweistelligen Bereich und bilden nur einen sehr geringen Anteil am
jeweiligen Gesamtbeschwerdeaufkommen der Netzwerkanbieter.

7. Anzahl der Beschwerden, die im Berichtszeitraum zur Loschung oder
Sperrung des beanstandeten Inhalts fihrten (§ 2 Abs. 2 Nr. 7 NetzDG)

Durch §2 Abs.2 Nr.7 NetzDG werden die Netzwerkanbieter dazu ver-
pflichtet, die Anzahl der Beschwerden auszuweisen, die im Berichtszeit-
raum zur Ldschung oder Sperrung des beanstandeten Inhalts geftihrt ha-
ben. Dabei haben sie die Anzahl nach dem Beschwerdegrund aufzuschliis-
seln sowie danach, ob die Beschwerden von Beschwerdestellen oder von
Nutzer*innen eingereicht wurden. Unklar bleibt aufgrund des Gesetzes-
wortlautes jedoch, ob die Aufschlisselung nach dem Beschwerdegrund
ebenfalls eine Aufschliisselung nach den unterschiedlichen Beschwerde-
fiuhrer*innen beinhalten muss oder nicht.

Zudem missen die Netzwerkanbieter in ihren Berichten angeben, wie
oft im Falle der Loschung bzw. Sperrung ein Fall des § 3 Abs. 2 Nr. 3 lit.a
NetzDG vorlag?® und ob in diesem Fall eine Weiterleitung an den*die

248 In diesem Sinne auch Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §2 Net-
zDG Rn. 24.

249 Change.org, Reddit, SoundCloud.

250 Nach §3 Abs.2 Nr. 3 lit. a NetzDG kann die Regelldschfrist von sieben Tagen
tberschritten werden, wenn die Entscheidung tber die Rechtswidrigkeit des In-
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Nutzer*in erfolgt ist. Schlieflich muss der Bericht Angaben dartiber ent-
halten, in wie vielen Fillen mit Losch- bzw. Sperrfolgen eine Ubertragung
an eine anerkannte Einrichtung der Regulierten Selbstregulierung nach § 3
Abs. 2 Nr. 3 lit. b NetzDG erfolgt ist.

a) Anzahl der zur Loschung/Sperrung fiihrenden Beschwerden,
aufgeschlisselt nach Beschwerdegrund

Alle Transparenzberichte enthalten in Tabellenform nach dem Beschwer-
degrund aufgeschlisselte Angaben tber die Anzahl der Beschwerden, die
zur Loschung oder Sperrung von Inhalten gefithrt haben. Wie bereits im
Kontext der Meldung tiber die Anzahl an eingehenden Beschwerden, wir-
ken sich jedoch auch hier die unterschiedliche Interpretation des Be-
schwerdebegriffs bzw. die Folgen von Kategorisierungsentscheidungen der
Netzwerkanbieter im Rahmen der Ausgestaltung des Beschwerdeverfah-
rens einschrinkend auf deren Vergleichbarkeit aus.

Jedenfalls vier Netzwerkanbieter?s! legen auch im Rahmen der Angaben
des §2 Abs. 3 Nr.7 und 8 NetzDG ausdriicklich die von den Beschwerde-
fihrer*innen selbst genannten Beschwerdegriinde zugrunde und nicht die
Maf3stibe bzw. Tatbestinde, nach denen der Inhalt letztlich als rechtswid-
rig eigestuft und geléscht wurde. Im Hintergrund konnte hier neben einer
entsprechenden Offenheit des Wortlauts wohl auch die Erwidgung stehen,
dass nur auf diese Weise bei der Loschung anhand von Gemeinschaftsstan-
dards nicht noch eine rechtliche Subsumtion anhand der Tatbestinde des
§1 Abs. 3 NetzDG durchzufiihren ist. Dies wire jedoch eine notwendige
Voraussetzung, wenn man im Kontext des § 2 Abs. 3 Nr. 7 NetzDG die Be-
richtspflicht dahingehend deuten wiirde, dass mit dem ,Beschwerde-
grund® der objektive Beanstandungsgrund zu verstehen sei. Die Netzwerk-
anbieter kdnnen sich hier in der Tat auch auf den Wortlaut der Norm stiit-
zen, der auf den ,Beschwerde-“ und nicht auf den ,Losch- bzw. Sperr-
grund® abstellt und diesbeziiglich dem § 2 Abs. 2 Nr. 3 NetzDG entspricht.
Die Folge ist dann jedoch, dass etwa eine Beschwerde wegen Volksverhet-
zung selbst dann unter der Kategorie ,Volksverhetzung® zu einem Losch-

halts von der Unwahrheit einer Tatsachenbehauptung oder erkennbar von an-
deren tatsichlichen Umstinden abhingt. In diesem Fall kann dem Nutzer vor
der Entscheidung Gelegenheit zur Stellungnahme zu der Beschwerde geben
werden.

251 Vgl. Facebook, Google+, Instagram, YouTube.
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eintrag fihrte, wenn der Inhalt im Ergebnis vom Netzwerkanbieter zwar
nicht als Volksverhetzung, wohl aber als ,,Beleidigung® eingestuft und ge-
loscht wiirde. Objektive Schlussfolgerungen zur Verbreitung bestimmter
Straftaten lassen sich dann aus Angaben in den Transparenzberichten nur
sehr bedingt entnehmen.

b) Aufschlisselung nach Beschwerdefithrer*innen

Alle Transparenzberichte enthalten eine Aufschlisselung nach Nutzer*in-
nen/Beschwerdestellen. Regelmifig erfolgt die Aufschliisselung insoweit
nicht allein hinsichtlich der Anzahl, sondern auch hinsichtlich des Grun-
des der Loschung. Auch hier gilt es bei der Auswertung der Transparenz-
berichte jedoch in Rechnung zu stellen, dass nicht alle Netzwerkanbieter
ihre Meldewege so ausgestalten, dass die Beschwerdestelleneigenschaft je-
weils stets sicher verifiziert wird. Der Aussagegehalt ist in diesen Fallen be-
grenzt. Zwei Netzwerkanbieter weisen jedoch auch eigens das Verhiltnis
zwischen gemeldeten und entfernten Inhalten von verifizierten Beschwer-
destellen aus.?s?

c) Fall des § 3 Abs. 2 Nr. 3 lit. a NetzDG sowie Stellungnahmeangebot an
Nutzer*innen

Alle Netzwerkanbieter veroffentlichen in ihren Berichten Zahlen dartber,
wie oft im Falle einer Loschung/Sperrung ein Fall vorlag, in welchem die
Entscheidung uber die Rechtswidrigkeit eines Inhalts von der Unwahrheit
der Tatsachenbehauptung oder erkennbar von anderen tatsichlichen Um-
standen abhing (§ 3 Abs. 2 Nr. 3 lit. a NetzDG). Im Falle zweier Netzwerk-
anbieter wird jedoch aufgrund der entsprechenden Formulierung im
Transparenzbericht nicht hinreichend klar, ob tatsichlich alle Falle des § 3
Abs. 2 Nr. 3 lit. a NetzDG angegeben wurden, oder nur die, bei denen Nut-
zer*innen zusitzlich die Moglichkeit zur Stellungnahme gegeben wur-
de 253

252 Vgl. YouTube, Transparenzbericht 1/2019, S.6; Google+, Transparenzbericht
1/2019, S. 3.

253 Vgl. Change.org, Transparenzbericht 1/2019, S.12; Facebook,Transparenzbe-
richt 1/2019, S. 11.
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Alle Netzwerkanbieter geben zudem an, in wie vielen Fallen den Nut-
zer*innen vor der Entscheidung Gelegenheit zur Stellungnahme gegeben
wurde. Dabei geben jedoch lediglich zwei Netzwerkanbieter an, in drei
bzw. in siebzehn Fillen des §3 Abs.2 Nr. 3 lit.a NetzDG Nutzer*innen
vor der Entscheidung Gelegenheit zur Stellungnahme gegeben zu haben.
Ein Netzwerkanbieter fithrt in seinem Bericht aus, dass er in den im Be-
richtszeitraum eingetretenen sechs Fallkonstellationen, die sich unter § 3
Abs. 2 Nr. 3 lit. a NetzDG subsumieren liefen, deshalb von der Moglich-
keit abgesehen habe, die Nutzer*innen zu Stellungnahme aufzufordern,
weil die Beschwerdefiithrer*innen ihrerseits auf klarende Nachfragen des
Netzwerkanbieters zuvor nicht reagiert hatten.?5

d) Ubertragung an anerkannte Einrichtung der Regulierten
Selbstregulierung

Alle Netzwerkanbieter geben in ihren Transparenzberichten an, bisher kei-
nen Fall an eine anerkannte Einrichtung der Regulierten Selbstregulierung
ubertragen zu haben (zu den Grinden unter B. V.).

e) Uberobligatorische Informationen durch einzelne Netzwerkanbieter

Die Transparenzberichte zweier Netzwerkanbieter enthalten zusitzlich
eine informative Gegeniiberstellung der Inhalte, die nach einer NetzDG-
Beschwerde aufgrund eines Verstoffes gegen die Gemeinschaftsrichtlinien
weltweit entfernt wurden, und der Inhalte, die nur lokal aufgrund des
NetzDG gesperrt wurden.?>’ In Anbetracht der groffen Bedeutung, die den
Beurteilungsmafstiben nach Gemeinschaftsstandards von den Netzwerk-
anbietern auch im Kontext des Beschwerdemanagements nach NetzDG zu-
gemessen wird, wire es aufschlussreich, entsprechende Informationen
auch von den anderen Netzwerkanbietern zu erhalten. Der Gesetzgeber
sollte daher erwégen, ob er den der Katalog der Berichtspflichten nicht fiir
alle Anbieter um diese Angabe erweitern mochte.

254 Vgl. Reddit, Transparenzbericht 1/2019, S. 8.
255 Vgl. YouTube, Transparenzbericht 1/2019, S. 10; Google+, Transparenzbericht
1/2019, S. 9.
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8. Zeit zwischen Beschwerdeeingang und Loschung/Sperrung des
rechtswidrigen Inhalts (§ 2 Abs. 2 Nr. 8 NetzDG)

Um tberpriifen zu koénnen, ob die in § 3 Abs. 2 Nr. 2 und 3 NetzDG vorge-
gebenen Regelbearbeitungszeiten eingehalten werden, verpflichtet §2
Abs. 2 Nr. 8 NetzDG die Netzwerkanbieter dazu, in ihren Berichten auch
die Bearbeitungszeit zwischen Beschwerdeeingang und Loéschung oder
Sperrung des rechtswidrigen Inhalts anzugeben. Auch hier hat die Angabe
aufgeschlisselt nach Beschwerdegrund und nach Beschwerdefiihrer*innen
zu erfolgen. Dariiber hinaus ist die Bearbeitungszeit in Zeitspannen von
sinnerhalb von 24 Stunden®, ,innerhalb von 48 Stunden®, ,innerhalb
einer Woche® oder ,,zu einem spéteren Zeitpunkt“ anzugeben, um evaluie-
ren zu konnen, wie effizient die zustindigen Teams die Beschwerden bear-
beiten.%¢

Alle Transparenzberichte enthalten in Tabellenform Angaben tber die
Bearbeitungszeit zwischen Beschwerdeeingang und Loschung bzw. Sper-
rung von Inhalten, aufgeschlisselt nach Beschwerdefiihrer*innen sowie ge-
setzlich spezifiziertem Zeitfenster. Wie bereits im Kontext der Meldung
tber die Anzahl an eingehenden Beschwerden wirken sich jedoch auch
hier die unterschiedliche Interpretation des Beschwerdebegriffs — Zahlung
der formalen Beschwerden oder der darin gertigten Inhalte — bzw. die Fol-
gen von Kategorisierungsentscheidungen der Netzwerkanbieter im Rah-
men der Ausgestaltung des Beschwerdeverfahrens allerdings in entspre-
chender Weise einschrinkend auf die Vergleichbarkeit der gemachten An-
gaben aus. Ein Netzwerkanbieter?” fithrt in seinem Bericht tiber die An-
forderungen des NetzDG hinausgehend die zusatzliche Information auf,
ob es Fille gab, in denen gemif § 3 Abs. 2 Nr. 2 NetzDG mit der zustindi-
gen Strafverfolgungsbehorde ein lingerer Zeitraum fiir die Loschung eines
offensichtlich rechtswidrigen Inhalts vereinbart wurde.

9. Mafnahmen zur Unterrichtung der Beschwerdefiihrer und Nutzer (§ 2
Abs. 2 Nr. 9 NetzDG)

SchliefSlich muss der Bericht im ,Interesse der Transparenz, der Nachvoll-
ziehbarkeit und der Giite der Argumente fiir die Loschung oder Sperrung

256 BT-Drucks. 18/12356, S. 21.
257 Vgl. Change.org, Transparenzbericht 1/2019, S. 14.
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eines rechtswidrigen Inhalts“?® auch auf die Maffnahmen eingehen, die
der Netzwerkanbieter zur Unterrichtung der Beschwerdefiithrer*innen so-
wie der Nutzer*innen aber die Entscheidung der Beschwerde trifft. Die Be-
richtspflicht des § 2 Abs. 2 Nr. 9 NetzDG dient damit vor allem dem Nach-
vollzug, ob die Netzwerkanbieter ihrer Compliance-Verpflichtung aus § 3
Abs. 2 Nr. 5 NetzDG in ausreichendem Mafle Rechnung tragen. Trotz die-
ses klaren Gesetzeszwecks wird in der Literatur unter Verweis auf eine en-
ge Wortlautinterpretation (,Mafnabmen zur Unterrichtung®) die Auffas-
sung vertreten, dass die Berichtspflicht sich nur auf Darstellung der Unter-
richtungsmaflnahmen und nicht auf die Offenlegung der typischen Unter-
richtungsinhalte selbst beziehe.?” Die Netzwerkanbieter miissten in ihren
Berichten dann Informationen tber die gewdhlten Kommunikationswege
und Kommunikationszeitriume auffithren, nicht jedoch auf inhaltliche
Aspekte der Unterrichtungsmaffnahmen eingehen. Zwingend ist eine sol-
che den Gesetzeszweck weitgehend konterkarierende Interpretation je-
doch auch in Anbetracht des Wortlauts nicht.?6

Die Informationsdichte in den Transparenzberichten fallt auch in Bezug
auf die von den Netzwerkanbietern getroffenen Manahmen zur Unter-
richtung der Beschwerdefiihrer*innen und Nutzer*innen sehr unterschied-
lich aus. Auf der einen Seite enthalt die iberwiegende Anzahl der Berichte
zumindest eine rudimentire Darstellung der Kommunikationsmafinah-
men in den Grundzigen, aufgeschliisselt nach der jeweiligen Kommunika-
tion mit den Beschwerdefiithrer*innen bzw. den Nutzer*innen. In vier Fal-
len weisen sie zudem Screenshots bzw. textliche Beispiele von Kommuni-
kationsinhalten auf.?¢! Auf der anderen Seite lassen sich einigen Transpa-
renzberichten hingegen keinerlei konkrete Informationen entnehmen, die
tber die Tatsache, dass die Beschwerdefiithrer*innen von der Entscheidung
bzw. die Nutzer*innen im Falle der Loschung des Inhaltes informiert wer-
den, hinausgehen.?¢2

Soweit sich den Informationen in den Berichten ein Eindruck von der
Kommunikationspraxis entnehmen lasst, ergibt sich auch insoweit nur ein
wenig tiefenscharfes Bild. Die Beschwerdeftihrer*innen erhalten regelmi-
Big mit Eingang ihrer Beschwerde eine automatisch generierte Mitteilung

258 BT-Drucks. 18/12356, S. 21.

259 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 2 NetzDG Rn. 27.

260 Eingehender hierzu Eifert NJW 2017, S. 1450 (1452 ).

261 Vgl. Change.org, Reddit, Twitter, YouTube.

262 Vgl. Change.org, Transparenzbericht 1/2019, S. 6; SoundCloud, Transparenzbe-
richt 2/2018, S. 2.
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und ihre Beschwerde eine Referenznummer. Alle Netzwerkanbieter geben
an, die Beschwerdefiihrer*innen tber das Ergebnis der Prifung zu infor-
mieren und die Griinde fir eine Léschung/Nicht-Loschung des gertigten
Inhaltes anzugeben. Allerdings beschrinken sich die Netzwerkanbieter zur
Begrindung der getroffenen Maflnahme mehrheitlich auf den blolen Ver-
weis auf die abstrakten Gemeinschaftsstandards bzw. die jeweils sekundar
gepriiften Straftatbestinde des §1 Abs. 3 NetzDG. Die Poster*innen wer-
den hingegen regelmifig nur dann benachrichtigt, wenn ihr konkreter In-
halt gel6scht bzw. gesperrt wird. Hierbei fallt insbesondere auf, dass nicht
alle Netzwerkanbieter den Poster*innen im Falle einer Loschung seines In-
haltes aufgrund einer NetzDG-Beschwerde tiber den genauen Straftatbe-
stand informieren, welcher der Loschungsentscheidung zugrunde lag.263
Zur Begrindung der Entscheidung werden auch die Nutzer*innen zudem
regelmaflig mittels eine Links allein auf die abstrakten Gemeinschaftsstan-
dards bzw. die Rechtslage nach nationalem Recht verwiesen. Soweit an-
hand der Transparenzberichte erkennbar, enthalt die Benachrichtigung
des*der Nutzer*in von der Sperrung/Loschung des Inhaltes nur bei einem
Netzwerkanbieter einen ausdriicklichen Hinweis auf die Moglichkeit, Wi-

derspruch gegen die Entscheidung einzulegen, sowie einen entsprechen-
den Link.264

IV. Bewertung der Berichtspflicht durch befragte Netzwerkanbieter,
Berufsverbinde, sonstige Verbande, NGOs und Rechtsanwilt*innen

1. NGOs, Berufsverbinde und sonstige Verbinde

Die befragten Berufsverbinde, Verbinde und NGOs beurteilen den
Grundansatz, tber Berichtspflichten Transparenz tber das Losch- und Be-
schwerdemanagement herzustellen, ganz tiberwiegend als richtig und ziel-
fithrend. Das durch die bisherige Berichtspraxis bereits erreichte Maf§ an
Transparenz wird demgegeniiber im Allgemeinen deutlich skeptischer be-
urteilt, wobei diesbeziiglich jedoch bisweilen auch zwischen den Berichten
der einzelnen Netzwerkanbieter differenziert wird. Einhellig kritisiert wird
die fehlende Vergleichbarkeit zwischen den Transparenzberichten der
Netzwerkanbieter untereinander. Dabei wird unter anderem die differie-

263 Vgl. Reddit, Transparenzbericht 1/2019, S.6; Twitter, Transparenzbericht
1/2019, S. 20.
264 YouTube.
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rende und nicht immer niedrigschwellige Ausgestaltung der Meldewege
als Grund fiir die unterschiedlichen Beschwerdezahlen diagnostiziert. Da-
riber hinaus kritisieren mehrere Verbande, dass in den Transparenzberich-
ten Angaben tber die jeweiligen Entscheidungskriterien nur unzurei-
chend vorhanden seien. Vermisst wird in diesem Zusammenhang zum
Zwecke der Beurteilung der Auswirkungen des NetzDG insbesondere eine
Aufschlisselung dahingehend, welcher Anteil gemeldeter Inhalte nur
nach Gemeinschaftsstandards und welcher Anteil nach NetzDG geloscht
wird. Einzelne Verbdnde kritisieren zudem, dass die Angaben tber die
Schulung des fiir die Bearbeitung von Beschwerden zustindigen Personals
zu oberflachlich abgehandelt wiirden.

2. Rechtsanwilt*innen

Zurickhaltend stufen auch die befragten Rechtsanwilt*innen die Bedeu-
tung und Aussagekraft der bisherigen Transparenzberichte ein. Wahrend
ein Teil angab, auf die Transparenzberichte fiir ihre Arbeit bisher nicht zu-
rickgegriffen zu haben, wird die Bedeutung der Berichte fiir die Schaffung
von Transparenz auch hier von einem tiberwiegenden Teil der Befragten
zumindest im Grundsatz bejaht. Allerdings wird dabei regelméfig nur den
Transparenzberichten eines Teils der Netzwerkanbieter Aussagekraft zuge-
sprochen und die bisweilen nicht nachvollziehbare Aufbereitung und Ein-
teilung der Angaben in den Transparenzberichten anderer Netzwerkanbie-
ter beanstandet. Durchgehend wird zudem die fehlende Vergleichbarkeit
der Transparenzberichte zwischen den Netzwerkanbietern kritisiert. Der
Informationswert sei diesbeziiglich aufgrund der jeweils unterschiedlichen
Aufschlisselungen und Darstellungen der Netzwerkanbieter dufSerst be-
grenzt. Vereinzelt wird dariiber hinaus angeregt, die Aufschlisselung auch
nach dem Geschlecht der Betroffenen vorzusehen.

3. Netzwerkanbieter

Alle an der Evaluation teilnehmenden Netzwerkanbieter geben an, dass es
durch die Veroffentlichung eines Transparenzberichtes zu keiner messba-
ren Zunahme oder Abnahme von Beschwerden gekommen sei. Aus Sicht
der Netzwerkanbieter stellt der Inhalt der Transparenzberichte jedoch
auch weder einen wichtigen Gegenstand ihrer Kommunikation gegentiber
der Offentlichkeit dar, noch spielt er in der Kommunikation der Offent-
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lichkeit mit den Anbietern bisher eine entscheidende Rolle. Insgesamt
schitzen die Netzwerkanbieter die Folgen und Auswirkungen der Transpa-
renzberichte im Allgemeinen dann auch als gering ein. Zwar konnten die
Berichte dabei helfen, Vergleiche mit den vorherigen Halbjahren und an-
deren Plattformen zu ziehen. Jedoch sei gerade aufgrund der individuellen
Interpretationen der Anforderungen der Vergleich mit anderen Plattfor-
men anhand der Transparenzberichte nur schwer vergleichbar. Auch aus
der Gruppe der Netzwerkanbieter wird daher der Wunsch nach genaueren
Angaben durch den Gesetzgeber und stirkerer Kommunikation durch das
Bf] gedulert und die Veroffentlichung eines Leitfadens angeregt.

V. Abschliefende Bewertung und Verbesserungsanregungen

Die Evaluation der Erfallung der Berichtspflichten des § 2 NetzDG ergibt
ein gemischtes Bild. Wahrend einige Netzwerkanbieter sich erkennbar
darum bemiithen, den Berichtspflichten und Transparenzzielen des Netz-
DG durch entsprechend umfangreiche und konkrete Angaben hinrei-
chend Rechnung zu tragen und die gebotenen Informationen fiir die Of-
fentlichkeit bereitzustellen, scheint ein Teil der Netzwerkanbieter den Be-
richtspflichten des §2 NetzDG offensichtlich noch nicht den Stellenwert
einzurdumen, der ihnen als sanktionsbewerte Rechtspflicht zukommt.
Auch wenn sich als Tendenz festhalten lasst, dass sich die Transparenzbe-
richte einzelner Anbieter von der ersten bis zu dritten Berichtsrunde in
ihrem Informationsgehalt deutlich verbessert haben, so lieen sich auch in
der dritten Berichtsrunde noch mehrere Transparenzberichte identifizie-
ren, die bei ihren Ausfiihrungen bisweilen auf aussagelose Leerformeln zu-
rickgriffen und die durch §2 Abs.2 NetzDG eingeforderten Informatio-
nen nicht vollstindig enthielten.

Abgesehen hiervon wird die zu Transparenz- und Evaluationszwecken
angestrebte Vergleichbarkeit zwischen den Transparenzberichten der Netz-
werkanbieter untereinander durch zwei Faktoren bislang erheblich gemin-
dert:

Der erste Faktor besteht in den erheblichen Riickkopplungseffekten zwi-
schen der Ausgestaltung des Beschwerdemanagements und den sich hier-
auf beziehenden Berichtspflichten. Soweit der Gesetzgeber den Netzwerk-
anbietern im Rahmen des §3 NetzDG einen Gestaltungsspielraum hin-
sichtlich der Einrichtung der Beschwerdewege und der Ausgestaltung des
Beschwerdemanagements eingeraumt hat, wurden bei der Formulierung
der von den Berichtsinhalten abzudeckenden Mindestangaben des §2
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Abs.2 NetzDG erkennbar unzureichend die Folgen berticksichtigt, die
sich aus der konkreten Ausgestaltung des jeweiligen Beschwerderegimes
ergeben. In welchem Ausmaf§ die Verdffentlichung der Transparenzberich-
te die ihr vom Gesetzgeber zugewiesene Funktion der Transparenzsteige-
rung und Informationsgenerierung auch tatsichlich zu erfillen kann,
hiangt wesentlich von der Interpretation der materiellen Pflichten des § 3
NetzDG ab. Gerade am Beispiel der Berichtspflicht tiber die Anzahl der
eingehenden Beschwerden tiber rechtswidrige Inhalte nach § 2 Abs. 2 Nr. 3
NetzDG lief sich zeigen, wie sich Unklarheiten hinsichtlich der materiel-
len Anforderungen im Kontext des § 3 NetzDG zwangslaufig in Folgeunsi-
cherheiten tber die Ausdeutung der Berichtspflichten des §2 Abs. 2 Netz-
DG niederschlagen. Das bei den Berichtspflichten nach der jetzigen Kon-
zeption bestehende Spannungsverhaltnis zwischen einer allgemeinen In-
formationsgenerierungsfunktion und einer spezifischen Kontrollfunktion
tiber ein effektives Beschwerdemanagement des einzelnen Netzwerkanbie-
ters lasst sich jedoch nicht ohne Weiteres auflosen, wie sich mit dem Blick
auf die Frage nach der Aufschlisselung der Beschwerdeeingangszahlen
nach dem Beschwerdegrund beobachten liefS.

Der zweite Faktor besteht in den fehlenden verbindlichen Formvorga-
ben hinsichtlich der Gestaltung der Transparenzberichte sowie einer spezi-
fischen inhaltlichen Anleitung, welches Ausmaf§ an Informationsdichte
zur Erfillung der Berichtspflichten tatsichlich erforderlich ist. Es wire zu
prifen, ob nicht verbindlichere einheitliche Formvorgaben (z.B. durch
einen entsprechenden Musterbericht) fiir die Erfallung der Berichtspflicht
etwa durch untergesetzliche Regelungen erfolgen sollen.

Erwiagenswert wire zudem, die Aufgabe des Bf] zu erweitern. Das Bf]
konnte dann aktiv, etwa durch die Verdffentlichung von Leitlinien oder
Empfehlungen, auf die Veroffentlichungspraxis Einfluss nehmen und im
konstruktiven Zusammenwirken mit den Netzwerkanbietern Strategien
fir eine erhohte Aussagekraft und Einheitlichkeit der Transparenzberichte
erarbeiten (naher zur Rolle des BfJ siche unter F.). Als niedrigschwellige
transparenzfordernde MafSnahme kann auch eine zentrale und ibersichtli-
che Veroffentlichung aller Transparenzberichte, z.B. auf der Homepage
des Bf], angedacht werden.

Trotz der nicht immer hinreichenden Vergleichbarkeit der Angaben so-
wie weiteren Verbesserungsbedarfs hat jedoch schon die bisherige Be-
richtspraxis auf Grundlage des §2 NetzDG dazu gefiihrt, dass sich die In-
formationslage hinsichtlich des Beschwerdemanagements der Netzwerkan-
bieter deutlich erhoht hat. Dies wird insbesondere im Vergleich zwischen
den Netzwerkanbietern deutlich, die bisher einen Bericht veroffentlich ha-
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ben, und denen, die dies bisher nicht getan haben, z.B. weil sie bisher
nicht die 100 Beschwerden-Schwelle des §2 Abs. 1 NetzDG tberschritten
haben. Vor diesem Hintergrund wire zu priifen, ob diese Tatbestandsbe-
grenzung der Berichtspflicht vor dem Hintergrund der ohnehin greifen-
den Beschrankung des § 1 Abs. 2 NetzDG tatsachlich erforderlich ist.

Erwagenswert erscheint es auch, den Katalog des § 2 Abs. 2 NetzDG um
die verpflichtende Anzahl der Auskunftsersuchen von Strafverfolgungsbe-
horden und Privaten ber die Bestandsdaten von Nutzer*innen zu ergan-
zen. Die Berichte sollten in diesem Fall zugleich die Angabe dartber ent-
halten, in wie vielen dieser Fille dann tatsichlich inhaltlich die begehrte
Auskunft erteilt wurde.

In gleicher Weise konnte der Gesetzgeber erwagen, ob er durch die Aus-
weitung der Berichtspflicht auf die MafSnahmen des internen Monitorings
das verfugbare Datenmaterial fiir die Beurteilung der Erftllung der sich
aus § 3 Abs. 4 S. 1 NetzDG ergebenden Pflichten erhoht werden sollte.

D. §5 NetzDG — Zustellungsbevollmdchtigter und empfangsberechtigte Person
I. §5 Abs. 1 NetzDG -, Zustellungsbevollmichtigter®

Ausgangspunkt fiir die Einfihrung des § 5 Abs. 1 NetzDG war der Befund,
dass eine Zustellung an Netzwerkanbieter mangels zustellungsfihiger
Adresse in Deutschland oftmals mit erheblichen praktischen Schwierigkei-
ten verbunden war. Die zur Verfugung stehenden europiischen Zustel-
lungsmechanismen wurden wegen des hdheren Zeit- und Kostenaufwan-
des als nicht gleich schnell und gleich sicher erachtet. Durch die Einfiih-
rung der Benennungspflicht eines inlindischen Zustellungsbevollmachtig-
ten sollte kiinftig eine schnelle und sichere Zustellung ermdglicht und da-
durch die Rechtsdurchsetzung insgesamt verbessert werden.26

1. Gesetzliche Anforderungen und Reichweite

§ S Abs. 1 NetzDG verpflichtet in Satz 1 die Netzwerkanbieter, im Inland
einen Zustellungsbevollmachtigten zu benennen und auf ihrer Plattform
in leicht erkennbarer und unmittelbar erreichbarer Weise auf ihn aufmerk-
sam zu machen. Nach Satz2 konnen dann an diese Person Zustellungen

265 BT-Drucks. 18/12356, S. 27.
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in Verfahren nach §4 NetzDG oder in Gerichtsverfahren vor deutschen
Gerichten wegen der Verbreitung rechtswidriger Inhalte bewirkt werden,
was nach Satz 3 auch fir die Zustellung von Schriftstiicken, die solche Ver-
fahren einleiten, gilt.

Die Pflicht aus §5 Abs. 1 NetzDG gilt fir alle Netzwerkanbieter 1.5.d.
§1 Abs. 1 NetzDG. Uneindeutig ist, ob von §5 Abs. 1 NetzDG alle Netz-
werkanbieter unabhingig von ihrer Mitgliederzahl im Inland erfasst wer-
den. Die ausdriickliche Befreiung der Netzwerkanbieter mit weniger als
zwei Millionen Nutzer*innen (nur) von den §§2, 3 NetzDG in §1 Abs.2
NetzDG legt nahe, dass die Pflicht des § 5 Abs. 1 NetzDG fir alle Netzwer-
kanbieter unabhingig von ihrer Mitgliederzahl und der Entfaltung einer
nennenswerten Tatigkeit im Inland Geltung beansprucht. Mit Blick auf
den Zuschnitt des NetzDG auf die in der Offentlichkeit relevanten und
breit vertretenen sozialen Netzwerke,26¢ der enormen Vielzahl an Netzwer-
kanbietern unterhalb dieser Schwelle und den sprachlichen Unklarheiten
hinsichtlich des Anwendungsbereiches des systematisch nahen §5 Abs.2
NetzDG ist nicht ganz klar, ob eine solch weite Pflicht beabsichtigt war.267
Hier kénnte der Gesetzgeber den Anwendungsbereich klarstellen.

266 Siehe BT-Drucks. 18/12356, S.19, wo etwas offener von einer Befreiung der
Netzwerkanbieter ,,von den Pflichten“ die Rede ist.

267 Die Problematik andeutend, aber nicht eindeutig entscheidend Spindler/
Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 11 zu §5 Abs. 2 Netz-
DG: ,Vor dem Hintergrund des Normzwecks und des in § 1 Abs. 1 und 2 vorge-
gebenen Anwendungsbereichs ist daher die Benennungspflicht durch eine
rechtsmethodisch zulassige einschrinkende Auslegung ebenso wie in §5 Abs. 1
auf Anbieter sozialer Netzwerke begrenzt.“ Die Pflicht nur auf Netzwerkanbie-
ter nach § 1 Abs. 1, 2 NetzDG beziehend Hioch K&R 2017, S. 289 (290).
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a) Anforderungen des § 5 Abs. 1 NetzDG an Netzwerkanbieter

Aus § 5 Abs. 1 NetzDG ergeben sich die nachfolgenden gesetzlichen Pflich-
ten fiir die Netzwerkanbieter:

aa) Person des Zustellungsbevollmichtigten und Benennungsake —
§5 Abs.1S.1 Var. 1 NetzDG

Die Netzwerkanbieter sind dazu verpflichtet, einen im Inland ansissi-
gen?%8 Zustellungsbevollmichtigten zu benennen. Der Wortlaut sowie der
Normzweck, eine ,schnelle und sichere Zustellungsvariante zur Verfi-
gung zu haben“?®, erlauben dem Netzwerkanbieter eine weitgehend freie
Entscheidung dartber, wen er zum Zustellungsbevollmichtigten benennt,
solange im Ergebnis die Moglichkeit einer Zustellung gewahrleistet ist.
Dem Netzwerkanbieter steht es insoweit frei, ob er eine interne oder exter-
ne natdrliche oder juristische Person als Zustellungsbevollmachtigten be-
nennt.?’%

Auch wenn das genaue Zusammenspiel zwischen § 5 Abs. 1 NetzDG mit
den allgemeinen Zustellungsvorschriften (siche dazu unter D. 1. 1. b)) un-
klar ist, ergeben sich jedenfalls aus dem skizzierten Zweck des Gesetzes,
zur Uberwindung der Schwierigkeiten der europaischen Auslandszustel-
lung eine schnelle und sichere Zustellungsvariante im Inland zur Verfu-
gung zu haben?”!, die konkreten Anforderungen an den Benennungsakt:

Der Netzwerkanbieter muss mit der Benennung des Zustellungsbevoll-
machtigten gewihrleisten, dass durch die Zustellung an diesen zugleich
eine wirksame Zustellung an den Netzwerkanbieter bewirkt wird.?”2 So-
weit in der Literatur angemerkt wird, dass es fir eine Benennung des Zu-
stellungsbevollmichtigten keiner ,Bevollmachtigung” bzw. ,Vollmacht®
im formellen Sinne bedirfe,2”3 dirfte dies wohl nur in Fallen zutreffend

268 Missverstandlich ist insoweit der Gesetzeswortlaut, nach dem die ,,Benennung®
im Inland zu erfolgen hat, siche Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018,
§ 5 NetzDG Rn. 5.

269 BT-Drucks. 18/12356, S. 27.

270 Vgl. Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 3.

271 BT-Drucks. 18/12356, S. 27.

272 Ahnlich Leitlinien des BMJV vom 22.03.2018, abrufbar unter: https://www.bmj
v.de/SharedDocs/Downloads/DE/Themen/Fokusthemen/NetzDG_BufSgeldleitli
nien.pdf?__blob=publicationFile&v=3 (zul. abgerufen am 15.05.2020), S. 9.

273 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 4.
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sein, in denen nach den allgemeinen Zustellungsregelungen (z.B. im Zivil-
recht) eine formelle Bevollmichtigung gerade nicht erforderlich ist, um
eine Zustellung an den Netzwerkanbieter zu bewirken. Wenn Netzwerk-
anbieter beispielsweise ihre intern obnebin zustindige Stelle (so z.B. ihre in-
landische Rechtsabteilung) als Zustellungsbevollmachtigten benennen, dann
ist durch die Zustellung an diese in der Regel die Zustellung auch ohne
eine formelle Vollmacht nach den allgemeinen Zustellungsregelungen ge-
gentiber dem Netzwerkanbieter bewirkt. Wenn der Netzwerkanbieter hin-
gegen externe Dritte (so z.B. eine Rechtsanwaltskanzler) als Zustellungsbe-
vollmachtigten benennt, so wirkt eine Zustellung an die Rechtsanwalts-
kanzlei nach den allgemeinen Zustellungsregelungen regelmifSig nur
dann gegeniiber dem Netzwerkanbieter, wenn die Kanzlei entsprechend
bevollmichtigt wurde.?”4

bb) Transparenz der Benennung: Umfang und Art der Darstellung -
§ S Abs. 1 S.1 Var. 2 NetzDG

In § 5 Abs. 1 S. 1 NetzDG werden den Netzwerkanbietern konkrete Vorga-
ben fiir die transparente Darstellung des benannten inlindischen Zustel-
lungsbevollmichtigten gemacht. Auf den Zustellungsbevollmichtigten
muss auf der Plattform des Netzwerkanbieters in ,leicht erkennbarer und
unmittelbar erreichbarer Weise aufmerksam® gemacht werden.

Aus dem Wortlaut selbst wird unmittelbar nur die Pflicht gefolgert, den
Namen des Zustellungsbevollmichtigten anzugeben.?”> Ausgehend von
dem skizzierten Sinn und Zweck des Gesetzes, im Ergebnis eine schnelle
und sichere inldndische Zustellungsoption zu gewahrleisten,?”¢ wofiir eine
inlandische zustellungsfahige Anschrift erforderlich ist, spricht viel dafir,
§ 5 Abs. 1 S. 1 NetzDG dahingehend auszulegen, dass auch eine vollstindige
und zustellungsfihige Adresse anzugeben ist.2”

Die Trias ,leicht erkennbar, unmittelbar erreichbar und stindig verfig-
bar® findet sich in §2 Abs. 1 S.2 NetzDG und in §3 Abs. 1 S.2 NetzDG.
Im Rahmen des §5 Abs. 1 S.1 NetzDG muss die Angabe des Zustellungs-

274 Ahnlich Leitlinien des BMJV vom 22.03.2018, abrufbar unter: https://www.bmj
v.de/SharedDocs/Downloads/DE/Themen/Fokusthemen/NetzDG_BufSgeldleitli
nien.pdf?__blob=publicationFile&v=3 (zul. abgerufen am 15.05.2020), S. 9.

275 So auch Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5§ NetzDG Rn. 4.

276 BT-Drucks. 18/12356, S. 27.

277 Darauf hinweisend, dass andernfalls der Gesetzeszweck verfehlt wiirde Spindler/
Schmitz/Liesching, TMG, 2. Aufl. 2018, § § NetzDG Rn. 4.
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bevollmichtigten auf der Plattform nur ,leicht erkennbar® und ,,unmittel-
bar erreichbar® sein. Aufgrund der Ahnlichkeiten zu den allgemeinen In-
formationspflichten nach § 5 Abs. 1 TMG und der Bezugnahme durch die
Gesetzesbegriindung (,ahnlich Impressumspflicht“)?”8 sind die dazu ent-
wickelten Kriterien bei der Auslegung zu berticksichtigen.?”? Die Begriffe
sind in allen drei Normen einheitlich aus der Nutzer*innenperspektive zu
bestimmen. Je nach konkretem Verwendungskontext fiihrt diese Perspek-
tive aber zu unterschiedlichen Ableitungen, sodass die wortgleichen Vor-
gaben im Ergebnis nicht inhaltsgleich auszulegen sind.

Leichte Erkennbarkeit erfordert eine fir durchschnittliche Nutzer*innen
einfache und optisch effektive Wahrnehmbarkeit.?89 Das ist bei Verwen-
dung kleinerer Schrift nicht der Fall.?! Zudem muss der Anbieter hinrei-
chend klare Begriffe verwenden, durch die durchschnittlichen Nutzer*in-
nen im Rahmen des konkreten Verwendungskontextes unmissverstandlich
auf die von ihnen gesuchte Angabe hingewiesen werden.?$? Da Nutzer*in-
nen bei der Suche nach dem Zustellungsbevollmachtigten auf der Websei-
te regelmafig bereits ein rechtliches Vorgehen beabsichtigen und daher
den Begriff des Zustellungsbevollmichtigten kennen, diirfte die Verwen-
dung von prazisen Begriffen wie ,Zustellungsbevollmichtigter oder
,NetzDG* unschadlich sein. Ebenso dirften die im Rahmen von § 5 TMG
gebrauchlichen Formulierungen wie ,Kontakt® oder ,,Impressum® gend-
gen.

Unmittelbare Erreichbarkeit setzt die Kenntnisnahme des Zustellungsbe-
vollmichtigten ohne wesentliche Zwischenschritte voraus.?83 Die tiberwie-
gende Meinung in Rechtsprechung und Literatur hélt die Anforderung je-
denfalls fiir gewahrt, wenn der Zugang zu der begehrten Information mit
zwei Klicks von der Startseite aus erreichbar ist.?®* Ein Gbermifig langes
Scrollen darf nicht erforderlich sein.?$

278 So die Formulierung in BT-Drucks. 18/13013, S. 23.

279 Fir §5 Abs.1 NetzDG Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §5
NetzDG Rn. 6; Spindler K&R 2017, S. 533 (542).

280 Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § S TMG Rn. 27 f. m.w.N.

281 Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § S TMG Rn. 27 m.w.N.

282 Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § S TMG Rn. 28 ff. m.w.N.

283 Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § S TMG Rn. 40 m.w.N.

284 Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, §5 TMG Rn. 34, 36 m.w.N.;
zwei Klicks als zuléssig erachtend BGH, MMR 2007, S. 40, 41.

285 Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § S TMG Rn. 37 m.w.N.
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b) Verhiltnis des § 5 Abs. 1 NetzDG zu den Zustellungsvorschriften

So deutlich das Ziel des §5 Abs. 1 NetzDG hervortritt, durch die Pflicht
zur Benennung eines Zustellungsbevollmachtigten eine wirksame Zustel-
lung gegeniber den Netzwerkanbietern zu ermoglichen, so unklar bleibt
sein Zusammenspiel mit den allgemeinen Zustellungsvorschriften (z.B.
ZPO, Bundes-VWZG, etc.).

Bereits begrifflich kniipft § 5 Abs. 1 NetzDG mit dem ,Zustellungsbe-
vollmachtigten“ erkennbar an bestehende Zustellungsvorschriften an (vgl.
§ 184 ZPO oder §9 Abs. 3 Bundes-VwZG), worauf auch der Bundesrat im
Gesetzgebungsverfahren hingewiesen hat.28¢ Ob und unter welchen Vor-
aussetzungen eine Zustellung aber tatsichlich Rechtswirkung gegentiber
dem Netzwerkanbieter entfaltet, wird von § 5 Abs. 1 NetzDG nicht niher
konkretisiert.

Solange und soweit die Netzwerkanbieter einen Zustellungsbevollmach-
tigten nicht nur benennen, sondern ihn — soweit erforderlich — auch wirk-
sam bevollmichtigen, fihrt diese Unklarheit zu keinerlei praktischen Aus-
wirkungen. Relevant wird sie jedoch, wenn die Benennungspflicht z.B.
durch die Nichtbenennung eines Zustellungsbevollmaichtigten verletzt
wird. Zahlreiche Zustellungsvorschriften, so z.B. § 184 Abs.1 S.2, Abs.2
S.1ZPO oder §9 Abs. 3 S.2, 3 VwZG, ordnen fir diesen Fall eine Zustel-
lungsfiktion an. Danach gilt: Benennt die betroffene Partei entgegen ihrer
Pflicht innerhalb der gerichtlich gesetzten Frist keinen inlindischen Zu-
stellungsbevollmachtigten, so kann eine wirksame Zustellung allein da-
durch bewirkt werden, dass das zuzustellende Schriftstiick an die Adresse
der Partei zur Post gebracht wird. Die Zustellung gilt dann unabhingig
davon als erfolgt und wirksam, ob das Schriftstiick tatsichlich bei der Par-
tei angekommen ist oder von dieser angenommen wurde.?8” Ob bei einem
Verstof§ gegen § 5 Abs. 1 NetzDG diese Rechtsfolgen, also die Zustellungs-
fiktion, eintreten sollen oder lediglich durch die Verhingung eines Buf3-
geldes nach § 4 NetzDG auf das Abstellen des VerstofSes zur Ermoglichung
kiinftiger Zustellungen hingewirkt werden kann, bleibt unklar. Mindes-
tens ebenso problematisch und unklar bleibt der Umgang mit Fallen, in

286 In seiner Stellungnahme zu der urspringlichen Fassung des § 5 Abs. 1 NetzDG
machte der Bundesrat deutlich, dass die dort vorgesehene Pflicht zur Benen-
nung nur im konkreten Einzelfall ,nicht nennenswert tiber die ohnehin schon
in §184 ZPO enthaltene Regelung zur Benennung eines Zustellungsbevoll-
machtigten® hinausgehe, BT-Drucks. 18/12727, S. 24.

287 Zu §184 Abs.2 ZPO siehe Zdller/Schultzky, Zivilprozessordnung, 33.Aufl.
2020, § 184 ZPO Rn. 10; siche auch BGH NJW-RR 96, S. 387, 388.
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denen ein Netzwerkanbieter eine Rechtsanwaltskanzlei zwar auf seiner
Webseite als Zustellungsbevollmachtigten benennt, ihr jedoch keine Voll-
macht fir die Entgegennahme von Erklarungen ausstellt.288

¢) Reichweite des § 5 NetzDG

Die Reichweite der Pflicht zur Benennung eines inlindischen Zustellungs-
bevollmichtigten wird in § 5 Abs. 1 S.2, 3 NetzDG in mehrfacher Hinsicht
beschranke.

aa) Beschrinkung auf bestimmte Verfahrensarten

Die Pflicht zur Benennung eines inlandischen Zustellungsbevollmachtig-
ten ist nach §5 Abs. 1 S.2 NetzDG auf Verfahren nach §4 NetzDG (Buf3-
geldverfahren bei Verstoen gegen das NetzDG) sowie Gerichtsverfahren
vor deutschen Gerichten beschriankt. Praktisch relevant sind tiberwiegend
zivilgerichtliche Verfahren.

288

132

Mangels wirksamer Vollmacht wire eine Zustellung an den Zustellungsbevoll-
machtigten dem Grunde nach nicht gegentiber dem Netzwerkanbieter wirk-
sam, vgl. § 167 BGB 1.V.m. §§ 171 ff. ZPO. Zwar liegt in der Benennung des Zu-
stellungsbevollmachtigten im Kontext des § 184 ZPO zugleich als Prozesshand-
lung die Erteilung einer Zustellungsvollmacht, sodass sich das Problem hier
nicht stellte (Zoller/Schultzky, Zivilprozessordnung, 33. Aufl. 2020, § 184 ZPO
Rn. ). Allerdings setzt § 184 ZPO — anders als § 5 Abs. 1 NetzDG — sowohl eine
Benennung im Einzelfall als auch ein bereits entstandenes Prozessrechtsverhilt-
nis zwischen den Parteien voraus (vgl. §184 Abs.1 S.1 ZPO i.V.m. §183
Abs. 2-5 ZPO; Zoller/Schultzky, Zivilprozessordnung, 33. Aufl. 2020, § 184 ZPO
Rn. 2). Wie diese Unterschiede zu behandeln sind, bleibt unklar. Zudem kann
auch im Kontext des § 184 ZPO die mit der Benennung einhergehende Zustel-
lungsvollmacht jederzeit widerrufen werden (Zo6ller/Schultzky, Zivilprozessord-
nung, 33. Aufl. 2020, § 184 ZPO Rn. 5). Zwar sicht § 184 Abs. 1 S. 2, Abs. 2 ZPO
fir diesen Fall dann eine Zustellungsfiktion vor, wenn das zuzustellende
Schriftstiick direkt an die Partei tibersendet wird (Zoller/Schultzky, Zivilprozess-
ordnung, 33. Aufl. 2020, § 184 ZPO Rn. 5). Auch hier bleibt mit Blick auf die
Unterschiede zu § 5 Abs. 1 NetzDG aber offen, wie diese zu behandeln sind.
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bb) Beschrinkung auf Verfahren wegen der ,,Verbreitung rechtswidriger
Inhalte®

Die Pflicht zur Benennung eines inlindischen Zustellungsbevollmichtig-
ten ist ausdriicklich in § 5 Abs. 1 S. 2 NetzDG auf Verfahren wegen der Ver-
brettung rechtswidriger Inbalte beschranke. Aufgrund des insoweit identi-
schen Wortlautes in § 1 Abs. 3 NetzDG (,rechtswidrige Inhalte“) und un-
ter Berticksichtigung der ausdriicklichen Erwiahnung des §1 Abs. 3 Netz-
DG in der Gesetzesbegrindung zu §5 Abs. 1 NetzDG?% wird allgemein
angenommen, dass sich die Pflicht zur Benennung des Zustellungsbevoll-
machtigten nur auf Verfabren mit Bezug zu den in §1 Abs. 3 NetzDG ab-
schlieflend genannten Straftatbestinden bezieht.?°

In anderen Verfahren, wie z.B. bei zivilrechtlichen Klagen auf Unterlas-
sung und Loschung von Beitrigen wegen einer Rechtsverletzung nach
nicht in §1 Abs.3 StGB genannten Straftatbestinden oder bei unterhalb
des strafbaren Bereichs liegenden Verletzungen des Allgemeinen Person-
lichkeitsrechtes, besteht nach aktueller Gesetzesfassung damit keine Pflicht
der Netzwerkanbieter, einen inlindischen Zustellungsbevollmichtigten zu
benennen bzw. durch den benannten Zustellungsbevollmichtigten eine
Zustellung zu ermoglichen.?! Im Kontext von Wiederherstellungsanspra-
chen ist von einem Teil der Gerichte jedoch die Tendenz erkennbar, auch
aufSerhalb der Fille des § 1 Abs. 3 StGB eine Anwendbarkeit des § 5 Abs. 1
NetzDG zu beftirworten (sieche umfassend dazu D. I. 1. ¢) cc)).

Durch das Zusammenspiel des § 5 Abs. 1 NetzDG mit den allgemeinen
Zustellungsvorschriften kann es in den Verfahren, die nicht §5 Abs. 1
NetzDG unterfallen, zu unterschiedlichen Ergebnissen kommen. Wurde
die ohnehin fir Zustellungen zustindige inlindische Untergliederung
oder inlandische Rechtsabteilung des Netzwerkanbieters als Zustellungs-
bevollmichtigter benannt, so dirfte eine Zustellung an diese nach den all-
gemeinen Zustellungsvorschriften auch in Verfahren auflerhalb des An-
wendungsbereiches des § 5 Abs. 1 NetzDG regelmifiig wirksam sein. Wer-
den hingegen Dritte als Zustellungsbevollmachtigte benannt, so wird die
Zustellung nach den allgemeinen Zustellungsvorschriften nur gegentiber

289 Siehe BT-Drucks. 18/13013, S.23: ,zum Zwecke der Einleitung von Verfahren
mit Bezug zur Verbreitung rechtswidriger Inhalte im Sinne von §1 Absatz 3
NetzDG-E*.

290 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 1, 8, 9; Spindler
K&R 2017, S. 533 (542).

291 So auch Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 9.
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dem Netzwerkanbieter bewirke, solange und soweit der Dritte vom Netz-
werkanbieter dazu bevollmichtigt wurde. Begrenzt der Netzwerkanbieter
die erteilte Vollmacht auf den Anwendungsbereich des § 5 Abs. 1 NetzDG,
so konnte und durfte der Zustellungsbevollmichtigte die Annahme der
Zustellung in anderen Verfahren verweigern und empfangene Dokumente
zuriickschicken. In diesen Fillen verbliebe also — wie vor der Einfithrung
des §5 Abs. 1 NetzDG — nur der kostspieligere und kompliziertere Weg
der Auslandszustellung am Hauptsitz des Netzwerkanbieters im innereu-
ropaischen oder auflereuropiischen Ausland.

cc) Beschrinkung des Anwendungsbereiches auf Loschanspriiche — keine
Geltung bei Wiederherstellungsansprichen?

In der Rechtsprechung ist gegenwirtig dufSerst umstritten, ob §5 Abs. 1
NetzDG nur den Anspruch auf Loschung von (vermeintlich rechtswidri-
gen) Inhalten, die von anderen stammen, erfasst oder auch die Kehrseite,
der Anspruch auf Wiederherstellung / Entsperrung geldschter / gesperrter
(vermeintlich nicht rechtswidriger) Inhalte, die von dem*der Betroffenen
selbst stammen. Aus den bisher ergangenen und offentlich verfugbaren
Gerichtsentscheidungen wird ersichtlich, dass dieser strittigen Frage fast
ausschlieSlich Verfahren zu Grunde lagen, in denen Netzwerkanbieter
(vermeintlich rechtswidrige) Inhalte der Nutzer*innen auf Grundlage ihrer
Gemeinschaftsstandards geloscht / gesperrt und oftmals zudem Accountsper-
ren fir die Nutzer*innen verhingt haben.

Zahlreiche erstinstanzliche Zivilgerichte sehen Wiederherstellungsanspri-
che als von § 5 Abs. 1 NetzDG erfasst an — entweder durch eine weite Aus-
legung oder analoge Anwendung. Aus der Zusammenschau der §§1, 5
NetzDG, der Zielsetzung des Gesetzgebers, Nutzer*innen eine einfache,
schnelle und kostengiinstige Durchsetzung ihrer Rechte gegeniiber dem
Netzwerkanbieter zu ermoglichen, und der Vergleichbarkeit der Interes-
senlage werde deutlich, dass nicht nur der Anspruch auf Loschung, son-
dern auch dessen Kehrseite, der Anspruch auf Wiederherstellung von zu
Unrecht geloschten Inhalten, mit erfasst werden miisse.???> Gestritten wird
allein um die korrekte dogmatische Losung. Nach den allgemeinen zivil-
prozessualen Regeln tber die Behandlung doppelrelevanter Tatsachen ist

292 LG Stuttgart, Beschl. v. 07.02.2018 - 11 O 22/18 -, juris; LG Bamberg, Beschl. v.
09.08.2018 - 2 O 248/18 -, juris; LG Berlin, Beschl. v. 05.09.2018 - 6 O 209/18 -,
juris, bestatigt durch KG Berlin, Beschl. v. 17.10.2018 - 20 W 53/18 -, juris.
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es namlich erforderlich (aber auch ausreichend), dass der*die von der Lo-
schung betroffene Nutzer*in die Voraussetzungen der §§1, 3, 5 Abs. 1
NetzDG - also eine Loschung des Beitrages auf Grundlage des NetzDG
wegen (vermeintlicher) Rechtswidrigkeit nach § 1 Abs. 3 NetzDG - schliis-
sig darlegt, d.h. behauptet, um eine Zustellung im Rahmen des § 5 Abs. 1
NetzDG bewirken zu kénnen. Dies war indes in den von den Gerichten
entschiedenen Fillen problematisch, da die Netzwerkanbieter den Inhalt
auf der Grundlage ihrer Gemeinschaftsstandards und nicht nach §§1, 3
NetzDG geloscht hatten. Einige Zivilgerichte losen dieses Problem dahin-
gehend, dass auch in solchen Konstellationen ,,nicht ausgeschlossen sei,
dass die [Loschung] aufgrund der Verwendung automatisierter Loschalgo-
rithmen wegen der Verbreitung rechtswidriger Inhalte [i.S.v. §1 Abs. 3
NetzDG] erfolgt sei“.?”3 Andere Zivilgerichte halten dies fir einen Verstof§
gegen den Beibringungsgrundsatz, befiirworten aber wegen der Vergleich-
barkeit der Fille eine analoge Anwendung von § 5 Abs. 1 NetzDG.?* An
dieser Stelle zeigt sich auch im prozessualen Vorgehen das wiederkehrende
Problem, wie die Ausgestaltung der Melde-, Prif-, und Loschverfahren der
Netzwerkanbieter zwischen Gemeinschaftsstandards und NetzDG Riick-
wirkungen entfaltet (siche allgemein zu dem Problem oben Teil 3 A. II. so-
wie konkret u.a. Teil 3 B. II. 7. b) aa)).

Die Oberlandesgerichte sind, soweit aus den offentlich zuginglichen Ent-
scheidungen ersichtlich, sowohl der weiten Auslegung als auch der analo-
gen Anwendung des §5 Abs.1 NetzDG deutlich entgegengetreten. Die
Voraussetzungen einer analogen Anwendung, eine vom Gesetzgeber tber-
sechene Regelungsliicke und eine vergleichbare Interessenlage, seien bei
den Wiederherstellungsanspriichen gerade nicht gegeben. Dies wird damit
begriindet, dass der Gesetzgeber die Vorschriften des NetzDG auf die Re-
gelung der effektiven und unverziglichen Loschung rechtswidriger Inhal-
te beschriankt habe. Die mdgliche Kehrseite, die (vermeintlich unzulissige)
Loschung von (vermeintlich zuldssigen) Inhalten — also das Overblocking
— habe der Gesetzgeber trotz fortlaufender Diskussion im Gesetzgebungs-
verfahren bewusst nicht geregelt.?> Die Konsequenz dieser Auslegung ist,
dass die in § 5 Abs. 1 NetzDG enthaltene Pflicht zur Ermoéglichung der Zu-
stellung durch die Benennung eines inlindischen Zustellungsbevollmich-

293 LG Berlin, Beschl. v. 05.09.2018 - 6 O 209/18 - (zitiert nach LG Bonn, Beschl. v.
01.10.2018 - 9 O 221/18 -, juris, Zusitze in Klammern durch die Autoren).

294 LG Bonn, Beschl. v. 01.10.2018 - 9 O 221/18 -, juris.

295 OLG Koln, Beschl. v. 11.01.2019 - 15 W 59/18, 15 W 1/19 -, juris; KG Berlin,
Beschl. v. 06.03.2019 - 10 W 192/18 -, juris.
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tigten auf Wiederherstellungsanspriiche keine Anwendung findet. Sofern
Netzwerkanbieter also nicht ,freiwillig® die Zustellung an den Zustel-
lungsbevollmichtigten ermdglichen, miissen die Betroffenen den bereits
vor der Einfithrung des § 5 Abs. 1 NetzDG mdglichen Weg der Auslands-
zustellung beschreiten.

dd) Weitere Beschrinkung des Anwendungsbereichs auf Schriftstiicke im
Rahmen eines laufenden Gerichtsverfahrens (S. 2) und auf
Schriftstiicke zur Einleitung eines solchen Verfahrens (S. 3)

Die Benennung eines inlindischen Zustellungsbevollmachtigten ist nach
§5 Abs.1 S.2 NetzDG auf die Zustellung in laufenden Verfahren und
nach §5 Abs. 1 S.3 NetzDG auf die Zustellung von solche Verfahren ein-
leitenden Schriftstiicken beschrinkt. Aus dieser Begrenzung wird gefol-
gert, dass z.B. vorprozessuale zivilrechtliche Abmahn- und Aufforderungs-
schreiben, in denen die Loschung eines rechtswidrigen Beitrages begehrt
wird, nicht von § 5 Abs. 1 NetzDG erfasst werden.2”¢

2. Umsetzung, Akzeptanz und Praktikabilitat

Die Darstellung der bisherigen Benennungs- und Darstellungspraxis der
Netzwerkanbieter wird aufgrund des unklaren Adressatenkreises der
Norm (sieche dazu D. I. 1.) und der enormen Vielfalt anderer kleiner Netz-
werkanbieter auf die im Rahmen der Methodik definierten Netzwerkan-
bieter beschrankt.

a) Person des Zustellungsbevollmichtigten und Benennungsakt —
§ 5 Abs. 1S.1 Var. 1 NetzDG

Nach den Angaben der Bundesregierung haben einige Netzwerkanbieter
bereits unmittelbar nach dem Inkrafttreten des NetzDG einen inlindi-
schen Zustellungsbevollmachtigten benannt.?”” Zum Zeitpunkt der Eva-
luation hat der weit iberwiegende Teil der betroffenen Netzwerkanbieter,

296 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 10.
297 Vgl. Antwort der Bundesregierung auf eine kleine Anfrage, BT-Drucks. 19/355
v.29.12.2017, S. 3.
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insbesondere simtliche grofen Netzwerkanbieter, einen inlindischen Zu-
stellungsbevollmichtigten benannt.?”® Auch die Rechtsanwilt*innen, die
NGOs, Berufsverbinde und sonstige Verbande haben tGbereinstimmend in
den Fragebogen angegeben, dass die Netzwerkanbieter der Benennungs-
pflicht nachgekommen sind. Die Benennungspraxis ist dabei uneinheit-
lich: Vier Netzwerkanbieter?®® geben sich selbst und / oder ihre Rechtsab-
teilung an; drei Netzwerkanbieter haben inlindische Rechtsanwaltskanz-
leien angegeben®®; ein Netzwerkanbieter??! hat eine im Inland ansassige
GmbH benannt, als Adresse jedoch eine Rechtsanwaltskanzlei.

b) Transparenz der Benennung: Umfang und Art der Darstellung —
§ 5 Abs. 1 S.1 Var. 2 NetzDG

Zum Zeitpunkt der Evaluation haben die Netzwerkanbieter, die einen Zu-
stellungsbevollmichtigten benannt haben, in allen Fillen neben der na-
mentlichen Benennung auch eine vollstindige zustellungsfihige Adresse
angegeben. In zwei Fillen wurde die Adresse mit c/o angegeben.

Zur Weiterleitung der Nutzer*innen von der Startseite der Netzwerkan-
bieter auf die Angaben tber den Zustellungsbevollmachtigten werden un-
terschiedliche Terminologien verwendet: Fiinf Netzwerkanbieter3©? leiten
tiber den Link ,Impressum® auf die Angabe weiter; zwei Netzwerkanbie-
ter’® verwenden eine Kombinationsbezeichnung aus ,,Impressum/AGB/
NetzDG* und ein Netzwerkanbieter®* nutzt die Bezeichnung ,NetzDG*.
Die Weiterleitung auf den Zustellungsbevollmachtigten durch die verwen-
deten Begriffe ist in allen Fillen optisch einfach und effektiv wahrnehm-
bar und fiihrt innerhalb von maximal zwei Klicks von der Startseite aus
ohne wesentliche Zwischenschritte zu den Angaben tiber den Zustellungs-
bevollmichtigten. Lediglich in einem Fall wird der Zustellungsbevoll-
machtigte in einer vom Rest der Website abweichenden, sehr kleinen
Schriftart angegeben; die Angabe bewegt sich aber wohl noch im lesbaren
Bereich.

298 Change.org, Facebook, Instagram, Pinterest, SoundCloud, TikTok, Twitter,
YouTube; keine Benennung ist bei Reddit erkennbar.

299 Change.org, Pinterest, SoundCloud, YouTube.

300 Facebook, Instagram, TikTok.

301 Twitter.

302 Change.org, Pinterest, SoundCloud, Twitter, YouTube.

303 Facebook und Instagram.

304 TikTok.
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Neben der Angabe des Namens und der Adresse des Zustellungsbevoll-
maichtigten haben die Netzwerkanbieter in unterschiedlicher Breite und
Intensitdt auf die in § 5 Abs. 1 S. 2, 3 NetzDG enthaltenen Beschrinkungen
hingewiesen. Der Hinweis erfolgte teilweise unter selektiver Betonung der
Beschrinkung auf die in § 5 Abs. 1 S.2 NetzDG vorgesehenen Verfahrens-
arten (BufSgeld- und Gerichtsverfahren) und teils unter Hinweis auf die Be-
schrinkung auf die Verfolgung rechtswidriger Inhalte nach §1 Abs.3
NetzDG. Keiner der Hinweise stellt den tatsichlichen Anwendungsbereich
des § S NetzDG verzerrt dar.

Uberwiegend werden von Rechtsanwalt*innen, den NGOs, Berufsver-
banden und sonstigen Verbanden keine Probleme bei der Transparenz der
Darstellung geschildert. Lediglich eine Person hilt eine ausreichend trans-
parente Darstellung — ausgehend von der Rechtsansicht, dass eine Auffind-
barkeit mittels eines Klicks erforderlich sei — fir nicht gegeben.

c) Zustellungspraxis

Fur die Analyse der bisherigen Zustellungspraxis ist zwischen dem unstrei-
tigen Anwendungsbereich des §5 Abs.1 NetzDG und dem skizzierten
streitigen Bereich des § 5 Abs. 1 NetzDG, insbesondere bei der Durchset-
zung von Wiederherstellungsanspriichen, zu unterscheiden.

aa) Zustellungspraxis im unstreitigen Anwendungsbereich

Die NGOs, Berufsverbinde und sonstigen Verbinde haben tiberwiegend ange-
geben, dass die Zustellungen im unstreitigen Anwendungsbereich des § 5
Abs. 1 NetzDG gelingen.

Auch die Rechtsanwdlt*innen haben weit iberwiegend angegeben, dass
Zustellungen im unstreitigen Anwendungsbereich des §5 Abs. 1 NetzDG
in aller Regel gelingen.

Aus den dffentlich zuginglichen Gerichtsentscheidungen klingt lediglich in
einem Verfahren ein Zustellungsproblem bei der Durchsetzung von Lo-
schungsansprichen wegen (vermeintlich) rechtswidriger Inhalte an.3%

305 Sieche LG Hamburg, Beschl. v. 17.09.2018 - 324 O 193/18 -, juris; LG Hamburg,
Urt. v. 30.04.2018 - 324 O 51/18 -, juris, ohne ausdricklichen Bezug zum Netz-
DG.
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bb) Zustellungspraxis im streitigen Anwendungsbereich
(Wiederherstellungsverfahren)

Ein Teil der NGOs, Berufsverbinde und sonstigen Verbiande hat darauf
hingewiesen, dass die Zustellung schwierig sei, sobald der eindeutige Be-
reich des § 5 Abs. 1 NetzDG Uberschritten werde. In diesen Fallen wiirden
sich Netzwerke darauf berufen, insoweit tiber keinen inlandischen Zustel-
lungsbevollmichtigten zu verfigen.

Die Rechtsanwdlte*innen haben uberwiegend angegeben, dass Zustellun-
gen im umstrittenen Anwendungsbereich des §5 Abs. 1 NetzDG, insbe-
sondere bei der Durchsetzung von Wiederherstellungsanspriichen, weiter-
hin schwierig seien. Hier wiirden Auslandssitze bewusst genutzt, um Zu-
stellungen so schwierig wie moglich zu gestalten. Es miisse oft auf den
Weg der Auslandszustellung zuriickgegriffen werden, den einige Netzwer-
ke zusatzlich erschweren wiirden, indem sie eine Ubersetzung der zuzu-
stellenden Unterlagen verlangten.

Aus den dffentlich zuginglichen Gerichtsentscheidungen ergibt sich eine
nicht unerhebliche Anzahl an verschiedenen Zustellungsstreitigkeiten bei
der Durchsetzung von Ansprichen auf Wiederherstellung geloschter In-
halte und auf die Authebung von mit der Loschung oft einhergegangenen
Account-Sperrungen.’% In den diesen Gerichtsentscheidungen zu Grunde
liegenden Verfahren wurde teilweise die Annahme der Zustellung durch
den inlindischen Zustellungsbevollmichtigten verweigert und tber den
Anwendungsbereich des §5 Abs. 1 NetzDG gestritten. Wie bereits darge-
stellt (s.o. unter D. I. 1. ¢) cc)), haben insoweit die erstinstanzlichen Ge-
richte tiberwiegend eine Anwendung des § 5 Abs. 1 NetzDG - direkt oder
analog — beftirwortet; die Oberlandesgerichte haben die Anwendung hin-
gegen entweder verneint oder offengelassen. Teilweise wurde die Annah-

306 Soweit ersichtlich: LG Stuttgart, Beschl. v. 06.02.2018 - 11 O 22/18 -, juris; dem
nachfolgend OLG Stuttgart, Beschl. v. 13.03.2018 - 4 W 17/18 -, juris; LG Bonn,
Beschl. v. 01.10.2018 - 9 O 221/18 -, juris; dem nachfolgend OLG Kéln, Beschl.
v. 11.01.2019 - 15 W 59/18, 15 W 1/19 -, juris; OLG Dresden, Beschl. v.
06.11.2018 - 4 W 940/18 -, juris; LG Berlin, Beschl. v. 27.09.2018 - 27 O 335/18 -,
juris; dem nachfolgend KG Berlin, Beschl. v. 06.03.2019 - 10 W 192/18 -, juris;
LG Offenburg, Urt. v. 26.09.2018 - 2 O 310/18 -, juris; OLG Koln, Beschl. v.
09.05.2019 - 15 W 70/18 -, juris; AG Berlin Mitte, Beschl. v. 08.03.2017 - 15 C
364/16 -, juris; LG Heidelberg, Beschl. v. 4.10.2018 - 1 O 71/18 -, juris; LG Hei-
delberg, Urt. v. 28.08.2018 - 1 O 71/18 -, juris; LG Kempten, Beschl. v.
03.09.2019 - 22 O 590/19; dem nachfolgend OLG Minchen, Beschl. v.
14.10.2019 - 14 W 1170/19, BeckRS 2019, 29850.
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me der Zustellung auch am auslandischen Firmensitz mit Hinweis darauf
verweigert, dass die zuzustellenden Dokumente nicht zuvor ins Englische
tibersetzt wurden. In fast allen Verfahren haben die Gerichte jedoch ent-
schieden, dass eine Ubersetzung der Dokumente zur wirksamen Zustel-
lung nicht erforderlich ist.3%”

d) Einschitzung Bf]

Das Bf] prift die Einhaltung der Pflichten nach § 5 Abs. 1 NetzDG durch
die Netzwerkanbieter sowohl proaktiv als auch auf Beschwerden hin. Seit
dem 1. Oktober 2017 hat das Bf] 51 Verfahren wegen moglicher Verstof3e
gegen die Pflichten nach §5 Abs. 1 NetzDG eingeleitet, wobei 20 Verfah-
ren auf Beschwerden hin und weitere 31 Verfahren von Amts wegen einge-
leitet wurden. Ein Buffgeld wurde bisher noch nicht verhingt. Aus den
Angaben des Bf] folgt — da es sich um laufende BufSgeldverfahren handelt
— keine genaue Aufschlisselung, gegen welche Netzwerkanbieter wegen
des Verdachtes auf Verstoffe gegen § 5 Abs. 1 NetzDG ermittelt wird oder
welcher Verstof§ konkret untersucht wird.

Deutlich wird jedoch, dass die Durchsetzung der Pflicht zur Benennung
eines Zustellungsbevollmachtigten gerade bei im Ausland ansissigen und
unter der Schwelle des §1 Abs.2 NetzDG liegenden Netzwerkanbietern
mit erheblichen Herausforderungen verbunden ist. Fiir die Einleitung von
Buflgeldverfahren misse das Bf] insoweit fiir die Zustellung der Anho-
rungsschreiben die internationale Rechtshilfe in Anspruch nehmen. Da
dieses Verfahren bilaterale Abstimmungsprozesse und Ubersetzungsdienst-
leistungen erfordere, sei es enorm zeitaufwiandig und beschwerlich und
binde viele Ressourcen. Zudem sei das Verfahren mit erheblichen Unsi-
cherheiten belastet, da die zustindige Behorde des ersuchten Staates zu-
nichst prife, ob der vorgeworfene Gesetzesverstoff auch nach dessen
Rechtsordnung mit einer Sanktion belegt sei. Im Ergebnis falle dem Bf]
aus den o.g. Grinden die Durchsetzung des § 5 Abs. 1 NetzDG in der Pra-
xis insoweit schwer. Aufgrund der uniiberschaubaren Vielzahl an Netzwer-

307 LG Offenburg, Urt. v. 26.09.2018 - 2 O 310/18 -, juris; OLG Koln, Beschl. v.
09.05.2019 - 15 W 70/18 -, juris; AG Berlin, Beschl. v. 08.03.2017 - 15 C 364/16 -,
juris; LG Heidelberg, Beschl. v. 04.10.2018 - 1 O 71/18 -, juris und Urt. v.
28.08.2018 - 1 O 71/18 -, juris; OLG Miinchen, Beschl. v. 14.10.2019 - 14 W
1170/19, BeckRS 2019, 29850, entgegen der Vorinstanz LG Kempten, Beschl. v.
03.09.2019 - 22 O 590/19.
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kanbietern unterhalb der Schwelle des § 1 Abs. 2 NetzDG und der potenti-
ell ebenso groffen Anzahl moglicher Verstofe, habe das Bf] als Pilotprojekt
zunichst sechs in den USA ansissige Netzwerkanbieter herausgegriffen, da
der weit tiberwiegende Anteil an Netzwerkanbietern dort ansissig sei. In
diesen sechs Verfahren habe das Bf] wegen Verstoflen gegen die Pflicht
nach §5 Abs.1 NetzDG ein Bufigeldverfahren eingeleitet und versucht,
Anhorungsschreiben zuzustellen. Dabei habe das Bf] jeweils Rechtshilfeer-
suchen an das zustandige US-amerikanische Justizministerium gestellt, die
in allen Verfahren auch bewilligt wurden. In funf Fillen konnte die Zu-
stellung erfolgreich bewirkt werden; in einem Fall scheiterte sie bislang
aus tatsachlichen Griinden.

3. Zielerreichung

Die Zielsetzung des § 5 Abs. 1 NetzDG, der Justiz, den Buflgeldbehérden
und den Betroffenen eine schnellere und sicherere Zustellungsoption zur
Verfigung zu stellen, um ein effektives rechtliches Einschreiten zu ermog-
lichen, ist jedenfalls, soweit § 5 Abs.1 NetzDG unbestritten Anwendung
findet, grofStenteils erreicht worden. Von den Befragten wird iberwiegend
angegeben, dass § 5 Abs. 1 NetzDG die Zustellungen in der Praxis erleich-
tert und insoweit die Rechtsdurchsetzung befordert habe. Auch das Bf]
sicht jedenfalls bei den unstrittig vom NetzDG erfassten grofen Netzwerk-
anbietern deutliche Verbesserungen bei der Zustellung von Anhorungs-
schreiben. Aus den offentlich zuginglichen Gerichtsentscheidungen lasst
sich kein eindeutiger Befund ableiten. Die dufSerst geringe Anzahl an Zu-
stellungsstreitigkeiten im unstreitigen Anwendungsbereich des §5 Abs. 1
NetzDG konnte zum einen dafiir sprechen, dass Zustellungen insoweit un-
problematisch durchfiihrbar sind. Zum anderen konnte eine Ursache auch
darin liegen, dass insgesamt gerichtliche Verfahren zur Durchsetzung von
Loschungsanspriichen nicht in nennenswertem Umfang betrieben werden
(siche dazu E. IV. 4.). Deutliche Schwierigkeiten bei der Zustellung von
Anhoérungsschreiben bei Buflgeldverfahren sieht das Bf] hingegen bei un-
terhalb der Schwelle des § 1 Abs. 2 NetzDG liegenden Netzwerkanbietern.

Demgegeniiber bestehen nach wie vor nachhaltige Probleme bei der Zu-
stellung in Verfahren auflerhalb von den in § 1 Abs. 3 NetzDG genannten
rechtswidrigen Inhalten sowie bei Zustellungen in Verfahren tber Wieder-
herstellungsanspriche wegen (vermeintlich) rechtswidriger Inhalte. Die
Angaben der Befragten und die Vielzahl an divergierenden Gerichtsent-
scheidungen zeigen, dass § 5 Abs. 1 NetzDG insoweit keine rechtssichere
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Zustellungsmoglichkeit an den inlindischen Zustellungsbevollméchtigten
eroffnet. Dartiber hinaus lassen sie erkennen, dass der alternative Weg der
Auslandszustellung in der Praxis auf Grund eines hoheren Kosten- und
Zeitaufwandes und der teilweise zusitzlich betriebenen Zugangsvereite-
lungen3%® seitens einiger Netzwerkanbieter erhebliche Hirden mit sich
bringen.

4. Konsequenzen und Verbesserungsvorschlige

Im eindeutigen und unbestrittenen Anwendungsbereich des §5 Abs. 1
NetzDG ist es bereits zu einer nennenswerten Verbesserung der Zustellun-
gen gekommen (s.0.). Zur weiteren Verbesserung der Rechtsdurchsetzung
wird vereinzelt von Rechtsanwilt*innen gefordert, die Begrenzung des An-
wendungsbereiches auf Schriftstiicke zur Einleitung von Gerichtsverfahren
dahingehend abzumildern, dass auch vorprozessuale zivilrechtliche Ab-
mahnungs- und Aufforderungsschreiben, in denen die Loschung eines
rechtswidrigen Beitrages begehrt wird, mit umfasst werden. Ebenso kann
uberlegt werden, das aktuell noch unklare Zusammenwirken von §35
Abs. 1 NetzDG mit den allgemeinen Zustellungsvorschriften (siche dazu
D. L. 1. b)) zu prazisieren. Da die Zustellungspraxis aktuell gut funktio-
niert, ist dies jedoch nicht dringend geboten, sondern wird nur fir den
Umgang mit kiinftig moglichen Umgehungen relevant.

Unklarheit besteht hinsichtlich der Frage, ob die Pflichten nach §35
Abs. 1 NetzDG auch alle Netzwerkanbieter i.S.d. § 1 Abs. 1 NetzDG unter-
halb der Mitgliederschwelle des §1 Abs.2 NetzDG betreffen. Bei diesen
Netzwerkanbietern ist die Zustellung aktuell nach wie vor mit groffen He-
rausforderungen verbunden; die allermeisten haben auch keinen Zustel-
lungsbevollmichtigten benannt. Insbesondere das BfJ hat auch darauf hin-
gewiesen, dass bei diesen Netzwerkanbietern die Durchsetzung der Pflicht
nach §5 Abs. 1 NetzDG durch Bufgeldverfahren mit rechtlichen und tat-
sachlichen Herausforderungen verbunden sei und ganz erhebliche finanzi-
elle und personelle Ressourcen beanspruche. In Anbetracht der erhebli-
chen Vielzahl kleiner Netzwerkanbieter, deren Herkunft aus unterschiedli-
chen Landern, in denen eine Rechtsdurchsetzung teilweise schwierig wird,
ware eine Klarung dieser Frage sinnvoll.

308 Siehe dazu LG Offenburg, Urt. v. 26.09.2018 - 2 O 310/18 -, juris, Rn. 37; OLG
Koln, Beschl. v. 09.05.2019 - 15 W 70/18; LG Heidelberg, Beschl. v. 4.10.2018 - 1
0O 71/18 und Urt. v. 28.08.2018 -1 O 71/18 -, juris.
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Weitere Unklarheiten bestehen hinsichtlich der Beschrinkung des An-
wendungsbereiches des § 5 Abs. 1 NetzDG auf Verfahren wegen der Ver-
breitung rechtswidriger Inhalte. Insbesondere ist unklar, ob sich § 5 Abs. 1
NetzDG auch auf nicht in §1 Abs.3 NetzDG genannte rechtswidrige In-
halte und auf Wiederherstellungsanspriiche bezieht. In diesen Fallen ist
eine rechtssichere Zustellung aktuell noch mit Herausforderungen verbun-
den. Von Rechtsanwilt*innen wird tiberwiegend gefordert, mit § 5 Abs. 1
NetzDG auch Verfahren tber nicht von §1 Abs.3 NetzDG betroffene
rechtswidrige Inhalte, insbesondere tber rechtswidrige (nicht notwendi-
gerweise strafbare) Personlichkeitsrechtsverletzungen und Wiederherstel-
lungsanspriiche, zu erfassen. Vereinzelt wird noch weitergehend gefordert,
Netzwerkanbieter dazu zu verpflichten, fiir simtliche gegen sie gerichtete
Verfahren einen Zustellungsbevollmichtigten zu benennen. Eine Befas-
sung mit dieser Unklarheit und eine entsprechende Anpassung ware sinn-
voll.

II. §5 Abs. 2 NetzDG - Empfangsberechtigte Person fiir
Auskunftsersuchen der Strafverfolgungsbehdrden

Die Einfuhrung der Pflicht der Netzwerkanbieter, eine empfangsberechtig-
te Person fur Auskunftsersuchen der Strafverfolgungsbehoérden zu benen-
nen, ist im Gesamtkontext der bisherigen Praxis strafrechtlicher Verfol-
gung im Internet zu betrachten.

Zur effektiven Strafverfolgung von Nutzer*innen, die rechtswidrige In-
halte i.S.d. § 1 Abs. 3 NetzDG auf den Plattformen der Netzwerkanbieter
veroffentlicht haben, ist es erforderlich, die Identitat der Nutzer*innen zu
ermitteln. Hierzu bedarf es nach den praktischen Erfahrungen der Staats-
anwaltschaften in den meisten Fillen eines Zugriffes auf die beim Netz-
werkanbieter hinterlegten Bestandsdaten dieser Nutzer*innen.3%” Zu die-
sen zahlen nach §14 Abs.1 TMG alle personenbezogene Daten eines*r
Nutzers*in, soweit sie fir die Begrindung, inhaltliche Ausgestaltung oder
Anderung eines Vertragsverhaltnisses zwischen dem Diensteanbieter und
dem*der Nutzer*in tber die Nutzung von Telemedien erforderlich sind.
Im Kontext der Telemediendiensteanbieter zihlen hierunter wohl jeden-
falls Name, Anschrift und E-Mail-Adresse.3'® Zwar konnen die Nutzer*in-

309 Elsner MHR 3/2019, S. 11 (12); Rebehn DRiZ 2019, S. 208 (209).
310 Miiller-Broich, TMG, 1. Aufl. 2012, § 14 TMG Rn. 2; Spindler/Schmitz/Schmitz,
TMG, 2. Aufl. 2018, §14 TMG Rn. 9, 12.
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nen bei der Anmeldung beim Netzwerkanbieter wahrheitswidrige Anga-
ben machen, die ohnehin nicht dberpriift werden. Gleichwohl kénnen
auch solche wahrheitswidrigen Angaben nach der Erfahrung der Staatsan-
waltschaften jedenfalls erste erfolgversprechende Ansitze zur weiteren Er-
mittlung der Identitit liefern.3!!

Nach der Rechtsprechung des Bundesverfassungsgerichtes ist bei dem
Zugriff staatlicher Ermittlungsbehdrden auf Bestandsdaten von Birger*in-
nen, die bei privaten Anbietern gespeichert sind, streng zwischen der da-
tenschutzrechtlichen Erlaubnis zur Ubermittlung der begehrten Daten durch
den Privaten (sog. .datenschutzrechtliche Offnungsklausel“) und der Befugnis
der staatlichen Stelle zur Abfrage der Daten bei dem Privaten (,Ermdchts-
gungsgrundlage®) zu differenzieren.3'? Das Bundesverfassungsgericht fiihrt
dazu aus: ,Der Gesetzgeber muss, bildlich gesprochen, nicht nur die Tiir zur
Ubermittlung von Daten iffnen, sondern auch die Tiir zu deren Abfrage. Erst
beide Rechtsgrundlagen gemeinsam, die wie eine Doppeltiir zusammenwirken
miissen, berechtigen zu einem Austausch personenbezogener Daten. 313

Fir die Ubermittlung und Abfrage von Bestandsdaten durch staatliche
Ermittlungsbehorden bei Privaten, die geschdfismdfig Telekommunikations-
dienste erbringen, hat der Gesetzgeber explizit beide ,, Tiiren® gedffnet: Die
§§ 111 ff. TKG bilden — als erste Tir — die datenschutzrechtliche Erlaubnis
der Anbieter zur Ubermittlung der Bestandsdaten, wihrend - als zweite
Tir - § 100j StPO die Befugnis der staatlichen Stelle zur Abfrage der Daten
bei dem Privaten regelt. Diese Befugnis der Strafverfolgungsbehorden zur
Abfrage der Daten wird in §100j Abs. 5 StPO von einer korrespondieren-
den Pflicht der Anbieter zur Erteilung der Auskunft flankiert.

Fur die von § 1 NetzDG erfassten Netzwerkanbieter als Diensteanbieter von
Telemedien gelten diese Regelungen jedoch nicht. Auch hier regelt § 14
Abs. 2 TMG zwar - als erste Tur — die datenschutzrechtliche Erlaubnis fiir
die Netzwerkanbieter zur Ubermittlung der Bestandsdaten an staatliche
Ermittlungsbehorden. Nach einhelliger Ansicht stellt § 14 Abs. 2 TMG je-
doch keine — als zweite Tir fungierende — Ermichtigungsgrundlage fiir
Strafverfolgungsbehorden zur Abfrage dieser Daten dar.3'* Mangels einer
mit § 110j StPO vergleichbaren und prizisen Regelung ist umstritten, ob

311 Elsner MHR 3/2019, S. 11 (12f.).

312 BVerfG, Beschl. v. 24.1.2012 - 1 BvR 1299/05 -, juris, Rn. 123.

313 BVerfG, Beschl. v. 24.1.2012 - 1 BvR 1299/05 -, juris, Rn. 123.

314 Dezidiert VGH Miinchen, Beschl. v. 20.08.2019 - 12 ZB 19.333 -, juris, Rn. 32;
Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § 14 TMG Rn. 28 m.w.N. u. 36;
Miiller-Broich, TMG, 1. Aufl. 2012, Rn. 6; Plath/ Hullen/Roggenkamp, DSGVO/
BDSG, 3. Aufl. 2018, § 14 TMG Rn. 17; BGH NJW 2014, S.2651 (2652) (aller-
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eine entsprechende Erméchtigungsgrundlage der Ermittlungsbehdrden fiir
die Abfrage besteht. Uberwiegend werden die allgemeinen Generalermitt-
lungsklauseln der §§ 161 Abs. 1, 163 Abs. 1 StPO als Ermachtigungsgrund-
lage angesehen.3!® Nahezu unstreitig besteht jedoch — anders als bei Tele-
kommunikationsanbietern nach § 110j Abs. 5 StPO - keine korrespondie-
rende Pflicht der Netzwerkanbieter, die Auskunft tatsachlich zu ertei-
len.316

Im Ergebnis erlaubt das bisherige Rechtsregime den Netzwerkanbietern
zwar die Ubermittlung der Bestandsdaten und den Strafverfolgungsbehor-
den (wohl) auch deren Abruf; es verpflichtet die Netzwerkanbieter jedoch
nicht - im Unterschied zu Telekommunikationsanbietern — zur Ubermitt-
lung dieser Daten. Kurz gesagt steht es den Netzwerkanbietern damit wei-
testgehend frei, ob und inwieweit sie den Ermittlungsbehorden Bestands-
daten ibermitteln.

Mit der Einfithrung des §5 Abs.2 NetzDG hat der Gesetzgeber weder
ein neues Rechtsregime fir die Ubermittlung und den Abruf von Be-
standsdaten bei den Netzwerkanbietern geschaffen noch eine Ubermitt-
lungspflicht fir die Bestandsdaten vorgeschrieben. Die durch §5 Abs.2
NetzDG eingefithrte Verpflichtung der Netzwerke, eine empfangsberech-
tigte Person im Inland fiir Auskiinfte im Zusammenhang mit Strafverfah-

dings im Verhaltnis zwischen Privaten bei blofer Personlichkeitsverletzung);
vgl. auch BT-Drucks. 16/3078, S. 16.

315 MiiKo-StPO/Kolbel, 1.Aufl. 2016, §161 StPO Rn.27 (Ermittlungsbefugnis)
m.w.N; Meyer-Goner/Schmitt, StPO, 62. Aufl. 2019, § 161 StPO Rn. 2; Wicker
MMR 2014, S.298 (302) zu Cloud-Anbietern; BVerfG, Beschl. v. 17.02.2009 - 2
BvR 1372/07 -, juris und 2 BvR 1745/07 -, juris (§161 Abs. 1 StPO als ausrei-
chend bzgl. der Abfrage von Kreditkartendaten erachtend); BVerfG, Beschl. v.
13.11.2011 - 2 BVR 1124/10 -, juris (bzgl. § 161 StPO und § 14 Il TMG); Staatsmi-
nisterium der Justiz Bayern, Bayr. LT-Drucks. 18/1789, S. 1; auf § 95 StPO abstel-
lend Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § 14 TMG Rn. 36.

316 MuKo-StPO/Kalbel, 1. Aufl. 2016, § 161 StPO Rn.26f. m.w.N.; siche auch die
Gegeniuflerung der Bundesregierung zu der Stellungnahme des Bundesrates zu
§ 14 Abs.2 TMG, BT-Drucks. 16/3135, S.2 (,Bei der Regelung handelt es sich
um die datenschutzrechtliche Offnungsklausel, die dem Diensteanbieter die
Verwendung personenbezogener Daten seiner Nutzer zum Zwecke der Aus-
kunftserteilung an Strafverfolgungs- und Sicherheitsbeh6rden ermdglicht. Ob
und inwieweit der Diensteanbieter zur Auskunftserteilung verpflichtet sein soll,
ist hingegen eine Frage, die das Rechtsverhiltnis zwischen dem Diensteanbieter
und der Behorde betrifft und dementsprechend in den fir dieses Rechtsverhilt-
nis geltenden 6ffentlich-rechtlichen Vorschriften zu regeln ist.“); uneinheitlich
bei Meyer-GoSner/Schmitt, StPO, 62. Aufl. 2019, der dies in § 161 StPO Rn.2
eher verneint und in § 99 StPO Rn. 16 bejaht.
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ren gegen Nutzerinnen der Netzwerke zu benennen, soll sich allein da-
rauf beschrinken, die Verfiigbarkeit eines inlandischen Ansprechpartners
sicherzustellen.3'7 Hierdurch soll die Moglichkeit einer freiwilligen und
unmittelbaren Kooperation zwischen Strafverfolgungsbehorden und Netz-
werkanbietern verbessert werden.?!8

1. Gesetzliche Anforderungen

Ausgehend von diesem Zweck verpflichtet § 5 Abs. 2 NetzDG in Satz 1 die
Netzwerkanbieter dazu, eine empfangsberechtigte Person im Inland fiir
Auskunftsersuchen einer inlandischen Strafverfolgungsbehorde zu benen-
nen. Dartber hinaus werden die Netzwerkanbieter in Satz2 dazu ver-
pflichtet, innerhalb von 48 Stunden nach Zugang des Auskunftsersuchens
zu antworten und eine Begrindung anzugeben, wenn die ersuchte Aus-
kunft nicht oder nicht vollumfanglich erteilt wird (Satz 3). Die Pflicht zur
Benennung einer empfangsberechtigten Person in §5 Abs.2 S. 1 NetzDG
ist nicht ausdriicklich auf Netzwerkanbieter i.S.d. NetzDG beschrinkt.
Aufgrund der erst im weiteren Gesetzgebungsverfahren erfolgten Ausdiffe-
renzierung des § 5 NetzDG in zwei Absitze und der systematischen Nahe
von §5 Abs.1 und Abs.2 NetzDG, liegt es jedoch nahe, dass die Pflicht
nur auf Netzwerkanbieter i.S.d. NetzDG bezogen ist.>!® Auch hier ist — pa-
rallel zu §5 Abs. 1 NetzDG (siche D. I. 1.) — nicht ganzlich klar, ob die
Pflicht fiar samtliche Netzwerkanbieter, also auch solche unterhalb der
Schwelle des § 1 Abs. 2 NetzDG, gelten soll.320

Im Kern beschrinkt sich § 5 Abs. 2 NetzDG weitestgehend auf die Fest-
legung formeller Anforderungen, um die Netzwerkanbieter zur Kooperati-
on mit den Strafverfolgungsbehorden anzuhalten. Demgegeniiber enthalt
§ 5 Abs. 2 NetzDG nach einhelliger Ansicht bewusst nicht die inhaltliche

317 BT-Drucks. 18/12356, S. 27.

318 BT-Drucks. 18/12356, S. 27.

319 So auch in Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 11,
in der eine rechtsmethodisch zuldssige einschrinkende Auslegung der Norm
vertreten wird.

320 Die Problematik andeutend, aber nicht eindeutig entscheidend Spindler/
Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 11: ,Vor dem Hinter-
grund des Normzwecks und des in § 1 Abs. 1 und 2 vorgegebenen Anwendungs-
bereichs ist daher die Benennungspflicht durch eine rechtsmethodisch zuléssige
einschrinkende Auslegung ebenso wie in §5 Abs. 1 auf Anbieter sozialer Netz-
werke begrenzt.”
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Pflicht zur tatsichlichen Erteilung der begehrten Auskunft.32! Die Geset-
zesbegrindung macht insoweit deutlich, dass § 5 Abs. 2 NetzDG die Netz-
werke nur dazu verpflichtet, ,einen ,Briefkasten’ im Inland bereitzustel-
len“ und durch ihn ,keine zusitzlichen Auskunftspflichten begrindet®
werden.322

a) Pflicht zur Benennung einer empfangsberechtigten Person im Inland

Ein entscheidender Unterschied zu §5 Abs.1 NetzDG bzgl. der Benen-
nung ist, dass auf die empfangsberechtigte Person nicht in leicht erkennba-
rer und unmittelbar erreichbarer Weise aufmerksam zu machen ist. Viel-
mehr geniigt es nach dem Wortlaut des Gesetzes, dass die empfangsberech-
tigte Person erst auf eine konkrete Anfrage einer Strafverfolgungsbehorde
hin dieser gegeniiber benannt wird. Um eine solche Anfrage aber tber-
haupt erst zu ermoglichen, dirfte die Vorschrift dahingehend auszulegen
sein, dass jedenfalls eine schriftliche oder elektronische Méglichkeit zur
Kontaktaufnahme (z.B. Email oder Formular) mit dem Netzwerkanbieter
erkennbar anzugeben ist.

Der Wortlaut und Zweck des § 5 Abs. 2 NetzDG stellt es in das Belieben
des Netzwerkanbieters, wen er auf die Anfrage hin als empfangsberechtig-
te Person benennt, solange die benannte Person ihren Sitz im Inland hat.
Der Netzwerkanbieter kann daher sowohl interne als auch externe nattirli-
che oder juristische Personen als empfangsberechtigte Person benennen.?3

Das Gesetz regelt nicht naher, welche inhaltlichen Angaben bzgl. der zu
benennenden empfangsberechtigten Person gemacht werden missen. Of-
fen ist insbesondere, ob eine zustellungsfihige inlindische Adresse anzuge-
ben ist. Da zur Stellung des Auskunftsersuchens auch elektronische Kom-
munikationskanale geniigen, dirfte — anders als bei der Zustellung gem.
§ 5 Abs. 1 NetzDG - die Angabe einer solchen Adresse nicht erforderlich
sein.

Der Gesetzeswortlaut legt mit dem Begriff ,empfangsberechtigt® sprach-
lich nahe, dass die Netzwerkanbieter eine Entgegennahme des Auskunfts-

321 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §5 NetzDG Rn. 13; Spindler
K&R 2017, S. 533 (542).

322 BT-Drucks. 18/12356, S. 27.

323 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 12; siche auch
Leitlinien des BMJV vom 22.03.2018, abrufbar unter: https://www.bmjv.de/Shar
edDocs/Downloads/DE/Themen/Fokusthemen/NetzDG_BufSgeldleitlinien.pdf?
__blob=publicationFile&v=3 (zul. abgerufen am 15.05.2020), S. 10.
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ersuchens durch die zuvor benannte empfangsberechtigte Person selbst er-
moglichen missen. Nach den Buf§geldleitlinien des BMJV soll es hingegen
nicht notwendig sein, dass diese das Auskunftsersuchen eigenhandig ent-
gegennimmt. Vielmehr reiche ein hinreichend klar und einfach zu hand-
habender Kommunikationskanal. Es sei daher auch zulissig, dass die Ent-
gegennahme von Auskunftsersuchen so ausgestaltet wird, dass die Strafver-
folgungsbehorden ihre Ersuchen tber sichere und ausreichend transparent
zur Verfugung gestellte Online-Formulare oder spezielle Portale fiir Straf-
verfolgungsbehorden stellen konnen.3** Die Gesetzesbegriindung, durch
§ 5 Abs. 2 NetzDG nur ,einen ,Briefkasten’ im Inland bereitzustellen“ und
dadurch eine zuverlissige und effektive Kommunikationsmdglichkeit zu
gewihrleisten3?, spricht auch fiir eine weite Auslegung. Es ist daher nahe-
liegend, aber nicht eindeutig, dass die Verwendung von Online-Formula-
ren oder speziellen Portalen zulissig ist.

Eine Frist zur Benennung der empfangsberechtigten Person gegentiber
der anfragenden Strafverfolgungsbehorde ist — anders als fiir die Beantwor-
tung eines gestellten Auskunftsersuchens — nicht vorgesehen.

b) Umfang und Reichweite der Benennungspflicht

Die Benennung muss nur fir Auskunftsersuchen einer Strafverfolgungsbe-
horde nach den §§ 14, 15 TMG erfolgen, denen Strafverfahren gegen pos-
tende Nutzer*innen des Netzwerkanbieters zu Grunde liegen. Anders als
bei § 5 Abs. 1 NetzDG ist weder im Wortlaut noch in der Gesetzesbegriin-
dung eine Beschrinkung der Benennungspflicht auf Verfahren wegen der
in § 1 Abs. 3 NetzDG abschliefend genannten rechtswidrigen Inhalte vor-
geschen. Offen ist, ob es sich dabei um ein blofes Redaktionsversehen
handelt oder dadurch bewusst der Anwendungsbereich auf alle denkbaren
Straftatbestinde erweitert werden soll.32¢6

324 Vgl. Leitlinien des BMJV vom 22.03.2018, abrufbar unter: https://www.bmjv.de/
SharedDocs/Downloads/DE/Themen/Fokusthemen/NetzDG_Bufgeldleitlinien.
pdf?__blob=publicationFile&v=3 (zul. abgerufen am 15.05.2020), S. 9 f.

325 BT Drucks. 18/12356, S. 27.

326 Zu letzterem tendierend Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §5
NetzDG Rn. 14 unter Verweis auf die Benennung ,strafrechtlich relevanter In-
halte“ und ,,Briefkasten® in BT-Drucks. 18/12356, S. 27.
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c) Pflicht zur Antwort und Begriindung

Nach §5 Abs. 2 S.2 NetzDG ist das Auskunftsersuchen innerhalb von 48
Stunden ab Zugang bei der empfangsberechtigten Person zu beantworten.
Fur die Einhaltung des Gesetzeszweckes durfte es dabei unerheblich sein,
ob die Antwort von der empfangsberechtigten Person — so der Wortlaut —
oder direkt vom Netzwerkanbieter erteilt wird.3?” Wie bereits dargelegt,
verlangt die Pflicht zur rechtzeitigen Antwort nach §5 Abs. 2 S.2 NetzDG
nicht, dass die begehrte Auskunft, d.h. die Bestandsdaten, tatsachlich er-
teilt wird (D. II. 1.). Wird die Auskunft nicht oder nicht vollumfinglich
erteilt, muss dies begriindet werden (§ 5 Abs. 2 S. 3 NetzDG).

2. Umsetzung, Akzeptanz und Praktikabilitt
a) Pflicht zur Benennung einer empfangsberechtigten Person im Inland

Da auf die empfangsberechtigte Person im Inland nicht in ,leicht erkenn-
barer und unmittelbar erreichbarer Weise aufmerksam zu machen® ist,
sondern die Benennung nur auf konkrete Anfrage einer Strafverfolgungs-
behorde hin erfolgen muss, kann die Wirkung des Gesetzes insoweit nur
aufgrund der Erfahrungen der Staatsanwaltschaften tiberprift werden. Die
Angabe einer allgemeinen Kontaktadresse, um die empfangsberechtigte
Person in Erfahrung bringen zu kénnen, kann demgegeniiber durch die
Prifung der Webseiten der Netzwerkanbieter erfolgen.

Ausgehend davon ergibt sich folgendes Bild:

Alle Netzwerkanbieter haben — meist im Impressum — eine allgemeine
Kontaktadresse (Email) zur Verfiigung gestellt, tiber die eine konkrete An-
frage zur Mitteilung der empfangsberechtigten Person (jedenfalls theore-
tisch) erfolgen kann. Dartiber hinaus haben drei Netzwerkanbieter®?® auf
ihren Webseiten ein spezifisches Online-Anfragesystem fiir Strafverfol-
gungsbehorden eingerichtet. Drei weitere Netzwerkanbieter®?® haben —
tber die gesetzlichen Pflichten hinausgehend - bereits die empfangsbe-
rechtigte Person selbst auf ihrer Webseite namentlich benannt.

327 Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, § 5 NetzDG Rn. 15.

328 Facebook, Instagram und Pinterest.

329 Twitter ausdricklich unter Bezugnahme auf §5 Abs.2 NetzDG; TikTok und
SoundCloud implizit.
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Aus den Einschitzungen und Erfahrungen der ausgewéhlten Staatsan-
waltschaften ergibt sich, dass die Identifikation einer empfangsberechtig-
ten inlindischen Person — entweder unmittelbar oder auf konkrete Nach-
frage hin — in allen Fillen moglich war.>3® Eine Schwerpunktstaatsanwalt-
schaft gibt an, statt der empfangsberechtigten Person in allen Fallen direkt
die Auskunftssysteme bzw. Auskunftsplattformen der Netzwerkanbieter
zu nutzen.

Das Bf] iiberwacht die Einhaltung der Pflichten nach § 5 Abs. 2 NetzDG
sowohl proaktiv als auch auf Beschwerden hin. Da die Benennung einer
empfangsberechtigten Person nur bei Auskunftsersuchen einer Strafverfol-
gungsbehorde erfolgen muss, erhalten nur diese Kenntnis iber den Um-
gang mit der Pflicht durch die Netzwerkanbieter. Insoweit ist das Bf] auf
die Weitergabe von Informationen durch die Strafverfolgungsbehorden
angewiesen. Seit dem 1. Oktober 2017 hat das Bf] 15 Beschwerden tber
Verstofle gegen §5 Abs.2 NetzDG erhalten und in allen Fillen ein Buf3-
geldverfahren eingeleitet. Bislang wurde noch kein Buf§geld verhangt. Da
die den Buflgeldverfahren zu Grunde liegenden gemeldeten VerstofSe
nicht ndher aufgeschlisselt sind, ist unklar, ob sie ein Defizit bei der Be-
nennung der empfangsberechtigten Person oder eine mangelnde inhaltli-
che Auskunftserteilung betreffen.

b) Pflicht zur Antwort und Begriindung

Nach tbereinstimmenden Angaben der Staatsanwaltschaften werden Aus-
kunftsersuchen in aller Regel innerhalb der 48-stiindigen Frist von den
Netzwerkanbietern beantwortet.>3! Ebenso einhellig wird jedoch ange-
merke, dass als Antwort tberwiegend nicht die begehrte Auskunft uber die
Bestandsdaten erteilt wird. Vielmehr erfolge oftmals eine lediglich formel-
le und standardisierte Antwort, in der fiir die Erteilung einer Auskunft auf
die Notwendigkeit eines formlichen Rechtshilfeersuchens (Mutual Legal As-
sistance Treaty — MLAT) verwiesen werde®3? oder die inhaltliche Auskunft
mit Verweis darauf abgelehnt werde, dass kein Zugriff auf die Bestandsda-
ten der Nutzer*innen moglich sei*33 oder hausinterne Regeln einer Aus-
kunft von vornherein entgegenstiinden.

330 So auch die Einschitzung von Rebehn DRIZ 2019, S. 208 (209).
331 So auch die Einschitzung von Rebehn DRiZ 2019, S. 208 (209).
332 So auch bei Rebehn DRiZ 2019, S. 208 (209).

333 Elsner MHR 3/2019, S. 11 (13).
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Einige Staatsanwaltschaften zitieren hierzu folgendes Beispiel einer
Standardantwort eines Netzwerkanbieters: 334

»Thank you for your correspondence. Under the applicable law and our
terms of service, a Mutual Legal Assistance Treaty request or letter rogatory
is required to seck information pursuant to your request.“333

»Danke fiir Thre Mitteilung. Nach geltendem Recht und unseren Nut-
zungsbedingungen ist ein Rechtshilfeersuchen erforderlich, um die Infor-
mation zu Threr Anfrage einzuholen.”33¢

c) Praxis der inhaltlichen Auskunftserteilung
aa) Angaben der Netzwerkanbieter

Da die Angabe der eingegangenen behdrdlichen Auskunftsersuchen und
deren weitere Behandlung durch die Netzwerkanbieter nicht zu den nach
§2 NetzDG verpflichtend vorgeschriebenen Angaben im Transparenzbe-
richt zdhlt, haben nur einige Netzwerkanbieter diese Angaben verdffent-
licht:

334 Facebook.

335 Standardantwort des Facebook Law Enforcement Response Team, zitiert nach
Elsner MHR 3/2019, S. 11 (13).

336 Zitiert nach Rebehn DRiIZ 2019, S. 208 (209).
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Twitter’3”

Zeitraum Anzahl behord- | Prozentsatz Prozentsatz Prozentsatz Prozentsatz
licher Aus- Auskunftsertei- | Auskunftser- | Auskunftser- | Auskunftser-
kunftsersuchen | lung teilung teilung teilung
(Deutschland) | (Deutschland) | (weltweit) (USA) (UK)

01.01.2019 — | 458 18 % / / /

30.06.2019

01.07.2018 — | 394 27 % 56% 73 % 75 %

31.12.2018

01.01.2018 — | 320 26 % 56% 76 % 70 %

30.06.2018

01.07.2017 — | 237 29 % 55% 77 % 65 %

31.12.2017

01.01.2017 — | 255 38% 60 % 77 % 79 %

30.06.2017

01.07.2016 — | 275 54% 64 % 82 % 79 %

31.12.2016

01.01.2016 - | 111 58% 69 % 82 % 76 %

30.06.2016

01.07.2015 - | 69 55% 64 9% 79 % 76 %

31.12.2015

01.01.2015 - | 28 36% 58% 80 % 52%

30.06.2015

337 Angaben von Twitter im Transparency-Report, https://transparency.twitter.com
/de/countries/de.html (zul. abgerufen am 15.05.2020).
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Facebook?3$

Zeitraum Anzahl behord- | Prozentsatz Prozentsatz Prozentsatz Prozentsatz
licher Aus- Auskunftser- | Auskunftsertei- | Auskunftser- | Auskunftser-
kunftsersuchen | teilung lung teilung teilung
(Deutschland) | (Deutschland) | (weltweit) (USA) (UK)

01.01.2019 — | 7302 58 % 73,6 % 88 % 90 %

30.06.2019

01.07.2018 — | 6802 57 % 73,1 % 88 % 91 %

31.12.2018

01.01.2018 — | 6661 59 % 74 % 86 % 91 %

30.06.2018

01.07.2017 - | 5067 60 % 74,8 % 85 % 92 %

31.12.2017

01.01.2017 — | 5211 59 % 74,4 % 85 % 90 %

30.06.2017

01.07.2016 — | 4422 54% 72,5% 83,5% 88,7 %

31.12.2016

01.01.2016 — | 3695 47,5 % 69,9 % 80,7 % 86,6 %

30.06.2016

01.07.2015 — | 3140 42,3 % 67,9 % 81,4% 82,2%

31.12.2015

01.01.2015 — | 2344 35,7% 64 % 78 % 78 %

30.06.2015

338 Angaben von Facebook im Transparenzbericht, https://transparency.facebook.c
om/government-data-requests/country/DE (zul. abgerufen am 15.05.2020).
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Google’¥

Zeitraum Anzahl behord- | Prozentsatz Prozentsatz Prozentsatz Prozentsatz
licher Aus- Auskunftser- | Auskunftsertei- | Auskunftser- | Auskunftser-
kunftsersuchen | teilung lung teilung teilung
(Deutschland) | (Deutschland) | (weltweit) (USA) (UK)

01.01.2019 — | 10009 68 % / / /

30.06.2019

01.07.2018 — | 8560 59% 73 % 82 % 84 %

31.12.2018

01.01.2018 — | 7416 60 % 67 % 81 % 73 %

30.06.2018

01.07.2017 - | 6960 58% 67 % 82 % 74 %

31.12.2017

01.01.2017 — | 7781 56% 66 % 82 % 73 %

30.06.2017

01.07.2016 — | 9925 45% 65 % 81 % 71%

31.12.2016

01.01.2016 — | 8788 59 % 60 9% 79 % 71 %

30.06.2016

01.07.2015 — | 7491 57 % 64 9% 79 % 71%

31.12.2015

01.01.2015 - | 3903 58% 64 % 79 % 72 %

30.06.2015

Pinterest

Laut Transparenzberichten gab es keinerlei Anfragen von deutschen Be-
hérden im Berichtszeitraum.34

Reddit

Laut dem Transparenzbericht 2017 sind vier behordliche Auskunftsantrige
eingegangen, von denen in einem Fall (einem Notfall) eine Auskunft er-
teilt wurde. Laut dem Transparenzbericht 2018 sind sechs behordliche

339 Angaben von Google im Transparenzbericht, https://transparencyreport.google.
com/user-data/overview?hl=de&user_requests_report_period=series:requests,acc
ounts;authority:DE;time:&lu=user_requests_report_period (zul. abgerufen am
15.05.2020; die dort genannten Daten umfassen wohl das soziale Netzwerk
YouTube und Google+ bis zu seiner Einstellung.

Angaben von Pinterest im Transparenzbericht, https://help.pinterest.com/de/art
icle/transparency-report (zul. abgerufen am 15.05.2020).

340
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Auskunftsantrige eingegangen, von denen in zwei Fillen (zwei Notfillen)
eine Auskunft erteilt wurde.3#!

Im Ubrigen weist ein Netzwerkanbieter im Fragebogen darauf hin, dass
seit dem Inkrafttreten des NetzDG eine Zunahme an Auskunftsersuchen
von Strafverfolgungsbeh6rden im Zusammenhang mit Beleidigungen und
Verleumdungen zu verzeichnen sei.

bb) Schlussfolgerungen aus den Angaben der Netzwerkanbieter

Aus den veroffentlichten Angaben der Netzwerkanbieter wird fiir
Deutschland zwar die zunehmende Bedeutung behordlicher Auskunftser-
suchen tber Bestandsdaten der Nutzer*innen deutlich. Soweit aus den ver-
oOffentlichten Angaben ersichtlich, ist die Anzahl behordlicher Auskunfts-
ersuchen seit 2015 weitestgehend kontinuierlich und teilweise enorm ge-
stiegen. Demgegenitiber lassen sich keine klaren Entwicklungstendenzen
hinsichtlich der Auskunftspraxis der Netzwerkanbieter ableiten. Ein Netz-
werkanbieter’# weist — mit einer Ausnahme — seit 2015 weitestgehend
konstante Auskunftsquoten von tber 50 % auf. Die Auskunftsquote bei
einem weiteren Netzwerkanbieter#* nahm seit Anfang 2015 kontinuier-
lich zu und ist seit Mitte 2016 ebenfalls bei tiber 50 % konstant. Bei einem
Netzwerkanbieter3# zeigt sich nach einer anfinglich zunehmenden Aus-
kunftsquote (von 36 % Anfang 2015 bis auf 58 % Mitte 2016) eine konstan-
te Abnahme bis unter das Niveau von 2015.

Als weiterer Befund ist ausweislich der angegebenen Zahlen bemerkens-
wert, dass bei allen Netzwerkanbietern, die Zahlen veroffentlichen, und in
allen Berichtszeitraiumen die Auskunftsquote gegeniiber deutschen Behor-
den deutlich unter der weltweiten Auskunftsquote und - noch viel deutli-
cher — unter den Auskunftsquoten in den Vereinigten Staaten und im Ver-
einigten Konigreich liegt.

Dartber hinaus machen die Netzwerkanbieter, die Zahlen veroffentli-
chen, zusitzliche Angaben tber die Anzahl und die Auskunftsquote bei
Auskunftsersuchen in ,Notfillen® (,emergency requests“). Als Notfille
werden meist solche Falle verstanden, in denen eine unmittelbare Gefahr

341 Angaben von Reddit im Transparenzbericht, https://www.redditinc.com/policie
s/transparency-report (zul. abgerufen am 15.05.2020).

342 Google.

343 Facebook.

344 Twitter.
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fir Leib und Leben besteht.34 Auffallend ist dabei, dass die Auskunftsquo-
te bei fast allen Netzwerkanbietern in Notfallen konstant ist und teilweise
deutlich dber der Auskunftsquote fiir ,normale* Auskunftsersuchen
liegt.346

cc) Angaben der Staatsanwaltschaften

Die Angaben der Netzwerkanbieter sind nicht deckungsgleich mit den Er-
fahrungen und Einschitzungen der ausgewihlten Staatsanwaltschaften,
die sich auf einen Erfahrungswert von ca. 300 Verfahren beziehen. Die
Auskunftsquote wird von einer Staatsanwaltschaft auf unter 109 ge-
schitzt, von einer anderen mit ca. 5% angegeben, wobei die Auskiinfte
tberwiegend von nur einem Netzwerk erteilt worden seien.

Von Staatsanwaltschaften wird zudem teilweise die Praxis geschildert,
dass viele Netzwerkanbieter, die ihren Hauptsitz im aufSereuropiischen
Ausland haben, Auskinfte auf Anfragen der Staatsanwaltschaften oft nur
im Rahmen eines formlichen Rechishilfeersuchens (Mutual Legal Assistance
Treaties — MLATs) im Sitzland erteilen. Nach Einschatzung einiger Staats-
anwaltschaften bleibe dieses Verfahren sowohl aus rechtlichen als auch
praktischen Griinden weitgehend erfolglos, sodass es im Ergebnis nicht
zur Strafverfolgung kime. In rechtlicher Hinsicht bestinden erhebliche
Hurden bei Rechtshilfeersuchen in den USA. Einem solchen Ersuchen
werde nur dann stattgegeben, wenn der strafrechtlich nach deutschem
Recht zu verfolgende Inhalt auch nach US-Recht strafbar sei. Nach ameri-

345 Exemplarisch bei Reddit: ,necessary to prevent imminent and serious bodily
harm to a person®, https://www.redditinc.com/policies/privacy-policy (zul.
abgerufen am 15.05.2020); bei Twitter ,,imminent threat involving danger of
death or serious physical injury to a person®, (https://transparency.twitter.com/e
n/information-requests.html#information-requests-jan-jun-2019 (zul. abgerufen
am 15.05.2020); bei Facebook ,,unmittelbare Gefahr fiir Leib und Leben®, https:
//transparency.facebook.com/government-data-requests (zul. abgerufen am
15.05.2020).

346 Siehe die angegebenen Zahlen bei Reddit: https://www.redditinc.com/policies/t
ransparency-report (zul. abgerufen am 15.05.2020); bei Twitter: https://transpare
ncy.twitter.com/en/information-requests.html#information-requests-jan-jun-201
9 (zul. abgerufen am 15.05.2020); bei Google: https://transparencyreport.google.
com/user-data/overview?hl=de&user_requests_report_period=series:requests,acc
ounts;authority:DE;time:&lu=user_requests_report_period (zul. abgerufen am
15.05.2020); bei Facebook: https://transparency.facebook.com/government-data-
requests/country/DE (zul. abgerufen am 15.05.2020).
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kanischem Verfassungsrecht sei die Meinungsfreiheit besonders weitge-
hend geschuitzt. Aus diesem Grund seien zahlreiche in Deutschland straf-
bare und von §1 Abs. 3 NetzDG erfasste Inhalte, wie z.B. das offentliche
Verwenden von Kennzeichen und Parolen ehemaliger nationalsozialisti-
scher Organisationen, Volksverhetzung und Holocaustleugnung (§€§ 86a,
130 StGB) nach US-Recht nicht strafbar; ein Rechtshilfeersuchen sei inso-
weit aussichtslos.>¥” Die Grenze der nach US-Recht zulassigen Meinungs-
auBerungen sei regelmiRig dann erreicht, wenn die Auferung eine kon-
krete und individuelle Bedrohung fir eine Person oder Personengruppe
oder den Aufruf zur Begehung von Straftaten beinhalte (,real threat). In-
soweit seien Rechtshilfeersuchen nach §§ 185-187 BGB mangels Erfillung
dieser Voraussetzung oft von vornherein aussichtlos.?#® In praktischer Hin-
sicht stellten die zeitaufwindigen (oft mehrere Monate) und kostenauf-
windigen Rechtshilfeersuchen mit Blick auf begrenzte personelle und fi-
nanzielle Ressourcen weitere Hiirden auf.34? Zudem seien die begehrten
Bestandsdaten — mangels gesetzlicher Mindestspeicherfrist — nach Ab-
schluss des mehrmonatigen Rechtshilfeersuchens oftmals entweder bereits
geloscht oder jedenfalls mangels Aktualitit weniger brauchbar.3*°

dd) Bfj

Das Bf] weist darauf hin, dass es keine unmittelbare Kenntnis tiber den
Umgang der Netzwerkanbieter mit von Strafverfolgungsbehorden gestell-
ten Auskunftsersuchen habe. Bislang erhalte es nur vereinzelt und unsyste-
matisch Informationen hierzu. Um einen besseren Uberblick tiber die Pra-
xis zu erlangen, sei das Bf] auf die Bereitschaft zur regelmifligen Weiterga-
be von Erfahrungen durch die Strafverfolgungsbehdrden angewiesen.

ee) Mogliche Ursachen fiir divergierende Angaben und Auskunftsquoten

Da weder die Angaben der Netzwerkanbieter noch die Angaben der Staats-
anwaltschaften im Rahmen der Evaluation tberpriift werden konnen, blei-

347 Rebebn DRiZ 2019, S.208 (209); Elsner MHR 3/2019, S. 11 (14f.).
348 Rebebn DRIZ 2019, S. 208 (209); Elsner MHR 3/2019, S. 11 (14f.).
349 Elsner MHR 3/2019, S. 11 (15).

350 Einschatzung ZAC NRW.
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ben die genauen Ursachen fiir die grofSe Divergenz der Angaben letztlich
unklar.

Eine mogliche Ursache fiir die divergierenden Angaben ist, dass Netz-
werkanbieter bei den von ihnen ermittelten Auskunftsquoten — ausweis-
lich ihrer eigenen Angaben — nicht nur vollstindige, sondern auch teilwei-
se Auskunftserteilungen miterfassen. Denkbar wire, dass Staatsanwalt-
schaften demgegentber nur vollstindige Auskiinfte erfassen.

Fur die im Vergleich zur USA, zum Vereinigten Konigreich und zum
weltweiten Durchschnitt geringeren Auskunftsquoten gegeniiber Anfra-
gen deutscher Behorden ist als Ursache die nicht existente gesetzliche Aus-
kunftspflicht der Netzwerkanbieter denkbar. Insoweit kann jedoch nicht
eingeschitzt werden, ob und inwiefern Netzwerkanbieter in anderen Lan-
dern gesetzlich zur Auskunftserteilung verpflichtet sind.

Als weitere mogliche Ursache ist der unterschiedlich gehandhabte Ver-
weis der Netzwerkanbieter auf formliche Rechtshilfeersuchen (MLATS)
denkbar. Bemerkenswert ist hierbei, dass in anderen europaischen Lin-
dern, in denen der Verweis auf formliche Rechtshilfeersuchen (MLATS)
ebenso moglich ist, teilweise deutlich hohere Auskunftsquoten bestehen.
So liegt die Auskunftsquote bei behérdlichen Anfragen aus dem Vereinig-
ten Konigreich bei allen Netzwerkanbietern, die Zahlen veroffentlichen,
und in nahezu allen Berichtszeitraumen weit tiber der Auskunftsquote in
Deutschland, obwohl auch im Vereinigten Konigreich der Verweis auf das
formliche Rechtshilfeersuchen denkbar ist.3s' Vor diesem Hintergrund er-
scheint es als moglich, dass die Praxis, ob und inwieweit bei behordlichen
Anfragen auf den Weg des formlichen Rechtshilfeersuchens verwiesen
wird, von den Netzwerkanbietern linderspezifisch angepasst wird.

3. Zielerreichung

Das in der Gesetzesbegrindung bezeichnete Ziel, durch § 5 Abs. 2 NetzDG
sicherzustellen, dass die Netzwerkanbieter ,sozusagen einen ,Briefkasten’
im Inland bereitstellen®, um die Moglichkeit einer ,freiwilligen unmittel-
baren Kooperation“352 zu verbessern, wird durch die gesetzliche Regelung
weitgehend erreicht. Die Staatsanwaltschaften haben {ibereinstimmend an-

351 Vgl. die Aussagen der britischen Regierung: https://www.gov.uk/government/ne
ws/uk-and-us-sign-landmark-data-access-agreement (zul. abgerufen am
15.05.2020).

352 BT-Drucks. 18/12356, S. 27.
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gegeben, dass auf Nachfrage eine Kontaktperson durch die Netzwerkanbie-
ter benannt wird und diese auch fristgemif antworten. Dartiber hinaus
haben sie Gberwiegend angegeben, dass infolge des § 5 Abs. 2 NetzDG je-
denfalls eine gesteigerte Gespriachs- und Kooperationsbereitschaft der
Netzwerkanbieter zu beobachten sei. Zudem wird von einer Staatsanwalt-
schaft auf die Nutzung der online zur Verfigung gestellten Auskunftssys-
teme bzw. Auskunftsplattformen der Netzwerkanbieter verwiesen.

Die Strafverfolgung von Hasskriminalitit und anderen strafbaren Inhal-
ten in sozialen Netzwerken wird unter Beriicksichtigung der angegebenen
Daten der Netzwerkanbieter und den Einschitzungen der Staatsanwalt-
schaften nur sehr begrenzt effektiviert. Dies liegt zentral daran, dass nach
der gegenwirtigen Rechtslage die Netzwerkanbieter weder nach § 5 Abs. 2
NetzDG noch nach §14 Abs.2 TMG zur Erteilung der von Strafverfol-
gungsbehorden beantragten Auskunft verpflichtet, sondern lediglich be-
rechtigt sind. Ausgehend von dieser weitgehenden Freiheit der Netzwerk-
anbieter, iber die Auskunftserteilung selbst zu entscheiden, lasst sich eine
abgestufte Wirkung beobachten.

Bei ,Notfillen®, in denen mdglicherweise auch eine Gefahr fiir Leib und
Leben besteht, ist durchaus eine hohere Bereitschaft der Netzwerkanbieter
zu verzeichnen, Auskiinfte zu gewahren.

In ,normalen®, von §1 Abs.3 NetzDG erfassten, Faillen lisst sich aus
den von Netzwerkanbietern veroffentlichten Daten keine nennenswerte
Auswirkung des NetzDG auf die Anzahl der behdrdlichen Auskunftsersu-
chen oder die Auskunftsquote der Netzwerkanbieter feststellen. Zwar hat
die Anzahl der behdrdlichen Auskunftsersuchen seit dieser Zeit kontinu-
ierlich zugenommen; die Zunahme entspricht aber weitgehend bereits der
vorherigen Entwicklungstendenz. Die Auskunftsquoten haben sich bei
zwei Netzwerkanbietern®s3 seit Inkrafttreten des NetzDG nicht nennens-
wert gedndert; bei einem weiteren Netzwerkanbieter®>4 sind sie sogar riick-
laufig. Aufgrund der Tendenz einiger Netzwerkanbieter, Auskiinfte nur
im Rahmen eines Rechtshilfeersuchens zu gewihren und aufgrund der
skizzierten praktischen und rechtlichen Schwierigkeiten dieses Verfahrens
sehen die Staatsanwaltschaften die gegenwartige Rechtslage als nicht aus-
reichend an, um eine effektive und wirksame Strafverfolgung bei Inhalten
nach § 1 Abs. 3 NetzDG auf sozialen Netzwerken zu gewihrleisten. Ausge-
hend von den rechtlichen Defiziten wird vereinzelt die Einschatzung ver-
treten, dass sich die Moglichkeit der Strafverfolgung nicht nennenswert

353 Facebook und Google.
354 Twitter.
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verbessert habe. Uberwiegend wird jedoch eine gewisse Verbesserung, ins-
besondere aufgrund einer gesteigerten Sensibilitit und Gesprachs- und Ko-
operationsbereitschaft der Netzwerkanbieter, beobachtet.

Besonders schwierig und weitgehend wirkungslos bleiben Auskunftsver-
fahren bei deutschlandspezifischen Straftatbestinden, wie z.B. das 6ffentli-
che Verwenden von Kennzeichen und Parolen ehemaliger nationalsozialis-
tischer Organisationen, Volksverhetzung und Holocaustleugnung (§§ 86a,
130 StGB), da Rechtshilfeersuchen hier in den meisten Fallen von Vornhe-
rein aus rechtlichen Grinden keinen Erfolg haben konnen.

4. Konsequenzen und Verbesserungsvorschlige

Das NetzDG hat durch §5 Abs.2 NetzDG bereits zu einer verbesserten
Kommunikationsbeziehung zwischen Strafverfolgungsbehdrden und den
Netzwerkanbietern geftihrt.

Ganz entscheidend fiir die Effektivierung strafrechtlicher Verfolgung
und einhellig von Strafverfolgungsbehorden, der Rechtswissenschaft und
der kritischen Offentlichkeit gefordert, ist die Einfithrung ausdriicklicher
gesetzlicher Regelungen, um die Strafverfolgungsbehorden zum Aus-
kunftsverlangen bzgl. der Bestandsdaten der Nutzer*innen zu berechtigen
und die Netzwerkanbieter zur entsprechenden Auskunftserteilung zu ver-
pflichten. Als Vorbild fiir eine solche gesetzliche Regelung kann auf § 100j
StPO zuriickgegriffen werden, der bereits bei Telekommunikationsdienste-
anbietern entsprechende Rechte und Pflichten vorschreibt.

Es kann angedacht werden, die jetzige Regelung, in jedem Einzelfall auf
eine konkrete Anfrage einer Strafverfolgungsbehérde hin eine empfangs-
berechtigte Person zu benennen, weiter zu effektivieren. Eine Verpflich-
tung, auf die empfangsberechtigte Person — parallel zu § 5 Abs. 1 NetzDG
— in leicht erkennbarer und unmittelbar erreichbarer Weise auf der Web-
seite aufmerksam zu machen, birgt die Gefahr, dass die ,,Funktionstiichtig-
keit“ der empfangsberechtigten Person durch Spam-Nachrichten beein-
trachtigt werden kann.?%S Dieses Risiko liefe sich minimieren, wenn statt-
dessen die Bereithaltung eines schnell abrufbaren und einfach zugingli-
chen Online-Systems fiir Auskunftsersuchen gewihlt wiirde, bei dem zur

355 So die geduferte Befiirchtung in den Leitlinien des BMJV vom 22.03.2018, ab-
rufbar unter: https://www.bmjv.de/SharedDocs/Downloads/DE/Themen/Fokust
hemen/NetzDG_Bufgeldleitlinien.pdf?__blob=publicationFile&v=3 (zul.
abgerufen am 15.05.2020), S. 11.
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Sicherstellung einer offiziellen Anfrage z.B. die Eingabe einer offiziellen
Email oder Kennung der Strafverfolgungsbehdrde gefordert wird. Entspre-
chende Systeme werden bereits von einigen Netzwerkanbietern bereitge-
stellt und von Strafverfolgungsbehdrden genutzt. Durch eine entsprechen-
de Regelung konnte auch die bisher bestehende Unklarheit der Zulassig-
keit eines solchen Systems ausgeriumt werden.

Dartiber hinausgehend wird vereinzelt gefordert, zur weiteren Effekti-
vierung der Strafverfolgung vergleichbare gesetzliche Regelungen auch fiir
Nutzungsdaten, insbesondere fiir IP-Adressen, vorzusehen. Hingewiesen
wird in diesem Kontext auf die ,,Wechselwirkung® mit der Notwendigkeit
einer ,Vorratsdatenspeicherung® zur spateren Zuordnung der IP-Adresse
zu den Daten des Anschlussinhabers.

Parallel zu § 5 Abs. 1 NetzDG wire auch im Rahmen des § 5 Abs. 2 Netz-
DG eine Klarstellung dahingehend sinnvoll, ob auch Netzwerkanbieter
unterhalb der Mitgliederschwelle des §1 Abs.2 NetzDG betroffen sind
(sieche dazu D. I. 1. und 4.). Da auch bei § 5 Abs. 2 NetzDG unklar ist, ob
sich der Anwendungsbereich nur auf die Verbreitung rechtswidriger Inhal-
te nach § 1 Abs. 3 NetzDG oder auf alle rechtswidrigen (und strafbaren) In-
halte bezieht, wire auch insoweit eine Befassung mit dieser Unklarheit
und ggf. eine Anpassung hilfreich.

Weiter diskutierte Vorschlige zur Verbesserung der Strafverfolgung, die
jenseits des NetzDG liegen, sind insbesondere die Notwendigkeit der fi-
nanziellen und personellen Aufstockung der Staatsanwaltschaften, die Bil-
dung von Schwerpunktstaatsanwaltschaften und die Verstirkung der Ko-
operation untereinander. Weiterhin wird gegenwirtig die Einfithrung
einer Pflicht der Netzwerkanbieter zur Ubermittlung von (gewissen) ge-
meldeten rechtswidrigen Inhalten 1.S.d. § 1 Abs. 3 NetzDG an das Bundes-
kriminalamt vorgeschlagen. Zudem wird teilweise betont, dass gerade die
Verfolgung strafbarer Inhalte auf den Plattformen der Netzwerkanbieter
starke spezial- und generalpriventive Wirkung entfaltet und deswegen in
besonderem MafSe zur Verhinderung des Problems strafbarer Inhalte im
Netz beitragen kann.35

356 Rebebn DRiZ 2019, S. 208 (209).
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E. §14 Abs. 3 TMG - Auskunfisanspruch iiber Bestandsdaten
I. Zweck des Gesetzes und Hintergrund

Ziel der Einfihrung der §14 Abs.3-5 TMG? war es, eine bestehende
rechtliche Hiirde zur wirksamen Durchsetzung von zivilrechtlichen An-
spricchen der Verletzten gegen die Verletzer*innen wegen rechtswidriger
Auferungen auf Plattformen der Netzwerkanbieter zu beseitigen. Durch
die Schaffung einer sog. datenschutzrechtlichen Erlaubnisklausel in §14
Abs. 3 TMG, die es dem Netzwerkanbieter erlaubt, die Bestandsdaten der
Verletzer*innen an Verletzte herauszugeben, sollte im Ergebnis ein wirksa-
mer und durchsetzbarer Anspruch auf die Feststellung der Identitit
des*der Verletzers*in bei Rechtsverletzungen ermoglicht werden.58

Um den rechtlichen Gehalt und die Wirkung des § 14 Abs. 3-5 TMG zu
erfassen, miissen zuniachst zwei zentrale Aspekte niher beleuchtet werden:
das Rechtsverhiltnis, das § 14 Abs. 3-5 TMG adressiert (1.) und das daten-
schutzrechtliche Spannungsfeld, in dem § 14 Abs. 3-5 TMG sich bewegt
(2.).

1. §14 Abs. 3 TMG als Starkung der Rechtsdurchsetzung zwischen
Verletzten und Verletzer*innen

Zunachst muss die Konstellation, in der § 14 Abs. 3-5 TMG Anwendung
findet, in den Blick genommen werden. Postet eine Person (Verletzer*in)
einen unter §1 Abs.3 NetzDG fallenden rechtswidrigen Beitrag auf der
Plattform eines von §1 Abs.1 NetzDG erfassten Netzwerkanbieters, hat
die davon betroffene Person (Verletzte*r) zwei Moglichkeiten der Rechts-
durchsetzung;:

Zunichst kann sich der*die Verletzte direkt gegen den Netzwerkanbie-
ter wenden und — bei Vorliegen der Voraussetzungen der Stdrerhaftung —
von diesem die Loschung des Beitrages verlangen. Diese Rechtsbeziehung
zwischen Verletztem™r und Netzwerkanbieter nehmen die §§ 3, 5 NetzDG in
den Fokus: §3 NetzDG verpflichtet die Netzwerkanbieter ausgehend von
den Grundsitzen der Stérerhaftung zur effektiven Loschung der § 1 Abs. 3
NetzDG unterfallenden Inhalte, sodass sie ohne eine gerichtliche Durch-
setzung durch die*den Verletzte*n geloscht werden. Um Verletzten im Fal-

357 Eingefihrt durch Artikel 2 des NetzDG.
358 BT-Drucks. 18/13013, S. 25.
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le der Nichterftllung der Loschpflicht nach § 3 NetzDG die eigene gericht-
liche Durchsetzung der Léschung gegeniiber dem Netzwerkanbieter zu er-
leichtern, sicht § 5 Abs. 1 NetzDG flankierend eine Erleichterung der Zu-
stellungsmoglichkeiten fiir entsprechende Klagen vor.

Dariiber hinaus konnen sich Verletzte zur gerichtlichen Durchsetzung
einer Loschung auch direkt an den*die Verletzer*in wenden und — ggf. bei
Vorliegen weiterer Voraussetzungen — zusatzlich Schadensersatz verlan-
gen. Um diese Anspriiche zwischen Verletzten und Verletzer*in gerichtlich
durchzusetzen, muss jedoch zunichst die Identitit des*der Verletzers*in
ermittelt werden. Hierzu bedarf es in vielen Fillen eines Zugriffs auf die
sog. Bestandsdaten des*der Verletzers*in, die bei dem Netzwerkanbieter
hinterlegt sind. An dieser Stelle setzt § 14 Abs. 3-5 TMG an, in dem er die-
sen Datenzugriff datenschutzrechtlich legitimiert und verfahrensrechtlich
naher ausgestaltet. Damit betrifft er zwar dem ersten Anschein nach eine
rechtliche Beziehung zwischen Verletzten und Netzwerkanbieter, nimlich
die Zugriffsmoglichkeit auf die Daten. Im Kern unterstiitzt er aber nur
den eigentlichen Anspruch auf Loschung des Inhaltes zwischen Verletzten
und Verletzern*innen.

2. §14 Abs. 3-5 TMG im datenschutzrechtlichen Spannungsfeld

Nach den Grundsitzen des deutschen und européischen Datenschutzrech-
tes steht die Preisgabe von personenbezogenen Daten von Nutzer*innen
durch die Netzwerkanbieter gegeniiber Dritten unter einem Verbot mit
Zulassigkeitstatbestinden, um die Nutzer*innen zu schiitzen. Die Daten
dirfen vom Netzwerkanbieter nur dann an den Dritten herausgegeben
werden, wenn die Nutzer*innen darin eingewilligt haben, was unwahr-
scheinlich ist, oder eine gesetzliche Grundlage dies erlaubt.

Vor Einfihrung der § 14 Abs. 3-5 TMG bestand keine explizite gesetzli-
che Erlaubnis zur Preisgabe der Daten. Lediglich diese — durch den BGH
2014% ausdriicklich festgestellte — Hiirde sollte mit der Einfithrung des
§ 14 Abs. 3 TMG tberwunden werden.360

Die neu eingefithrten § 14 Abs. 3-5 TMG dienen also der teilweisen Off-
nung des datenschutzrechtlichen Verbotes. Die Offnung ist zum einen inhalt-
lich auf die Verletzung absolut geschuitzter Rechte aufgrund rechtswidri-

359 BGH, Urt. v. 01.07.2014 - VI ZR 345/13 -, juris.
360 So ausdriicklich BT-Drucks. 18/13013, S.23 mit Verweis auf die Entscheidung
des BGH 2014.
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ger Inhalte, die von §1 Abs.3 NetzDG erfasst werden, beschranke (§ 14
Abs. 3 TMG). Zum anderen enthalt sie durch die Bindung der Zuléssigkeit
der Auskunftserteilung an eine richterliche Entscheidung (§14 Abs. 4
TMG) verfahrensrechtliche Sicherungen zum Schutz der Nutzer*innen.

II. Europarechtskonformitit und Anwendbarkeit des § 14 Abs. 3 TMG

Seit dem Inkrafttreten der harmonisierenden europiischen Datenschutz-
grundverordnung (DSGVO) und den darauf bezogenen Anderungen des
Bundesdatenschutzgesetzes (BDSG) ist umstritten, ob § 14 Abs. 3-5 TMG
vom Anwendungsvorrang der DSGVO oder dem §24 Abs. 1 Nr.2 BDSG
verdringt wird. Da die Evaluation die Umsetzung und Auswirkungen des
NetzDG zum Gegenstand hat und kein Rechtsgutachten darstellt, werden
diese Aspekte hier nur tiberblicksartig dargestellt.

Nach dem in Art. 5 Abs. 1 lit. b DSGVO enthaltenen Zweckbindungs-
grundsatz missen personenbezogene Daten fiir festgelegte, eindeutige und
legitime Zwecke erhoben werden und dirfen nicht in einer mit diesen
Zwecken nicht zu vereinbarenden Weise weiterverarbeitet werden. Da die
Bestandsdaten der Nutzer*innen vom Netzwerkanbieter zu einem anderen
Zweck als der Weitergabe an Dritte erhoben werden, liegt darin eine
Zweckianderung. Eine solche Zweckinderung ist nach Art.6 Abs.4
DSGVO unter anderem dann zulissig, wenn die betroffene Person darin
einwilligt oder gesetzliche Vorschriften der Union oder der Mitgliedsstaa-
ten dies unter zusitzlichen Voraussetzungen (vgl. Art.23 DSGVO) erlau-
ben. Ausgehend davon wird dartiber gestritten, ob Art. 6 Abs. 4 DSGVO
die Mitgliedsstaaten dazu berechtigt, eine ausnahmsweise zulassige, zweck-
indernde Weiterverarbeitung von bereits erhobenen Daten zu gestatten.
Der BGH hat diese Befugnis eindeutig angenommen und klargestellt, dass
§ 14 Abs. 3-5 TMG mit dem Unionsrecht vereinbar ist.>¢! In der Rechtswis-
senschaft wird demgegeniiber teilweise davon ausgegangen, dass den Mit-
gliedsstaaten insoweit keine Regelungsbefugnis zusteht.3¢2

361 Dezidiert und mit umfassender Begrindung kurzlich BGH, Beschl. v.
24.09.2019 - VI ZB 39/18 -, juris, Rn. 31 ff.

362 Kiuhling/Buchner/Herbst, DS-GVO/BDSG, 2. Aufl. 2018, §24 BDSG Rn. 10 u.
13; Kuhling/Buchner/Buchner/Petri, DSGVO/BDSG, 2.Aufl. 2018, Art.6
DSGVO Rn. 180 u. 199 £.; Ehmann/Selmayr/Heberlein, DSGVO, 2. Aufl. 2018,
Art. 6 DSGVO Rn. 51.
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Weiterhin ist umstritten, ob der neu eingefiihrte § 24 Abs. 1 Nr. 2 BDSG
den § 14 Abs. 3-5 TMG verdrangt. Nach § 24 Abs. 1 Nr. 2 BDSG ist die Ver-
arbeitung personenbezogener Daten zu einem anderen Zweck als zu dem-
jenigen, zu dem die Daten erhoben wurden, durch nichtoffentliche Stellen
zulassig, wenn sie zur Geltendmachung, Austiibung oder Verteidigung zi-
vilrechtlicher Anspriiche erforderlich ist, sofern nicht die Interessen der
betroffenen Person an dem Ausschluss der Verarbeitung tberwiegen.
Nach der Rechtsprechung des BGH geht § 14 Abs.3-5 TMG dem §24
Abs. 1 Nr. 2 BDSG als lex specialis vor.3¢3 Ein Teil der Literatur hilt dem-
gegenuiber §24 Abs. 1 Nr.2 BDSG fir die vorrangig anzuwendende Rege-
lung und stitzt sich zur Begriindung unter anderem auf die Gesetzesbe-
grindung zum NetzDG, in der ausgefithrt wird, dass kinftig durch die
Anpassung des TMG an die DSGVO der bereichsspezifische Telemedien-
datenschutz aufgehoben und die Auskunftsbefugnis stattdessen in §24
Abs. 1 Nr. 2 BDSG neu geregelt werde.3%* Der BGH stiitzt seine Auffassung
darauf, dass der Gesetzgeber den bereichsspezifischen Telemediendaten-
schutz gerade nicht durch das Datenschutz-Anpassungs- und -Umsetzungs-
gesetz EU vom 30. Juni 2017 und auch nicht durch andere Gesetze aufge-
hoben hat, obwohl er eine Uberschneidung ausweislich der Gesetzesbe-
grindung gesehen hatte.365

III. Gesetzliche Anforderungen

Durch § 14 Abs. 3 TMG ist der Diensteanbieter datenschutzrechtlich dazu
befugt, im Einzelfall Auskunft @iber bei ihm vorhandene Bestandsdaten zu
erteilen, soweit dies zur Durchsetzung zivilrechtlicher Anspriiche wegen
der Verletzung absolut geschiitzter Rechte aufgrund rechtswidriger Inhal-
te, die von § 1 Abs. 3 NetzDG erfasst werden, erforderlich ist. Diese Befug-
nis unterliegt einem Richtervorbehalt (Abs. 4); ihre Feststellung erfolgt auf
Antrag des*der Verletzten bei dem zustindigen Landgericht (Abs. 4). Der
Netzwerkanbieter ist bei diesem Verfahren beizuladen (Abs. 5).

363 BGH, Beschl. v. 24.09.2019 - VI ZB 39/18 -, juris, Rn.29ff,; OLG Frankfurt,
Beschl. v. 06.09.2018 - 16 W 27/18 -, juris, Rn. 38 {f. u. insb. Rn. 41 ff.

364 Vgl. Gola/Piltz, DSGVO, 2.Aufl. 2018, Art.95 DSGVO Rn.19; Spindler/
Schmitz/Schmitz, TMG, 2. Aufl. 2018, § 14 TMG Rn. 61, 68 und vor §§ 11 ff.
TMG Rn. 10; zur Gesetzesbegriindung siche BT-Drucks. 28/12356, S. 28.

365 BGH, Beschl. v. 24.09.2019 - VI ZB 39/18 -, juris, Rn. 30.
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1. § 14 Abs. 3 TMG als reine datenschutzrechtliche Erlaubnisnorm

Damit Verletzte vom Netzwerkanbieter die Erteilung der Auskunft tber
die Bestandsdaten des*der Verletzers*in verlangen konnen, miissen kumu-
lativ zwei Voraussetzungen vorliegen:3%¢ Zum einen muss den Verletzten
gegeniiber dem Netzwerkanbieter ein materiell-rechtlicher Auskunftsan-
spruch, gerichtet auf die Ubermittlung der Bestandsdaten des*der Verlet-
zer*in, zustehen. Zum anderen muss dem Netzwerkanbieter die Ubermitt-
lung dieser Daten datenschutzrechtlich erlaubt sein.

Der erste Aspekt — der materiell-rechtliche Auskunftsanspruch — ist ge-
setzlich nicht ausdriicklich geregelt, wird von den Gerichten und der
Rechtswissenschaft jedoch tiberwiegend aus § 242 BGB abgeleitet. Ein mit
§ 101 Abs. 1 UrhG vergleichbarer, ausdricklicher Auskunftsanspruch sollte
durch die Einfilhrung des NetzDG und die damit verbundene Anderung
des TMG bewusst nicht geschaffen werden.3¢”

Die mit der Einfithrung des NetzDG verbundene Anderung des § 14
TMG erfasst damit ausschliefSlich den zweiten Aspekt — die datenschutz-
rechtliche Erlaubnis zur Auskunftserteilung.

2. Reichweite: Nur Verletzung absolut geschiitzter Rechte aufgrund von
Inhalten, die von § 1 Abs. 3 NetzDG erfasst werden

Die Erlaubnis zur Bestandsdateniibermittlung ist auf die Verletzung abso-
lut geschiitzter Rechte durch rechtswidrige Inhalte, die von §1 Abs.3
NetzDG erfasst werden, beschriankt. Damit wird eine Begrenzung in zwei-
erlei Hinsicht vorgenommen: Zum einen sind nur solche Verletzungen
der absolut geschiitzten Rechte erfasst, die die Schwelle zur Strafbarkeit
tiberschreiten. Zum anderen muss sich die Verletzung auf die in § 1 Abs. 3
NetzDG genannten Straftatbestinde beziehen.

366 So die h.M., siehe dazu nur Spindler/Schmitz/Schmitz, TMG, 2. Aufl. 2018, § 14
TMG Rn.3 u. 52; st. Rspr. zur Teilung zwischen materiell-rechtlichem Aus-
kunftsanspruch und datenschutzrechtlicher Erlaubnis siche hier nur BGH, Urt.
v. 01.07.2014 - VI ZR 345/13 -, juris, Rn. 6 ff.; zuletzt BGH, Beschl. v. 24.09.2019
-VIZB 39/18 -, juris, Rn. 58.

367 So ausdriicklich BT-Drucks. 18/13013, S. 23 mit Verweis darauf, dass eine solche
Einfiihrung in Zukunft diskutiert werden sollte.
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3. Adressat der Auskunftserlaubnis: Alle Diensteanbieter i.S.d. § 2 Nr. 1
TMG oder nur Netzwerkanbieter 1.S.d. § 1 Abs. 1 NetzDG?

In der Literatur und Rechtsprechung wird gegenwartig dartiber gestritten,
ob die Anderungen des § 14 Abs. 3-5 TMG nur fir die von § 1 Abs. 1 Netz-
DG erfassten Netzwerkanbieter gelten sollen oder dartber hinaus fur alle
Telemediendiensteanbieter i.S.d. §2 Nr.1 TMG. Da an dieser Stelle der
Rechtsrahmen des NetzDG / TMG mit Blick auf den Evaluationszweck
nur insoweit dargestellt wird, wie er zur Beurteilung der Einhaltung und
Umsetzung durch die Netzwerkanbieter erforderlich ist, wird diese streiti-
ge Frage niher im Rahmen der moglichen Nebenwirkungen diskutiert.

IV. Umsetzung, Akzeptanz und Praktikabilitat
1. Praxis nach den Angaben der Netzwerkanbieter

Da die Anzahl der bei den Netzwerkanbietern eingegangenen zivilrechtli-
chen Antrige auf Auskunftserteilung Gber Bestandsdaten und deren weite-
re Behandlung nicht zu den nach § 2 NetzDG verpflichtend vorgeschriebe-
nen Angaben im Transparenzbericht zahlt, haben nur einige Netzwerkan-
bieter Gber die gesetzliche Pflicht hinausgehend entsprechende Angaben
veroffentlicht:

Twitter3ss

Zeitraum Anzahl der privaten (zivilrecht- | Prozentsatz der Falle, in denen
lichen) Auskunftsersuchen Auskinfte erteilt wurden

01.01.2019 - 30.06.2019 3 0%
01.07.2018 - 31.12.2018 0%
01.01.2018 - 30.06.2018 100 %
01.07.2017 - 31.12.2017 0%
01.01.2017 - 30.06.2017 0%
01.07.2016 — 31.12.2016 0%
01.01.2016 - 30.06.2016 0%

N[ B[ N[ W[ W[ =

368 Angaben von Twitter im Transparenzbericht, https://transparency.twitter.com/d
e/countries/de.html (zul. abgerufen am 15.05.2020).
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Pinterest
Laut Transparenzberichten keine privaten (zivilrechtlichen) Auskunftsan-
trage im Berichtszeitraum.3¢?

Reddit

Laut dem Transparenzbericht aus 2018 sind weltweit insgesamt 15 private
(zivilrechtliche) Auskunftsantrige eingegangen, von denen in sieben Fal-
len Auskinfte erteilt wurden. Laut dem Transparenzbericht aus 2017 sind
weltweit insgesamt elf private (zivilrechtliche) Auskunftsantrige eingegan-
gen, von denen in vier Fillen Auskiinfte erteilt wurden.?”® Eine nihere
Aufschlisselung der Herkunftslinder, insbesondere ob und wie viele Aus-
kunftsersuchen aus Deutschland erfolgten, lasst sich den Berichten nicht
entnehmen.

Facebook / Google

Sowohl Facebook als auch Google geben konkrete Zahlen fir Auskunftser-
suchen in ihren Transparenzberichten an. Allerdings indiziert die nahere
Beschreibung zu den angegebenen Zahlen in den Transparenzberichten,
dass allein die Auskunftsersuchen von Behorden / Regierungsstellen (also
yOffentliche® Auskunftsersuchen) und nicht private (zivilrechtliche) Aus-
kunftsersuchen angegeben werden.3”!

Im Ubrigen lasst sich aus den Angaben der Netzwerkanbieter im Frage-
bogen folgendes entnehmen: Laut den Angaben eines Netzwerkanbieters
wurde bislang kein privater (zivilrechtlicher) Auskunftsantrag gestellt.
Ausgehend davon sieht dieser Netzwerkanbieter keine Auswirkung des
NetzDG auf zivilrechtliche Verfahren. Nach einem anderen Netzwerkan-
bieter wurde bislang ein privater (zivilrechtlicher) Auskunftsantrag ge-
stellt. In diesem Fall wurde die Auskunft auch erteilt. Ein weiterer Netz-
werkanbieter gibt an, dass bisher nur ein Verfahren auf Auskunftserteilung
nach § 14 Abs. 3, 4 TMG eingeleitet wurde; eine gerichtliche Entscheidung
jedoch noch ausstehe. Zudem erhalte dieser Anbieter einige Anfragen auf

369 Angaben von Pinterest im Transparenzbericht, https://help.pinterest.com/de/art
icle/transparency-report (zul. abgerufen am 15.05.2020).

370 Angaben von Reddit im Transparenzbericht, https://www.redditinc.com/policie
s/transparency-report (zul. abgerufen am 15.05.2020).

371 Im Transparenzbericht von Facebook wird diesbzgl. auf ,Datenanfragen von
Behorden® verwiesen, https://transparency.facebook.com/government-data-requ
ests (zul. abgerufen am 15.05.2020); bei Google wird diesbzgl. auf die ,,Anzahl
der Nutzerdatenersuchen von Beh6rden® verwiesen, https://transparencyreport.
google.com/user-data/overview?hl=de (zul. abgerufen am 15.05.2020).

168

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://help.pinterest.com/de/article/transparency-report
https://help.pinterest.com/de/article/transparency-report
https://www.redditinc.com/policies/transparency-report
https://www.redditinc.com/policies/transparency-report
https://transparency.facebook.com/government-data-requests
https://transparency.facebook.com/government-data-requests
https://transparencyreport.google.com/user-data/overview?hl=de
https://transparencyreport.google.com/user-data/overview?hl=de
https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/
https://help.pinterest.com/de/article/transparency-report
https://help.pinterest.com/de/article/transparency-report
https://www.redditinc.com/policies/transparency-report
https://www.redditinc.com/policies/transparency-report
https://transparency.facebook.com/government-data-requests
https://transparency.facebook.com/government-data-requests
https://transparencyreport.google.com/user-data/overview?hl=de
https://transparencyreport.google.com/user-data/overview?hl=de

E. § 14 Abs. 3 TMG — Auskunftsanspruch iiber Bestandsdaten

Herausgabe der Bestandsdaten ohne eine vorherige gerichtliche Anord-
nung tber die Zuléssigkeit der Auskunftserteilung nach § 14 Abs. 4 TMG.
Diese wiirden mangels datenschutzrechtlicher Befugnis jedoch nicht be-
antwortet. Ausgehend davon sicht dieser Netzwerkanbieter auch keinen si-
gnifikanten Einfluss des NetzDG auf die Anzahl zivilrechtlicher Verfahren.

2. Schlussfolgerungen aus den Angaben der Netzwerkanbieter

Aus den verfigbaren Daten der Netzwerkanbieter lasst sich ableiten, dass
die private Rechtsdurchsetzung zwischen den Verletzten und Verletzer*in-
nen eine untergeordnete, nahezu vernachlassigbare Rolle einnimmt. Zwei
Netzwerkanbieter haben im gesamten Berichtszeitraum keinerlei Aus-
kunftsersuchen erhalten; ein Netzwerkanbieter entweder ebenfalls keines
oder nur sehr wenige. Zwei Netzwerkanbieter haben jeweils ein Aus-
kunftsersuchen erhalten. Ein weiterer Netzwerkanbieter hat jahrliche Aus-
kunftsersuchen im unteren bis mittleren einstelligen Bereich erhalten.

Mit Blick auf die Entwicklung der Anzahl an privaten (zivilrechtlichen)
Auskunftsersuchen sind — soweit Zahlen verftigbar sind — keine Auswir-
kung des NetzDG feststellbar. Mit Blick auf den Auskunftserfolg hat das
NetzDG offenkundig allenfalls ganz vereinzelt Auswirkungen entfaltet.

3. Praxis nach den Angaben der Rechtsanwilt*innen, Verbande und
NGOs

Aus den Erfahrungen und Einschitzungen der befragten Rechtsanwilt*in-
nen ergibt sich Giberwiegend eine nicht existente bis sehr geringe Fallzahl
von zivilrechtlichen Verfahren der Verletzten gegen Verletzer*innen im
Rahmen des § 14 Abs.3 TMG. Teilweise wird angegeben, dass lediglich
Erstberatungen tber etwaige Verfahren erfolgten, diese aber im Ergebnis
nicht weiterverfolgt wurden. Soweit Verfahren gefihrt wurden, wird teil-
weise darauf hingewiesen, dass es sich um eine geringe Anzahl an Fillen
handele. Im Ubrigen werden positive Erfahrungen bei der privaten Rechts-
durchsetzung geschildert, soweit ,sehr eindeutige Falle“ des §1 Abs.3
NetzDG betroffen seien. Bei ,,nur klaren“ Fallen sei die Rechtsdurchset-
zung jedoch schwierig und bei Grenzfillen ganzlich ineffektiv.

Von den NGOs, Berufsverbinden und sonstigen Verbinden wird ange-
merke, dass jedenfalls kein Fall bekannt sei, in dem trotz Erlass einer ge-
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richtlichen Anordnungen nach § 14 Abs. 3, 4 TMG keine Auskunft erteilt
wurde.

4. §14 Abs. 3 TMG im Spiegel der Gerichtsbarkeit

Die dffentlich zuginglichen Entscheidungen der Zivilgerichte im Rahmen des
§ 14 Abs. 3 TMG sprechen ebenfalls fir ein beschrianktes Fallaufkommen.
Seit der Einfihrung des § 14 Abs. 3 TMG gibt es lediglich eine einstellige
Anzahl an entsprechenden offentlich zuginglichen Gerichtsentscheidun-
gen.’72 In den Entscheidungen wurde der Antrag auf Anordnung der Ge-
stattung der Auskunftserteilung nach § 14 TMG in vielen Fillen abgelehnt.
Dies erfolgte tiberwiegend mit der Begriindung, dass die Voraussetzungen
des §1 Abs.3 NetzDG nicht erfillt seien, weil entweder die betroffene
Meinungsiuflerung zulissig gewesen sei oder sie zwar unzulissig gewesen
sei, aber nicht die Grenze zur Strafbarkeit nach §1 Abs.3 NetzDG tiber-
schritten habe.

V. Zielerreichung

In der Gesetzesbegriindung zur Einfihrung der § 14 Abs. 3-5 TMG wird als
mafSgebliches (und beschrinktes) Ziel nur die Offnung des datenschutz-
rechtlichen Verbotes fiir die Auskunftserteilung eines Diensteanbieters ge-
gentiber den Verletzten benannt. Nur diese Hirde, auf die der BGH in sei-
ner Leitentscheidung 2014 explizit hinwies, sollte durch § 14 Abs. 3-5 TMG
tberwunden werden.3”3

Dieses Ziel wurde vollumfanglich erreicht. Der Auskunftsanspruch
kann nicht mehr an einer fehlenden datenschutzrechtlichen Erlaubnis
scheitern. Es sind auch keine gerichtlichen Entscheidungen ersichtlich, bei
denen ein Auskunftsanspruch daran gescheitert wire.

Die Offnung des datenschutzrechtlichen Verbotes hat die zivilrechtliche
Rechtsdurchsetzung zwischen Verletzten und Verletzern*innen nur ge-

372 Vgl. LG Berlin, Beschl. v. 02.09.2019 - 27 O 433/19 -, juris; LG Berlin, Beschl. v.
09.09.2019 - 27 AR 17/19 -, juris; LG Frankfurt, Beschl. v. 30.04.2018 - 2-03
430/17 -, juris (u.a.); dem nachfolgend OLG Frankfurt, Beschl. v. 06.09.2018 - 16
W 27/18 -, juris; dem nachfolgend BGH, Beschl. v. 24.09.2018 - VI ZB 39/18 -,
juris; LG Frankfurt, Beschl. v. 18.02.2019 - 2-03 O 174/18 -, juris (u.a.); OLG
Nurnberg-Fiirth, Beschl. v. 17.07.2019 - 3 W 1470/19 -, juris.

373 BT-Drucks. 18/12356, S. 28; BT-Drucks. 18/13013, S. 23 f.
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ringftigig beeinflusst.374 Aus den veroffentlichten Zahlen, den Erfahrun-
gen und Einschitzungen der Rechtsanwilt*innen und der NGOs, Berufs-
verbande und sonstigen Verbanden ergibt sich tberwiegend eine nur ge-
ringe Inanspruchnahme der Rechtsdurchsetzungsmoglichkeit und — aus
den gerichtlichen Entscheidungen — eine geringe Erfolgsquote dieser Ver-
fahren. Die fir diesen Befund in Betracht kommenden Ursachen und
mogliche Verbesserungsvorschlige werden unter VII. und VIII. themati-
siert.

VI. Unbeabsichtigte Nebenwirkungen

Aktuell ist in der Literatur und Rechtsprechung umstritten, ob die Ande-
rungen des § 14 Abs. 3-5 TMG nur fiir die von § 1 Abs. 1 NetzDG erfassten
Netzwerkanbieter gelten sollen oder dariiber hinaus fir alle Telemedien-
diensteanbieter i.S.d. § 2 Nr. 1 TMG. Dabei verlauft die zu klarende Trenn-
linie nicht allein zwischen Netzwerkanbietern nach § 1 Abs. 1 NetzDG auf
der einen und allen Gbrigen Telemediendiensteanbietern i.S.d. §2 Nr. 1
TMG auf der anderen Seite. Vielmehr ist auch eine Binnendifferenzierung
innerhalb eines von § 1 Abs. 1 NetzDG erfassten Netzwerkanbieters gebo-
ten. Die Netzwerkanbieter bieten teilweise neben dem sozialen Netzwerk
im engeren Sinne zusitzliche und nicht selbststindig dem Anwendungsbe-
reich des §1 Abs. 1 NetzDG unterfallende Dienstleistungen wie z.B. Mes-
senger-Dienste zur Individualkommunikation an, die als Telemediendiens-
te 1.5.d. TMG einzuordnen sind.

Ausgangspunkt des Streites ist der in § 14 Abs. 3 TMG enthaltene Ver-
weis auf § 1 Abs. 3 NetzDG. Demnach darf der Diensteanbieter Auskinfte
erteilen, ,soweit dies zur Durchsetzung zivilrechtlicher Anspriiche wegen
der Verletzung absolut geschiitzter Rechte aufgrund rechtswidriger Inhal-
te, die von § 1 Absatz 3 des NetzDG erfasst werden, erforderlich ist.“ Die-
ser Verweis lasst zwei Auslegungsmoglichkeiten zu:

Nach erner Lesart (BGH) konkretisiert dieser Verweis nur die rechtswidri-
gen Inhalte, bei denen wegen einer Verletzung absoluter Rechte eine da-

374 Ahnlich Lang ASR 2018, 220 (240); D. Holznagel jurisPR-WettbR 11/2017,
Anm. 2 legt im Verhaltnis zwischen Verletzten und Netzwerkanbietern dar,
dass es in Anbetracht der Vielzahl rechtswidriger Inhalte auf der Plattform Face-
book sehr erstaunlich sei, dass die Entscheidung LG Wirzburg, Urt. v.
07.03.2017 - 11 O 2338/16 wohl die erste Inanspruchnahme von Facebook auf
Grundlage der Stérerhaftung wegen personlichkeitsverletzender Nutzerinhalte
war.
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tenschutzrechtliche Ermachtigung fir die Erfullung eines etwaigen Aus-
kunftsanspruchs besteht.?”S Der Verweis wire dann so zu verstehen: § 14
Abs. 3 TMG gilt bei Vorliegen rechtswidriger Inbalte nach § 1 Abs. 3 NetzDG
fiir alle Diensteanbieter 1.S.d. § 2 Nr. 1 TMG.

Eine andere Lesart (LG Frankfurt und OLG Frankfurt) sicht in dem Ver-
weis auf § 1 Abs. 3 NetzDG, der seinerseits einen weiteren Verweis auf ,In-
halte im Sinne des Absatzes 1 (des NetzDG) enthilt, der wiederum nur
Netzwerkanbieter i.5.d. §1 Abs.1 NetzDG erfasst, im Ergebnis eine Be-
schrainkung auf die vom NetzDG erfassten Netzwerkanbieter. 37¢ Der Ver-
weis wire dann so zu verstehen: § 14 Abs. 3 TMG gilt allein bei Vorliegen
rechtswidriger Inbalte nach § 1 Abs. 3 NetzDG in einem sozialen Netzwerk im
Sinne des § 1 Abs. 1 NetzDG.

Sofern mit der Einfihrung des §14 Abs.3-5 TMG eine datenschutz-
rechtliche Erlaubnis zur Auskunftserteilung fiir simtliche Telemedien-
diensteanbieter 1.S.d. § 2 Nr. 1 TMG bezweckt wurde, wire der Zweck ge-
genwartig erfillt, da der BGH eine solche weite Auslegung ausdriicklich
vertreten hat. War hingegen eine Beschrinkung der datenschutzrechtli-
chen Erlaubnis auf die von § 1 Abs. 1 NetzDG erfassten Netzwerkanbieter
bezweckt, so wire — als unbeabsichtigte Nebenwirkung des NetzDG /
TMG - nunmehr eine Ausweitung auf alle Telemediendiensteanbieter ein-
getreten.

VII. Mogliche Ursachen fiir die geringe Relevanz der privaten
Rechtsdurchsetzung

1. Effektivitat der Loschpflichten nach NetzDG

Eine der zentralen denkbaren Ursachen fir die beschrinkte Relevanz der
privaten Rechtsdurchsetzung unmittelbar zwischen Verletzten und Verlet-
zer*innen zur Durchsetzung von Loéschungsanspriichen ist die Existenz
und Effektivitit alternativer Loschwege (siche dazu die Evaluation zu §3
NetzDG):

Mit §§ 1, 3 NetzDG werden die Netzwerkanbieter in Ankniipfung an die
Grundsitze der Storerhaftung bereits selbst dazu verpflichtet, alle rechts-
widrigen und unter §1 Abs. 3 NetzDG fallenden Inhalte zu 16schen. Die

375 BGH, Beschl. v. 24.09.2019 - VI ZB 39/18 -, juris, Rn. 46 ff.
376 LG Frankfurt, Beschl. v. 30.04.2018 - 2-03 O 430/17 -, juris und OLG Frankfurt,
Beschl. v. 06.09.2018 - 16 W 27/18 -, juris, Rn. 45 ff.
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zivilrechtliche Durchsetzung von Loschungsanspriichen durch den Ver-
letzten selbst kommt daher in aller Regel’””7 von vornherein nur in Be-
tracht, solange und soweit die Netzwerkanbieter ihrer Loschpflicht aus
dem NetzDG nicht nachgekommen sind. Kurz gesagt wire die geringe Re-
levanz der privaten Rechtsdurchsetzung unmittelbar zwischen Verletzten
und Verletzern*innen insofern eine notwendige Folge der Effektivitit der
Loschpflicht nach NetzDG. Wenn die Loschpflicht aus §§1, 3 NetzDG
nicht erfillt wird, kdnnen Verletzte zur Durchsetzung der Loschung dieser
Inhalte zudem auch direkt gegen den Netzwerkanbieter gerichtlich vorge-
hen. Ein solches Vorgehen diirfte fiir Verletzte regelmifig attraktiver sein,
da der Netzwerkanbieter leichter ,greifbar® ist als der*die meist unbekann-
te Verletzer*in und zudem die Zustellungserleichterungen des §5 Abs. 1
NetzDG eingreifen.

2. Zeit-, Verfahrens-, und Kostenaufwand

Als weitere mogliche Ursachen fiir die geringe Relevanz des zivilgerichtli-
chen Vorgehens unmittelbar zwischen Verletzten und Verletzer*in wird
der erhebliche Zeit- und Verfahrensaufwand thematisiert. Theoretisch
missen Verletzte fir die gerichtliche Durchsetzung einer Loschung gegen-
tiber Verletzer*innen dreistufig vorgehen:

Zur Ermittlung der Identitit des*der Verletzers*in missten sie im ersten
Schritt eine gerichtliche Anordnung der Gestattung der Auskunftserteilung nach
§ 14 Abs. 3, 4 TMG beantragen, im zweiten Schritt — falls der Netzwerkanbie-
ter die Auskunft verweigert — zusitzlich einen Auskunfisanspruch gegen den
Netzwerkanbieter gerichtlich durchsetzen. Im dritten Schritt, nach Kennt-
nis der Identitat, miissten sie sodann gegen den*die Verletzer*in klagen.

Dementsprechend wird insbesondere von Rechtsanwilt*innen auch die
mit dem gerichtlichen Vorgehen verbundene Kostenlast fiir die Verletzten
als entscheidende Ursache benannt. In Anbetracht des mehrstufigen Ver-
fahrens drohen Verletzten im Falle des Unterliegens ganz erhebliche Kos-
tenlasten. Bereits fur die Durchsetzung von Unterlassungs- und Loschan-
spriichen drohen den Betroffenen bei anwaltlicher Vertretung beider Par-
teien im Falle der Niederlage mehrere tausend Euro Kosten. Selbst wenn

377 Denkbar wire ein zivilgerichtliches Vorgehen des*der Verletzten gegen den*die
Verletzer*in auch bei Loschung nach §§ 1, 3 NetzDG, wenn der*die Verletzte
zusitzlich zur bereits erfolgten Loschung einen Schadensersatzanspruch wegen
mgl. erlittenen Personlichkeitsrechtsverletzungen geltend machen will.
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man in allen Verfahren obsiegen sollte, muss man jedenfalls zunéchst ge-
maf §14 Abs.4 S.6 TMG fir den ersten Schritt, die gerichtliche Anord-
nung der Gestattung der Auskunfiserteilung, in jedem Falle die Kosten des Ver-
fabrens tragen. Bei den von Gerichten in der Praxis fiir diese Verfahren an-
genommenen Streitwerten von mindestens 3000 Euro?”® mussten Verletzte
bei anwaltlicher Vertretung also in jedem Falle mit einer Kostenlast im ho-
hen dreistelligen Bereich rechnen. Es diirfte auf der Hand liegen, dass sol-
che Kostenfolgen eine ganz erhebliche Abschreckungswirkung auf die pri-
vate Rechtsdurchsetzung entfalten.

3. Fehlender gesetzlicher Auskunftsanspruch

Weiterhin wird insbesondere von einigen Rechtsanwilt*innen und NGOs
das Fehlen eines gesetzlich ausdriicklich geregelten materiell-rechtlichen
Auskunftsanspruchs im TMG als weitere Ursache benannt. Im Gegensatz
zu Urheberrechtsverletzungen, bei denen ein Auskunftsanspruch von Ver-
letzten explizit in §101 UrhG geregelt wird, kann sich ein Auskunftsan-
spruch bei den hier in Betracht kommenden Verfahren allein aus Treu
und Glauben gemaf§ § 242 BGB ergeben. Auch in der Gesetzesbegriindung
zur Einfihrung der § 14 Abs. 3-5 TMG wird unter Verweis auf die explizite
Regelung in § 101 UrhG darauf hingewiesen, dass in Zukunft tiber die Ein-
fihrung eines solchen expliziten Auskunftsanspruchs nachgedacht werden
sollte.3”?

Aus den bisher veroffentlichten gerichtlichen Entscheidungen lasst sich
ein fehlender materiell-rechtlicher Auskunftsanspruch jedenfalls nicht als
entscheidende Ursache ausmachen.38 Die Rechtsprechung erkennt im All-
gemeinen uberwiegend einen Auskunftsanspruch von Verletzten gegen
den Diensteanbieter aus § 242 BGB an; teilweise werden jedoch auch Zwei-

378 So LG Frankfurt, Beschl. v. 18.02.2019 - 2-03 O 174/18 -, juris (u.a.) und LG
Frankfurt, Beschl. v. 30.04.2018 - 2-03 430/17 -, juris (u.a.); OLG Frankfurt,
Beschl. v. 06.09.2018 - 16 W 27/18 -, juris; BGH, Beschl. v. 24.09.2019 - VI ZB
39/18 -, juris; teilweise erheblich dariiber: LG Berlin, Beschl. v. 09.09.2019 - 27
AR 17/19 -, juris (15.000 €); LG Berlin, Beschl. v. 02.09.2019 - 27 O 433/19 -,
juris (10.000 €, aber bei Ansprichen wg. 5 verschiedenen Nutzerkonten).

379 BT-Drucks. 18/13013, S. 23.

380 Siche grundlegend BGH, Urt. v. 01.07.2014 - VI ZR 345/13 -, juris, Rn. 6f.; vgl.
auch den Verweis hierauf in BGH, Urt. v. 24.09.2019 - VI ZB 39/18 -, juris,
Rn. 58.
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fel hieran gedufert.>'Aus den verdffentlichten Entscheidungen ist jeden-
falls kein Fall ersichtlich, in denen eine Auskunft allein mangels gesetzlich
geregeltem Auskunftsanspruch gescheitert wire.

VIII. Konsequenzen und Verbesserungsvorschlage

Das Ziel der Einfihrung der § 14 Abs. 3-5 TMG, die teilweise Offnung des
datenschutzrechtlichen Verbotes fiir die Auskunftserteilung eines Dienste-
anbieters gegeniiber den Verletzten, wurde vollumfinglich erreicht. Die
Offnung des datenschutzrechtlichen Verbotes hat die zivilrechtliche
Rechtsdurchsetzung von Verletzten gegentiber Verletzern*innen jedoch
nur geringfigig beeinflusst.

Trotz der geringen Auswirkung der § 14 Abs. 3-5 TMG auf die zivilrecht-
liche Rechtsdurchsetzung zwischen Verletzten und Verletzer*innen aus
den unter VII. angesprochenen Griinden ist die Moglichkeit eines direkten
zivilrechtlichen Vorgehens von hoher Relevanz und sollte weiter gestarkt
werden. Sie bildet zum einen ein Ventil, um gegen die im Einzelfall fehler-
haft nicht nach § 3 NetzDG geloschten Inhalte vorzugehen. Zum anderen
kann diese Moglichkeit das Geftihl des Ausgeliefertseins gegentber der
Macht der Netzwerkanbieter, im Rahmen des §3 NetzDG iber die Lo-
schung zu entscheiden, verringern. SchliefSlich kénnen durch diese Einzel-
fille offentlich zugingliche gerichtliche Entscheidungen hervorgebracht
werden, die verlassliche und klare Leitplanken fiir die Handhabung ver-
gleichbarer Fille liefern kénnen und an denen sich wiederum Netzwerk-
anbieter bei ihrer Entscheidung tiber Loschungen nach § 3 NetzDG orien-
tieren konnen.

Fir die Stirkung der zivilrechtlichen Rechtsdurchsetzung zwischen Ver-
letzten und Verletzer*innen kann tber die nachfolgenden Verbesserungs-
vorschlige nachgedacht werden. Zu beriicksichtigen ist dabei, dass die
zahlreichen inhaltlichen und formellen Hiirden fiir eine Auskunftsertei-
lung in §14 Abs.3-5 TMG Ausdruck einer zentralen Wertentscheidung
sind, aus Datenschutzgriinden das grundsitzliche Verbot der Preisgabe
von Daten nur teilweise zu 6ffnen. Die Verbesserungsvorschlige werden

381 BGH, Urt. v. 01.07.2014 - VI ZR 345/13 -, juris, Rn. 6 f; vgl. auch den Verweis
hierauf in BGH, Urt. v. 24.09.2019 - VI ZB 39/18 -, juris, Rn. 58; einen Aus-
kunftsanspruch aus § 242 BGB als fraglich ansehend hingegen OLG Frankfurt,
Beschl. v. 06.09.2018, - 16 W 27/18 -, juris, Rn. 71.
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deshalb abgestuft danach dargestellt, inwieweit diese Wertentscheidung
beibehalten werden soll.

1. Verbesserungsmoglichkeiten unter Beibehaltung der
datenschutzrechtlichen Wertentscheidung

Ausgehend davon gibt es einige Verbesserungsmoglichkeiten zur Effekti-
vierung der Rechtsdurchsetzung ohne die zentrale datenschutzrechtliche
Wertentscheidung neu zu justieren. Im Kern zielen sie alle darauf ab, den
mit dem gerichtlichen Vorgehen verbundenen Zeit-, Verfahrens-, und Kos-
tenaufwand zu minimieren.

Zunichst kann angedacht werden, wie teilweise gefordert, das bisher
(theoretisch) mehrstufige Verfahren aus Anordnung der Gestattung der
Auskunftserteilung in der ersten Stufe und der Durchsetzung des Aus-
kunftsanspruches gegen den Netzwerkanbieter in der zweiten Stufe zu ver-
einfachen.

Weiterhin wird insbesondere von einigen Rechtsanwilt*innen und
NGOs sowie von zahlreichen Stimmen in der Literatur die Einfiihrung ei-
nes gesetzlich geregelten materiell-rechtlichen Auskunftsanspruchs, teil-
weise in Anlehnung an den in § 101 UrhG bei Urheberrechtsverletzungen
ausdriicklich geregelten Anspruch, gefordert.?®? Auch in der Gesetzesbe-
grindung zur Einfithrung der § 14 Abs. 3-5 TMG wird unter Verweis auf
die explizite Regelung in § 101 UrhG darauf hingewiesen, dass in Zukunft
tiber die Einfiihrung eines solchen expliziten Auskunftsanspruch nachge-
dacht werden sollte.3®3 Zwar stellt der mangelnde gesetzliche Auskunftsan-
spruch gegenwirtig keine zentrale Hiirde fir die Rechtsdurchsetzung da.
Gleichwohl kann er die Rechtsdurchsetzung kiinftig erleichtern.

SchliefSlich kann dartiber nachgedacht werden, die mit den Verfahren
verbundene Kostenlast abzusenken. An erster Stelle kime die Abschaffung
der automatischen Kostentragungsregelung des § 14 Abs. 4 S. 6 TMG in Be-
tracht. An zweiter Stelle konnte z.B. iber die Gebiihrenfreiheit der Verfah-
ren nachgedacht werden.384

382 Aus der Literatur siehe Pzlle NJW S. 3545 (3549).
383 BT-Drucks. 18/13013, S. 23.
384 Siehe Kobler AfP 2017, S. 282 ff.
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2. Verbesserungsmoglichkeiten unter (teilweiser) Aufgabe der
datenschutzrechtlichen Wertungsentscheidung

Dartiber hinaus sind Verbesserungsmoglichkeiten zur Effektivierung der
Rechtsdurchsetzung denkbar, die jedoch mit einer (teilweisen) Neujustie-
rung der bisherigen datenschutzrechtlichen Wertungsentscheidung ver-
bunden wiren.

Es konnte zunichst tiber die Abschaffung des in § 14 Abs. 4 TMG vorge-
sechenen Richtervorbehaltes nachgedacht werden. Gegenwirtig ist der
Diensteanbieter erst dann zur Preisgabe der Daten befugt, wenn die Aus-
kunftserteilung nach § 14 Abs. 4 TMG durch das zustindige Gericht gestat-
tet wird. Hierdurch sollte verfahrensrechtlich sichergestellt werden, dass es
nicht vorschnell zur Herausgabe von Daten kommt.*35 Eine Auskunftser-
teilung ohne Richtervorbehalt wurde auch bereits vom Gesetzgeber sowie
in der Literatur angedacht, aber kritisch betrachtet.?8¢ In der Gesetzesbe-
grindung wurde bereits auf das Risiko hingewiesen, dass durch eine Preis-
gabe von Daten gerade im Kontext heftiger Debatten und Auseinanderset-
zungen die von Art. 5 Abs. 1 GG geschiitzte Meinungsfreiheit nennenswert
durch Einschichterungseffekte beeintrichtigen werden koénne. Gerade
Teilnehmer*innen an kontroversen Debatten und Diskussionen miissten
mit der Gefahr leben, dass die Diensteanbieter auf Antrag eines*r (schein-
bar) Verletzten, moglicherweise gar unter falschen Angaben, ohne weitere
Prifung vorschnell die Daten der Teilnehmer*innen preisgeben.3%”

Eine oft und stark vertretene Forderung, insbesondere von Rechtsan-
walt*innen, ist die Aufhebung der gegenwirtigen Beschrankung in § 14
Abs. 3 TMG auf Verletzungen absoluter Rechte aufgrund rechtswidriger In-
halte, die von § 1 Abs. 3 NetzDG erfasst werden. Wihrend vereinzelt die Er-
weiterung des § 14 Abs. 3 TMG auf alle denkbaren rechtswidrigen Inhalte
eingefordert wird, sicht der weit iberwiegende Teil jedenfalls eine Auswei-
tung des Anwendungsbereiches auf alle rechtswidrigen Verletzungen des
Allgemeinen Personlichkeitsrechts als sinnvoll und geboten an.

385 BT-Drucks. 18/13013, S. 24.

386 BT-Drucks. 18/13013, S.24; kritisch bei Spindler/Schmitz/Schmitz, TMG,
2. Aufl. 2018, § 14 TMG Rn. 53; Spindler ZUM 2017, S. 473 (486).

387 Siehe dazu BT-Drucks. 18/13013, S. 24.
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F. Der Umgang des Bundesamts fiir Justiz mit dem NetzDG
I. Rolle des Bundesamts fiir Justiz (Bf])
1. Status quo

Das Bf], Bundesoberbehorde im Geschiftsbereich des Bundesministeriums
fir Justiz und Verbraucherschutz (BMJV), ist gem. § 4 Abs. 4 S. 1 NetzDG
i.V.m. § 47 Abs. 1 S. 1 OWiG sachlich zustindige Bufgeldbehérde und da-
mit zustindig fiir nach §4 Abs. 1 NetzDG bufigeldbewehrte Verstoffe der
Netzwerkanbieter gegen ihre dort genannten Pflichten. Dem Bf] kommt
nach dem NetzDG also eine rein repressiv-sanktionierende Rolle zu. An-
ders als eine Aufsichtsbehdrde, die regelmafSig mit der Aufgabe der umfas-
senden Uberwachung und Durchsetzung gesetzlicher Vorgaben betraut ist
und dafiir auch mit Befugnissen zur Anordnung von Mainahmen zwecks
zukiinftiger Einhaltung dieser Mafnahmen ausgestattet wird, kann das Bf]
keine Verwaltungsverfahren durchfithren und insbesondere keine Abhilfe-
maflnahmen bei Verstoen anordnen, sondern ist auf Buflgeldverfahren
beschrinkt. Dies wirke sich auf die Kommunikation mit den Netzwerkan-
bietern aus. Wahrend sich im Kontext der abhilfeorientierten Verwal-
tungsverfahren regelmiQig zahlreiche informelle Gespriche zwischen den
Aufsichtsbehdrden und den Unternehmen iber die Konkretisierung der
Pflichten und Maoglichkeiten ihrer Einhaltung ergeben, sind die Buffgeld-
verfahren als Sanktionsverfahren notwendigerweise durch hohe Férmlich-
keit gepragt.

In der Folge berit das Bf] nicht im Vorhinein mit den Netzwerkanbie-
tern formlos tber die richtige Erfillung der aus dem NetzDG resultieren-
den Pflichten, sondern kommuniziert mit ihnen nur formlich im Rahmen
eines Buflgeldverfahrens durch Anhérungsschreiben. Die Kommunikation
erfolgt also erst, wenn bereits ein BuSgeld droht und ist dann von vornhe-
rein kontradiktorisch, weil auf eine durch das Bf] behauptete Pflichtverlet-
zung bezogen. Bei dieser Struktur gibt es daher keinen kooperativen Aus-
tausch zwischen Behorden und Anbietern tber die konkrete Auslegung
und praktische Umsetzung der Pflichten aus dem NetzDG.

Eine Moglichkeit, tiber die generelle Auslegung der Vorgaben mit den
Netzwerkanbietern ins Gesprich zu kommen, besteht bei einer Verfah-
rensbeteiligung im Rahmen einer Erarbeitung von konkretisierenden Ver-
waltungsvorschriften. Fir den Erlass jedenfalls ermessensleitender Verwal-
tungsvorschriften ist gem. §4 Abs. S.2 NetzDG das BMJV zustindig. Das
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Bf] ist damit hier nur nach Maigabe ministerieller Entscheidungen Ak-
teur.

2. Bewertung durch Bf] und Netzwerkanbieter

Das Bf] und die befragten Netzwerkanbieter sind sich darin einig, dass
eine Kooperation durch die Rolle des Bf] als reine Bugeldbehorde er-
schwert wird. Das Bf] weist darauf hin, dass es als Aufsichtsbehdrde einen
formlosen Austausch mit den Netzwerkanbietern pflegen konnte, der sich
insbesondere fiir das Verstindnis des komplexen Gefiiges der Regelungen
zu den Meldewegen und den Transparenzberichten als forderlich erweisen
konnte. Ein Austausch kénnte nach Auffassung des BfJ auch das Verstind-
nis fir die Anwendung spezifischer deutscher Strafrechtsnormen férdern
(etwa § 86a StGB — Verwenden von Kennzeichen verfassungswidriger Or-
ganisationen), die in anderen Landern nicht existieren und im Zusammen-
hang mit den Meldungen von Nutzer*innen bei der Prifung der Inhalte
durch die Mitarbeitenden der Netzwerkanbieter regelmifig fir Irritatio-
nen sorgen. Nicht zuletzt wirde eine kooperative Zusammenarbeit zwi-
schen BfJ und Netzwerkanbietern Anreize fiir letztere setzen, Probleme bei
der Umsetzung des NetzDG offen anzusprechen, anstatt angesichts dro-
henden Buf3gelds auf ihrer Rechtsansicht zu beharren.

II. BuBgeldbezogene Uberwachungspraxis des Bf] beziiglich des NetzDG
im Ganzen

Das Bf] ermittelt einerseits auf Meldungen hin, andererseits von Amts we-
gen. Zwischen dem 1. Oktober 2017 und dem 31. Dezember 2019 hat das
Bf] nach eigenen Angaben insgesamt 1.343 BufSgeldverfahren eréffnet, da-
von 1240 auf Meldungen hin und 103 von Amts wegen.

Von 1.343 zwischen dem 1. Oktober 2017 und dem 31. Dezember 2019
durch das BfJ eingeleiteten BufSgeldverfahren wurde bisher lediglich eines
mit einem noch nicht rechtskraftigen BuSgeldbescheid abgeschlossen. 577
Verfahren wurden eingestellt. Die zahlreichen offenen Verfahren weisen
auf eine lange durchschnittliche Bearbeitungsdauer durch das BfJ hin.
Eine plausible Erklarung wire, dass das BfJ die Verfahren tiber einen lin-
geren Zeitraum streckt, um mit den Netzwerkanbietern tber Anhorungs-
schreiben zu kommunizieren und ihnen so die Gelegenheit zu geben, auf
Rigen zu reagieren und die Einhaltung der Pflichten sicherzustellen. Den
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Hintergrund bildete die Erwartung, dass die Netzwerkanbieter nach Erlass
des Buflgeldbescheides moglicherweise weniger kooperativ auf die Forde-
rungen des Bf] reagieren, um zu verhindern, dass dies im Rahmen einer et-
waigen gerichtlichen Auseinandersetzung tber den Bufigeldbescheid als
Eingestindnis gewertet werden konnte. In diese Richtung weisen Ausfiih-
rungen des Bf] zu den Verfahren wegen Verstdflen gegen §2 NetzDG
(s.u.). Ein anderer Erklarungsansatz fir die lange Verfahrensdauer ware,
dass Beschwerden tber Rechtsverstoffe bei den Loschungen im Einzelfall
auch nach abgeschlossener Priifung als offene Buf§geldverfahren gefiihrt
werden, weil ein erster Verdacht auf das buf§geldrelevante systemischen
Versagen sich ggf. im Laufe der Zeit durch weitere dhnliche Beschwerden
erharten konnte.

III. Bufgeldbezogene Uberwachungspraxis des Bf] beziiglich des NetzDG
im Einzelnen

1. Bufgeldbezogene Uberwachungspraxis der Pflichten nach § 3 NetzDG
a) Meldungen

Das Bf] hat zwischen dem 1. Oktober 2017 und dem 31. Dezember 2019
rund 1120 Meldungen wegen moglicher VerstofSe gegen § 3 NetzDG erhal-
ten.’8 Dies ist zwar deutlich weniger als in der Gesetzesbegriindung pro-
gnostiziert: Dort war die Rede von einem jahrlichen Beschwerdeaufkom-
men von etwa 25.000, wobei unterstellt wurde, dass von den Beschwerden
24.500 nur ,Spam* und daher nur ca. 500 begriindet seien und ein Buf3-
geldverfahren nach sich z6gen.?® Demgegeniiber gibt das Bf] an, nahezu
alle Hinweise im Zusammenhang mit der Nichtléschung von Inhalten sei-
en substantiiert und veranlassten eine umfassende Prifung des beanstande-
ten Inhalts.

Erhilt das Bf] eine Meldung tber einen moglichen Verstoff gegen
Pflichten, die z.B. die Ausgestaltung des Beschwerdemanagementverfah-
rens betreffen, wie etwa §3 Abs. 1 S. 1 NetzDG, kann allein ezne Meldung
bereits auf systemisches Versagen hindeuten. Anhaltspunkte fiir eine Wei-
terleitung an die Staatsanwaltschaft ergeben sich insoweit in der Regel
nicht, da etwaig strafbare Inhalte nicht Gegenstand der Meldung sind.

388 Angaben des Bf] im Fragebogen.
389 BT-Drucks. 18/12356, S. 4.
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Erhilt das BfJ dagegen eine Meldung tiber einen moglichen Verstof§ ge-
gen eine nach § 3 Abs. 2 Nr. 2, 3 NetzDG im Einzelfall getroffene Entschei-
dung (Vorwurf des gemeldeten Einzelfalls ist also ein Over- oder Un-
derblocking), so muss es prifen, ob ein Buffgeld wegen systemischen Ver-
sagens in Betracht kommt. Es geniigt in diesem Fall also in der Regel nicht
ein einzelner Pflichtverstofs, sodass eine einzelne Meldung lediglich ein
erster Anhaltspunkt fiir systemisches Versagen sein kann. Ein BuSgeld we-
gen systemischen Versagens setzt dementsprechend voraus, dass das Bf]
eine gewisse Zahl von Einzelfallen geprift hat und bei einem bestimmten
Netzwerkanbieter wiederkehrend Pflichtverstofe feststellt. Fir die Zwecke
des BufSgeldverfahrens wire es allerdings nicht nétig, etwa fiir jeden Fall
eines geriigten Over- oder Underblockings abschliefend zu beurteilen, ob
die Entscheidung des Netzwerkanbieters fehlerhaft war. Einerseits musste
der Einzelfall nicht abschliefend vom Bf] gepriift werden, wenn systemi-
sches Versagen vollig fernliegend ist, etwa weil der Netzwerkanbieter bis-
her noch nie mit einer falschen Entscheidung in Erscheinung getreten ist.
Andererseits dirfte bei komplexen Abwagungsentscheidungen zwischen
Meinungsfreiheit auf der einen Seite und Allgemeinem Personlichkeits-
recht auf der anderen Seite, bei denen sowohl die Entscheidung, den Bei-
trag stehen zu lassen, als auch, ihn zu entfernen, juristisch vertretbar ist,
das allein relevante systemische Versagen nur vorliegen, wenn die Ent-
scheidungen regelmdifsig zu Gunsten eines der konfligierenden Rechtsgiiter
ausgehen und deshalb von einem Ausfall echter Einzelfallabwigung und
einem systematischen Bias ausgegangen werden muss. Das Bf] prift nach
eigenen Angaben dennoch jeden Einzelfall vollstindig darauf, ob der In-
halt zurecht entfernt bzw. nicht entfernt worden ist, um tber eine Weiter-
leitung an die zustindige Strafverfolgungsbehorde (§ 41 Abs. 1 OWiG) zu
entscheiden.

Die vollstindige Prifung jedes dem Bf] gemeldeten Inhalts auf etwaige
Strafbarkeit hat zur Folge, dass das Bf] enorme Kapazititen fir die Einzel-
fallprifung aufwendet und damit die eigentlich den Staatsanwaltschaften
obliegende detaillierte Einzelfallpriffung faktisch vorwegnimmt. Dass In-
halte faktisch vielfach sowohl vom BfJ als auch von einer Strafverfolgungs-
behorde auf Verwirklichung des Tatbestands einer der in §1 Abs. 3 Netz-
DG genannten Straftatbestinde gepriift werden, ldsst sich jedoch nicht
leicht vermeiden.
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b) Verfahren von Amts wegen

Bis zum 31. Dezember 2019 hat das BfJ nach eigenen Angaben 103 Verfah-
ren von Amts wegen eingeleitet; eine genaue Aufschlisselung auf die auf
§ 3 NetzDG bezogenen Verfahren ist nicht bekannt. Verfahren von Amts
wegen wurden in der Gesetzesbegriindung nicht bertcksichtigt. Laut BfJ
sind sie besonders ressourcenaufwindig. Gegenstand der BufSgeldverfah-
ren von Amts wegen sei im Kontext des §3 NetzDG insbesondere die
nicht konforme Ausgestaltung der Meldewege.

2. Buf8geldbezogene Uberwachungspraxis der Berichtspflichten nach
§ 2 NetzDG

Im Rahmen der Ermittlungen von Amts wegen werden nach Angaben des
Bf] alle unter Bezugnahme auf das NetzDG veroftentlichten Transparenz-
berichte dahingehend tberpriift, ob der jeweilige Netzwerkanbieter dem
Anwendungsbereich des NetzDG unterliegt und ob der Bericht gesetzes-
konform erstellt und verdffentlicht wurde. Soweit ein Anfangsverdacht ge-
gentiber einem Netzwerkanbieter begriindet ist, dass er in Missachtung der
Berichtspflichten keinen Transparenzbericht veréffentlicht hat, obwohl
die gesetzlichen Voraussetzungen vorliegen konnten, leitet das Bf] auch in
diesen Fillen von Amts wegen ein Buflgeldverfahren ein. Dartiber hinaus
geht das Bf] Hinweisen durch Dritte nach, die es im Zusammenhang mit
den Pflichten nach § 2 NetzDG erhalt.

Zwischen dem 1. Oktober 2017 und dem 31. Dezember 2019 ist nach
Angaben des Bf] genau eine Meldung tiber mogliche Verstole gegen §2
NetzDG beim Bf] eingegangen. Diese Beschwerde betraf einen Netzwerk-
anbieter, gegen das das Bf] nach eigener Auskunft im Zusammenhang mit
den Pflichten nach §2 NetzDG bereits von Amts wegen ermittelt hat. Ins-
gesamt hat das Bf] seit dem Inkrafttreten des NetzDG 24 BufSgeldverfahren
nach §4 Abs. 1 Nr. 1 NetzDG i.V.m. § 2 NetzDG eingeleitet. Bisher wurde
in einem Fall ein BuBSgeldbescheid wegen Verstofles gegen § 2 NetzDG er-
lassen (s.0.).

Das Bf] beabsichtigt derzeit nach eigenen Angaben nicht, ,Leitlinien®
zur Erfillung der Berichtspflichten nach §2 NetzDG zu veroffentlichen,
schlieft dies fir die Zukunft aber auch nicht grundsatzlich aus. Die bishe-
rige Praxis hat nach Auffassung des Bf] den Vorteil, dass zunachst Erfah-
rungen mit den vorhandenen Berichten gesammelt werden koénnten. Diese
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konnten dann gegebenenfalls zu einem spateren Zeitpunkt in Leitlinien
einfliefen.

Hinsichtlich der Erfillung der Berichtspflichten besteht aus Sicht des
Bf] ,weiterhin Optimierungsbedarf*. Allerdings weist das Bf] darauf hin,
dass es im Zusammenhang mit den Berichtspflichten im Buflgeldverfahren
durch umfangreiche Ausfihrungen in den Anhérungsschreiben gelungen
sei, auf eine gesetzeskonforme Ausgestaltung der Transparenzberichte
durch die Netzwerkanbieter hinzuwirken. Auch wenn weiterhin Verbesse-
rungsbedarf bestiinde, hatten die Netzwerkanbieter doch, veranlasst durch
die Beanstandungen des Bf], zum Teil umfangreiche Anpassungen in den
nachfolgenden Berichten vorgenommen. Im Vergleich zu den ersten
Transparenzberichten habe sich nach Auffassung des BfJ der Informations-
gehalt der Berichte in der dritten Berichtsrunde ,deutlich verbessert.

3. Bufgeldbezogene Uberwachungspraxis der Pflichten nach § 5 NetzDG
a) Meldungen

Zwischen dem 1. Oktober 2017 und dem 31. Dezember 2019 hat das Bf]
in 20 Fillen auf konkrete Meldungen hin Bufgeldverfahren wegen eines
Verstofles gegen §5 Abs. 1 NetzDG und in 15 Fillen wegen eines Versto-
Bes gegen § 5 Abs. 2 NetzDG eingeleitet. Ein Buffgeld wurde bisher noch
nicht verhangt.

Das Bf] weist darauf hin, dass aufgrund der gesetzlichen Vorgaben des
§5 Abs.2 NetzDG, nach dem nur gegentiber Strafverfolgungsbehorden im
konkreten Fall empfangsbevollmichtigte Personen zu benennen sind und
innerhalb von 48 Stunden zu antworten ist, auch nur die Strafverfolgungs-
behorden von der entsprechenden Praxis der Netzwerkanbieter Kenntnis
erhalten. Das Bf] erhalte bislang nur vereinzelt und unsystematisch Infor-
mationen von den Strafverfolgungsbehdrden iber die Auskunftspraxis.
Um einen besseren Uberblick tiber die Praxis zu erlangen, sei das BfJ auf
die Bereitschaft zur regelmafigen Weitergabe von Erfahrungen durch die
Strafverfolgungsbehorden angewiesen. Das Bf] sei vor diesem Hintergrund
bemiiht, die Strafverfolgungsbehorden fiir die Notwendigkeiten eines re-
gelmifigen Informationsflusses zu sensibilisieren.

Dariiber hinaus weist das Bf] darauf hin, dass ein gewisser Aufklarungs-
bedarf gegeniiber Strafverfolgungsbehorden hinsichtlich der Reichweite
des §5 Abs.2 NetzDG bestehe. Dem Bf] gegeniiber werde oftmals kriti-
siert, dass der inhaltliche Umgang der Netzwerkanbieter mit den Aus-
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kunftsersuchen der Strafverfolgungsbehdrden unbefriedigend sei, da diese
die begehrten Bestandsdaten nicht Gbermitteln wirden. Da
§5 Abs.2 NetzDG aber gerade keine Pflicht zur Ubermittlung der Be-
standsdaten beinhaltet, konne auf diese Meldungen jedenfalls nicht buf3-
geldrechtlich reagiert werden.

b) Verfahren von Amts wegen

Zwischen dem 1. Oktober 2017 und dem 31. Dezember 2019 hat das Bf]
in 31 Fillen von Amts wegen Bufigeldverfahren beziiglich eines VerstofSes
gegen § 5 Abs. 1 NetzDG eingeleitet. Ein BuSgeld wurde bisher noch nicht
verhangt.

Das Bf] gibt an, dass die Durchsetzung der Pflicht zur Benennung eines
Zustellungsbevollmachtigten gerade bei im Ausland ansissigen und unter
der Schwelle des § 1 Abs. 2 NetzDG liegenden Netzwerkanbietern mit er-
heblichen Herausforderungen verbunden sei. Fur die Einleitung von Buf3-
geldverfahren misse das Bf] insoweit fiir die Zustellung der Anhérungs-
schreiben die internationale Rechtshilfe in Anspruch nehmen. Da dieses
Verfahren bilaterale Abstimmungsprozesse und Ubersetzungsdienstleis-
tungen erfordere, sei es enorm zeitaufwendig und beschwerlich und binde
viele Ressourcen. Zudem sei das Verfahren mit erheblichen Unsicherhei-
ten belastet, da die zustindige Behorde des ersuchten Staates zunichst pra-
fe, ob der vorgeworfene Gesetzesverstof§ auch nach dessen Rechtsordnung
mit einer Sanktion belegt sei. Im Ergebnis falle dem Bf]J aus den o.g. Griin-
den die Durchsetzung des §5 Abs.1 NetzDG in der Praxis insoweit
schwer. Aufgrund der untberschaubaren Vielzahl an Netzwerkanbietern
unterhalb der Schwelle des § 1 Abs.2 NetzDG und der potentiell ebenso
groflen Anzahl moglicher Verst6le habe das BfJ als Pilotprojekt zunéchst
sechs in den USA ansissige Netzwerkanbieter herausgegriffen, da der weit
tberwiegende Anteil an Netzwerkanbietern dort ansassig sei. In diesen
sechs Verfahren habe das Bf] wegen Verstofen gegen die Pflicht nach
§5 Abs. 1 NetzDG ein Bufigeldverfahren eingeleitet und versucht, Anho-
rungsschreiben zuzustellen. Dabei habe das Bf] jeweils Rechtshilfeersu-
chen an das zustindige US-amerikanische Justizministerium gestellt, die in
allen Verfahren auch bewilligt wurden. In finf Fillen konnte die Zustel-
lung erfolgreich bewirkt werden; in einem Fall scheiterte sie bislang aus
tatsichlichen Griinden.

Zwischen dem 1. Oktober 2017 und dem 31. Dezember 2019 hat das
Bf] nach eigenen Angaben 103 Verfahren von Amts wegen eingeleitet; eine
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genaue Aufschlisselung der auf §5 Abs. 2 NetzDG bezogenen Verfahren
ist nicht bekannt. Ein Bufigeld wurde bisher noch nicht verhingt. Auf-
grund der Benennungs- und Antwortpflicht nur gegeniiber Strafverfol-
gungsbehorden in §5 Abs. 2 NetzDG seien der Ermittlung von Amts we-
gen insoweit Grenzen gesetzt.

IV. Kooperation mit der Zentral- und Ansprechstelle Cybercrime (ZAC)
NRW

Die Zustindigkeit fiir politisch motivierte Straftaten im Zusammenhang
mit den Ordnungswidrigkeitenverfahren nach dem NetzDG wurde durch
landesministeriellen Erlass vom 31. August 2018 ab demselben Tage an die
ZAC NRW ibertragen. Alle Inhalte, die Gegenstand eines ab diesem Tage
vom Bf] eingeleiteten Bufgeldverfahrens sind, werden vom Bf] an die
ZAC NRW weitergeleitet, sofern der Verdacht besteht, dass eine politisch
motivierte Straftat vorliegt. Die Kooperation betrifft keine Altfille, also vor
dem 31. August 2018 vom Bf] eingeleitete Buflgeldverfahren. Meldungen
zu moglichen Straftaten, denen keine politische Motivation zugrunde
liegt, leitet das Bf] an die ortlich zustindige Strafverfolgungsbehorde im
Bundesgebiet weiter.

Das Bf] dufSert sich sehr positiv tiber die Zusammenarbeit mit der ZAC
NRW; diese gestalte sich effizient und verfahrensokonomisch.

V. Einschatzung

Das Bf] hat seine Rolle als zustindige Verwaltungsbehorde fir BufSgeldver-
fahren wegen Verstdfen gegen das NetzDG aktiv angenommen.

Eine strukturelle Liicke besteht hinsichtlich eines kooperativen Aus-
tauschs der staatlichen Behorden mit den Netzwerkanbietern tber die
Konkretisierung der Pflichten nach NetzDG. Hier konnten Verwaltungs-
vorschriften und eine Verfahrensbeteiligung der Netzwerkanbieter bei de-
ren Erarbeitung und Fortschreibung einen Rahmen fiir einen generellen
Austausch bieten. Ein fortlaufender, informeller und konkreter Austausch
tber die buligeldbewehrten Pflichten zwischen Netzwerkanbietern und
Bf] setzte einen erweiterten Aufgabenzuschnitt des BfJ voraus. Fur infor-
melle Kontakte wiirde grundsitzlich bereits eine entsprechend weite Auf-
gabennorm gentigen; Abhilfeanordnungen setzten entsprechende Befug-
nisnormen voraus. Solche Schritte in Richtung einer Aufsichtsbehorde
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missten mit den Zustindigkeiten der Landesmedienanstalten abgestimmt
werden und in Ubereinstimmung mit der verfassungsrechtlich vorgegebe-
nen Staatsfreiheit erfolgen. Die Durchsetzung formaler, organisatorischer
Pflichten der Netzwerkanbieter wie die Einrichtung der Beschwerdewege
oder die Erfillung der Berichtspflichten kann auch von einer voll in die
Staatsverwaltung integrierten Behdrde wahrgenommen werden. Hier sind
auch Anordnungsbefugnisse moglich, die Missstinde abstellen. Je stirker
die Pflichten aber mit den Inhalten zusammenhiéngen, die beim Netzwerk-
anbieter zuganglich sind und damit das dortige Informationsangebot in-
haltlich beeinflussen koénnen, desto problematischer wird eine staatliche
Rolle. Wenn es etwa um Verfahrensgestaltungen fiir einen interessenge-
rechten Ausgleich zwischen der Meinungsfreiheit der postenden Nut-
zer*innen und den PersOnlichkeitsrechten der Betroffenen geht oder gar
Beispielsfalle fir die angemessene Kategorisierung von Inhalten (offen-
sichtlich rechtswidrig/rechtswidrig) erortert und ggf. darauf bezogene An-
ordnungen erlassen werden sollen, kann dies nur in Grenzen und keines-
falls durch eine voll in die Staatsverwaltung integrierte Behorde erfolgen.
Es bediirfte Sicherungen angemessener Staatsfreiheit.

Der Kooperation mit den Staatsanwaltschaften kommt eine wichtige Be-
deutung zu. Sie funktioniert mit der ZAC NRW nach eigenen Angaben
des Bf] sehr gut. Verbessert werden kann der Kommunikationstluss offen-
bar hinsichtlich der Einhaltung der Pflichten gem. § 5 Abs. 2 NetzDG von
den Staatsanwaltschaften hin zum Bf]. Ein besonderes Augenmerk sollte
auf der Vermeidung kapazititsaufwindiger Doppelpriifungen rechtswidri-
ger Inhalte liegen.
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Teil 4: Zentral diskutierte Anderungs- und
Verbesserungsvorschlage

A. Emfiihrung von Wiederberstellungsanspriichen
I. Gesetzliche Ausgangslage

Entfernen Netzwerkanbieter einen Inhalt aus Sicht der Poster*innen zu
Unrecht (z.B. bei einem Overblocking), haben diese ein Interesse an der
Wiederherstellung (put back) desselben. Wie dieses Interesse rechtlich ab-
gesichert und durchgesetzt werden kann, ist Gegenstand zahlreicher De-
batten zum NetzDG. Es besteht weder im NetzDG noch andernorts eine
gesetzliche Anspruchsgrundlage auf Wiederherstellung eines zu Unrecht
entfernten Inhalts. Allerdings folgt ein solcher Anspruch unmittelbar aus
dem zwischen Netzwerkanbieter und Nutzer*in geschlossenen Plattform-
Nutzungsvertrag und ist in dieser Herleitung auch allgemein anerkannt.3?°
Denn zu den Hauptleistungspflichten aus einem solchen Vertrag zihlt die
Verpflichtung des Netzwerkanbieters, von Nutzer*innen hochgeladene In-
halte anderen Nutzer*innen zuginglich zu machen. Diese Pflicht wird ver-
letzt, wenn Netzwerkanbieter einen Inhalt ohne Grund entfernen. Ein sol-
cher Grund kann sich aus einem Verstoff des Inhalts gegen die allgemei-
nen Gesetze ergeben (etwa Urheberrechtsverletzung; strafbarer Inhalt). Er
kann aber auch aus einem Verstof§ der*s Nutzer*in gegen eine Pflicht aus
dem Nutzungsvertrag folgen, insbesondere aus einem Verstof§ gegen die
als AGB in den Vertrag einbezogenen Gemeinschaftsstandards (zu diesen
ausfuhrlich A. L.).

Um diesen Wiederherstellungsanspruch durchzusetzen, miissen Pos-
ter*innen zu Unrecht geloschter Inhalte allerdings gerichtlich gegen den
Netzwerkanbieter vorgehen. Dies ist mit Aufwand und Kosten verbunden.
Eine niedrigschwelligere Moglichkeit, zunichst eine erneute Prifung
durch den Netzwerkanbieter oder eine andere aufergerichtliche Stelle, et-

390 S. nur OLG Dresden, Beschl. v. 8.8.2018, - 4 W 577/18 -, juris Rn. 14; OLG Stutt-
gart, Beschl. vom 6.9.2018 - 4 W 63/18 -, juris Rn. 64; OLG Miinchen, Beschl. v.
17.9.2018 - 18 W 1383/18 -, juris Rn. 17. Aus der Literatur etwa D. Holznagel CR
2019, 518 (519). Dennoch fir eine gesetzliche Klarstellung pladierend Schzff
MMR 2018, 366 (368).
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wa eine Einrichtung der Regulierten Selbstregulierung, durchfihren zu
lassen, gibt es de lege lata nicht.

II. Bestehende Vorschlige

Hier setzen Vorschliage an, die Durchsetzung von Wiederherstellungsan-
spriichen zu vereinfachen. Alexander Peukert schlagt vor, im NetzDG einen
bullgeldbewehrten Anspruch auf erneute Prifung eines entfernten Inhalts
durch den Netzwerkanbieter bzw. eine Einrichtung der Regulierten Selbst-
regulierung zu verankern, wenn die urspringliche Entscheidung nicht be-
reits durch eine Einrichtung der Regulierten Selbstregulierung getroffen
wurde.3*! Daniel Holznagel fordert Transparenzvorgaben der Netzwerkan-
bieter zum Umgang mit Gegenvorstellungen und zur Zahl von Wiederher-
stellungen.?

III. Zentrale Fragen bei der Einfithrung eines
Wiederherstellungsanspruchs

Sofern ein Anspruch auf Wiederherstellung oder auf erneute, vorgerichtli-
che Priffung des Inhalts gesetzlich ausgestaltet werden soll, muss das Ver-
haltnis von NetzDG zu Gemeinschaftsstandards beriicksichtigt werden (s.
dazu ausfihrlich A. I1.). Es ware zu klaren, ob ein Anspruch auch fir Falle
gelten soll, in denen der Netzwerkanbieter wegen Verstofes gegen seine
Gemeinschaftsstandards geloscht hat, ohne die Rechtswidrigkeit i.5.d. § 3
NetzDG gepriift zu haben. Und es wire zu klaren, ob die Wiederherstel-
lung ggf. auch solche Inhalte umfasst, die zwar nach NetzDG nicht zu 16-
schen waren, aber gegen die Gemeinschaftsstandards verstoffen und der
Anspruch somit auch zu einer Uberprifung der Gemeinschaftsstandards
an den (mittelbaren) Grundrechtswirkungen fiihrt.

Sofern Entfernungen von Inhalten wegen Verstofles gegen Gemein-
schaftsstandards nicht von einem Anspruch auf Wiederherstellung oder
auf erneute Prifung des Sachverhalts erfasst werden sollen, ist zu beriick-
sichtigen, dass dies Netzwerkanbieter noch stirker dazu verleiten kann,
Gemeinschaftsstandards vorrangig vor §§ 1 Abs. 3, 3 Abs. 1, 2 NetzDG zu

391 Ausfiihrlich Peukert MMR 2018, S.572ff; zustimmend Lober/Roffnagel MMR
2019, S.71 (75).
392 D. Holznagel CR 2019, S. 518 (525).
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prifen und groffziigig nach ersteren zu loschen, um etwaigen zeit- und
kostenintensiven Wiederherstellungsverfahren zu entgehen. Dies riefe die
verstirkte Gefahr eines Overblocking nach Gemeinschaftsstandards im
Sinne der Loschung von nach der allgemeinen Rechtsordnung zulassigen
Inhalten hervor und wiirde das mit der Stirkung von Rechten auf Wieder-
herstellung verfolgte Ziel konterkarieren.

Die Gefahr eines ,,Over-Put-Back®, also einer voreiligen Wiederherstel-
lung entfernter Inhalte auf Rige der Poster*innen hin,>3 ist dagegen als
gering einzuschitzen: Aus Sicht des Netzwerkanbieters besteht kein An-
lass, Poster*innen eher nachzugeben als durch den Inhalt in ihren Person-
lichkeitsrechten Betroffenen oder sich, auch in Fillen ohne Personlich-
keitsrechtsrelevanz, der Gefahr eines Buf§gelds wegen systematischen Un-
derblockings auszusetzen.

B. Grundstruktur: Private Rechtsdurchsetzung als Alternative zum NetzDG

Nicht zuletzt mit Blick auf die Kritik am NetzDG wegen dessen behaupte-
ter ,,Privatisierung der Rechtsdurchsetzung“3*4 gibt es zahlreiche Vorschla-
ge, die Problematik der effektiven Loschung rechtswidriger Inhalte primir
durch eine Stirkung der Rechtsdurchsetzung zwischen Verletzten und
Verletzer*innen zu adressieren. Im Kern zielen die Vorschlige darauf ab,
die bisher bestehenden Zugangshiirden, Kosten und Aufwand zur Rechts-
verfolgung fir die Durchsetzung von Loschungen rechtswidriger Inhalte
zu verringern. Hierzu soll entweder der Zugang zur gerichtlichen Rechtsver-
folgung erleichtert werden oder sollen daneben zusitzliche aufergerichtliche
Maglichkeiten der Rechtsverfolgung geschaffen werden. Dabei bleibt das Ver-
haltnis zur allgemeinen Storerhaftung der Netzwerkanbieter in den meis-
ten Fallen aber unklar.

Teilweise wird eine Verbesserung des bisherigen zivilprozessualen Systems
des einstweiligen Rechtsschutzes vorgeschlagen, da dieses Verfahren etabliert
und fur die Abwehr rechtswidriger AuBerungen bereits gangige Praxis

393 Aufgeworfen, aber ebenfalls als gering eingeschitzt von D. Holznagel CR 2019,
S.518 (525).

394 Siehe z.B. bei Fechner ZRP 2018, S. 63 (64); Heckmann/Wimmers CR 2017, S. 310
(314); Kalscheuer/Hornung NVwZ 2017, S. 1721 (1723); Kobler AfP 2017, S. 282;
Schiitz MMR 2018, S. 36 (37); Guggenberger ZRP 2017, S. 98 (101); Tinnefeld ZD
2017, S. 353 (354f.); Wimmers/Heymann AfP 2017, S.93 (99); siche auch Lies-
ching, in: Spindler/Schmitz/Liesching, TMG, 2. Aufl. 2018, §1 NetzDG Rn. 8
m.w.N.
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sei.?” Der Nutzung dieses Systems zur Begegnung der aktuellen Problema-
tik stinden im Kern drei Hiirden entgegen, die aber durch Anpassungen
in den §§ 940 ff. ZPO tberwunden werden konnten. Als erstes musse die
psychologische Hiirde der Betroffenen, ein Gericht oder eine Anwaltskanz-
lei mit der Angelegenheit zu befassen, tiberwunden werden. Hierfiir wird
vorgeschlagen, ein elektronisches Rechtsdurchsetzungsportal zu schaffen,
auf dem die Nutzer*innen alle wesentlichen, den konkreten Sachverhalt
betreffenden Informationen eintragen konnen. Aus diesen Daten wiirde
automatisch ein Antrag generiert und ebenso automatisiert an das zustin-
dige Gericht tbermittelt. Um die mit einer moglichen Kostentragungslast
einhergehenden Abschreckungseffekte weitgehend auszuraumen, solle das
Verfahren entweder kostenfrei gestellt oder mit nur marginalen Kosten
verbunden sein. Schlieflich sei gerade bei rechtswidrigen Online-Inhalten
eine schnelle Entscheidung unerlasslich. Dies konne durch eine gesetzliche
Pflicht zur Entscheidung des Gerichtes innerhalb von drei bis finf Tagen
sichergestellt werden.

Weitergehende Ansitze wollen der Problematik durch neue Institutio-
nen, insbesondere einen ,,Cyber Court“ als netzgerechtem Aquivalent zum
gerichtlichen Schutz wegen rechtswidriger Inhalte im Internet, begeg-
nen.’%¢ Die Netzwerkanbieter sollen dazu angeleitet werden, auf Neutrali-
tat angelegte private ,,Cyber Courts“ einzurichten, die wie Schiedsgerichte
in einem kostengiinstigen, nach prozedural vereinfachten und groftenteils
selbst entwickelten Regeln und in einem online durchzufithrenden Ver-
fahren ber die Klirung von Rechtsstreitigkeiten entscheiden. Die Ent-
scheidungen sollen kurz begrindet und anschlieBend veroffentlicht wer-
den, um eine breite Diskussion und Fortentwicklung anzuregen. Um die
Netzwerkanbieter zur Einrichtung solcher ,Cyber Courts“ zu bewegen,
konne kiinftig die weitgehende Haftungsfreistellung der Netzwerkanbieter
an die Existenz solcher Institutionen gekoppelt werden. Die staatlichen
Gerichte sollen daneben als zweite Ebene der Streitentscheidung die Gren-
zen der Selbstregulierung setzen, produktive Muster verstarken und die
Suche nach neuen prozeduralen Formen anregen. Erste Schritte in diese
Richtung sind bereits mit der Ankindigung der Einrichtung eines ,,Inde-

395 Detaillierter Vorschlag bei Kobler AfP 2017, S.282f.; allgemeiner bei Guggen-
berger ZRP 2017, S.98 (101 f.).

396 Im Kontext des NetzDG siehe Ladeur, Netzwerkrecht als neues Ordnungsmo-
dell des Rechts — nach dem Recht der Gesellschaft der Individuen und dem
Recht der Gesellschaft der Organisationen, in: Eifert/Gostomzyk (Hrsg.), Netz-
werkrecht, 2018, S. 169 ff.; zuvor bereits allgemeiner Ladeur DuD 2012, S.771
und Ladeur/Gostomzyk NJW 2012, S. 710.
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pendent Oversight Boards® durch Facebook im September 2019 zu beob-
achten.?”

In eine dhnliche Richtung gehen einige Vorschlage, die in aufergerichtli-
chen Streitbeilegungsverfabren, wie sie insbesondere bereits im Verbraucher-
recht zur Streitschlichtung im Online Handel existieren,’® einen gangba-
ren Weg zur Verstirkung privater Rechtsdurchsetzung bei rechtswidrigen
Online-Inhalten sehen.?*” Von den Befiirworter*innen werden insbesonde-
re die hohere Geschwindigkeit, die geringeren Kosten und die flexibleren
Verfahrensmoglichkeiten als Vorteile ins Feld gefiihrt.

AufSerdem wird teilweise ein Hybrid aus Inanspruchnahme der ordentli-
chen Gerichtsbarkeit und der Nutzung neu einzurichtender, unabhingiger
offentlich-rechtlicher Beschwerdestellen, z.B. bei den Landesmedienanstal-
ten, vorgeschlagen.*® Die offentlich-rechtliche Beschwerdestelle solle auf
die Beanstandung eines Inhaltes durch einen Betroffenen hin vorab tber
die Entfernung des Inhaltes befinden und bei gravierenden Verletzungen
eine Loschungsanordnung treffen. Wegen der bestehenden Legitimations-
problematik bei der Loschentscheidung durch solche offentlich-rechtli-
chen Stellen solle diese Entscheidung jedoch nur vorldufig sein und nur
dann ,Bestandskraft“ entfalten, wenn sich Betroffene hiergegen nicht in-

397 https://about.fb.com/news/2019/09/oversight-board-structure/ (zul. abgerufen
am 15.05.2020).

398 Richtlinie 2013/11/EU des Europaischen Parlaments und des Rates vom 21. Mai
2013 dber die alternative Beilegung verbraucherrechtlicher Streitigkeiten und
zur Anderung der Verordnung (EG) Nr.2006/2004 und der Richtlinie
2009/22/EG (Richtlinie iiber alternative Streitbeilegung in Verbraucherangele-
genheiten) und die deutsche Umsetzung im Verbraucherstreitbeilegungsgesetz
(VSBG); Verordnung (EU) Nr. 524/2013 des Europdischen Parlaments und des
Rates vom 21. Mai 2013 tber die Online-Beilegung verbraucherrechtlicher
Streitigkeiten und zur Anderung der Verordnung (EG) Nr. 2006/2004 und der
Richtlinie 2009/22/EG (ABI. L 165 vom 18.06.2013, S. 1).

399 Erste Uberlegungen fiir Verletzungen des allgemeinen Personlichkeitsrechtes
bei Eggimann/Harasgama, Oldenburger Tagungsbande DSRI 2013, Law as a Ser-
vice (LaaS) - Recht im Internet- und Cloud-Zeitalter, S. 937 (948£.); Sieche Wag-
ner, GRUR 2020 Heft 4 und 5 (i.E.) zur umfassenden Auseinandersetzung mit
der Haftung von Plattformen, den alternativen Vorschligen und einem detail-
lierten eigenen Vorschlag zur Pflicht der Plattformen zur Organisation eines
ADR-Verfahrens bzgl. u.a. vom NetzDG betroffener Inhalte und zu einem
»Netz-Streitbeilegungsgesetz*.

400 Pille NJW 2018, 3545 (3549); die Co-Regulierung durch die Landesmedienan-
stalten nach dem Vorbild des Jugendmedienschutzrechts als alternatives Regu-
lierungsmodell vorschlagend Hain/Ferreau/Brings-Wiesen K&R 2017, S.433
(435 ).
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nerhalb einer angemessenen Frist wehrten. Die abschlieSende Entschei-
dungshoheit solle hingegen bei der ordentlichen Gerichtsbarkeit verblei-
ben.

Weitere Ansitze, staatlich bereitgestellte oder initiierte Streitschlich-
tungsverfahren unterhalb einer voll ausgebildeten Gerichtsbarkeit zur Star-
kung der privaten Rechtsdurchsetzung zu nutzen, wiren z.B. die Einfiih-
rung eines Ombudsmanns und/oder von Schlichtungsstellen.#0! Dass sol-
che Ansitze dem Rechtssystem nicht fundamental widersprechen, wird
durch die Existenz von Vergabekammern und die in einigen Bundeslan-
dern vorgeschene obligatorische Giitestelle vor zivilrechtlichen Bagatell-
streitigkeiten (§ 15a EGZPO) deutlich.40?

Der Vorteil solcher alternativer Regelungsmodelle, die an die Stelle der
Verantwortlichkeit der Netzwerkanbieter fiir die Erstentscheidung regel-
mafig die Rechtsdurchsetzung zwischen Verletzten und Verletzer*innen —
entweder im Rahmen der ordentlichen Gerichtsbarkeit oder im Rahmen
von Streitbeilegungsverfahren und alternativen Gerichtsverfahren — setzen,
liegt in der institutionell abgesicherten Neutralitit und Expertise der ent-
scheidenden Stelle.

Die Probleme*® dieser Modelle liegen im gewaltigen Umfang an rechts-
widrigen Online-Inhalten, bei einer beschrinkten Durchsetzung ihrer
Rechte durch die Verletzten in ihrer sogenannten rationalen Apathie (im
Sinne einer rationalen Untitigkeit) sowie im Verhiltnis dieser Streit-
schlichtungen zur originaren Storerverantwortlichkeit der Netzwerkanbie-
ter.

Der mit der Durchsetzung der eigenen Rechte der Verletzten verbunde-
ne Aufwand und die moglichen Kosten stehen oft aufler Verhaltnis zum
verfolgten Loschinteresse, weshalb die Verletzten oftmals aus rationalen
Griinden untitig bleiben. Die vorgeschlagenen alternativen Regelungsmo-
delle konnen hier zwar eine gewisse Verbesserung erreichen, die Hiirden
dennoch nicht ganz Gberwinden. Dariiber hinaus hat Hate Speech Wir-

401 Siehe dazu grundlegend Hippel, Der Ombudsmann im Bank- und Versiche-
rungswesen, 2000; Siche auch die zahlreichen Schlichtungsstellen fiir Verbrau-
cherstreitigkeiten in Deutschland, https://www.bmjv.de/DE/Verbraucherportal/
Verbraucherinformation/Schlichtung/Schlichtung_node.html (zul. abgerufen
am 15.05.2020).

402 Eifert, Das Netzwerkdurchsetzungsgesetz und Plattformregulierung, in: Eifert/
Gostomzyk (Hrsg.), Netzwerkrecht, S. 9 (42).

403 Vgl. nur Lang ASR 143 (2018), S.220 (241 £.); Eifert NJW 2017, S. 1450 ff.; ders.,
Das Netzwerkdurchsetzungsgesetz und Plattformregulierung, in: Eifert/Gost-
omzyk (Hrsg.), Netzwerkrecht, S. 9 (26 ff.).
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kungen tber die individuelle Rechtsverletzung hinaus auch auf die Kom-
munikation insgesamt. Eine Beschrinkung ihrer Abwehr auf die jeweili-
gen Verletzten kann dem nicht gerecht werden.

Selbst wenn samtliche Hirden fir die Betroffenen beseitigt werden
konnten, bliebe unklar, inwieweit die Gerichtsbarkeit oder die alternati-
ven Entscheidungsorgane das hochvolumige Fallaufkommen bewiltigen
konnen sollen. So waren allein rund 800.000 Meldungen im ersten Halb-
jahr 2019 bei den Netzwerken YouTube und Twitter zu bearbeiten.404

SchliefSlich wire das Verhaltnis zur allgemeinen Stérerhaftung der Netz-
werkanbieter zu kliren. Wenn sie Bestand haben sollte, stellte sich die Fra-
ge, warum sie nicht auch effektiviert werden kann. Wenn sie ersetzt wer-
den sollte, ware die Freistellung eine erhebliche Privilegierung der Netz-
werkanbieter gegentber dem allgemeinen Haftungsregime tiber die beste-
hende Regelung der E-Commerce-RiL hinaus. Die Entwicklung des Uni-
onsrechts lauft hier in eine entgegengesetzte Richtung (Teil 2 A. 1. 2.).

Das mit dem NetzDG vorgesechene abgestufte Losch- und Prifverfahren,
bei dem im Rahmen einer Erstentscheidung die Intermediire in die
Pflicht genommen werden und erst im zweiten Schritt die Gerichte auf
Klagen hin tber die Rechtmafigkeit der Loschung / Nichtléschung befin-
den, scheint vor diesem Hintergrund in seiner Grundstruktur tberlegen.
Es erlaubt grundsatzlich eine schnellere und effektivere Loschung ange-
sichts der hohen Zahl rechtswidriger Online-Inhalte und erméglicht ande-
rerseits durch die gerichtliche Kontrolle im zweiten Schritt, die unterneh-
merische Loschpraxis an die staatlichen Normen riickzukoppeln. Verbesse-
rungsmoglichkeiten konnen hierbei aber selbstverstandlich fiir beide Stu-
fen diskutiert werden, also sowohl fir die Ausgestaltung der Stdrerhaftung
der Netzwerkanbieter als auch fir die Erleichterungen der gerichtlichen
Durchsetzung.

404 Vgl. Anhang.
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Die Grundstruktur des NetzDG mit seiner Ausgestaltung der primaren
Verantwortlichkeit der Netzwerkanbieter hat sich bewahrt und entspricht
der europiischen Entwicklung.

Das Gesetz hat zu einer deutlichen Verbesserung des Beschwerdema-
nagements und der offentlichen Rechenschaft der Netzwerkanbieter im
Umgang mit den benannten rechtswidrigen Inhalten gefithrt. Die Netz-
werkanbieter haben die zentralen Anforderungen des NetzDG weitgehend
umgesetzt. Bestehende problematische Praktiken betreffen die Rechts-
durchsetzung und zeigen teilweise Unklarheiten hinsichtlich der Konkreti-
sierung der gesetzlichen Pflichten auf. Sie verweisen aber nicht auf grund-
legende strukturelle Schwichen des Gesetzes. Auch haben die verbesserten
Zustellungsmoglichkeiten die Rechtsdurchsetzung gegentiber den Netz-
werkanbietern deutlich erleichtert. Die Benennung einer empfangsberech-
tigten Person fiir Auskunftsersuchen der Strafverfolgungsbehdrden hat die
Kommunikation zwischen den Netzwerkanbietern und den Strafverfol-
gungsbehorden deutlich verbessert, aber nur begrenzt zu einer Effektivie-
rung der Strafverfolgung gefiihrt. Damit wurden die verfolgten Zwecke in
erheblichem Umfang erreicht. Aus verschiedenen Griinden nicht zu errei-
chen war es, ein Gesamtbild iber Ausmafl und Umgang mit dem geregel-
ten Segment von Hate Speech zu gewinnen.

In der Anwendung des NetzDG haben sich aber auch Schwierigkeiten
und Problempunkte ergeben, die Anlass zur Uberprifung und Fortent-
wicklung geben. Die folgenden Punkte verdienen dabei ein besonderes
Augenmerk:

Insgesamt sollten bei der Fortentwicklung folgende Punkte verbessert

werden:

- In einzelnen Bereichen (s.u.) Ethohung der Rechtssicherheit durch un-
tergesetzliche Konkretisierungen zentraler gesetzlicher Pflichten.

— Klare Adressierung der Fragen, die sich aus der Dualitit der Meldewege
der Netzwerkanbieter fiir NetzDG-Beschwerden einerseits und fiir Be-
schwerden tber Verstdfle gegen Gemeinschaftsstandards andererseits
ergeben. Dies betrifft insbesondere ihr Verhiltnis zueinander hinsicht-
lich der leichten Erkenn- und Erreichbarkeit fiir die Nutzer*innen so-
wie die Frage, inwieweit Meldeweg oder Beschwerdeinhalt fiir die An-
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forderungen an das Priifverfahren und die Transparenzpflichten gem.

NetzDG mafgeblich sind.

Die Adressierung der verschiedenen, vom NetzDG verfolgten Zwecke

(namentlich allgemeine Transparenz tber den Umgang mit Hate

Speech im Netz, Transparenz iiber das Beschwerdemanagement fiir be-

stimmte, besonders schidliche Inhalte und allgemeine Effektivierung

der Rechtsdurchsetzung gegeniiber Netzwerkanbietern) sollte klarer
voneinander abgeschichtet und insbesondere mit jeweils genau darauf
abgestimmten Berichtsanforderungen erfolgen.

— Angeregt wird mit Blick auf die differenzierte Adressierung der
Zwecke insbesondere eine begriffliche Entkoppelung von §35
Abs. 1, 2 NetzDG von §§ 2, 3 NetzDG. Insbesondere die einheitliche
Verwendung des Begriffs der ,rechtswidrigen Inhalte“ fihrt gegen-
wartig zu einer Reihe von Unklarheiten und wechselseitigen Beein-
trachtigungen der verschiedenen Zwecke.

— Bei den Transparenzpflichten sollte innerhalb des § 2 NetzDG nach
dem Zweck der Uberwachung der Pflichtenerfullung einerseits und
dem Zweck der Beobachtung des Phinomens Hate Speech im Netz
andererseits differenziert werden. Sie erfordern je unterschiedliche
Erfassungen und Aufbereitungen von Daten.

Erginzungen der Beschwerdeverfahren durch weitere gesetzliche Rech-

te sind niher zu prifen. Dazu gehoren die gesetzliche Erweiterung von

Anhérungspflichten insbesondere postender Nutzer*innen, Uberpri-

fungspflichten von Loschungen/Sperrungen auf Beschwerden hin oder

gesetzliche Wiederherstellungsanspriiche.

- Diese Erganzungen wurden zwar regelmafig als Gegengewicht zu
einem befiirchteten systematischen Overblocking in Folge der
Loschpflichten gefordert, fiir das in der Evaluation gerade keinerlei
Anhaltspunkte gefunden wurden. Es ist allerdings plausibel, dass
solche Mechanismen der sorgfiltigen Interessenaufbereitung und
Kontrolle unabhingig davon die Qualitat der Entscheidungen ver-
bessern und sicher, dass sie die Position der jeweils in ihren Rechten
betroffenen Akteure stirken.

- Bei allen derartigen Verfahrensrechten kommt dem Verhiltnis zwi-
schen dem Beschwerdeweg sowie den Anforderungen an das Be-
schwerdemanagement nach dem NetzDG einerseits und den Be-
schwerdewegen sowie dem Beschwerdemanagement wegen Versto-
Bes gegen Gemeinschaftsstandards andererseits fiir den Anwen-
dungsbereich besondere Bedeutung zu. Bei der Ausgestaltung ist

195

https://dol.org/10.5771/8783748808477 - am 19.01.2026, 00-16:53. https://www.Inllbra.com/de/agh - Open Access -


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Teil 5: Abschlieflende Gesamtbetrachtung

insbesondere auf eventuelle Anreize zur Verlagerung zwischen die-
sen Wegen zu achten.

Im Einzelnen sollte der Gesetzgeber fiir die verschiedenen Regelungsge-
genstande noch folgende Anderungen priifen:
- Meldewege:

Weitere Konkretisierung und Standardisierung der Zuginge ggf.
auf untergesetzlicher Ebene. Der erforderliche Detaillierungsgrad
legt Rechtsverordnungen und Orientierungen fiir die Netzwerkan-
bieter durch Verwaltungsvorschriften nahe.

Regelung zum Verhiltnis der Meldewege nach Gemeinschaftsstan-
dards und nach NetzDG ggf. auf untergesetzlicher Ebene hinsicht-
lich Erkennbarkeit und Zuginglichkeit.

— Transparenzpflicht:

Verzicht auf die Schwelle der 100 Beschwerden oder Einfihrung ei-
nes Mechanismus, der die Zahl der Beschwerden tberprifbar
macht.

Ermoglichung einer stirkeren Standardisierung und Prézisierung
der Transparenzberichte durch entsprechende Vorgaben auf der un-
tergesetzlichen Ebene.

Gesammelte und berichtszeitraumsiibergreifende Darstellung aller
Transparenzberichte auf einer einheitlichen Webseite.

- Beschwerdemanagement:

Klarstellung, inwieweit die Pflichten hinsichtlich des Beschwerde-
managements an den Meldeweg oder den Inhalt der Beschwerde an-
kntpfen.

— Governance-Struktur:

Eroffnung der Moglichkeiten informeller Kommunikation zwi-
schen Netzwerkanbietern und Bf] fiir die Konkretisierung der orga-
nisatorischen und formalen Pflichten.

Nihere Ausgestaltung der Kommunikation zwischen Strafverfol-
gungsbehorden und Bf] zur Verringerung unnotiger Doppelarbeit.

- Effektivierung der Rechtsdurchsetzung gegeniiber den Netzwerkanbie-
tern:

196

Klarstellung des Kreises der von §5 Abs. 1 und Abs. 2 NetzDG ver-
pflichteten Anbieter und - bei einer sinnvollerweise weiten Fassung
des Kreises — Benennung einer Relevanz- oder Mitgliederschwelle.
Klarstellung und Erweiterung der Regelungen tber Zustellungsbe-
vollmachtigte auf weitere Anspriiche und Verfahrensarten.
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- Erginzung des bisherigen Systems aus § 5 Abs.2 NetzDG und § 14
Abs. 2 TMG durch differenzierte Auskunftspflichten der Netzwerk-
anbieter Giber Bestandsdaten.

- Effektivierung der Rechtsdurchsetzung gegeniiber postenden Nut-
zer*innen:

- Uberprifung der Justierung des § 14 Abs. 3-5 TMG hinsichtlich des
Ausgleichs von Datenschutzinteressen der Nutzer*innen einerseits
und dem Interesse an Rechtsschutz der von moglicherweise rechts-
widrigen Inhalten Betroffenen.

- Erleichterungen der individuellen Rechtsverfolgung Betroffener
durch Absenkung der Zugangshiirden zu den Gerichten bzw. Ein-
richtung niedrigschwelliger Streitschlichtungen.
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Netzwerkdurchsetzungsgesetz (NetzDG und Anderungen des TMG)

Gesetz zur Verbesserung der Rechtsdurchsetzung in sozialen Netzwerken
(Netzwerkdurchsetzungsgesetz - NetzDG)

Ausfertigungsdatum: 01.09.2017

Das G wurde als Art. 1 des G v. 1.9.2017 | 3352 vom Bundestag beschlossen. Es ist gem. Art.
3 dieses G am 1.10.2017 in Kraft getreten.

§& 1 Anwendungsbereich

(1) Dieses Gesetz gilt fur Telemediendiensteanbieter, die mit Gewinnerzielungsabsicht
Plattformen im Internet betreiben, die dazu bestimmt sind, dass Nutzer beliebige Inhalte mit
anderen Nutzern teilen oder der Offentlichkeit zugénglich machen (soziale Netzwerke).
Plattformen mit journalistisch-redaktionell gestalteten Angeboten, die vom Diensteanbieter
selbst verantwortet werden, gelten nicht als soziale Netzwerke im Sinne dieses Gesetzes.
Das Gleiche gilt fur Plattformen, die zur Individualkommunikation oder zur Verbreitung
spezifischer Inhalte bestimmt sind.

(2) Der Anbieter eines sozialen Netzwerks ist von den Pflichten nach den §§ 2 und 3 befreit,
wenn das soziale Netzwerk im Inland weniger als zwei Millionen registrierte Nutzer hat.

(3) Rechtswidrige Inhalte sind Inhalte im Sinne des Absatzes 1, die den Tatbestand der §§ 86,
86a, 89a, 91, 100a, 111, 126, 129 bis 129b, 130, 131, 140, 166, 184b in Verbindung mit 184d,
185 bis 187, 2014, 241 oder 269 des Strafgesetzbuchs erfillen und nicht gerechtfertigt sind.

§ 2 Berichtspflicht

(1) Anbieter sozialer Netzwerke, die im Kalenderjahr mehr als 100 Beschwerden tiber
rechtswidrige Inhalte erhalten, sind verpflichtet, einen deutschsprachigen Bericht Gber den
Umgang mit Beschwerden tber rechtswidrige Inhalte auf ihren Plattformen mit den
Angaben nach Absatz 2 halbjahrlich zu erstellen und im Bundesanzeiger sowie auf der
eigenen Homepage spatestens einen Monat nach Ende eines Halbjahres zu veréffentlichen.
Der auf der eigenen Homepage veroffentlichte Bericht muss leicht erkennbar, unmittelbar
erreichbar und standig verflgbar sein.

(2) Der Bericht hat mindestens auf folgende Aspekte einzugehen:

1. Allgemeine Ausfiihrungen, welche Anstrengungen der Anbieter des sozialen Netzwerks
unternimmt, um strafbare Handlungen auf den Plattformen zu unterbinden,

2. Darstellung der Mechanismen zur Ubermittlung von Beschwerden iiber rechtswidrige
Inhalte und der Entscheidungskriterien fiir Léschung und Sperrung von rechtswidrigen
Inhalten,

3. Anzahl der im Berichtszeitraum eingegangenen Beschwerden Uber rechtswidrige Inhalte,
aufgeschlisselt nach Beschwerden von Beschwerdestellen und Beschwerden von Nutzern
und nach dem Beschwerdegrund,
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4. Organisation, personelle Ausstattung, fachliche und sprachliche Kompetenz der fur die
Bearbeitung von Beschwerden zustandigen Arbeitseinheiten und Schulung und Betreuung
der fir die Bearbeitung von Beschwerden zustdndigen Personen,

5. Mitgliedschaft in Branchenverbanden mit Hinweis darauf, ob in diesen
Branchenverbédnden eine Beschwerdestelle existiert,

6. Anzahl der Beschwerden, bei denen eine externe Stelle konsultiert wurde, um die
Entscheidung vorzubereiten,

7. Anzahl der Beschwerden, die im Berichtszeitraum zur Loschung oder Sperrung des
beanstandeten Inhalts flhrten, aufgeschlisselt nach Beschwerden von Beschwerdestellen
und von Nutzern, nach dem Beschwerdegrund, ob ein Fall des § 3 Absatz 2 Nummer 3
Buchstabe a vorlag, ob in diesem Fall eine Weiterleitung an den Nutzer erfolgte sowie ob
eine Ubertragung an eine anerkannte Einrichtung der Regulierten Selbstregulierung nach § 3
Absatz 2 Nummer 3 Buchstabe b erfolgte,

8. Zeit zwischen Beschwerdeeingang beim sozialen Netzwerk und Loschung oder Sperrung
des rechtswidrigen Inhalts, aufgeschliisselt nach Beschwerden von Beschwerdestellen und
von Nutzern, nach dem Beschwerdegrund sowie nach den Zeitrdumen ,,innerhalb von 24
Stunden/,innerhalb von 48 Stunden“/,innerhalb einer Woche“/,,zu einem spateren
Zeitpunkt”,

9. MaRnahmen zur Unterrichtung des Beschwerdefiihrers sowie des Nutzers, fir den der
beanstandete Inhalt gespeichert wurde, tiber die Entscheidung Gber die Beschwerde.

§& 3 Umgang mit Beschwerden iiber rechtswidrige Inhalte

(1) Der Anbieter eines sozialen Netzwerks muss ein wirksames und transparentes Verfahren
nach Absatz 2 und 3 fiir den Umgang mit Beschwerden tiber rechtswidrige Inhalte vorhalten.
Der Anbieter muss Nutzern ein leicht erkennbares, unmittelbar erreichbares und standig
verfiigbares Verfahren zur Ubermittlung von Beschwerden iiber rechtswidrige Inhalte zur
Verfligung stellen.

(2) Das Verfahren muss gewahrleisten, dass der Anbieter des sozialen Netzwerks

1. unverziglich von der Beschwerde Kenntnis nimmt und pruft, ob der in der Beschwerde
gemeldete Inhalt rechtswidrig und zu entfernen oder der Zugang zu ihm zu sperren ist,

2. einen offensichtlich rechtswidrigen Inhalt innerhalb von 24 Stunden nach Eingang der
Beschwerde entfernt oder den Zugang zu ihm sperrt; dies gilt nicht, wenn das soziale
Netzwerk mit der zustandigen Strafverfolgungsbehorde einen langeren Zeitraum fir die
Léschung oder Sperrung des offensichtlich rechtswidrigen Inhalts vereinbart hat,

3. jeden rechtswidrigen Inhalt unverzuglich, in der Regel innerhalb von sieben Tagen nach
Eingang der Beschwerde entfernt oder den Zugang zu ihm sperrt; die Frist von sieben Tagen
kann Uberschritten werden, wenn

a) die Entscheidung tiber die Rechtswidrigkeit des Inhalts von der Unwahrheit einer
Tatsachenbehauptung oder erkennbar von anderen tatsachlichen Umstanden abhangt; das
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soziale Netzwerk kann in diesen Fallen dem Nutzer vor der Entscheidung Gelegenheit zur
Stellungnahme zu der Beschwerde geben,

b) das soziale Netzwerk die Entscheidung liber die Rechtswidrigkeit innerhalb von sieben
Tagen nach Eingang der Beschwerde einer nach den Abséatzen 6 bis 8 anerkannten
Einrichtung der Regulierten Selbstregulierung tibertragt und sich deren Entscheidung
unterwirft,

4. im Falle der Entfernung den Inhalt zu Beweiszwecken sichert und zu diesem Zweck fur die
Dauer von zehn Wochen innerhalb des Geltungsbereichs der Richtlinien 2000/31/EG und
2010/13/EU speichert,

5. den Beschwerdefiihrer und den Nutzer tGber jede Entscheidung unverzuglich informiert
und seine Entscheidung ihnen gegenliber begriindet.

(3) Das Verfahren muss vorsehen, dass jede Beschwerde und die zu ihrer Abhilfe getroffene
MaRnahme innerhalb des Geltungsbereichs der Richtlinien 2000/31/EG und 2010/13/EU
dokumentiert wird.

(4) Der Umgang mit Beschwerden muss von der Leitung des sozialen Netzwerks durch
monatliche Kontrollen tiberwacht werden. Organisatorische Unzuldnglichkeiten im Umgang
mit eingegangenen Beschwerden missen unverziglich beseitigt werden. Den mit der
Bearbeitung von Beschwerden beauftragten Personen missen von der Leitung des sozialen
Netzwerks regelmaRig, mindestens aber halbjahrlich deutschsprachige Schulungs- und
Betreuungsangebote gemacht werden.

(5) Die Verfahren nach Absatz 1 kénnen durch eine von der in § 4 genannten
Verwaltungsbehorde beauftragten Stelle Gberwacht werden.

(6) Eine Einrichtung ist als Einrichtung der Regulierten Selbstregulierung im Sinne dieses
Gesetzes anzuerkennen, wenn

1. die Unabhéngigkeit und Sachkunde ihrer Prifer gewahrleistet ist,

2. eine sachgerechte Ausstattung und zlgige Prifung innerhalb von sieben Tagen
sichergestellt sind,

3. eine Verfahrensordnung besteht, die den Umfang und Ablauf der Priifung sowie
Vorlagepflichten der angeschlossenen sozialen Netzwerke regelt und die Méglichkeit der
Uberpriifung von Entscheidungen vorsieht,

4. eine Beschwerdestelle eingerichtet ist und

5. die Einrichtung von mehreren Anbietern sozialer Netzwerke oder Institutionen getragen
wird, die eine sachgerechte Ausstattung sicherstellen. AuRerdem muss sie fiir den Beitritt
weiterer Anbieter insbesondere sozialer Netzwerke offenstehen.

(7) Die Entscheidung uber die Anerkennung einer Einrichtung der Regulierten
Selbstregulierung trifft die in § 4 genannte Verwaltungsbehorde.
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(8) Die Anerkennung kann ganz oder teilweise widerrufen oder mit Nebenbestimmungen
versehen werden, wenn Voraussetzungen fur die Anerkennung nachtraglich entfallen sind.

(9) Die Verwaltungsbehdrde nach § 4 kann auch bestimmen, dass fiir einen Anbieter von
sozialen Netzwerken die Méglichkeit zur Ubertragung von Entscheidungen nach Absatz 2
Nummer 3 Buchstabe b fir einen zeitlich befristeten Zeitraum entfallt, wenn zu erwarten ist,
dass bei diesem Anbieter die Erfiillung der Pflichten des Absatzes 2 Nummer 3 durch einen
Anschluss an die Regulierte Selbstregulierung nicht gewéhrleistet wird.

§ 4 BuBRgeldvorschriften
(1) Ordnungswidrig handelt, wer vorsatzlich oder fahrldssig

1. entgegen § 2 Absatz 1 Satz 1 einen Bericht nicht, nicht richtig, nicht vollstédndig oder nicht
rechtzeitig erstellt oder nicht, nicht richtig, nicht vollstéandig, nicht in der vorgeschriebenen
Weise oder nicht rechtzeitig veroffentlicht,

2. entgegen § 3 Absatz 1 Satz 1 ein dort genanntes Verfahren fur den Umgang mit
Beschwerden von Beschwerdestellen oder Nutzern, die im Inland wohnhaft sind oder ihren
Sitz haben, nicht, nicht richtig oder nicht vollstandig vorhalt,

3. entgegen § 3 Absatz 1 Satz 2 ein dort genanntes Verfahren nicht oder nicht richtig zur
Verfligung stellt,

4. entgegen § 3 Absatz 4 Satz 1 den Umgang mit Beschwerden nicht oder nicht richtig
Uberwacht,

5. entgegen § 3 Absatz 4 Satz 2 eine organisatorische Unzuldnglichkeit nicht oder nicht
rechtzeitig beseitigt,

6. entgegen § 3 Absatz 4 Satz 3 eine Schulung oder eine Betreuung nicht oder nicht
rechtzeitig anbietet,

7. entgegen § 5 einen inlandischen Zustellungsbevollméachtigten oder einen inldndischen
Empfangsberechtigten nicht benennt, oder

8. entgegen § 5 Absatz 2 Satz 2 als Empfangsberechtigter auf Auskunftsersuchen nicht
reagiert.

(2) Die Ordnungswidrigkeit kann in den Fallen des Absatzes 1 Nummer 7 und 8 mit einer

GeldbuRe bis zu fiunfhunderttausend Euro, in den tbrigen Féllen des Absatzes 1 mit einer
GeldbuRe bis zu finf Millionen Euro geahndet werden. § 30 Absatz 2 Satz 3 des Gesetzes
Uiber Ordnungswidrigkeiten ist anzuwenden.

(3) Die Ordnungswidrigkeit kann auch dann geahndet werden, wenn sie nicht im Inland
begangen wird.

(4) Verwaltungsbehorde im Sinne des § 36 Absatz 1 Nummer 1 des Gesetzes Uber
Ordnungswidrigkeiten ist das Bundesamt fiir Justiz. Das Bundesministerium der Justiz und
flr Verbraucherschutz erlasst im Einvernehmen mit dem Bundesministerium des Innern,
dem Bundesministerium fur Wirtschaft und Energie und dem Bundesministerium fir
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Verkehr und digitale Infrastruktur allgemeine Verwaltungsgrundsatze tiber die Ausiibung des
Ermessens der BuRgeldbehorde bei der Einleitung eines BuRgeldverfahrens und bei der
Bemessung der GeldbuRe.

(5) Will die Verwaltungsbehérde ihre Entscheidung darauf stiitzen, dass nicht entfernte oder
nicht gesperrte Inhalte rechtswidrig im Sinne des § 1 Absatz 3 sind, so soll sie iber die
Rechtswidrigkeit vorab eine gerichtliche Entscheidung herbeifiihren. Zusténdig ist das
Gericht, das tiber den Einspruch gegen den BuRgeldbescheid entscheidet. Der Antrag auf
Vorabentscheidung ist dem Gericht zusammen mit der Stellungnahme des sozialen
Netzwerks zuzuleiten. Uber den Antrag kann ohne miindliche Verhandlung entschieden
werden. Die Entscheidung ist nicht anfechtbar und fir die Verwaltungsbehérde bindend.

§ 5 Inldndischer Zustellungsbevollmachtigter

(1) Anbieter sozialer Netzwerke haben im Inland einen Zustellungsbevollméachtigten zu
benennen und auf ihrer Plattform in leicht erkennbarer und unmittelbar erreichbarer Weise
auf ihn aufmerksam zu machen. An diese Person kénnen Zustellungen in Verfahren nach § 4
oder in Gerichtsverfahren vor deutschen Gerichten wegen der Verbreitung rechtswidriger
Inhalte bewirkt werden. Das gilt auch fur die Zustellung von Schriftstiicken, die solche
Verfahren einleiten.

(2) Fur Auskunftsersuchen einer inlandischen Strafverfolgungsbehdorde ist eine
empfangsberechtigte Person im Inland zu benennen. Die empfangsberechtigte Person ist
verpflichtet, auf Auskunftsersuchen nach Satz 1 48 Stunden nach Zugang zu antworten.
Soweit das Auskunftsersuchen nicht mit einer das Ersuchen erschopfenden Auskunft
beantwortet wird, ist dies in der Antwort zu begriinden.

§ 6 Ubergangsvorschriften
(1) Der Bericht nach § 2 wird erstmals fiir das erste Halbjahr 2018 fallig.

(2) Die Verfahren nach § 3 mussen innerhalb von drei Monaten nach Inkrafttreten dieses
Gesetzes eingefihrt sein. Erfullt der Anbieter eines sozialen Netzwerkes die
Voraussetzungen des § 1 erst zu einem spdteren Zeitpunkt, so mussen die Verfahren nach §
3 drei Monate nach diesem Zeitpunkt eingefiihrt sein.
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Netzwerkdurchsetzungsgesetz (NetzDG und Anderungen des TMG)

Telemediengesetz (TMG)
Artikel 1 des Gesetzes vom 26.02.2007 (BGBI. I S. 179), in Kraft getreten am 01.03.2007,
zuletzt gedndert durch Gesetz vom 11.07.2019 (BGBI. I S. 1066) m.W.v. 18.07.2019

§ 14 Bestandsdaten?

(1) Der Diensteanbieter darf personenbezogene Daten eines Nutzers nur erheben und
verwenden, soweit sie fiir die Begriindung, inhaltliche Ausgestaltung oder Anderung eines
Vertragsverhaltnisses zwischen dem Diensteanbieter und dem Nutzer tiber die Nutzung von
Telemedien erforderlich sind (Bestandsdaten).

(2) Auf Anordnung der zustandigen Stellen darf der Diensteanbieter im Einzelfall Auskunft
liber Bestandsdaten erteilen, soweit dies fir Zwecke der Strafverfolgung, zur
Gefahrenabwehr durch die Polizeibehtrden der Lander, zur Erfullung der gesetzlichen
Aufgaben der Behorden der Zollverwaltung und der nach Landesrecht zustdandigen Behorden
zur Wahrnehmung ihrer Prifungsaufgaben nach § 2 Absatz 1 und 3 des
Schwarzarbeitsbekampfungsgesetzes und zur Verhltung und Verfolgung von damit
zusammenhdngenden Straftaten und Ordnungswidrigkeiten und zur Erfillung der
gesetzlichen Aufgaben der Verfassungsschutzbehorden des Bundes und der Lander, des
Bundesnachrichtendienstes oder des Militarischen Abschirmdienstes oder des
Bundeskriminalamtes im Rahmen seiner Aufgabe zur Abwehr von Gefahren des
internationalen Terrorismus oder zur Durchsetzung der Rechte am geistigen Eigentum
erforderlich ist.

(3) Der Diensteanbieter darf darliber hinaus im Einzelfall Auskunft Gber bei ihm vorhandene
Bestandsdaten erteilen, soweit dies zur Durchsetzung zivilrechtlicher Anspriiche wegen der
Verletzung absolut geschitzter Rechte aufgrund rechtswidriger Inhalte, die von § 1 Absatz 3
des Netzwerkdurchsetzungsgesetzes erfasst werden, erforderlich ist.

(4) Fur die Erteilung der Auskunft nach Absatz 3 ist eine vorherige gerichtliche Anordnung
Uber die Zulassigkeit der Auskunftserteilung erforderlich, die vom Verletzten zu beantragen
ist. Fr den Erlass dieser Anordnung ist das Landgericht ohne Riicksicht auf den Streitwert
zustandig. Ortlich zustandig ist das Gericht, in dessen Bezirk der Verletzte seinen Wohnsitz,
seinen Sitz oder eine Niederlassung hat. Die Entscheidung trifft die Zivilkammer. Fir das
Verfahren gelten die Vorschriften des Gesetzes tiber das Verfahren in Familiensachen und in
den Angelegenheiten der freiwilligen Gerichtsbarkeit entsprechend. Die Kosten der
richterlichen Anordnung tragt der Verletzte. Gegen die Entscheidung des Landgerichts ist die
Beschwerde statthaft.

(5) Der Diensteanbieter ist als Beteiligter zu dem Verfahren nach Absatz 4 hinzuzuziehen. Er
darf den Nutzer tber die Einleitung des Verfahrens unterrichten.

! Die Anderungen des TMG durch die Einfiihrung der § 14 Abs. 3 bis 5 waren Teil des Artikelgesetzes zum
NetzDG und gehen zuriick auf Art. 2 Nr. 1 G v. 1.9.2017 | 3352 mWv 1.10.2017.
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Deutscher Bundestag Drucksache 18/12356

18. Wahlperiode 16.05.2017

Gesetzentwurf
der Fraktionen der CDU/CSU und SPD

Entwurf eines Gesetzes zur Verbesserung der Rechtsdurchsetzung
in sozialen Netzwerken

(Netzwerkdurchsetzungsgesetz — NetzDG)

A. Problem und Ziel

Gegenwirtig ist eine massive Verdnderung des gesellschaftlichen Diskurses im
Netz und insbesondere in den sozialen Netzwerken festzustellen. Die Debatten-
kultur im Netz ist oft aggressiv, verletzend und nicht selten hasserfiillt. Durch
Hasskriminalitdt und andere strafbare Inhalte kann jede und jeder aufgrund der
Meinung, Hautfarbe oder Herkunft, der Religion, des Geschlechts oder der Sexu-
alitdt diffamiert werden. Hasskriminalitdt und andere strafbare Inhalte, die nicht
effektiv bekampft und verfolgt werden konnen, bergen eine grofie Gefahr fiir das
friedliche Zusammenleben einer freien, offenen und demokratischen Gesell-
schaft. Nach den Erfahrungen im US-Wahlkampf hat iiberdies auch in der Bun-
desrepublik Deutschland die Bekdmpfung von strafbaren Falschnachrichten
(,,Fake News®) in sozialen Netzwerken hohe Prioritit gewonnen. Es bedarf daher
einer Verbesserung der Rechtsdurchsetzung in sozialen Netzwerken, um objektiv
strafbare Inhalte wie etwa Volksverhetzung, Beleidigung, Verleumdung oder St6-
rung des 6ffentlichen Friedens durch Vortéuschen von Straftaten unverziiglich zu
entfernen.

Die zunehmende Verbreitung von Hasskriminalitit und anderen stratbaren Inhal-
ten vor allem in sozialen Netzwerken wie Facebook, YouTube und Twitter hat
das Bundesministerium der Justiz und fiir Verbraucherschutz bereits im Jahr 2015
veranlasst, eine Task Force mit den Betreibern der Netzwerke und Vertretern der
Zivilgesellschaft ins Leben zu rufen. Die in der Task Force vertretenen Unterneh-
men haben zugesagt, den Umgang mit Hinweisen auf Hasskriminalitéit und andere
strafbare Inhalte auf ihren Seiten zu verbessen. Die Unternehmen haben sich ver-
pflichtet, anwenderfreundliche Mechanismen zur Meldung kritischer Beitrdge
einzurichten und die Mehrzahl der gemeldeten Beitrdge mit sprachlich und juris-
tisch qualifizierten Teams innerhalb von 24 Stunden zu priifen und zu 16schen,
falls diese rechtswidrig sind. Mafstab der Priifung ist deutsches Recht.

Die Selbstverpflichtungen der Unternehmen haben zu ersten Verbesserungen ge-
fiihrt. Diese reichen aber noch nicht aus. Noch immer werden zu wenige strafbare
Inhalte geldscht. Ein von jugendschutz.net durchgefiihrtes Monitoring der Losch-
praxis sozialer Netzwerke vom Januar/Februar 2017 hat ergeben, dass die Be-
schwerden von Nutzerinnen und Nutzern gegen Hasskriminalitit und andere straf-
bare Inhalte nach wie vor nicht unverziiglich und ausreichend bearbeitet werden.
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Zwar werden bei YouTube mittlerweile in 90 Prozent der Fille strafbare Inhalte
geloscht. Facebook hingegen 16schte nur in 39 Prozent der Fille, Twitter nur in
1 Prozent der Fille.

Die Anbieter der sozialen Netzwerke haben eine Verantwortung, der sie gerecht
werden miissen. Angesichts der Tatsache, dass das bisherige Instrumentarium und
die zugesagten Selbstverpflichtungen der sozialen Netzwerke nicht ausreichend
wirken und es erhebliche Probleme bei der Durchsetzung des geltenden Rechts
gibt, bedarf es der Einflihrung von buigeldbewehrten Compliance-Regeln fiir so-
ziale Netzwerke, um effektiv und unverziiglich gegen Hasskriminalitit und an-
dere strafbare Inhalte im Netz vorgehen zu kdnnen.

B. L6sung

Um die sozialen Netzwerke zu einer ziigigeren und umfassenderen Bearbeitung
von Beschwerden insbesondere von Nutzerinnen und Nutzern iiber Hasskrimina-
litat und andere strafbare Inhalte anzuhalten, werden durch den Entwurf gesetzli-
che Compliance-Regeln fiir soziale Netzwerke eingefiihrt. Vorgesehen sind eine
gesetzliche Berichtspflicht fiir soziale Netzwerke iiber den Umgang mit Hasskri-
minalitit und anderen strafbaren Inhalten, ein wirksames Beschwerdemanage-
ment sowie die Benennung eines inldndischen Zustellungsbevollméchtigten. Ver-
stoBe gegen diese Pflichten konnen mit Bulgeldern gegen das Unternehmen und
die Aufsichtspflichtigen geahndet werden. AuBerdem wird es Opfern von Person-
lichkeitsrechtsverletzungen im Netz ermdglicht, aufgrund gerichtlicher Anord-
nung die Bestandsdaten der Verletzer von Diensteanbietern zu erhalten.

C. Alternativen

Keine.

D. Haushaltsausgaben ohne Erfiillungsaufwand

Keine.

E. Erfiillungsaufwand

E.1 Erfillungsaufwand fiir Birgerinnen und Biirger

Keiner.

E.2 Erfullungsaufwand fir die Wirtschaft

Der Entwurf fithrt neun neue Informationspflichten fiir soziale Netzwerke ein, die
in einem vierteljdhrlich zu erstellenden Bericht zu erfiillen sind. Die Schitzung
des damit verbundenen Erfiillungsaufwands ist naturgemafl mit Unsicherheiten
verbunden. Der auf jeden Bericht entfallende Erfiillungsaufwand einschlieBlich
der Entgelte fiir die Veroffentlichung im Bundesanzeiger wird auf 50 000 Euro
geschitzt. Hierbei wird auch beriicksichtigt, dass die Berichte thematisch auf die
Bekampfung von Hasskriminalitdt und anderen strafbaren Inhalten im Sinne die-
ses Entwurfs beschréinkt sind.
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Wegen des Schwellenwertes in § 1 Absatz 2 (zwei Millionen Nutzerinnen und
Nutzer im Inland) werden hochstens zehn soziale Netzwerke berichtspflichtig
werden. Der gesamte Erfiillungsaufwand fiir die Berichtspflicht ist daher auf
2 Millionen Euro jéhrlich zu schétzen.

Die Schitzung des Erfiillungsaufwands fiir die Pflicht zur Vorhaltung eines wirk-
samen Beschwerdesystems ist ebenfalls mit Unsicherheiten verbunden. Unter Be-
riicksichtigung aller relevanten Umsténde ergibt sich ein jahrlicher Erfiillungsauf-
wand in Hohe von 25 Millionen Euro fiir die Pflicht zur Vorhaltung eines wirk-
samen Beschwerdemanagements.

SchlieBlich wird der Erfiillungsaufwand der Pflicht, einen inlédndischen Zustel-
lungsbevollméchtigten fiir jeden Zivilprozess und jedes BuBgeldverfahren nach
diesem Gesetz zu benennen, auf eine Million Euro jéhrlich geschitzt.

Der Erfiillungsaufwand fiir den durch die Anderung in Artikel 2 durchsetzbar ge-
machten Auskunftsanspruch gegen sédmtliche Diensteanbieter nach dem Tele-
mediengesetz wird auf eine Million Euro jahrlich geschatzt.

Der Entwurf verursacht fiir die sozialen Netzwerke mithin insgesamt einen Erfiil-
lungsaufwand in Hohe von 28 Millionen Euro jéhrlich, zusitzlich fiir simtliche
Diensteanbieter nach dem Telemediengesetz einen Erfiillungsaufwand in Hohe
von einer Million Euro jéhrlich. Dieser jahrliche Erfiillungsaufwand unterliegt der
,,One in, one out“-Regel der Bundesregierung. Die Kompensation erfolgt durch
Teile des Anteils des Bundesministeriums der Justiz und fiir Verbraucherschutz
an den Entlastungen aus dem Gesetz zur Entlastung insbesondere der mittelstin-
dischen Wirtschaft von Biirokratie (Biirokratieentlastungsgesetz).

Davon Blrokratiekosten aus Informationspflichten
2 Millionen Euro jéhrlich.

E.3 Erfillungsaufwand der Verwaltung
Der Entwurf fiihrt zu Erfiillungsaufwand beim Bund.

Fiir die Bundesverwaltung entstehen durch die im Gesetz vorgesehene Funktion
des Bundesamtes fiir Justiz als Verfolgungsbehérde fiir Verstofe gegen die Be-
richtspflicht nach § 2 und gegen das in § 3 vorgegebene Beschwerdemanagement
sozialer Netzwerke Kosten von rund 4 Millionen Euro jdhrlich und einmalige
Aufwendungen in Hohe von circa 350 000 Euro.

Die sozialen Netzwerke werden durch § 2 verpflichtet, vierteljdhrlich einen Be-
richt iiber den Umgang mit Hasskriminalitdt und anderen strafbaren Inhalten in
sozialen Netzwerken herauszugeben. Vom Entwurf sind primdr drei soziale Netz-
werke betroffen, bei weiteren sieben Netzwerken ist eine Einbeziehung denkbar.
Insgesamt geht es also jahrlich um hochstens 40 Berichte, die Gegenstand eines
BuBlgeldverfahrens sein konnten. Da diese Berichte mit hoher Aufmerksamkeit
aufgenommen werden, sind rund 500 Beschwerden gegen die Berichte denkbar.
Auf der anderen Seite ist zu erwarten, dass die sozialen Netzwerke ihrer Berichts-
pflicht rechtzeitig und richtig nachkommen werden, so dass sich der Kontrollauf-
wand in Grenzen hilt. Daher werden pro Jahr voraussichtlich nicht mehr als 20
BuBgeldverfahren erwachsen.

Daneben werden die sozialen Netzwerke durch § 3 verpflichtet, ein wirksames
und effizientes Beschwerdemanagement vorzuhalten. Insbesondere werden sie
verpflichtet, einen offensichtlich rechtswidrigen Inhalt innerhalb von 24 Stunden
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nach Eingang der Beschwerde zu 16schen. VerstoBe gegen diese Pflicht konnen
mit einem Bufigeld geahndet werden. In diesem Bereich ist mit einer erheblichen
Zahl von Anzeigen an das Bundesamt fiir Justiz zu rechnen. Bei den sozialen
Netzwerken gehen schitzungsweise jéhrlich mindestens 500 000 Beschwerden
aus der Bundesrepublik Deutschland wegen Hasskriminalitit und anderen straf-
baren Inhalten ein. Geloscht oder gesperrt wird jedoch nur ein Bruchteil dessen.
Zahlreiche Nutzer, die vermeintliche Hasskriminalitit oder andere strafbare In-
halte gemeldet haben, konnten sich daher veranlasst sehen, ihre erfolglose Be-
schwerde dem Bundesamt fuir Justiz zuzuleiten. Geschétzt wird, dass dies in
5 Prozent aller erfolglosen Beschwerden, also in rund 25 000 Fallen geschicht. Da
diese Anzeigen aber zum grofien Teil unbegriindet sein werden, kann mit einem
jahrlichen Verfahrensaufkommen von 500 BuBigeldverfahren im Bereich des Be-
schwerdemanagements gerechnet werden.

Nach einer Schétzung des Bundesamtes fiir Justiz ergeben sich durch die durch
den Entwurf eingefithrte Funktion als Verfolgungsbehorde zusitzliche jéhrliche
Personalkosten fiir die Registrierung und Priifung der Anzeigen, die Fithrung der
BuBigeldverfahren einschlieflich der Rechtsmittelverfahren, die Fach- und
Rechtsaufsicht, Fithrungs- und Leitungsaufgaben, Zwangsvollstreckung und
Rechnungswesen. Hinzu kommt Personal fiir den IT-Betrieb. Die Personalkosten
setzen sich wie folgt zusammen:

Stellen Pel:son.alkgs(en ie Stelle/Jahr ein; Personalkosten gesamt (€)
A5 1 125 158,19 125158
Al4 7 112 523,69 787 666
A 13gD 2,5 103 647,49 259 186
Al2 20 95 273,87 1905 477
A8 85 72 233,77 613987
A 6e 0,5 65 318,00 32659
Summe 39,5 3724134

Weiterer Erfiillungsaufwand wird durch notwendige Schulungen und Betreuun-
gen der Bearbeiterinnen und Bearbeiter, Ubersetzungen fiir fremdsprachige In-
halte, die als rechtswidrig gemeldet werden und durch das in § 3 Absatz 5 vorge-
sehene Monitoring durch eine externe Stelle verursacht. Die Gesamtkosten wer-
den auf 300 000 Euro jahrlich geschitzt. Fiir IT-Aufwinde fallen einmalige Sach-
kosten in Hohe von rund 350 000 Euro und jéhrliche Kosten in Héhe von 25 000
Euro an.

Mehrbedarf an Sach- und Personalmitteln beim Bund soll finanziell und stellen-
méBig im Einzelplan 07 ausgeglichen werden. Uber Einzelheiten zur Deckung des
Mehrbedarfs wird im Rahmen kommender Haushaltsaufstellungsverfahren zu
entscheiden sein.

F. Weitere Kosten

Geringe Mehrkosten fiir die Justiz der Lander ergeben sich zum einen aus der in
§ 4 Absatz 5 vorgesehenen Verpflichtung des Bundesamtes fiir Justiz, eine Vor-
abentscheidung iiber die Rechtswidrigkeit beim zusténdigen Gericht einzuholen.
Dieses Aufkommen wird auf weniger als 100 Fille im Jahr geschétzt. Zum ande-
ren werden die Gerichte der Lander mit zusétzlichen gerichtlichen Verfahren nach
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dem Ordnungswidrigkeitengesetz und zur Durchsetzung von Auskunftsansprii-
chen befasst. Hier ist von 300 Verfahren im Jahr auszugehen. Der insgesamt er-
forderliche Erfiillungsaufwand wird auf 300 000 Euro im Jahr geschétzt.

Auswirkungen auf das Preisniveau, insbesondere auf das Verbraucherpreisni-
veau, sind nicht zu erwarten.
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Entwurf eines Gesetzes zur Verbesserung der Rechtsdurchsetzung
in sozialen Netzwerken

(Netzwerkdurchsetzungsgesetz — NetzDG)"

Vom ...

Der Bundestag hat das folgende Gesetz beschlossen:

Artikel 1

Gesetz zur Verbesserung der Rechtsdurchsetzung in sozialen Netzwerken
(Netzwerkdurchsetzungsgesetz — NetzDG)

§1
Anwendungsbereich

(1) Dieses Gesetz gilt fiir Telemediendiensteanbieter, die mit Gewinnerzielungsabsicht Plattformen im In-
ternet betreiben, die es Nutzern ermdglichen, beliebige Inhalte mit anderen Nutzern auszutauschen, zu teilen oder
der Offentlichkeit zugéinglich zu machen (soziale Netzwerke). Plattformen mit journalistisch-redaktionell gestal-
teten Angeboten, die vom Diensteanbieter selbst verantwortet werden, gelten nicht als soziale Netzwerke im Sinne
dieses Gesetzes.

(2) Der Anbieter eines sozialen Netzwerks ist von den Pflichten nach den §§ 2 und 3 befreit, wenn das
soziale Netzwerk im Inland weniger als zwei Millionen Nutzer hat.

(3) Rechtswidrige Inhalte sind Inhalte im Sinne des Absatzes 1, die den Tatbestand der §§ 86, 86a, 89a, 90,
90a, 90b, 91, 100a, 111, 126, 129 bis 129b, 130, 131, 140, 166, 184b, 184d, 185 bis 187, 241 oder 269 des
Strafgesetzbuchs erfiillen.

§2
Berichtspflicht
(1) Anbieter sozialer Netzwerke sind verpflichtet, einen deutschsprachigen Bericht iiber den Umgang mit
Beschwerden iiber rechtswidrige Inhalte auf ihren Plattformen mit den Angaben nach Absatz 2 vierteljahrlich zu
erstellen und im Bundesanzeiger sowie auf der eigenen Homepage spétestens einen Monat nach Ende eines Quar-

tals zu veroffentlichen. Der auf der eigenen Homepage verdffentlichte Bericht muss leicht erkennbar, unmittelbar
erreichbar und stindig verfiigbar sein.

(2) Der Bericht hat mindestens auf folgende Aspekte einzugehen:

1. allgemeine Ausfiihrungen, welche Anstrengungen der Anbieter des sozialen Netzwerks unternimmt, um
strafbare Handlungen auf den Plattformen zu unterbinden,

") Notifiziert gemaf der Richtlinie (EU) 2015/1535 des Europiischen Parlaments und des Rates vom 9. September
2015 iber ein Informationsverfahren auf dem Gebiet der technischen Vorschriften und der Vorschriften fiir die
Dienste der Informationsgesellschaft (ABI. L 204 vom 17.9.2015, S. 1).
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2. Darstellung der Mechanismen zur Ubermittlung von Beschwerden iiber rechtswidrige Inhalte und der Ent-
scheidungskriterien fiir Léschung und Sperrung von rechtswidrigen Inhalten,

3. Anzahl der im Berichtszeitraum eingegangenen Beschwerden iiber rechtswidrige Inhalte, aufgeschliisselt
nach Beschwerden von Beschwerdestellen und Beschwerden von Nutzern und nach dem Beschwerdegrund,

4. Organisation, personelle Ausstattung, fachliche und sprachliche Kompetenz der fiir die Bearbeitung von Be-
schwerden zusténdigen Arbeitseinheiten und Schulung und Betreuung der fiir die Bearbeitung von Be-
schwerden zustidndigen Personen,

5. Mitgliedschaft in Branchenverbénden mit Hinweis darauf, ob in diesen Branchenverbdnden eine Beschwer-
destelle existiert,

6. Anzahl der Beschwerden, bei denen eine externe Stelle konsultiert wurde, um die Entscheidung vorzuberei-
ten,

7. Anzahl der Beschwerden, die im Berichtszeitraum zur Loschung oder Sperrung des beanstandeten Inhalts
fiihrten, aufgeschliisselt nach Beschwerden von Beschwerdestellen und von Nutzern sowie nach dem Be-
schwerdegrund,

8. Zeit zwischen Beschwerdeeingang beim sozialen Netzwerk und Loschung oder Sperrung des rechtswidrigen
Inhalts, aufgeschliisselt nach Beschwerden von Beschwerdestellen und von Nutzern, nach dem Beschwer-
degrund sowie nach den Zeitrdumen ,,innerhalb von 24 Stunden®, ,,innerhalb von 48 Stunden®, ,,innerhalb
einer Woche*, ,,zu einem spéteren Zeitpunkt®,

9. Mafinahmen zur Unterrichtung des Beschwerdefiihrers sowie des Nutzers, fiir den der beanstandete Inhalt
gespeichert wurde, tiber die Entscheidung iiber die Beschwerde.

§3
Umgang mit Beschwerden iiber rechtswidrige Inhalte

(1) Der Anbieter eines sozialen Netzwerks muss ein wirksames und transparentes Verfahren nach den Ab-
sitzen 2 und 3 fiir den Umgang mit Beschwerden iiber rechtswidrige Inhalte vorhalten. Der Anbieter muss Nut-
zern ein leicht erkennbares, unmittelbar erreichbares und stindig verfiigbares Verfahren zur Ubermittlung von
Beschwerden iiber rechtswidrige Inhalte zur Verfiigung stellen.

(2) Das Verfahren muss gewéhrleisten, dass der Anbieter des sozialen Netzwerks

1. unverziiglich von der Beschwerde Kenntnis nimmt und priift, ob der Inhalt rechtswidrig und zu entfernen
oder der Zugang zu ihm zu sperren ist,

2. einen offensichtlich rechtswidrigen Inhalt innerhalb von 24 Stunden nach Eingang der Beschwerde entfernt
oder den Zugang zu ihm sperrt; dies gilt nicht, wenn das soziale Netzwerk mit der zusténdigen Strafverfol-
gungsbehorde einen liangeren Zeitraum fiir die Loschung oder Sperrung des offensichtlich rechtswidrigen
Inhalts vereinbart hat,

3. jeden rechtswidrigen Inhalt innerhalb von sieben Tagen nach Eingang der Beschwerde entfernt oder den
Zugang zu ihm sperrt,

4. im Falle der Entfernung den Inhalt zu Beweiszwecken sichert und zu diesem Zweck fiir die Dauer von zehn
Wochen im Inland speichert,

5. den Beschwerdefiihrer und den Nutzer tiber jede Entscheidung unverziiglich informiert und seine Entschei-
dung ihnen gegeniiber begriindet und

6. samtliche auf den Plattformen befindlichen Kopien des rechtswidrigen Inhalts ebenfalls unverziiglich ent-
fernt oder sperrt.
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(3) Das Verfahren muss vorsehen, dass jede Beschwerde und die zu ihrer Abhilfe getroffene Mafinahme
im Inland dokumentiert wird.

(4) Der Umgang mit Beschwerden muss von der Leitung des sozialen Netzwerks durch monatliche Kon-
trollen tiberwacht werden. Organisatorische Unzulénglichkeiten im Umgang mit eingegangenen Beschwerden
miissen unverziiglich beseitigt werden. Den mit der Bearbeitung von Beschwerden beauftragten Personen miissen
von der Leitung des sozialen Netzwerks regelméBig, mindestens aber halbjahrlich deutschsprachige Schulungs-
und Betreuungsangebote gemacht werden.

(5) Die Verfahren nach Absatz 1 kénnen durch eine von der in § 4 genannten Verwaltungsbehorde beauf-
tragten Stelle iiberwacht werden.

§4
Bufigeldvorschriften
(1) Ordnungswidrig handelt, wer vorsitzlich oder fahrldssig

1. entgegen § 2 Absatz 1 Satz 1 einen Bericht nicht, nicht richtig, nicht vollstandig oder nicht rechtzeitig erstellt
oder nicht, nicht richtig, nicht vollsténdig, nicht in der vorgeschriebenen Weise oder nicht rechtzeitig verof-
fentlicht,

2. entgegen § 3 Absatz 1 Satz 1 ein dort genanntes Verfahren fiir den Umgang mit Beschwerden von Beschwer-
destellen oder Nutzern, die im Inland wohnhaft sind oder ihren Sitz haben, nicht, nicht richtig oder nicht
vollstandig vorhilt,

entgegen § 3 Absatz 1 Satz 2 ein dort genanntes Verfahren nicht oder nicht richtig zur Verfiigung stellt,
entgegen § 3 Absatz 4 Satz 1 den Umgang mit Beschwerden nicht oder nicht richtig iiberwacht,
entgegen § 3 Absatz 4 Satz 2 eine organisatorische Unzuldnglichkeit nicht oder nicht rechtzeitig beseitigt,

entgegen § 3 Absatz 4 Satz 3 eine Schulung oder eine Betreuung nicht oder nicht rechtzeitig anbietet oder

N » AW

entgegen § 5 einen inldndischen Zustellungsbevollméachtigten oder einen inldndischen Empfangsberechtig-
ten nicht oder nicht rechtzeitig benennt.

(2) Die Ordnungswidrigkeit kann in den Fillen des Absatzes 1| Nummer 7 mit einer Geldbufe bis zu fiinf-
hunderttausend Euro, in den tibrigen Fillen des Absatzes 1 mit einer Geldbu3e bis zu fiinf Millionen Euro geahn-
det werden. § 30 Absatz 2 Satz 3 des Gesetzes iiber Ordnungswidrigkeiten ist anzuwenden.

(3) Die Ordnungswidrigkeit kann auch dann geahndet werden, wenn sie nicht im Inland begangen wird.

(4) Verwaltungsbehorde im Sinne des § 36 Absatz 1 Nummer 1 des Gesetzes iiber Ordnungswidrigkeiten
ist das Bundesamt fiir Justiz. Das Bundesministerium der Justiz und fiir Verbraucherschutz erldsst im Einverneh-
men mit dem Bundesministerium des Innern, dem Bundesministerium fiir Wirtschaft und Energie und dem Bun-
desministerium fiir Verkehr und digitale Infrastruktur allgemeine Verwaltungsgrundsitze iiber die Ausiibung des
Ermessens der Bufigeldbehorde bei der Einleitung eines Buigeldverfahrens und bei der Bemessung der Geldbuf3e.

(5) Will die Verwaltungsbehérde ihre Entscheidung darauf stiitzen, dass ein nicht entfernter oder nicht ge-
sperrter Inhalt rechtswidrig im Sinne des § 1 Absatz 3 ist, so hat sie tiber die Rechtswidrigkeit vorab eine gericht-
liche Entscheidung herbeizufiihren. Zusténdig ist das Gericht, das iiber den Einspruch gegen den BuBigeldbescheid
entscheidet. Der Antrag auf Vorabentscheidung ist dem Gericht zusammen mit der Stellungnahme des sozialen
Netzwerks zuzuleiten. Uber den Antrag kann ohne miindliche Verhandlung entschieden werden. Die Entschei-
dung ist nicht anfechtbar und fiir die Verwaltungsbehorde bindend.
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§5
Inléindischer Zustellungsbevollméchtigter

Anbieter sozialer Netzwerke haben fiir Zustellungen in BuSgeldverfahren nach diesem Gesetz gegentiber der
Verwaltungsbehorde, der Staatsanwaltschaft und dem zustdndigen Gericht, sowie in zivilgerichtlichen Verfahren
gegeniiber dem zustdndigen Gericht einen inldndischen Zustellungsbevollméachtigten unverziiglich zu benennen.
Fiir Auskunftsersuchen einer inldndischen Strafverfolgungsbehorde ist eine empfangsberechtigte Person im In-
land zu benennen.

§6
Ubergangsvorschriften

(1) Der Bericht nach § 2 wird erstmals fiir das zweite auf das Inkrafttreten dieses Gesetzes folgende Vier-
teljahr fallig.

(2) Die Verfahren nach § 3 miissen innerhalb von drei Monaten nach Inkrafttreten dieses Gesetzes einge-
fiihrt sein.

Artikel 2
Anderung des Telemediengesetzes

In § 14 Absatz 2 des Telemediengesetzes, das zuletzt durch Artikel 1 des Gesetzes vom 21. Juli 2016
(BGBI. T S. 1766) gedndert worden ist, werden nach dem Wort ,,Eigentum® die Worter ,,oder anderer absolut
geschiitzter Rechte® eingefiigt.

Artikel 3
Inkrafttreten

Dieses Gesetz tritt am Tag nach der Verkiindung in Kraft.

Berlin, den 16. Mai 2017

Volker Kauder, Gerda Hasselfeldt und Fraktion
Thomas Oppermann und Fraktion
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Begriindung

A. Allgemeiner Teil

I Zielsetzung und Notwendigkeit der Regelungen

Gegenwirtig ist eine massive Verdnderung des gesellschaftlichen Diskurses im Netz und insbesondere in den
sozialen Netzwerken festzustellen. Die Debattenkultur im Netz ist oft aggressiv, verletzend und nicht selten hass-
erfiillt. Hassrede und rassistische Hetze konnen jede und jeden aufgrund der Meinung, Hautfarbe oder Herkunft,
der Religion, des Geschlechts oder der Sexualitit diffamieren. Hasskriminalitit und andere strafbare Inhalte, die
nicht effektiv bekampft und verfolgt werden kénnen, bergen eine grole Gefahr fiir das friedliche Zusammenleben
einer freien, offenen und demokratischen Gesellschaft. Nach den Erfahrungen im US-Wahlkampf hat auch in der
Bundesrepublik Deutschland die Bekampfung von strafbaren Falschnachrichten (,,Fake News®) in sozialen Netz-
werken hohe Prioritit gewonnen. Es bedarf daher einer Verbesserung der Rechtsdurchsetzung in sozialen Netz-
werken, um objektiv strafbare Inhalte wie etwa Volksverhetzung, Beleidigung, Verleumdung oder Storung des
offentlichen Friedens durch Vortduschen von Straftaten unverziiglich zu entfernen.

Die zunehmende Verbreitung von Hasskriminalitit und anderen strafbaren Inhalten, vor allem in sozialen Netz-
werken, hat das Bundesministerium der Justiz und fiir Verbraucherschutz bereits im Jahr 2015 veranlasst, eine
Task Force mit den Betreibern der Netzwerke und Vertretern der Zivilgesellschaft ins Leben zu rufen. Die in der
Task Force vertretenen Unternehmen haben zugesagt, den Umgang mit Hinweisen auf Hasskriminalitit und an-
dere strafbare Inhalte auf ihren Seiten zu verbessen. Die Unternehmen haben sich verpflichtet, anwenderfreund-
liche Mechanismen zum Melden kritischer Beitrige einzurichten und die Mehrzahl der gemeldeten Beitrage mit
sprachlich und juristisch qualifizierten Teams innerhalb von 24 Stunden zu priifen und zu 16schen, falls sie rechts-
widrig sind. Maf3stab der Priifung ist deutsches Recht.

Die Selbstverpflichtungen der Unternehmen haben zu ersten Verbesserungen gefiihrt. Diese reichen aber noch
nicht aus. Noch immer werden zu wenige strafbare Inhalte geloscht. Ein von jugendschutz.net durchgefiihrtes
Monitoring der Loschpraxis sozialer Netzwerke vom Januar/Februar 2017 hat ergeben, dass die Beschwerden
normaler Nutzer gegen Hasskriminalitdt und andere strafbare Inhalte nach wie vor nicht unverziiglich und ausrei-
chend bearbeitet werden. Zwar werden bei YouTube mittlerweile in 90 Prozent der Fille strafbare Inhalte ge-
16scht. Facebook hingegen 16schte nur in 39 Prozent der Fille, Twitter nur in 1 Prozent der Félle.

Auch die Transparenz der sozialen Netzwerke ist unzureichend. Die von den sozialen Netzwerken verdffentlich-
ten Informationen iiber die Entfernung und Sperrung rechtswidriger Inhalte auf ihren Plattformen sind nicht aus-
sagekriftig genug. Die erhaltenen Beschwerden werden nicht nach Fallgruppen aufgeschliisselt, zudem machen
die Unternehmen keine Angaben dariiber, wieviel Prozent der Beschwerden zu Loschungen oder Sperren fiihrten.

Die Anbieter der sozialen Netzwerke haben eine Verantwortung fiir die gesellschaftliche Debattenkultur, der sie
gerecht werden miissen. Angesichts der Tatsache, dass das bisherige Instrumentarium und die zugesagten Selbst-
verpflichtungen der sozialen Netzwerke nicht ausreichend wirken und es erhebliche Probleme bei der Durchset-
zung des geltenden Rechts gibt, bedarf es der Einfiihrung von buBigeldbewehrten Compliance-Regeln fiir soziale
Netzwerke, um effektiv und unverziiglich gegen Hasskriminalitdt und andere strafbare Inhalte im Netz vorgehen
zu konnen.

11 ‘Wesentlicher Inhalt des Entwurfs

Um die sozialen Netzwerke zu einer schnelleren und umfassenderen Bearbeitung von Beschwerden iiber Hass-
kriminalitdt und andere strafbare Inhalte anzuhalten, sieht der Entwurf die Einfithrung gesetzlicher Compliance-
Regeln fiir soziale Netzwerke vor. Dabei wird durch eine Legaldefinition des sozialen Netzwerks sichergestellt,
dass die Berichtspflicht nur die Betreiber grofer sozialer Netzwerke mit Meinungsmacht und nicht samtliche
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Diensteanbieter nach dem Telemediengesetz (TMG) trifft. Medienplattformen mit eigenen journalistisch-redak-
tionell gestalteten Inhalten werden von dem Entwurf nicht erfasst. Die Definition der sozialen Netzwerke erfasst
sowohl den Austausch von Inhalten mit anderen Nutzern in einer geschlossenen Netzgemeinschaft (,,gated com-
munity*) als auch die Verbreitung von Inhalten in der Offentlichkeit. Vorgesehen ist eine Bagatellgrenze fiir
kleinere Unternehmen (Start-up-Unternechmen). Zudem wird klargestellt, dass nur solche rechtswidrigen Inhalte
erfasst sind, die den objektiven Tatbestand der Strafnormen erfassen, die dazu dienen, Hasskriminalitit und andere
strafbare Inhalte, die im Netz verbreitet werden sowie andere Formen der Storung des 6ffentlichen Friedens zu
bekémpfen.

Hasskriminalitit erfiillt in der Regel strafrechtliche Tatbestédnde wie lible Nachrede, Verleumdung oder Volksver-
hetzung. Erfasst werden auch falsche Nachrichten (,,Fake News®), soweit sie objektiv den Tatbestand einer oder
mehrerer der in § 1 Absatz 3 genannten Strafrechtsnormen erfiillen, etwa die Storung des 6ffentlichen Friedens
durch Vortduschen von Straftaten.

Soziale Netzwerke werden gesetzlich verpflichtet, vierteljéhrlich iiber den Umgang mit Beschwerden iiber straf-
rechtlich relevante Inhalte zu berichten. Der Bericht soll sowohl statistische Angaben iiber das Beschwerdevolu-
men und die Entscheidungspraxis der Netzwerke enthalten als auch iiber die mit der Bearbeitung der Beschwerden
beauftragten Beschwerdeteams informieren. Der Bericht wird im elektronischen Bundesanzeiger und auf der ei-
genen Homepage des sozialen Netzwerks leicht auffindbar verdffentlicht werden.

Der Entwurf legt gesetzliche Standards fiir ein wirksames Beschwerdemanagement fest, die gewéhrleisten, dass
soziale Netzwerke offensichtlich strafrechtlich relevante Inhalte, die den objektiven Tatbestand einer der in § 1
Absatz 3 genannten Strafvorschriften erfiillen, in der Regel 24 Stunden nach Eingang der Nutzerbeschwerde 16-
schen. Gefordert werden wirksame und transparente Verfahren zur unverziiglichen Loschung rechtswidriger In-
halte einschlieBlich nutzerfreundlicher Mechanismen zur Ubermittlung von Beschwerden. Ausgangspunkt dieser
Compliance-Pflicht ist die Haftungsregelung fiir Diensteanbieter nach § 10 TMG. Diese sind verpflichtet, einen
rechtswidrigen Inhalt, den sie fiir einen Nutzer speichern, unverziiglich zu entfernen oder den Zugang zu ihm zu
sperren, wenn sie von dem Inhalt Kenntnis genommen haben. Die in diesem Entwurf statuierten Compliance-
Pflichten setzen diese Verpflichtung der Diensteanbieter voraus und konkretisieren sie.

Das Bediirfnis nach einer Regelung zum Umgang mit Beschwerden tiber Hasskriminalitdt und anderen strafbaren
Inhalten — im Unterschied zu den ,klassischen Medien‘ — lésst sich mit der Besonderheit des Internets erkldaren.
Bei den klassischen Medien wird eine rechtswidrige Situation nicht in gleicher Weise perpetuiert wie im Internet.

Die vorsitzliche oder fahrlédssige Nichteinhaltung der Berichtspflicht und die Zuwiderhandlung gegen die Pflicht,
ein wirksames Beschwerdemanagement vorzuhalten, sowie die nicht rechtzeitige Benennung eines inlédndischen
Zustellungsbevollméchtigten oder eines inlandischen Empfangsberechtigten stellen nach dem Entwurf eine Ord-
nungswidrigkeit dar, die mit einer Geldbufle bis zu fiinf Millionen Euro geahndet werden kann. Die Ordnungs-
widrigkeit kniipft im Hinblick auf das Beschwerdemanagement an die Organisationspflichten an. Ordnungswidrig
handelt, wer vorsétzlich oder fahrldssig ein Beschwerdemanagement gar nicht oder mangelhaft einrichtet, orga-
nisatorische Unzulénglichkeiten nicht beseitigt oder die gesetzlichen Vorgaben fiir das Beschwerdemanagement
iiber einen nicht unerheblichen Zeitraum verfehlt. Die GeldbuBe soll gemdll § 17 Absatz 4 des Gesetzes iiber
Ordnungswidrigkeiten (OWiG) den wirtschaftlichen Vorteil aus der Ordnungswidrigkeit {ibersteigen.

Durch den daneben anwendbaren § 130 OWiG ist auch eine Verfolgung des Inhabers des Unternchmens, das das
soziale Netzwerk betreibt, moglich, wenn die Zuwiderhandlung gegen die Pflicht zur Vorhaltung eines wirksamen
Beschwerdemanagements oder gegen die Berichtspflicht durch gehorige Aufsicht hétte verhindert oder wesent-
lich erschwert werden kénnen.

Nach Mafigabe des § 30 OWiG kann auch gegen juristische Personen und Personenvereinigungen eine Geldbuf3e
festgesetzt werden. Das Hochstmal} der GeldbufBe nach diesem Entwurf erhoht sich in diesem Fall auf 50 Millio-
nen Euro (§ 30 Absatz 2 Satz 3 OWiG).

Als zustindige Verwaltungsbehorde nach § 36 OWiG bestimmt der Entwurf das Bundesamt fiir Justiz, das im
Rahmen der Verfolgung der in diesem Entwurf bezeichneten OWiG-Tatbestéinde auch zu priifen hat, ob ein straf-
barer Inhalt im Sinne des § 1 Absatz 3 vorliegt. Das Bundesamt fiir Justiz holt eine Vorabentscheidung iiber die
Rechtswidrigkeit des Inhalts beim zustandigen Gericht ein. Diese Priifkompetenz ist vergleichbar mit der Tétig-
keit der Landesmedienanstalten als zusténdige Verwaltungsbehdrde gemidl § 24 des Jugendmedienschutz-Staats-
vertrages. Die Landesmedienanstalten konnen gegen Telemedienanbieter wegen unzuldssiger Angebote, die zum
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Hass aufstacheln, zu Gewalt auffordern oder die Menschenwiirde angreifen, Bufigelder verhdngen. Auflerdem
wird durch eine Ergdnzung des Telemediengesetzes in Artikel 2 des Entwurfs Opfern von Personlichkeitsrechts-
verletzungen im Netz erméglicht, aufgrund gerichtlicher Anordnung die Bestandsdaten der Verletzer von Dienste-
anbietern zu erhalten.

111 Alternativen

Keine. Die mit den sozialen Netzwerken vereinbarten Selbstverpflichtungen haben sich als nicht ausreichend er-
wiesen.

Iv. Gesetzgebungskompetenz

Die Gesetzgebungskompetenz des Bundes ergibt sich aus Artikel 74 Absatz 1 Nummer 11 des Grundgesetzes
(Recht der Wirtschaft) sowie aus Artikel 74 Absatz 1 Nummer 7 des Grundgesetzes (6ffentliche Fiirsorge), soweit
Belange des Jugendschutzes betroffen sind, und hinsichtlich der BuSgeldvorschriften (§ 4 des Entwurfs) aus Ar-
tikel 74 Absatz 1 Nummer | des Grundgesetzes (Strafrecht). Artikel 74 Absatz | Nummer 7 des Grundgesetzes
ist einschldgig, da das Schutzziel des Entwurfs, das sich gegen die Verrohung der Debattenkultur in sozialen
Netzwerken richtet, auch den Schutzzweck des Jugendmedienschutzes beriihrt, ndmlich die Entwicklung von
Kindern und Jugendlichen oder ihre Erziehung zu einer eigenverantwortlichen und gemeinschaftsfiahigen Person-
lichkeit. Die Gesetzgebungskompetenz des Bundes im Bereich der Verbesserung der Rechtsdurchsetzung in so-
zialen Netzwerken ist gegeben, da hier die Herstellung gleichwertiger Lebensverhéltnisse im Bundesgebiet und
die Wahrung der Rechts- oder Wirtschaftseinheit im gesamtstaatlichen Interesse mit einer bundesgesetzlichen
Regelung erforderlich ist (Artikel 72 Absatz 2 des Grundgesetzes). Durch eine einheitliche Bundesgesetzgebung
im Bereich der Rechtsdurchsetzung in sozialen Netzwerken wird verhindert, dass sich innerhalb der Bundesre-
publik Deutschland die Lebensverhéltnisse auseinanderentwickeln, indem Hasskriminalitit und andere rechts-
widrige Inhalte unter Umsténden nicht in jedem Land effektiv bekdmpft und verfolgt werden und dort infolge-
dessen das friedliche Zusammenleben einer freien, offenen und demokratischen Gesellschaft in Gefahr ist. Die
Regelungen kénnen auch deshalb nur durch den Bundesgesetzgeber erfolgen, weil ansonsten die Gefahr einer
Rechtszersplitterung bestiinde, die sowohl im Interesse des Bundes als auch der Lander nicht hinnehmbar ist. Eine
bundeseinheitliche Ausgestaltung der Rechtsdurchsetzung in sozialen Netzwerken gewéhrleistet die Anwendung
einheitlicher MafBstdbe unabhidngig vom Standort der Anbieter sozialer Netzwerke und wirkt so Binnenwande-
rungen und einem moglichen Wettlauf zwischen den Landern um das niedrigste Schutzniveau zur Anlockung von
Anbietern sozialer Netzwerke entgegen.

V. Vereinbarkeit mit dem Recht der Europiischen Union und vélkerrechtlichen Vertrigen

Die in den §§ 2, 3 und 5 des Entwurfs vorgesehenen gesetzlichen Compliance-Regeln sind mit europdischem
Recht vereinbar. Dies gilt insbesondere fiir die Richtlinie 2000/31/EG (e-commerce-RL).

1. Richtlinie 2000/31/EG (e-commerce-RL)

a) Die e-commerce-RL hilt bereits eine Reihe von Instrumenten vor, die zur Regulierung sozialer Netz-
werke eingesetzt werden konnen.

So kénnen nach Artikel 14 e-commerce-RL Mitgliedstaaten einen Diensteanbieter fiir die im Nutzer-
auftrag gespeicherten Informationen verantwortlich machen, sobald er , tatséchliche Kenntnis von der
rechtswidrigen Tétigkeit oder Information [hat], und, in Bezug auf Schadenersatzanspriiche, [...] er sich
[...] Tatsachen oder Umstdnde bewusst [ist], aus denen die rechtswidrige Tatigkeit oder Information
offensichtlich wird“ (Artikel 14 Absatz 1 Buchstabe a e-commerce-RL), oder aber wenn der Dienste-
anbieter nicht, ,,sobald er diese Kenntnis oder dieses Bewusstsein erlangt, unverziiglich tétig [wird], um
die Information zu entfernen oder den Zugang zu ihr zu sperren (Artikel 14 Absatz 1 Buchstabe b e-
commerce-RL). Allerdings verhalt sich diese Richtlinien-Vorschrift nicht ausdriicklich zur Einrichtung
eines Verfahrens fiir den Umgang mit Beschwerden, ganz zu schweigen von der Moglichkeit fiir die
Mitgliedstaaten, auch insoweit Bulgelder als Sanktion vorzusehen (Artikel 20 e-commerce-RL). Arti-
kel 14 Absatz 3 e-commerce-RL erdftnet die zusétzliche Variante, ,,dass die Mitgliedstaaten Verfahren
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b)

fiir die Entfernung einer Information oder die Sperrung des Zugangs zu ihr festlegen®. Dem entspricht
der Erwigungsgrund 46, wonach ,,diese Richtlinie die Moglichkeit der Mitgliedstaaten unberiihrt* lasst,
spezifische Anforderungen vorzuschreiben, die vor der Entfernung oder der Sperrung des Zugangs
unverziiglich zu erfiillen sind.“ Dementsprechend erdffnet der Erwégungsgrund 48 den Mitgliedstaaten
die Moglichkeit, dass die Mitgliedstaaten von Diensteanbietern verlangen, ,,die nach verniinftigem Er-
messen von ihnen zu erwartende und in innerstaatlichen Rechtsvorschriften niedergelegte Sorgfalts-
pflicht anzuwenden, um bestimmte Arten rechtswidriger Tatigkeiten aufzudecken und zu verhindern®.

Zwar verwehrt Artikel 15 Absatz 1 e-commerce-RL den Mitgliedstaaten, den Diensteanbietern eine all-
gemeine Verpflichtung aufzuerlegen, die von ihnen iibermittelten oder gespeicherten Informationen zu
tiberwachen oder aktiv nach Umstidnden zu forschen, die auf eine rechtswidrige Tatigkeit hinweisen.
Diese allgemeine Recherchepflicht wird in diesem Entwurf auch nicht statuiert.

Hilfsweise besteht auch auflerhalb des von der e-commerce-RL vorgehaltenen Instrumentariums Spiel-
raum fiir nationale Regelungen. Zwar enthélt Artikel 3 Absatz 2 e-commerce-RL ein grundsétzliches
Verbot fiir die Mitgliedstaaten, den freien Verkehr von Diensten der Informationsgesellschaft aus einem
anderen Mitgliedstaat aus Griinden einzuschrénken, die in den sogenannten koordinierten Bereich fal-
len. Dazu gehdren nach Artikel 2 Buchstabe h Ziffer i 2. Spiegelstrich e-commerce-RL unter anderem
die von einem Diensteanbieter zu erfiillenden Anforderungen in Bezug auf die Ausiibung der Tétigkeit
eines Dienstes der Informationsgesellschaft, beispielsweise Anforderungen betreffend das Verhalten
des Diensteanbieters, Anforderungen betreffend Qualitdt oder Inhalt des Dienstes sowie Anforderungen
betreffend die Verantwortlichkeit des Diensteanbieters. Hiervon diirften auch die im Entwurf vorge-
schlagenen Betreiberpflichten bei sozialen Netzwerken erfasst werden.

Eine Ausnahme zu dem grundsétzlichen Verbot sieht aber Artikel 3 Absatz 4 Buchstabe a Ziffer i e-
commerce-RL vor. Danach sind Mafinahmen zuldssig, die etwa aus folgenden Griinden erforderlich
sind: ,,Schutz der 6ffentlichen Ordnung, insbesondere Verhiitung, Ermittlung, Aufkldrung und Verfol-
gung von Straftaten, einschlielich des Jugendschutzes und der Bekdmpfung der Hetze aus Griinden
der Rasse, des Geschlechts, des Glaubens oder der Nationalitét, sowie von Verletzungen der Menschen-
wiirde einzelner Personen®. Der Entwurf sieht insbesondere ein effektives Beschwerdemanagement zur
Verbesserung der Durchsetzung der in § 1 Absatz 3 genannten Straftatbesténde in sozialen Netzwerken
vor. Dies ist notwendig, um Hasskriminalitit und andere strafbare Inhalte effektiv zu bekdmpfen und
zu verfolgen. So wird das friedliche Zusammenleben der freien, offenen und demokratischen Gesell-
schaft in der Bundesrepublik Deutschland geschiitzt.

Der Entwurf erfiillt auch die weiteren Voraussetzungen fiir die Ausnahme vom Regelungsverbot. So
verlangt Artikel 3 Absatz 4 Buchstabe a Ziffer ii und iii e-commerce-RL, dass die Mafinahmen einen
ganz bestimmten Dienst der Informationsgesellschaft betreffen, der gerade die vorgenannten Schutz-
ziele beeintrachtigt oder eine ernsthafte und schwerwiegende Gefahr einer Beeintrachtigung dieser
Ziele darstellt, und dass die MaBnahmen in einem angemessenen Verhiltnis zu diesen Schutzzielen
stehen. Die im Entwurf geregelten Compliance-Pflichten sozialer Netzwerke betreffen spezielle Dienste
der Informationsgesellschaft und dienen der Verhinderung objektiv strafbarer Taten.

Dariiber hinaus wird gemiB Artikel 3 Absatz 4 Buchstabe b Ziffer i 1. Spiegelstrich e-commerce-RL
zwar verfahrensméBig vorausgesetzt, dass der Mitgliedstaat, der eine Maflnahme als Ausnahme zu dem
grundsitzlichen Verbot ergreifen will, zundchst den Mitgliedstaat, in dem der Diensteanbieter nieder-
gelassen ist, zu eigenen MaBinahmen auffordert, die dieser dann jedoch entweder unterldsst oder aber
die sich als unzuldnglich erweisen. Weiterhin schreibt Artikel 3 Absatz 4 Buchstabe b Ziffer i 2. Spie-
gelstrich e-commerce-RL fiir das Verfahren vor, dass der zu einer Ausnahmeregelung entschlossene
Mitgliedstaat den zuvor vergeblich aufgeforderten Mitgliedstaat und die Européische Kommission iiber
seine Absicht unterrichten muss, nunmehr Mafinahmen zu ergreifen. In dringenden Féllen gestattet je-
doch Artikel 3 Absatz 5 e-commerce-RL ein Absehen von den Verfahrensvorgaben, um ein sofortiges
Handeln zu ermdglichen. Ein sofortiges Handeln ist zur effektiven Bekdmpfung von Hasskriminalitat
und weiterer objektiv strafbarer Handlungen im Internet dringend geboten.
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2. Dienstleistungsfreiheit

Vorbehaltlich spezieller sekundirrechtlicher Bestimmungen ist eine nationale Regelung zur Verbesserung
der Rechtsdurchsetzung in sozialen Netzwerken an den unionsrechtlichen Grundfreiheiten zu messen, sobald
ein grenziiberschreitender Bezug besteht. Davon diirfte hier auszugehen sein. Denn die Regulierung richtet
sich nicht ausschlieBlich an inléndische Betreiber und umfasst auch nicht nur deren Dienstleistung im Inland,
sondern betrifft ebenso Betreiber aus anderen EU-Mitgliedstaaten beziehungsweise die Erbringung von
Dienstleistungen durch inldndische Betreiber an Nutzer in anderen EU-Mitgliedstaaten (aufler bei § 4 Ab-
satz 1 Nummer 2 des Entwurfs).

Beriihrt wird hier die Grundfreiheit des freien Dienstleistungsverkehrs (Artikel 56 des Vertrags iiber die Ar-
beitsweise der Européischen Union). Eine Beschrinkung lésst sich hier nur rechtfertigen, wenn sich erweist,
dass sie zwingenden Griinden des Allgemeininteresses entspricht, geeignet ist, die Erreichung des mit ihr
verfolgten Ziels zu gewihrleisten, und nicht iiber das hinausgeht, was zur Erreichung dieses Ziels erforder-
lich ist.

Als zwingendes Gemeinwohlinteresse ist die Verhiitung und Bekdmpfung von Hasskriminalitét und anderen
strafbaren Inhalten auf Plattformen der sozialen Netzwerke anzusehen. Der mit dem Entwurf verfolgte
Zweck wird in der Begriindung ausgefiihrt. Dort wird auch dezidiert dargelegt, anhand welcher Erwédgungen
buBigeldbewehrte Compliance- und Berichtspflichten als geeignet und erforderlich eingestuft werden.

3. Notifizierungspflicht nach der Richtlinie (EU) 2015/1535

Die geplante Regelung ist notifizierungspflichtig nach der Richtlinie (EU) 2015/1535 vom 9. September
2015 iiber ein Informationsverfahren auf dem Gebiet der technischen Vorschriften und der Vorschriften fiir
die Dienste der Informationsgesellschaft.

VI Gesetzesfolgen

1. Rechts- und Verwaltungsvereinfachung
Der Entwurf dient nicht der Rechts- und Verwaltungsvereinfachung.
2. Nachhaltigkeitsaspekte

Das grundlegende Ziel des Entwurfs besteht darin, Hasskriminalitit und anderen strafbaren Inhalten, die den Tat-
bestand des § 1 Absatz 3 des Entwurfs erfiillen, in sozialen Netzwerken entgegenzutreten, um so das friedliche
Zusammenleben in einer freien, offenen und demokratischen Gesellschaft zu fordern. Dieses Ziel entspricht den
Leitgedanken der Bundesregierung fiir eine nachhaltige Entwicklung im Sinne der Deutschen Nachhaltigkeits-
strategie. Denn Nachhaltigkeit zielt auf sozialen Zusammenhalt, der nach der Managementregel Nummer 10 ge-
maf Ziffer I1. 2. des Nachhaltigkeitsmanagementsystems der Deutschen Nachhaltigkeitsstrategie zu stirken ist.

3. Haushaltsausgaben ohne Erfiillungsaufwand
Keine.

4. Erfiillungsaufwand

a) Erfiillungsaufwand fiir Biirgerinnen und Biirger
Keiner.

b) Erfiillungsaufwand fiir die Wirtschaft

Der Entwurf fiihrt neun neue Informationspflichten fiir soziale Netzwerke ein, die in einem vierteljahrlich zu
erstellenden Bericht zu erfiillen sind. Die Schitzung des damit verbundenen Erfiillungsaufwands ist naturgemaf3
mit Unsicherheiten verbunden. Fiir die weitere Betrachtung wird davon ausgegangen, dass die Unternehmen be-
reits jetzt die Mehrzahl der im Entwurf geforderten Angaben intern erheben, so dass diese Informationspflichten
keinen erheblichen Mehraufwand bei den sozialen Netzwerken auslosen. AuBerdem verdffentlichen die Betreiber
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sozialer Netzwerke schon jetzt einen Teil der im Entwurf geforderten Angaben in sogenannten Transparenzbe-
richten. Daher wird durch den Entwurf in erster Linie ein zusétzlicher Priifungs- und Kontrollaufwand fiir das
intern vorhandene Zahlenwerk ausgeldst.

Mit diesen MaBigaben wird der auf jeden Bericht entfallende Erfiillungsaufwand einschlieBlich der Entgelte fiir
die Ver6ffentlichung im Bundesanzeiger auf 50 000 Euro geschétzt. Hierbei wird auch berticksichtigt, dass die
Berichte thematisch auf die Bekdmpfung von Hasskriminalitét und andere strafbare Inhalte im Sinne dieses Ent-
wurfs beschrénkt sind.

Wegen des Schwellenwertes in § 1 Absatz 2 (zwei Millionen Nutzerinnen und Nutzer im Inland) werden hochs-
tens zehn soziale Netzwerke berichtspflichtig werden. Der gesamte Erfiillungsaufwand fiir die Berichtspflicht ist
daher auf 2 Millionen Euro jéhrlich zu schétzen.

Die Schitzung des Erfiillungsaufwands fiir die Pflicht zur Vorhaltung eines wirksamen Beschwerdesystems ist
ebenfalls mit Unsicherheiten verbunden. Die Kosten, die die sozialen Netzwerke fiir die bereits vorhandenen
Beschwerdesysteme aufwenden, sind nicht bekannt. Diese Kosten werden fiir alle sozialen Netzwerke auf 50 Mil-
lionen Euro jahrlich geschétzt. Es wird weiterhin angenommen, dass die sozialen Netzwerke ihre Aufwendungen
zur Bekdmpfung von Hasskriminalitét und anderen stratbaren Inhalten gegeniiber dem Ist-Zustand um 50 Prozent
steigern miissen, um den Compliance-Anforderungen aus diesem Entwurf gerecht zu werden. Daraus ergibt sich
ein jahrlicher Erfiillungsaufwand in Hohe von 25 Millionen Euro fiir die Pflicht zur Vorhaltung eines wirksamen
Beschwerdemanagements.

SchlieBlich wird der Erfiillungsaufwand der Pflicht, einen inléndischen Zustellungsbevollméchtigten fiir jeden
Zivilprozess und jedes BuBgeldverfahren nach diesem Gesetz zu benennen, auf 1 Million Euro jahrlich geschitzt.

Der Erfiillungsaufwand fiir den durch die Anderung in Artikel 2 durchsetzbar gemachten Auskunftsanspruch ge-
gen sidmtliche Diensteanbieter nach dem Telemediengesetz wird auf eine Million Euro jdhrlich geschitzt.

Der Entwurf verursacht fiir die sozialen Netzwerke mithin insgesamt einen Erfiillungsaufwand in Hohe von
28 Millionen Euro jahrlich, zusétzlich fiir sémtliche Diensteanbieter nach dem Telemediengesetz in Hohe von
einer Million Euro jahrlich. Dieser jahrliche Erfiillungsaufwand unterliegt der ,,One in, one out*-Regel der Bun-
desregierung. Die Kompensation erfolgt durch Teile des Anteils des Bundesministeriums der Justiz und fiir Ver-
braucherschutz an den Entlastungen aus dem Gesetz zur Entlastung insbesondere der mittelstdndischen Wirtschaft
von Biirokratie (Biirokratieentlastungsgesetz).

Davon Biirokratiekosten aus Informationspflichten

2 Millionen Euro jahrlich.

c) Erfiillungsaufwand der Verwaltung
Der Entwurf fiihrt zu Erfiillungsaufwand beim Bund.

Fiir die Bundesverwaltung entstehen durch die im Gesetz vorgesehene Funktion des Bundesamtes fiir Justiz als
Verfolgungsbehdorde fiir VerstoBe gegen die Berichtspflicht nach § 2 und gegen das in § 3 vorgegebene Beschwer-
demanagement sozialer Netzwerke Kosten von rund 4 Millionen Euro jahrlich und einmalige Aufwendungen in
Hohe von circa 350 000 Euro.

Die sozialen Netzwerke werden durch § 2 verpflichtet, vierteljahrlich einen Bericht iiber den Umgang mit Hass-
kriminalitdt und anderen strafbaren Inhalten in sozialen Netzwerken herauszugeben. Vom Entwurf sind primér
drei soziale Netzwerke betroffen, bei weiteren sieben Netzwerken ist eine Einbeziehung denkbar. Insgesamt geht
es also jahrlich um hochstens 40 Berichte, die Gegenstand eines BuBigeldverfahrens sein konnten. Da diese Be-
richte mit hoher Aufmerksamkeit aufgenommen werden, sind rund 500 Beschwerden gegen die Berichte denkbar.
Auf der anderen Seite ist zu erwarten, dass die sozialen Netzwerke ihrer Berichtspflicht rechtzeitig und richtig
nachkommen werden, so dass sich der Kontrollaufwand in Grenzen hilt. Daher werden pro Jahr voraussichtlich
nicht mehr als 20 BuBigeldverfahren erwachsen.

Daneben werden die sozialen Netzwerke durch § 3 verpflichtet, ein wirksames und effizientes Beschwerdema-
nagement vorzuhalten. Insbesondere werden sie verpflichtet, einen offensichtlich rechtswidrigen Inhalt innerhalb
von 24 Stunden nach Eingang der Beschwerde zu 16schen. Verstoe gegen diese Pflicht konnen mit einem Buf-
geld geahndet werden. In diesem Bereich ist mit einer erheblichen Zahl von Anzeigen an das Bundesamt fiir Justiz
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zu rechnen. Bei den sozialen Netzwerken gehen schiatzungsweise jahrlich mindestens 500 000 Beschwerden aus
der Bundesrepublik Deutschland wegen Hasskriminalitéit und anderen strafbaren Inhalten ein. Geldscht oder ge-
sperrt wird jedoch nur ein Bruchteil dessen. Zahlreiche Nutzer, die vermeintliche Hasskriminalitét oder andere
strafbare Inhalte gemeldet haben, konnten sich daher veranlasst sehen, ihre erfolglose Beschwerde dem Bundes-
amt fur Justiz zuzuleiten. Geschitzt wird, dass dies in 5 Prozent aller erfolglosen Beschwerden, also in rund
25000 Fillen geschicht. Da diese Anzeigen aber zum grofien Teil unbegriindet sein werden, kann mit einem
jéhrlichen Verfahrensaufkommen von 500 Bufigeldverfahren im Bereich des Beschwerdemanagements gerechnet
werden.

Nach einer Schitzung des Bundesamtes fiir Justiz ergeben sich durch die durch den Entwurf eingefiihrte Funktion
als Verfolgungsbehorde zusitzliche jahrliche Personalkosten fiir die Registrierung und Priifung der Anzeigen, die
Fiihrung der BuB3geldverfahren einschlieflich der Rechtsmittelverfahren, die Fach- und Rechtsaufsicht, Fithrungs-
und Leitungsaufgaben, Zwangsvollstreckung und Rechnungswesen. Hinzu kommt Personal fiir den IT-Betrieb.
Die Personalkosten setzen sich wie folgt zusammen:

Stellen Pcrsonalkostcnkj‘::stset::]l:/l;l:cl;;leeir;ghlicﬂlich Sach- Personalkosten gesamt (€)
Al5 1 125 158,19 125158
Al4 7 112 523,69 787 666
A 13gD 2,5 103 647,49 259 186
Al2 20 9527387 1905 477
A8 8,5 72233,77 613 987
A 6e 0,5 65 318,00 32659
Summe 39,5 3724134

Weiterer Erfiillungsaufwand wird durch notwendige Schulungen und Betreuungen der Bearbeiterinnen und Be-
arbeiter, Ubersetzungen fiir fremdsprachige Inhalte, die als rechtswidrig gemeldet werden und durch das in § 3
Absatz 5 vorgesehene Monitoring durch eine externe Stelle verursacht. Die Gesamtkosten werden auf 300 000
Euro jahrlich geschitzt. Fiir IT-Aufwinde fallen einmalige Sachkosten in Héhe von rund 350 000 Euro und jéhr-
liche Kosten in Hohe von 25 000 Euro an.

Mehrbedarf an Sach- und Personalmitteln beim Bund soll finanziell und stellenmiBig im Einzelplan 07 ausgegli-
chen werden. Uber Einzelheiten zur Deckung des Mehrbedarfs wird im Rahmen kommender Haushaltsaufstel-
lungsverfahren zu entscheiden sein.

5.  Weitere Kosten

Geringe Mehrkosten fiir die Justiz der Linder ergeben sich zum einen aus der in § 4 Absatz 5 vorgesehenen
Verpflichtung des Bundesamtes fiir Justiz, eine Vorabentscheidung iiber die Rechtswidrigkeit beim zustindigen
Gericht einzuholen. Dieses Aufkommen wird auf weniger als 100 Flle im Jahr geschitzt. Zum anderen werden
die Gerichte der Lander mit zusitzlichen gerichtlichen Verfahren nach dem Ordnungswidrigkeitengesetz und zur
Durchsetzung von Auskunftsanspriichen befasst. Hier ist von 300 Verfahren im Jahr auszugehen. Der insgesamt
erforderliche Erfiilllungsaufwand wird auf 300 000 Euro im Jahr geschitzt.

Auswirkungen auf das Preisniveau, insbesondere auf das Verbraucherpreisniveau, sind nicht zu erwarten.
6. Weitere Gesetzesfolgen

Der Entwurf hat Auswirkungen von gleichstellungspolitischer Bedeutung. Der Entwurf tragt dazu bei, Diskrimi-
nierungen auch wegen des Geschlechts durch Hasskriminalitit und anderen strafbaren Inhalten auf den Plattfor-
men sozialer Netzwerke wirksamer zu bekédmpfen.
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VII.  Befristung; Evaluierung

Dieses Gesetz wird spétestens drei Jahre nach Inkrafttreten evaluiert. Dabei wird die Bundesregierung in fachlich
geeigneter Weise priifen, ob und inwieweit die beabsichtigten Wirkungen auf die sozialen Netzwerke mit Blick
auf ihren Umgang mit Beschwerden iiber Hasskriminalitit und andere strafbare Inhalte erreicht worden sind. Die
Bundesregierung wird ferner untersuchen, wie sich der Erfiillungsaufwand fiir Wirtschaft und Verwaltung entwi-
ckelt hat und ob die Entwicklung in einem angemessenen Verhiltnis zu den festgestellten Regelungswirkungen
steht. Die Evaluierung wird die Frage nach unbeabsichtigten Nebenwirkungen sowie nach der Akzeptanz und
Praktikabilitit der Regelungen einschliefen.

B. Besonderer Teil

Zu Artikel 1 (Gesetz zur Verbesserung der Rechtsdurchsetzung in sozialen Netzwerken)
Zu § 1 (Anwendungsbereich)

Die Vorschrift definiert den Anwendungsbereich des Gesetzes entsprechend der Zielsetzung, Hasskriminalitit,
andere strafbare Inhalte, die unter § 1 Absatz 3 des Entwurfs fallen, sowie strafbare Falschnachrichten auf den
Plattformen sozialer Netzwerke wirksamer zu bekdampfen, um die damit verbundenen Gefahren fiir das friedliche
Zusammenleben und fiir die freie, offene und demokratische Gesellschaft abzuwenden. Die in den §§ 2, 3 und 5
aufgestellten Compliance-Regeln beziehen sich daher nur auf soziale Netzwerke und allein auf rechtswidrige
Inhalte, die den objektiven Tatbestand einer der in Absatz 3 genannten Normen erfiillen.

Zu Absatz 1

Die Compliance-Pflichten des Gesetzes sollen nur sozialen Netzwerken, nicht allen Diensteanbietern nach dem
TMG auferlegt werden. Soziale Netzwerke werden in Absatz 1 Satz 1 definiert als Telemediendiensteanbieter,
die mit Gewinnerzielungsabsicht Plattformen im Internet betreiben, die es Nutzern ermdglichen, beliebige Inhalte
mit anderen Nutzern auszutauschen, zu teilen oder der Offentlichkeit zuginglich zu machen.

Telemediendiensteanbieter sind solche, bei denen die elektronische Informationsbereitstellung im Vordergrund
steht. Die Begriffsbestimmung folgt Artikel 2 Buchstabe b e-commerce-RL. § 2 Nummer 1 TMG gilt entspre-
chend.

Nutzer im Sinne des Gesetzes ist eine natiirliche oder juristische Person, die die Infrastruktur der Plattform zu-
gangsfrei nutzt, insbesondere, um auf Inhalte zuzugreifen und um Informationen zu erlangen (vgl. § 2 Nummer 3
TMG). So werden beispielsweise auch die sogenannten Follower des Kurznachrichtendienstes Twitter von dem
Nutzerbegriff in Absatz 2 erfasst.

Erfasst sind nur Telemediendiensteanbieter, die Plattformen betreiben, die darauf angelegt sind, dass Inhalte fiir
Nutzer gespeichert werden, um sie mit anderen Nutzern auszutauschen, zu teilen oder der Offentlichkeit zugéing-
lich zu machen. Erfasst sind damit in erster Linie Dienste im Sinne von § 10 TMG. Dienste der Individualkom-
munikation, insbesondere E-Mail-Dienste fallen hingegen nicht unter die erfassten Plattformen.

Erfasst werden Plattformen unabhéngig von der Form der Kommunikation. Die Norm erfasst also sowohl Platt-
formen, die es den Nutzern ermdglichen, Inhalte wie Bilder, Videos sowie Texte und dergleichen einzustellen,
als auch Plattformen, deren Hauptaugenmerk auf nur einer der genannten Kategorien liegt.

Der Austausch findet stets zwischen administrativ festgelegten Gruppenmitgliedern oder Chatmitgliedern statt.
Im Gegensatz zum ,, Teilen* und der ,,Offentlichkeit zugédnglich machen® bestimmt der Nutzer die einzelnen Emp-
fanger. Der Austausch findet mit einem potenziell bestimmten Personenkreis statt.

Teilen bedeutet sowohl das Zugénglichmachen von selbst eingestellten als auch von bereits vorhandenen beliebi-
gen Inhalten fiir ausgewihlte Nutzergruppen, wobei Inhalte auch fiir alle Nutzer freigegeben werden konnen.

Ein soziales Netzwerk kann den Nutzerinnen und Nutzern zudem ermdglichen, beliebige Inhalte der Offentlich-
keit zugénglich zu machen. Auf den tatséchlichen Empfang kommt es nicht an. Zugénglichmachen bedeutet die
Erméglichung des Empfangs durch eine Offentlichkeit (BGH GRUR 1994, 45 (46) — Verteileranlagen; GRUR
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1996, 875 (876) — Zweibettzimmer im Krankenhaus; Schricker/Loewenheim/v. Ungern-Sternberg Rn. 10). Ein
zeitgleicher Empfang durch die Empfanger muss erméglicht werden (BGH GRUR 2009, 845 (848) — Internet-
Videorecorder). Technisch bedingte geringfiigige Zeitdifferenzen bei den Empfangsmoglichkeiten stehen dem
nicht entgegen (Schricker/Loewenheim/von Ungern-Sternberg Rn. 10).

Das Gesetz erfasst nur soziale Netzwerke ohne spezielle Themen- und Nutzerfestlegung. Es muss moglich sein,
beliebige Inhalte mit beliebigen anderen Nutzern auszutauschen, zu teilen oder der Offentlichkeit zuginglich zu
machen. Eine entsprechende Eroffnung des Verbreitens beliebiger Inhalte liegt auch dann noch vor, wenn es
spezifische Einschrinkungen gibt, z. B. aufgrund der sog. Netiquette oder einer virtuellen Hausordnung. Denn
auch bei punktuellen thematischen Einschrankungen bleibt es dann dabei, dass entsprechende Netzwerke grund-
sitzlich keine Themenvorgaben machen. Plattformen, die hingegen darauf angelegt sind, dass nur spezifische
Themen verbreitet werden (z. B. berufliche Netzwerke) werden vom Gesetz nicht erfasst. Unschédlich ist, wenn
sich einige Nutzer an diese Vorgaben nicht halten, da es auf die generelle Ausrichtung der Plattform ankommt.
Thematisch und personell eingegrenzte Netzwerke wie berufliche Netzwerke bediirfen keiner gesetzlichen Com-
pliance-Regeln.

Telemediendiensteanbieter mit journalistisch-redaktionell gestalteten Angeboten werden gemél Absatz 1 Satz 2
von diesem Gesetz nicht erfasst. Fiir sie gelten die Vorschriften der §§ 54 ff. des Rundfunkstaatsvertrages.

Ebenso nicht erfasst sind Plattformen, die fiir die Zugéanglichmachung ihrer eigenen journalistisch-redaktionell
gestalteten Angebote auf die Infrastruktur eines anderen sozialen Netzwerkes zuriickgreifen, wie z. B. durch den
Betrieb einer eigenen Seite oder eines Profils bei Facebook. In Bezug auf Angebote, die danach nicht von diesem
Gesetz erfasst werden, unterliegt das soziale Netzwerk, dessen Infrastruktur fiir die Zugénglichmachung genutzt
wird, ebenso keinen Compliance-Verpflichtungen nach den §§ 2 und 3 dieses Gesetzes.

Zu Absatz 2

In Absatz 2 wird die Bagatellgrenze definiert. Absatz 2 befreit soziale Netzwerke im Sinne des Absatzes 1 von
den Pflichten, wenn das Netzwerk weniger als zwei Millionen Nutzerinnen und Nutzer in der Bundesrepublik
Deutschland hat.

Der Grund fiir eine solche Regelung liegt darin, dass kleinere soziale Netzwerke von aufwindigen Priifpflichten
befreit werden sollen. Die umfassenden gesetzlichen Anforderungen kdnnen nur von sozialen Netzwerken mit
entsprechenden Ressourcen und Kapazititen bewiltigt werden.

Ein weiterer Grund liegt in der Perpetuierungswirkung der ausgetauschten und geteilten oder der Offentlichkeit
zuginglich gemachten Inhalte. Bei einer grolen Anzahl von Nutzern ist die Reichweite der Inhalte regelmafig
hoher. Dies geht mit einem Anstieg der diffamierenden Wirkung einher.

Die Bagatellschwelle liegt bei zwei Millionen Nutzerinnen und Nutzern, da nach gegenwirtigen Daten die in der
Offentlichkeit relevanten und breit vertretenen sozialen Netzwerke mindestens zwei Millionen Nutzer haben.
Diese sozialen Netzwerke sind vom Gesetz zu erfassen, damit der Sinn und Zweck des Gesetzes erfiillt wird.

Ein ausreichend territorialer Bezug ist gleichfalls gewéhrleitet. Absatz 2 bezieht sich auf im Inland anséssige
Nutzerinnen und Nutzer. Es kommt nicht darauf an, in welchem Land der jeweilige Nutzer hauptsichlich aktiv
ist.

Zu Absatz 3

Der Begriff des rechtswidrigen Inhalts stellt einen zentralen Ankniipfungspunkt des Entwurfs dar. Strafbar sind
solche Inhalte, die den Tatbestand der §§ 86, 86a, 89a, 90, 90a, 90b, 91, 100a, 111, 126, 129, 129a, 129b, 130,
131, 140, 166, 184b, 184d, 185 bis 187, 241 oder 269 des Strafgesetzbuchs erfiillen. Hierdurch wird verdeutlicht,
dass es bei dem Entwurf nicht um staatliche Reaktionen auf Verstofe gegen beliebige Verletzungen des geltenden
Rechts durch Eintrige in sozialen Netzwerken gehen kann (wozu etwa selbst geringfiigige Verletzungen von
verwaltungsrechtlichen Verboten oder auch vertraglichen Pflichten gehdren konnen). Es ist nicht Ziel des Geset-
zes, auf den Plattformen der sozialen Netzwerke begangene Ordnungswidrigkeiten oder bloBe unerlaubte Hand-
lungen zu erfassen. Vielmehr machen der Begriff und die abschlieBende Aufzéhlung der einschldgigen Straftat-
bestinde deutlich, dass die Rechtsdurchsetzung bei der Bekdmpfung von Hasskriminalitit und strafbaren Falsch-
nachrichten in sozialen Netzwerken geregelt werden soll. Erfasst werden also ausschlielich Handlungen, die den
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Tatbestand eines oder mehrerer der in Absatz 3 genannten Strafgesetze erfiillen und rechtswidrig, aber nicht not-
wendigerweise schuldhaft begangen werden. Dies trigt dem Gebot der Bestimmtheit sowie VerhiltnisméBigkeit
Rechnung.

Zu § 2 (Berichtspflicht)

Die Vorschrift verpflichtet die Anbieter sozialer Netzwerke, iiber den Umgang mit Beschwerden iiber Hasskrimi-
nalitdt und anderen strafbaren Inhalten zu berichten. Gegenwirtig ist den 6ffentlich zuganglichen Transparenzbe-
richten der reichweitenstarken sozialen Netzwerke weder zu entnehmen, wie die Zahl an Beschwerden iiber
rechtswidrige Inhalte insgesamt zu beziffern ist noch wie viele rechtswidrige Inhalte von privaten Nutzern gemel-
det sowie in welchem Zeitraum gemeldete Inhalte geloscht oder gesperrt werden. Daneben ist nicht nachvollzieh-
bar, wie sich die Bearbeitungsteams der einzelnen Unternehmen zusammensetzen und iiber welche Qualifikatio-
nen diese verfiigen. Vor diesem Hintergrund bedarf es einer gesetzlichen Berichtspflicht, um die gebotene Trans-
parenz fiir die breite Offentlichkeit herzustellen. Daneben ist im Interesse einer wirksamen Gesetzesfolgenab-
schitzung, insbesondere der Evaluation des Umgangs mit Beschwerden iiber Hasskriminalitdt und andere straf-
bare Inhalte, eine regelméBige Berichtspflicht notwendig.

Zu Absatz 1

Anbieter sozialer Netzwerke haben einen Bericht zu erstellen, um auf diese Weise ein aussagekriftiges und um-
fassendes Bild tiber ihren Umgang mit Beschwerden sicherzustellen. Der Bericht ist vierteljahrlich zu erstellen,
da auf diese Weise eine feste Struktur und ein systematischer Prozess fiir die Evaluation des Umgangs mit Be-
schwerden aufgesetzt werden. Der Bericht ist innerhalb eines Monats nach Ende des Quartals im Bundesanzeiger
sowie auf der eigenen Homepage zu verdffentlichen. Ersteres ist notwendig, um einen inléndischen Ankniipfungs-
punkt fiir die Buligeldtatbestinde zu gewéhrleisten. Zudem orientiert sich die Veroffentlichungspflicht im Bun-
desanzeiger an einigen Maf3gaben des Regierungsentwurfs eines CSR-Richtlinie-Umsetzungsgesetzes (Bundes-
tagsdrucksache 18/9982).

Zu Absatz 2
Absatz 2 bestimmt die Mindestvoraussetzungen der Berichtspflicht.
Zu Nummer 1

Soziale Netzwerke haben inzwischen eine wesentliche Bedeutung fiir 6ffentliche Debatten und kénnen die Stim-
mung im Land beeinflussen. Gegenwiértig sind in den sozialen Netzwerken massive Verdnderungen des gesell-
schaftlichen Diskurses hin zu einer aggressiven, verletzenden und hasserfiillten Debattenkultur festzustellen. Das
Internet ist jedoch kein rechtsfreier Raum, in dem Hasskriminalitdt und andere strafbare Inhalte verbreitet werden
diirfen. Deshalb miissen auch die Diensteanbieter ihrer gesteigerten gesellschaftlichen Verantwortung nachkom-
men.

Zu Nummer 2

Diensteanbieter miissen ein wirksames Beschwerdemanagement einrichten, um zu gewahrleisten, dass Nutzerin-
nen und Nutzer von der Moglichkeit des Meldens eines rechtswidrigen Inhaltes tatsiachlich Gebrauch machen. So
wird ein effektives Tatigwerden der Diensteanbieter erst sichergestellt. Hieriiber muss der Bericht Angaben ent-
halten.

Diensteanbieter miissen darstellen, anhand welcher Kriterien sie rechtswidrige Inhalte 16schen oder sperren. Somit
ist nachvollziehbar, ob soziale Netzwerke rechtswidrige Inhalte anhand nationaler Strafvorschriften oder anhand
ihrer Community Standards 16schen oder sperren.

Zu Nummer 3

Im Interesse der Transparenz und der Evaluation ist in dem Bericht die Anzahl der Beschwerden zu nennen. Eine
Aufschliisselung der Beschwerden nach Beschwerdegruppen ist notwendig, um nachpriifen zu konnen, dass eine
effektive Beschwerdebearbeitung von Beschwerden von Beschwerdestellen und Nutzerinnen und Nutzern gleich-
ermaflen gegeben ist. Zudem ist der Beschwerdegrund anzugeben.
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Zu Nummer 4

Fiir eine effektive Beschwerdebearbeitung ist ein qualifiziertes Bearbeitungsteam unerlasslich. Um ein transpa-
rentes und somit nachvollziehbares Beschwerdeverfahren zu gewéhrleisten, sind alle Arbeitseinheiten, die Be-
schwerden bearbeiten, das heifit interne sowie externe, vollstindig zu benennen. Auf diese Weise soll zudem
sichergestellt werden, dass die Anforderungen an die Qualifikationen externer Arbeitseinheiten erfiillt werden.

Mitarbeiterinnen und Mitarbeiter sind in der Regel einer hohen physischen Belastung und einem hohen Arbeits-
aufwand mit stdndig neuen Herausforderungen ausgesetzt. Um die Mitarbeiterinnen und Mitarbeiter zu schiitzen
und entsprechend zu qualifizieren, miissen Betreuung und Schulungen gewihrleistet sein. Zur Uberpriifbarkeit
der Umsetzung dieser Anforderungen an die Anbieter sozialer Netzwerke ist hierauf in dem Bericht einzugehen.

Zu Nummer 5

Diensteanbieter miissen darlegen, ob sie Mitglied in einem Branchenverband sind und ob dieser Branchenverband
eine Beschwerdestelle fiir Meldungen von Hasskriminalitit und anderen strafbaren Inhalten in sozialen Netzwer-
ken vorsieht. Ist eine Beschwerdestelle vorhanden, kann dieser Umstand im Falle einer BuBigeldbewehrung straf-
mildernd beriicksichtigt werden.

Zu Nummer 6

Die Zahl der Beschwerden, bei denen die internen Ressourcen der Anbieter nicht ausreichend sind, beispielsweise
aus Griinden des Umfangs oder der Komplexitét der Beschwerde, ist anzugeben, um ein aussagekriftiges Ge-
samtbild der Beschwerden zu erméoglichen.

Zu Nummer 7

Im Interesse der Transparenz und der Effektivitit des Beschwerdemanagements ist die Anzahl der Beschwerden,
die im Berichtszeitraum zur Loschung oder Sperrung des beanstandeten Inhalts fiihrten, zu nennen. Zur weiteren
Begriindung wird auf die Ausfithrungen zu Nummer 3 verwiesen.

Zu Nummer 8

Um iiberpriifen zu konnen, ob die vorgegebene Bearbeitungszeit von 24 Stunden eingehalten wird, ist die Bear-
beitungszeit anzugeben. Dariiber hinaus ist die Bearbeitungszeit in Zeitspannen von 48 Stunden, einer Woche und
einem spiteren Zeitpunkt anzugeben, um evaluieren zu konnen, wie effizient die zustindigen Teams die Be-
schwerden bearbeiten. Zur weiteren Begriindung wird auf die Ausfiihrungen zu Nummer 3 verwiesen.

Zu Nummer 9

Im Interesse der Transparenz, der Nachvollziehbarkeit und der Giite der Argumente fiir die Loschung oder Sper-
rung eines rechtswidrigen Inhalts, sind die Mainahmen zur Unterrichtung des Beschwerdefiihrers sowie des Nut-
zers iiber die Entscheidung der Beschwerde darzulegen.

Zu § 3 (Umgang mit Beschwerden iiber rechtswidrige Inhalte)

Das Bediirfnis einer Regelung zum Umgang mit Beschwerden tiber Hasskriminalitéit und andere strafbare Inhalte
— im Unterschied zu den ,klassischen Medien* — ldsst sich mit der Besonderheit des Internets erklaren. Bei den
klassischen Medien wird eine rechtswidrige Situation nicht so perpetuiert wie im Internet. § 3 sieht Regelungen
vor, die sowohl eigene Inhalte eines sozialen Netzwerks betreffen als auch fremde, also solche, die Nutzerinnen
und Nutzer eingestellt haben, ohne dass das soziale Netzwerk sich die Inhalte zu Eigen gemacht hat.

Die in § 3 normierte Regelung dient lediglich dazu, dass den gesetzlichen Verpflichtungen, rechtswidrige Inhalte
zu 18schen oder zu sperren, schnell und umfassend nachgekommen wird. Hierin liegt kein neuer Eingriff in Arti-
kel 5 Absatz 1 des Grundgesetzes im Vergleich zum geltenden Recht. Denn das Gebot, rechtswidrige Inhalte zu
16schen oder zu sperren, ergibt sich schon aus den allgemeinen Gesetzen. Vielmehr sieht § 3 eine Verpflichtung
vor, ein bestimmtes Verfahren vorzuhalten, damit der an anderer Stelle geregelten Verpflichtung, rechtswidrige
Inhalte zu entfernen beziehungsweise zu sperren, in wirksamer Weise nachgekommen wird.

Die Verpflichtung, ein Verfahren vorzuhalten, das die Durchsetzung der Rechtsordnung (Loschungs- oder
Sperrverpflichtung) sicherstellt, ist ein Eingriff in die Berufsausiibungsfreiheit, die durch Artikel 12 Absatz 1 des
Grundgesetzes geschiitzt wird. Der BGH hat in einem Fall geurteilt, dass eine Loschungsverpflichtung fiir einen
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Hostprovider dann bestehe, wenn auf der Grundlage der Stellungnahme desjenigen, der einen Inhalt eingestellt
hat, und einer etwaigen Replik des Betroffenen unter Beriicksichtigung etwa zu verlangender Nachweise von
einer rechtswidrigen Verletzung des Personlichkeitsrechts auszugehen ist (BGHZ 191, 219, Leitsatz 3). Es gibt
aber bislang keine gesetzliche Verpflichtung, ein spezielles Verfahren vorzuhalten, die unabhidngig von tatsachli-
chen Rechtsverletzungen ist.

Eingriffe in die Berufsausiibungsfreiheit konnen durch jede verniinftige Erwédgung des Gemeinwohls legitimiert
werden. Der Schutz der Meinungsfreiheit und der Rundfunk- und Pressefreiheit muss hier in die Gesamtbewer-
tung mit einflieBen. Die Regelung zielt auf die praktische Durchsetzung von Loschungs- oder Sperrpflichten ab,
die sich aus anderen Gesetzen ergeben. Dies ist ein legitimes Ziel.

Die einzelnen in § 3 vorgesehenen Verfahrensvorschriften sind geeignet, erforderlich und verhéltnisméBig im
engeren Sinne, um dieses Ziel zu erreichen. Denn bei der derzeitigen Rechtslage und Praxis kommen die sozialen
Netzwerke dem Gebot, rechtswidrige Inhalte, die die in § 1 Absatz 3 normierten Straftatbestdnde erfiillen, zu
16schen, nicht hinreichend und nicht schnell genug nach (siche A. 11.)

Zu Absatz 1

Absatz 1 enthilt die Grundsitze fiir ein wirksames Beschwerdemanagement sozialer Netzwerke. Soziale Netz-
werke werden durch Absatz 1 Satz 1 verpflichtet, ein wirksames und transparentes Verfahren fiir den Umgang
mit Nutzerbeschwerden iiber rechtswidrige Inhalte vorzuhalten. Die nédheren Anforderungen an diese Verfahren
werden in den Absitzen 2 und 3 beschrieben. Im Ubrigen werden die bewehrungsfihigen Inhalte der Absitze 2
und 3, die separat mangels Vorliegen von Handlungsgeboten oder Handlungsverboten nicht bewehrbar wiren, in
die BuBgeldbewehrung einbezogen.

Durch Absatz 1 Satz 2 wird das soziale Netzwerk verpflichtet, ein nutzerfreundliches Verfahren zur Ubermittlung
von Beschwerden iiber rechtswidrige Inhalte anzubieten. Das Verfahren muss leicht erkennbar, unmittelbar er-
reichbar und stindig verfiigbar sein. Diese Anforderungen entsprechen den gesetzlichen Vorgaben fiir Informati-
onspflichten von Telemedienanbietern geméB § 5 Absatz 1 TMG.

Die bestehenden Beschwerdesysteme sozialer Netzwerke miissen anhand der in den Absitzen 1 bis 3 festgelegten
Standards weiterentwickelt werden. Die gesetzlichen Anforderungen an die Beschwerdesysteme sozialer Netz-
werke gelten unabhdngig davon, ob die sozialen Netzwerke die Beschwerden iiber rechtswidrige Inhalte durch
eigenes Personal bearbeiten oder diese Aufgabe an einen externen Dienstleister auslagern.

Zu Absatz 2
Absatz 2 enthilt die gesetzlichen Zielvorgaben fiir das Beschwerdemanagementsystem der sozialen Netzwerke.
Zu Nummer 1

Nummer | fordert von den sozialen Netzwerken unverziigliche Kenntnisnahme und Priifung von Nutzerbe-
schwerden. Die Vorschrift konkretisiert und ergénzt damit die in § 10 TMG enthaltene Verpflichtung fiir Anbieter
von Telemedien, rechtswidrige Inhalte unverziiglich nach Kenntnisnahme zu entfernen oder den Zugang zu ihnen
zu sperren. Das soziale Netzwerk hat von einer Beschwerde Kenntnis genommen, wenn der befugte Wissensver-
treter innerhalb des Bearbeitungsteams Kenntnis erlangt hat. Als befugter Wissensvertreter ist nur derjenige an-
zusehen, der auch die Vollmacht zur Léschung oder Sperrung des gemeldeten Inhalts hat. Denn nur dieser kann
die von der Vorschrift geforderte Priifung vornehmen.

Zu Nummer 2

Nummer 2 fordert von den sozialen Netzwerken, offensichtlich rechtswidrige, also offensichtlich strafbare (§ 1
Absatz 3) Inhalte binnen 24 Stunden nach Eingang der Beschwerde zu loschen oder zu sperren. Ein Inhalt ist
offensichtlich rechtswidrig, wenn zur Feststellung der Rechtswidrigkeit im Sinne von § 1 Absatz 3 keine vertiefte
Priifung erforderlich ist. Durch diese Vorschrift ist gewéhrleistet, dass evidente Fille von Hasskriminalitdt und
Gewaltverherrlichung und andere offensichtlich strafbare Inhalte von den Plattformen so schnell wie moglich
entfernt werden. Da die Vorschrift nur offensichtlich rechtswidrige Inhalte erfasst und fiir diese Inhalte eine auf-
windige Priifung nicht erforderlich ist, ist der den sozialen Netzwerken gegebene Zeitrahmen von 24 Stunden
zumutbar.
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Ausgenommen von der 24-Stunden-Regelung sind die offensichtlich rechtswidrigen Inhalte, die von einer Be-
schwerdestelle nicht nur bei dem sozialen Netzwerk, sondern auch bei den Strafverfolgungsbehdrden gemeldet
werden. In der Folge kann es zu einer Vereinbarung zwischen sozialem Netzwerk und Strafverfolgungsbehorde
kommen, dass der offensichtlich rechtswidrigen Inhalt erst zeitverzogert geloscht oder gesperrt werden soll. Diese
Wartefrist kann im Einzelfall notwendig sein, um die erforderlichen Strafverfolgungsmafinahmen (insbesondere
die Sicherung von Beweisen) und gegebenenfalls laufende Ermittlungsverfahren nicht zu gefahrden.

Zu Nummer 3

Nummer 3 soll gewihrleisten, dass soziale Netzwerke gemeldete Inhalte, die nicht offensichtlich rechtswidrig
sind, innerhalb einer angemessenen Frist von sieben Tagen sorgfaltig priifen. Das soziale Netzwerk kann inner-
halb dieser Frist der Verfasserin oder dem Verfasser des gemeldeten Inhalts Gelegenheit zur Stellungnahme zu
der Beschwerde geben. Es kann bei schwierigen Rechtsfragen innerhalb dieser Frist auch externe Expertise ein-
holen. Damit wird verhindert, dass soziale Netzwerke aufgrund Zeitdrucks Beitrige 16schen (,,chilling effect).
Gleichzeitig wird gewéhrleistet, dass Anbieter sozialer Netzwerke dazu angehalten werden, alle gemeldeten In-
halte, auch wenn sie nicht offensichtlich rechtswidrig im Sinne des § 1 Absatz 3 sind, ziigig zu bearbeiten und
eine Auseinandersetzung mit ihnen nicht zu vernachldssigen.

Zu Nummer 4

Die in Nummer 4 vorgeschriebene Sicherung zu Beweiszwecken vor der Entfernung eines rechtswidrigen Inhalts
dient in erster Linie der Sicherung der Strafverfolgung gegen den Absender einer Nachricht mit strafbarem Inhalt.
Die Frist fiir die im Inland vorzunehmende Speicherung betrigt zehn Wochen. Die Linge der Speicherfrist orien-
tiert sich an der Speicherfrist fiir Verkehrsdaten in § 113b Absatz 1 Nummer 1 TKG. Mit dieser kurzen Speicher-
frist wird einerseits dem Gebot einer moglichst grundrechtsschonenden Regelung Rechnung getragen. Diese Spei-
cherungsdauer ist andererseits ausreichend, um die Verfiigbarkeit der maf3geblichen Daten des Absenders eines
strafbaren Inhalts zum Zweck der Strafverfolgung gewéhrleisten zu konnen.

Zu Nummer 5

Die in Nummer 5 vorgesehene Begriindungspflicht gegeniiber dem Beschwerdefiihrer und dem Absender ist in
den Beschwerdesystemen der sozialen Netzwerke in der Regel bereits vorgesehen. Sowohl die Loschung bezie-
hungsweise Sperrung des Inhalts als auch die Ablehnung von Mafinahmen nach § 10 TMG sind unverziiglich zu
begriinden. Die in den Beschwerdesystemen der sozialen Netzwerke iibliche Multiple-Choice-Begriindungsform
ist ausreichend. Die Begriindung stellt sicher, dass ein Nutzer, der gegen die Entfernung oder Sperrung eines fiir
ihn gespeicherten Inhalts vorgehen will, die geeigneten rechtlichen Schritte zur Wahrung seines Rechts auf Mei-
nungsfreiheit zeitnah einleiten kann. Niemand muss hinnehmen, dass seine legitimen AuBerungen aus sozialen
Netzwerken entfernt werden.

Zu Nummer 6

Die Entfernung eines rechtswidrigen Inhalts muss sich gemafs Nummer 6 auch auf sémtliche auf den Plattformen
des sozialen Netzwerks befindlichen Kopien des rechtswidrigen Inhalts erstrecken. Diese Vorschrift enthilt eine
Konkretisierung und Klarstellung der Loschungsverpflichtung in § 10 TMG.

Zu Absatz 3

Die Dokumentationspflicht in Absatz 3 ist insbesondere fiir das Monitoring geméfl Absatz 5, aber auch zur Be-
weissicherung fiir ein gerichtliches Verfahren iiber die RechtmaBigkeit einer Loschung oder Entfernung eines
gespeicherten Inhalts unverzichtbar. Entscheidend ist, dass die Dokumentation im Inland verfiigbar ist.

Zu Absatz 4

Absatz 4 umschreibt die organisationsinternen Pflichten im Hinblick auf das Beschwerdemanagement. Satz 1
ordnet eine hochrangige Uberwachung des Beschwerdemanagements durch die Leitung des sozialen Netzwerks
an. Dies entspricht der gesellschaftlichen Bedeutung der Aufgabe, Hasskriminalitdt und andere Straftaten im Netz
wirksam zu bekdmpfen. Plattformen, die von ihrer Struktur her missbrauchsanfillig sind, miissen institutionelle
Gewihr dafiir bieten, dass von hochster Stelle alles Notwendige fiir eine Bekdmpfung des Missbrauchs zu krimi-
nellen Zwecken getan wird. Satz 2 verpflichtet die Leitung des sozialen Netzwerks, organisatorische Unzuldng-
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lichkeiten unverziiglich zu beseitigen. Da die Beurteilung gemeldeter Inhalte eine psychisch sehr belastbare Té-
tigkeit sein kann, wird die Leitung des sozialen Netzwerks gemdf Satz 3 verpflichtet, den Bearbeiterinnen und
Bearbeitern von Nutzerbeschwerden regelméBig Schulungen und Betreuungen anzubieten.

Zu Absatz 5

Das gemiB Absatz 5 zulédssige Monitoring der Beschwerdebearbeitung wird derzeit von jugendschutz.net durch-
gefiihrt und hat sich in der Praxis bewahrt.

Zu § 4 (BuBigeldvorschriften)
Zu Absatz 1

Durch Absatz 1 wird ein Versto3 gegen die Compliance-Vorschriften der §§ 2, 3 und 5 als Ordnungswidrigkeit
verfolgbar. Es reicht aus, dass der VerstoB fahrldssig begangen worden ist. In Fillen, in denen die BuB3geldvor-
schriften an Rechtspflichten des Diensteanbieters ankniipfen (Absatz 1 Nummer 1 bis 3 und Nummer 7), kann
das Bufigeld gegen die gesetzlichen oder gewillkiirten Vertreter des Unternehmens verhdngt werden. Dies ergibt
sich aus § 9 Absatz 1 und 2 OWiG, der vorliegend Anwendung findet. Demzufolge zdhlt die (eigen-)verantwort-
liche Leiterin oder der (eigen-)verantwortliche Leiter der Beschwerdestelle zum Kreis der betroffenen Personen,
sofern sie oder er nach § 9 Absatz 2 OWiG beauftragt wurde. Nicht erfasst ist hingegen die Mitarbeiterin oder der
Mitarbeiter ohne eigenverantwortliche Aufgabenwahrnehmung.

In den Fillen des Absatzes 1 Nummer 4 bis 6 wenden sich die buigeldbewehrten Normen des § 3 Absatz 4 bereits
ausdriicklich an die Leitung des sozialen Netzwerkes. Ein Riickgriff auf § 9 Absatz 1 OWiG ist damit entbehrlich.
Eine gewillkiirte Vertretung gemif § 9 Absatz 2 OWiG kommt hier jedoch in Betracht.

Die sozialen Netzwerke werden durch die Androhung von empfindlichen BuBigeldern zu erhohter Aufmerksam-
keit bei der Einhaltung des gesetzlichen Compliance-Standards verpflichtet.

Zu Nummer 1

Nummer 1 enthilt die BuBgeldvorschrift, die die Berichtspflicht sozialer Netzwerke in § 2 absichert. In den Bu3-
geldvorschriften des sogenannten Nebenstrafrechts ist stets eine akzessorische Ankniipfung an die bewehrte ver-
waltungsrechtliche Vorschrift vorzusehen. Zudem wurde aus Griinden der Bestimmtheit eine inhaltliche und
sprachliche Ubereinstimmung zwischen der BuBgeldvorschrift und der bewehrten verwaltungsrechtlichen Norm
hergestellt. Diese beiden Anforderungen werden durch die hier vorgenommene iibliche Bewehrungsausgestaltung
erfiillt. Zudem wird die gebotene differenzierte Ankniipfung an § 2 Absatz 1 Satz 1 vorgenommen.

Zu Nummer 2

Durch Nummer 2 wird die vorsitzliche oder féhrldssige Zuwiderhandlung gegen die Verpflichtung sozialer Netz-
werke, ein wirksames und transparentes Verfahren fiir den Umgang mit Beschwerden iiber rechtswidrige Inhalte
vorzuhalten, als Ordnungswidrigkeit verfolgbar. Die BuSgeldvorschrift erfasst die Pflicht der sozialen Netzwerke
zur unverziiglichen Kenntnisnahme und Priifung der Beschwerde (§ 3 Absatz 2 Nummer 1), die Pflicht zur Ent-
fernung oder Sperrung eines offensichtlich rechtswidrigen Inhalts (§ 3 Absatz 1 Nummer 2), die Pflicht zur Ent-
fernung oder Sperrung anderer rechtswidriger Inhalte innerhalb von 7 Tagen (§ 3 Absatz 1 Nummer 3), die Pflicht
zur Sicherung zu Beweiszwecken (§ 3 Absatz 1 Nummer 4), die Pflicht zur Information des Beschwerdefiihrers
und des Nutzers, fiir den gespeichert wurde (§ 3 Absatz 1 Nummer 5) sowie die Pflicht zur Entfernung oder Sper-
rung sdmtlicher auf den Plattformen befindlichen Kopien rechtswidriger Inhalte (§ 3 Absatz 1 Nummer 6).

Der Tatbestand wird in der Regel nicht bereits durch einen einmaligen Verstof3 gegen die Pflicht, offensichtlich
rechtswidrige Inhalte innerhalb von 24 Stunden nach Eingang der Beschwerde oder andere rechtswidrige Inhalte
innerhalb von 7 Tagen zu 16schen oder zu sperren, erfiillt. Bei einem einmaligen Verstof kann regelmafBig noch
nicht davon ausgegangen werden, dass kein wirksames Verfahren fiir den Umgang mit Beschwerden tiber rechts-
widrige Inhalte vorgehalten wird. Eine Verletzung der Pflicht, offensichtlich rechtswidrige Inhalte innerhalb von
24 Stunden nach Eingang der Beschwerde oder andere rechtswidrige Inhalte innerhalb von 7 Tagen zu loschen
oder zu sperren kann dementsprechend nur zur Verhdngung eines Bufigelds fithren, wenn es sich nicht nur um
einen Einzelfall handelt. Unterbleibt eine Entfernung oder Sperrung, weil das soziale Netzwerk den Inhalt ver-
tretbar nicht fiir rechtswidrig hélt, kann daraus nicht der Schluss auf systemische Mangel im Beschwerdemanage-
ment gezogen werden.
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Mit der Fokussierung des BuBigeldtatbestandes auf organisatorische Pflichten wird das Ziel des Gesetzes betont,
wirksame Beschwerdeverfahren zu etablieren, die dem sozialen Netzwerk die unvoreingenommene Priifung des
Einzelfalls ermoglichen und dadurch sogenannte ,,chilling effects” zu verhindern. Dem sozialen Netzwerk droht
dadurch kein Bufigeld bei einer Fehlentscheidung im Einzelfall.

Macht das soziale Netzwerk hingegen organisatorische Vorgaben (z. B. rechtliche Leitlinien) fiir die Bewertung
von Sachverhalten bei der Einzelfallpriifung, die regelmafig dazu fithren, dass rechtswidrige Inhalte nicht gesperrt
oder nicht geloscht werden, ist der Anwendungsbereich des § 4 Absatz 1 Nummer 2 erdffnet. In solchen Fillen
ist jedoch vor einer eindeutigen Klirung der Rechtswidrigkeit einer AuBerung ein BuBgeldverfahren nicht ange-
zeigt. Vielmehr muss das Bundesamt fiir Justiz ein Vorabentscheidverfahren nach § 4 Absatz 5 durchfiihren.

Zum Schutz der Meinungsfreiheit ist generell ein behutsames Vorgehen der BuBigeldbehorde angezeigt. Auch soll
ein BuBigeldverfahren nicht eingeleitet werden, wenn die Rechtswidrigkeit eines Inhalts von dessen Wahrheitsge-
halt abhidngt und das soziale Netzwerk keine Moglichkeit hat, den Wahrheitsgehalt zeitnah zu kldren und den
Inhalt deswegen nicht innerhalb der in § 3 Absatz 2 Nummer 2 genannten Frist entfernt oder sperrt. Naheres wird
in BuBgeldleitlinien geregelt (siche zu Absatz 4). Insgesamt ist aulerdem auf das in § 47 Absatz 1 OWiG veran-
kerte Opportunititsprinzip hinzuweisen.

Durch die hier vorgesehene Fassung der BuBigeldvorschrift wird lediglich eine Teilbewehrung des § 3 Absatz 1
Satz 1 Nummer 1 vorgenommen, die sich auf Beschwerden von Inldndern beschrinkt.

Zu Nummer 3

Nummer 3 enthilt die korrespondierende BuBgeldvorschrift zu der Verpflichtung der sozialen Netzwerke, ein
leicht erkennbares, unmittelbar erreichbares und stindig verfiigbares Verfahren zur Ubermittlung von Nutzerbe-
schwerden zur Verfligung zu stellen (§ 3 Absatz 1 Satz 2).

Zu Nummer 4

Nummer 4 enthilt die BuBgeldvorschrift, die die Pflicht der Leitung des sozialen Netzwerks zur Uberwachung
des Umgangs mit Beschwerden iiber rechtswidrige Inhalte (§ 3 Absatz 4 Satz 1) absichert.

Zu Nummer 5

Nummer 5 enthilt die BuBgeldvorschrift, die die Pflicht der Leitung des sozialen Netzwerks zur unverziiglichen
Beseitigung einer organisatorischen Unzulénglichkeit absichert.

Zu Nummer 6

Gemafl Nummer 6 ist es als Ordnungswidrigkeit verfolgbar, wenn die Leitung des sozialen Netzwerks den mit
der Bearbeitung von Beschwerden iiber rechtswidrige Inhalte beauftragten Personen eine Schulung oder eine Be-
treuung nicht oder nicht rechtzeitig angeboten hat.

Zu Nummer 7

Nummer 7 enthélt schlieBlich die BuBigeldvorschrift, die mit der Pflicht der sozialen Netzwerke zur Benennung
eines inldndischen Zustellungsbevollméchtigten und eines inldndischen Empfangsberechtigten fiir Auskunftser-
suchen der Strafverfolgungsbehorden (§ 5) korrespondiert.

Zu Absatz 2

Der Bufigeldrahmen bei Verstofien gegen die Compliance-Pflichten gemiBl Absatz 1 Nummer 1 bis 6 orientiert
sich an den vergleichbaren Tatbestinden im Kreditwesengesetz (KWG) und reicht bis zu 5 Millionen Euro (vgl.
§ 56 Absatz 6 Nummer 1 KWG).

Bei der Festsetzung der konkreten GeldbuB3e ist zu beriicksichtigen, dass bei der Bemessung die Bedeutung der
Ordnungswidrigkeit und der Vorwurf, der den Téter trifft, beriicksichtigt werden. Daher ist ein weiter BuBgeld-
rahmen vorzusehen, der der Verfolgungsbehoérde die notwendige Flexibilitit bei der BuBgeldbemessung im Ein-
zelfall gibt. In jedem Fall kommt es auf den Unrechtsgehalt der Tat an. AuBerdem soll sich die Geldbufle am
wirtschaftlichen Vorteil, den der Betroffene durch die begangene Ordnungswidrigkeit erlangt hat, orientieren (vgl.
§ 17 Absatz 4 OWiG).
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Fiir den Verstof gegen § 5 ist eine niedrigere Bufigelddrohung vorzusehen. Es handelt sich lediglich um die Ver-
letzung einer formlichen Pflicht, die der Behdrde oder dem Gericht eine erleichterte Zustellung ermdglichen soll
und daher einen geringeren Unrechtsgehalt aufweist. Auch bei Nichtnennung eines inlandischen Zustellungsbe-
vollméchtigten bleibt eine Zustellung beim Sitz des sozialen Netzwerks moglich.

Absatz 2 Satz 2 verweist auf § 30 Absatz 2 Satz3 OWiG und fiihrt dadurch bei der nach § 30 Absatz 1 OWiG
moglichen Festsetzung einer Geldbufle gegen die das soziale Netzwerk betreibende juristische Person oder Per-
sonenvereinigung dazu, dass sich das Hochstmalf der nach diesem Gesetz angedrohten GeldbuB3e auf 50 Millionen
Euro verzehnfacht. Zudem kann eine Verbandsgeldbuf3e auch bei Auslandstaten und gegen auslandische Unter-
nehmenstriger verhangt werden (vgl. dazu OLG Celle wistra 2002, 230), wenn die Ordnungswidrigkeit, die als
Ankniipfungstat nach § 30 Absatz 1 OWiG dient, deutschem Sanktionsrecht unterliegt (siche hierzu Absatz 3)
und die Typologie des ausldndischen Verbandes rechtlich mit derjenigen einer juristischen Person oder Personen-
vereinigung nach deutschem Recht vergleichbar ist (vgl. KK-OWiG-Rogall, 4. Auflage, § 30 Rd. 33 m.w.N.).

Die Kriterien fiir die Bemessung der Hohe der Geldbuf3e werden in Leitlinien fiir das Buigeldverfahren festgelegt
(siehe zu Absatz 4).

Zu Absatz 3

Absatz 3 stellt sicher, dass die hier vorgesehenen Pflichten und die korrespondierenden Ordnungswidrigkeiten-
tatbestande auch auf Handlungen im Ausland anwendbar sind. Ohne die klarstellende Vorschrift wire zweifelhaft,
ob fiir saimtliche Buflgeldtatbestinde des Entwurfs die §§ 5 und 7 Absatz 1 OWiG zur Ahndbarkeit von Auslands-
taten flihren wiirden. Beispielsweise konnte der Anbieter den Bericht nach § 2 Absatz 1 Satz 1 auch im Ausland
erstellen (lassen) oder Schulungen nach § 3 Absatz 4 Satz 3 auch im Ausland anbieten. Der Handlungsort im
Sinne des § 7 Absatz | OWiG, an dem der Pflichtige bei einem Unterlassen hétte handeln miissen, wiirde daher
nicht im Inland liegen, so dass die raumliche Geltung des OWiG nach § 5 nicht gegeben wire.

Zu Absatz 4

Absatz 4 Satz 1 bestimmt als Bufigeldbehérde fiir die in diesem Gesetz bezeichneten Ordnungswidrigkeiten das
Bundesamt fiir Justiz. Aufgabe des Bundesamtes ist es, Gesetzesverstofie im Rahmen des durch § 47 Absatz 1
OWiG eingerdumten Ermessens zu verfolgen und zu ahnden. Um eine gleichmiBige, effektive und verhiltnisma-
Bige Sanktionierung sicherzustellen, ist geméf Satz 2 der Erlass von Bufigeldleitlinien vorgesehen. In diesen Leit-
linien soll unter anderem festgelegt werden, wie das Bundesamt bei der Festsetzung von GeldbufBien und bei der
Ausiibung seines Verfolgungsermessens vorgehen wird.

Zu Absatz 5

Durch Absatz 5 Satz 1 wird die Verwaltungsbehorde verpflichtet, iiber die Rechtswidrigkeit im Sinne des § 1
Absatz 3 eine gerichtliche Vorabentscheidung einzuholen. Das Bundesamt fiir Justiz soll iiber die Strafbarkeit
von Inhalten nicht selbst entscheiden, sondern die Entscheidung den Gerichten iiberlassen. Nach der Kompetenz-
verteilung des Grundgesetzes sind allein die Gerichte dazu berufen, iiber die Strafbarkeit einer Handlung zu ent-
scheiden. Zudem trégt die enge Einbeziehung der Gerichte zur notwendigen Klarung der Strafbarkeit von Hand-
lungen und AuBerungen in sozialen Netzwerken bei.

Das Gericht fiihrt ausschlieBlich eine rechtliche Uberpriifung des gemeldeten Inhalts durch. PriifmaBstab sind die
in § 1 Absatz 3 genannten Straftatbesténde. Ausreichend ist eine Priifung der objektiven Strafbarkeit. Mit Schuld-
gesichtspunkten muss sich das Gericht nicht auseinandersetzen. Das Gericht hat die Rechtspriifung auf der Grund-
lage des von der Verwaltungsbehorde ermittelten Sachverhalts vorzunehmen. In der Regel wird durch den gemel-
deten Inhalt nebst dem Kontext, in dem er verfasst worden ist, eine hinreichende Entscheidungsgrundlage fiir das
Gericht er6ffnet.

Die Pflicht zur Einholung einer gerichtlichen Vorabentscheidung trifft das Bundesamt fiir Justiz, wenn die Rechts-
widrigkeit gemeldeter Inhalte Voraussetzung fiir den Erlass eines BuBgeldbescheids ist. Das ist insbesondere dann
der Fall, wenn das soziale Netzwerk aufgrund organisatorischer Defizite im Beschwerdemanagement oder auf-
grund organisatorischer Vorgaben (zum Beispiel Leitlinien oder Handreichungen zur Beurteilung von bestimmten
Fallgruppen) regelméafig den Standpunkt vertritt, gemeldete Inhalte seien nicht rechtswidrig und miissten daher
nicht entfernt oder gesperrt werden.
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Zustindig ist gemdl Satz 2 das Gericht, das gemdfl § 68 OWIiG iiber den Einspruch der oder des Betroffenen
gegen den Bufigeldbescheid entscheidet. Das ist das Amtsgericht, in dessen Bezirk die Verwaltungsbehorde ihren
Sitz hat.

Die Vorabentscheidung ist geméB Satz 3 von der Verwaltungsbehorde zu beantragen. Zuvor hat sie eine Stellung-
nahme des sozialen Netzwerks iiber die Rechtswidrigkeit einzuholen, die dem Antrag beizufiigen ist. In dem
Antrag ist der Sachverhalt, den das Gericht unter strafrechtlichen Gesichtspunkten priifen soll, umfassend darzu-
stellen.

Geméf Satz 4 ist die miindliche Verhandlung fakultativ. Das angerufene Gericht kann hieriiber nach Zweckma-
Bigkeitsgesichtspunkten entscheiden. Da das Gericht ausschlieBlich eine rechtliche Priifung des gemeldeten In-
halts durchfiihrt, kann es zu keiner Beweisaufnahme kommen, so dass eine miindliche Verhandlung nicht zwin-
gend geboten ist.

Da das Vorabentscheidungsverfahren eine eigenstidndige Entscheidung der Verwaltungsbehorde iiber die Rechts-
widrigkeit gerade verhindern soll, ist die gerichtliche Entscheidung gemaf Satz 5 bindend. Kommt das Gericht
zu dem Ergebnis, dass der gemeldete Inhalt nicht rechtswidrig ist, ist das BuBgeldverfahren somit zwingend ein-
zustellen. Andernfalls kann bei Vorliegen der weiteren Voraussetzungen ein Buigeldbescheid erlassen werden.

Eines gesonderten Rechtsbehelfs gegen die Vorabentscheidung bedarf es nicht. Wenn das soziale Netzwerk durch
die Vorabentscheidung beschwert ist, kann es den BuBigeldbescheid anfechten, in den die Vorabentscheidung
zwingend einflieft.

Zu § 5 (Inléindischer Zustellungsbevollmichtigter)

Eines der Hauptprobleme bei der Rechtsdurchsetzung in sozialen Netzwerken ist das Fehlen von verantwortlichen
Ansprechpartnern bei den Betreibern der sozialen Netzwerke fiir Justiz, Bugeldbehdrden und fiir Betroffene und
das Fehlen einer zustellungsfédhigen Adresse des Plattformbetreibers in Deutschland. Durch Satz 1 werden
Diensteanbieter von sozialen Netzwerken kiinftig gesetzlich verpflichtet, einen inldndischen Zustellungsbevoll-
miéchtigten in Deutschland vorzuhalten und in Zivilprozessen, die gegen sie gefiihrt werden, sowie in Bufigeld-
verfahren nach diesem Gesetz einschlieBlich des gerichtlichen Verfahrens unverziiglich zu benennen.

Die Vorschrift gilt fiir alle soziale Netzwerke unabhingig von ihrem Sitz im Inland oder im Ausland. Eine Be-
schrinkung auf soziale Netzwerke im Ausland, einen inlédndischen Zustellungsbevollmachtigen zu bestellen, wire
problematisch, weil damit auch EU-Ausldnder (etwa in Irland) erfasst werden. Darin ldge eine unzuléssige Be-
schriankung der Dienstleistungsfreiheit, weil inlédndische soziale Netzwerke nicht erfasst werden. Die Pflicht aus
Satz 1 trifft deswegen alle sozialen Netzwerke im In- und Ausland. Die bisher gegen soziale Netzwerke gefiihrten
Zivilprozesse haben gezeigt, dass die europdischen Zustellungsmechanismen (Einschreiben mit Riickschein in
Zivilverfahren) generell nicht ausreichen. Gerade wegen der erheblichen Meinungsmacht sozialer Netzwerke ist
es dringend erforderlich, insbesondere zur gerichtlichen Abwehr von strafrechtlich relevanten Falschnachrichten
eine schnelle und sichere Zustellungsvariante zur Verfiigung zu haben, um den Betroffenen ein schnelles rechtli-
ches Einschreiten zu ermdglichen. Ein Zustellungsbevollméchtigter im Heimatstaat des sozialen Netzwerks kann
eine sichere und ziigige Zustellung nicht in gleichem Maf3e gewihrleisten, selbst wenn per Einschreiben zugestellt
werden konnte.

Satz 2 erweitert die Pflicht der sozialen Netzwerke, einen inlédndischen Ansprechpartner zu benennen, auf Straf-
verfahren, die gegen die Nutzer sozialer Netzwerke gefiihrt werden. Fiir Auskunftsersuchen nach den §§ 14, 15
TMG, die die Bestands- und Nutzungsdaten der Verfasser strafrechtlich relevanter Inhalte zum Gegenstand haben,
haben die sozialen Netzwerke eine inldndische empfangsberechtigte Person zu benennen. Ziel der Regelung ist
es sicherzustellen, dass die sozialen Netzwerke sozusagen einen ,,Briefkasten” im Inland bereitstellen. Durch die
Benennung eines Ansprechpartners werden daher keine zusétzlichen Auskunftspflichten begriindet. Die Benen-
nung eines Ansprechpartners verbessert jedoch die Moglichkeiten einer freiwilligen unmittelbaren Kooperation
zwischen Strafverfolgungsbehorden und Providern. Weitere Verpflichtungen des sozialen Netzwerks oder recht-
liche Folgen kniipfen sich an die Benennung des Empfangsberechtigten nicht; insbesondere handelt es sich nicht
um einen Zustellungsbevollméchtigten im Sinne von § 132 Absatz 2 der Strafprozessordnung.
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Zu § 6 (Ubergangsvorschriften)
Zu Absatz 1

Die Vorschrift enthlt eine Ubergangsregelung fiir die Berichtspflicht. Um den sozialen Netzwerken Zeit fiir die
Anpassung an die Berichtspflicht zu geben, wird der erste Quartalsbericht erst fiir das zweite auf das Inkrafttreten
folgende Quartal fallig.

Zu Absatz 2

Die Vorschrift enthilt eine Ubergangsregelung fiir das Beschwerdemanagement (§ 3 Absatz 1 Satz 1) und das
Vorhalten eines nutzerfreundlichen Systems zur Ubermittlung von Beschwerden (§ 3 Absatz 1 Satz 2). Diese
Verfahren miissen drei Monate nach Inkrafttreten entsprechend den Anforderungen in § 3 Absatz 2 eingefiihrt
werden.

Zu Artikel 2 (Anderung des Telemediengesetzes)

Die Anderung erweitert die datenschutzrechtliche Erlaubnisnorm des Telemedienrechts, die nach geltendem
Recht einem zivilrechtlichen Auskunftsanspruch bei Personlichkeitsrechtsverletzungen oder bei der Verletzung
anderer absolut geschiitzter Rechte entgegenstehen kann. Nach der sogenannten ,,Arztebewertung 1“-Entschei-
dung des BGH vom 1. Juli 2014 (BGHZ 201, 380) ergibt sich namlich der Auskunftsanspruch des durch einen
auf eine Internet-Plattform eingestellten Beitrags in seinem allgemeinen Personlichkeitsrecht Verletzten bereits
aus allgemeinen zivilrechtlichen Grundsétzen, insbesondere gemél § 242 BGB. Auch kann dieser Anspruch nach
der Entscheidung im Einzelfall gegen einen anderen als den unmittelbaren Rechtsverletzer, hier den Dienstanbie-
ter, gerichtet sein. Der BGH sah sich jedoch an einer Verurteilung zur Auskunft dadurch gehindert, dass die da-
tenschutzrechtliche Erméchtigungsnorm des § 14 Absatz 2 TMG die Durchsetzung des allgemeinen Personlich-
keitsrechts als Herausgabezweck nicht erwédhnte und auch eine Analogie nicht moglich war. Ausdriicklich verwies
der BGH drauf, dass es hierzu einer gesetzgeberischen Entscheidung durch Ausweitung des § 14 Absatz 2 TMG
bediirfe. Diese Ausweitung wird durch die Anderung des Telemediengesetzes in Artikel 2 umgesetzt.

Diese Forderung war bereits im Rechtsetzungsverfahren zum 2. TMG-Anderungsgesetz erstmals vom Bundesrat
in seiner Stellungnahme vom 8. November 2015 erhoben worden. In ihrer GegenduBerung fiihrte die Bundesre-
gierung hierzu seinerzeit aus:

,Aus Sicht der Bundesregierung bestehen grundsitzlich keine Einwénde dagegen, die Auskunftserteilung auf
weitere Félle zu erweitern. Denkbar wire dabei eine Erweiterung nicht nur im Hinblick auf die Verletzung von
Personlichkeitsrechten, sondern auf alle sonstigen absoluten Rechte. Die konkrete Reichweitenbestimmung be-
darf weiterer Priifung. Die Bundesregierung verweist dariiber hinaus auf die anstehende Verabschiedung der
neuen EU-Datenschutz-Grundverordnung und die Schlussfolgerungen, die zu gegebener Zeit auf ihrer Grundlage
hinsichtlich aller in Deutschland bestehenden Datenschutzvorschriften zu ziehen sein werden. Die geltende Fas-
sung von § 14 Absatz 2 TMG hat zur Folge, dass trotz Bestehens eines gesetzlichen Auskunftsanspruchs wegen
einer anonym begangenen Verletzung von Personlichkeitsrechten der Diensteanbieter nicht befugt ist, Daten zum
Zwecke der Auskunftserteilung zu verwenden. In diesem Fall hat der Datenschutz Vorrang; der gesetzliche Aus-
kunftsanspruch geht ins Leere. Die Ausfithrungen des Bundesrates sind insofern zutreffend.*

Eine Anderung der Sachlage wird nunmehr durch die anstehende Anpassung des Datenschutzrechts im TMG an
die Datenschutz-Grundverordnung eintreten. Mit der Authebung des bereichsspezifischen Telemediendatenschut-
zes werden fiir die Telemedien dann die Vorschriften der Datenschutz-Grundverordnung und des Bundesdaten-
schutzgesetzes gelten, dessen Anpassung sich in der parlamentarischen Beratung befindet (Bundestagsdrucksache
18/11325). Diensteanbieter werden dann nach § 24 Absatz | Nummer 2 BDSG n. F. zur Datenverarbeitung zum
Zwecke der Erfiillung von zivilrechtlichen Auskunftsanspriichen berechtigt sein:

,»,§ 24 Verarbeitung zu anderen Zwecken durch nichtoffentliche Stellen

[...] Die Verarbeitung personenbezogener Daten zu einem anderen Zweck als zu demjenigen, zu dem die Daten
erhoben wurden, durch nichtoffentliche Stellen ist zulédssig, wenn [...] sie zur Geltendmachung, Ausiibung oder
Verteidigung rechtlicher Anspriiche erforderlich ist, sofern nicht die Interessen der betroffenen Person an dem
Ausschluss der Verarbeitung iiberwiegen.*
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Diese kiinftige Rechtslage nimmt die in Artikel 2 vorgesehene Anderung des Telemediengesetzes in modifizierter
Form vorweg und eréffnet bereits mit Inkrafttreten dieses Gesetzes einen durchsetzbaren Auskunftsanspruch des
Opfers gegeniiber sozialen Netzwerken bei Personlichkeitsrechtsverletzungen und Verletzungen anderer absolut
geschiitzter Rechte.

Zu Artikel 3 (Inkrafttreten)

Die Vorschrift enthilt die Regelung tiber das Inkrafttreten dieses Gesetzes.

Satz: Salzwelss com Print, Web, Software GmbH, Mainzer Strale 116, 66121 Saarbrucken www.satzweiss.com
de

uck: P 1 Heimsheim,
Vertrieb: Bundesanzeiger Verlag GmbH Postfach 10 05 34 50445 Kéln, Te\elon (02 21) 97 66 83 40 Fax (02 21) 97 66 83 44, www.betrifft-gesetze.de
ISSN 0722-8333

246

hittps://del.org/10.5771/9783748800477 - am 19.01.2026, 00:16:53. https://www.Inllbra.com/defagh - Open Access - ITEEE


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Gesetzesentwurf der Bundesregierung — BT-Drucks. 18/12727 v. 14.06.2017
Gesetzesentwurf der Bundesregierung — BT-Drucks. 18/12727 v. 14.06.2017

Deutscher Bundestag Drucksache 18/12727

18. Wahlperiode 14.06.2017

Gesetzentwurf

der Bundesregierung

Entwurf eines Gesetzes zur Verbesserung der Rechtsdurchsetzung
in sozialen Netzwerken

(Netzwerkdurchsetzungsgesetz — NetzDG)

A. Problem und Ziel

Gegenwirtig ist eine massive Verdnderung des gesellschaftlichen Diskurses im
Netz und insbesondere in den sozialen Netzwerken festzustellen. Die Debatten-
kultur im Netz ist oft aggressiv, verletzend und nicht selten hasserfiillt. Durch
Hasskriminalitdt und andere strafbare Inhalte kann jede und jeder aufgrund der
Meinung, Hautfarbe oder Herkunft, der Religion, des Geschlechts oder der Sexu-
alitat diffamiert werden. Hasskriminalitdt und andere strafbare Inhalte, die nicht
effektiv bekampft und verfolgt werden konnen, bergen eine grofle Gefahr fiir das
friedliche Zusammenleben einer freien, offenen und demokratischen Gesell-
schaft. Nach den Erfahrungen im US-Wahlkampf hat iiberdies auch in der Bun-
desrepublik Deutschland die Bekédmpfung von strafbaren Falschnachrichten
(,,Fake News®) in sozialen Netzwerken hohe Prioritit gewonnen. Es bedarf daher
einer Verbesserung der Rechtsdurchsetzung in sozialen Netzwerken, um objektiv
strafbare Inhalte wie etwa Volksverhetzung, Beleidigung, Verleumdung oder St6-
rung des 6ffentlichen Friedens durch Vortiduschen von Straftaten unverziiglich zu
entfernen.

Die zunehmende Verbreitung von Hasskriminalitét und anderen strafbaren Inhal-
ten vor allem in sozialen Netzwerken wie Facebook, YouTube und Twitter hat
das Bundesministerium der Justiz und fiir Verbraucherschutz bereits im Jahr 2015
veranlasst, eine Task Force mit den Betreibern der Netzwerke und Vertretern der
Zivilgesellschaft ins Leben zu rufen. Die in der Task Force vertretenen Unterneh-
men haben zugesagt, den Umgang mit Hinweisen auf Hasskriminalitit und andere
strafbare Inhalte auf ihren Seiten zu verbessen. Die Unternehmen haben sich ver-
pflichtet, anwenderfreundliche Mechanismen zur Meldung kritischer Beitrige
einzurichten und die Mehrzahl der gemeldeten Beitrdge mit sprachlich und juris-
tisch qualifizierten Teams innerhalb von 24 Stunden zu priifen und zu l6schen,
falls diese rechtswidrig sind. Mafstab der Priifung ist deutsches Recht.

Die Selbstverpflichtungen der Unternehmen haben zu ersten Verbesserungen ge-
fiihrt. Diese reichen aber noch nicht aus. Noch immer werden zu wenige strafbare
Inhalte geloscht. Ein von jugendschutz.net durchgefiihrtes Monitoring der Lsch-
praxis sozialer Netzwerke vom Januar/Februar 2017 hat ergeben, dass die Be-
schwerden von Nutzerinnen und Nutzern gegen Hasskriminalitit und andere straf-
bare Inhalte nach wie vor nicht unverziiglich und ausreichend bearbeitet werden.
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Zwar werden bei YouTube mittlerweile in 90 Prozent der Fille strafbare Inhalte
geloscht. Facebook hingegen loschte nur in 39 Prozent der Fille, Twitter nur in
1 Prozent der Fille.

Die Anbieter der sozialen Netzwerke haben eine Verantwortung, der sie gerecht
werden miissen. Angesichts der Tatsache, dass das bisherige Instrumentarium und
die zugesagten Selbstverpflichtungen der sozialen Netzwerke nicht ausreichend
wirken und es erhebliche Probleme bei der Durchsetzung des geltenden Rechts
gibt, bedarf es der Einfithrung von buBigeldbewehrten Compliance-Regeln fiir so-
ziale Netzwerke, um effektiv und unverziiglich gegen Hasskriminalitét und an-
dere strafbare Inhalte im Netz vorgehen zu konnen.

B. Losung

Um die sozialen Netzwerke zu einer ziigigeren und umfassenderen Bearbeitung
von Beschwerden insbesondere von Nutzerinnen und Nutzern iiber Hasskrimina-
litdt und andere strafbare Inhalte anzuhalten, werden durch den Entwurf gesetzli-
che Compliance-Regeln fiir soziale Netzwerke eingefiihrt. Vorgesehen sind eine
gesetzliche Berichtspflicht fiir soziale Netzwerke iiber den Umgang mit Hasskri-
minalitdt und anderen strafbaren Inhalten, ein wirksames Beschwerdemanage-
ment sowie die Benennung eines inléndischen Zustellungsbevollméchtigten. Ver-
stofe gegen diese Pflichten konnen mit Bu3geldern gegen das Unternehmen und
die Aufsichtspflichtigen geahndet werden. AuBlerdem wird es Opfern von Person-
lichkeitsrechtsverletzungen im Netz ermdoglicht, aufgrund gerichtlicher Anord-
nung die Bestandsdaten der Verletzer von Diensteanbietern zu erhalten.

C. Alternativen

Keine.

D. Haushaltsausgaben ohne Erfiillungsaufwand

Keine.

E. Erfiillungsaufwand

E.1 Erfullungsaufwand fiir Birgerinnen und Blrger

Keiner.

E.2 Erfullungsaufwand fiir die Wirtschaft

Der Entwurf fiihrt neun neue Informationspflichten fiir soziale Netzwerke ein, die
in einem vierteljéhrlich zu erstellenden Bericht zu erfiillen sind. Die Schitzung
des damit verbundenen Erfuillungsaufwands ist naturgemd mit Unsicherheiten
verbunden. Der auf jeden Bericht entfallende Erfiillungsaufwand einschlieSlich
der Entgelte fiir die Verdffentlichung im Bundesanzeiger wird auf 50 000 Euro
geschitzt. Hierbei wird auch beriicksichtigt, dass die Berichte thematisch auf die
Bekdmpfung von Hasskriminalitdt und anderen strafbaren Inhalten im Sinne die-
ses Entwurfs beschrénkt sind.
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Wegen des Schwellenwertes in § 1 Absatz 2 (zwei Millionen Nutzerinnen und
Nutzer im Inland) werden hochstens zehn soziale Netzwerke berichtspflichtig
werden. Der gesamte Erfiillungsaufwand fiir die Berichtspflicht ist daher auf
2 Millionen Euro jahrlich zu schétzen.

Die Schitzung des Erfiillungsaufwands fiir die Pflicht zur Vorhaltung eines wirk-
samen Beschwerdesystems ist ebenfalls mit Unsicherheiten verbunden. Unter Be-
riicksichtigung aller relevanten Umsténde ergibt sich ein jéhrlicher Erfiillungsauf-
wand in Hohe von 25 Millionen Euro fiir die Pflicht zur Vorhaltung eines wirk-
samen Beschwerdemanagements.

SchlieBlich wird der Erfullungsaufwand der Pflicht, einen inldndischen Zustel-
lungsbevollmédchtigten fiir jeden Zivilprozess und jedes Bufigeldverfahren nach
diesem Gesetz zu benennen, auf eine Million Euro jahrlich geschitzt.

Der Erfiillungsaufwand fiir den durch die Anderung in Artikel 2 durchsetzbar ge-
machten Auskunftsanspruch gegen simtliche Diensteanbieter nach dem Tele-
mediengesetz wird auf eine Million Euro jéhrlich geschitzt.

Der Entwurf verursacht fiir die sozialen Netzwerke mithin insgesamt einen Erfiil-
lungsaufwand in Hohe von 28 Millionen Euro jahrlich, zusitzlich fiir simtliche
Diensteanbieter nach dem Telemediengesetz einen Erfiillungsaufwand in Hohe
von einer Million Euro jéhrlich. Dieser jahrliche Erfullungsaufwand unterliegt der
,,One in, one out*-Regel der Bundesregierung. Die Kompensation erfolgt durch
Teile des Anteils des Bundesministeriums der Justiz und fiir Verbraucherschutz
an den Entlastungen aus dem Gesetz zur Entlastung insbesondere der mittelstén-
dischen Wirtschaft von Biirokratie (Biirokratieentlastungsgesetz).

Davon Birokratiekosten aus Informationspflichten
2 Millionen Euro jahrlich.

E.3 Erfiilllungsaufwand der Verwaltung
Der Entwurf fiihrt zu Erfillungsaufwand beim Bund.

Fiir die Bundesverwaltung entstehen durch die im Gesetz vorgesehene Funktion
des Bundesamtes fiir Justiz als Verfolgungsbehorde fiir Verstole gegen die Be-
richtspflicht nach § 2 und gegen das in § 3 vorgegebene Beschwerdemanagement
sozialer Netzwerke Kosten von rund 4 Millionen Euro jéhrlich und einmalige
Aufwendungen in Héhe von circa 350 000 Euro.

Die sozialen Netzwerke werden durch § 2 verpflichtet, vierteljahrlich einen Be-
richt iber den Umgang mit Hasskriminalitit und anderen strafbaren Inhalten in
sozialen Netzwerken herauszugeben. Vom Entwurf sind primér drei soziale Netz-
werke betroffen, bei weiteren sieben Netzwerken ist eine Einbeziehung denkbar.
Insgesamt geht es also jahrlich um hochstens 40 Berichte, die Gegenstand eines
BuBigeldverfahrens sein konnten. Da diese Berichte mit hoher Aufmerksamkeit
aufgenommen werden, sind rund 500 Beschwerden gegen die Berichte denkbar.
Auf der anderen Seite ist zu erwarten, dass die sozialen Netzwerke ihrer Berichts-
pflicht rechtzeitig und richtig nachkommen werden, so dass sich der Kontrollauf-
wand in Grenzen hélt. Daher werden pro Jahr voraussichtlich nicht mehr als 20
Bufgeldverfahren erwachsen.

Daneben werden die sozialen Netzwerke durch § 3 verpflichtet, ein wirksames
und effizientes Beschwerdemanagement vorzuhalten. Insbesondere werden sie
verpflichtet, einen offensichtlich rechtswidrigen Inhalt innerhalb von 24 Stunden
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nach Eingang der Beschwerde zu 16schen. Verstoe gegen diese Pflicht konnen
mit einem BuBigeld geahndet werden. In diesem Bereich ist mit einer erheblichen
Zahl von Anzeigen an das Bundesamt fiir Justiz zu rechnen. Bei den sozialen
Netzwerken gehen schitzungsweise jahrlich mindestens 500 000 Beschwerden
aus der Bundesrepublik Deutschland wegen Hasskriminalitdt und anderen straf-
baren Inhalten ein. Geldscht oder gesperrt wird jedoch nur ein Bruchteil dessen.
Zahlreiche Nutzer, die vermeintliche Hasskriminalitit oder andere strafbare In-
halte gemeldet haben, konnten sich daher veranlasst sehen, ihre erfolglose Be-
schwerde dem Bundesamt fiir Justiz zuzuleiten. Geschitzt wird, dass dies in
5 Prozent aller erfolglosen Beschwerden, also in rund 25 000 Féllen geschieht. Da
diese Anzeigen aber zum grofen Teil unbegriindet sein werden, kann mit einem
jéhrlichen Verfahrensaufkommen von 500 Buf3geldverfahren im Bereich des Be-
schwerdemanagements gerechnet werden.

Nach einer Schitzung des Bundesamtes fiir Justiz ergeben sich durch die durch
den Entwurf eingefiihrte Funktion als Verfolgungsbehérde zusitzliche jahrliche
Personalkosten fiir die Registrierung und Priifung der Anzeigen, die Fithrung der
Bufigeldverfahren einschlieflich der Rechtsmittelverfahren, die Fach- und
Rechtsaufsicht, Fithrungs- und Leitungsaufgaben, Zwangsvollstreckung und
Rechnungswesen. Hinzu kommt Personal fiir den IT-Betrieb. Die Personalkosten
setzen sich wie folgt zusammen:

Stellen sf:l:z?}?iz:lkosi‘cel?kj:stsct::::ﬁ';:;leeil:é) Personalkosten gesamt (€)
Als 1 125 158,19 125158
Al4 7 112 523,69 787 666
A 13gD 2,5 103 647,49 259 186
Al2 20 9527387 1905 477
A8 85 7223377 613 987
A 6e 0,5 65 318,00 32659
Summe 39,5 3724134

Weiterer Erfiillungsaufwand wird durch notwendige Schulungen und Betreuun-
gen der Bearbeiterinnen und Bearbeiter, Ubersetzungen fiir fremdsprachige In-
halte, die als rechtswidrig gemeldet werden und durch das in § 3 Absatz 5 vorge-
sehene Monitoring durch eine externe Stelle verursacht. Die Gesamtkosten wer-
den auf 300 000 Euro jahrlich geschitzt. Fiir IT-Aufwénde fallen einmalige Sach-
kosten in Hohe von rund 350 000 Euro und jéhrliche Kosten in Héhe von 25 000
Euro an.

Mehrbedarf an Sach- und Personalmitteln beim Bund soll finanziell und stellen-
miBig im Einzelplan 07 ausgeglichen werden. Uber Einzelheiten zur Deckung des
Mehrbedarfs wird im Rahmen kommender Haushaltsaufstellungsverfahren zu
entscheiden sein.

F. Weitere Kosten

Geringe Mehrkosten fiir die Justiz der Lander ergeben sich zum einen aus der in
§ 4 Absatz 5 vorgesehenen Verpflichtung des Bundesamtes fiir Justiz, eine Vor-
abentscheidung iiber die Rechtswidrigkeit beim zustindigen Gericht einzuholen.
Dieses Aufkommen wird auf weniger als 100 Fille im Jahr geschitzt. Zum ande-
ren werden die Gerichte der Lander mit zusétzlichen gerichtlichen Verfahren nach
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dem Ordnungswidrigkeitengesetz und zur Durchsetzung von Auskunftsansprii-
chen befasst. Hier ist von 300 Verfahren im Jahr auszugehen. Der insgesamt er-
forderliche Erfiillungsaufwand wird auf 300 000 Euro im Jahr geschtzt.

Auswirkungen auf das Preisniveau, insbesondere auf das Verbraucherpreisni-
veau, sind nicht zu erwarten.
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BUNDESREPUBLIK DEUTSCHLAND Berlin, 14. Juni 2017
DiE BUNDESKANZLERIN

An den

Prasidenten des

Deutschen Bundestages

Herrn Prof. Dr. Norbert Lammert
Platz der Republik 1

11011 Berlin

Sehr geehrter Herr Prasident,
hiermit Gbersende ich den von der Bundesregierung beschlossenen

Entwurf eines Gesetzes zur Verbesserung der Rechtsdurchsetzung
in sozialen Netzwerken
(Netzwerkdurchsetzungsgesetz — NetzDG)

mit Begriindung und Vorblatt (Anlage 1).
Ich bitte, die Beschlussfassung des Deutschen Bundestages herbeizufiihren.
Federfiihrend ist das Bundesministerium der Justiz und fir Verbraucherschutz.

Die Stellungnahme des Nationalen Normenkontrollrates gemaR § 6 Absatz 1 NKRG ist
als Anlage 2 beigefugt.

Die Stellungnahme der Bundesregierung zur Stellungnahme des Nationalen Normen-
kontrollrates ist als Anlage 3 beigefligt.

Der Bundesrat hat in seiner 958. Sitzung am 2. Juni 2017 gemaR Artikel 76 Absatz 2
des Grundgesetzes beschlossen, zu dem Gesetzentwurf wie aus Anlage 4 ersichtlich

Stellung zu nehmen.

Die Auffassung der Bundesregierung zu der Stellungnahme des Bundesrates ist in der
als Anlage 5 beigefligten GegenauRerung dargelegt.

Mit freundlichen GriRen

Dr. Angela Merkel
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Anlage 1

Entwurf eines Gesetzes zur Verbesserung der Rechtsdurchsetzung
in sozialen Netzwerken

(Netzwerkdurchsetzungsgesetz — NetzDG)

Der Text des Gesetzentwurfs und der Begriindung ist gleich lautend mit der
Bundestagsdrucksache 18/12356.
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Anlage 2

Stellungnahme des Nationalen Normenkontrollrates gem. § 6 Absatz 1 NKRG

Entwurf eines Gesetzes zur Verbesserung der Rechtsdurchsetzung in sozialen
Netzwerken (NKR-Nummer 4137, BMJV)

Der Nationale Normenkontrollrat hat den Entwurf des oben genannten Regelungsvorhabens
gepruft.

l. Zusammenfassung

Birgerinnen und Blrger Keine Auswirkungen

Wirtschaft
Jahrlicher Erfullungsaufwand: rund 29 Mio. Euro

davon aus Informationspflichten rund 2 Mio. Euro
(Quartalsberichte):

Verwaltung (Bund)

Bund
Jahrlicher Erfullungsaufwand: rund 4 Mio. Euro
Einmaliger Erfiillungsaufwand: rund 350.000 Euro

Weitere Kosten (Gerichte) rund 300.000 Euro

‘One in one out'-Regel Im Sinne der ,One in one out'-Regel der Bundesregierung
stellt der jahrliche Erfillungsaufwand der Wirtschaft in die-
sem Regelungsvorhaben ein ,In“ von rund 29 Mio. Euro
dar. Die Kompensation erfolgt aus dem Anteil des BMJV
an dem Blrokratieentlastungsgesetz.

Evaluierung Das Gesetz wird spatestens drei Jahre nach Inkrafttreten
evaluiert. Dabei wird die Bundesregierung in fachlich geeig-
neter Weise priifen, ob und inwieweit die beabsichtigten Wir-
kungen auf die sozialen Netzwerke mit Blick auf ihnren Um-
gang mit Beschwerden uber Hasskriminalitdt und andere
strafbare Inhalte erreicht worden sind. Die Bundesregierung
wird ferner untersuchen, wie sich der Erfillungsaufwand fiir
Wirtschaft und Verwaltung entwickelt hat und ob die Ent-
wicklung in einem angemessenen Verhéltnis zu den festge-
stellten Regelungswirkungen steht. Die Evaluierung wird die
Frage nach unbeabsichtigten Nebenwirkungen sowie nach
der Akzeptanz und Praktikabilitat der Regelungen einschlie-
Ren.
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Mit dem Regelungsvorhaben soll u.a. die bisher eigenverantwortliche Bekampfung von Hasskrimi-
nalitat durch die Netzwerkbetreiber (Beschwerdemanagement) gesetzlichen Vorgaben unterworfen
werden. Diese Vorgaben erzeugen den groRten Anteil des Erflllungsaufwands fur die Wirtschaft.

Um dessen Hoéhe ermitteln zu kénnen, hat das Ressort die drei groRten Marktteilnehmer (google,
facebook, Twitter) um Auskunft (iber ihren bisherigen Aufwand gebeten, jedoch nur ,unbefriedi-
gende Antworten” erhalten. Tatsachlich sind ihm ,die Kosten, die die sozialen Netzwerke fiir die
bereits vorhandenen Beschwerdesysteme aufwenden, nicht bekannt®. Das BMJV hat geschétzt,
dass diese Kosten 50 Millionen Euro betragen und sich durch die neuen Vorgaben um 50 Prozent
erhéhen werden. Eine Begriindung flir diese Ansétze enthalt der Regelungsentwurf allerdings nicht.
Daher ist die Darstellung des Erflllungsaufwands insoweit nicht nachvollziehbar.

Ebenfalls ohne Begriindung und daher nicht nachvollziehbar ist die Schéatzung des Erfiillungsauf-
wands flr den neuen Auskunftsanspruch bei Verletzung von Persénlichkeitsrechten. Ebenso wie
flr den Zustellungsbevollmachtigten, hatten hierbei Fallzahlen zu Grunde gelegt werden mussen.

Zwar hat das Ressort den Entwurf auf Empfehlung des Nationalen Normenkontrollrats (NKR) um
eine urspriinglich nicht vorgesehene Evaluierungsklausel erweitert, die den Erfiillungsaufwand ein-
schlielt. Jedoch wird das Ziel, bereits im Zeitpunkt der Entscheidung ein realitatsnahes Bild der zu
erwartenden Belastungen zu geben, nicht erreicht.

1. Im Einzelnen

Das Bundesministerium der Justiz und fiir Verbraucherschutz (BMJV) will der Hasskriminalitat
und anderen strafbaren Inhalten einschlieBlich sogenannter Fake News in sozialen Netzwer-
ken entgegenwirken. Eine Selbstverpflichtung der Netzwerkbetreiber (2015) hat sich hierfiir
als nicht ausreichend erwiesen. Zwar werden nach Feststellung des Ressorts z.B. bei Y-
ouTube mittlerweile in 90 Prozent der Falle strafbare Inhalte geldscht. Facebook hingegen
l6schte bisher in nur 39 Prozent, Twitter in nur einem Prozent (Januar 2017). Mit dem Rege-
lungsvorhaben sollen daher gesetzliche Compliance-Regeln fiir soziale Netzwerke = zwei Mil-
lionen Nutzer (Inland) eingefiihrt werden. Vorgesehen sind

e eine vierteljahrliche Berichtspflicht Gber den Umgang mit Hasskriminalitat und anderen
strafbaren Inhalten,

e ein wirksames Beschwerdemanagement,
e die Benennung eines inlandischen Zustellungsbevollméachtigten

e bei der Verletzung von Persénlichkeitsrechten: ein Anspruch des Verletzten gegen den
Netzwerkbetreiber auf Auskunft (ber die Bestandsdaten des Verletzers.

VerstoRe gegen die neuen gesetzlichen Pflichten sollen mit BuRgeldern gegen das Unterneh-
men und die Aufsichtspflichtigen geahndet werden kénnen.

1.1, Erfillungsaufwand

Far Burgerinnen und Birger ruft das Regelungsvorhaben keinen Erfiillungsaufwand hervor.

Wirtschaft

Das Ressort geht davon aus, dass zehn soziale Netzwerke den Schwellenwert von zwei Mil-
lionen inlandischen Nutzern erreichen. Diesen zehn Wirtschaftsbeteiligten entsteht jahrlicher
Erfullungsaufwand, den das BMJV auf 29 Millionen Euro schatzt:
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e Vierteljahrliche Berichte auf eigener Homepage und im Bundesanzeiger
10 Unternehmen x 4 Quartale x 50 000 Euro/Bericht = 2 Millionen Euro p.a.

Fur die Kostenhdhe/Bericht (50 000 Euro) geht das BMJV davon aus, dass die Netzwerk-
betreiber die Mehrzahl der geforderten Angaben bereits intern erheben, so dass diese
Informationspflichten keinen erheblichen Mehraufwand auslésen. Ferner davon, dass die
Unternehmen die geforderten Angaben teilweise bereits in sogenannten Transparenzbe-
richten verdffentlichen. Daher werde durch mit dem Regelungsvorhaben in erster Linie
ein zusatzlicher Prifungs- und Kontrollaufwand fiir das intern vorhandene Zahlenwerk
ausgeldst.

e Wirksames Beschwerdemanagement

Dem Ressort ist nicht bekannt, in welcher Hohe den Netzwerkbetreibern bisher Kosten
fur Beschwerdesysteme entstanden sind. Jedoch schéatzt das BMJV diese Kosten auf
jahrlich 50 Millionen Euro und geht zugleich davon aus, dass mit dem Regelungsvorha-
ben eine Kostensteigerung um 50 Prozent verbunden ist. Auf diesem Weg kommt das
Ressort zu der Annahme eines zusatzlichen Erflllungsaufwands fir die Wirtschaft von
25 Millionen Euro jahrlich.

e  Zustellungsbevollméachtigter

Die Bestellung eines inlandischen Zustellungsbevollméchtigten fiir jedes BuRgeldverfah-
ren und jeden Zivilprozess verursacht nach Einschatzung des BMJV Erfiillungsaufwand
von einer Million Euro jahrlich.

e Auskunftsanspruch

Ebenfalls auf eine Million Euro jahrlich schatzt das Ressort den Erfiillungsaufwand fiir
den neuen Auskunftsanspruch bei Verletzung von Personlichkeitsrechten.

Verwaltung (Bund)

VerstoRe gegen die Pflicht zur Berichterstattung bzw. zum Betrieb eines Beschwerdemana-
gements sollen kiinftig mit GeldbuBen von bis zu finf Millionen Euro geahndet werden kon-
nen. Verfolgungsbehorde ist das Bundesamt fiir Justiz (BfJ), dem zugleich die praventive
Uberwachung des Beschwerdemanagements (ibertragen wird. Den Erfiillungsaufwand des
BfJ hat das Ressort mit rund 4 Millionen Euro (jahrlich) sowie mit rund 350.000 Euro (einmalig)
nachvollziehbar dargestellt.

I.2.  Weitere Kosten (Lander)

Weitere Kosten, die das BMJV auf jahrlich 300.000 Euro schétzt, entstehen auf der Landes-
ebene durch richterliche Entscheidungen uber die Rechtswidrigkeit von Netzwerkinhalten so-
wie Uber BuRgeldbescheide und tiber den neuen Auskunftsanspruch bei Verletzung von Per-
sonlichkeitsrechten.

1.3. ,One in one Out-Regel

Im Sinne der ,One in one out'-Regel der Bundesregierung stellt der jahrliche Erflllungsauf-
wand der Wirtschaft in diesem Regelungsvorhaben ein ,In“ von rund 29 Millionen Euro dar.
Die Kompensation soll aus dem Anteil des BMJV am Blrokratieentlastungsgesetz erfolgen.

1.4 Evaluierung

Das Gesetz wird spatestens drei Jahre nach Inkrafttreten evaluiert. Dabei wird die Bundesre-
gierung in fachlich geeigneter Weise priifen, ob und inwieweit die beabsichtigten Wirkungen
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auf die sozialen Netzwerke mit Blick auf ihnren Umgang mit Beschwerden tber Hasskriminali-
tat und andere strafbare Inhalte erreicht worden sind. Die Bundesregierung wird ferner unter-
suchen, wie sich der Erflllungsaufwand fir Wirtschaft und Verwaltung entwickelt hat und ob
die Entwicklung in einem angemessenen Verhaltnis zu den festgestellten Regelungswirkun-
gen steht. Die Evaluierung wird die Frage nach unbeabsichtigten Nebenwirkungen sowie
nach der Akzeptanz und Praktikabilitat der Regelungen einschlielen.

. Votum

Mit dem Regelungsvorhaben soll u.a. die bisher eigenverantwortliche Bekdmpfung von Hass-
kriminalitat durch die Netzwerkbetreiber (Beschwerdemanagement) gesetzlichen Vorgaben
unterworfen werden. Diese Vorgaben erzeugen den gréften Anteil des Erfiillungsaufwands
fir die Wirtschaft.

Um dessen Hoéhe ermitteln zu kénnen, hat das Ressort die drei groRten Marktteilnehmer
(google, facebook, Twitter) um Auskunft tiber ihren bisherigen Aufwand gebeten, dabei jedoch
nur ,unbefriedigende Antworten* erhalten. Tatsachlich sind ihm ,die Kosten, die die sozialen
Netzwerke fiir die bereits vorhandenen Beschwerdesysteme aufwenden, nicht bekannt®. Das
BMJV hat geschétzt, dass diese Kosten 50 Millionen Euro betragen und sich durch die neuen
Vorgaben um 50 Prozent erhéhen werden. Eine Begriindung fir diese Anséatze enthélt der
Regelungsentwurf allerdings nicht. Daher ist die Darstellung des Erfiillungsaufwands insoweit
nicht nachvollziehbar.

Ebenfalls ohne Begriindung und daher nicht nachvollziehbar ist die Schatzung des Erfiillungs-
aufwands flir den neuen Auskunftsanspruch bei Verletzung von Personlichkeitsrechten.
Ebenso wie fiir den Zustellungsbevollmachtigten, hatten hierbei Fallzahlen zu Grunde gelegt
werden missen.

Zwar hat das Ressort den Entwurf auf Empfehlung des Nationalen Normenkontrollrats (NKR)
um eine urspriinglich nicht vorgesehene Evaluierungsklausel erweitert, die den Erfullungsauf-
wand einschlie3t. Jedoch wird das Ziel, bereits im Zeitpunkt der Entscheidung ein realitats-
nahes Bild der zu erwartenden Belastungen zu geben, nicht erreicht.

Dr. Ludewig Dr. Holtschneider

Vorsitzender Berichterstatter
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Anlage 3

Stellungnahme der Bundesregierung zu der Stellungnahme des Nationalen Normenkontrollrates

Die Bundesregierung nimmt zu der Stellungnahme des Nationalen Normenkontrollrates wie folgt Stellung:

Der Nationale Normenkontrollrat hat in seiner Stellungnahme zu dem oben genannten Gesetzentwurf kritisiert,
es fehlten die Darstellung der Schétzgrundlagen fiir den Erfiillungsaufwand im Bereich des Beschwerdemanage-
ments der sozialen Netzwerke, des Zustellungsbevollmichtigten sowie des Auskunftsanspruchs bei der Verlet-
zung von Persénlichkeitsrechten.

Die Bundesregierung hlt nach nochmaliger Priifung an der von ihr dargestellten Hohe des Erfiillungsaufwands
fiir die Wirtschaft fest. Die Kosten, die die sozialen Netzwerke fiir ihre bereits vorhandenen Beschwerdesysteme
aufwenden, sind nicht bekannt. Um hier Transparenz herzustellen, sicht § 2 Absatz 2 Nummer 4 NetzDG gerade
vor, dass soziale Netzwerke vierteljéhrlich iiber Organisation, personelle Ausstattung, fachliche und sprachliche
Kompetenz der fiir die Bearbeitung von Beschwerden zustindigen Arbeitseinheiten und Schulung und Betreuung
der fiir die Bearbeitung von Beschwerden zusténdigen Personen berichten. Erst wenn diese Angaben gemacht
werden, sind belastbare Schitzgrundlagen fiir die von den sozialen Netzwerken aufgewandten Kosten fiir die
Beschwerdesysteme vorhanden.

Die Schitzung des Erfiillungsaufwands fiir von den sozialen Netzwerken zu benennenden Zustellungsbevoll-
michtigten beruht auf hinreichenden Grundlagen. Der Zustellungsbevollméchtigte kann zum einen in allen nach
diesem Gesetz entstehenden Bufigeldverfahren benannt werden. Diese Zahl wird in dem Gesetzentwurf — vom
Nationalen Normenkontrollrat unbeanstandet — auf 520 Verfahren jéhrlich geschétzt. Hinzu kommt eine Anzahl
von Zivilprozessen, die kiinftig gegen soziale Netzwerke gefiihrt werden, die sich in dhnlicher Groenordnung
bewegen diirfte. Eine genauere Schitzung ist nicht moglich, da eine Statistik iiber die Anzahl der bisher gegen
soziale Netzwerke gefiihrten Prozesse nicht vorliegt.

Die Schitzung des Erfiillungsaufwands der sozialen Netzwerke fiir den kiinftig durchsetzbaren Auskunftsan-
spruch lésst sich nicht verlédsslich mit Fallzahlen unterlegen. Mit der vorgeschlagenen Erginzung des § 14 Ab-
satz 2 des Telemediengesetzes wird lediglich die Befugnis der Diensteanbieter geschaffen, personenbezogene
Daten der Nutzer fiir Zwecke der Auskunftserteilung zu verarbeiten, die aufgrund von anderen gesetzlichen
Grundlagen bestehen, § 14 Absatz 2 des Telemediengesetzes enthilt keinen eigenstdndigen Anspruch auf Aus-
kunftserteilung. In wie vielen Fillen der in einem absolut geschiitzten Recht Verletzte kiinftig gegeniiber dem
Diensteanbieter Auskunft tiber die Bestandsdaten des Verletzers anfordert, kann nicht beziffert werden, da die
Zahl der Personlichkeitsverletzungen in sozialen Netzwerken statistisch nicht erhoben wird.
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Anlage 4

Stellungnahme des Bundesrates

Der Bundesrat hat in seiner 958. Sitzung am 2. Juni 2017 beschlossen, zu dem Gesetzentwurf gemaf Artikel 76
Absatz 2 des Grundgesetzes wie folgt Stellung zu nehmen:

1. Zum Gesetzentwurf insgesamt (Erfiillungsaufwand)

Der Bundesrat bittet, die Schitzung des Erfiillungsaufwandes des Gesetzes im weiteren Verlauf des Ge-
setzgebungsverfahrens zu tiberpriifen.

Begriindung:

Die Begriindung des Gesetzentwurfs geht davon aus, dass der Justiz der Lander durch das NetzDG ein insgesamt
erforderlicher Erfiillungsaufwand in Héhe von 300 000 Euro im Jahr entsteht.

Diese Schitzung erscheint nur schwer nachvollziehbar. In der Begriindung des Gesetzentwurfs ist ausgefiihrt,
dass bei den sozialen Netzwerken jahrlich mindestens 500 000 Beschwerden wegen Hasskriminalitéit eingehen,
wovon schitzungsweise 25 000 Beschwerden an das Bundesamt weitergegeben werden. Bei diesen 25 000 Be-
schwerden soll es lediglich in 500 Fillen zu Buigeldverfahren kommen, weil die {ibrigen Anzeigen unbegriindet
sein sollen. Hieraus sollen 300 gerichtliche Verfahren nach dem OWiG pro Jahr resultieren. Worauf diese Schit-
zungen beruhen, erschlieBt sich nicht. Ebenso ist anhand der Begriindung des Gesetzentwurfs nicht nachvollzieh-
bar, warum es lediglich in weniger als 100 Fillen zu einem gerichtlichen Vorabentscheidungsverfahren kommen
soll.

Zudem diirften die betroffenen Verfahren auch aus qualitativen Griinden mit erheblichem Arbeitsaufwand fiir die
Gerichte der Lander einhergehen. Hasskriminalitit und strafbare Falschnachrichten in den reichweitenstarken so-
zialen Netzwerken kénnen nur durch die Verhdngung empfindlicher BuBigelder bekdmpft werden, die nach dem
Gesetzentwurf bis zu 50 Millionen Euro betragen konnen. Angesichts der hohen Komplexitit der betroffenen
Rechtsmaterie ist davon auszugehen, dass eine gerichtliche Uberpriifung der verhingten BuBgelder erst im An-
schluss an eine detaillierte und arbeitsaufwindige Einzelfallpriifung erfolgen kann.

Der Bundesrat bittet daher, die in der Begriindung des Gesetzentwurfs zum Erfiillungsaufwand genannten Zahlen
im weiteren Gesetzgebungsverfahren zu tiberpriifen und den durch das beabsichtigte Gesetz entstehenden Erfiil-
lungsaufwand fiir die Lander korrekt abzuschétzen.

Zum Gesetzentwurf allgemein

2. Der Bundesrat stellt fest, dass die Zielsetzung des Gesetzentwurfs, fiir soziale Netzwerke und Anbieter von
Internetplattformen eine schnellere, umfassendere und wirkungsvollere Behandlung von berechtigten Be-
schwerden und Fillen von Hasskriminalitit, Falschinformationen und anderen strafbaren Inhalten sicher-
zustellen, eine hohe Prioritit und Dringlichkeit hat.

3. Der Bundesrat erkennt an, dass bei der effektiven Rechtsdurchsetzung im Internet Handlungsbedarf be-
steht. Auf entsprechende EntschlieBungen von Landesparlamenten, wirksam gegen strafbare Hasskom-
mentare vorzugehen, wird Bezug genommen. Der Bundesrat begriiit daher ausdriicklich das im Gesetz-
entwurf genannte Ziel, die Rechtsdurchsetzung in sozialen Netzwerken hinsichtlich der Verbreitung rechts-
widriger Inhalte zu verbessern.
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Soziale Netzwerke werden von Einzelnen als rechtsfreier Raum verstanden, um dort etwa schwerwiegende
Beleidigungen oder Volksverhetzungen zu begehen. Die Funktionsweise des Internets, wobei es nur eines
Klicks bedarf, um innerhalb von Sekunden einen Beitrag mit zahlreichen anderen zu teilen, schadet den
Betroffenen umso mehr, indem sich die rechtswidrigen Eingriffe in ihre geschiitzten Rechte entsprechend
perpetuieren. Auch hat sich gezeigt, dass freiwillige Selbstverpflichtungen sozialer Netzwerke, konsequen-
ter gegen strafbare Inhalte vorzugehen, keine ausreichende Wirkung erzielt haben. Der Bundesrat begriifit
deshalb, dass mit dem NetzDG-E regulatorische Mafinahmen ergriffen werden sollen, um bestimmte straf-
bare Inhalte zeitnah aus sozialen Netzwerken zu entfernen und deren Perpetuierungswirkung entgegenzu-
wirken.

Dabei sind auch die Anbieter sozialer Netzwerke grundsitzlich starker in die Verantwortung zu nehmen.

Der Bundesrat weist darauf hin, dass die Regulierung die Kommunikation in sozialen Netzwerken betrifft
und damit Auswirkungen auf die nach Artikel 5 Absatz 1 Satz 1 und 2 GG geschiitzten freiheits- und de-
mokratiefordernden Grundrechte (Meinungsfreiheit, Informationsfreiheit und Medienfreiheiten) hat. Die
Aufsicht tiber Telemedien enthélt in § 59 RStV in Verbindung mit § 20 Absatz 4 JIMStV ein Instrumenta-
rium, das die Verbreitung unzuldssiger Inhalte erfasst und diese unmittelbar mit einem Buflgeld belegt.
Diese Regelungen gelten fiir alle Anbieter von Telemedien, mithin auch fiir soziale Netzwerke. Der Bun-
desrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, inwieweit die Zustandigkeit des Bundesamtes
fur Justiz (BfJ) gemdB § 4 Absatz 5 NetzDG-E in diese Zustindigkeitsregelungen fiir die Aufsicht tiber
Telemedien eingreift und dies zu Doppelstrukturen fiihrt. In diesem Zusammenhang bittet der Bundesrat,
im weiteren Gesetzgebungsverfahren zudem zu priifen, ob das NetzDG-E zustimmungsbediirftig ist.

Der Bundesrat unterstreicht iiberdies, dass jegliche Aufsicht beziehungsweise Regulierung in diesem Be-
reich — im Gegensatz zur Ahndung strafbaren Verhaltens — staatsfern ausgestaltet sein muss. Der Staat hat
sich der Regulierung von meinungsrelevanten Kommunikationsinhalten weitestgehend zu enthalten. Auch
unter diesem Gesichtspunkt ist die vorgesehene Zustindigkeit des BfJ fiir die Einhaltung der Verfahrens-
vorgaben wegen der Relevanz fiir die Meinungsfreiheit in den Augen des Bundesrates zu beanstanden.

Der Bundesrat ist der Auffassung, dass neben repressiven Mitteln zur staatlichen Durchsetzung der im
NetzDG-E enthaltenen Pflichten vor allem praventive Befugnisse zu starken sind, die es den Aufsichtsbe-
horden erleichtern, Rechtsverstofe im Sinne des NetzDG-E durch Anordnungen in Form des Verwaltungs-
aktes zu verhiiten oder zu beseitigen. Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren eine § 20
Absatz 1 des Jugendmedienschutz-Staatsvertrags (JMStV) entsprechende Erméchtigung vorzusehen, auf
deren Grundlage die Landesmedienanstalten die fiir den Vollzug des NetzDG-E erforderlichen Mafinah-
men treffen konnen. Dies sollte auch einen § 14 Absatz 2 TMG vergleichbaren Auskunftsanspruch der
Landesmedienanstalten zu Bestandsdaten der Nutzer als Grundlage fiir entsprechende Untersagungen oder
Beanstandungen umfassen. Die in § 4 JMStV aufgefiihrten Straftatbestédnde sind teilweise deckungsgleich
mit denen in § 1 Absatz 3 des NetzDG-E (so zum Beispiel die §§ 86, 86a und 126 StGB). In diesem Zu-
sammenhang stellen die Lénder in Aussicht zu priifen, welche der im NetzDG-E genannten Straftatbe-
stande in den Staatsvertrag zusatzlich aufzunehmen sind, um eine liickenlose Rechtsdurchsetzung zu ge-
wihrleisten.

Zum Gesetzentwurf insgesamt

Der Bundesrat weist darauf hin, dass marktbeherrschenden sozialen Netzwerken heutzutage als Instrument
zur Teilhabe an der Kommunikation und dem 6ffentlichen Diskurs eine grofie Bedeutung bei der Ausiibung
des Grundrechts auf freie Meinungsduferung zukommt. Soziale Netzwerke bieten eine niederschwellige
Moglichkeit, um mit anderen zu kommunizieren. Zunehmend treten sie an die Stelle klassischer Telekom-
munikationsmittel. Auch findet eine Debatte etwa zu politischen Themen zunehmend dariiber statt. Derzeit
sind soziale Netzwerke im Rahmen der Privatautonomie weitgehend frei in ihrer Entscheidung, Inhalte zu
l6schen oder sogar den Nutzungsvertrag mit Nutzerinnen und Nutzern zu kiindigen. Zusitzlich birgt die
erhebliche Bufigeldbewehrung (§ 4 Absatz 2 NetzDG-E) das Risiko, dass soziale Netzwerke als sogenann-
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ter chilling effect verleitet werden, Inhalte vorsorglich zu 16schen, um nicht gegebenenfalls eine Ordnungs-
widrigkeit im Sinne von § 4 Absatz 1 NetzDG-E zu begehen, soweit sie einen Inhalt als nicht strafbar im
Sinne des NetzDG einschitzen und deshalb nicht 16schen. Der Bundesrat bittet, im weiteren Gesetzge-
bungsverfahren zu priifen, wie ein diskriminierungsfreier Zugang zu sozialen Netzwerken gewihrleistet
und einer vorsorglichen Léschung von Inhalten, die nicht offensichtlich rechtswidrig sind, wirksam entge-
gengewirkt werden kann.

Das NetzDG beschrinkt die gerichtliche Kontrolle auf das sogenannte Vorabentscheidungsverfahren (§ 4
Absatz 5 NetzDG-E) fiir den Fall, dass die zustdndige Verwaltungsbehorde ein BuBBgeld verhdngen mochte,
weil das soziale Netzwerk einen Inhalt nicht geloscht hat, den die Verwaltungsbehorde aber als strafbar
im Sinne des NetzDG einschétzt. Demgegeniiber ist fiir die Entscheidung iiber die Loschung eines Inhalts,
den ein soziales Netzwerk entgegen der Ansicht des Nutzers bzw. der Nutzerin fiir strafbar im Sinne des
NetzDG hiilt, keine Kontrolle im NetzDG implementiert. Der Bundesrat bittet um Priifung, wie eine solche
Kontrolle der Loschentscheidungen durch soziale Netzwerke angemessen, effektiv und moglichst auf Kos-
ten der Betreiber gewihrleistet werden kann.

10.  Zu Artikel 1 (Einrichtung einer Clearingstelle)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, ob die Einrichtung einer Clearing-
stelle durch die Plattformbetreiber vorgesehen werden sollte, bei denen auf Kosten der Betreiber insbeson-
dere auch Beschwerden vorgebracht werden konnen, wenn eine AuBerung gelscht wurde, obwohl sie nicht
rechtswidrig im Sinne des NetzDG-E ist, das Gesetz also eine Loschung nicht verlangt.

Begriindung:

Aufgrund der Bufigeldbewehrung in § 4 NetzDG-E droht die Gefahr eines sogenannten ,,Overblocking*. Platt-
formbetreiber konnten sich zur Vermeidung von Bufigeldern veranlasst sehen, bei Zweifeln iiber die Rechtswid-
rigkeit von Inhalten vorschnell eine Loschung vorzunehmen, aus der sich keinerlei Sanktionen ergeben kdonnen,
als zu riskieren, dass die Nichtldschung als Indiz fiir die Nichterfiillung ihrer Uberwachungspflicht mit der Folge
der Verhdngung hoher Bufigelder herangezogen werden kann.

Derjenige, der einen rechtméBigen Inhalt in das soziale Netzwerk eingestellt hat, hat im Falle der Léschung keine
rechtliche Moglichkeit, hiergegen vorzugehen. Zwar kann ein Plattformbetreiber nicht gesetzlich verpflichtet wer-
den, bestimmte Inhalte Dritter zu verbreiten. Fiir den Betroffenen, der sich der Loschung eines rechtmifigen
Inhalts ausgesetzt sieht, ist die Situation aber unbefriedigend und es droht eine Gefahr fiir die Meinungséufle-
rungsfreiheit (Artikel 5 Absatz 1 Satz 1 des Grundgesetzes). Daher erscheint es erwégenswert, die Plattformbe-
treiber zu verpflichten, auf ihre Kosten eine Clearingstelle einzurichten, bei der von einer Loschung Betroffene
ihre Beschwerden vorbringen und insbesondere den Nachweis der RechtméBigkeit ihrer AuBerung fiihren konnen.
Dies erscheint insbesondere aufgrund der durch die BuBigeldbewehrung des NetzDG-E geschaffenen Gefahren
fiir die MeinungséuBerungsfreiheit (Artikel 5 Absatz 1 Satz 1 des Grundgesetzes) angezeigt.

11.  Zu Artikel 1 (Verhiltnis des Netzwerkdurchsetzungsgesetzes zum Telemediengesetz)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, wie durch geeignete Regelungen das
Verhiltnis zwischen dem Netzwerkdurchsetzungsgesetz und dem Telemediengesetz klargestellt werden
kann.

Begriindung:

Das Verhiltnis zwischen den Regelungen des Netzwerkdurchsetzungsgesetzes (NetzDG-E) und den Regelungen
des Telemediengesetzes (TMG) muss geklart werden. § 10 TMG enthilt bereits jetzt Regelungen zur Haftung des
Betreibers. Zwar ldsst sich die Begriindung des Gesetzentwurfs zum NetzDG (etwa auf Seite 19 letzter Absatz
oder auf Seite 21 erster Absatz) so verstehen, dass die Gesetze nebeneinander anwendbar sein sollen. Eine aus-
driickliche Klarstellung im Gesetzestext erschiene aber aus Griinden der Rechtssicherheit wiinschenswert und
sinnvoll.
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12. Zu Artikel 1 (§ 1 Absatz 1 Satz 1 NetzDG)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, wie der Begriff des sozialen Netz-
werks konkretisiert und stérker eingegrenzt werden kann.

Begriindung:

Nach der Begriindung des Gesetzentwurfs sollen nach aktuellem Stand drei soziale Netzwerke, hochstens aber
zehn berichtspflichtig gemacht werden. Die Definition des § 1 Absatz 1 Satz 1 NetzDG-E bedarf vor diesem Hin-
tergrund einer Prézisierung. Die Formulierung ,,beliebige Inhalte mit anderen Nutzern auszutauschen, zu teilen
oder der Offentlichkeit zugznglich zu machen* erscheint mit Blick auf die Angebotsvielfalt in Internetplattformen
konkretisierungsbediirftig. Heutzutage ist es auf zahlreichen digitalen Plattformen moglich, Text-, Foto- oder Vi-
deoinhalte zu erstellen, die von anderen Nutzern eingesehen werden konnen. Dadurch wiirden weit mehr Platt-
formen in den Anwendungsbereich des Gesetzes fallen als in der Begriindung des Gesetzentwurfs genannt sind,
was dem Ziel des Gesetzesvorhabens zuwiderlaufen wiirde.

Dies gilt auch unter Heranziehung der im Gesetzes- und Begriindungstext genannten Eingrenzungskriterien. So
bedarf es einer Konkretisierung, was unter thematisch eingegrenzten Netzwerken — die nicht vom Netzwerkdurch-
setzungsgesetz erfasst sein sollen — zu verstehen ist. Nach den Ausfithrungen in der Begriindung des Gesetzent-
wurfs soll fiir den Themenbezug eines Netzwerkes der Austausch beliebiger Inhalte entscheidend sein. Letztlich
ist es jedoch bereits mit einem einfachen Kommentarformular auf einer Webseite moglich, beliebige Inhalte zu
teilen.

Auch die Begrenzung auf solche Netzwerke, die mehr als zwei Millionen Nutzerinnen und Nutzer im Inland
aufweisen, schafft keine Vollzugssicherheit bei Plattformen, auf denen sich die Nutzer nicht registrieren miissen
und die genaue Zahl der Nutzer daher nur schwer erfasst werden kann.

Beispielhaft sind folgende Netzwerke zu nennen, welche Gefahr laufen, auch in den Anwendungsbereich des
Netzwerkdurchsetzungsgesetzes zu fallen. Dies sind Sharing-Plattformen, Online-Speicherdienste, eCommerce-
Plattformen, E-Mail- und internetbasierte Kurznachrichtendienste und (Online-)Chats, Auktionsplattformen,
Gaming-Netzwerke, Reiseportale, Rubrikenseiten, Vergleichsportale oder Ratgebercommunities.

13.  Zu Artikel 1 (§ 1 Absatz 2 NetzDG)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, ob die Bagatellgrenze auf zwei Mil-
lionen registrierte Nutzer im Inland festgelegt werden sollte.

Begriindung:

Die Erfassung aller Nutzer eines Netzwerks gestaltet sich technisch sehr schwierig. Zwar kann mittels Analyse-
Tools der Besucherstrom auf eine Webseite beziffert werden, allerdings miissten aus den erfassten Daten die
(vielen) Nutzer herausgefiltert werden, welche die Webseite mehrmals am Tag besuchen. Dies ist nicht zuverlés-
sig tiber eine Filterung der IP-Adresse moglich, da ein Nutzer z. B. fiir den Aufruf der Seite zuhause aus dem
WLAN und unterwegs aus dem Mobilnetz jeweils eine andere IP-Adresse zugeteilt bekommen kann. Diese
Schwierigkeiten bei der Erfassung konnen durch das Abstellen auf registrierte Nutzer nicht vollstindig ausge-
rdumt, jedoch dadurch abgeschwiécht werden, dass bei der Registrierung weitere Angaben verlangt werden, die
eine Bestimmung des Herkunftslandes der Nutzer erleichtern.

Im Interesse der Rechtssicherheit sowohl fiir die zustandige Verwaltungsbehorde als auch fiir die Plattformbetrei-
ber ist daher zu priifen, ob ein Abstellen auf registrierte Nutzer den Vollzug des Netzwerkdurchsetzungsgesetzes
verbessern konnte.

14.  Zu Artikel 1 (§ 1 Absatz 3 NetzDG)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren die in § 1 Absatz 3 NetzGD-E enthaltene Auf-
zahlung der Straftatbestdnde, die einen ,,rechtswidrigen Inhalt” im Sinne des NetzDG-E begriinden, zu
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iberpriifen. Dabei sollte insbesondere die Aufnahme der folgenden weiteren Vorschriften in Betracht ge-
zogen werden: §§ 80a, 105, 106, 107, 108, 109d, 130a, 145d, 164, 189, 201, 201a, 238 Absatz 1 Nummer 4,
§§ 240, 241a Absatz 4 StGB und § 52 Absatz 1 Nummer 4 WaffG. Auch sollte eine Streichung des § 269
StGB aus der Aufzihlung in § 1 Absatz 3 NetzDG-E gepriift werden.

Begriindung:

Ein zentrales Element des Gesetzentwurfs ist die Definition des Begriffs ,,rechtswidrige Inhalte* in § 1 Absatz 3
NetzDG-E. Denn der Grofteil der im NetzDG-E enthaltenen Pflichten kniipft an das Vorliegen eines rechtswid-
rigen Inhalts oder einer Beschwerde iiber einen rechtswidrigen Inhalt an. Ausweislich der Begriindung des Ge-
setzentwurfs soll der Katalog der Straftatbestinde, deren objektive Erfiillung einen ,,rechtswidrigen Inhalt* im
Sinne des NetzDG-E begriindet, verdeutlichen, dass nicht ein Einschreiten gegen jede in sozialen Netzwerken
begangene Rechtsverletzung das Anliegen des Gesetzentwurfs ist, sondern die Bekampfung von Hasskriminalitdt
und strafbaren Falschnachrichten. Im Gesetzentwurf wird beziiglich der einzelnen in § 1 Absatz 3 NetzDG-E
aufgezihlten Straftatbestinde jedoch nicht begriindet, wieso sie ausgewéahlt wurden. Es wird auch nicht begriindet,
wieso andere fiir die Bekdmpfung von Hassrede und ,,Fake News* ebenfalls bedeutsame oder sogar noch bedeut-
samere Straftatbestéinde nicht in § 1 Absatz 3 NetzDG-E aufgezihlt werden.

Gepriift werden sollte insbesondere die Aufnahme folgender weiterer Straftatbestinde in den Katalog des § 1
Absatz 3 NetzDG:

§ 80a StGB: Das Aufstacheln zum Verbrechen der Aggression ist eine schwerwiegende Hassstraftat, die durch
das Einstellen von Inhalten in sozialen Netzwerken begangen werden kann.

§§ 105, 106, 107, 108 StGB: Bei diesen Vorschriften handelt es sich um Spezialfélle der Notigung, die einen
Bezug zum politischen Leben aufweisen. Drohungen gegen Verfassungsorgane und ihre Mitglieder, gegen Wah-
len als zentralem Merkmal unseres demokratischen Gemeinwesens oder gegen die an ihnen teilnehmenden Wih-
ler sind eine nicht seltene Erscheinungsform von Hassreden.

§ 109d StGB: Die Vorschrift hat mit dem in § 1 Absatz 3 NetzDG-E genannten § 100a StGB gemeinsam, dass
durch unwahre Tatsachenbehauptungen 6ffentliche Sicherheitsinteressen gefihrdet werden. Sie kann bei der Be-
kampfung strafbarer ,,Fake News* von Bedeutung sein.

§ 130a StGB: Es erschliefit sich nicht, wieso zwar das offentliche Auffordern zu Straftaten (§ 111 StGB), die
Storung des 6ffentlichen Friedens durch Androhung von Straftaten (§ 126 StGB) und das Billigen von Straftaten
(§ 140 StGB) in den Anwendungsbereich des NetzDG-E fallen, das Anleiten zu Straftaten aber nur, wenn es sich
um schwere staatsgefdhrdende Gewalttaten (§ 91 StGB) handelt. Die Bekédmpfung von nach § 130a StGB straf-
baren Anleitungen zu Straftaten ist ein ebenso wichtiges Element zur Bekdmpfung von Hassrede, insbesondere
um zu verhindern, dass Hassrede in gewilttitiges Hassverbrechen umschlégt. Ein Ausufern des Anwendungsbe-
reichs des NetzDG-E ist dadurch nicht zu befiirchten. Denn § 130a StGB bezieht sich auf dieselbe abschlieBende
Aufzihlung schwerwiegender Straftaten wie der in § 1 Absatz 3 NetzDG-E genannte § 126 StGB.

§ 145d StGB: Das strafbare Vortduschen einer Straftat kann nicht nur durch Mitteilungen unmittelbar gegeniiber
einer zur Entgegennahme von Anzeigen zustiandigen Behorde begangen werden, sondern auch durch an die Of-
fentlichkeit gerichtete Behauptungen, sofern der Téter billigend in Kauf nimmt, dass eine Behorde davon Kenntnis
erlangt (vgl. z. B. Valerius, in: v. Heintschel-Heinegg, BeckOK StGB, § 145d Rn. 6). Der Tatbestand hat gerade
in jiingster Zeit im Zusammenhang mit der Verbreitung von ,,Fake News* im Internet Bedeutung erlangt (vgl.
Fahl, Zur Strafbarkeit der Falschmeldung im Internet iiber den Tod eines Asylsuchenden, Jura 2016, 735 ff.).

§ 164 StGB: Auch die falsche Verdéchtigung kann durch wider besseres Wissen im Internet aufgestellte Falsch-
behauptungen begangen werden (vgl. § 164 Absatz 2 2. Alternative StGB). Sie ist daher ein wichtiger Straftatbe-
stand im Kampf gegen ,,Fake News*.

§ 189 StGB: Nur schwer nachvollzichbar ist, wieso zwar die Beleidigung und Verleumdung Lebender, nicht aber
die Verunglimpfung Verstorbener in den Anwendungsbereich des NetzDG-E fallen. Die Herabwiirdigung verstor-
bener Menschen ist eine verbreitete und besonders perfide Erscheinungsform der Hassrede.

§§ 201, 201a StGB: Die Diffamierung anderer Menschen durch das unbefugte Einstellen von kompromittierenden
Bildaufnahmen in sozialen Netzwerken ist eine weit verbreitete Vorgehensweise zur Verbreitung von Hass und
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zur Verletzung der Menschenwiirde. Gleiches gilt fiir das unbefugte Veroffentlichen kompromittierender Tonauf-
nahmen.

§ 238 Absatz 1 Nummer 4 StGB: Diese Begehungsweise der Nachstellung ist eng mit den Straftatbestéinden der
Notigung und der Bedrohung verwandt.

§ 240 StGB: Es erschlieft sich nicht, wieso der Tatbestand der Bedrohung (§ 241 StGB) in § 1 Absatz 3 NetzDG-
E aufgefiihrt ist, nicht aber derjenige der Notigung (§ 240 StGB). Nicht selten werden gerade gegeniiber Personen
des offentlichen Lebens im Netz Drohungen mit Angriffen auf die kérperliche Unversehrtheit oder das Eigentum
ausgesprochen. Sofern es sich bei diesen angedrohten Angriffen nicht um Verbrechen (wie z. B. Totungsdelikte)
handelt, sondern nur z. B. nur um Korperverletzungen, wiren diese Drohungen nach dem Gesetzentwurf nicht
vom NetzDG-E erfasst. Ein Grund fiir diese Differenzierung dréngt sich jedenfalls nicht auf. Zwar beinhaltet die
Priifung der Verwerflichkeit im Sinne des § 240 Absatz 2 StGB wertende Elemente. Dies ist jedoch etwa auch
bei dem Tatbestandsmerkmal der ,,Eignung zur Friedensstorung® in § 130 StGB der Fall; gleichwohl wird diese
Vorschrift in § 1 Absatz 3 NetzDG-E genannt.

§ 241a Absatz 4 StGB: Das Aufstellen unwahrer Behauptungen, die den Betroffenen der Gefahr politischer Ver-
folgung aussetzen, ist eine schwerwiegende Erscheinungsform der Verbreitung von ,,Fake News®.

§ 52 Absatz 1 Nummer 4 WaffG: Dieser Straftatbestand wird verbreitet bei Hass-Postings aus dem salafistischen
und rechtsextremistischen Milieu beobachtet.

Auch sollte gepriift werden, ob die Erwidhnung von § 269 StGB in § 1 Absatz 3 NetzDG-E sachgerecht ist. § 269
StGB schiitzt, wie auch die anderen Tatbestinde der §§ 267 ff. StGB, die Sicherheit und Zuverléssigkeit des
Rechts- und Beweisverkehrs. Es leuchtet nicht ohne weiteres ein, wieso gerade diese Vorschrift als einziger Straf-
tatbestand aus dem Abschnitt ,,Urkundenfilschung® in § 1 Absatz 3 NetzDG-E aufgenommen wurde. Fiir die
Bekampfung von Hassrede und ,,Fake News® diirfte § 269 StGB allenfalls am Rande tauglich sein.

15.  Zu Artikel 1 (§ 2 Absatz 1 Satz 1 NetzDG)

In Artikel 1 ist in § 2 Absatz 1 Satz | die Angabe ,,vierteljahrlich® durch die Angabe ,halbjahrlich“ zu
ersetzen.

Folgeénderung:
In Artikel 1 istin § 6 Absatz 1 die Angabe ,,Vierteljahr* durch die Angabe ,,Halbjahr** zu ersetzen.

Begriindung:

Ziel der vierteljéhrlichen Berichtspflicht ist laut der Begriindung des Gesetzentwurfs die Etablierung einer festen
Struktur und eines systematischen Prozesses fiir die Evaluation des Umgangs mit Beschwerden. Angesichts der
umfangreichen Angaben, die nach § 2 Absatz 2 NetzDG-E in dem Bericht enthalten sein sollen, erscheint es je-
doch vor dem Hintergrund der gebotenen sorgfiltigen Evaluation und des damit verbundenen erheblichen biiro-
kratischen Aufwands notwendig, den Zeitraum auf sechs Monate auszudehnen.

16.  Zum Gesetzentwurf allgemein

Das NetzDG-E richtet seinen Fokus auf die Rechtsdurchsetzung durch Betroffene gegeniiber den sozialen
Netzwerken, soweit bestimmte strafbare Inhalte betroffen sind. Es sollten aber nicht nur Anforderungen an
Anbieter von sozialen Netzwerken erhoht werden, um strafbare Inhalte schneller zu entfernen, sondern
zusitzlich auch die strafrechtliche Verfolgung durch staatliche Einrichtungen vereinfacht werden. Der
Bundesrat fordert deshalb, dass im NetzDG-E auch das Verfahren der Zusammenarbeit sozialer Netzwerke
mit Staatsanwaltschaften und Strafverfolgungsbehorden mit definierten kurzen Reaktionszeiten verbind-
lich geregelt wird.
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17.  Zum Gesetzentwurf allgemein

Der Bundesrat ist der Auffassung, dass es auf der Grundlage gesetzlicher Regelungen auch eine Aufgabe
von Plattformbetreibern ist, zum einen die schnelle Entfernung eines Inhalts, bei dem eine Strafbarkeit im
Raum steht, zu gewéhrleisten, zum anderen auch den Aufsichts- und Strafverfolgungsbehorden die not-
wendigen Informationen fiir ein Einschreiten an die Hand zu geben. Hierfiir ist ein effizientes Beschwer-
deverfahren aufzusetzen, bei dem bereits bewéhrte Selbstregulierungsmechanismen einzubeziehen sind.

18.  Zu Artikel 1 (§ 3 Absatz 2 Nummer 2 und 3 NetzDG

Die im NetzDG-E vorgesehenen starren Verfahrensfristen von 24 Stunden beziehungsweise sieben Tagen
fiir die Sperrung rechtswidriger Inhalte tragen einer juristisch fundierten Priifung nur eingeschrénkt Rech-
nung. In Verbindung mit den hohen Bufigeldern (bis 50 Millionen Euro fiir Unternehmen und bis fiinf
Millionen Euro fiir einzelne Mitarbeiter) konnte zudem ein Anreiz gesetzt werden, gemeldete Inhalte im
Zweifel sofort zu 16schen, was zu einer neuen Gefédhrdungslage fiir die Meinungsfreiheit fithren kann. Der
Bundesrat regt daher an, im weiteren Gesetzgebungsverfahren das im NetzDG-E vorgeschlagene Instru-
mentarium unter dem Aspekt der VerhéltnismafBigkeit zu optimieren.

19.  Zu Artikel 1 (§ 3 Absatz 2 Nummer 2 und 3 NetzDG

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, ob bei den Fristen zur Loschung von
rechtswidrigen Inhalten weitere Ausnahmen vorgesehen werden sollten.

Begriindung:

Die Uberpriifung eines gemeldeten Inhalts auf seine Rechtswidrigkeit bedarf nicht unerheblicher juristischer An-
strengungen, da sich nur wenige gemeldete Beitrage als offensichtlich rechtswidrig herausstellen. Selbst ein vor-
dergriindig rechtswidriger Inhalt wie die Abbildung einer Hakenkreuzflagge kann ein Auszug aus einem Ge-
schichtsbuch oder einer historischen Dokumentation sein, welcher der Berichterstattung iiber historische Vor-
génge des Zeitgeschehens dient. Im Bereich der Straftaten gegen die personliche Ehre zeigte sich die Schwierig-
keit einer Beurteilung in jiingster Vergangenheit bei der Diskussion um das Bohmermann-Gedicht, die sich in
einer langeren Prozessdauer widerspiegelt.

Durch die vorgegebenen Fristen von vierundzwanzig Stunden bzw. sieben Tagen darf es nicht zu rein vorsorgli-
chen Loschungen aus Zeitdruck kommen, insbesondere da gerade bei der Siebentagefrist keinerlei Ausnahmen
im Gesetz vorgesehen sind. Der Gesetzentwurf will die Betreiber nicht zu willkiirlichen Léschungen verpflichten,
sondern nur zur Loschung solcher Inhalte, die sich nach einer eingehenden Priifung als tatsdchlich rechtswidrig
herausstellen. Um sicherzustellen, dass ausschlieflich rechtswidrige Inhalte entfernt werden und eine rechtlich
fundierte Uberpriifung der gemeldeten Beitriige moglich bleibt, bietet sich die Schaffung von Ausnahmetatbe-
stdnden an. Allein durch die Einstellung weiterer Mitarbeiter zur rechtlichen Beurteilung kann dem Problem der
Loschfristen angesichts der zahlreichen Beitrége in sozialen Netzwerken und der fehlenden Begrenzung des Ge-
setzentwurfs auf inlandische Beitrdge nicht wirksam begegnet werden. Diese konnen im Internet GréBenordnun-
gen von mehreren Milliarden pro Tag erreichen.

20. Zu Artikel 1 (§ 3 Absatz 4
§ 4 Absatz 1 Nummer 4 bis 6 NetzDG)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren eine inhaltliche Konkretisierung der bufigeld-
bewehrten Verpflichtungen aus § 3 Absatz 4 NetzDG-E zu priifen.

Begriindung:

Das in Artikel 103 Absatz 2 des Grundgesetzes verankerte Bestimmtheitsgebot gilt nicht nur fiir Straf-, sondern
auch fiir BuBigeldtatbestinde. Danach kann eine Tat nur dann sanktioniert werden, wenn die Strafbarkeit oder
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Bufigeldbewehrung gesetzlich bestimmt war, bevor die Tat begangen wurde. Dies verpflichtet den Gesetzgeber,
die Voraussetzungen der Ahndung so genau zu umschreiben, dass sich Tragweite und Anwendungsbereich der
Normen durch Auslegung ermitteln lassen. Dies schliefit zwar die Verwendung unbestimmter, auslegungsbediirf-
tiger Rechtsbegriffe nicht aus, um der Vielgestaltigkeit des Lebens Rechnung zu tragen. Jedenfalls im Regelfall
muss der Normadressat aber anhand der gesetzlichen Regelung voraussehen kénnen, ob ein Verhalten stratbar
oder als Ordnungswidrigkeit zu ahnden ist (vgl. BVerfG NJW 2005, 349).

Mit Blick auf die nach § 4 Absatz 1 Nummer 4 bis 6 NetzDG-E buBigeldbewehrten Verpflichtungen aus § 3 Ab-
satz 4 NetzDG-E ist vor diesem Hintergrund Folgendes anzumerken:

GemiB § 4 Absatz 1 Nummer 4 NetzDG-E handelt ordnungswidrig, wer entgegen § 3 Absatz 4 Satz | NetzDG-E
den Umgang mit Beschwerden nicht oder nicht richtig iiberwacht. Da die entsprechende Gebotsnorm lediglich
vorsieht, dass der Umgang mit Beschwerden von der Leitung des sozialen Netzwerks durch monatliche Kontrol-
len iiberwacht werden muss, ist unklar, welche Ankniipfung dem Tatbestandsmerkmal ,,nicht richtig zugrunde
liegen soll. Insoweit ist eine inhaltliche Prézisierung der Kontrollpflichten erforderlich.

Nach § 4 Absatz 1 Nummer 5 NetzDG-E handelt ordnungswidrig, wer entgegen § 3 Absatz 4 Satz 2 NetzDG-E
eine organisatorische Unzuldnglichkeit nicht oder nicht rechtzeitig beseitigt. Insoweit ist — ungeachtet der zwei-
felhaften Bestimmtheit des Tatbestandsmerkmals — nicht erkennbar, welche (weiteren) ,,organisatorischen Unzu-
langlichkeiten der Entwurf hiermit im Blick hat, wenn und weil bereits mit den Vorschriften von § 4 Absatz 1
Nummer 2 und 3 NetzDG-E das Vorhalten bzw. Zurverfligungstellen der relevanten Verfahren und Mechanismen
umfassend sanktioniert wird.

GeméB § 4 Absatz 1 Nummer 6 NetzDG-E handelt ordnungswidrig, wer entgegen § 3 Absatz 4 Satz 3 NetzDG-E
eine Schulung oder eine Betreuung nicht oder nicht rechtzeitig anbietet. Da die entsprechende Gebotsnorm ledig-
lich vorsieht, dass den mit der Bearbeitung von Beschwerden beauftragten Personen von der Leitung des sozialen
Netzwerks regelmifig, mindestens aber halbjahrlich deutschsprachige Schulungs- und Betreuungsangebote ge-
macht werden miissen, bleibt offen, welchen konkreten Inhalt die genannten Angebote haben miissen. Eine in-
haltliche Prézisierung der korrespondierenden Pflicht wire auch hier angebracht.

21.  Zu Atrtikel 1 (§ 3 Absatz 2 Nummer 6 NetzDG)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, ob die Verpflichtung der Betreiber
sozialer Netzwerke, Kopien rechtswidriger Inhalte unverziiglich zu entfernen oder zu sperren, mit europa-
ischem Recht vereinbar ist, und erforderlichenfalls Konkretisierungen vorzunehmen.

Begriindung:

Artikel 15 Absatz 1 der Richtlinie 2000/31/EG (,,eCommerce-Richtlinie®) verbietet den Mitgliedstaaten, Dienste-
anbietern allgemeine Pflichten aufzuerlegen, die von ihnen gespeicherten oder libermittelten Daten zu iiberwa-
chen oder aktiv nach Umstéinden zu forschen, die auf eine rechtswidrige Tétigkeit hinweisen. Es bestehen Zweifel,
dass die Entfernung von Kopien rechtswidriger Inhalte in jedem Fall ohne eine laufende aktive Uberwachung des
gesamten Datenverkehrs moglich ist. So stellt sich die Frage, wie der Begriff der Kopie zu verstehen ist. Wird ein
und derselbe rechtswidrige Inhalt unter verschiedenen Meldungen in einem sozialen Netzwerk verdffentlicht,
stellen sich alle diese Postings als Veréffentlichung dieses einen rechtswidrigen Inhalts dar. Wird jedoch nur eines
der Postings als rechtswidrig gemeldet, konnte der Betreiber des sozialen Netzwerks nicht ohne aktive Uberwa-
chung herausfinden, ob der Nutzer gleichlautende Inhalte (mithin Kopien) unter anderen Meldungen ver6ffent-
licht hat.

22.  Zu Artikel 1 (§ 3 NetzDG)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, wie der von einer Entfernung oder
Zugangssperrung eines inkriminierten Inhalts betroffene Nutzer die Moglichkeit zur Stellungnahme bezie-
hungsweise zum Widerspruch erhalt.
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Begriindung:

Der Entwurf des NetzDG, speziell § 3, enthdlt umfassende und detaillierte Vorgaben zur Beriicksichtigung der
Einwinde von Beschwerdefiihrern. Der betroffene Nutzer wird entsprechend § 3 Absatz 2 Nummer 5 nur iiber
die Entscheidung (mit Begriindung) informiert. Eine Moglichkeit der Stellungnahme oder des Widerspruchs ist
nicht vorgesehen. Dies ist weniger ein Problem bei offensichtlich rechtswidrigen Inhalten als ein Problem bei
(nur) rechtswidrigen Inhalten. Fiir diese ist deshalb auch aus gutem Grund eine Priiffrist von bis zu sieben Tagen
vorgesehen.

Die korrekte Feststellung der Rechtswidrigkeit ist fiir die Vielzahl der unter § 1 Absatz 3 NetzDG-E angefiihrten
Tatbesténde selbst von versierten Fachleuten nicht immer zweifelsfrei zu leisten.

Da eine nicht erfolgte Loschung oder Sperrung eines beanstandeten Inhalts mit einem hohen Buflgeld bewehrt
ist, kann davon ausgegangen werden, dass Inhalte vorsichtigerweise auch geloscht werden, wenn diese nicht die
Kriterien der Rechtswidrigkeit erfiillen. Die rechtsstaatlichen Prinzipien gebieten es, dass einem Betroffenen die
Moglichkeit zur Stellungnahme beziehungsweise zum Widerspruch gegeben wird.

23.  Zu Artikel 1 (§ 4 Absatz 5 NetzDG)
In Artikel 1 ist § 4 Absatz 5 zu streichen.

Begriindung:

Die Priifung der rechtlichen Voraussetzungen fiir den Erlass eines Bufigeldbescheides ist ureigenste Aufgabe der
fiir die Verfolgung und Ahndung der Ordnungswidrigkeit zustdndigen Verwaltungsbehorde. Die Gerichte werden
nur auf einen Einspruch des Betroffenen gegen den BuBigeldbescheid titig.

Hiervon weicht § 4 Absatz 5 NetzDG-E fiir den Fall ab, dass ein Buigeldbescheid auf die Rechtswidrigkeit eines
nicht entfernten oder gesperrten Inhalts gestiitzt werden soll. Die Vorschrift sieht hierfiir ein ,,Vorabentschei-
dungsverfahren* vor dem Gericht, das iiber einen Einspruch gegen den BuBgeldbescheid zu entscheiden hitte
(also: dem Amtsgericht Bonn als Sitz des Bundesamtes fiir Justiz, § 68 Absatz 1 OWiG), vor. Gegenstand des
Vorabentscheidungsverfahrens soll die Frage sein, ob der umstrittene Inhalt den objektiven Tatbestand einer der
in § 1 Absatz 3 NetzDG-E genannten Strafvorschriften erfiillt. In der Einzelbegriindung zu § 4 Absatz 5 NetzDG-
E heifBit es hierzu, dass nach der Kompetenzverteilung des Grundgesetzes allein die Gerichte dazu berufen seien,
iiber die Strafbarkeit einer Handlung zu entscheiden.

Diese Begriindung tragt verfassungsrechtlich nicht. Aus Artikel 92 des Grundgesetzes folgt nur, dass die Verhin-
gung von Kriminalstrafen den Gerichten vorbehalten ist (vgl. BVerfGE 22, 49 <80 f.>). Das Bufigeldverfahren
ist aber kein Strafverfahren; daher konnen Ordnungswidrigkeiten von einer Verwaltungsbehorde verfolgt werden
(vgl. BVerfGE 8, 195 <207>). Den rechtsstaatlichen Erfordernissen ist dadurch Rechnung getragen, dass gegen
den Bufigeldbescheid auf Einspruch eine gerichtliche Entscheidung erfolgt (vgl. BVerfGE 8, 195 <207 £>).

Das Verfahren nach § 4 NetzDG-E ist ein Bu3geldverfahren. Es &ndert seinen Charakter nicht deshalb, weil bei
der Bufigeldentscheidung inzident gepriift werden muss, ob das Verhalten eines Dritten (hier: des Nutzers, der
einen bestimmten Inhalt eingestellt hat) objektiv einen Straftatbestand erfiillt.

Dass Verwaltungsbehorden bei ihren Entscheidungen als inzidente Vorfrage die Erfiillung objektiver Straftatbe-
sténde priifen miissen, ist nicht selten. Ein gerichtliches ,,Vorabentscheidungsverfahren hat der Gesetzgeber den-
noch nirgendwo vorgesehen. Dies gilt auch in Fillen, die mit dem vorliegenden Sachverhalt insoweit vergleichbar
sind, als es auch in ihnen um die Erfiillung bestimmter objektiver Straftatbestinde durch Medieninhalte als Vo-
raussetzung fiir den Erlass eines BuBgeldbescheides geht (vgl. § 24 Jugendmedienschutz-Staatsvertrag). Uber-
zeugende Griinde, ein solches ,,Vorabentscheidungsverfahren® nun gerade im NetzDG-E erstmals vorzusehen,
sind nicht ersichtlich.

Fiir eine Klirung grundsitzlicher Fragen dariiber, welche AuBerungen in sozialen Netzwerken strafbar sind und
welche nicht, wire eine erst- und letztinstanzliche Entscheidung eines Einzelrichters am Amtsgericht (vgl. § 4
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Absatz 5 NetzDG-E in Verbindung mit § 68 OWiG) auch nicht das geeignete Instrument. Das Einspruchsverfah-
ren gegen den Bufigeldbescheid, an dessen Ende der betroffene Netzwerkanbieter mittels einer Verfassungsbe-
schwerde auch das Bundesverfassungsgericht anrufen kann, ist diesbeziiglich weitaus wirksamer.

Selbst fiir den Einzelfall konnte die Vorabentscheidung keine Rechtssicherheit schaffen, denn sie wére nach § 4
Absatz 5 Satz 2 NetzDG-E nur fiir die Verwaltungsbehérde bindend, nicht aber fiir den Netzwerkanbieter oder
das Gericht, das spéter iiber einen Einspruch gegen den BuBigeldentscheid zu entscheiden hat. Es bestiinde daher
die Gefahr divergierender Entscheidungen im Vorabentscheidungsverfahren und im Einspruchsverfahren.

24.  Zu Artikel 1 (§ 5 Satz 2 NetzDG)

In Artikel 1 istin § 5 Satz 2 nach den Wortern ,,ist eine das Wort ,,deutschsprachige* einzufligen.

Begriindung:

Der Gesetzentwurf der Bundesregierung sieht die Verpflichtung der Betreiber aller sozialen Netzwerke vor, fiir
Auskunftsersuchen einer inldndischen Strafverfolgungsbehorde eine empfangsberechtigte Person im Inland zu
benennen.

Diese Verpflichtung beinhaltet nach diesseitiger Auffassung wegen der Formulierung ,,im Inland* bereits, dass
diese Person auch deutschsprachig sein muss. Aus Klarstellungsgesichtspunkten ist der Satz um das Wort
,.deutschsprachig® zu ergénzen. Dies entspricht auch der Begriindung des Gesetzentwurfs, nach der eines der
Hauptprobleme bei der Rechtsdurchsetzung in sozialen Netzwerken das Fehlen verantwortlicher Ansprechpartner
der sozialen Netzwerke ist. Die Benennung eines Ansprechpartners soll ,,die Moglichkeiten einer freiwilligen
unmittelbaren Kooperation zwischen Strafverfolgungsbehdrden und Providern® verbessern (S. 25 der Begriin-
dung des Gesetzentwurfs).

Die unmittelbare Kooperation ldsst sich aber nur dann effektiv verbessern, wenn dieser Ansprechpartner mit den
Strafverfolgungsbehorden auch in deutscher Sprache kommunizieren kann. Denn die Erfahrung zeigt, dass das
Verfassen von Auskunftsersuchen durch die Strafverfolgungsbehorden und die Riickiibersetzung von Nachfragen
oder Antworten seitens der Provider schon in einer Standardsprache wie Englisch zu Verzogerungen und Miss-
verstindnissen fiihren kann. Sollte der Ansprechpartner im Inland noch nicht einmal der englischen (und nicht
der deutschen) Sprache méchtig sein, wire eine unmittelbare und rasche Verstindigung sogar noch schwieriger.

25.  Zu Attikel 1 (§ 5 NetzDG)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, ob die Regelung des § 5 NetzDG-E
weiter gefasst werden sollte. Der Bundesrat ist der Ansicht, dass nicht lediglich — wie derzeit vorgesehen
— die Pflicht zur Benennung eines Zustellungsbevollméchtigten gegeniiber der Verwaltungsbehorde, der
Staatsanwaltschaft, sowie den im BuBigeld- und Zivilverfahren zustdndigen Gerichten im konkreten Ein-
zelfall vorgesehen werden sollte. Vielmehr sollten die Anbieter sozialer Netzwerke mit Wirkung fiir Jeder-
mann und losgelost vom Einzelfall verpflichtet werden, auf ihrer Homepage leicht auffindbar einen inlén-
dischen Zustellungsbevollméchtigten zu benennen.

Begriindung:

Die Regelung des § 5 NetzDG-E sieht lediglich die Pflicht vor, im jeweiligen Fall gegeniiber der Verwaltungsbe-
horde, der Staatsanwaltschaft, sowie den im BuBigeldverfahren und im Zivilverfahren zustindigen Gerichten einen
inldndischen Zustellungsbevollméchtigten unverziiglich zu benennen.

Die vorgesehene Regelung geht — jedenfalls was das Zivilverfahren angeht — nicht nennenswert iiber die ohnehin
schon in § 184 ZPO enthaltene Regelung zur Benennung eines Zustellungsbevollméchtigten hinaus. Will etwa
ein Betroffener eine einstweilige Verfiigung beantragen, etwa weil der Anbieter des sozialen Netzwerks der L6-
schungsaufforderung nicht nachkommt, hat er keine Moglichkeit, eine Parteizustellung an einen Zustellungsbe-
vollméchtigten im Inland vorzunehmen (§ 922 Absatz 2 i. V. m. § 936 ZPO, § 181 ZPO), denn ihm gegeniiber
besteht nach der derzeitigen Fassung des Gesetzes keine Verpflichtung, einen derartigen Zustellungsbevollméch-
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tigten zu benennen. Es bleibt dem Betroffenen in diesem Fall nur eine eigene Auslandszustellung oder die Bean-
tragung einer Auslandszustellung (§ 183 ZPO). Eine Auslandszustellung ist aber insbesondere aufSerhalb Europas
mit oft ganz erheblichen Zeitverzogerungen und Problemen verbunden und auch innerhalb Europas muss mit
spiirbaren — und gerade in Verfahren des einstweiligen Rechtsschutzes nicht hinnehmbaren — Verzégerungen ge-
rechnet werden. Dariiber hinaus wére auch im Rahmen aufergerichtlicher Auseinandersetzungen mit dem Betrei-
ber eines sozialen Netzwerks fiir Betroffene von ,,Hate Speech* die Benennung eines verbindlichen Ansprech-
partners im Inland wiinschenswert.

Vor diesem Hintergrund erscheint es sinnvoll und angezeigt, die Unternehmen generell mit Wirkung fiir Jeder-
mann dazu zu verpflichten, auf ihrer Homepage leicht auffindbar einen inlandischen Zustellungsbevollmachtigten
zu benennen.

Hierfiir sprechen zudem auch verfahrensokonomische Gesichtspunkte. Die Unternehmen miissen einen derartigen
Bevollmichtigten auch nach dem derzeitigen Entwurf vorhalten. Sie miissen ihn aber immer wieder auf konkrete
Nachfrage von Behorden und Gerichten in jedem Einzelfall erneut benennen und diese miissen ihn in jedem Ein-
zelfall erfragen. Die einmalige und dauerhafte Benennung auf der eigenen Homepage wiirde daher auch fiir die
betroffenen Behdrden, Gerichte und Unternehmen selbst eine deutliche Vereinfachung bedeuten und Verwal-
tungsaufwand in jedem Einzelfall sparen.

26.  Zu Artikel 1 (§ 6 Absatz 2 NetzDG)
In Artikel 1 istin § 6 Absatz 2 die Angabe ,,drei* durch die Angabe ,,sechs® zu ersetzen.

Begriindung:

Der Entwurf des Netzwerkdurchsetzungsgesetzes stellt die nach dem Gesetz Verpflichteten und die fiir die Ver-
folgung der Ordnungswidrigkeiten zustindige Verwaltungsbehorde vor erhebliche organisatorische Herausforde-
rungen. Nicht zuletzt vor dem Hintergrund der hohen Bufigeldbewehrung wire es unbillig, den Betreibern sozialer
Netzwerke fiir die Umsetzung der Anforderungen eine Frist von unter einem halben Jahr ab Inkrafttreten zu set-
zen.

27.  Zu Artikel 2 (§ 14 Absatz 2 TMG)

Der Bundesrat bittet, im weiteren Gesetzgebungsverfahren zu priifen, ob die geplante Anderung des § 14
Absatz 2 des Telemediengesetzes erforderlich ist und in Zusammenhang mit der Zielsetzung des Gesetzes
steht.

Begriindung:

Die Ausweitung des Auskunftsanspruchs gemidl § 14 Absatz 2 des Telemediengesetzes auf absolut geschiitzte
Rechte ist angesichts ihrer Tragweite genau zu priifen. Anders als das Netzwerkdurchsetzungsgesetz verpflichtet
das Telemediengesetz alle Diensteanbieter. Dadurch droht eine faktische Abschaffung der Moglichkeit der ano-
nymen und pseudonymen Meinungsduflerung im Internet. Dies wére insbesondere vor dem Hintergrund anony-
mer Berichterstattung duferst bedenklich, wodurch sich verfassungsrechtliche Fragestellungen ergeben konnen.
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Anlage 5

Gegeniiulerung der Bundesregierung

Die Bundesregierung &uflert sich zu der Stellungnahme des Bundesrates wie folgt:

Zu Nummer 1 (Zum Gesetzentwurf insgesamt — Erfiillungsaufwand)

Die Schitzung des Erfiillungsaufwands des Gesetzes beruht auf den Annahmen in der Gesetzesbegriindung. Da
es derzeit keine gesetzliche Verpflichtung der sozialen Netzwerke zu Transparenzberichten oder &hnlichem tiber
den Umgang mit Beschwerden im Hinblick auf rechtswidrige Inhalte gibt, fehlt es weitgehend an entsprechenden
belastbaren Angaben der Netzwerke. § 2 NetzDG fiihrt entsprechende Berichtspflichten ein. Die Bundesregierung
geht davon aus, dass die nach § 2 NetzDG zu erstellenden Berichte zukiinftig eine genauere Schétzung des Erfiil-
lungsaufwands (insbes. im Rahmen der iiblichen Nachmessung durch das Statistische Bundesamt und der geplan-
ten Evaluierung des Gesetzes) ermdglichen werden.

Zu den Nummern 2 bis 5 (Zum Gesetzentwurf allgemein)

Die Bundesregierung nimmt die Ausfiihrungen des Bundesrates zur Kenntnis.

Zu Nummer 6 (Zum Gesetzentwurf allgemein)

Ein Konflikt mit dem Medienrecht bzw. der Medienaufsicht der Lander besteht nach Auffassung der Bundesre-
gierung nicht. Das NetzDG reguliert nicht unmittelbar die Verbreitung von Inhalten in sozialen Netzwerken. Den
Erstellern der fraglichen Inhalte, d. h. den Nutzerinnen und Nutzern werden keine neuen Vorgaben gemacht. Es
werden auch keine neuen Vorgaben geschaffen, welche Inhalte die sozialen Netzwerke auf ihren Plattformen
verbreiten diirfen. Erst recht werden keine diesbeziiglichen Anordnungsbefugnisse fiir Behorden geschaffen. Im
Mittelpunkt stehen vielmehr Compliance-Vorgaben, wie die sozialen Netzwerke mit Beschwerden beziiglich der
von ihren Nutzerinnen und Nutzern eingestellten Inhalte vorgehen sollen.

Die Zustindigkeit des Bundesamtes fiir Justiz (BfJ) nach § 4 Absatz 4 NetzDG fiir die Verfolgung von Ordnungs-
widrigkeiten nach § 4 Absatz 1 NetzDG fiihrt somit nicht zu Uberschneidungen mit den Zustindigkeiten der Lan-
desbehdrden fiir Anordnungen gegen Anbieter von Telemedien nach § 20 Absatz 4 des Jugendmedienschutz-
Staatsvertrages (JMStV) in Verbindung mit § 59 Absatz 4 des Rundfunkstaatsvertrages (RfStV). Nach diesen
Vorschriften konnen die zustandigen Landesbehdrden ,,Mafinahmen zur Sperrung von Angeboten ... auch gegen
den Diensteanbieter von fremden Inhalten nach den §§ 8 bis 10 des Telemediengesetzes* richten, d. h. insbeson-
dere Angebote bzw. Inhalte untersagen und deren Sperrung anordnen, § 20 Absatz 4 IMStV, § 59 Absatz 4 in
Verbindung mit Absatz 3 RfStV.

Entsprechende Anordnungsbefugnisse erdffnet das NetzDG dem BfJ gerade nicht. Das BfJ ist einzig zustdndig
fiir die Verfolgung und Ahndung der in § 4 Absatz 1 NetzDG genannten Ordnungswidrigkeiten. Anordnungsbe-
fugnisse bestehen nicht.

Das Netzwerkdurchsetzungsgesetz ist nicht zustimmungsbediirftig. Insbesondere liegt kein Fall des Artikels 84
Absatz 1 Satz 5 des Grundgesetzes vor, da das NetzDG nicht durch die Lander ausgefiihrt wird.

Zu Nummer 7  (Zum Gesetzentwurf allgemein)

Die Bundesregierung hat Zweifel, ob die Einbindung eines staatsfernen Systems der regulierten Selbstregulierung
vorliegend zielfiihrend sein kann. Sie weist darauf hin, dass die Vorschrift des § 20 Absatz 5 JMStV, die ein
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mogliches Vorbild sein konnte, die Privilegierungswirkung der Unterwerfung unter eine Selbstkontrolleinrich-
tung gerade nicht vorsieht fiir die absolut unzuléssigen Inhalte im Sinne von § 4 Absatz 1 JMStV. Bei diesen von
der Selbstregulierung ausgenommenen Inhalten handelt es sich iiberwiegend um Inhalte, deren Verbreitung einen
Straftatbestand erfiillen kann. Von der Selbstregulierung ausgenommen sind also gerade diejenigen strafbaren
Inhalte, die vom NetzDG erfasst werden. Die Einbeziehung des NetzDG in ein System regulierter Selbstregulie-
rung wiirde also zu einem Wertungswiderspruch mit dem Jugendmedienschutzstaatsvertrag fithren.

Die Bundesregierung hat dariiber hinaus auch die begriindete Sorge, dass mit einer entsprechenden Selbstregulie-
rung Verzogerungseffekte einhergehen wiirden, die im Bereich der strafbaren Inhalte des NetzDG nicht hinnehm-
bar wiren. Aus den genannten Griinden lehnt die Bundesregierung eine entsprechende Umgestaltung des NetzDG
im laufenden Gesetzgebungsverfahren ab.

Zu Nummer 8 (Zum Gesetzentwurf allgemein)

Die Bundesregierung hat Bedenken gegen den Vorschlag des Bundesrates, eine § 20 Absatz 1 JMStV entspre-
chende Ermichtigung vorzusehen, auf deren Grundlage die Landesmedienanstalten die fiir den Vollzug des
NetzDG erforderlichen MaBnahmen treffen kénnen. Die Uberwachungsbefugnis nach § 3 Absatz 5 NetzDG ent-
hilt bereits Aufsichtselemente. Es kann nicht ausgeschlossen werden, dass eine zusitzliche Aufsicht durch die
Landesmedienanstalten zu ineffizienten Parallelstrukturen fithren wiirde. AuBlerdem wiirde die vorgeschlagene
Ausweitung des NetzDG um eine praventiv ausgerichtete Anordnungsbefugnis den Charakter des Gesetzes maf3-
geblich dndern. Schlieflich erdffnet der Jugendmedienschutzstaatsvertrag den Léndern bereits nach geltendem
Recht eine Aufsicht durch die Landesmedienanstalten iiber die Angebote von Telemediendiensten. Die unzulds-
sigen Angebote gemdl § 4 Absatz 1 JMStV sind in vielerlei Hinsicht deckungsgleich mit dem Straftatenkatalog
des § 1 Absatz 3 NetzDG, so dass nicht ersichtlich ist, dass die Einrdumung weiterer AufSichtsbefugnisse im
Rahmen des Vollzugs des NetzDG den Léndern in der Sache eine wesentliche Erweiterung ihrer medienrechtli-
chen Kompetenzen bringen wiirde.

Zu Nummer 9  (Zum Gesetzentwurf insgesamt)

Die Zweifel des Bundesrates beziiglich Beschrankungseffekten fiir die Informations- und Meinungsfreiheit nimmt
die Bundesregierung zur Kenntnis. Nach Auffassung der Bundesregierung sind Kollateralschdden fiir die Kom-
munikationsfreiheiten durch sogenanntes Overblocking nicht zu befiirchten. Mafigeblich ist insofern, dass grund-
sdtzlich nicht ein einzelnes (fehlerhaftes) Nichtloschen buSgeldbewehrt ist, sondern nur systemisches Versagen
(z. B. kein Vorhalten eines Beschwerdemanagements). Hinzu kommt, dass nur schuldhafte Verstoe gegen die
Compliance-Vorgaben Ordnungswidrigkeiten darstellen. SchlieBlich ist das eigene wirtschaftliche Interesse der
sozialen Netzwerke zu beachten, nicht zu weitgehend Inhalte zu entfernen. Die Bundesregierung wird jedoch
priifen, ob weitere Mechanismen zum Schutz vor einem auch aus Sicht der Bundesregierung unerwiinschten Over-
blocking sinnvoll sind, z. B. durch noch stirkere Klarstellung, dass Bufigelder nur bei systemischem Versagen
drohen.

Zudem wird die Bundesregierung priifen, inwiefern die in § 3 Absatz 5 NetzDG angelegte Uberwachungsbefugnis
auch auf etwaige Overblocking-Effekte erstreckt werden kann. Denkbar wire hier auch ein Monitoring des Um-
gangs der sozialen Netzwerke mit Wiederherstellungsanspriichen von Nutzerinnen und Nutzern, d. h. wenn diese
geltend machen, dass ihre Inhalte zu Unrecht geloscht wurden und deren Wiedereinstellung begehren.

Zu Nummer 10 (Artikel 1 — Einrichtung einer Clearingstelle)

Die Bundesregierung wird die Priifbitte des Bundesrates, wie einer vorsorglichen Loschung nicht offensichtlich
rechtswidriger Inhalte wirksam entgegen getreten werden kann, im weiteren Verlauf des Gesetzgebungsverfah-
rens beriicksichtigen. Nach Auffassung der Bundesregierung liegt ein Verhindern der Loschung tatsdchlich recht-
maBiger Inhalte zundchst im eigenen Interesse der sozialen Netzwerke. Insofern ist zu erwarten, dass soziale
Netzwerke Anstrengungen in diese Richtung unternehmen werden. Da das NetzDG grundsitzlich nicht das ein-
zelne Nichtloschen zur Ordnungswidrigkeit erhebt, sondern nur systemisches Versagen, besteht auch kein tat-
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sdachlicher Anreiz, ,,vorsorglich“ rechtmafige Inhalte zu 16schen. Dies wird auch daran deutlich, dass nur schuld-
hafte VerstoBe gegen die Compliance-Vorgaben zu einem BuBigeld fithren konnen, § 4 Absatz 1 NetzDG. Schlie3-
lich wirkt das gerichtliche Vorabentscheidungsverfahren in § 4 Absatz 5 NetzDG wie ein Filter zugunsten der
sozialen Netzwerke und damit moglichen Anreizen, ,,vorsorglich® zu weitgehend zu 16schen, entgegen: denn was
das Gericht in dem Vorabentscheidungsverfahren nicht als rechtswidrigen Inhalt im Sinne von § 1 Absatz 3
NetzDG erkennen kann, wird auch nicht (in Bezug auf die Nichtléschung) Grundlage fiir ein BuBgeld sein konnen.

Die Bundesregierung wird zudem, wie in den Ausfithrungen zu Nummer 9 dargetan, priifen, ob weitere Klarstel-
lungen vorgenommen werden sollten, um die Gefahr eines ,,vorsorglichen Loschens* auszuschlieBen und insbe-
sondere die Verbindlichkeit der Sieben-Tages-Frist in § 3 Absatz 2 Nummer 3 NetzDG priifen, um gegebenenfalls
den sozialen Netzwerken fiir die Priifung schwieriger Grenzfille mehr Zeit zu geben.

Auch wird die Bundesregierung priifen, ob Ergdnzungen notwendig sind, um die Wiederherstellung zu Unrecht
geloschter Inhalte abzusichern. So wird die Bundesregierung priifen, inwiefern die in § 3 Absatz 5 NetzDG ange-
legte Uberwachungsbefugnis auch auf etwaige Overblocking-Effekte erstreckt werden kann. Denkbar wire hier
auch ein Monitoring des Umgangs der sozialen Netzwerke mit Wiederherstellungsanspriichen von Nutzerinnen
und Nutzern, wenn diese darauf hinweisen, dass ihre Inhalte zu Unrecht geloscht wurden und Wiedereinstellung
der Inhalte begehren.

Zu Nummer 11 (Artikel 1 — Verhiltnis des Netzwerkdurchsetzung tzes zum Tel di tz)
NetzDG und TMG bestehen unabhéngig nebeneinander.

§ 7 Absatz 2 Satz 1 TMG stellt lediglich klar, dass den Diensteanbictern keine allgemeinen Uberwachungspflich-
ten auferlegt werden diirfen. Solche allgemeinen Uberwachungspflichten folgen aus dem NetzDG gerade nicht.
Das NetzDG verpflichtet nicht zu einer allgemeinen Uberwachung der Inhalte auf der eigenen Plattform, sondern
lediglich dazu, ein effektives Beschwerdeverfahren zur Verarbeitung von Nutzerbeschwerden vorzuhalten. Die
Nutzerbeschwerden beziehen sich auf einzelne Inhalte, d. h. 16sen eng umgrenzte Handlungsobliegenheiten aus,
so dass von einer allgemeinen Uberwachungspflicht keine Rede sein kann. Die Bundesregierung weist darauf hin,
dass auch die Handlungsobliegenheiten, die einen Hostprovider nach Hinweis auf eine Rechtsverletzung aufgrund
der sogenannten Storerhaftung treffen, nach der Rechtsprechung des Bundesgerichtshofes (BGH) keinen Versto3
gegen das Verbot der allgemeinen Uberwachungspflichten implizieren, da es eben nur um Handlungsobliegen-
heiten in spezifischen Fillen geht.

Zu den Nummern 12 bis 13 (Artikel 1 — § 1 Absatz 1 Satz 1 NetzDG; § 1 Absatz 2 NetzDG)

Der Begriff des sozialen Netzwerks wird in § 1 Absatz 1 NetzDG definiert. Der im Ansatz weite Anwendungs-
bereich wird erheblich eingeschrankt durch das Merkmal der Ermoglichung des Austauschs beliebiger Inhalte.
Insofern ist nicht allein auf die technische Moglichkeit des Einstellens von beliebigen Inhalten abzustellen, son-
dern ob dies auch der Zielsetzung der Anbieter entspricht, dies entsprechend zu ,,ermdglichen. Anbieter von
Plattformen, die nach ihrer rechtlichen oder tatséchlichen Gestaltung darauf angelegt sind, dass nur spezifische
Inhalte verbreitet werden, fallen nicht darunter. Daher fallen z. B. berufliche Netzwerke, Fachportale, Online-
Spiele, Verkaufsplattformen nicht in den Anwendungsbereich.

Durch das eingrenzende Tatbestandsmerkmal der ,,Plattformen® ist zugleich klargestellt, dass Individualkommu-
nikation (z. B. E-Mail- oder Messengerdienste) nicht erfasst sind. Denn der Begriff der Plattform verweist nach
dem allgemeinen Sprachgebrauch auf Kommunikationsrdume, wo sich Kommunikation typischerweise an eine
Mehrzahl von Adressaten richtet bzw. zwischen diesen stattfindet.

Die Bundesregierung wird priifen, ob die Definition der sozialen Netzwerke im Gesetzeswortlaut im Sinne der
obigen Ausfithrungen klargestellt werden kann.

Die Bundesregierung wird auch priifen, ob eine Konkretisierung der sogenannten De-minimis-Schwelle in § 1
Absatz 2 NetzDG (zwei Millionen Nutzer) erfolgen soll.
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Zu Nummer 14 (Artikel 1 — § 1 Absatz 3 NetzDG)

Die Bundesregierung wird die vorgeschlagene Streichung von § 269 des Strafgesetzbuches im Katalog des § 1
Absatz 3 NetzDG priifen.

Die gleichfalls vorgeschlagene Erweiterung des ohnehin schon weit gefassten Straftatenkatalogs in § 1 Absatz 3
NetzDG wird die Bundesregierung priifen, lehnt jedoch eine Beriicksichtigung im laufenden Gesetzgebungsvor-
haben ab. Die Aufnahme weiterer Straftatbesténde in den Katalog des § 1 Absatz 3 NetzDG bedarf intensiver
Priifung.

Zu Nummer 15 (Artikel 1 — § 2 Absatz 1 Satz 1 NetzDG)

Die Bundesregierung lehnt den Vorschlag des Bundesrates ab. Die vierteljahrlichen Berichte erscheinen notwen-
dig, um ausreichend Transparenz im Umgang mit Beschwerden durch die sozialen Netzwerke zu gewihrleisten.

Zu den Nummern 16 bis 17  (Zum Gesetzentwurf allgemein)

Die Bundesregierung hilt eine Regelung verbindlicher Reaktionszeiten der sozialen Netzwerke gegeniiber den
Strafverfolgungsbehdrden sowie Mitteilungspflichten der Anbieter sozialer Netzwerke gegeniiber Strafverfol-
gungsbehodrden im NetzDG derzeit nicht fiir zielfithrend. Zunéchst bediirfte es weiterer — auch rechtstatséchlicher
— Priifung, ob die bestehenden Instrumentarien der Strafverfolgungsbehdrden, um die sozialen Netzwerke zur
ziigigen Mitwirkung anzuhalten, ausreichend sind und weiter ausgeschopft werden miissen oder gegebenenfalls
die entsprechenden Regelungen erginzt werden miissen. Die Bundesregierung weist in diesem Zusammenhang
auBerdem darauf hin, dass sie die freiwillige Zusammenarbeit der sozialen Netzwerke mit den Strafverfolgungs-
behorden beobachtet und neue Informationspflichten der Netzwerke priift.

Zu Nummer 18 (Artikel 1 — § 3 Absatz 2 Nummer 2 und 3 NetzDG)

Beziiglich der vom Bundesrat angesprochenen Gefahr, dass im Zweifel sofort geloscht werden konnte, wird auf
die Stellungnahme zu Nummer 9 verwiesen.

Zu Nummer 19 (Artikel 1 —§ 3 Absatz 2 Nummer 2 und 3 NetzDG)

Es wird auf die Stellungnahme zu Nummer 9 verwiesen.

Zu Nummer 20 (Artikel 1 — § 3 Absatz 4, § 4 Absatz 1 Nummer 4 bis 6 NetzDG)

Die Bundesregierung wird priifen, ob der BuBigeldtatbestand des § 4 Absatz 1 Nummer 5 NetzDG konkretisiert
werden kann. Im Ubrigen sicht die Bundesregierung keinen Anlass fiir eine erneute Priifung. Die Pflicht zur
Uberwachung des Umgangs mit Beschwerden durch monatliche Kontrollen (§ 3 Absatz 4 Satz 1 NetzDG) ist
durch den klaren zeitlichen Rahmen konkret gefasst. Die Pflicht zum Angebot von Schulungs- und Betreuungs-
angeboten (§ 3 Absatz 4 Satz 3) ist durch die klaren zeitlichen Vorgaben hinreichend konkret.

Zu Nummer 21 (Artikel 1 —§ 3 Absatz 2 Nummer 6 NetzDG)

Die Bundesregierung hat die Vereinbarkeit des Gesetzesentwurfs mit europarechtlichen Vorgaben gepriift. Ein
Konflikt des Gebots der Kopienloschung mit Artikel 15 Absatz 1 der Richtlinie 2000/31/EG (E-Commerce-RL)
besteht nicht. Denn es geht nicht um inhaltlich und zeitlich unbegrenzte Uberwachungspflichten, sondern spezi-
fische Pflichten, die zeitlich und inhaltlich stark eingeschrinkt sind. Die Netzwerke werden lediglich zu einer
einmaligen Handlung im Nachgang der Beschwerde verpflichtet, die begrenzt ist auf identische Kopien. Dass
solche spezifischen Priifpflichten mit Artikel 15 Absatz 1 E-Commerce-RL vereinbar sind, entspricht der Recht-
sprechung des BGH und des Européischen Gerichtshofs. Nach Auffassung der Bundesregierung ist § 3 Absatz 2
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Nummer 6 NetzDG auch mit Artikel 14 E-Commerce-RL vereinbar, weil Artikel 14 Absatz 3 Alternative 2
E-Commerce-RL den Mitgliedstaaten die Moglichkeit offen hilt, ,,Verfahren fiir die Entfernung einer Informa-
tion“ festzulegen. Nach Erwédgungsgrund 48 der E-Commerce-RL bleibt die Moglichkeit unbenommen, ,,daf3 die
Mitgliedstaaten von Diensteanbietern, die von Nutzern ihres Dienstes bereitgestellte Informationen speichern,
verlangen, die nach verniinftigem Ermessen von ihnen zu erwartende und in innerstaatlichen Rechtsvorschriften
niedergelegte Sorgfaltspflicht anzuwenden, um bestimmte Arten rechtswidriger Tatigkeiten aufzudecken und zu
verhindern.*

Zu Nummer 22 (Artikel 1 —§ 3 NetzDG)

Die Bundesregierung wird das Anliegen des Bundesrates priifen (auf die Stellungnahme zu Nummer 9 wird ver-
wiesen).

Zu Nummer 23 (Artikel 1 — § 4 Absatz S NetzDG)
Die Bundesregierung lehnt den Vorschlag des Bundesrates ab.

Das in § 4 Absatz 5 NetzDG eingefiihrte Vorabentscheidungsverfahren stellt zwar eine gesetzestechnische Aus-
nahme dar. Allerdings hélt die Bundesregierung daran fest, dass die Regelung in dem vom NetzDG erfassten
grundrechtssensiblen Bereich sinnvoll ist. Bei Meinungsverschiedenheiten zwischen sozialem Netzwerk und
Bufigeldbehorde dariiber, ob Inhalte rechtswidrig im Sinne des § 1 Absatz 3 NetzDG sind, soll ein Gericht ent-
scheiden, bevor die BuBigeldbehorde das Nichtloschen von Inhalten als Begriindung fiir fehlende Compliance
heranziehen darf. Damit bleibt die Beurteilung der Strafrechtsrelevanz von Inhalten im Streitfall von Anfang an
den Gerichten und nicht der Buigeldbehorde vorbehalten.

Das Vorabentscheidungsverfahren stellt zudem einen wichtigen zusétzlichen Mechanismus dar, damit es nicht
voreilig zu unbegriindeten Loschungen (Overblocking) kommt. Denn das Vorabentscheidungsverfahren fungiert
wie ein Filter: Wenn das Gericht etwas nicht als rechtswidrig erkennen kann, kann dies nicht zu Lasten des sozi-
alen Netzwerkes gehen. Dieser Filter wirkt zu Gunsten der Meinungsfreiheit, da er Anreize zum Overblocking
vermindert. Das Vorabentscheidungsverfahren ist auch nicht deshalb tiberfliissig, weil jedes Buigeld auf Grund-
lage des NetzDG ohnehin mit den hergebrachten Rechtsbehelfen tiberpriift werden kann. Die Gerichte iiberpriifen,
ob ein Versto3 gegen buligeldbewehrte Compliance-Pflichten der sozialen Netzwerke vorliegt. Das Nichtloschen
eines einzelnen Beitrags kann hier nur inzident als Anhaltspunkt fiir diese Einschitzung tiberpriift werden. Das
Vorabentscheidungsverfahren gewéhrleistet, dass jeder einzelne streitige Inhalt, den die Bufigeldbehorde als
symptomatisch fiir den Versto8 gegen Compliance-Pflichten ansieht, eine gerichtliche Priifung durchlauft. Dies
gewidhrleistet eine sehr feinmaschige Priifung der BuBigeldvoraussetzungen in einem grundrechtssensiblen Be-
reich. Zudem wird so verhindert, dass Buigeldbescheide, die auf einer unrichtigen Auffassung iiber die Strafbar-
keit eines Inhalts beruhen, iiberhaupt erlassen werden, was die sozialen Netzwerke entlastet.

Zu Nummer 24 (Artikel 1 - § 5 Satz 2 NetzDG)

Die Bundesregierung wird das Anliegen des Bundesrates priifen.

Zu Nummer 25 (Artikel 1 — § 5 NetzDG)

Die Bundesregierung lehnt das Anliegen des Bundesrates ab, die sozialen Netzwerke zur Benennung eines Zu-
stellungsbevollméchtigten auf ihrer Homepage zu verpflichten. Eine entsprechende Erweiterung wére mit dem in
der E-Commerce-RL verankerten Herkunftslandprinzip unvereinbar.
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Zu Nummer 26 (Artikel 1 —§ 6 Absatz 2 NetzDG)

Die Bundesregierung wird den Vorschlag des Bundesrates, die Ubergangsfrist fiir die sozialen Netzwerke im
Hinblick auf die Einrichtung eines wirksamen Beschwerdemanagement von drei auf sechs Monate zu verlangern,
im weiteren Verlauf des Gesetzgebungsverfahrens priifen.

Zu Nummer 27 (§ 14 Absatz 2 TMG)

Die Bundesregierung hilt die geplante Anderung des § 14 Absatz 2 TMG fiir erforderlich und verweist auf eine
entsprechende Gesetzesinitiative des Bundesrates, die in der Gesetzesbegriindung niher ausgefiihrt wird. Die ge-
plante Anderung steht auch mit der Zielsetzung des Gesetzentwurfs der Bundesregierung im Einklang. Neben
dem Anliegen, dass soziale Netzwerke entsprechend ihrer bisherigen Verpflichtungen effektiv strafbare Inhalte
sperren, geht es auch darum, dass die durch Hasskriminalitét in ihren Rechten (insbesondere Personlichkeitsrech-
ten) Verletzten ihre Auskunftsanspriiche gegeniiber sozialen Netzwerken durchsetzen konnen. Die Auskunft wird
benotigt fiir die Rechtsdurchsetzung gegen die Verletzer, also insbesondere die Verfasser von Hassposts. Die
Bundesregierung wird in diesem Zusammenhang priifen, ob zum Schutz vor Missbrauch und vor iibereilten Ent-
scheidungen der Diensteanbieter die Einfiigung eines Richtervorbehalts entsprechend § 101 Absatz 9 des Urhe-
berrechtsgesetzes erforderlich erscheint.
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Gesetzesentwurf — Beschlussempfehlung und Bericht des Ausschusses fiir Recht
und Verbraucherschutz — BT-Drucks. 18/13013 v. 28.06.2017

Deutscher Bundestag Drucksache 18/13013

18. Wahlperiode 28.06.2017

Beschlussempfehlung und Bericht

des Ausschusses fiir Recht und Verbraucherschutz (6. Ausschuss)

a) zu dem Gesetzentwurf der Fraktionen der CDU/CSU und SPD
— Drucksache 18/12356 —

Entwurf eines Gesetzes zur Verbesserung der Rechtsdurchsetzung
in sozialen Netzwerken
(Netzwerkdurchsetzungsgesetz — NetzDG)

b) zu dem Gesetzentwurf der Bundesregierung
— Drucksache 18/12727 -

Entwurf eines Gesetzes zur Verbesserung der Rechtsdurchsetzung
in sozialen Netzwerken
(Netzwerkdurchsetzungsgesetz — NetzDG)

c) zu dem Antrag der Abgeordneten Dr. Konstantin von Notz, Renate
Kiinast, Tabea R6Rner, weiterer Abgeordneter und der Fraktion
BUNDNIS 90/DIE GRUNEN
— Drucksache 18/11856 —

Transparenz und Recht im Netz — MaBnahmen gegen Hasskommentare,
,Fake News“ und Missbrauch von ,,Social Bots*
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A. Problem
Zu den Buchstaben a und b

Die Initianten der gleichlautenden Gesetzentwiirfe zu a) und b) konstatieren eine
massive Verdnderung des gesellschaftlichen Diskurses im Netz und insbesondere
in den sozialen Netzwerken. Die Debattenkultur im Netz sei oft aggressiv, verlet-
zend und nicht selten hasserfiillt. Hasskriminalitdt und andere strafbare Inhalte,
die nicht effektiv bekdmpft und verfolgt werden konnten, bérgen eine grofie Ge-
fahr fiir das friedliche Zusammenleben einer freien, offenen und demokratischen
Gesellschaft. Nach den Erfahrungen im US-Wahlkampf habe liberdies auch in der
Bundesrepublik Deutschland die Bekdmpfung von strafbaren Falschnachrichten
(,,Fake News®) in sozialen Netzwerken hohe Prioritét gewonnen. Die Gesetzent-
wiirfe zielen auf eine Verbesserung der Rechtsdurchsetzung in sozialen Netzwer-
ken, um objektiv strafbare Inhalte wie etwa Volksverhetzung, Beleidigung, Ver-
leumdung oder Stérung des 6ffentlichen Friedens durch Vortéduschen von Strafta-
ten unverziiglich zu entfernen. Aus Sicht der Initianten haben die Anbieter der
sozialen Netzwerke eine Verantwortung, der sie gerecht werden miissten. Um sie
zu einer ziigigeren und umfassenderen Bearbeitung von Beschwerden insbeson-
dere von Nutzerinnen und Nutzern {iber Hasskriminalitdt und andere strafbare In-
halte anzuhalten, sollen gesetzliche Compliance-Regeln fiir soziale Netzwerke
eingefiihrt werden. Vorgesehen werden eine gesetzliche Berichtspflicht fiir sozi-
ale Netzwerke tiber den Umgang mit Hasskriminalitdt und anderen strafbaren In-
halten, ein wirksames Beschwerdemanagement sowie die Benennung eines inléan-
dischen Zustellungsbevollméchtigten. Verstofe gegen diese Pflichten sollen mit
BuBigeldern gegen das Unternehmen und die Aufsichtspflichtigen geahndet wer-
den konnen. Auflerdem soll es Opfern von Personlichkeitsrechtsverletzungen im
Netz ermoglicht werden, aufgrund gerichtlicher Anordnung die Bestandsdaten
der Verletzer von Diensteanbietern zu erhalten.

Zu Buchstabe ¢

Der Antrag zielt auf die Feststellung des Deutschen Bundestages, dass Hass und
Hetze, Beleidigung und Bedrohung, das Schiiren von Vorurteilen und Feindbil-
dern seit geraumer Zeit auch im Internet zuzunechmen scheinen. Die Grenzen des
Zuldssigen seien aber in der digitalen wie der analogen Welt im Grundsatz diesel-
ben: Grund- und Menschenrechte gélten fiir alle sich im Internet bewegenden
Menschen. Die bestehenden Straftatbestinde seien ausreichend; das gelte grund-
sdtzlich auch fiir Rechtsschutzmdglichkeiten bei Verletzungen der Personlich-
keitsrechte. Verletzungen von Personlichkeitsrechten miissten stets mit der durch
Artikel 5 des Grundgesetzes (GG) geschiitzten Meinungs- und Informationsfrei-
heit abgewogen werden. Dies diirfe nicht den Diensteanbietern iiberlassen wer-
den, sondern sei im Streitfall Sache der Gerichte. Zudem fehle es an Informati-
onspflichten bei der Verwendung von Computerprogrammen, die menschliche
Identitdt und Kommunikation vortduschen (,,Social Bots*) und zu Zwecken der
Manipulation oder Desinformation eingesetzt werden kénnen. SchlieBlich sei im
digitalen Zeitalter der Erwerb von Medien- und Datenschutzkompetenz — mog-
lichst lebenslang — eine zentrale Herausforderung.

Die Bundesregierung soll daher insbesondere aufgefordert werden, einen Gesetz-
entwurf vorzulegen, mit dem das Melde- und Abhilfeverfahren (,,Notice and take
down*) bei rechtswidrigen Informationen fiir Diensteanbieter von Telemedien ab
einer festzulegenden Grofenordnung verbindlich strukturiert wird. AuBerdem
sollen mit dem Gesetz die Diensteanbieter ab einer festzulegenden GroBenord-

279

hittps://del.org/10.5771/9783748800477 - am 19.01.2026, 00:16:53. https://www.Inllbra.com/defagh - Open Access - ITEEE


https://doi.org/10.5771/9783748909477
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

Anbhdinge

Deutscher Bundestag — 18. Wahlperiode —3—

Drucksache 18/13013

nung verpflichtet werden, auf ihre Kosten zur Gewéhrleistung effektiver Strafver-
folgung und Durchsetzung zivilrechtlicher Anspriiche benutzerfreundliche und
altersgerechte Moglichkeiten bereitzuhalten, um rechtswidrige Inhalte zu melden.
Sie sollen auch verpflichtet werden, innerhalb von 24 Stunden den Meldenden
sowie den fiir den Inhalt der als rechtswidrig gemeldeten Information Verantwort-
lichen iiber den Verfahrensstand zu informieren und offensichtlich rechtswidrige
Inhalte spétestens innerhalb von 24 Stunden nach Meldungszugang zu 16schen.
AuBerdem sollen sie auf Anfrage innerhalb von 24 Stunden den Strafverfolgungs-
behoérden und Gerichten Auskunft iiber die Herkunft einer als rechtswidrig gemel-
deten Information erteilen. Weiter sollen sie verpflichtet werden, einen inldndi-
schen empfangs- und zustellungsbevollméchtigten Verantwortlichen fiir Meldun-
gen, Beschwerden und Loschungsforderungen bei rechtswidrigen Inhalten zu be-
stellen und bekannt zu machen, Vorkehrungen zur Dokumentation rechtswidriger
oder streitiger Inhalte und zur fachgerechten Bearbeitung der Meldungen zu tref-
fen sowie im Falle eines erfolgreichen Widerspruchs gegen die Loschung eine
zeitnahe Wiederzuginglichmachung zu gewihrleisten. Weiter sollen verschie-
dene Mafinahmen zur Gewiahrleistung von Transparenz bei ,,Social Bots* getrof-
fen werden. AuBlerdem soll das Gesetz effektive Sanktionen und die Pflicht zu
einer unabhingigen externen Evaluierung der Neuregelungen vorsehen.

B. Losung
Zu Buchstabe a

Annahme des Gesetzentwurfs auf Drucksache 18/12356 in geénderter Fassung.
Der Ausschuss empfiehlt insbesondere Prazisierungen des Anwendungsbereichs,
eine Erweiterung des zeitlichen Spielraums fiir die Entfernung nicht offensicht-
lich rechtswidriger Inhalte, die Einflihrung eines Systems der Regulierten Selbst-
regulierung und Prézisierungen zum inlandischen Zustellungsbevollméchtigten.

Annahme des Gesetzentwurfs in gefinderter Fassung mit den Stimmen der
Fraktionen der CDU/CSU und SPD gegen die Stimmen der Fraktion DIE
LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN.

Zu Buchstabe b

Einvernehmliche Erledigterklirung des Gesetzentwurfs auf Drucksache
18/12727.

Zu Buchstabe ¢

Ablehnung des Antrags auf Drucksache 18/11856 mit den Stimmen der Frak-
tionen CDU/CSU, SPD und DIE LINKE. gegen die Stimmen der Fraktion
BUNDNIS 90/DIE GRUNEN.

C. Alternativen

Keine.

D. Kosten

Wurden im Ausschuss nicht erdrtert.
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Beschlussempfehlung

Der Bundestag wolle beschlieien,

a) den Gesetzentwurf auf Drucksache 18/12356 in der aus der nachstehenden
Zusammenstellung ersichtlichen Fassung anzunehmen,

b) den Gesetzentwurf auf Drucksache 18/12727 fiir erledigt zu erkléren,
¢) den Antrag auf Drucksache 18/11856 abzulehnen.

Berlin, den 28. Juni 2017

Der Ausschuss fiir Recht und Verbraucherschutz

Renate Kiinast
Vorsitzende und Berichterstatterin

Dr. Stefan Heck Dr. Johannes Fechner Harald Petzold (Havelland)
Berichterstatter Berichterstatter Berichterstatter
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Zusammenstellung

des Entwurfs eines Gesetzes zur Verbesserung der Rechtsdurchsetzung
in sozialen Netzwerken (Netzwerkdurchsetzungsgesetz — NetzDG)

— Drucksache 18/12356 —
mit den Beschlissen des Ausschusses fiir Recht u

nd Verbraucherschutz (6. Ausschuss)

Entwurf

Beschliisse des 6. Ausschusses

Entwurf eines Gesetzes zur Verbesse-
rung der Rechtsdurchsetzung in sozia-
len Netzwerken

Entwurf eines Gesetzes zur Verbesse-
rung der Rechtsdurchsetzung in sozia-
len Netzwerken

(Netzwerkdurchsetzungsgesetz —
NetzDG)"

(Netzwerkdurchsetzungsgesetz —
NetzDG)"

Vom ...

Vom ...

Der Bundestag hat das folgende Gesetz beschlos-
sen:

Der Bundestag hat das folgende Gesetz beschlos-
sen:

Artikel 1

Artikel 1

Gesetz zur Verbesserung der Rechts-
durchsetzung
in sozialen Netzwerken

Gesetz zur Verbesserung der Rechts-
durchsetzung
in sozialen Netzwerken

(Netzwerkdurchsetzungsgesetz —

(Netzwerkdurchsetzungsgesetz —

NetzDG) NetzDG)
§1 §1
Anwendungsbereich Anwendungsbereich

(1) Dieses Gesetz gilt fiir Telemediendienstean-
bieter, die mit Gewinnerzielungsabsicht Plattformen
im Internet betreiben, die es Nutzern ermdglichen, be-
liebige Inhalte mit anderen Nutzern auszutauschen, zu
teilen oder der Offentlichkeit zugénglich zu machen
(soziale Netzwerke). Plattformen mit journalistisch-re-
daktionell gestalteten Angeboten, die vom Dienstean-
bieter selbst verantwortet werden, gelten nicht als sozi-
ale Netzwerke im Sinne dieses Gesetzes.

(1) Dieses Gesetz gilt fiir Telemediendienstean-
bieter, die mit Gewinnerzielungsabsicht Plattformen
im Internet betreiben, die dazu bestimmt sind, dass
Nutzer beliebige Inhalte mit anderen Nutzern teilen
oder der Offentlichkeit zuginglich machen (soziale
Netzwerke). Plattformen mit journalistisch-redaktio-
nell gestalteten Angeboten, die vom Diensteanbieter
selbst verantwortet werden, gelten nicht als soziale
Netzwerke im Sinne dieses Gesetzes. Das Gleiche gilt

fiir Plattformen, die zur Individuall ikation

°)  Notifiziert gemiB der Richtlinie (EU) 2015/1535 des Européischen Parlaments und des Rates vom 9. September 2015 iiber ein Informations-
verfahren auf dem Gebiet der technischen Vorschriften und der Vorschriften fiir die Dienste der Informationsgesellschaft (ABI. L 204 vom

17.9.2015, 8. 1).
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oder zur Verbreitung spezifischer Inhalte bestimmt
sind.

(2) Der Anbieter eines sozialen Netzwerks ist
von den Pflichten nach den §§ 2 und 3 befreit, wenn
das soziale Netzwerk im Inland weniger als zwei Mil-
lionen Nutzer hat.

(2) Der Anbieter eines sozialen Netzwerks ist
von den Pflichten nach den §§ 2 und 3 befreit, wenn
das soziale Netzwerk im Inland weniger als zwei Mil-
lionen registrierte Nutzer hat.

(3) Rechtswidrige Inhalte sind Inhalte im Sinne
des Absatzes 1, die den Tatbestand der §§ 86, 86a, 89a,
90, 90a, 90b, 91, 100a, 111, 126, 129 bis 129b, 130,
131, 140, 166, 184b, 184d, 185 bis 187, 241 oder 269
des Strafgesetzbuchs erfiillen.

(3) Rechtswidrige Inhalte sind Inhalte im Sinne
des Absatzes 1, die den Tatbestand der §§ 86, 86a, 89a,
91, 100a, 111, 126, 129 bis 129b, 130, 131, 140, 166,
184b in Verbindung mit 184d, 185 bis 187, 201a, 241
oder 269 des Strafgesetzbuchs erfiillen und nicht ge-
rechtfertigt sind.

§2

§2

Berichtspflicht

Berichtspflicht

(1) Anbieter sozialer Netzwerke sind verpflich-
tet, einen deutschsprachigen Bericht iiber den Umgang
mit Beschwerden iiber rechtswidrige Inhalte auf ihren
Plattformen mit den Angaben nach Absatz 2 viertel-
Jjéhrlich zu erstellen und im Bundesanzeiger sowie auf
der eigenen Homepage spétestens einen Monat nach
Ende eines Quartals zu verdffentlichen. Der auf der ei-
genen Homepage veroffentlichte Bericht muss leicht
erkennbar, unmittelbar erreichbar und stindig verfiig-
bar sein.

(1) Anbieter sozialer Netzwerke, die im Kalen-
derjahr mehr als 100 Beschwerden iiber rechtswid-
rige Inhalte erhalten, sind verpflichtet, einen deutsch-
sprachigen Bericht iiber den Umgang mit Beschwerden
iber rechtswidrige Inhalte auf ihren Plattformen mit
den Angaben nach Absatz 2 halbjéhrlich zu erstellen
und im Bundesanzeiger sowie auf der eigenen Home-
page spitestens einen Monat nach Ende eines Halbjah-
res zu verdffentlichen. Der auf der eigenen Homepage
veroffentlichte Bericht muss leicht erkennbar, unmit-
telbar erreichbar und stindig verfiigbar sein.

(2) Der Bericht hat mindestens auf folgende As-
pekte einzugehen:

(2) Der Bericht hat mindestens auf folgende As-
pekte einzugehen:

1. Allgemeine Ausfiihrungen, welche Anstrengun-
gen der Anbieter des sozialen Netzwerks unter-
nimmt, um strafbare Handlungen auf den Plattfor-
men zu unterbinden,

unverdndert

2. Darstellung der Mechanismen zur Ubermittlung
von Beschwerden iiber rechtswidrige Inhalte und
der Entscheidungskriterien flir Loschung und
Sperrung von rechtswidrigen Inhalten,

2. unverdndert

3. Anzahl der im Berichtszeitraum eingegangenen
Beschwerden iiber rechtswidrige Inhalte, aufge-
schliisselt nach Beschwerden von Beschwerde-
stellen und Beschwerden von Nutzern und nach
dem Beschwerdegrund,

hed

unverdndert

4. Organisation, personelle Ausstattung, fachliche
und sprachliche Kompetenz der fiir die Bearbei-
tung von Beschwerden zustidndigen Arbeitsein-
heiten und Schulung und Betreuung der fiir die

4. unverdndert
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Bearbeitung von Beschwerden zustindigen Per-
sonen,

5. Mitgliedschaft in Branchenverbidnden mit Hin-
weis darauf, ob in diesen Branchenverbianden eine
Beschwerdestelle existiert

S. unverdndert

6.  Anzahl der Beschwerden, bei denen eine externe
Stelle konsultiert wurde, um die Entscheidung
vorzubereiten,

6. unverdndert

7. Anzahl der Beschwerden, die im Berichtszeitraum
zur Loschung oder Sperrung des beanstandeten
Inhalts fithrten, aufgeschliisselt nach Beschwer-
den von Beschwerdestellen und von Nutzern so-
wie nach dem Beschwerdegrund,

7. Anzahl der Beschwerden, die im Berichtszeitraum
zur Loschung oder Sperrung des beanstandeten
Inhalts fiihrten, aufgeschliisselt nach Beschwer-
den von Beschwerdestellen und von Nutzern,
nach dem Beschwerdegrund, ob ein Fall des § 3
Absatz 2 Nummer 3 Buchstabe a vorlag, ob in
diesem Fall eine Weiterleitung an den Nutzer
erfolgte sowie ob eine Ubertragung an eine an-
erkannte Einrichtung der Regulierten Selbst-
regulierung nach §3 Absatz2 Nummer 3
Buchstabe b erfolgte,

8. Zeit zwischen Beschwerdeeingang beim sozialen
Netzwerk und Loschung oder Sperrung des
rechtswidrigen Inhalts, aufgeschliisselt nach Be-
schwerden von Beschwerdestellen und von Nut-
zern, nach dem Beschwerdegrund sowie nach den
Zeitraumen “innerhalb von 24 Stunden®/“inner-
halb von 48 Stunden*/“innerhalb einer Wo-
che*/“zu einem spéteren Zeitpunkt*,

8. unverdndert

9. MaBnahmen zur Unterrichtung des Beschwerde-
flihrers sowie des Nutzers, fiir den der beanstan-
dete Inhalt gespeichert wurde, iiber die Entschei-
dung iiber die Beschwerde.

9. unverdndert

§3 §3
Umgang mit Beschwerden iiber rechtswidrige In- | Umgang mit Beschwerden iiber rechtswidrige In-
halte halte

(1) Der Anbieter eines sozialen Netzwerks muss
ein wirksames und transparentes Verfahren nach Ab-
satz 2 und 3 fiir den Umgang mit Beschwerden iiber
rechtswidrige Inhalte vorhalten. Der Anbieter muss
Nutzern ein leicht erkennbares, unmittelbar erreichba-
res und stindig verfiigbares Verfahren zur Ubermitt-
lung von Beschwerden iiber rechtswidrige Inhalte zur
Verfligung stellen.

(1) unverédndert

(2) Das Verfahren muss gewéhrleisten, dass der
Anbieter des sozialen Netzwerks

(2) Das Verfahren muss gewahrleisten, dass der
Anbieter des sozialen Netzwerks
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nimmt und priift, ob der Inhalt rechtswidrig und
zu entfernen oder der Zugang zu ihm zu sperren
ist,

1. unverziglich von der Beschwerde Kenntnis|1.

unverziiglich von der Beschwerde Kenntnis
nimmt und priift, ob der in der Beschwerde ge-
meldete Inhalt rechtswidrig und zu entfernen oder
der Zugang zu ihm zu sperren ist,

halb von 24 Stunden nach Eingang der Be-
schwerde entfernt oder den Zugang zu ihm sperrt;
dies gilt nicht, wenn das soziale Netzwerk mit der
zustandigen Strafverfolgungsbehorde einen lan-
geren Zeitraum fiir die Loschung oder Sperrung
des offensichtlich rechtswidrigen Inhalts verein-
bart hat,

2. einen offensichtlich rechtswidrigen Inhalt inner- | 2.

unverdndert

Tagen nach Eingang der Beschwerde entfernt
oder den Zugang zu ihm sperrt,

3. jeden rechtswidrigen Inhalt innerhalb von sieben | 3.

jeden rechtswidrigen Inhalt unverziiglich, in der
Regel innerhalb von sieben Tagen nach Eingang
der Beschwerde entfernt oder den Zugang zu ihm
sperrt; die Frist von sieben Tagen kann iiber-
schritten werden, wenn

a) die Entscheidung iiber die Rechtswidrig-
keit des Inhalts von der Unwahrheit einer
Tatsachenbehauptung oder erkennbar
von anderen tatséichlichen Umstinden ab-
hiéingt; das soziale Netzwerk kann in die-
sen Fillen dem Nutzer vor der Entschei-
dung Gelegenheit zur Stellungnahme zu
der Beschwerde geben,

b) das soziale Netzwerk die Entscheidung
iiber die Rechtswidrigkeit innerhalb von
siecben Tagen nach Eingang der Be-
schwerde einer nach den Absitzen 6 bis 8
anerkannten Einrichtung der Regulierten
Selbstregulierung iibertrigt und sich de-
ren Entscheidung unterwirft,

cken sichert und zu diesem Zweck fiir die Dauer
von zehn Wochen im Inland speichert,

4. im Falle der Entfernung den Inhalt zu Beweiszwe- | 4.

im Falle der Entfernung den Inhalt zu Beweiszwe-
cken sichert und zu diesem Zweck fiir die Dauer
von zehn Wochen innerhalb des Geltungsbe-
reichs der Richtlinien 2000/31/EG und
2010/13/EU speichert,

Entscheidung unverziiglich informiert und seine
Entscheidung ihnen gegeniiber begriindet und

5. den Beschwerdefiihrer und den Nutzer tiber jede | 5.

den Beschwerdefiihrer und den Nutzer iiber jede
Entscheidung unverziiglich informiert und seine
Entscheidung ihnen gegeniiber begriindet.

pien des rechtswidrigen Inhalts ebenfalls unver-
ziiglich entfernt oder sperrt.

6. sdmtliche auf den Plattformen befindlichen Ko- | 6.

entfillt

(3) Das Verfahren muss vorsehen, dass jede Be-

schwerde und die zu ihrer Abhilfe getroffene Mal- | schwerde und die zu ihrer Abhilfe getroffene Maf-
nahme im Inland dokumentiert wird. nahme innerhalb des Geltungsbereichs der Richtli-
nien 2000/31/EG und 2010/13/EU dokumentiert wird.

(3) Das Verfahren muss vorsehen, dass jede Be-
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(4) Der Umgang mit Beschwerden muss von der
Leitung des sozialen Netzwerks durch monatliche
Kontrollen iiberwacht werden. Organisatorische Unzu-
langlichkeiten im Umgang mit eingegangenen Be-
schwerden miissen unverziiglich beseitigt werden. Den
mit der Bearbeitung von Beschwerden beauftragten
Personen miissen von der Leitung des sozialen Netz-
werks regelmdfBig, mindestens aber halbjahrlich
deutschsprachige Schulungs- und Betreuungsangebote
gemacht werden.

(4) unverdandert

(5) Die Verfahren nach Absatz 1 kénnen durch
eine von der in § 4 genannten Verwaltungsbehorde be-
auftragten Stelle tiberwacht werden.

(5) unverdndert

(6) Eine Einrichtung ist als Einrichtung der
Regulierten Selbstregulierung im Sinne dieses Ge-
setzes anzuerkennen, wenn

1. die Unabhingigkeit und Sachkunde ihrer Prii-
fer gewiihrleistet ist,

2. eine sachgerechte Ausstattung und ziigige Prii-
fung innerhalb von sieben Tagen sichergestellt
sind,

3. eine Verfahrensordnung besteht, die den Um-
fang und Ablauf der Priifung sowie Vorlage-
pflichten der angeschlossenen sozialen Netz-
werke regelt und die Moglichkeit der Uberprii-
fung von Entscheidungen vorsieht,

4. eine Beschwerdestelle eingerichtet ist und

5. die Einrichtung von mehreren Anbietern sozi-
aler Netzwerke oder Institutionen getragen
wird, die eine sachgerechte Ausstattung sicher-
stellen. AuBlerdem muss sie fiir den Beitritt
weiterer Anbieter insbesondere sozialer Netz-
werke offenstehen.

(7) Die Entscheidung iiber die Anerkennung
einer Einrichtung der Regulierten Selbstregulie-
rung trifft die in § 4 genannte Verwaltungsbehorde.

(8) Die Anerkennung kann ganz oder teil-
weise widerrufen oder mit Nebenbestimmungen
versehen werden, wenn Voraussetzungen fiir die
Anerkennung nachtriiglich entfallen sind.

(9) Die Verwaltungsbehorde nach § 4 kann
auch bestimmen, dass fiir einen Anbieter von sozia-
len Netzwerken die Moglichkeit zur Ubertragung
von Entscheidungen nach Absatz2 Nummer 3
Buchstabe b fiir einen zeitlich befristeten Zeitraum
entfillt, wenn zu erwarten ist, dass bei diesem An-
bieter die Erfiillung der Pflichten des Absatzes 2
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Nummer 3 durch einen Anschluss an die Regulierte
Selbstregulierung nicht gewéhrleistet wird.
§4 § 4
Bufigeldvorschriften Bufigeldvorschriften

(1) Ordnungswidrig handelt, wer vorsétzlich
oder fahrldssig

(1) Ordnungswidrig handelt, wer vorsétzlich
oder fahrléssig

1. entgegen § 2 Absatz 1 Satz 1 einen Bericht nicht,
nicht richtig, nicht vollstindig oder nicht rechtzei-
tig erstellt oder nicht, nicht richtig, nicht vollstan-
dig, nicht in der vorgeschriebenen Weise oder
nicht rechtzeitig veréffentlicht,

I. unverdndert

2. entgegen § 3 Absatz 1 Satz 1 ein dort genanntes
Verfahren fiir den Umgang mit Beschwerden von
Beschwerdestellen oder Nutzern, die im Inland
wohnhaft sind oder ihren Sitz haben, nicht, nicht
richtig oder nicht vollstdndig vorhalt,

2. unverdndert

3. entgegen § 3 Absatz 1 Satz 2 ein dort genanntes
Verfahren nicht oder nicht richtig zur Verfiigung
stellt,

3. unverdndert

4. entgegen § 3 Absatz 4 Satz 1 den Umgang mit Be-
schwerden nicht oder nicht richtig tiberwacht,

4. unverdndert

5. entgegen § 3 Absatz 4 Satz2 eine organisatori-
sche Unzuldnglichkeit nicht oder nicht rechtzeitig
beseitigt,

5. unverdndert

6. entgegen § 3 Absatz 4 Satz 3 eine Schulung oder
eine Betreuung nicht oder nicht rechtzeitig anbie-
tet oder

6. entgegen § 3 Absatz 4 Satz 3 eine Schulung oder
eine Betreuung nicht oder nicht rechtzeitig anbie-
tet,

7. entgegen § 5 einen inldndischen Zustellungsbe-
vollmédchtigten oder einen inlédndischen Emp-
fangsberechtigten nicht oder nicht rechtzeitig be-
nennt.

7. entgegen § 5 einen inldndischen Zustellungsbe-
vollmédchtigten oder einen inldndischen Emp-
fangsberechtigten nicht benennt, oder

8. entgegen § 5 Absatz 2 Satz 2 als Empfangsbe-
rechtigter auf Auskunftsersuchen nicht rea-
giert.

(2) Die Ordnungswidrigkeit kann in den Fillen
des Absatzes 1 Nummer 7 mit einer Geldbufle bis zu
finfhunderttausend Euro, in den iibrigen Fiéllen des
Absatzes 1 mit einer GeldbuBle bis zu fiinf Millionen
Euro geahndet werden. § 30 Absatz 2 Satz 3 des Geset-
zes tiber Ordnungswidrigkeiten ist anzuwenden.

(2) Die Ordnungswidrigkeit kann in den Féllen
des Absatzes 1 Nummer 7 und 8 mit einer Geldbufle
bis zu fiinfhunderttausend Euro, in den iibrigen Fillen
des Absatzes 1 mit einer GeldbuB3e bis zu finf Millio-
nen Euro geahndet werden. § 30 Absatz 2 Satz 3 des
Gesetzes iiber Ordnungswidrigkeiten ist anzuwenden.

(3) Die Ordnungswidrigkeit kann auch dann ge-
ahndet werden, wenn sie nicht im Inland begangen
wird.

(3) unverdndert
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(4) Verwaltungsbehorde im Sinne des § 36 Ab-
satz | Nummer 1 des Gesetzes iiber Ordnungswidrig-
keiten ist das Bundesamt fiir Justiz. Das Bundesminis-
terium der Justiz und fiir Verbraucherschutz erldsst im
Einvernehmen mit dem Bundesministerium des Innern,
dem Bundesministerium fiir Wirtschaft und Energie
und dem Bundesministerium fiir Verkehr und digitale
Infrastruktur allgemeine Verwaltungsgrundsitze tiber
die Ausiibung des Ermessens der Bufigeldbehorde bei
der Einleitung eines Bufigeldverfahrens und bei der Be-
messung der Geldbuf3e.

(4) unverdndert

(5) Will die Verwaltungsbehorde ihre Entschei-
dung darauf stiitzen, dass ein nicht entfernter oder nicht
gesperrter Inhalt rechtswidrig im Sinne des § 1 Ab-
satz 3 ist, so hat sie iiber die Rechtswidrigkeit vorab
eine gerichtliche Entscheidung herbeizufiihren. Zu-
standig ist das Gericht, das tiber den Einspruch gegen
den BuBigeldbescheid entscheidet. Der Antrag auf Vor-
abentscheidung ist dem Gericht zusammen mit der
Stellungnahme des sozialen Netzwerks zuzuleiten.
Uber den Antrag kann ohne miindliche Verhandlung
entschieden werden. Die Entscheidung ist nicht an-
fechtbar und fiir die Verwaltungsbehorde bindend.

(5) Will die Verwaltungsbehorde ihre Entschei-
dung darauf stiitzen, dass nicht entfernte oder nicht ge-
sperrte Inhalte rechtswidrig im Sinne des § 1 Absatz 3
sind, so soll sie iiber die Rechtswidrigkeit vorab eine
gerichtliche Entscheidung herbeifiihren. Zusténdig ist
das Gericht, das iiber den Einspruch gegen den Buf-
geldbescheid entscheidet. Der Antrag auf Vorabent-
scheidung ist dem Gericht zusammen mit der Stellung-
nahme des sozialen Netzwerks zuzuleiten. Uber den
Antrag kann ohne miindliche Verhandlung entschieden
werden. Die Entscheidung ist nicht anfechtbar und fiir
die Verwaltungsbehorde bindend.

§5

§5

Inléndischer Zustellungsbevollméichtigter

Inléindischer Zustellungsbevollmichtigter

Anbieter sozialer Netzwerke haben fiir Zustellun-
gen in Bufgeldverfahren nach diesem Gesetz gegen-
tiber der Verwaltungsbehérde, der Staatsanwaltschaft
und dem zustdndigen Gericht, sowie in zivilgerichtli-
chen Verfahren gegeniiber dem zustindigen Gericht ei-
nen inlindischen Zustellungsbevollmdchtigten unver-
ziiglich zu benennen. Fiir Auskunfisersuchen einer in-
ldndischen Strafverfolgungsbehdrde ist eine empfangs-
berechtigte Person im Inland zu benennen.

(1) Anbieter sozialer Netzwerke haben im In-
land einen Zustellungsbevollmichtigten zu benen-
nen und auf ihrer Plattform in leicht erkennbarer
und unmittelbar erreichbarer Weise auf ihn auf-
merksam zu machen. An diese Person kénnen Zu-
stellungen in Verfahren nach § 4 oder in Gerichts-
verfahren vor deutschen Gerichten wegen der Ver-
breitung rechtswidriger Inhalte bewirkt werden.
Das gilt auch fiir die Zustellung von Schriftstiicken,
die solche Verfahren einleiten.

(2) Fiir Auskunftsersuchen einer inlindi-
schen Strafverfolgungsbehorde ist eine empfangs-
berechtigte Person im Inland zu benennen. Die
empfangsberechtigte Person ist verpflichtet, auf
Auskunftsersuchen nach Satz 1 48 Stunden nach
Zugang zu antworten. Soweit das Auskunftsersu-
chen nicht mit einer das Ersuchen erschopfenden
Auskunft beantwortet wird, ist dies in der Antwort
zu begriinden.
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§6

§6

Ubergangsvorschriften

Ubergangsvorschriften

(1) Der Bericht nach § 2 wird erstmals fiir das
zweite auf das Inkrafitreten dieses Gesetzes folgende
Vierteljahr féllig.

(1) Der Bericht nach § 2 wird erstmals fiir das
erste Halbjahr 2018 fallig.

(2) Die Verfahren nach § 3 miissen innerhalb
von drei Monaten nach Inkrafttreten dieses Gesetzes
eingefiihrt sein.

(2) Die Verfahren nach § 3 miissen innerhalb
von drei Monaten nach Inkrafttreten dieses Gesetzes
eingefiihrt sein. Erfiillt der Anbieter eines sozialen
Netzwerkes die Voraussetzungen des § 1 erst zu ei-
nem spiiteren Zeitpunkt, so miissen die Verfahren
nach § 3 drei Monate nach diesem Zeitpunkt einge-
fiihrt sein.

Artikel 2

Artikel 2

Anderung des Telemediengesetzes

Anderung des Telemediengesetzes

In § 14 Absatz 2 des Telemediengesetzes, das zu-
letzt durch Artikel 1 des Gesetzes vom 21. Juli 2016
(BGBI. 1 S. 1766) geéndert worden ist, werden nach
dem Wort ,, Eigentum " die Wérter ,,oder anderer ab-
solut geschiitzter Rechte  eingefiigt.

Das Telemediengesetz vom 26. Februar 2007
(BGBL. I S. 179), das zuletzt durch Artikel 1 des Ge-
setzes vom 21. Juli 2016 (BGBI. 1 S. 1766) geéndert
worden ist, wird wie folgt gedndert:

1. Dem § 14 werden die folgenden Absiitze 3 bis 5
angefiigt:

»(3) Der Diensteanbieter darf dariiber hin-
aus im Einzelfall Auskunft iiber bei ihm vor-
handene Bestandsdaten erteilen, soweit dies
zur Durchsetzung zivilrechtlicher Anspriiche
wegen der Verletzung absolut geschiitzter
Rechte aufgrund rechtswidriger Inhalte, die
von § 1 Absatz 3 des Netzwerkdurchsetzungs-
gesetzes erfasst werden, erforderlich ist.

(4) Fiir die Erteilung der Auskunft nach
Absatz 3 ist eine vorherige gerichtliche Anord-
nung iiber die Zulissigkeit der Auskunftsertei-
lung erforderlich, die vom Verletzten zu bean-
tragen ist. Fiir den Erlass dieser Anordnung ist
das Landgericht ohne Riicksicht auf den Streit-
wert zustindig. Ortlich zustindig ist das Ge-
richt, in dessen Bezirk der Verletzte seinen
Wohnsitz, seinen Sitz oder eine Niederlassung
hat. Die Entscheidung trifft die Zivilkammer.
Fiir das Verfahren gelten die Vorschriften des
Gesetzes iiber das Verfahren in Familiensa-
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chen und in den Angelegenheiten der freiwilli-
gen Gerichtsbarkeit entsprechend. Die Kosten
der richterlichen Anordnung trigt der Ver-
letzte. Gegen die Entscheidung des Landge-
richts ist die Beschwerde statthaft.

(5) Der Diensteanbieter ist als Beteiligter
zu dem Verfahren nach Absatz 4 hinzuzuzie-
hen. Er darf den Nutzer iiber die Einleitung
des Verfahrens unterrichten.*

In § 15 Absatz 5 wird Satz 4 wie folgt gefasst:

»§ 14 Absatz 2 bis 5 findet entsprechende An-
wendung.“

Artikel 3

Artikel 3

Inkrafttreten

Inkrafttreten

Dieses Gesetz tritt am Tag nach der Verkiindung
in Kraft.

Dieses Gesetz tritt am 1. Oktober 2017 in Kraft.
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Bericht der Abgeordneten Dr. Stefan Heck, Dr. Johannes Fechner, Harald Petzold
(Havelland) und Renate Kiinast

. Uberweisung

Zu Buchstabe a

Der Deutsche Bundestag hat die Vorlage auf Drucksache 18/12356 in seiner 235. Sitzung am 19. Mai 2017
beraten und an den Ausschuss fiir Recht und Verbraucherschutz zur federfiithrenden Beratung sowie an den In-
nenausschuss, den Haushaltsausschuss, den Ausschuss fiir Wirtschaft und Energie, den Ausschuss fiir Familie,
Senioren, Frauen und Jugend, den Ausschuss fiir Verkehr und digitale Infrastruktur, den Ausschuss fiir Men-
schenrechte und humanitire Hilfe, den Ausschuss fiir Bildung, Forschung und Technikfolgenabschétzung, den
Ausschuss fiir Kultur und Medien und an den Ausschuss Digitale Agenda zur Mitberatung iiberwiesen.

Zu Buchstabe b

Der Deutsche Bundestag hat die Vorlage auf Drucksache 18/12727 in seiner 240. Sitzung am 22. Juni 2017
beraten und an den Ausschuss fiir Recht und Verbraucherschutz zur federfiihrenden Beratung sowie an den In-
nenausschuss, den Haushaltsausschuss, den Ausschuss fiir Wirtschaft und Energie, den Ausschuss fiir Familie,
Senioren, Frauen und Jugend, den Ausschuss fiir Verkehr und digitale Infrastruktur, den Ausschuss fiir Men-
schenrechte und humanitire Hilfe, den Ausschuss fiir Bildung, Forschung und Technikfolgenabschitzung, den
Ausschuss fiir Kultur und Medien und an den Ausschuss Digitale Agenda zur Mitberatung liberwiesen.

Zu Buchstabe ¢

Der Deutsche Bundestag hat die Vorlage auf Drucksache 18/11856 in seiner 235. Sitzung am 19. Mai 2017
beraten und an den Ausschuss fiir Recht und Verbraucherschutz zur federfiihrenden Beratung sowie an den Aus-
schuss fiir Kultur und Medien und an den Ausschuss Digitale Agenda zur Mitberatung iiberwiesen.

Il. Stellungnahmen der mitberatenden Ausschiisse

Zu Buchstabe a

Der Innenausschuss hat die Vorlage auf Drucksache 18/12356 in seiner 123. Sitzung am 28. Juni 2017 beraten
und empfiehlt mit den Stimmen der Fraktionen der CDU/CSU und SPD gegen die Stimmen der Fraktion DIE
LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN die Annahme.

Der Haushaltsausschuss hat die Vorlage auf Drucksache 18/12356 in seiner 109. Sitzung am 28. Juni 2017 be-
raten und empfiehlt mit den Stimmen der Fraktionen der CDU/CSU und SPD gegen die Stimmen der Fraktion
DIE LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN die Zustimmung zu dem Gesetz-
entwurf in gednderter Fassung.

Der Ausschuss fiir Wirtschaft und Energie hat die Vorlage auf Drucksache 18/12356 in seiner 119. Sitzung am
28. Juni 2017 beraten und empfiehlt mit den Stimmen der Fraktionen der CDU/CSU und SPD gegen die Stimmen
der Fraktion DIE LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN die Annahme mit
Anderungen. Der Ausschuss beschlieBt mit den Stimmen der Fraktionen der CDU/CSU und SPD gegen die Stim-
men der Fraktion DIE LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN die Annahme des
Anderungsantrags der Fraktionen der CDU/CSU und SPD.

Der Ausschuss fiir Familie, Senioren, Frauen und Jugend hat die Vorlage auf Drucksache 18/12356 in seiner
97. Sitzung am 28. Juni 2017 beraten und empfiehlt mit den Stimmen der Fraktionen der CDU/CSU und SPD
gegen die Stimmen der Fraktion DIE LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN
die Annahme mit Anderungen. Der Anderungsantrag der Fraktionen der CDU/CSU und SPD wurde mit den
Stimmen der Fraktionen der CDU/CSU und SPD bei Stimmenthaltung der Fraktionen DIE LINKE. und BUND-
NIS 90/DIE GRUNEN angenommen.
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Der Ausschuss fiir Verkehr und digitale Infrastruktur hat die Vorlage auf Drucksache 18/12356 in seiner
116. Sitzung am 28. Juni 2017 beraten und empfiehlt die Annahme des Gesetzentwurfs in der durch den Ande-
rungsantrag der Fraktionen der CDU/CSU und SPD geidnderten Fassung mit den Stimmen der Fraktionen der
CDU/CSU und SPD gegen die Stimmen der Fraktion DIE LINKE. bei Stimmenthaltung der Fraktion BUND-
NIS 90/DIE GRUNEN. Der Anderungsantrag der Fraktionen der CDU/CSU und SPD wurde mit den Stimmen
der Fraktionen der CDU/CSU und SPD bei Stimmenthaltung der Fraktionen DIE LINKE. und BUNDNIS 90/DIE
GRUNEN angenommen.

Der Ausschuss fiir Menschenrechte und humanitire Hilfe hat die Vorlage auf Drucksache 18/12356 in seiner
91. Sitzung am 28. Juni 2017 beraten und empfiehlt mit den Stimmen der Fraktionen der CDU/CSU und SPD
gegen die Stimmen der Fraktion DIE LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN
die Annahme mit Anderungen. Der Anderungsantrag der Fraktionen der CDU/CSU und SPD zu dem Gesetzent-
wurf wurde mit den Stimmen der Fraktionen der CDU/CSU und SPD gegen die Stimmen der Fraktion DIE
LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN angenommen.

Der Ausschuss fiir Bildung, Forschung und Technikfolgenabschiitzung hat die Vorlage auf Drucksache
18/12356 in seiner 101. Sitzung am 28. Juni 2017 beraten und empfiehlt mit den Stimmen der Fraktionen der
CDU/CSU und SPD gegen die Stimmen der Fraktion DIE LINKE. bei Stimmenthaltung der Fraktion BUND-
NIS 90/DIE GRUNEN die Annahme mit Anderungen. Der Ausschuss empfiehlt auerdem mit den Stimmen der
Fraktionen der CDU/CSU und SPD bei Stimmenthaltung der Fraktionen DIE LINKE. und BUNDNIS 90/DIE
GRUNEN die Annahme des Anderungsantrags.

Der Ausschuss fiir Kultur und Medien hat die Vorlage auf Drucksache 18/12356 in seiner 86. Sitzung am
28. Juni 2017 beraten und empfichlt Zustimmung zum Gesetzentwurf der Fraktionen der CDU/CSU und SPD in
gednderter Fassung mit den Stimmen der Fraktionen der CDU/CSU und SPD gegen die Stimmen der Fraktion
DIE LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN. Der Anderungsantrag der Frakti-
onen der CDU/CSU und SPD wurde mit den Stimmen der Fraktionen der CDU/CSU und SPD bei Stimmenthal-
tung der Fraktionen DIE LINKE. und BUNDNIS 90/DIE GRUNEN angenommen.

Der Ausschuss Digitale Agenda hat die Vorlage auf Drucksache 18/12356 in seiner 92. Sitzung am 28. Juni 2017
beraten und empfichlt mit den Stimmen der Fraktionen der CDU/CSU und SPD gegen die Stimmen der Fraktion
DIE LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN, den Gesetzentwurf in geéinderter
Fassung anzunehmen. Mit den Stimmen der Fraktionen der CDU/CSU und SPD bei Stimmenthaltung der Frakti-
onen DIE LINKE. und BUNDNIS 90/DIE GRUNEN empfichlt der Ausschuss die Annahme des Anderungsan-
trags der Fraktionen der CDU/CSU und SPD.

Zu Buchstabe b

Der Innenausschuss hat die Vorlage auf Drucksache 18/12727 in seiner 123. Sitzung am 28. Juni 2017 beraten
und empfiehlt einvernehmlich, den Gesetzentwurf fiir erledigt zu erkldren.

Der Haushaltsausschuss hat die Vorlage auf Drucksache 18/12727 in seiner 109. Sitzung am 28. Juni 2017 be-
raten und empfiehlt einvernehmlich, den Gesetzentwurf fiir erledigt zu erkléren.

Der Ausschuss fiir Wirtschaft und Energie hat die Vorlage auf Drucksache 18/12727 in seiner 119. Sitzung am
28. Juni 2017 beraten und empfiehlt einvernehmlich, den Gesetzentwurf fiir erledigt zu erkléren.

Der Ausschuss fiir Familie, Senioren, Frauen und Jugend hat die Vorlage auf Drucksache 18/12727 in seiner
97. Sitzung am 28. Juni 2017 beraten und empfiehlt einvernehmlich, den Gesetzentwurf fiir erledigt zu erkléren.

Der Ausschuss fiir Verkehr und digitale Infrastruktur hat die Vorlage auf Drucksache 18/12727 in seiner
116. Sitzung am 28. Juni 2017 beraten und empfiehlt einvernehmlich, den Gesetzentwurf fiir erledigt zu erkléren.

Der Ausschuss fiir Menschenrechte und humanitére Hilfe hat die Vorlage auf Drucksache 18/12727 in seiner
91. Sitzung am 28. Juni 2017 beraten und empfiehlt einvernehmlich, den Gesetzentwurf fiir erledigt zu erkléren.

Der Ausschuss fiir Bildung, Forschung und Technikfolgenabschiitzung hat die Vorlage auf Drucksache
18/12727 in seiner 101. Sitzung am 28. Juni 2017 beraten und empfiehlt einvernehmlich, den Gesetzentwurf fiir
erledigt zu erkldren.
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Der Ausschuss fiir Kultur und Medien hat die Vorlage auf Drucksache 18/12727 in seiner 86. Sitzung am
28. Juni 2017 beraten und empfiehlt einvernehmlich, den Gesetzentwurf fiir erledigt zu erkléren.

Der Ausschuss Digitale Agenda hat die Vorlage auf Drucksache 18/12727 in seiner 92. Sitzung am 28. Juni 2017
beraten und empfiehlt einvernehmlich, den Gesetzentwurf fiir erledigt zu erkléren.

Der Parlamentarische Beirat fiir nachhaltige Entwicklung hat sich mit der Vorlage auf Bundesratsdrucksache
315/17 (Bundestagsdrucksache 18/12727) in seiner 62. Sitzung am 17. Mai 2017 befasst und festgestellt, dass
eine Nachhaltigkeitsrelevant des Gesetzentwurfs gegeben sei. Diese ergebe sich hinsichtlich der Managementre-
gel (10) zum sozialen Zusammenhalt. Die Darstellung der Nachhaltigkeitspriifung sei plausibel, eine Priifbitte
daher nicht erforderlich.

Zu Buchstabe ¢

Der Ausschuss fiir Kultur und Medien hat die Vorlage auf Drucksache 18/11856 in seiner 86. Sitzung am
28. Juni 2017 beraten und empfiehlt mit den Stimmen der Fraktionen CDU/CSU, SPD und DIE LINKE. gegen
die Stimmen der Fraktion BUNDNIS 90/DIE GRUNEN die Ablehnung.

Der Ausschuss Digitale Agenda hat die Vorlage auf Drucksache 18/11856 in seiner 92. Sitzung am 28. Juni 2017
beraten und empfiehlt mit den Stimmen der Fraktionen CDU/CSU, SPD und DIE LINKE. gegen die Stimmen der
Fraktion BUNDNIS 90/DIE GRUNEN die Ablehnung.

lll. Beratungsverlauf und Beratungsergebnisse im federfiihrenden Ausschuss

Zu den Buchstaben a und ¢

Der Ausschuss fiir Recht und Verbraucherschutz hat die Vorlagen auf Drucksachen 18/12356 und 18/11856 in
seiner 151. Sitzung am 31. Mai 2017 anberaten und beschlossen, eine 6ffentliche Anhoérung durchzufiihren, die
er in seiner 153. Sitzung am 19. Juni 2017 durchgefiihrt hat. An dieser Anhorung haben folgende Sachverstindige
teilgenommen:

Ulf Bornemann Deutscher Richterbund (DRB)
Staatsanwalt, Generalstaatsanwaltschaft Hamburg
Dr. iur. Ulf Buermeyer, LL.M. (Columbia) Richter am Landgericht Berlin

Wissenschaftlicher Mitarbeiter des Verfassungsgerichtshofs
des Landes Berlin

Martin Drechsler Freiwillige Selbstkontrolle Multimedia-Diensteanbieter
(FSMe. V.), Berlin

Prof. Dr. Bernd Holznagel, LL.M. Universitdt Miinster
Institut fiir Informations-, Telekommunikations- und Medi-
enrecht

Christian Mihr Reporter ohne Grenzen e. V., Berlin

Prof. Dr. Wolfgang Schulz Universitdt Hamburg

Hans-Bredow-Institut fiir Medienforschung Lehrstuhl fiir
Medienrecht und Offentliches Recht einschlieBlich ihrer the-
oretischen Grundlagen

Prof. Dr. Rolf Schwartmann Technische Hochschule Koln
Leiter der Kélner Forschungsstelle fiir Medienrecht

Holger Herzog jugendschutz.net, Mainz
Leiter des Justiziariats

MinDir Diethelm Gerhold Die Bundesbeauftragte fiir den Datenschutz und die
Informationssicherheit, Bonn
Leitender Beamter

Dr. Bernhard Rohleder Bitkom e. V., Berlin
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Hinsichtlich des Ergebnisses der Anhérung wird auf das Protokoll der 153. Sitzung vom 19. Juni 2017 mit den
anliegenden Stellungnahmen der Sachverstandigen verwiesen.

Zu den Buchstaben a, b und ¢

Der Ausschuss fiir Recht und Verbraucherschutz hat die Vorlagen auf Drucksachen 18/12356, 18/12727 und
18/11856 in seiner 159. Sitzung am 28. Juni 2017 abschlieend beraten.

Er empfiehlt mit den Stimmen der Fraktionen der CDU/CSU und SPD gegen die Stimmen der Fraktion DIE
LINKE. bei Stimmenthaltung der Fraktion BUNDNIS 90/DIE GRUNEN die Annahme des Gesetzentwurfs auf
Drucksache 18/12356 in der aus der Beschlussempfehlung ersichtlichen Fassung. Die Anderungen entsprechen
einem von den Fraktionen der CDU/CSU und SPD in den Ausschuss eingebrachten Anderungsantrag, der mit den
Stimmen der Fraktionen der CDU/CSU und SPD bei Stimmenthaltung der Fraktionen DIE LINKE. und BUND-
NIS 90/DIE GRUNEN angenommen wurde.

Weiter empfiehlt der Ausschuss einvernehmlich, den Gesetzentwurf auf Drucksache 18/12727 fiir erledigt zu
erkléren.

SchlieBlich empfiehlt der Ausschuss mit den Stimmen der Fraktionen CDU/CSU, SPD und DIE LINKE. gegen
die Stimmen der Fraktion BUNDNIS 90/DIE GRUNEN die Ablehnung des Antrags auf Drucksache 18/11856.

Die Fraktion der SPD erliuterte zu dem Anderungsantrag, dass dadurch unter anderem der Anwendungsbereich
des Gesetzes dahingehend prizisiert werden solle, dass nur soziale Netzwerke erfasst seien, die dazu bestimmt
seien, dass Nutzer beliebige Inhalte mit anderen Nutzern teilten. Weiter werde prézisiert, dass Netzwerke mit
weniger als zwei Millionen registrierten Nutzern von den Pflichten nach den §§ 2 und 3 NetzDG-E befteit seien.
Zur Entlastung junger Start-up-Unternehmen gelte die Berichtspflicht des § 2 NetzDG-E erst ab dem Erhalt von
jahrlich mehr als 100 Beschwerden. Die Berichte seien, anders als im Gesetzentwurf vorgesehen, nunmehr nur
halbjahrlich zu erbringen. Die starre Frist im Gesetzentwurf von sieben Tagen fiir die Entfernung nicht offensicht-
lich rechtswidriger Inhalte werde flexibler gestaltet, um den Unternchmen entgegenzukommen. Weiter werde ein
System der Regulierten Selbstregulierung eingefiihrt. Fiir den Fall, dass der Empfangsberechtigte auf ein Aus-
kunftsersuchen nicht reagiere, solle ein BuBigeld verhéngt werden konnen, damit die sozialen Netzwerke auf An-
fragen tatsdchlich reagierten. Die aus ihrer Sicht wichtigste Regelung sei die Verpflichtung zur Benennung eines
inléindischen Zustellungsbevollmichtigten; der Anderungsantrag ergéinze hier die Verpflichtung, auf der Plattform
in leicht erkennbarer und unmittelbar erreichbarer Weise auf den Zustellungsbevollméichtigten aufmerksam zu
machen, damit fiir jedermann offensichtlich sei, wer Ansprechpartner sei. Die Fraktion betonte, dass ihr der Ab-
schluss dieses Vorhabens noch in dieser Wahlperiode wichtig gewesen sei. Angesichts der Zunahme von Hass
und Hetze im Internet sei das Gesetz, bei dem es sich um das wohl weltweit erste Gesetz dieser Art handele,
wichtig und auch effektiv. Keineswegs fiihre es zu einer Privatisierung der Rechtsdurchsetzung, auch die Mei-
nungsfreiheit werde nicht beeinflusst; das befiirchtete Overblocking sei angesichts der klaren Regelungen nicht
zu erwarten. Es sei richtig, die sozialen Netzwerke nicht aus der Verantwortung zu entlassen.

Die Fraktion BUNDNIS 90/DIE GRUNEN teilte die Auffassung, dass gesetzgeberischer Handlungsbedarf be-
stehe und wies auf den eigenen Antrag hin. Sie riigte jedoch das gesetzgeberische Verfahren, das zu spét begonnen
worden sei und zu einem unvollstandigen Gesetz gefiihrt habe. Offen bleibe etwa, wie die Selbstregulierung im
Einzelnen aussehen und wie die Wiedereinstellung von Inhalten erfolgen solle. Die Kurzfristigkeit der Beratungen
sei auch deshalb unangemessen, weil es sich um eine zentrale Weichenstellung im digitalen Bereich handele, auf
die viele Lander blicken wiirden. Ein wichtiges Element sei allerdings die Benennung und Bekanntmachung des
inldndischen Zustellungsbevollméchtigten. Der Begrift des innerhalb von 24 Stunden zu 16schenden offensicht-
lich rechtswidrigen Inhalts sei hingegen nicht hinreichend klar definiert; auch die Aufweichung der Frist von
sieben Tagen fiir die Loschung nicht offensichtlich rechtswidriger Inhalte sei zu unbestimmt. Fraglich sei zudem,
ob die Regelung zur Einholung einer Vorabentscheidung durch das Bundesamt fiir Justiz bei einer groen Anzahl
von Beschwerden praktikabel sei. Weil eine allgemeine Beschwerdestelle bzw. Clearingstelle fiir eine Wieder-
einstellung rechtswidrig geloschter Inhalte fehle, liege aus ihrer Sicht ein Eingriff in das Grundrecht auf Mei-
nungsfreiheit vor. Problematisch sei schlieBlich, dass der Auskunftsanspruch nicht nur Bestands-, sondern auch
Nutzungsdaten umfasse und keine Evaluierung der neuen Regelungen vorgesehen sei.
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Die Fraktion der CDU/CSU hob die Einfiihrung eines Systems der Regulierten Selbstregulierung durch den
Anderungsantrag hervor, wodurch dem Eindruck entgegengetreten werde, dass allein die sozialen Netzwerke ent-
schieden, was veroffentlicht werde oder nicht. Das Gesetz mache deutlich, dass ein Rechtsstaat auch einen Rechts-
durchsetzungsanspruch im digitalen Raum habe. Es handele sich um ein richtiges und wichtiges Signal. Auch
wenn das Themenfeld noch nicht abschlieBend bearbeitet sei, sei es richtig, damit wenigstens zu beginnen, statt
gar nichts zu tun. In der kommenden Wahlperiode miisse insbesondere noch die wichtige Frage, wann ein An-
spruch auf Wiederherstellung eines rechtswidrig geloschten Inhalts bestehe, geklart werden.

Die Fraktion DIE LINKE. erklirte, es sei problematisch, dass zundchst durch die Plattformen — statt durch den
Staat — eine rechtliche Einordnung der Inhalte vorgenommen werden miisse. Dies werde dazu fiihren, dass die
Plattformen sich zur Vermeidung eines Bufigeldverfahrens im Zweifelsfall fiir das Loschen entscheiden wiirden.
Damit bestehe die Gefahr von Overblocking und unberechtigten Loschungen. Die Verpflichtung, auch bei zivil-
rechtlichen Anspriichen Bestandsdaten herauszugegeben, erdffne ein Betétigungsfeld fiir die Abmahnindustrie
und konne trotz der Einfithrung eines Richtervorbehalts weiterhin zur Einschiichterung, etwa von Aktivisten ge-
gen Rechtsextremismus, missbraucht werden. Vor der Einfiihrung ordnungspolitischer Manahmen gegeniiber
Plattformbetreibern sei eine breite gesellschaftliche Debatte erforderlich. Sie kritisierte die zu knappen Fristen bei
der grundsitzlich begriiBenswerten Regulierten Selbstregulierung und sprach sich angesichts der dynamischen
Entwicklungen fiir eine Befristung der Geltungsdauer des Gesetzes aus.

Dem Ausschuss fiir Recht und Verbraucherschutz lagen mehrere Petitionen vor.

IV. Zur Begriindung der Beschlussempfehlung

Im Folgenden werden lediglich die vom Ausschuss fiir Recht und Verbraucherschutz empfohlenen Anderungen
gegeniiber der urspriinglichen Fassung des Gesetzentwurfs erldutert. Soweit der Ausschuss die unverdnderte An-
nahme des Gesetzentwurfs empfiehlt, wird auf die jeweilige Begriindung auf Drucksache 18/12356 verwiesen.

1. Allgemeines

Die Einfiihrung wirksamer Managementsysteme zum Umgang mit Beschwerden bei Anbietern sozialer Netz-
werke kann durch die Nutzung von Audits und Zertifizierungen unterstiitzt werden. Das Bundesministerium der
Justiz und fiir Verbraucherschutz wird gebeten, bis Mitte 2018 einen mit den beteiligten Kreisen beratenen Vor-
schlag fiir die Auditierung und Zertifizierung des Beschwerdemanagements sozialer Netzwerke zu erarbeiten. Ein
erfolgreich abgeschlossenes Audit muss bei der Bewertung des Beschwerdemanagements durch das Bundesamt
fiir Justiz eine positive Vermutungswirkung entfalten. In den Prozess der Erarbeitung sollen die Anbieter sozialer
Netzwerke, die anerkannten Einrichtungen der Regulierten Selbstregulierung, Zertifizierungseinrichtungen, Ak-
kreditierungsstellen und weitere Beteiligte eingebunden werden. Das Bundesministerium der Justiz und fiir Ver-
braucherschutz wird gebeten, unverziiglich mit den Arbeiten an dem Vorschlag zu beginnen.

2. Im Einzelnen
Zu Artikel 1 (NetzDG-E)

Zu § 1 Absatz 1 NetzDG-E

Durch das Abstellen auf den bestimmungsgeméBen Gebrauch sowie die Klarstellung in Satz 3 wird im Gesetzes-
text deutlich zum Ausdruck gebracht, dass Anbieter von Plattformen, die darauf angelegt sind, dass nur spezifi-
sche Inhalte verbreitet werden, nicht unter die Regelungen des NetzDG fallen. Daher fallen z. B. berufliche Netz-
werke, Fachportale, Online-Spiele, Verkaufsplattformen nicht in den Anwendungsbereich.

Durch das Streichen des Wortes ,,auszutauschen sowie die Klarstellung in Satz 3 wird im Gesetzestext deutlich
zum Ausdruck gebracht, dass Dienste der Individualkommunikation (z. B. E-Mail- oder Messengerdienste) nicht
unter das Gesetz fallen. Dies ergibt sich auch aus dem eingrenzenden Tatbestandsmerkmal des Betreibens von
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,.Plattformen®. Denn der Begriff der Plattform verweist nach dem allgemeinen Sprachgebrauch auf Kommunika-
tionsrdume, wo sich Kommunikation typischerweise an eine Mehrzahl von Adressaten richtet bzw. zwischen die-
sen stattfindet.

Zu § 1 Absatz 2 NetzDG-E

Durch die Ergéinzung in § 1 Absatz 2 wird fiir die relevante Nutzerzahl, welche Voraussetzung fiir die Anwend-
barkeit des NetzDG ist, auf ,registrierte* Nutzer abgestellt. Dies setzt voraus, dass die insofern relevanten Nutzer
einen gewissen Registrierungsprozess durchlaufen haben, wozu in der Regel die Zuordnung eines Nutzernamens
und Zustimmung zu gewissen Regeln des sozialen Netzwerkes in Form von allgemeinen Geschiftsbedingungen
gehort. Ausgenommen sind damit blofie Besucher einer Webseite. Diese auszunchmen entsprach schon bisher
dem Gesetzesanliegen. Ziel der Mindestnutzerzahl ist es, (nur) soziale Netzwerke mit groer Perpetuierungswir-
kung zu erfassen, wozu unregistrierte Besucher in der Regel nicht beitragen. Nicht mehr registriert sind Nutzer,
deren Nutzungsverhiltnis mit dem sozialen Netzwerk beendet wurde.

Zu § 1 Absatz 3 NetzDG-E

Bei der Erginzung des Wortlautes von § 1 Absatz 3 NetzDG-E um die Worter ,,und nicht gerechtfertigt sind*
handelt es sich um eine Klarstellung des Gesetzesanliegens, wonach nur rechtswidrige Verbreitungen von Inhalten
erfasst sein sollen. Die Verbreitung von Inhalten, welche z. B. nach § 193 des Strafgesetzbuches (StGB) gerecht-
fertigt sind, soll nicht erfasst werden.

Der Straftatenkatalog in § 1 Absatz 3 NetzDG-E wird durch Streichung verschiedener Straftatbestinde gestrafft.
Herausgenommen aus dem Anwendungsbereich werden strafbare Inhalte, soweit es um Straftatbestédnde vorran-
gig zum Schutz des Ansehens der Bundesrepublik Deutschland und seiner Reprisentanten oder von Institutionen
geht. Gegeniiber dem Gesetzentwurf der Fraktionen der CDU/CSU und SPD entfallen § 90 StGB (Verunglimp-
fung des Bundesprisidenten), § 90a StGB (Verunglimpfung des Staates und seiner Symbole) und § 90b StGB
(Verfassungsfeindliche Verunglimpfung von Verfassungsorganen).

Zudem wird durch das Einfiigen der Worter ,,in Verbindung mit* zwischen § 184b (Verbreitung, Erwerb und
Besitz kinderpornographischer Schriften) und § 184 d StGB (Zuginglichmachen pornographischer Inhalte mittels
Rundfunk oder Telemedien; Abruf kinder- und jugendpornographischer Inhalte mittels Telemedien) klargestellt,
dass entsprechend dem bisherigen Anliegen des Entwurfs nur kinderpornographische Inhalte in den Anwendungs-
bereich des Gesetzes fallen.

SchlieBlich wird mit § 201a StGB ein in der Praxis wichtiger Straftatbestand zur Bekampfung von Mobbing und
anderen Formen der Verdchtlichmachung durch Einstellen von Bildaufnahmen unter Verletzung des hochstper-
sonlichen Lebensbereichs aufgenommen.

Zu § 2 Absatz 1 NetzDG-E

Aufgrund der Anderung in § 2 Absatz 1 NetzDG-E sind Transparenzberichte durch die erfassten sozialen Netz-
werke alle sechs Monate, anstatt wie urspriinglich vorgesehen alle drei Monate, zu erstellen. Hiermit wird einem
vertretbaren Anliegen vor allem der betroffenen Netzwerke und einem Vorschlag des Bundesrates entsprochen.

§ 2 Absatz 1 NetzDG-E wurde zudem um eine Regelung ergénzt, wonach die Berichtspflichten nur fiir Anbieter
sozialer Netzwerke gelten, die im Kalenderjahr mehr als 100 Beschwerden iiber rechtswidrige Inhalte im Sinne
von § 1 Absatz 3 NetzDG-E erhalten. Damit entféllt die Berichtspflicht fiir Anbieter, bei denen rechtswidrige
Inhalte im Sinne von § 1 Absatz 3 NetzDG-E nur eine untergeordnete Rolle spielen. Die vorgenommene Ein-
schrankung dient der Wahrung der VerhédltnisméaBigkeit der Berichtspflichten, die vor allem fiir kleinere Netz-
werke oder Start-ups belastend sein konnen. Unabhéngig hiervon gilt die Berichtspflicht ohnehin nur fiir Anbieter,
die mehr als zwei Millionen registrierte Nutzer haben, § 1 Absatz 2 NetzDG-E.

Zu § 2 Absatz 2 Nummer 7 NetzDG-E

Die Berichtspflichten werden in § 2 Absatz 2 Nummer 7 NetzDG-E dahingehend ergénzt, dass die erfassten An-
bieter in ihren Berichten auch aufschliisseln miissen, in wie vielen Fillen sie sich auf Ausnahmen zur Sieben-
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Tages-Frist im Sinne von § 3 Absatz 2 Nummer 3 NetzDG-E wegen notwendiger Klarung von Tatsachenbehaup-
tungen oder anderer tatsdchlicher Umsténde sowie moglicher Gelegenheit zur Stellungnahme fiir den betroffenen
Nutzer gestiitzt haben. Zudem ist anzugeben, in wie vielen Fillen eine Weiterleitung an anerkannte Einrichtungen
der Regulierten Selbstregulierung erfolgte.

Zu § 3 Absatz 2 Satz 1 Nummer 1 NetzDG-E

Durch die Ergénzung in § 3 Absatz 2 Satz 1 Nummer 1 NetzDG-E wird klargestellt, dass eine Priifungspflicht der
sozialen Netzwerke nur besteht, wenn die vom NetzDG erfassten Beschwerden einem konkreten Inhalt zugeord-
net werden konnen. Die Beschwerde muss als Grundlage fiir die Einschitzung der Rechtswidrigkeit des Inhalts
geeignet sein. Nicht auf konkrete Inhalte bezogene Beschwerden, welche den sozialen Netzwerken iiber die Be-
schwerdemechanismen nach § 3 Absatz 1 NetzDG-E zur Kenntnis gegeben werden, bleiben daher fiir die Erfiil-
lung der Compliance-Vorgaben nach dem NetzDG-E irrelevant.

Zu § 3 Absatz 2 Nummer 3 NetzDG-E

Das Einfligen der Worter ,,in der Regel in § 3 Absatz 2 Nummer 3 NetzDG-E dient dazu, den sozialen Netzwer-
ken in schwierigen Fallkonstellationen mehr Zeit zu geben fiir die Entscheidung, ob Inhalte strafrechtlich relevant
im Sinne von § 1 Absatz 3 NetzDG-E sind. So erscheinen Fille denkbar, in welchen das soziale Netzwerk inner-
halb von sieben Tagen eine abschlieBende Entscheidung nicht mit der angemessenen Sorgfalt treffen kann.

Die Erweiterung des zeitlichen Spielraums in § 3 Absatz 2 Nummer 3 NetzDG-E trdgt dazu bei, dass die sozialen
Netzwerke nicht aus Zeitnot gemeldete Inhalte, die eine genauere strafrechtliche Priifung erfordern, im Zweifel
entfernen oder den Zugang zu ihnen sperren (sogenanntes Overblocking). Im Gesetzgebungsverfahren sind ent-
sprechende Befiirchtungen gedufert worden. Durch die Flexibilisierung der (bisher) starren Frist in § 3 Absatz 2
Nummer 3 NetzDG-E wird die Gefahr eines solchen Fehlanreizes ausgeschlossen, weil den sozialen Netzwerken
ausreichend Zeit fiir eine notwendige rechtliche Priifung des Inhalts zur Verfiigung steht.

Die Compliance-Pflicht, rechtswidrige Inhalte umgehend zu entfernen oder zu sperren, wird mit der Erweiterung
des zeitlichen Spielraums in § 3 Absatz 2 Nummer 3 NetzDG-E nicht aufgehoben. Durch die Formulierung ,,in
der Regel” wird klargestellt, dass eine abschlieBende Bewertung der Beschwerde zu einem Inhalt grundsétzlich
weiterhin innerhalb von sieben Tagen erfolgen soll. Zudem bleibt es dabei, dass die Entfernung oder Sperrung
immer noch unverziiglich erfolgen muss (d. h. ohne schuldhaftes Zogern), was durch Einfiigen des Wortes ,,un-
verziiglich” in § 3 Absatz 2 Nummer 3 NetzDG-E klargestellt ist. Unberiihrt bleibt ohnehin, dass die Privilegie-
rung des § 10 des Telemediengesetzes (TMG) nur dann erhalten bleiben kann, wenn das soziale Netzwerk unver-
ziiglich, d. h. ohne schuldhaftes Zogern, titig wird.

Eine entsprechende Erginzung von § 3 Absatz 2 Satz 1 Nummer 2 NetzDG-E bei der Frist zur Entfernung oder
Sperrung offensichtlich rechtswidriger Inhalte binnen 24 Stunden ist nicht geboten. Durch die Begrenzung auf
offensichtlich rechtswidrige Inhalte enthélt die Fristenvorgabe bereits auf tatbestandlicher Ebene eine Eingren-
zung. Denn erfasst werden nur Inhalte, die offensichtlich rechtswidrig sind. Fiir die Bestimmung der Offensicht-
lichkeit kann zum einen auf die Erfahrungen mit dem Begriff in dhnlichen Konstellationen zuriickgegriffen wer-
den (z. B. in § 101 Absatz 2 des Urheberrechtsgesetzes — UrhG). Zum anderen ergibt sich eine Prizisierung an-
hand der Frist von 24 Stunden. Offensichtlich rechtswidrig sind Inhalte daher nur, wenn die Rechtswidrigkeit
ohne vertiefte Priifung, d. h. von geschultem Personal in der Regel sofort, mit zumutbarem Aufwand aber in jedem
Fall binnen 24 Stunden erkannt werden kann. Verbleiben danach Zweifel in tatséchlicher oder rechtlicher Hin-
sicht, wird keine offensichtliche Rechtsverletzung vorliegen (vergleichbar schon Drucksache 16/5048, S. 39).

Zu § 3 Absatz 2 Nummer 3 Buchstabe a NetzDG-E

Zudem kann es geboten sein, den betroffenen Nutzern vor einer Entscheidung zur Entfernung oder Zugangssper-
rung Gelegenheit zur Stellungnahme einzurdumen. Dies kann insbesondere der Fall sein, wenn die Entscheidung
iiber die Rechtswidrigkeit des Inhalts von der Wahrheit oder Unwahrheit einzelner Tatsachenbehauptungen in der
Beschwerde oder von anderen tatsichlichen Umstinden, insbesondere dem Kontext einer AuBerung, abhéngt. Fiir
diese in der Regel aufkldrungsbediirftigen Félle sieht § 3 Absatz 2 Nummer 3 Buchstabe a NetzDG-E nunmehr
vor, dass die Sieben-Tages-Frist regelmaBig tiberschritten werden kann.
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Bleibt die Gelegenheit zur Stellungnahme durch den Nutzer ungenutzt, darf das soziale Netzwerk in der Regel
von der Glaubhaftigkeit des Beschwerdevorbringens ausgehen und den Inhalt entfernen. Verteidigt der Nutzer
dagegen seine Behauptungen, so muss das Netzwerk die Glaubhaftigkeit der entgegenstehenden Behauptungen
abwigen. Sollte sich die Entscheidung des sozialen Netzwerks im Nachhinein als Fehleinschétzung herausstellen,
darf hierauf kein Bufigeld gestiitzt werden, wie bereits im Gesetzentwurf der Fraktionen der CDU/CSU und SPD
in der Begriindung zu § 4 NetzDG-E ausgefiihrt wurde.

Zu § 3 Absatz 2 Nummer 3 Buchstabe b NetzDG-E

Durch § 3 Absatz 2 Nummer 3 Buchstabe b NetzDG-E wird das Beschwerdemanagement in Fllen des § 3 Ab-
satz 2 Nummer 3 NetzDG-E fiir die Einbindung von anerkannten Einrichtungen der Regulierten Selbstregulierung
geoffnet. Liegt kein Fall der offensichtlichen Rechtswidrigkeit vor, steht es den sozialen Netzwerken frei, die
Entscheidung tiber die Entfernung oder Sperrung einer anerkannten Einrichtung der Regulierten Selbstregulierung
zu tibertragen.

Wenn die anerkannte Einrichtung der Regulierten Selbstregulierung den Inhalt als rechtswidrig im Sinne des
NetzDG-E einordnet, muss das soziale Netzwerk diesen unverziiglich entfernen oder sperren. Kommt die aner-
kannte Einrichtung der Regulierten Selbstregulierung zu der Einschitzung, dass der Inhalt nicht rechtswidrig ist,
so darf das soziale Netzwerk diesen nicht entfernen oder sperren. In diesen Féllen ist es der Buigeldbehorde
verwehrt, ein Bufigeld darauf zu stiitzen, dass entsprechende Inhalte tatsdchlich rechtswidrig waren und diese
gesperrt oder entfernt werden mussten. Denn in diesem Fall hat das soziale Netzwerk seine Pflicht zur Befolgung
der Compliance-Vorgaben erfiillt, indem es die Entscheidung iiber die Entfernung oder Sperrung zuldssigerweise
an die anerkannte Einrichtung der Regulierten Selbstregulierung iibertragen hat und bei entsprechender Entschei-
dung dieser Einrichtung unverziiglich entfernt oder gesperrt hat. Insofern begrenzt die Offnungsklausel des § 3
Absatz 2 Nummer 3 Buchstabe b NetzDG-E den Einschétzungsspielraum der Bugeldbehérde; zugleich eroffnet
es fiir die sozialen Netzwerke die Moglichkeit, die Einschétzung eines Inhalts auszulagern und auf eine unabhén-
gige anerkannte Einrichtung der Regulierten Selbstregulierung zu iibertragen.

Eine Ubertragung der Entscheidung nach § 3 Absatz 2 Nummer 3 Buchstabe b NetzDG-E ist nur auf anerkannte
Einrichtungen méglich.

Zu § 3 Absatz 6 bis 9 NetzDG-E

Die materiellen Voraussetzungen der Anerkennung einer Einrichtung der Regulierten Selbstregulierung werden
in § 3 Absatz 6 NetzDG-E festgelegt und orientieren sich an § 19 des Jugendmedienschutz-Staatsvertrages. Vo-
raussetzung fiir eine Anerkennung sind danach vor allem Unabhéngigkeit und Sachkunde der Priifer sowie eine
sachgerechte Ausstattung, die eine Entscheidung tiber die Rechtswidrigkeit des gemeldeten und iibertragenen
Inhalts nach sieben Tagen ermdglicht. Es miissen Vorgaben fiir das Priifverfahren, eine Verfahrensordnung sowie
eine Beschwerdestelle bestehen. Die Entscheidungsgremien sollen plural besetzt werden unter Einbeziehung der
nach § 59 Absatz 2 des Rundfunkstaatsvertrags der Lander zustindigen Aufsichtsbehorden (Landesmedienanstal-
ten).

Bei den Einrichtungen der Regulierten Selbstregulierung sind auch Beschwerdestellen einzurichten, damit Nutzer,
deren Inhalte zu Unrecht entfernt wurden, sich hiergegen beschweren konnen (§ 3 Absatz 6 Nummer 4 NetzDG-
E). Damit wird sichergestellt, dass es in Fillen der unberechtigten Sperrung tatsdchlich zuléssiger Inhalte schnell
und unkompliziert zur Wiederherstellung der Inhalte kommt.

Die Einrichtung muss geméf § 3 Absatz 6 Nummer 5 NetzDG-E von mehreren Anbietern sozialer Netzwerke
oder Institutionen getragen werden, die eine sachgerechte Ausstattung sicherstellen. Auflerdem muss sie fiir den
Beitritt weiterer Anbieter insbesondere sozialer Netzwerke offenstehen. Das Priifverfahren der angerufenen Ein-
richtung der Regulierten Selbstregulierung wird im Einzelnen durch dessen Verfahrensordnung bestimmt. Die
Betroffenen (soziales Netzwerk, Beschwerdefiihrer, Nutzer) haben Gelegenheit, gegeniiber der Einrichtung der
Regulierten Selbstregulierung Stellung zu nehmen. Das soziale Netzwerk kann eine Stellungnahme schon mit der
Ubertragung der Entscheidung auf die Einrichtung der Regulierten Selbstregulierung verbinden. Beschwerdefiih-
rer und Nutzer konnen sich, nachdem sie gemé § 3 Absatz 2 Nummer 5 NetzDG-E von der Ubertragung auf die
Einrichtung der Regulierten Selbstregulierung informiert wurden, gegeniiber dieser dufiern.
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Das eroffnete System der Regulierten Selbstregulierung bleibt einer Aufsicht unterworfen. Die Einrichtung der
Regulierten Selbstregulierung muss durch das Bundesamt fiir Justiz anerkannt werden, § 3 Absatz 7 NetzDG-E.
Die Anerkennung kann widerrufen oder mit Nebenbestimmungen versehen werden, § 3 Absatz 8 NetzDG-E. Dies
wird insbesondere dann in Betracht kommen, wenn sich herausstellt, dass die Unabhéngigkeit und Sachkunde der
Priifer nicht gewihrleistet oder eine ziigige Bearbeitung nicht sichergestellt ist. Dadurch ist gewéhrleistet, dass
die Compliance-Vorgaben des NetzDG nicht unterlaufen werden.

Durch § 3 Absatz 9 NetzDG-E wird geregelt, dass in Féllen, in denen zu erwarten ist, dass bei einem Anbieter die
Erfiillung der Pflichten des Absatzes 2 Nummer 3 durch einen Anschluss an die Selbstkontrolle nicht gewéhrleis-
tet ist, das Bundesamt fiir Justiz dessen Moglichkeit, an dem System der Regulierten Selbstregulierung teilzuneh-
men, fiir einen begrenzten Zeitraum suspendieren kann.

Weitergehender Kontrollmechanismen iiber das Funktionieren der Regulierten Selbstregulierung bedarf es nicht.
Ergeben sich bei der Einrichtung der Regulierten Selbstregulierung Misssténde, so wird deren Anerkennung zu
widerrufen sein. Wenn soziale Netzwerke Entscheidungen zum Entfernen oder Sperren an die Einrichtung abge-
ben, obwohl die Voraussetzungen hierfiir nicht gegeben sind, z. B. bei offensichtlicher Rechtswidrigkeit des In-
halts) oder den Entscheidungen der Einrichtung zum Entfernen oder Sperren nicht Folge leistet, so ist dieses
Verhalten mit der Compliance-Vorgabe nach § 3 Absatz 2 Nummer 3 nicht vereinbar und kann, wenn sich hier
ein systemischer Mangel des Netzwerks offenbart, Grundlage fiir ein Bufigeld nach § 4 Absatz 1 Nummer 2
NetzDG-E sein.

Zu § 3 Absatz 2 Nummer 4, Absatz 3 NetzDG-E

Die Pflicht zur Speicherung entfernter Inhalte zu Beweiszwecken in § 3 Absatz 2 Nummer 4 NetzDG-E wird
dahingehend geéndert, dass eine Pflicht zum Speichern im Inland entféllt und eine Speicherung im Anwendungs-
bereich der genannten EU-Richtlinien geniigt. Entsprechendes gilt fiir die Dokumentation von Beschwerden und
von Abhilfemafnahmen nach § 3 Absatz 3 NetzDG-E. Damit werden europarechtliche Bedenken im Hinblick auf
die Vereinbarkeit einer Inlandsspeicherpflicht mit dem digitalen Binnenmarkt in Europa ausgerdumt.

Zu § 3 Absatz 2 Nummer 6 NetzDG-E

Die Pflicht in § 3 Absatz 2 Nummer 6 NetzDG-E zur Loschung von Kopien rechtswidriger Inhalte entféllt. Damit
wird berticksichtigt, dass der Begriff der Kopien schwer bestimmbar ist, insbesondere in Fillen, wenn bestimmte
Posts bzw. Inhalte in einem anderen Kontext (z. B. als Zitat oder in Form einer Berichterstattung) wiedergegeben
werden. Jeweils den Kontext von Kopien zu beriicksichtigen, wiirde die sozialen Netzwerke mit schwierigen
Priifungen konfrontieren, zumal sich die Beschwerde in der Regel nicht auf die Verbreitung des rechtswidrigen
Inhalts in anderen Kontexten bezieht.

Zu § 4 Absatz 5 NetzDG-E

Das Vorabentscheidungsverfahren wird nach Auffassung des Ausschusses fiir die Fille der eigenstindigen Ent-
scheidungen der sozialen Netzwerke gemaf § 3 Absatz 2 Nummer 2 und Nummer 3 NetzDG-E bendtigt. Aller-
dings wird die strikte Verpflichtung der Verwaltungsbehorde, ein Vorabentscheidungsverfahren durchzufiihren,
durch die Umwandlung des § 4 Absatz 5 NetzDG-E in eine Soll-Vorschrift flexibilisiert. Das Vorabentschei-
dungsverfahren ist geboten, wenn die Verwaltungsbehorde den Vorwurf, kein richtiges Verfahren fiir den Um-
gang mit Beschwerden tiber rechtswidrige Inhalte vorzuhalten, auf eine systemisch falsche Entscheidungspraxis
der sozialen Netzwerke stiitzt, die mit einer liberschaubaren Zahl von falschen Einzelfallentscheidungen belegt
wird. Wird der Vorwurf dagegen in erster Linie auf eine fehlerhafte Anweisung der Mitarbeiter des Beschwerde-
teams gestiitzt, erscheint ein Vorabentscheidungsverfahren entbehrlich.

Zudem wird auch durch die Verwendung des Plurals in § 4 Absatz 5 NetzDG-E deutlicher zum Ausdruck ge-
bracht, dass Grundlage fiir die Verwirklichung des BuBgeldtatbestandes in § 4 Absatz 1 Nummer 2 NetzDG-E
nicht schon die fehlerhafte Nichtloschung eines einzelnen Inhaltes sein kann, sondern es auf ein systemisches
Versagen ankommt, welches sich erst durch beharrliche Verstofle gegen die Compliance-Vorgaben aus § 3 Ab-
satz 1 und 2 NetzDG-E ergeben kann.
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Zu § 5 NetzDG-E in Verbindung mit § 4 Absatz 1 Nummer 7, 8, Absatz 2 NetzDG-E

Die Regelung zum Zustellungsbevollmachtigten wird dahingehend ergénzt, dass die Angaben — dhnlich Impres-
sumspflichten — auf der Plattform der sozialen Netzwerke leicht erkennbar und unmittelbar erreichbar sein miis-
sen. Auflerdem ist der Zustellungsbevollméchtigte nicht nur in konkreten Verfahren, sondern dauerhaft, d. h. auch
zum Zwecke der Einleitung von Verfahren mit Bezug zur Verbreitung rechtswidriger Inhalte im Sinne von § 1
Absatz 3 NetzDG-E, verfiigbar zu halten.

Zudem wurde eine Pflicht zur Reaktion auf Auskunftsersuchen inldndischer Strafverfolgungsbehdrden binnen
48 Stunden eingefligt.

Die Regelungen in § 5 NetzDG-E sind buBigeldbewehrt. Neben dem schon bisher vorgesehenen § 4 Absatz 1
Nummer 7 NetzDG-E wird eine weitere Nummer 8 eingefiigt, wonach es auch eine Ordnungswidrigkeit darstellt,
wenn der Empfangsberechtigte beharrlich nicht auf Anfragen der Strafverfolgungsbehérden reagiert.

Zu § 6 NetzDG-E
§ 6 Absatz 1 NetzDG-E ist an den gednderten Turnus der Berichtspflichten angepasst.

Fiir Anbieter sozialer Netzwerke, die die Bagatellgrenze des § 1 Absatz 2 NetzDG-E erst nach Inkrafttreten erfiil-
len, erhilt der angefiigte Satz 2 eine Ubergangsregelung, die auch diesen Netzwerken eine angemessene Uber-
gangsfrist sichert. Nahere Bestimmungen zur Feststellung, ob ein Netzwerk die Voraussetzungen des § 1 erfiillt,
werden in den gemal § 4 Absatz 4 Satz 2 zu erlassenden allgemeinen Verwaltungsgrundsétzen iiber die Ausiibung
des Ermessens der BuBigeldbehorde bei der Einleitung eines Bufigeldverfahrens geregelt.

Zu Artikel 2 (Anderung des TMG)

Zu Nummer 1 (Anderung von § 14 Absatz 3 bis 5 TMG)

Ziel des Auskunftsanspruchs ist es, den Betroffenen einen wirksamen und durchsetzbaren Anspruch auf Feststel-
lung der Identitdt des Verletzers bei Rechtsverletzungen im Internet zu verschaffen. Mit § 14 Absatz 3 TMG-E
wird deshalb eine neue datenschutzrechtliche Erméchtigungsnorm in die Regelungen der §§ 11 ff. TMG einge-
fligt. Dies entspricht dem schon im Gesetzentwurf der Fraktionen CDU/CSU und SPD, dort mit § 14 Absatz 2
TMG-E verfolgten Anliegen. Damit wird geregelt, in welchen Fillen von Personlichkeitsrechtsverletzungen dem
Diensteanbieter die Datenherausgabe erlaubt ist. In Fllen, in welchen bereits nach jetziger Rechtslage ein Aus-
kunftsanspruch gemaf § 242 des Biirgerlichen Gesetzbuchs (BGB) dem Grunde nach besteht, wird dieser Aus-
kunftsanspruch nun durch die Regelung des § 14 Absatz 3 TMG fiir den Diensteanbieter auch erfiillbar. Fiir die
Zukunft sollte iiberlegt werden, ob der Anspruch nach dem Vorbild vergleichbarer Auskunftsanspriiche wie bei-
spielsweise in § 101 UrhG kodifiziert werden konnte, um dem Verletzten eine Durchsetzung seiner Rechte nach
klaren Kriterien zu ermdglichen. Dabei wiére insbesondere sicherzustellen, dass der Verletzte von denjenigen, die
fiir rechtsverletzende Titigkeiten genutzte Dienstleistungen in gewerblichem Ausmal erbracht haben, Auskunft
iiber Tatsachen verlangen kann, die erforderlich sind, um die Identitét des Téters festzustellen und die sich aus
der Rechtsverletzung ergebenden Anspriiche durchzusetzen.

Ob und wann ein Auskunftsanspruch geméf § 242 BGB dem Grunde nach besteht, bleibt weiterhin der Ausge-
staltung der Gerichte vorbehalten. Eine Anderung nimmt Artikel 2 insofern nicht vor.

Der Anwendungsbereich von § 14 Absatz 3 TMG-E ist auf Fille strafrechtlich relevanter Verletzungen absolut
geschiitzter Rechte beschriankt. Die Auskunft darf nur erteilt werden, wenn die Verletzungshandlung den Tatbe-
stand einer der in § 1 Absatz 3 NetzDG-E genannten Strafvorschriften erfiillt. Damit wird die Datenherausgabe
nur in Fillen schwerwiegender Personlichkeitsrechtsverletzungen eréffnet. Zudem gilt § 14 Absatz 3 TMG-E nur
flir die Félle der Verletzung absolut geschiitzter Rechte, die nicht bereits durch § 14 Absatz 2 TMG erfasst sind.
§ 14 Absatz 2 TMG bleibt unverindert, so dass mit der Neuregelung keine Anderungen hinsichtlich der zivil-
rechtlichen Durchsetzung von Immaterialgiiterrechten verbunden sind.

Die datenschutzrechtliche Erlaubnis der Datenherausgabe steht unter dem Vorbehalt einer richterlichen Gestat-
tung (Richtervorbehalt). Dies war schon im Gesetzentwurf der Fraktionen der CDU/CSU und SPD angelegt (vgl.
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dort Begriindung unter Abschnitt B.: ,,aufgrund gerichtlicher Anordnung®). Damit wird verfahrensrechtlich si-
chergestellt, dass es nicht vorschnell zur Herausgabe von Daten kommt, sondern dem immer eine richterliche
Priifung und Anordnung vorausgeht. Eine entsprechende Absicherung erscheint in den erfassten Féllen deswegen
notwendig, weil die behaupteten Rechtsverletzungen sich oft im Kontext heftiger Debatten und Auseinanderset-
zungen abspielen konnen. Die Situation ist damit nicht vergleichbar mit der Auskunftserteilung iiber Bestandsda-
ten in anderen Bereichen wie etwa im Urheberrecht. Sie betrifft einen Kernbereich der Ausiibung der durch Arti-
kel 5 Absatz 1 des Grundgesetzes geschiitzten Meinungsfreiheit. Der Richtervorbehalt wird Einschiichterungsef-
fekte auf die Ausiibung der Meinungsfreiheit in diesem eng begrenzten Bereich besonders grundrechtssensibler
Kommunikation verhindern. Insbesondere sollen Teilnehmer von Debatten und Diskussionen nicht mit der Angst
leben miissen, dass Diensteanbieter vorschnell und ohne richterliche Priifung, gegebenenfalls aufgrund falscher
Angaben eines Dritten, ihre Anonymitit aufdecken.

Die Ausgestaltung des Richtervorbehalts erfolgt in § 14 Absatz 4 TMG-E, der sich an die Regelung in § 101
Absatz 9 UrhG anlehnt. Voraussetzung fiir eine Entscheidung des Gerichts ist ein entsprechender Antrag des
Verletzten.

Sachlich zustéindig fiir das richterliche Gestattungsverfahren ist das Landgericht. Am Wohnsitz, Sitz oder Ort der
Niederlassung des Verletzten wird eine ortliche Zusténdigkeit begriindet. Die internationale Zustandigkeit richtet
sich grundsitzlich nach der Verordnung (EU) Nr. 1215/2012 des Europaischen Parlaments und des Rates vom
12. Dezember 2012 iiber die gerichtliche Zusténdigkeit und die Anerkennung und Vollstreckung von Entschei-
dungen in Zivil- und Handelssachen (Briissel-Ia-Verordnung).

Im Ubrigen gelten fiir das Verfahren die Vorschriften des Gesetzes iiber das Verfahren in Familiensachen und in
den Angelegenheiten der freiwilligen Gerichtsbarkeit entsprechend. Der Priifungsumfang fiir das gerichtliche
Verfahren folgt aus § 14 Absatz 3 TMG-E. Das Gericht wird priifen, ob eine Herausgabe von Bestandsdaten be-
antragt ist und dies zur Durchsetzung zivilrechtlicher Anspriiche wegen der Verletzung absolut geschiitzter Rechte
aufgrund von rechtswidrigen Inhalten im Sinne von § 1 Absatz 3 des Netzwerkdurchsetzungsgesetzes erforderlich
ist.

Der Diensteanbieter ist zwingend am richterlichen Gestattungsverfahren zu beteiligen, § 14 Absatz 5 Satz 1
TMG-E. Dieser kann den Nutzer von dem Verfahren unterrichten, § 14 Absatz 5 Satz 2 TMG-E. In der Regel

wird er hierzu aus den vertraglichen Regelungen im Innenverhiltnis zum Nutzer (Riicksichtnahmepflichten nach
§ 241 Absatz 2 BGB) verpflichtet sein.

Zu Nummer 2 (Anderung von § 15 Absatz 5 TMG-E)

Die Anderung von § 15 Absatz 5 Satz 4 TMG-E ist redaktionell bedingt. Schon bisher war die gesamte Offnungs-
klausel des § 14 Absatz 2 TMG fiir Nutzungsdaten iiber die Verweisung in § 15 Absatz 5 Satz 4 TMG entspre-
chend anwendbar (vgl. Drucksache 16/3078, S. 16: ,,§ 15 Abs. 5 ordnet die entsprechende Anwendung von § 14
Abs. 2 fiir den Bereich der Nutzungsdaten an."). Schon nach dem Gesetzentwurf der Fraktionen der CDU/CSU
und SPD wiirde sich die Ergénzung in § 14 Absatz 2 TMG-E auch auf Nutzungsdaten erstrecken, da sich der
bisherige § 15 Absatz 5 Satz 4 TMG dann auch darauf beziehen wiirde. Da die Anderungen der datenschutzrecht-
lichen Offnungsklausel nunmehr nicht in § 14 Absatz 2 TMG-E, sondern in § 14 Absatz 3 bis 5 TMG-E erfolgen,
ist die Verweisungsnorm in § 15 Absatz 5 Satz 4 TMG-E entsprechend redaktionell anzupassen.

Zu Artikel 3 (Inkrafttreten)

Mit dem spiteren Inkrafttreten am 1. Oktober 2017 wird den sozialen Netzwerken und den anerkannten Einrich-
tungen der Regulierten Selbstregulierung mehr Zeit fiir die Anpassung an die neue Gesetzeslage gewihrt. Dies
erscheint angemessen vor dem Hintergrund, dass insofern erhebliche Dispositionen zu treffen sind.

Berlin, den 27. Juni 2017

Dr. Stefan Heck Dr. Johannes Fechner Harald Petzold (Havelland) Renate Kiinast
Berichterstatter Berichterstatter Berichterstatter Berichterstatterin
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A. Grundlagen
I. Begriff und Zweck der NetzDG-BuBgeldleitlinien

Die Leitlinien zur Festsetzung von GeldbuBen im Bereich des
Netzwerkdurchsetzungsgesetzes (NetzDG-BuBgeldleitlinien) stellen allgemeine
Verwaltungsgrundsatze lber die Ausiibung des Ermessens der BuBgeldbehdrde bei
der Einleitung eines BuBgeldverfahrens und bei der Bemessung der GeldbuB3e dar.
Sie stiitzen sich auf das EntschlieBungs- sowie das Rechtsfolgeermessen des
Bundesamts fir Justiz (BfJ) nach § 47 Absatz 1 Satz 1 des Gesetzes Uber
Ordnungswidrigkeiten (OWIG), § 4 Absatz 2 des Netzwerkdurchsetzungsgesetzes
(NetzDG).

Die NetzDG-BuBgeldleitlinien dienen dazu, die Voraussetzungen fiir die Einleitung
eines BuBgeldverfahrens im Bereich des NetzDG zu konkretisieren, sowie die Hohe
der zu verhéangenden GeldbuBe innerhalb des gesetzlichen BuBgeldrahmens zu
bestimmen. Sie konkretisieren die fiir die BuBgeldzumessung maBgebliche Vorschrift
des § 17 OWIG. Die NetzDG-BuBgeldleitlinien erfassen Tatumstande und Tatfolgen,
die bei VerstdBen gegen das NetzDG typischerweise auftreten (sogenannte
Regelfélle), ebenso wie auBergewdhnliche Sachverhalte, die sich durch einen
wesentlich erhéhten Unrechtsgehalt auszeichnen und eine besondere Abschreckung
rechtfertigen. In den NetzDG-BuBgeldleitlinien wird die allgemeine Methode flr die
Ermittlung der GeldbuBe dargelegt, jedoch kénnen besondere Umsténde eines
Einzelfalls ein Abweichen von dieser Methode oder den festgelegten Grundbetragen
rechtfertigen.

Die NetzDG-BuBgeldleitlinien unterstiitzen das Prinzip der Gleichbehandlung, dem
die Verwaltung verpflichtet ist. Sie gewahrleisten, dass im Wesentlichen gleiche
Ordnungswidrigkeiten vergleichbar behandelt werden, ohne die im Mittelpunkt der
BuBgeldentscheidung stehende Bewertung von tat- und taterbezogenen Umstanden
des Einzelfalls aufzugeben. SchlieBlich férdern die NetzDG-BuBgeldleitlinien die
Transparenz der Entscheidung fir die Einleitung eines BuBBgeldverfahrens sowie der
BuBgeldentscheidung des BfJ gegeniiber den Verfahrensbeteiligten und der
Offentlichkeit.

Il. Geltungsbereich der NetzDG-BuBgeldleitlinien

Die NetzDG-BuBgeldleitlinien gelten fiir die Festsetzung von GeldbuBen nach

§ 4 Absatz 2 NetzDG gegen natiirliche und juristische Personen, die gegen die
buBgeldbewehrten Pflichten des NetzDG versto3en haben. Bei der Festsetzung von
GeldbuBen gegen juristische Personen handelt es sich um eine
unternehmensbezogene BuBgeldzumessung nach § 30 OWiG. Die Festlegung der
NetzDG-BuBgeldleitlinien firr juristische Personen gilt fiir Personenvereinigungen
jeweils entsprechend.

Die NetzDG-BuBgeldleitlinien sind anwendbar auf Versté3e gegen verschiedene
Vorschriften. Dabei geht es um VerstéBe gegen die Verpflichtung zum Vorhalten
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eines wirksamen Verfahrens fir den Umgang mit Beschwerden tber rechtswidrige
Inhalte (Beschwerdemanagement), sowie um VerstéBe gegen Verpflichtungen zur
Benennung eines verantwortlichen Ansprechpartners im Inland fiir Zustellungen und
Auskunftsersuchen.

Wirksames Beschwerdemanagement:

* §2 Absatz 1 Satz 1 NetzDG
(Berichtspflicht)

* § 3 Absatz 1 Satz 1 NetzDG
(Verfahren fir den Umgang mit Beschwerden Uber rechtswidrige Inhalte)

e § 3 Absatz 1 Satz 2 NetzDG
(Verfahren zur Ubermittlung von Beschwerden iiber rechtswidrige Inhalte)

* § 3 Absatz 4 Satz 1 NetzDG
(Uberwachung des Umgangs mit Beschwerden)

e § 3 Absatz 4 Satz 2 NetzDG
(Beseitigung organisatorischer Unzulanglichkeiten)

* § 3 Absatz 4 Satz 3 NetzDG
(Schulungs- und Betreuungsangebote)

Verantwortlicher Ansprechpartner im Inland:

* §5NetzDG
(Benennung eines inlandischen Zustellungsbevollmachtigten und eines
inldndischen Empfangsberechtigten)

e §5 Absatz 2 Satz 2 NetzDG
(Antwortpflicht)

Die NetzDG-BuBgeldleitlinien werden sowohl im einheitlichen als auch im
selbsténdigen Verfahren (vergleiche § 30 Absatz 4 OWiG) angewendet.

B. Einleitung des BuBgeldverfahrens

GemanB § 47 Absatz 1 OWIG liegt es im pflichtgeméaBen Ermessen der
Verwaltungsbehdrde, hier des BfJ, ob und in welchem Umfang Ordnungswidrigkeiten
verfolgt werden. Im Gegensatz zum Strafverfahren, wo das Legalitatsprinzip gilt, ist
das Bfd demnach nicht verpflichtet, ein Ordnungswidrigkeitenverfahren einzuleiten.
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Als Erwagungsgrund fur die Nichtverfolgung von einzelnen VerstdéBen gegen
Vorgaben flr ein wirksames Beschwerdemanagement kann Beriicksichtigung finden,
dass es sich um geringfligige VerstéBe handelt (zum Beispiel nur geringfliigiges
Uberschreiten der Fristen in § 3 Absatz 2 Nummer 2 und 3 NetzDG beziehungsweise
Uberschreiten nur in einer tiberschaubaren Zahl von Fallen) oder dass das
Beschwerdemanagement in der Folge glaubwiirdig Gberarbeitet wurde, um den
gesetzlichen Vorgaben zukiinftig nachkommen zu kénnen. Ferner kann ein
Erwagungsgrund fir die Nichtverfolgung von einzelnen Taten sein, wenn dem
sozialen Netzwerk beziehungsweise den verantwortlichen Mitarbeitern nur ein
geringer Fahrlassigkeitsvorwurf gemacht werden kann.

Als Erwagungsgrund fur die Nichtverfolgung von einzelnen Taten kann auch der
Umstand in Betracht kommen, dass bei mehreren GeldbuBBen gegebenenfalls wegen
§ 20 OWiG unbillige Harte drohen kénnte. Wurde gegen ein soziales Netzwerk mit
Sitz im Ausland bereits ein BuBgeld wegen eines VerstoBes gegen Compliance-
Standards des Sitzlandes verhangt, kann dies als Erwagungsgrund fir die
Nichtverfolgung einzelner Taten nach dem NetzDG in Betracht kommen.

I. Anwendungsbereich nach § 1 Absatz 1 NetzDG

Das NetzDG gilt nach § 1 Absatz 1 Satz 1 NetzDG fiir Telemediendiensteanbieter,
die mit Gewinnerzielungsabsicht Plattformen im Internet betreiben, die dazu
bestimmt sind, dass Nutzer beliebige Inhalte mit anderen Nutzern teilen oder der
Offentlichkeit zugénglich machen (soziale Netzwerke).

Dabei muss fir Telemediendiensteanbieter die elektronische
Informationsbereitstellung im Vordergrund stehen. Nutzer sind natdrliche oder
juristische Personen, die die Infrastruktur der Plattform nutzen, insbesondere um auf
Inhalte zuzugreifen und um Informationen zu erlangen. Vom Anwendungsbereich
des NetzDG werden Plattformen erfasst, die dazu bestimmt sind, dass beliebige
Inhalte wie Bilder, Videos oder Texte vom Nutzer eingestellt werden kénnen. Die
Plattformen ermdglichen Kommunikationsrdume, in denen sich die Kommunikation
typischerweise an eine Mehrzahl von Adressaten richtet beziehungsweise zwischen
diesen stattfindet. Angebote, welche entsprechende Kommunikationsraume nur als
Nebenfunktion anbieten, sind nicht als solche ,dazu bestimmt“, dass Inhalte im Sinne
von § 1 Absatz 1 Satz 1 NetzDG geteilt oder zugéanglich gemacht werden. Nicht in
den Anwendungsbereich fallen daher zum Beispiel Verkaufsplattformen oder Online-
Spiele, wo die Nutzer als Nebenfunktion auch Inhalte teilen kénnen (etwa
Bewertungen in Foren von Verkaufsplattformen oder Kommunikationsforen als
untergeordnete Funktion von Online-Spielen).

Nicht erfasst vom Anwendungsbereich des NetzDG sind soziale Netzwerke mit
journalistisch-redaktionell gestalteten Angeboten (§ 1 Absatz 1 Satz 2 NetzDG),
Plattformen zur Verbreitung spezifischer Inhalte oder solche, die zur

Individualkommunikation bestimmt sind (§ 1 Absatz 1 Satz 3 NetzDG). Es fallen
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daher beispielsweise berufliche Netzwerke, Fachportale sowie E-Mail- oder
Messengerdienste nicht in den Anwendungsbereich.

Il. Registrierte Nutzer

GemanB § 1 Absatz 2 NetzDG ist der Anbieter eines sozialen Netzwerkes von den
Pflichten nach den § 2 und § 3 NetzDG befreit, wenn das soziale Netzwerk im Inland
weniger als zwei Millionen registrierte Nutzer hat. Entscheidend ist die Anzahl der
inlandischen Nutzer, die registriert sind.

Das Merkmal ,registriert” setzt voraus, dass die insofern relevanten Nutzer einen
gewissen Registrierungsprozess aktiv durchlaufen haben, wozu in der Regel die
Zuordnung eines Nutzernamens und die Zustimmung zu gewissen Regeln des
sozialen Netzwerkes in Form von Aligemeinen Geschéftsbedingungen gehdrt. Der
Anbieter des sozialen Netzwerkes erhélt durch die Registrierung in der Regel nahere
Informationen Giber den Nutzer, der Nutzer hingegen erhalt gegebenenfalls ein
Passwort, das ihm den Zugang zu der Plattform und die Nutzung der
registrierungspflichtigen Dienste der Plattform ermdglicht. Nicht erforderlich hingegen
ist das aktive Einstellen von Inhalten. Entscheidend ist die Mdglichkeit des Konsums
der auf einem sozialen Netzwerk angebotenen Inhalte. Als nicht registriert gelten
damit bloBe Besucher einer Webseite, die beispielsweise das Informationsangebot
der Seite nutzen, ohne vorab nahere Informationen Uber ihre Person preisgegeben
zu haben. Als nicht mehr registriert gelten Nutzer, deren Nutzungsverhéltnis mit dem
sozialen Netzwerk beendet wurde.

MaBgeblich ist die Zahl der registrierten Nutzer Gber den gesamten Zeitraum, die das
Bfd dem Tatvorwurf zugrunde legt. Innerhalb dieses Zeitraums missen die
Voraussetzungen des § 1 Absatz 2 NetzDG erfillt sein.

Um die Nutzeranzahl zu ermitteln, kann sich das BfJ 6ffentlich zuganglicher Quellen
bedienen und das Netzwerk von dem Ergebnis in Kenntnis setzen. Das Netzwerk
kann daraufhin zu der vom BfJ ermittelten Nutzeranzahl Stellung nehmen. Die
Stellungnahme des sozialen Netzwerkes ist vom BfJ bei der Uberzeugungsbildung
zu beriicksichtigen. Anhand von aussagekréaftigen Daten (zum Beispiel der
Stellungnahme des Netzwerkes, belastbaren Angaben der Netzwerke zur eigenen
Reichweite sowie zu registrierten Nutzern — etwa gegeniiber Werbekunden — und
ahnliche Angaben) kann das BfJ die Mindestzahl (registrierter Nutzer im Inland) auch
schéatzen. Dabei sind hinreichende Sicherheitsabschldge zugunsten der Netzwerke
vorzunehmen. In Zweifelsféllen kann das Bfd die Zahl der registrierten Nutzer im
Inland auch durch ein Sachverstandigengutachten weiter klaren lassen.

lll. Auslandsgeltung

Ordnungswidrigkeiten nach dem NetzDG werden unabhéngig davon geahndet, ob
diese im Inland oder im Ausland begangen werden (§ 4 Absatz 3 NetzDG).
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Eine Einschrankung des Anwendungsbereichs des NetzDG gilt fir den
Ordnungswidrigkeitentatbestand des § 4 Absatz 1 Nummer 2 NetzDG. Die
Nichterfiillung der aus § 3 Absatz 1 Satz 1 NetzDG folgenden Pflicht zum Vorhalten
eines Verfahrens fir den Umgang mit Beschwerden von Beschwerdestellen oder von
Nutzern ist danach nur insoweit buBgeldbewehrt, als dass es um Beschwerdestellen
oder Nutzer geht, die ihren Sitz im Inland haben oder im Inland wohnhaft sind. Es ist
jedoch unbeachtlich, ob der Inhalt der Beschwerde deutschsprachig ist. Auch Inhalte,
die nicht auf Deutsch verfasst worden sind, kdnnen Gegenstand einer inldndischen
Beschwerde sein.

Wenn jedoch keinerlei Bezug zur Bundesrepublik Deutschland oder inlandischen
Nutzern vorliegt, beispielsweise im Falle einer Kommunikation innerhalb
geschlossener Gruppen génzlich ohne inldndische Mitglieder oder ohne inlandische
Beteiligung, so kénnen diese Inhalte kein Gegenstand einer Beschwerde nach dem
NetzDG sein.

IV. Personliche Verantwortlichkeit
1. Normadressaten

Die buBgeldbewehrten Tatbestédnde des NetzDG richten sich liberwiegend an die
Anbieter sozialer Netzwerke als Normadressaten. Da diese aber als juristische
Personen selbst nicht handlungsfahig sind und damit nicht Téater einer
Ordnungswidrigkeit sein kdnnen, bedarf es innerhalb der Unternehmensorganisation
einer Zurechnung des ordnungswidrigen Handelns.

Folgende Pflichten richten sich an die Anbieter sozialer Netzwerke:

» Die Berichtspflicht aus § 2 Absatz 1 Satz 1 in Verbindung mit
§ 4 Absatz 1 Nummer 1 NetzDG;
* Die Pflicht aus § 3 Absatz 1 Satz 1 NetzDG in Verbindung mit
§ 4 Absatz 1 Nummer 2 NetzDG
* Die Pflicht aus § 3 Absatz 1 Satz 2 NetzDG in Verbindung
mit § 4 Absatz 1 Nummer 3 NetzDG
* Die Pflicht aus § 5 Absatz 1 und Absatz 2 Satz 1 in Verbindung mit
§ 4 Absatz 1 Nummer 7 NetzDG

Folgende Pflichten richten sich an die Leitungen sozialer Netzwerke:

* Die Pflicht aus § 3 Absatz 4 Satz 1 NetzDG in Verbindung mit
§ 4 Absatz 1 Nummer 4 NetzDG

» Die Pflicht aus § 3 Absatz 4 Satz 2 NetzDG in Verbindung mit
§ 4 Absatz 1 Nummer 5 NetzDG

* Die Pflicht aus § 3 Absatz 4 Satz 3 NetzDG in Verbindung mit
§ 4 Absatz 1 Nummer 6 NetzDG
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Die Pflicht aus § 5 Absatz 2 Satz 2 in Verbindung mit

§ 4 Absatz 1 Nummer 8 NetzDG richtet sich an die in § 5 Absatz 2 Satz 2 NetzDG
aufgefiihrte empfangsberechtigte Person. Die Vorschriften tiber das Handeln fiir
einen anderen gemaB § 9 OWiG sind ausgeschlossen. Alleiniger Adressat eines
BuBgeldbescheides kann daher nur die in § 5 Absatz 2 Satz 2 NetzDG aufgefihrte
empfangsberechtigte Person sein. Dies kann eine natlrliche oder juristische Person
sein.

2. Ubertragung der Pflichten nach § 2 oder § 3 NetzDG durch Beauftragung

Die Pflichten nach § 2 oder § 3 NetzDG kann der Anbieter eines sozialen Netzwerkes
(Betriebsinhaber im Sinne von § 9 OWiG) jedoch auch auf gewillkiirte Vertreter
Ubertragen. Unter den Voraussetzungen des § 9 Absatz 2 OWiG kénnen sich
BuBgelder dann auch gegen den Vertreter richten. Geman

§ 9 Absatz 2 Satz 1 OWIG setzt dies voraus, dass jemand vom Inhaber eines
Betriebs oder sonst dazu Befugten beauftragt ist, den Betrieb ganz oder zum Teil zu
leiten, oder ausdriicklich beauftragt ist, in eigener Verantwortung Aufgaben
wahrzunehmen, die dem Inhaber des Betriebs obliegen. Handelt die Person
aufgrund dieses Auftrages, so ist auch eine buBgeldrechtliche Verfolgung des
Beauftragten méglich (beispielsweise bei Auslagerung des
Beschwerdemanagements durch Beauftragung eines externen Dienstleisters), soweit
auch die weiteren Tatbestandsmerkmale vorliegen. Eine Beauftragung, den Betrieb
ganz oder zum Teil zu leiten, liegt auch dann vor, wenn sich die Ubertragung der
Pflichten aus den Umstanden ergibt; einer ausdriicklichen Betrauung mit den
buBgeldbewehrten Pflichten bedarf es nicht. Eine wirksame Delegation setzt dabei
stets die Ubertragung der Aufgabe an sachgerecht ausgewéhlte, fachlich
ausreichend qualifizierte Mitarbeiter voraus, denen im Rahmen ihrer Tétigkeit
ausreichend Kapazitaten zur Verfligung stehen missen, damit sie die Ubertragene
Aufgabe auch tatsachlich erfullen kénnen. Nur dann diirfen delegierende
Unternehmensleiter auf eine sorgféaltige und rechtmaBige Aufgabenerfillung
vertrauen.

Sonstige Beauftragte gelten nach § 9 Absatz 2 Satz 1 Nummer 2 OWiG nur dann als
Normadressaten der den Betriebsinhaber treffenden Pflichten, wenn sie ausdriicklich
beauftragt sind, in eigener Verantwortung Aufgaben wahrzunehmen, die dem
Inhaber des Betriebes obliegen. Eine besondere Form ist fir die Beauftragung nicht
vorgeschrieben. Der Beauftragte muss autonom handeln kdnnen und eine echte
Entscheidungskompetenz besitzen. So tritt er aufgrund der Delegation der
Betriebsaufgaben in den Verantwortungsbereich des Betriebsinhabers ein, jedoch
nur soweit der Aufgabenbereich hinreichend klar umrissen ist.

Die Verantwortlichkeit des Inhabers entféllt jedoch mit der Bestellung von
Beauftragten nicht génzlich. Vielmehr hat er alle organisatorischen MaBnahmen zur
Verhinderung von Zuwiderhandlungen zu treffen. Erkennt der Inhaber, dass der
Beauftragte bestimmte Pflichten missachtet oder méglicherweise verletzt oder kann
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er dies erkennen, so muss er selbst wieder eingreifen. Unterlasst er dies, trifft den
Inhaber wieder die volle Verantwortlichkeit als Normadressat.

V. Verfahren zum Umgang mit Beschwerden liber rechtswidrige
Inhalte nach § 3 Absatz 1 Satz 1 NetzDG

1. Beriicksichtigungsfiahige Beschwerden

Zunéchst ist zu beachten, dass eine Prifpflicht des Anbieters eines sozialen
Netzwerkes zum richtigen Umgang mit Beschwerden im Sinne von § 3 Absatz 1
NetzDG erst dann ausgeldst wird, wenn der Nutzer eine substantiierte Beschwerde
beim sozialen Netzwerk einlegt. Die Beanstandung des Betroffenen muss so konkret
gefasst sein, dass der Rechtsversto3 auf Grundlage der Behauptungen des
Betroffenen qualifiziert gepriift werden kann.

2. Systemisches Versagen

Das NetzDG enthélt in § 3 Absatz 1 Satz 1 eine organisatorische Vorgabe, ein
wirksames und transparentes Verfahren fiir den Umgang mit Beschwerden Gber
rechtswidrige Inhalte vorzuhalten. Diese Organisationspflicht ist buBBgeldbewehrt (§ 4
Absatz 1 Nummer 2 NetzDG); die einzelnen Fristvorgaben bei der Handhabung von
Beschwerden (§ 3 Absatz 2 Nummer 2 und 3 NetzDG) sind lediglich Indikatoren fiir
die Erfullung dieser Organisationspflicht und nicht selbsténdig buBgeldbewehrt. Mit
der Fokussierung des BuBgeldtatbestandes auf organisatorische Pflichten wird das
Ziel des Gesetzes betont, wirksame Beschwerdeverfahren zu etablieren, die dem
sozialen Netzwerk die unvoreingenommene und zugige Prifung des Einzelfalls
ermdglichen. Dem sozialen Netzwerk droht bei einer Fehlentscheidung im Einzelfall
kein BuBgeld. Diese gebotene systemische Betrachtungsweise verhindert, dass es
zur vorsorglichen L&schung oder Sperrung von Inhalten aufgrund der Befiirchtung
vor einer moglichen BuBgeldandrohung kommt (,Overblocking“).Grundsatzlich folgt
somit eine Nichterflillung der aus § 3 Absatz 1 NetzDG folgenden Pflichten nicht
bereits aus einem einzelnen Versto3 gegen die Vorgaben aus § 3 Absatz 2

Nummer 2 und 3 NetzDG (Entfernung/Sperrung offensichtlich rechtswidriger Inhalte
binnen 24 Stunden; im Ubrigen in der Regel innerhalb von sieben Tagen
beziehungsweise Ubertragung der Entscheidung an eine anerkannte Einrichtung der
Regulierten Selbstregulierung innerhalb dieser Frist). Dies gilt auch bei einzelnen
VerstdBen gegen die Ubrigen Vorgaben des § 3 Absatz 2 NetzDG.

Denn bei einem einmaligen Versto3 gegen einzelne Vorgaben nach § 3 Absatz 2
NetzDG kann regelmé&Big noch nicht davon ausgegangen werden, dass kein
wirksames Verfahren fiir den Umgang mit Beschwerden Uber rechtswidrige Inhalte
vorgehalten wird. Eine Verletzung der Pflicht, offensichtlich rechtswidrige Inhalte
innerhalb von 24 Stunden nach Eingang der Beschwerde oder andere rechtswidrige
Inhalte unverzlglich, in der Regel innerhalb von sieben Tagen zu I6schen oder zu
sperren, kann dementsprechend nur zur Verhdngung eines BuBgelds fiihren, wenn
es sich nicht um einen Einzelfall handelt, sondern um systemisches Versagen,
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welches sich aus beharrlichen VerstéBen, das heif3t zeit- und sachnah wiederholt
auftretenden Verfehlungen gegen die Vorgaben aus § 3 Absatz 2 NetzDG, ergibt.

Macht ein soziales Netzwerk hingegen organisatorische Vorgaben fiir die Bewertung
von Sachverhalten bei der Einzelfallprifung, die regelméaBig dazu fiihren, dass
bestimmte rechtswidrige Inhalte nicht gesperrt oder nicht geldscht werden, ist der
Anwendungsbereich des § 4 Absatz 1 Nummer 2 NetzDG wegen des systemischen
Versagens eroffnet. Daneben kann auch dann ein systemisches Versagen vorliegen,
wenn in einem bestimmten Themenbereich, der sich durch ein zusammenhéngendes
Merkmal (zum Beispiel gegen eine bestimmte Bevolkerungsgruppe gerichtete
rechtswidrige Inhalte) auszeichnet, systematisch keine rechtswidrigen Inhalte
geldéscht oder gesperrt werden. Dies gilt unabhangig davon, ob entsprechende
Vorgaben des sozialen Netzwerkes hierzu feststellbar sind.

Zudem kann sich aus einer Haufung von Fehlentscheidungen innerhalb eines
Uberschaubaren Zeitraums eine Indizwirkung dahin ergeben, dass die Vorgaben des
§ 3 Absatz 2 NetzDG nicht richtig umgesetzt werden und der Tatbestand des § 4
Absatz 1 Nummer 2 NetzDG erfillt sein kdnnte.

Verschiedene Uberschreitungen der Fristen zum Entfernen oder Sperren (§ 3 Absatz
2 Nr. 2 und 3 NetzDG) kénnen allerdings von vornherein nicht zu einer solchen
Indizwirkung beitragen:

So kann in Féllen, in denen die Entscheidung Uber die Rechtswidrigkeit eines
Inhaltes von der Wahrheit oder Unwahrheit einer Tatsachenbehauptung in der
Beschwerde abhangt, die Sieben-Tages-Frist gemai § 3 Absatz 2 Nummer 3
Buchstabe a NetzDG Uberschritten werden. In allen Fallen nicht-offensichtlicher
Rechtswidrigkeit von Inhalten ist es zudem so, dass das soziale Netzwerk die
Entscheidung Uber die Rechtswidrigkeit innerhalb von sieben Tagen an eine
anerkannte Einrichtung der Regulierten Selbstregulierung tbertragen und sich deren
Entscheidung unterwerfen kann. Kommt es dann dort zu einer Fehlentscheidung, so
geht dies nicht zu Lasten des sozialen Netzwerkes.

AuBerdem kénnen nur schuldhafte VerstéBe gegen die organisatorische Vorgabe,
ein Verfahren im Sinne des § 3 Absatz 1 Satz 1 NetzDG (Umgang mit Beschwerden)
vorzuhalten, zu einem BuBgeld fihren (§ 4 Absatz 1 NetzDG). Bleibt die rechtliche
Bewertung bezlglich eines bestimmten Inhalts trotz zumutbarer Anstrengungen des
Beschwerdemanagements im Einzelfall zweifelhaft, kann dem Netzwerk wegen der
fehlerhaften Behandlung entsprechender Inhalte nachtraglich kein Schuldvorwurf
gemacht werden. Hierzu gehdren Falle, in welchen widersprechende
Entscheidungen von Instanzgerichten vorliegen und es somit an einer
hdchstrichterlichen Kléarung fehlt. Hierzu gehéren auch Félle, in welchen die
Einschétzung der Rechtslage aus anderen Grlinden rechtlich schwierig ist, etwa bei
scharfen AuBerungen im politischen Meinungskampf oder satirischen Beitragen, die
sich auf der Grenze der Strafbarkeit bewegen.
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VI. Zustellungsbevollméchtigter und empfangsberechtigte Person
1. Zustellungsbevollméchtigter

Nach § 4 Absatz 1 Nummer 7 Variante 1 NetzDG ist buBgeldbewehrt, wenn
entgegen § 5 Absatz 1 NetzDG ein Zustellbevollmachtigter nicht benannt wird. Hierzu
gehért nach § 5 Absatz 1 Satz 1 NetzDG, dass die Benennung veréffentlicht wird.
Die Vorschrift dient dazu, Verzégerungen von Verfahren beziehungsweise der
Verfahrenseinleitung in den in § 5 Absatz 1 NetzDG genannten Verfahren, die sich
daraus ergeben, dass der Anbieter seinen Sitz im Ausland hat, zu vermeiden. Aus
diesem Grund ist die Vorgabe nach § 5 Absatz 1 NetzDG fiir Anbieter mit Sitz im
Inland schon dann erfillt, wenn diese ihre zustellfahige inlandische Anschrift
entsprechend verdffentlichen. Ausreichend ist dann zum Beispiel eine
Impressumsangabe gemaf § 5 Telemediengesetz (TMG). Anbieter ohne
zustellfahige Anschrift im Inland missen eine Person im Inland benennen. Dabei
kann es sich um eine naturliche oder juristische Person handeln. Nur so ist
sichergestellt, dass die Zustellungswirkungen gegeniiber dem Anbieter bereits mit
Zustellung an den Bevollméachtigten als Zustellungsadressaten eintreten (vergleiche
etwa § 171 Satz 1 der Zivilprozessordnung [ZPQ]).

2. Empfangsberechtigte Person
§ 5 Absatz 2 NetzDG enthalt unterschiedliche BuBgeldtatbestande.

GemanB § 4 Absatz 1 Nummer 7 Variante 2 NetzDG ist buBgeldbewehrt, wenn
entgegen § 5 Absatz 2 Satz 1 NetzDG ein inlandischer Empfangsberechtigter nicht
benannt wird. Nicht ausdriicklich geregelt ist, gegeniber wem beziehungsweise
welcher Stelle die empfangsberechtigte Person zu benennen ist. Anders als beim
Zustellungsbevollmé&chtigten besteht keine Pflicht zur allgemeinen Veréffentlichung,
weil die unter § 5 Absatz 2 NetzDG fallenden Kommunikationskanéle nur durch
legitimierte Stellen in Anspruch genommen werden sollen, damit ihre
Funktionstlchtigkeit nicht etwa durch Spam-Nachrichten beeintrachtigt wird.
Ausreichend ist es daher, wenn die empfangsberechtigte Person gegentiber der
einzelnen Strafverfolgungsbehdrde oder der betreffenden Justizverwaltung benannt
wird.

Als Empfangsberechtigter kann eine natirliche oder eine juristische Person benannt
werden. Der Anbieter eines sozialen Netzwerkes mit Sitz im Inland kann auch sich
selbst als empfangsberechtigte Person benennen, da der Zweck des § 5 Absatz 2
NetzDG die Benennung einer weiteren Person dann nicht erfordert. Anbieter mit Sitz
im Ausland missen eine (natlrliche oder juristische) Person im Inland benennen.

Nicht ausdriicklich im Gesetz geregelt ist, wie die Entgegennahme von
Auskunftsersuchen durch diese Person konkret ausgestaltet sein muss. Sinn und
Zweck des § 5 Absatz 2 NetzDG ist es, Strafverfolgungsbehérden einen
zuverlassigen und effektiven Kommunikationskanal zu den Netzwerken zu erdffnen
(vergleiche insofern die Begriindung zur Regelung des Empfangsberechtigten im
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Fraktionsentwurf zum NetzDG, Bundestagsdrucksache 18/12356, Seite 27). Hierflr
ist es nicht notwendig, dass die benannte empfangsberechtigte Person die Ersuchen
eigenhandig oder in einer bestimmten Form entgegennimmt. Ausreichend ist es,
wenn hinreichend klar ein einfach zu handhabender effektiver Kommunikationskanal
benannt wird. Insofern kann die Entgegennahme von Auskunftsersuchen auch dahin
ausgestaltet sein, dass die Strafverfolgungsbehérden ihre Ersuchen Uber sichere
Online-Formulare oder spezielle Portale fiir Strafverfolgungsbehdérden, welche von
den Netzwerken ausreichend transparent zur Verfligung gestellt werden, stellen
kénnen. Der Empfangsberechtigte dient hingegen nicht dazu, eine etwa notwendige
férmliche Zustellung zu ersetzen oder (wie § 5 Absatz 1 NetzDG) zu vereinfachen, da
es sich beim Empfangsberechtigten nicht um einen Zustellungsbevolimachtigten im
Sinne von § 132 der Strafprozessordnung (StPO) handelt (Bundestagsdrucksache
18/12356, Seite 27).

Die Regelung lasst im Ubrigen materielle Vorgaben zur Auskunftspflicht unberiihrt
(zum Beispiel die Notwendigkeit von Rechtshilfeersuchen); zusatzliche
Auskunftspflichten werden nicht begriindet (vergleiche Bundestagsdrucksache
18/12356, Seite 27).

GemaB § 4 Absatz 1 Nummer 8 NetzDG ist zudem buBgeldbewehrt, wenn der
Empfangsberechtigte entgegen § 5 Absatz 2 Satz 2 NetzDG nicht reagiert. Der
BuBgeldtatbestand ist erfiillt, wenn nicht binnen 48 Stunden nach Zugang des
Auskunftsersuchens hierauf geantwortet wird oder bei nicht erschépfender Antwort
nicht begriindet wird, weshalb keine erschopfende Antwort gegeben wurde.

C. Bestimmung des einschlagigen BuBgeldrahmens

Die Regelungen in § 4 Absatz 2 NetzDG in Verbindung mit § 30 OWiG sehen zwei
Hochstbetrage fiir BuBgelder bei natiirlichen Personen sowie zwei Hochstbetrage fiir
BuBgelder bei juristischen Personen vor.

Zu differenzieren ist zwischen einem Versto3 gegen die Pflichten aus § 5 NetzDG
und einem VerstoB3 gegen die Ubrigen Pflichten aus den § 2 und § 3 NetzDG.

I. Juristische Personen

§ 4 Absatz 2 NetzDG verweist auf § 30 Absatz 2 Satz 3 OWIG, weshalb sich das
Hoéchstmal der GeldbuBe fir die im Gesetz bezeichneten Tatbestande verzehnfacht,
wenn die GeldbuB3e gegen eine juristische Person oder gegen eine
Personenvereinigung verhangt wird.

Ein VerstoB3 gegen § 2 oder § 3 NetzDG erbffnet daher gegentiber juristischen
Personen einen BuBgeldrahmen von finf Euro bis zu fiinfzig Millionen Euro,
§ 4 Absatz 1 Nummer 1 bis 6 NetzDG in Verbindung mit § 4 Absatz 2 NetzDG.
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Bei VerstéBen gegen § 5 Absatz 1 Satz 1 und Absatz 2 Satz 1 und 2 NetzDG ergibt
sich fur juristische Personen ein BuBgeldrahmen von fiinf Euro bis zu finf Millionen
Euro, § 4 Absatz 1 Nummer 7 bis 8 NetzDG in Verbindung mit § 4 Absatz 2 NetzDG.

Il. Natiirliche Personen

Ein VerstoB3 gegen § 2 oder § 3 NetzDG erdffnet gegenliber natlrlichen Personen
einen BuBgeldrahmen von finf Euro bis flinf Millionen Euro,
§ 4 Absatz 1 Nummer 1 bis 6 NetzDG in Verbindung mit § 4 Absatz 2 NetzDG.

Bei VerstdBen gegen § 5 Absatz 1 Satz 1, Absatz 2 Satz 1 und Satz 2 NetzDG ergibt
sich fir natlrliche Personen ein BuBgeldrahmen von fiinf Euro bis
finfhunderttausend Euro, § 4 Absatz 1 Nummer 7 bis 8 NetzDG in Verbindung mit

§ 4 Absatz 2 NetzDG.

lll. Fahrlassige VerstoBe (§ 17 Absatz 2 OWiG)

Hat der Betroffene fahrlassig gegen eine der im NetzDG normierten
buBgeldbewehrten Pflichten verstoBen, so kann das fahrldssige Handeln im
Hodchstmal nur mit der Halfte des angedrohten Hochstbetrags der GeldbuBe
geahndet werden.

D. BuBgeldzumessung geman § 17 OWiG

Nach der Ermittlung des im Einzelfall maBgeblichen BuBgeldrahmens wird die
konkrete BuBgeldzumessung vorgenommen. Ausgehend von dem gesetzlichen
Hochstbetrag nach § 4 Absatz 2 NetzDG ist fiir die konkrete BuBgeldzumessung die
Vorschrift des § 17 OWiG mafBgebend.

Bei der Zumessung der GeldbuBe geht das BfJ in einem auf vier Schritten
basierenden Verfahren vor: Im ersten Schritt wird der Grundbetrag mittels
tatbezogener Zumessungskriterien ermittelt (1.), im zweiten Schritt wird der
Grundbetrag mit Hilfe von weiteren tat- und vor allem taterbezogenen
Zumessungskriterien an die konkrete Schuld des Betroffenen angepasst (Il.) und in
einem dritten Schritt finden die wirtschaftlichen Verhéltnisse des Betroffenen
Berlicksichtigung (lll.). In einem vierten Schritt kann das BfJ den wirtschaftlichen
Vorteil, den der Betroffene aus der Tat erlangt hat, abschépfen (1V.) (vergleiche

§ 17 Absatz 4 OWIG).

Der Grundbetrag spiegelt die Bedeutung der zu ahndenden Ordnungswidrigkeit
innerhalb des jeweils anzuwendenden BuBBgeldrahmens wider (vergleiche

§ 17 Absatz 3 Satz 1 OWiG). Durch die Anpassung des Grundbetrags (Erhéhung
oder Reduzierung) wird vor allem dem Vorwurf, der den Tater trifft, Rechnung
getragen (vergleiche § 17 Absatz 3 Satz 1 OWIG). Die Beriicksichtigung der
wirtschaftlichen Verhaltnisse des Betroffenen, auBBer bei geringfligigen
Ordnungswidrigkeiten (§ 17 Absatz 3 Satz 2 OWiG), sowie die Abschdpfung des
wirtschaftlichen Vorteils, der aus der Ordnungswidrigkeit gezogen wurde
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(§ 17 Absatz 4 OWIG), sind ebenfalls bei der Bemessung der GeldbuBBe zu
berlicksichtigen.

l. Schritt 1 — Ermittlung des Grundbetrags

Der Grundbetrag bewertet die Schwere des VerstoBBes innerhalb des jeweils
anzuwendenden BuBgeldrahmens. Der Grundbetrag ist den Tabellen unter E. (Seite
16 ff.) zu entnehmen.

Ermittelt wird der Grundbetrag aus der Kombination der tatbezogenen
Zumessungskriterien ,GroBe des sozialen Netzwerkes® (1.) und ,,Schwere der
Tatumstande und Tatfolgen“ (2.). Die Kriterien beriicksichtigen zum einen die
Bedeutung des sozialen Netzwerkes aufgrund seiner Reichweite und der damit
verbundenen Meinungsmacht, zum anderen die Umstande, die tatspezifisch fur die
zu ahndende Ordnungswidrigkeit sind.

Die Grundbetrage in den Tabellen unter E. gelten fiir vorsétzliches Handeln. Fiir den
Fall, dass der Tater fahrlassig handelt, ist die jeweilige BuBgeldobergrenze zu
halbieren (§ 17 Absatz 2 OWiG).

1. Kategorisierung des sozialen Netzwerkes

Das soziale Netzwerk wird zunéachst mit Hilfe von vier definierten GréBengruppen
kategorisiert, die seiner Bedeutung fiir die Offentlichkeit entsprechen. MaBgebend ist
hierflir insbesondere die Anzahl der registrierten Nutzer im Inland zum Tatzeitpunkt.

Soziale Netzwerke mit weniger als zwei Millionen registrierten Nutzern im Inland
bleiben bei der Festlegung der Grundbetrage in den Tabellen unter E. auBBer
Betracht. Lediglich bei der Festlegung von Grundbetragen fiir Versté3e gegen

§ 5 NetzDG sind soziale Netzwerke mit weniger als zwei Millionen registrierten
Nutzern im Inland zu bericksichtigen, vergleiche § 1 Absatz 2 NetzDG.

Kategorisierung des sozialen Netzwerkes anhand der registrierten Nutzerzahlen im Inland

Soziales Netzwerk A B C D
Registrierte Nutzer | .. - Gber 4 Millionen Uber 2 Millionen . -
i Il lber 20 Millionen bis 20 Millionen bis 4 Millionen bis 2 Millionen

2. Kategorisierung der Tatumsténde und Tatfolgen

Die Schwere des VerstoBes wird anhand der vorliegenden spezifischen Tatumstande
und Tatfolgen des Einzelfalls bewertet. Die Kriterien werden hierzu in
L<auBerordentlich schwer", ,sehr schwer*, ,schwer”, ,mittel“ oder ,leicht* eingestuft.
Tatumstande und Tatfolgen, die regelméaBig auftreten und welche die typischen
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Umstande der zu ahndenden Ordnungswidrigkeiten beschreiben, sind bei den
Grundbetragstabellen unter E. beispielhaft zusammengestellt. Diese Auflistung ist
nicht abschlieBend. Dazu gehdéren vor allem die Art der Zuwiderhandlung, die Dauer
der Zuwiderhandlung sowie die Auswirkungen auf den Rechtsverkehr.

Die Kategorien ,auBerordentlich schwer“ und ,sehr schwer“ werden nur in
Ausnahmefallen erfiillt sein. Hierfiir missen die Art der Zuwiderhandlung, Dauer und
Auswirkung auf den Rechtsverkehr erheblich sein. Zudem kdnnen entsprechende
Verst63e nur dann angenommen werden, wenn fast keine oder keinerlei
Bemihungen um die Einhaltung der jeweiligen Vorgaben des NetzDG erkennbar
sind und auch keine Besserungen zu erwarten sind.

Im Ubrigen ist davon auszugehen, dass sich im Laufe der Zeit und in Anschauung
durchgefiihrter Verfahren eine weitere Orientierung ergibt, wie welche VerstdBe
einzuordnen sind. Die Differenzierung in 5 Kategorien zwingt dabei die
Verfolgungsbehdrde langfristig, genau zu begriinden und abzugrenzen, weshalb ein
VerstoB in eine bestimmte Kategorie fallt. Damit erhdht sich fir die sozialen
Netzwerke die Vorhersehbarkeit und Transparenz der zu erwartenden
Entscheidungen und die Uberpriifbarkeit entsprechender Entscheidungen wird
erleichtert.

Die Grundbetrage gelten jeweils fiir einen TatverstoB3.
Il. Schritt 2 — Anpassung des Grundbetrags

Im zweiten Schritt der BuBgeldzumessung sind die Bedeutung der
Ordnungswidrigkeit und der Vorwurf, der den Téater trifft, zu beachten

(§ 17 Absatz 3 Satz 1 OWIiG). Dies kann sich auf die BuBgeldhéhe erschwerend oder
mildernd auswirken. Das Vorliegen von Milderungsgriinden und/oder erschwerenden
Umstanden kann dazu flihren, dass der ermittelte Grundbetrag unter- oder
Uberschritten wird. Liegen sowohl mildernde als auch erschwerende
Anpassungskriterien vor, ist dies bei der Kategorisierung der Tatumstande und
Tatfolgen zu berticksichtigen.

Zu beriicksichtigen ist ebenfalls, dass die allgemeinen Strafzumessungskriterien
nicht in jedem Fall heranzuziehen sind. Den Vorwurf, der den Betroffenen trifft, nennt
§ 17 Absatz 3 Satz 1 OWIiG zwar selbsténdig neben der Bedeutung der
Ordnungswidrigkeit als solcher. Daraus ist auch grundsatzlich abzuleiten, dass
hiermit der individuelle Schuldvorwurf gemeint ist und die in § 46 Absatz 1 und 2 des
Strafgesetzbuches zusammengefassten Zumessungskriterien herangezogen werden
koénnen. Das Ordnungswidrigkeitenrecht weist jedoch gegenlber dem Strafrecht eine
andere Ausgangslage auf: Im Ordnungswidrigkeitenrecht sieht das Gesetz als
Ahndung eines VerstoBes in der Regel eine bereits festgelegte GeldbuB3e vor,
wohingegen im Strafrecht die fur und gegen den Tater sprechenden Tatumstande
und Tatfolgen zunachst gegeneinander abgewogen werden missen, um den
Strafrahmen ausfiillen und das StrafmaB festsetzen zu kdnnen. Insoweit kann die
Rechtsprechung zur Strafzumessung nicht unverandert in das
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Ordnungswidrigkeitenrecht ibernommen werden. § 17 Absatz 3 Satz 1 OWIG stellt
schwerpunktmaBig auf objektive Kriterien ab. Das entspricht auch dem Wesen von
Ordnungswidrigkeiten, deren Verfolgung mehr dem Schutz eines bestehenden
Ordnungsgefliges als der Ahndung einer persénlichen Schuld dient.

1. Mildernde Anpassungskriterien
a. Gestandnis

Als milderndes Anpassungskriterium gilt das Gesténdnis, durch das der Betroffene
die Verwirklichung des objektiven und subjektiven Tatbestands gesteht. Hierbei ist
die Qualitat des Gestandnisses (zum Beispiel vollumfangliches Gestandnis oder nur
Teil-Gestandnis) zu berlicksichtigen. Eine Selbstanzeige des Betroffenen ist wie ein
Gestéandnis zu werten.

b. Mitwirkung bei der Sachverhaltsaufklarung

Weiterhin ist mildernd zu beriicksichtigen, inwiefern der Betroffene bei der
Sachverhaltsaufklarung mitgewirkt hat, indem er die Rekonstruktion des Tathergangs
unterstltzt hat.

c. Besserungsversprechen und -maBnahmen

Auch glaubhafte Besserungsversprechen oder konkrete MaBnahmen, um weitere
VerstdBe in der Zukunft zu verhindern, wirken sich mildernd aus. Diese miissen
ausfihrlich und substantiiert dargestellt und gegeniiber dem BfJ belegt werden.

d. Lange Verfahrensdauer

Eine lange Verfahrensdauer ist buBgeldmildernd zu werten. Dabei darf die zeitliche
Verzégerung nicht auf offensichtlicher Prozessverschleppung des Betroffenen
beruhen.

2. Erschwerende Anpassungskriterien
a. Wiederholungstat

Erschwerend ist zu beriicksichtigen, wenn es sich bei der Tat um eine
Wiederholungstat handelt. Es handelt sich um eine Wiederholungstat, wenn vor
einem VerstoB bereits ein anderer, gleichartiger Versto3 gegen das NetzDG durch
einen rechtskréaftigen BuBgeldbescheid oder eine rechtskraftige gerichtliche
Entscheidung geahndet wurde. Eine Wiederholungstat liegt folglich nicht vor, solange
zur ersten Tat noch kein rechtskréaftiger BuBgeldbescheid erlassen worden oder eine
rechtskréftige gerichtliche Entscheidung ergangen ist.

b. Spezialpravention wegen Uneinsichtigkeit

Erschwerend wirkt weiterhin, wenn der Betroffene in einer rechtsfeindlichen
Gesinnung zum Ausdruck bringt, dass er die Rechtsordnung auch in Zukunft nicht
einhalten will und die Verpflichtung ablehnt, kiinftig die Vorschriften des NetzDG
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einzuhalten. Der Betroffene muss der Ansicht sein, er brauche sich um gesetzliche
Bestimmungen nicht zu kiimmern. Ein bloBes Schweigen in einer Anhérung oder das
Bestreiten des Tatvorwurfs darf jedoch nicht als Uneinsichtigkeit gewertet werden. Es
darf ebenfalls nicht als Uneinsichtigkeit ausgelegt werden, wenn das betroffene
soziale Netzwerk nach ordnungsgemaBer Prifung eines Inhaltes eine andere
Auffassung als das BfJ vertritt und Uber diesen oder einen gleichartigen Inhalt
gegenlber diesem Netzwerk noch kein rechtskréftiger BuBgeldbescheid erlassen
worden oder eine rechtskraftige gerichtliche Entscheidung ergangen ist.

lll. Schritt 3 — Beriicksichtigung der wirtschaftlichen Verhéltnisse

Im dritten Schritt kann die Héhe der GeldbuBe auf Grundlage der (gegebenenfalls
auch geschatzten) wirtschaftlichen Verhaltnisse des Betroffenen angepasst werden
(§ 17 Absatz 3 Satz 2 OWiG). Ist dem Betroffenen nach seinen wirtschaftlichen
Verhaltnissen nicht zuzumuten, die GeldbuB3e sofort zu zahlen, so wird ihm eine
Zahlungsfrist bewilligt oder gestattet, die GeldbuBe in bestimmten Teilbetragen zu
zahlen (§ 18 OWIG).

IV. Schritt 4 — Abschépfung des wirtschaftlichen Vorteils

Im letzten Schritt soll der wirtschaftliche Vorteil, den der Tater aus der
Ordnungswidrigkeit gezogen hat, abgeschopft werden (§ 17 Absatz 4 Satz 1 OWIG).
Hierfur darf das gesetzliche Hochstmaf3, das der jeweilige BuBgeldrahmen vorsieht,
Uberschritten werden (§ 17 Absatz 4 Satz 2 OWIG).

Innerhalb dieses BuBBgeldrahmens bildet der abzuschdpfende wirtschaftliche Vorteil
grundsatzlich die Untergrenze der zu verhangenden GeldbuBe.

Fir die Bestimmung des wirtschaftlichen Vorteils ist das sogenannte Nettoprinzip
anzuwenden. Von dem durch die Ordnungswidrigkeit Erlangten sind die insoweit
beim Tater angefallenen Kosten und sonstige Aufwendungen abzuziehen. Die
verbleibende Differenz stellt den wirtschaftlichen Vorteil dar, der abgeschdpft werden
soll.
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l. Berichtspflicht

Grundbetrége fiir juristische Personen
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Berichtspflicht zum Umgang mit rechtswidrigen Inhalten auf den Plattformen nach § 2 Absatz 1 NetzDG

BuBgeldobergrenze: 50 Millionen Euro

§ 4 Absatz 1 Nummer 1 in Verbindung mit Absatz 2 NetzDG

Soziales Netzwerk (siehe D. I. 1)

Betrage in Euro
A B C
S AuBerordentlich schwer 20.000.000 10.000.000 7.500.000
(=2
o
E Sehr schwer 10.000.000 5.000.000 4.000.000
B
El Schwer 5.000.000 2.500.000 2.000.000
2
13 Mittel 2.500.000 1.250.000 1.000.000
£
=]
E Leicht 500.000 250.000 200.000
Abbildung 1

Grundbetrége fiir natiirliche Personen

BuBgeldobergrenze: 5 Millionen Euro

§ 4 Absatz 1 Nummer 1 in Verbindung mit Absatz 2 NetzDG

Berichtspflicht zum Umgang mit rechtswidrigen Inhalten auf den Plattformen nach § 2 Absatz 1 NetzDG

Soziales Netzwerk

Betrage in Euro
A B ¢

S AuBerordentlich schwer 200.000 100.000 750.000
(=2}

°

E Sehr schwer 100.000 50.000 40.000
2

3 Schwer 50.000 25.000 20.000
£

£ Mittel 25.000 12.500 10.000
5

E Leicht 5.000 2.500 2.000

Abbildung 2

Spezifische Tatumsténde und Tatfolgen

* AusmaB der Verspatung bei der Erstellung oder Veréffentlichung des Berichts
* AusmaB der Unrichtigkeit und der Unvollstéandigkeit des Berichts
* Auswirkung auf die Nachvollziehbarkeit hinsichtlich des Umgangs der sozialen

Netzwerke mit Beschwerden Uber rechtswidrige Inhalte (Transparenz)
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Il. Umgang mit Beschwerden tiber rechtswidrige Inhalte

1. Verfahren fiir den Umgang mit Beschwerden liber rechtswidrige Inhalte

Grundbetrége fiir juristische Personen

Wirksames und transparentes Verfahren fiir den Umgang mit Beschwerden liber rechtswidrige Inhalte,
§ 3 Absatz 1 Satz 1 NetzDG
BuBgeldobergrenze: 50 Millionen Euro
§ 4 Absatz 1 Nummer 2 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrége in Euro
A B C
H AuBerordentlich schwer 40.000.000 25.000.000 15.000.000
k=2
s
E Sehr schwer 20.000.000 15.000.000 10.000.000
T
5 Schwer 10.000.000 8.500.000 5.000.000
2
‘g Mittel 5.000.000 2.500.000 1.000.000
£
3
E Leicht 1.000.000 750.000 500.000

Abbildung 3

Grundbetréage fiir natiirliche Personen

Wirksames und transparentes Verfahren fiir den Umgang mit Beschwerden liber rechtswidrige Inhalte,
§ 3 Absatz 1 Satz 1 NetzDG
BuBgeldobergrenze: 5 Millionen Euro
§ 4 Absatz 1 Nummer 2 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrége in Euro
A B C
S AuBerordentlich schwer 400.000 250.000 150.000
[=2)
g
E Sehr schwer 200.000 150.000 100.000
2
3 Schwer 100.000 85.000 50.000
$
“7;-’, Mittel 50.000 25.000 10.000
£
E Leicht 10.000 7.500 5.000

Abbildung 4

Spezifische Tatumsténde und Tatfolgen

» Dauer des nicht ordnungsgemafBen Bestehens eines Verfahrens zum Umgang
mit Beschwerden

* Ausmaf der Unrichtigkeit des Verfahrens zum Umgang mit Beschwerden

* Ausmaf der Unvollstandigkeit des Verfahrens zum Umgang mit Beschwerden
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Schwere der mit nicht ordnungsgeman gesperrten oder entfernten
rechtswidrigen Inhalten einhergehenden Rechtsverletzung (zum Beispiel
begrenzte oder unbegrenzte Reichweite des rechtswidrigen Inhaltes)
Auswirkung der nicht erfolgten, nicht richtig erfolgten oder nicht vollstandig
erfolgten Einrichtung eines Beschwerdemanagements (Perpetuierung des
rechtswidrigen Inhaltes)
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2. Verfahren zur Ubermittlung von Beschwerden iiber rechtswidrige Inhalte

Grundbetrége fiir juristische Personen

Leicht erkennbares, unmittelbar erreichbares und stindig verfiigbares Verfahren zur Ubermittiung von
Beschwerden Uber rechtswidrige Inhalte, § 3 Absatz 1 Satz 2 NetzDG
BuBgeldobergrenze: 50 Millionen Euro
§ 4 Absatz 1 Nummer 3 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrage in Euro
A B C
S AuBerordentlich schwer 40.000.000 25.000.000 15.000.000
(=]
s
E Sehr schwer 20.000.000 15.000.000 10.000.000
2
3 Schwer 10.000.000 8.500.000 5.000.000
E
"ﬁ Mittel 5.000.000 2.500.000 1.000.000
E
=1
E Leicht 1.000.000 750.000 500.000

Abbildung 5

Grundbetrége fiir natiirliche Personen

Leicht erkennbares, unmittelbar erreichbares und stindig verfiigbares Verfahren zur Ubermittiung von
Beschwerden Uber rechtswidrige Inhalte, § 3 Absatz 1 Satz 2 NetzDG
BuBgeldobergrenze: 5 Millionen Euro
§ 4 Absatz 1 Nummer 3 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrége in Euro
A B C
S AuBerordentlich schwer 400.000 250.000 150.000
(=2
]
E Sehr schwer 200.000 150.000 100.000
]
£l Schwer 100.000 85.000 50.000
-
33 Mittel 50.000 25.000 10.000
£
E Leicht 10.000 7.500 5.000

Abbildung 6

Spezifische Tatumstande und Tatfolgen

» Dauer des nicht ordnungsgeméfBen Bestehens eines Verfahrens zum Umgang
mit Beschwerden

* Auswirkungen der fehlenden oder nicht vorschriftsméaBigen
Zurverfiigungstellung eines Ubermittlungsverfahrens auf die
Meldemdglichkeiten der Nutzer
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Ill. Kontrolle

1. Uberwachung des Umgangs mit Beschwerden

Grundbetrége fiir juristische Personen

Uberwachung des Umgangs mit Beschwerden durch die Leitung des sozialen Netzwerkes durch
monatliche Kontrollen, § 3 Absatz 4 Satz 1 NetzDG
BuBgeldobergrenze: 50 Millionen Euro
§ 4 Absatz 1 Nummer 4 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrége in Euro
A B C
H AuBerordentlich schwer 40.000.000 25.000.000 15.000.000
k=2
o
E Sehr schwer 20.000.000 15.000.000 10.000.000
2
£l Schwer 10.000.000 8.500.000 5.000.000
§
’g Mittel 5.000.000 2.500.000 1.000.000
=
3
E Leicht 1.000.000 750.000 500.000

Abbildung 7

Grundbetrége fiir natiirliche Personen

Uberwachung des Umgangs mit Beschwerden durch die Leitung des sozialen Netzwerkes durch
monatliche Kontrollen, § 3 Absatz 4 Satz 1 NetzDG
BuBgeldobergrenze: 5 Millionen Euro
§ 4 Absatz 1 Nummer 4 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrége in Euro
A B C
H AuBerordentlich schwer 400.000 250.000 150.000
[=2)
]
E Sehr schwer 200.000 150.000 100.000
2
3 Schwer 100.000 85.000 50.000
2
’g Mittel 50.000 25.000 10.000
£
E Leicht 10.000 7.500 5.000

Abbildung 8

Spezifische Tatumsténde und Tatfolgen

* Abweichung von der gesetzlich normierten Haufigkeit der Kontrolle
* Ausmaf des Kontrolldefizits
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2. Beseitigung organisatorischer Unzulanglichkeiten

Grundbetrége fiir juristische Personen

BuBgeldobergrenze: 50 Millionen Euro

§ 4 Absatz 1 Nummer 5 in Verbindung mit Absatz 2 NetzDG

Unverzigliche Beseitigung der organisatorischen Unzulénglichkeiten im Umgang mit eingegangenen
Beschwerden, § 3 Absatz 4 Satz 2 NetzDG

Soziales Netzwerk

Betrage in Euro

A B C

E,, AuBerordentlich schwer 40.000.000 25.000.000 15.000.000
g Sehr schwer 20.000.000 15.000.000 10.000.000
% Schwer 10.000.000 8.500.000 5.000.000
°

’é Mittel 5.000.000 2.500.000 1.000.000
=

E Leicht 1.000.000 750.000 500.000

Abbildung 9

Grundbetréage fiir natiirliche Personen

BuBgeldobergrenze: 5 Millionen Euro

§ 4 Absatz 1 Nummer 5 in Verbindung mit Absatz 2 NetzDG

Unverziigliche Beseitigung der organisatorischen Unzulédnglichkeiten im Umgang mit eingegangenen
Beschwerden, § 3 Absatz 4 Satz 2 NetzDG

Soziales Netzwerk

Betrége in Euro

A B C

S AuBerordentlich schwer 400.000 250.000 150.000
g

E Sehr schwer 200.000 150.000 100.000
2

= Schwer 100.000 85.000 50.000
2

b Mittel 50.000 25.000 10.000
5

E Leicht 10.000 7.500 5.000

Abbildung 10

Spezifische Tatumstiande und Tatfolgen

» Dauer des Bestehens organisatorischer Unzulanglichkeiten im Umgang mit

eingegangenen Beschwerden

* Auswirkungen der Nichtbeseitigung organisatorischer Unzulénglichkeiten auf
den Umgang mit eingegangenen Beschwerden
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3. Schulungs- und Betreuungsangebote

Grundbetrége fiir juristische Personen

RegelmaBige, mind 1s halbjéahrliche deutschsprachige Schulungs- und Betreuungsangebote, § 3
Absatz 4 Satz 3 NetzDG
BuBgeldobergrenze: 50 Millionen Euro
§ 4 Absatz 1 Nummer 6 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrage in Euro
A B C
S AuBerordentlich schwer 25.000.000 15.000.000 7.500.000
=)
o
E Sehr schwer 15.000.000 10.000.000 5.000.000
°
5 Schwer 8.500.000 5.000.000 3.500.000
g
%"E. Mittel 2.500.000 1.000.000 750.000
£
3
E Leicht 750.000 500.000 300.000

Abbildung 11

Grundbetrége fiir natiirliche Personen

RegelmaBige, mindestens halbjahrliche deutschsprachige Schulungs- und Betreuungsangebote, § 3
Absatz 4 Satz 3 NetzDG
BuBgeldobergrenze: 5 Millionen Euro
§ 4 Absatz 1 Nummer 6 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betréage in Euro
A B C
H AuBerordentlich schwer 250.000 150.000 75.000
(=]
s
':_‘E Sehr schwer 150.000 100.000 50.000
2
El Schwer 85.000 50.000 25.000
g
33 Mittel 25.000 15.000 7.500
£
E Leicht 7.500 5.000 3.000

Abbildung 12

Spezifische Tatumsténde und Tatfolgen

Dauer des Fehlens vorschriftsmaBiger Schulungs- und Betreuungsangebote
Abweichung vom gesetzlich normierten Turnus der vorgeschriebenen
Angebote

Auswirkungen auf Beschéftigte
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IV. Zustellungsbevolimachtigter und Empfangsberechtigter

1. Benennung eines inldndischen Zustellungsbevollméachtigten und eines
inlandischen Empfangsberechtigten

Grundbetrége fiir juristische Personen

Benennung eines inlandischen Zustellungsbevollméchtigten und eines inldndischen
Empfangsberechtigten, § 5 Absatz 1 und 2 Satz 1 NetzDG
BuBgeldobergrenze: 5 Millionen Euro
§ 4 Absatz 1 Nummer 7 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrage in Euro
A B C D
S AuBerordentlich schwer 3.500.000 3.000.000 2.000.000 1.000.000
i)
[<]
E Sehr schwer 3.000.000 2.500.000 1.500.000 500.000
o
E Schwer 2.000.000 1.750.000 1.000.000 250.000
°
(=
’_3 Mittel 1.000.000 500.000 250.000 125.000
=
=]
E Leicht 500.000 250.000 50.000 10.000

Abbildung 13

Grundbetrége fiir natiirliche Personen

Benennung eines inlandischen Zustellungsbevollméchtigten und eines inldndischen
Empfangsberechtigten, § 5 Absatz 1 und 2 Satz 1 NetzDG
BuBgeldobergrenze: 500.000 Euro
§ 4 Absatz 1 Nummer 7 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrége in Euro
A B C D
S AuBerordentlich schwer 35.000 30.000 20.000 10.000
(=2
s
E Sehr schwer 30.000 25.000 15.000 5.000
2
Ed Schwer 20.000 17.500 10.000 2.500
g
:-3 Mittel 10.000 5.000 2.500 1.250
£
':_‘i' Leicht 5.000 2.500 500 100

Abbildung 14

Spezifische Tatumstéande und Tatfolgen
» Dauer der pflichtwidrigen Nichtbenennung eines inlandischen

Zustellungsbevollmachtigten und eines inlandischen Empfangsberechtigten
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NetzDG-BufSgeldleitlinien des BMJV v. 22.03.2018
-4 -

Ausmaf der fehlenden oder unzureichenden Erkennbarkeit oder
Erreichbarkeit eines inlandischen Zustellungsbevollmachtigten auf den
Plattformen der sozialen Netzwerke

Auswirkungen der Zuwiderhandlung auf den Rechtsverkehr
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2. Antwortpflicht

Grundbetrége fiir juristische Personen

Nichtreagieren auf Auskunftsersuchen als Empfangsberechtigter, § 5 Absatz 2 Satz 2 NetzDG
BuBgeldobergrenze: 5 Millionen Euro
§ 4 Absatz 1 Nummer 8 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrége in Euro
A B C D
£ | AuBerordentiich schwer 3.500.000 3.000.000 2.000.000 1.000.000
(=]
°
B | sehrschwer 3.000.000 2.500.000 1,500.000 500.000
T
§ Schwer 2.000.000 1.750.000 1.000.000 250.000
-3
c
£ | Mitel 1.000.000 500.000 250.000 125.000
£
3
E Leicht 500.000 250.000 50.000 10.000

Abbildung 15

Grundbetrége fiir natiirliche Personen

Nichtreagieren auf Auskunftsersuchen als Empfangsberechtigter, § 5 Absatz 2 Satz 2 NetzDG
BuBgeldobergrenze: 500.000 Euro
§ 4 Absatz 1 Nummer 8 in Verbindung mit Absatz 2 NetzDG
Soziales Netzwerk
Betrage in Euro
A B C D
H AuBerordentlich schwer 35.000 30.000 20.000 10.000
=2
s
E Sehr schwer 30.000 25.000 15.000 5.000
]
Ed Schwer 20.000 17.500 10.000 2.500
2
’% Mittel 10.000 5.000 2.500 1.250
5
E Leicht 5.000 2.500 500 100

Abbildung 16

Spezifische Tatumstiande und Tatfolgen

* Abweichung von der gesetzlich normierten Reaktionsfrist
* Auswirkung auf die Arbeit der inldndischen Strafverfolgungsbehérden
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