4. Strafverfolgung im globalen Netz

Die rasche Verbreitung von Informations- und Kommunikationstechnik hat ei-
nerseits neue Formen der Kriminalitit erméglicht, andererseits wurden aber auch
bekannte Tatbestinde mittels IT durchgefithrt oder vorbereitet. Das Internet er-
moglicht es Kriminellen ferner, relativ problemlos iiber Lindergrenzen hinweg
zu operieren. Aus deutscher Perspektive wurde schnell deutlich, dass »der grenz-
tiberschreitende Charakter des Internets [...] die Sicherheits- und Strafverfol-
gungsbehdrden vor neue Anforderungen« stellt (Deutscher Bundestag, 2001, S.
2). Eine Einschitzung die auch in Grofibritannien geteilt wurde. Die Entwick-
lung der Politiken mit Blick auf die Bekimpfung von (Computer)Kriminalitit hat
sich im Wesentlichen in zwei Bereichen vollzogen: in der Formulierung des neuen
IT-Strafrechts sowie in Verinderungen der Strafprozessordnung bzw. der Etablie-
rung neuer Ermittlungsmethoden und -befugnisse, um den Polizeibehdrden die
Strafverfolgung in diesem neuen Handlungsraum zu ermdglichen. Diese beiden
Entwicklungen werden im Folgenden fiir beide Untersuchungsstaaten analysiert.

Im ersten Abschnitt steht die Entwicklung des neuen IT-Strafrechts im Fo-
kus. Hier wird zunichst dargestellt, welche neuen Straftatbestinde bereits vor
dem Aufkommen des Internets etabliert wurden, um auf die Missbrauchsmdog-
lichkeiten von IT-Systemen zu reagieren. Im Anschluss wird die internationale
Entwicklung mit Blick auf die Regulation von Kryptographie sowie auf die Har-
monisierung des Strafrechts untersucht. Abschlieffend wird analysiert, welche
Kompetenzen die Regierungen den Ermittlungsbehérden zugesprochen haben,
um auch im Netz handlungsfihig zu sein und welche domestischen Kontestati-
onsprozesse damit einhergingen.
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