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Abstract Ein alberner Tweet kann den Job kosten, freiztgiges
Verhalten und Sorglosigkeit einem die Lust am Leben rauben: Der
digitale Pranger kennt oft keine Vergebung und keine Gnade. Héchste
Zeit umzudenken und zu differenzieren. Anhand von Studienbefun-
den wird die aktuelle Dimension dieses generationeniibergreifenden
Phinomens gezeigt und dann der Fokus auf Schulen gerichtet. In
Deutschland wird pro Woche in jeder dritten Schule ein Cybermob-
bing-Fall gemeldet, aber nur jede funfte geht das Thema systematisch
an. In Norwegen zum Beispiel sind Schulen verpflichtet, digitalen
Demiitigungen vorzubeugen. Normativ und auch mit dem ethischen
Prinzip der Tatherrschaft begriindet, ist es keine Option, blof} zuzu-
sehen, wenn andere virtuell geplagt werden. Es gilt zu handeln -

so wie wir uns dies wiinschten, wenn wir selber d4hnlich angegriffen
wiirden. Handlungsvorschlige und beispielhafte Initiativen bilden
das Fazit des Beitrags.

ass und Blof3stellung im Netz kénnen jeden treffen. Die

Strafe besteht in der 6ffentlichen oder zumindest teil-

offentlichen Schande: Die Betroffenen werden an den
digitalen Pranger gestellt und beschiamt. Anlass ist meist eine
tatsachliche oder eine empfundene Normverletzung von unter-
schiedlicher Tragweite: Einer scheint zu dick, zu blond, zu dann,
verhilt sich anders als erwartet, sagt oder macht etwas, das
jemanden irritiert oder irgert. Ein spezielles Problem solcher
Pranger ist, wie mafilos oft vorgegangen wird, und dass kaum
einer einem, der virtuell massiv gepriigelt wird, hilft. Dieser
Beitrag will an Beispielen sowie auf der Basis wissenschaftlicher
Befunde und ethischer Reflexion erliutern, weshalb es iiber-
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fallig ist, das haltlose digitale Anprangern anzuprangern und
dagegen zu halten.

Historischer Kontext

Im Mittelalter war der Pranger ein ubliches Strafinstrument.
Der Verurteilte wurde 6ffentlich ausgestellt, meistens an einen
Pflock am Marktplatz gebunden und beschimt, indem man ihn
mit faulem Obst bewarf, priigelte, bespuckte und beschimpfte.
Die erlittene Schande und das Gefiihl, vor aller Augen entwiir-
digt worden zu sein, bewirkten, dass der so Bestrafte danach
nur noch mit Mithe in der Gemeinschaft weiterleben konnte.
Die Epoche der Aufklirung, die Entwicklung des Rechtsstaats-
prinzips sowie die Orientierung an Menschenrechten und damit
an der Unantastbarkeit der Wirde des Menschen trugen dazu
bei, dass solche Bestrafungen weitgehend der Vergangenheit an-
gehorten.

In der digitalen Gesellschaft hingegen scheint der Pranger
nun eine Art Renaissance zu erfahren. Kern dieser digitalen
Bestrafung ist ein Gefihl der Blofistellung, das ausgelést wird,
indem die Intimsphire verletzt oder der Eindruck erweckt wird,
jemand entspreche nicht sozialen Erwartungen oder Normen,
handle unanstindig oder unehrenhaft.

Zunichst zogen vor allem Politiker_innen, Prominente ge-
nerell, Unternehmen und Institutionen Zornesstiirme auf sich,
die sich durch die digitale Technik derart

rasant und weit verbreiteten, wie dies zuvor Wenn im Netz jemand beschimpft
nie méglich war (vgl. Prinzing 2015). Langst oder verunglimpft wird,
koénnen solche Shitstorms jeden treffen, das sehen viele einfach zu, und kaum einer
virtuelle Anprangern reicht von teils kon- stellt sich vor das Opfer.

struktiver Kritik bis hin zu regelrechten digi- =~ s
talen Steinigungen und systematischen Vernichtungsfeldziigen.
Wiahrend selbst im Mittelalter verboten war, Angeprangerte mit
festen Gegenstanden zu bewerfen, scheinen im Netz manche zu
glauben, sie durften sich alles erlauben.

Das trifft nicht zu, das Netz ist kein rechtsfreier Raum.
Doch dort geschehen unter den Augen Vieler Ubergriffe, die wir
anderswo nicht fiir akzeptabel halten. Wir empéren uns, wenn
in einer U-Bahn jemand verprugelt wird und keiner hilft oder
Hilfe holt. Wenn aber im Netz jemand beschimpft und verun-
glimpft wird, sehen viele einfach zu, und kaum einer stellt sich
vor das Opfer. Dabei verletzt und schmerzt nicht nur reale, son-
dern auch virtuelle Gewalt. ,,Public Shaming", wie es der briti-
sche Journalist Jon Ronson (2015a) nennt, die digitale Hetzjagd,
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greift immer weiter um sich, macht vor keiner Bevélkerungs-
gruppe und vor keiner Generation Halt. Ein paar Beispiele illus-
trieren die Dimension. Sie wurden bewusst eingegrenzt auf Fal-
le, bei denen nicht prominente Personen und in der Regel auch
nicht Medienprofis die Angeprangerten sind.

Der Pranger kehrt zurtick

US-Richter setzen seit geraumer Zeit immer mehr auf sogenann-
tes ,Creative Sentencing” und bestrafen Straftiter mit 6ffentli-
cher Beschamung. Ein Richter in Alabama stellte eine Ladendie-
bin vor die Wahl, 60 Tage ins Gefingnis zu gehen oder zwei Mal
vier Stunden Schandlaufen mit einem Schild um den Hals, auf
dem sie sich als Ladendiebin outen musste (vgl. Kliver 2008).
Ein 60-Jihriger musste in New Jersey auf richterliche Anord-
nung bei der Arbeit ein T-Shirt tragen mit der Aufschrift: ,Ich
bin ein registrierter Sexualverbrecher” (Kaeser 2015). Einen re-

alen und virtuellen Pranger und eine zumin-

Auch Medienkampagnen oder -formate dest zweischneidige Aktion erzeugt die App

tragen dazu bei, Demiitigungen zu »,NYC Map the Homeless®, die ein 25-jdhriger
kultivieren — Aktionen wie ,,Pranger New Yorker entwickelt hat, damit Burger_in-
der Schande” sind deshalb fragwiirdig. nen der Stadt hier ihre Fotos von Wohnsitz-
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losen veréffentlichen, den Ort, wo sie diese
gesehen haben, und Hashtags, die deren Lage markieren. Dies
soll angeblich die Kommunalpolitik aufriitteln, den Betreffen-
den zu helfen (vgl. Margolin 2015), kann aber fiir diese rasch wie
ein Pranger wirken und sie gefihrden, auch ein Grund, weshalb
Hilfsorganisationen das Projekt kritisierten.

Eindeutig hingegen ist die Wirkung eines Tweets, der zwar
zweifellos missgliickt ist, bei dem aber die Vehemenz und Gna-
denlosigkeit, ja ein regelrechter Jagdeifer erstaunen: Die PR-
Expertin Justine Sacco aus New York, die aber offensichtlich
keine Expertin fir Soziale Medien war, twitterte ,Going to Af-
rica. Hope I don’t get AIDS. Just Kidding. I'm white!“ und setzte
sich ins Flugzeug nach Sudafrika. Wihrend sie in der Luft war,
16ste der Tweet einen Shistorm aus, sie wurde nach der Lan-
dung gejagt (#HasJustineLandedYet), ein User fotografierte sie,
auch Donald Trump twitterte sein Entsetzen tiber ihren Tweet.
Sie entschuldigte sich, 16schte ihren Account, doch alles niitz-
te nichts, sie verlor ihren Job, und ihr bisheriges Leben lag in
Scherben vor ihr (vgl. N.N. 2013; Ronson 2015b).

Auch Medienkampagnen oder -formate tragen dazu bei,
Demiitigungen zu kultivieren. Die mit ,Pranger der Schande”
iiberschriebene Aktion der ,Bild“-Zeitung im Oktober 2015 (Hu-
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ber 2016) ist auch deshalb fragwiirdig: Auf einer Doppelseite
wurden Hetzer gegen Flichtlinge mit ihrem Posting, ihrem Pro-
filbild und Klarnamen gezeigt; einleitend forderte das Blatt den
Staatsanwalt auf zu handeln. Freilich handelte es sich um politi-
sche Auflerungen in 6ffentlich einsehbaren Foren. Doch die Art,
wie dies aufgegriffen und gerahmt wurde, bedient eine , Kultur®
der Hime und Blof3stellung als eine sachgerechte und verniinfti-
ge Diskurskultur. Das gilt erst Recht fiir Unterhaltungsformate,
die geradezu wie Shame-Trainings wirken. Dieter Bohlen erhob
in ,Deutschland sucht den Superstar” Blof3-

stellen und Demiitigen zum Prinzip. In eine Der Reiz bei ,,Tellonym® besteht
dhnliche Kerbe schlagen Bewertungs-Galeri- darin, Botschaften loszuwerden,
en und Plattformen, denn Teil des Spiels ist die man sich nicht so einfach
immer die Blamage, bevorzugte Zielgruppe ins Gesicht sagen wiirde.

sind junge Internetnutzer_innen, also jene,
die besonders oft online unter Druck gesetzt werden. Die Ende
2016 gestartete deutsche Plattform ,Tellonym®“ (https://tel-
lonym.de/) ist ein aktuelles Beispiel. Sie verzeichnet nach gut
einem halben Jahr knapp eine Million Nutzer_innen, meist
zwischen 13 und 24 Jahren, und 25 Millionen Bewertungen. Das
kénnen Komplimente sein, aber auch Kritik. Der Reiz besteht
darin, Botschaften loszuwerden, die man sich nicht so einfach
ins Gesicht sagen wiirde; deshalb steckt auch ein Teil des Worts
yanonym® im Plattformnamen. Die Betreiber beruhigen Nut-
zer_innen damit, dass man die IP, also die Computeradresse al-
ler Nutzer_innen registriere, sie also identifizierbar seien, falls
sie zu aufdringlich wiirden.

Eine Galerie der , Bravo“ mit Teenie-Briisten, die das Pub-
likum mit Fail, Bitch oder OMG (Oh My God) bewerten sollte,
blies zwar ins gleiche Horn, doch diese Rechnung ging nicht
auf: Ein Shitstorm gegen die Redaktion beendete den Spuk (vgl.
Pfahler 2015). Dies zeigt noch etwas anderes: Digitales Blof3stel-
len funktioniert nur, wenn ein Publikum mitspielt.

Die 2012 mit ihrem Suizid endende Leidensgeschichte der
damals 15-jihrigen Kanadierin Amanda Todd wurde zu einem
klassischen Beispiel fur Cybermobbing (vgl. Schiitten 2012). Das
Dramabegann, weil Todd sich in einem Chat von einem Mann zu
Fotos ihres entbléfiten Oberkérpers iiberreden liefy. Der Mann
erpresste sie und verbreitete ihr Bild, weshalb sie jahrelang in
der Schule gemobbt wurde. Das Abschiedsvideo, in dem sie ihr
Martyrium schildert, wurde millionenfach aufgerufen, machte
ihren Fall weltweit bekannt und riickte das Thema 6ffentlich ins
Blickfeld. Bis heute beginnen viele Cybermobbing-Geschichten
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dhnlich: mit Fotos, mit klassischen Spott-Themen wie Figur oder
Herkunft, aber mit einer Unerbittlichkeit und Vehemenz, die
erst durch digitale Viralitat moéglich wurde.

Jeden kann es treffen

Cybermobbing ist keine Neckerei, sondern offene, subtile Ge-
walt, die tber lingere Zeit ausgeiibt wird und deren Ziel es ist,
das Opfer auszugrenzen, indem es fortwahrend beleidigt, Liigen
und peinliche Fotos verbreitet oder Fake-Profile iiber es ange-
legt werden. Im Erwachsenenalter ist fast jeder dritte von Mob-
bing betroffen, acht Prozent von Cybermobbing — mit steigender
Tendenz (vgl. Schneider et al. 2014). Jede dritte Mobbingattacke
findet im privaten Umfeld statt, zwei Drittel am Arbeitsplatz.
Verbreitete Motive fiirs Mobben sind Neid, starre Hierarchien
oder die Lust, andere zu plagen. Jeder zweite Vorgesetzte trug
dazu bei, dass diese systematischen Demiutigungen méglich wa-
ren, entweder, indem er mitmachte, oder indem er nichts dage-
gen unternahm. Die Kosten fiir Gesundheitsfolgen einschlief3-
lich der Produktionsausfille in Deutschland werden auf bis zu
50 Milliarden Euro im Jahr geschitzt. Dennoch wird das Thema
in groflen Teilen der Arbeitswelt ignoriert, und viele Befrag-
te hoffen auf Gesetze, die besser vor Mobbing schiitzen (ebd.,
S. 5of.).

Treffen kann es jeden. Aber der Anteil weiblicher Mob-
bingopfer ist in allen Altersgruppen gréf3er; je jiunger, desto ho-
her das Risiko: Bei den unter 20-Jihrigen liegt der Anteil bei 17
Prozent; zwischen 21 und 30 Jahren ist ungefahr jeder zehnte
betroffen (vgl. Schneider et al. 2013). Jeder dritte zwischen 12
und 19 kennt jemanden, der via Internet gemobbt wurde (vgl.
JIM 2016). Jede dritte deutsche Schule verzeichnet einmal pro
Woche einen Cybermobbing-Fall (vgl. Katzer 2016).

Viele weifde Flecken in der Schullandschaft

Einelidndertbergreifende Trendstudie (ebd.) mit Fokus auf Euro-
pazeigt grof3e Unterschiede: In Italien und Polen wird fast nichts
gegen Cybermobbing unternommen. An britischen Schulen hin-
gegen gibt es flichendeckend Aktionspline, an norwegischen
seit tiber zehn Jahren und an niederlindischen seit einem Jahr
eine Pflicht zur Pravention — und in den Niederlanden zudem
ein Projekt fur systematisches Online-Coaching. Deutschland
liegt im Mittelfeld: Hier kennt man zwar dank etlicher Studi-
en das Ausmaf} von Cybermobbing, doch floss das Wissen nicht
konsequent in konkretes Handeln ein. Es besteht kein struktu-
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riertes Netzwerk, nur an 16 Prozent der Schulen wird das Thema
behandelt, nur an jeder zehnten werden Lehrer_innen geschult,
die meisten finden aber, das geschehe nicht hinreichend. An je-
der vierten Schule gibt es Elternabende; Schiiler_innen duflern
zwar, sie hitten gerne Anlaufstellen, die helfen kénnen, doch
diese sind weiterhin selten. Ausgerechnet dort, wo es besonders
brennt, an Haupt- und Gesamtschulen, wird am wenigsten Pra-
vention angeboten (ebd., S. 138f.).

Das Schlachtfeld fir Cybermobbing wird mobil, das Smart-
phone wurde in allen untersuchten Landern regelrecht zu ei-
ner digitalen Waffe (vgl. Katzer 2016). Viele besitzen eines, es
ist standig verfiigbar, und man kann einfach und rasch Fotos
und Videos verbreiten. Verglichen mit 2013 sank 2017 die Rol-
le der Sozialen Netzwerke bei Cyberattacken deutlich, Handy-
Chatdienste legten stark zu, WhatsApp von 49 auf 78 Prozent,
wihrend der Facebook-Anteil um 26 Punkte auf 53 Prozent zu-
riickging (vgl. Leest et al., S. 83f.). Die Folgen von Cybermobbing
reichen weit: Jedes fiinfte Opfer dachte an Selbstmord (ebd., S.
86). Warum wird gemobbt? Die meisten Tater fanden schlicht,
dass ,die Person die Attacke verdient hat“ (45 Prozent), viele
nannten Rache (28 Prozent), etliche schlechte Laune (12 Pro-
zent) oder Langeweile (11 Prozent) als Grund, andere zu piesa-
cken (ebd., S. 85). Die Zahlen gingen 2017 verglichen mit 2013
etwas zuriick von 17 auf 13 Prozent. Aber die Attacken wurden
gerade unter jungen Nutzer_innen heftiger (vgl. Forsa 2017).

Der Blick iiber Mobbing hinaus auf Hass-Auflerungen
insgesamt im Netz erklart, wie weit Unflatigkeit und Demuti-
gungen um sich gegriffen haben: Fast alle der bis 24-Jihrigen
erklirten 2017 in einer Umfrage (ebd.), sie habe das schon be-
troffen (94 Prozent) und altersiibergreifend betrifft dies zwei
Drittel der Internetnutzer_innen. Die Zahl jener, die Hasskom-
mentare meldeten, stieg verglichen mit dem Vorjahr leicht von
20 auf 22 Prozent, die meisten (79 Prozent) sind entsetzt von
derlei Postings, die Gleichgultigkeit ging etwas zurtck von 51
auf 44 Prozent, doch nur einer von hundert erstattete Strafan-
zeige gegen die Verfasser solcher Posts.

Mehr Netzcourage -

zuriicklehnen ist keine Option

Das Netz ist weder ein rechtsfreier Raum, noch ein Raum der
Sorglosigkeit. Cybermobbing signalisiert fehlende digitale Em-
pathie — bei T4tern, aber auch bei Bystanders, also bei jenen, die
mitlaufen, und bei jenen, die zusehen. Orientieren wir uns an
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der Menschenwiirde und an unserem traditionellen ethischen
Fundament, dann steht auer Frage, dass keiner einfach weg-
schauen und Verantwortung abschieben kann. Und auch, dass
er selbst auf Unterstiitzung vertrauen durfte, wenn er in eine
dhnliche Lage geraten wiirde.

Klassische Normen umfassen auch unser Verhalten im
Netz. Die Menschenwiirde zum Beispiel. Sie ist als unveriuflerli-
ches Recht verbrieft — in der Praambel der UN-Menschenrechts-
charta und im deutschen Grundgesetz in Artikel 1. Immanuel
Kant beschreibt die Wiirde des Menschen als absoluten ,inne-
ren Wert®, jeder habe einen Anspruch auf Achtung. Wer also

jemanden demitigt und verletzt, erkennt

Wenn wir helfen kénnen, miissen wir damit seine Integritit als Subjekt nicht an.
helfen. Alles andere ist unethisch, Menschliche Autonomie schlief’it fiir Kant
und wenn es um Strafrecht geht, die Verantwortung fur die Gesellschaft ein,
sogar verboten. also die Pflicht des Einzelnen, so zu handeln,
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dass er keinen Schaden erleidet, und damit
auch Anderen Hilfe zu leisten (vgl. von der Pfordten 2009). Dies
unterstreichen die Verantwortungsethik und damit die Ethik
des Handelns und Unterlassens sowie das Prinzip der Tatherr-
schaft, abgeleitet aus der Nikomachischen Ethik von Aristoteles
(vgl. Hoffe 2009): Wir sind verantwortlich fir das, was wir tun,
und auch fiir das, was wir nicht tun. Wenn wir also helfen kén-
nen, miissen wir helfen. Alles andere ist unethisch, und wenn
es um Strafrecht geht, sogar verboten — Stichwort: ,unterlasse-
ne Hilfeleistung®. So argumentiert, verbietet es sich, Posts oder
WhatsApps-Nachrichten, die jemanden verunglimpfen, zu liken
oder zu teilen und damit letztlich die Tater_innen zu stiitzen.
Keiner kann sich folglich zuriicklehnen, wenn andere am digita-
len Pranger mit Hass beworfen werden, jeder ist aufgefordert zu
handeln oder Hilfe zu holen. Das spielt auf einen weiteren Kern-
punkt an: Achtsambkeit, also fiir andere zu sorgen, sich um sie zu
sorgen — und wenn nétig selbst ebenfalls auf Hilfe vertrauen zu
diirfen (vgl. Conradi 2001).

Ubertragt man dieses Denken auf die unternehmerische
Ebene, dann hiefle dies: Wer die Fiirsorge fiir das Wohlergehen
seiner Mitarbeitenden und damit seine unternehmensethische
Verpflichtung anerkennt, muss schon aus dieser Begriindung
heraus Shaming aktiv unterbinden.

All diese Uberlegungen liefern einen Kompass, der auf Kurs
hilt - insbesondere wenn es stiirmisch wird — und wo gefragt
wird: Wie muss ich handeln, damit ich, mein Umfeld und die
Gesellschaft keinen Schaden nehmen? Problemlos ist dies nicht,
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sondern kann in ein ethisches Dilemma fithren, etwa weil man
mit dem Téter befreundet ist oder in einer bestimmten Grup-
pe nicht auffallen will. Hier mag John Rawls Bild vom Schleier
des Nichtwissens helfen (vgl. Rawls 1979), der einem vor Au-
gen fuhrt, um wie vieles gerechter wir oft entscheiden wiirden,
wenn wir nicht wissen, ob eine knifflige Lage uns auch selbst
betreffen kénnte.

Kompass norden, Kompetenz schulen

Der Kompass bringt Alltagssituationen auf Kurs, indem man
funf Koordinaten bedenkt. Erstens sensibel werden fiir Ver-
letzbarkeit und iiberlegen, was wire, wiirde man selber in der
Haut des Gemobbten stecken — also bei anderen respektieren,
was man sich selber erhalten will: Achtung vor Privat- und In-
timsphare, Verzicht auf Fake und Filschung. Zweitens Konflikte
ansprechen, ihre Motive und die Rollen analysieren: Wer agiert
und warum? Drittens seine eigenen Gefiihle kontrollieren, also
nicht auch ausfillig werden, wenn man den Betroffenen vertei-
digt. Viertens tberlegen, welche Gegenrede man hilt und von
wem man sich Unterstiitzung holt. Und funftens sich bewusst
machen, dass hier virtuell realer Hass tiber Menschen geschiit-
tet wird.

Zum Kompass kommt die Kompetenz. Wissen hindert, an-
dere schlicht aus Unwissenheit zu verletzen. Wer seine eigene
Mediennutzung hinterfragt, handelt kundiger und selbstbe-
stimmter, wenn er Daten weitergibt, postet und teilt. Kompe-
tenztraining, Pravention und Vernetzen sind drei Siulen, auf
die beispielhafte Initiativen ansetzen, die sich auch dem Kampf
gegen das digitale Beschdmen widmen.

Ein Beispiel ist die ,Bundesjugendkonferenz Medien®
(https://bjkm.de/) unter der Schirmherrschaft des Bundes-
familienministeriums, die von Polizei, Psycholog_innen oder
Berater_innen Peer-to-Peer in einem Workshop in Mecklen-
burg-Vorpommern zu Medienscouts ausgebildete Jugendliche
vernetzt, welche Ansprechpartner_innen sind fiir Schiilerinnen
und Schiiler an ihrer Schule bei Problemen und Fragen rund
um das Thema ,Digitale Medien®. Ahnlich arbeitet die Selbst-
schutz-Plattform , Juuuport® (www.juuuport.de) von Jugend-
lichen fir Jugendliche im Web mit zu Moderator_innen und
Berater_innen geschulten Scouts zwischen 13 und 21 Jahren;
im Tragerverein wirken sieben Landesmedienanstalten zusam-
men (Baden-Wirttemberg, Bremen, Mecklenburg-Vorpom-
mern, Niedersachsen, NRW, Rheinland-Pfalz, Sachsen-Anhalt).
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Das internationale ,Biindnis gegen Cybermobbing® (http://
www.buendnis-gegen-cybermobbing.de/) vernetzt beruflich
oder privat Betroffene (Eltern, Pidagog_innen, Jurist_innen,
Mediziner_innen, Forscher_innen), will aufkliren und forscht
zu Cyberlife und Gewalt im Netz.

Im europidischen Netzwerk ,COST ISo801“ (http://www.
cost.eu/COST_Actions/isch/ISo801) entwickeln Forscher_in-
nen, Eltern, Lehrer_innen, Internetservice-Provider und Tele-
kommunikations-Unternehmen Ansitze fiir einen positiven
Umgang mit IT-Technik sowie Richtlinien zum Umgang mit
deren Missbrauch. ,Klicksafe® ist eine Kampagne der Europé-
ischen Kommission zur Férderung der digitalen Medienkom-
petenz mit europaweit 31 Zentren; das deutsche Safer Inter-
net Centre (Wwww.klicksafe.de) fokussiert auch medienethische
Fragen. Und das von der Europiischen Kommission geférderte
Projekt ,Triple V: Values versus Violence® will Jugendarbeit und
Wertebewusstsein stirken (http://triple-v.org/).

Kompetenz muss zudem institutionalisiert werden. Ge-
fragt sind Schulen und Politik (vgl. auch Katzer 2016, 140f.):
Die zustandigen Behorden kénnten Cyberpsychologie und Me-
dienerziehung als Schulfach verankern, Cybergewaltprivention
an Schulen zur Pflicht erheben, Schulnetzwerke kniipfen sowie
Plattformbetreiber zu Filtern gegen Online-Hass oder systema-
tischer Counter-Speech verpflichten. Verantwortung ist auch
in der digitalen Gesellschaft komplex und muss gestuft wahr-
genommen werden. In der Pflicht ist jeder, und speziell Politik,
Schule, Forschung, Justiz, Unternehmen, insbesondere auch
Plattformbetreiber.

Zudem ist es uberfillig, Kante zu zeigen — und durch ein
,Cybermobbing Gesetz“ den Opferschutz zu férdern sowie sich
juristisch zu wehren. Denn im Artikel 5 des Grundgesetzes
wird die Meinungsfreiheit gedeckt. Dies schlief3t aber nicht die
Freiheit ein, andere zu demiutigen, Hass ist keine Meinung. Das
Strafgesetzbuch hilft, gegen Beleidigung, tible Nachrede und das
Verbreiten von Bildern, die dem Ansehen des Abgebildeten scha-
den, vorzugehen; tber das Zivilrecht lasst sich Schmerzensgeld
einklagen, es gibt Versicherer, die durch Cybermobbing entste-
hende Schiden ausgleichen, und Ratgeberliteratur.

Die vorliegende Analyse legt auch nahe, dass nicht jede,
aber so manche Eskalation vermieden oder ihr die Spitze ge-
nommen werden kénnte, indem man fiir eine konstruktive digi-
tale Gesprachskultur sensibilisiert. Klicksafe (0. J.) ist nicht die
einzige, aber eine jener Initiativen, die hierzu nutzliches Lehr-

1P 216.73.216.96, am 13.01.2026, 01:38:01, © Urheberechtiich geschitzter Inhat 3
g des Inhalts ir it, fiir oder ir



https://doi.org/10.5771/0010-3497-2017-3-334

Kompass, Kante, Kompetenz

material entwickelt hat. Wir kénnen weiterhin iiber die Verro-
hung des Tons im Netz klagen und so lang wie méglich zusehen.
Doch ist es dann, als versuchte man, auf einer Schussfahrt zu
wenden. Psychologie und Lebenserfahrung raten uns, Choleri-
kern, die rasch laut und ungerecht werden, am besten mit Ruhe
und mit der Botschaft ,In diesem Ton nicht“ entgegenzutreten.
Es gibt keinen Grund zur Annahme, in der digitalen Welt sei
dies anders oder dort kénne man Gefithlen freien Lauf lassen.
Auch hier sollten wir zeitig und im eigenen Interesse rote Linien
ziehen sowie auf einen angemessenen Ton und auf eine Debat-
tenkultur pochen.
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