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Abstract Online-Spieleplattformen spielen weltweit eine
zentrale Rolle bei rassistisch motivierten Massenschielereien. Um
dieses Phinomen kritisch zu reflektieren, skizziert der Beitrag aus
theoretischer Perspektive die alltagskulturelle Wirkmachtigkeit von
Computerspielen und die verschiedenen Dimensionen und Elemente
von Computerspielkulturen. Zwei Faktoren, die die Radikalisierung
von Spieler:innen begiinstigen, werden mittels eines Forschungs-
iberblicks herausgearbeitet: die Instrumentalisierung von sozialen
und emotionalen Beziehungen in Spieler:innen-Communities durch
Extremist:innen sowie die kommunikativen Affordanzen der Spiele-
Plattformen. Weiterfithrende Forschung muss die Vielfalt und Di-
versitidt von Computerspielen und deren komplexe Nutzungsformen

beruicksichtigen.

ach dem Terrorangriff auf zwei Moscheen in Christ-

church, Neuseeland, am 15. Mirz 2019, bei dem 51

Menschen ermordet wurden, richteten Forscher:innen
und Regierungen weltweit ihr Augenmerk auf rechtsextreme
Webinhalte im Internet als eine Hauptursache der Radikali-
sierung. Internetseiten wie beispielsweise 8chan sowie soziale
Netzwerke, darunter Facebook, Twitter und YouTube, erreg-
ten die meiste Aufmerksamkeit. Dieser Terrorangriff fithrte
im Mai 2019 zum ,,Christchurch Call® (2019), einer internati-
onalen Vereinbarung zwischen mehreren Regierungen und
Technologiekonzernen, um terroristische und gewalttatige
Webinhalte zu beseitigen. Heute sind tiber 140 Linder und 14
Technologiekonzerne, einschlielich Amazon, Google, Meta,
YouTube, Twitter und Microsoft, Unterzeichner dieser Verein-
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barung. Seit dieser Deklaration bemerken Journalisten:innen
und Forscher:innen verstirkt, dass Online-Spieleplattformen
und damit verbundene Plattformen, darunter Steam, DLive,
Stadia, Twitch und Discord, auch rechtsextreme Inhalte be-
herbergen. Einige dieser Spieleplattformen spielten eine zen-
trale Rolle bei Massenschiefiereien, nicht nur in Neuseeland,
sondern auch in den USA und Deutschland (vgl. Chayka 2022).
Diese Spieleplattformen bieten laut Clark (2022) ,the structu-
res and the infrastructure for extremists to organize, mobilize
and spread their hateful and extreme ideologies®.
Um vor diesem Hintergrund das Phinomen von Extre-
mismus auf Online-Spieleplattformen kritisch zu reflektie-
ren, gliedert sich der Beitrag in mehrere
Abschnitte: Zuerst wird auf die alltagskul- Der Akt des Spiels erscheint als
turelle Wirkmaichtigkeit von Computerspie-  elementarer Bestandteil der menschlichen
len eingegangen. Dieses Verstindnis legt die Kultur. Spielen besitzt die Macht,
Basis fiir eine theoriegeleitete Systematisie- kulturelle Prozesse anzustofsen.
rung der verschiedenen Dimensionen und =Ty
Elemente von Computerspielkulturen (Abschnitt 2). Darauf
aufbauend werden ausgewihlte empirische Studien und ihre
Befunde zu den Wirkmechanismen von Rechtsextremismus
in Online-Spielewelten vorgestellt (Abschnitt 3) und anschlie-
end wird auf die Affordanzen der Plattformen eingegangen
(Abschnitt 4). Der Beitrag endet mit weiterfithrenden For-
schungsfragen (Abschnitt 5).

Globale und transnationale Spielkulturen in

Post-Corona Zeiten

Die Klassiker der Spieltheorie veranschaulichen, dass das Pha-
nomen ,,Spiel“ seit jeher als eine wesentliche Quelle menschli-
cher Selbsterfahrung zu verstehen ist. Aus dieser Perspektive
erscheint der Akt des Spiels als elementarer Bestandteil der
menschlichen Kultur. Spielen besitzt die Macht, kulturelle Pro-
zesse anzustofien bzw. darauf einzuwirken. Auch die digitalen
Formen von Spiel in Gestalt der Computerspiele besitzen heut-
zutage einen nicht zu unterschitzenden Einfluss auf die indivi-
duelle Personlichkeitsentwicklung und damit auch auf soziale,
gesellschaftliche und politische Zusammenhinge (vgl. grundle-
gend Krotz *2000).

Heuristisch lassen sich die skizzierten Charakteristika
und Kontexte der Computerspielnutzung zu vier verschiede-
nen Komplexititsebenen zusammenfassen, welche auf einem
Kontinuum zwischen Spiel und Gesellschaft, zwischen einer
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Abbildung 1:
Empirische
Dimensionen von
Computerspiel-

kulturen.
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Mikro- und Makroebene verortet werden kénnen (vgl. Abb. 1):
beginnend bei den Merkmalen eines Computerspiels als Medi-
enprodukt tiber dessen Nutzer:innen und deren Einbettung in
spezifische Spielkulturen bis hin zur gesellschaftlichen Einbet-
tung des Phanomens. Das prozesshafte Zusammenwirken die-
ser Ebenen konstituiert sowohl die gesellschaftliche Bedeutung
als auch den individuellen Umgang mit Computerspielen. Das
Modell soll nicht eine bestimmte Hierarchie der verschiedenen
Ebenen implizieren, dafiir sind die Zusammenhinge zu komplex.

Computerspielwelten stellen fiir ihre Nutzer:innen Lebens-
welten fur Selbstkonstruktion, Identititserprobung und Ge-
meinschaftserfahrung dar. Sie sind als eine Art soziales Labor
jenseits korperlicher Widerstinde und realweltlicher Hinder-
nisse zu verstehen. Diese kommunikativen Konstruktionspro-
zesse sind trotz ihres medialen Charakters unter bestimmten
Voraussetzungen und in spezifischen Kontexten nicht weniger
physisch wie psychisch wirkméachtig und damit auch in realwelt-
licher Hinsicht identitits- und gemeinschaftskonstituierend. So
gesehen kann das virtuelle Eintauchen in Computerspielwelten
- jenseits der Zerstreuung und blofien Unterhaltung - nicht
nur einen Akt der individuellen Empfindung, sondern auch wie
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nachfolgend geschildert einen zutiefst gesellschaftspolitischen
Akt darstellen. Im Gegensatz zu anderen Medienformen sind
Spiele eine Mischung aus Kommunikation und Unterhaltung
mit einzigartigen gesellschaftlichen Einfliissen und einem er-
heblichen Einfluss auf die Bildung individueller Identititen (vgl.
Hand/Moore 2006). Das ist im Kontext von extremistischen
Inhalten eine Gefahr, da sich fiir die Spieler:innen Unterschei-
dungsproblematiken zwischen Sein und Schein bzw. Realitit
und Fiktion ergeben. Diese werden noch verschiarft, da die Zahl
der Online-Spiele zunimmt und nationale Grenzen immer weni-
ger relevant werden (vgl. Elmezeny/Wimmer 2018). Die Erfah-
rung des individuellen Spielens in einem lokalen, alltiglichen
Kontext ist somit strukturell mit einem transnationalen und
stark kommerzialisierten Spielsystem verbunden. Die wach-
sende internationale Bedeutung von Spielen kann u.a. auf die
Prozesse der Globalisierung und Digitalisierung zuriickgefithrt
werden, da die Menschen nicht mehr nur mit ihrem unmittel-
baren sozialen Umfeld, sondern stindig miteinander kommuni-
zieren und weltweit spielen.

Forschungsstand: Theorien und Methoden

Dass es rechtsextreme Diskurse auf Gaming-Plattformen gibt,

ist keine offene Frage. Im Jahr 2022 berichteten 20 Prozent der

erwachsenen Online-Gamer, dass sie rechtsextreme Ideologien

in Online-Spielen erlebten. Ebenso gaben 15

Prozent der Jugendlichen (im Alter von 10 bis Insbesondere Steam verfiigt iiber ein
17 Jahren) an, solche Erfahrungen gemacht zu dichtes Netzwerk von rechtsextremen
haben (vgl. Center for Technology & Society =~ Communities. Einige dieser Communities
2022). Die Berichtsreihe ,,Gaming and Extre- reichen bis ins Jahr 2016 zuriick.
mism“ der internationalen Non-Profit-Orga- =~ wrorrrermssmmms s
nisation Institute for Strategic Dialogue beleuchtet die Rolle von

Online-Spielen in der Strategie der Rechtsextremist:innen. Vier

Spieleplattformen wurden von den Forscher:innen untersucht:

Steam, Discord, DLive und Twitch. Sie entdeckten, dass alle die-

se Spieleplattformen rechtsextreme Inhalte, Gemeinschaften

und/oder Influencer:innen besitzen, die vergleichsweise offen

auftreten und leicht zu finden sind (vgl. Davey 2021, S. 6). Insbe-

sondere Steam verfiigt iiber ein dichtes Netzwerk von rechtsex-

tremen Communities. Einige dieser Communities reichen bis ins

Jahr 2016 zurick, was zeigt, wie tief Rechtsextremist:innen ver-

wurzelt sind (vgl. Vaux et al. 2021, S. 4). Das ist eine der Voraus-

setzungen fiir tiefergehenden Gedankenaustausch und Solidari-

tatsprozesse innerhalb der Szene. Die Untersuchung entdeckte
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auch zwei Steam-Gruppen mit Verbindungen zu Terrororgani-
sationen: die ,Nordic Resistance Movement®, die 2016 und 2017
in Goteborg zwei Bombenanschlige ausfithrte, und die ,Misan-
thropic Division®, eine russische Gruppe, die in der Ukraine, in

Deutschland, und Grof3britannien aktiv ist (vgl. ebd., S. 5).
Bisherige Studien versuchten nicht nur, das Ausmaf} des
Problems zu erfassen, sondern auch zu verstehen, wie Online-
Communities Extremismus unterstiitzen (vgl. Benigni et al.
2017) oder Wege zur Radikalisierung bieten

Versuche, Computerspieler:innen (vgl. Neo 2019). Einige Forscher:innen fithr-
anzuwerben oder zu indoktrinieren, ten ethnographische Untersuchungen durch,
nutzen Verbindungen zwischen Online- darunter Interviews mit Gamer:innen, die
und Offline-Erfahrungen aus. extremistische Ideologien annahmen, und
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stellten fest, dass ein Bediirfnis nach Zu-
gehorigkeit einige Spieler:innen empfinglicher fiir extremis-
tische Diskurse macht. Laut Beauchamp (2018e) ist ein Zuge-
horigkeitsgefithl besonders verlockend fiir diejenigen, die sich
unzufrieden und entfremdet fithlen, insbesondere , disaffected
young men [...] who feel displaced by a world where white male
privilege is under attack®

Extremist:innen versuchen, ein solches Gefiihl anzubieten,
um ihre Ideologien und Uberzeugungen zu verbreiten. Versuche,
Computerspieler:innen anzuwerben oder zu indoktrinieren,
nutzen Verbindungen zwischen Online- und Offline-Erfahrun-
gen aus. Valentini et al. (2020, S. 2) nennen diese Verbindungen
,Onlife®, was sie als einen hybriden Raum beschreiben, der Ele-
mente aus der Online- und Offline-Sphire nahtlos integriert.
Sie betonen, ,[R]adicalization is better conceived as a process
that unfolds online, and offline, simultaneously in a hybrid onlife
space” (ebd.). Koehler et al. (2022) skizzieren, dass Erfahrungen
wie Mobbing oder Familienkonflikte die Online-Handlungen von
Menschen priagen und sie empfanglicher fir Ratschlige machen
konnen, die sich wieder auf Offline-Handlungen auswirken.

Ein Bericht des amerikanischen Senders NPR beschreibt,
wie Extremist:innen auf Discord die Interessen eines Fiinfzehn-
jahrigen erlernten und sie nutzten, um eine Freundschaft zu
schlielen. Sie sprachen auch mit ihm tber Probleme, die er in
der Schule hatte, und insinuierten, dass seine afroamerikani-
schen Mitschiiler:innen dafir verantwortlich seien. Christian
Picciolini, selbst ein ehemaliger Skinhead, beschreibt diese Vor-
gehensweise als einen Versuch, die Stimmung zu testen (vgl. Ka-
menetz 2018). Er fihrt weiter aus: ,Once they sense that they've
got their hooks in them they ramp it up, and then they start sen-
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ding propaganda, links to other sites, or they start talking about
these old kind of racist anti-Semitic tropes” (Kamenetz 2018).
Wie dieses Beispiel verdeutlicht, basiert ideologische Indoktri-
nation auf Discord und anderen Spieleplattformen oft auf sozi-
alen und emotionalen Beziehungen, die durch Videospiele ent-
stehen. Koehler et al. (2022) kommen zu der Schlussfolgerung:

,Sharing an interest in video games can be an effective source for buil-
ding trust, social rapport, and respect, providing the social-emotional
glue that binds potential recruits to extremist actors in the absence of
other direct personal connections (e.g. going to extremist concerts or
rallies together).”

Jugendliche Gamer:innen, die sich ausgegrenzt fithlen, beschrei-
ben diese Beziehungen, die Rechtsextremist:innen mit ihnen
aufbauen, als ,Freundschaften® (vgl. ebd.). Fiir diejenigen, die
sich ausgegrenzt fithlen, ist dieses Zugehorigkeitsgefithl anzie-
hend und es macht sie anfallig fiir Beeinflussung. Koehler et al.
(2022) stellen fest, dass diese ,freundschaftlichen® Beziehungen
zu einem Abhingigkeitsgefiihl von Rechtsextremistengruppen
fihren. Dadurch wird es unwahrscheinlicher, dass die Jugendli-
chen andere Gruppen suchen, die ihnen positive Unterstiitzung,
Zustimmung und sozialen Status bieten kénnten.

Affordanzen von Spiele-Plattformen

Der Psychologe James Gibson (1977, 1979) entwickelte das Kon-
zept der Affordanzen, um zu verstehen, wie Tiere (und Men-
schen) Objekte in der Welt wahrnehmen. So bieten Objekte
(Materialitat generell) spezifische Handlungsméglichkeiten,
die von Akteur:innen in einem spezifischen sozialen Kontext
erkannt und realisiert werden. Gibson verdeutlicht Affordanz
exemplarisch an einem Stuhl, dem die Handlungsoption des
,Darauf-Sitzen® inhirent ist (vgl. weiterfithrend aus kommuni-
kationswissenschaftlicher Perspektive Knorr 2022). In jiingerer
Zeit hat Ian Hutchby (2001a, S. 30) dargelegt, wie ,communi-
cative Affordances” Méglichkeiten fur Handlungen darstellen,
die sich aus den Affordanzen gegebener technologischer Formen
ergeben. Diese Handlungen werden nicht nur allein durch die
Konstruktion oder das Design der Technologien gebildet, son-
dern sind auch kontext- oder benutzerabhingig und sozial er-
lernt. Als solches umgeht das Konzept der Affordanzen sowohl
Vorstellungen eines technologischen Determinismus als auch
ausschliefilich sozialkonstruktivistische Auffassungen von
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Technologien (vgl. Hutchby 2001b, S. 448). Die Sprache der Af-
fordanzen, wie Bucher und Helmond (2018, S. 242) darstellen,
slocates affordances as part of communicative actions and can
best be studied in and through the kinds of practices that tech-
nology allows for or constrains”.

Die kommunikativen Affordanzen von Online-Plattformen
unterstiitzen die Internationalisierung des modernen Rechtsext-
remismus. Diese Affordanzen, die durch digitale Medien geboten
werden, stellen eine signifikante Verschiebung der Moglichkei-
ten dar, mit denen Rechtsextremist:innen kommunizieren und

sich organisieren kénnen, zusammen mit der

Informations- und Kommunikations- Leichtigkeit und Geschwindigkeit, mit der
technologien bieten mehr sie dies tun kénnen. Die informellen Netz-
und gréfSere Moglichkeiten fiir werke, die wir heute sehen, haben sich seit

internationale Kontakte. mehr als einem Jahrzehnt entwickelt. Jessie
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Daniels hat detailliert dargelegt, wie weifle
Rassist:innen in den USA in der ersten Dekade des 21. Jahrhun-
derts Websites wie Stormfront und soziale Medien wie Facebook
nutzten, um eine globale Online-Gemeinschaft iiber nationale
Grenzen hinweg zu entwickeln (vgl. Daniels 2009, S. 4). Informa-
tions- und Kommunikationstechnologien (IKT) bieten mehr und
groflere Moglichkeiten fir internationale Kontakte (vgl. ebd., S.
76£.). Wie Daniels (ebd., S. 39) argumentiert, ermdglicht das Inter-
net Extremist:innen, nationale Grenzen auf Wegen zu tiberschrei-
ten, die in keiner vorherigen Ara so moglich gewesen waren.

Die Funktionalititen von Technologien und Plattformen
selbst stellen erhebliche Herausforderungen dar. Angehoérige
der politischen extremen Rechten waren frithzeitig Adoptie-
rende von IKT, nicht zuletzt deshalb, weil sie grof3es Potenzial
in der Nutzung vernetzter Kommunikationstechnologien sa-
hen, um soziale, physische und rechtliche Beschrankungen in
Bezug auf die Verbreitung von Rassismus und Antisemitismus
zu umgehen (vgl. Donovan et al. 2019, S. 49). Automatische Er-
kennungsalgorithmen, die zur Identifizierung und Entfernung
anstoiger Inhalte verwendet werden, kénnen leicht tiberlistet
werden, indem der Inhalt geringfiigig verandert wird, beispiels-
weise durch Anderung des Zooms, der Geschwindigkeit oder des
Seitenverhiltnisses vor der erneuten Versffentlichung.

Auch wenn diese Kopien moéglicherweise spiter erkannt
werden, bietet jede Verzégerung die Gelegenheit fiir andere, den
Inhalt zu kopieren und erneut zu verbreiten. Byron C. Clark, ein
Forscher und Aktivist aus Neuseeland, berichtet, dass ein Mit-
glied der extremen Rechten aus Neuseeland einen ,Leitfaden®
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auf Facebook geteilt habe, der andere in diesen Methoden unter-
weise, um zu vermeiden, dass ihre Inhalte entfernt wiirden (vgl.
Clark 2019). Der Erfolg dieser Methoden bedeutet, dass Plattfor-
men verstirkt auf die Meldung von Inhalten

durch Nutzer:innen und menschliche Con- Die Leichtigkeit und Geschwindigkeit,
tent-Moderator:innen angewiesen sind, um mit der digitale Inhalte
Inhalte zu identifizieren und zu entfernen. repliziert werden kénnen,
Die Forschung von Sarah T. Roberts (2019) ist eine weitere Herausforderung.

verdeutlicht, dass diese Methoden ihre eige-
nen Probleme haben, darunter eine Abhingigkeit von schlecht
bezahlten Vertragsarbeitenden, die oft in anderen Lindern mit
unterschiedlichen Werten und kulturellen Normen tatig sind
und hiufig erheblichen Belastungen ausgesetzt sind, wenn sie
verstérende Inhalte tiberpriifen.

Die Leichtigkeit und Geschwindigkeit, mit der digitale
Inhalte repliziert werden kénnen, ist eine weitere Herausfor-
derung, wie sie Stunden nach dem terroristischen Angriff am
15. Mirz beobachtet wurde, als allein auf Facebook tiber 1,5
Millionen Kopien des Videos geteilt wurden. Die meisten wur-
den entfernt, aber einige Kopien blieben selbst sechs Monate
nach dem Angriff bestehen (vgl. Solon 2019). Clark beschrieb
Versuche, Inhalte zu blockieren, als ein ,,Hau-den-Maulwurf*-
Spiel, aufgrund der einfachen Replizierbarkeit, die IKT bieten.
Er bemerkte auch, dass Personen, die Gruppen in sozialen Me-
dien wie Facebook betreiben, absichtlich zwei oder drei Seiten
verwalten, damit sie eine Absicherung haben. Wenn also eine
entfernt wird, werden die anderen immer noch vorhanden sein.
Clark (2019) fuhrt weiter aus:

,And, you know, it’s not uncommon to see now, like on YouTube in par-
ticular, people say, ‘Oh, I'm likely to get banned any time now. Follow
me on BitChute.” Or even on Facebook they’ll be, like, ‘Oh, this page will
likely get taken down. Follow me on this Telegram channel.” Or, ‘My
Twitter’s going to get taken down. Follow me on Gab.” So, these main-
stream social media platforms sort of funnel people to the platforms
where there’s more extremist content and blocking the most extreme
- the platforms that allow the most extremist content — isn’t going to

end, sort of, the radicalisation to the far-right.”
Obwohl diese technischen Affordanzen viele Herausforderun-

gen bieten, ist vielleicht die grofite Affordanz von Spieleplatt-
formen, dass sie ein Zugehorigkeitsgefiihl vermitteln.
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Fazit
Der Beitrag méchte verdeutlichen, dass es einen wachsenden
Wissensbestand iiber die Formen von Extremismus und Compu-
terspiele gibt, der als Grundlage fur politisches Handeln dienen
kann (s. tiefergehend RAN 2020). Aus kommunikationswissen-
schaftlicher Perspektive sind insbesondere die kommunika-
tiven Affordanzen der Plattformen und die Relevanz von Ge-
meinschafts- und Identititsprozessen bisher

Interessant erscheint es zu untersuchen,  gut dokumentiert. Es stehen allerdings noch
inwieweit sich radikalisierende Kom- differenzierte empirische Studien aus, um
munikation in Computerspielwelten die Vielfalt und Diversitit des Phinomens
friihzeitig identifiziert werden kann. Computerspiel und dessen Nutzungsformen
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in seiner Komplexitit zu berticksichtigen.
Dariiber hinaus stellt sich analytisch die Frage, welche Rolle ge-
nau das Online-Spiel fiir Extremismus und Radikalisierung im
Vergleich und/oder Verbund mit anderen Medien, Methoden der
Rekrutierung und weiteren Faktoren einnimmt. Interessant er-
scheint es zu untersuchen, inwieweit sich radikalisierende Kom-
munikation in Computerspielwelten frithzeitig identifiziert
werden kann. Das erscheint nétig, um méogliche weitere Gegen-
mafinahmen und Priventionsbemithungen zu entwickeln. Die
Forschung fokussierte bislang stark auf die Instrumentalisie-
rung von Computerspielwelten durch Rechtsextremismus, vor
allem auch weil er vordergriindig leichter zu identifizieren ist,
aber natturlich liegt es auf der Hand, dass Extremismus unter-
schiedlicher Couleur die Faszinationskraft von Computerspiel-
welten ausnutzt.
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