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Fast jedes politische Vorhaben ist heute
auch ein IT-Projekt

Rede des Bundesministers der Innern, Dr. Wolfgang Schiuble, zur Eroffnung der Konferenz*
,»Advancing E-Government* am 1. Mirz 2007 in Berlin

Ich begriife die Teilneh-
mer aus 30 europdischen
Nationen. Sie alle sind Ex-
pertinnen und Experten fiir
E-Government aus Verwal-
tung, Wirtschaft und Zivilge-
sellschaft.

Die europdische Eini-
gung ist eine Erfolgsge-
schichte fiir uns alle. Wir Europder haben heute durch Integrati-
on, Biindelung gemeinsamer Interessen und gemeinsames Han-
deln einen so sicheren Frieden und so grofen Wohlstand erreicht
wie nie zuvor in der Geschichte. Ich bin davon iiberzeugt, dass
wir — wenn wir in der Welt des 21. Jahrhunderts bestehen wollen
— nicht weniger, sondern mehr Europa brauchen.

Die Geschichte der europdischen Einigung begann mit der
Schaffung eines gemeinsamen Wirtschaftsraumes in Europa. Fiir
mich als Innenminister ist Europa heute aber vor allem auch ein
Raum der Freiheit, der Sicherheit und des Rechts. Diesen Raum

Dr. Wolfgang Schéuble,
Bundesminister des Innern.

gilt es auszubauen.

Wihrend der deutschen EU-Ratsprisidentschaft wollen wir die
hierzu schon vorhandenen Mittel verbessern. Die paneuropéische
Zusammenarbeit der Staaten soll intensiviert werden. Fiir mich
ist insbesondere von Bedeutung, dass es uns gelingt, gemeinsam
mit der Europdischen Kommission und den Mitgliedstaaten neue
Impulse fiir die kiinftige Gestaltung der europiischen Innenpoli-
tik zu geben.

Mittlerweile ist ein weiterer Raum entstanden: Europa als
elektronischer Kommunikationsraum im Internet. Die Kommuni-
kation und Zusammenarbeit im Internet prigen die Entwicklung
der europdischen Integration und der grenziiberschreitenden
Zusammenarbeit in grolem Mafle. Charakteristisch fiir den elek-
tronischen Kommunikationsraum Europa sind meines Erachtens
drei Aspekte.

Erstens hat der Kommunikationsraum Internet vollig neue
Formen von Kommunikation und Zusammenarbeit ermoglicht.
Im Web werden heute rund um die Uhr europaweit Informationen
abgerufen, Geschifte getitigt und Nachrichten ausgetauscht.

Oder nehmen Sie die Auktionsplattform ebay: In Europa hat
ebay 50 Millionen Mitglieder, die im 2. Quartal 2006 insgesamt
596 Millionen Artikel eingestellt haben — statistisch gesehen hat
jeder Europier eine Auktion angemeldet. Mehr als 170.000 Men-
schen in Europa verdienten im letzten Jahr ihren Lebensunterhalt
ganz oder teilweise mit dem Handel bei ebay.

Unter dem Schlagwort ,,Web 2.0 haben Internet-Technologi-
en in den letzten Jahren vollig neue Formen sozialer Interaktion
moglich gemacht. Hilfsmittel wie Wikis, Blogs oder Podcasts
eroffnen den Internet-Nutzern Gestaltungsmoglichkeiten jenseits
traditioneller Kanéle der Nachrichtenverteilung und des Aus-
tauschs.

Nach den Bombenschlidgen von London im Juli 2005 gab es
beispielsweise schon innerhalb der ersten zwei Stunden mehr als
1.300 Schilderungen von Augenzeugen in so genannten Blogs im
Internet — weitaus detaillierter und umfangreicher als die Bericht-
erstattung der Nachrichtenagenturen.

Die Nutzerinnen und Nutzer agieren heute iiber entsprechende

Plattformen im Internet selbst unmittelbar und schnell. Ein gu-
tes Beispiel ist auch die Online-Enzyklopéddie Wikipedia, die in
Deutschland mit tiber 500.000 Eintrdgen schon mit klassischen
Enzyklopédien konkurrieren kann.
Die Technologie erlaubt neue Formen der Interaktion, die wieder-
um neue Tatigkeitsfelder und Geschiftsmodelle ermoglichen und
in zahlreichen Wirtschaftszweigen substanzielle Verdnderungs-
prozesse bewirkt haben oder noch bewirken werden.

Mehrere Millionen Menschen engagieren sich beispielsweise
schon heute in der Online-Community ,,Second Life*. Da wun-
dert es nicht, dass grole Markenartikel-Hersteller dort virtuelle
Geschifte eroffnen. Mit Schweden wird der erste Staat dort in
Kiirze eine — virtuelle — Botschaft er6ffnen.

Das bringt mich zu dem zweiten Aspekt, den ich hier skizzieren
mochte: der Bedeutung von Informationstechnik und Internet-
Technologien fiir die Aufgabenerfiillung des Staates und die Um-
setzung politischer Vorhaben.

Fast jedes politische Projekt enthilt oder verursacht heute auch
ein IT-Projekt. Ich habe das in Deutschland in den letzten Jahren
intensiv verfolgt. Ob Sie eine Arbeitsmarktreform auf den Weg
bringen oder Stralenbenutzungsgebiihren fiir Lkw einfiihren oder
das Gesundheitswesen modernisieren wollen: Fiir die Umsetzung
der Projekte sind IT-Vorhaben unentbehrlich und damit auch er-
folgskritisch.

Das gilt im Ubrigen auch fiir politische Vorhaben der Europii-
schen Union. Ich will nur zwei Beispiele aus der européischen
Sicherheitspolitik nennen, die ich fiir wichtig halte:

Die Aufhebung der Kontrollen an den Binnengrenzen Europas ist
ohne ein funktionierendes Schengener Informationssystem nicht
denkbar. Das so genannte SIS hilt die Polizeibehorden iiber mit
Haftbefehl gesuchte oder an der Einreise zu hindernde Personen
sowie iiber gestohlene Fahrzeuge europaweit auf dem Laufenden.
Hier gehort der europaweite Zugriff auf einen gemeinsamen,
stindig aktuell gehaltenen Datenbestand bereits zum Arbeitsall-
tag der Behorden der Vertragsstaaten. SIS wird derzeit weiter-
entwickelt. Die Bundesregierung begriiit die Erweiterung des
Informations- und Fahndungssystems um wichtige Sicherheitse-
lemente wie Lichtbilder und Fingerabdriicke.

Ein anderes Beispiel ist das VISA-Informationssystem. Damit
werden zukiinftig die Daten iiber erteilte, abgelehnte, wider-
rufene oder annullierte Visa einschlieflich der biometrischen
Daten der betroffenen Personen europaweit bei Visumerteilung

* Die Konferenz wurde von der Bundesregierung im Rahmen der deut-
schen EU-Ratsprisidentschaft veranstaltet.
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und Einreisekontrolle verfiigbar sein. Das so genannte VIS wird
wesentlich zur besseren Bekdmpfung illegaler Migration und des
Visa-Shopping, aber auch des internationalen Terrorismus und
der Organisierten Kriminalitit beitragen.

Aufgabe von E-Government ist es, die sich stindig fortent-
wickelnden Moglichkeiten der Informations- und Kommunikati-
onstechnologie in unsere staatliche Aufgabenerfiillung einzubrin-
gen. Nicht nur die europaweit titigen Unternehmen entwickeln
fiir sich und ihre Kunden einen europdischen Informations- und
Kommunikationsraum. Auch die o6ffentlichen Stellen aller Mit-
gliedstaaten miissen an diesem Informations- und Kommunikati-
onsraum mitwirken und ihn fiir ihre Zwecke nutzen. Wie gut ein
Staat Informations- und Kommunikationstechnologie fiir seine
Arbeit einsetzt, bestimmt mit iiber die Qualitét, mit der seine Biir-
gerinnen und Biirger in Europa leben, arbeiten und wirtschaften.

Die EU-Dienstleistungsrichtlinie (zu der uns Herr Stoll gleich
etwas mehr berichten wird) ist fiir die deutsche Verwaltung und
deren Informations- und Kommunikationstechnologie eine grofie
Herausforderung. Nach dem europidischen Binnenmarkt fiir Wa-
ren, von dem wir alle seit Jahren profitieren, geht es jetzt um die
Errichtung eines europidischen Marktes fiir Dienstleistungen und
somit darum, die Erbringung von Dienstleistungen in anderen
Mitgliedstaaten der Europdischen Union so einfach wie moglich
zu machen.

Die Nutzung von IT und Internet wird hier von der Européi-
schen Union sehr konsequent einbezogen: Dienstleistungserbrin-
ger konnen nach der Richtlinie in den Mitgliedstaaten so genann-
te ,,One-Stop-Shops* erwarten, iiber die sie alle Formalititen
elektronisch abwickeln konnen.

Die Umsetzung der Dienstleistungsrichtlinie lduft fiir ein
foderal organisiertes Gemeinwesen wie Deutschland wahrschein-
lich auf ein betrdchtliches Umbauprogramm auf allen Ebenen hi-
naus. Wir miissen alle verwaltungsinternen Prozesse und Schnitt-
stellen umfassend tiberpriifen, um einheitliche Ansprechpartner
und elektronische Prozesse zu gewihrleisten. Gleichwohl halte
ich die Richtlinie fiir eine groBe Chance, einen elektronischen
Kommunikationsraum Europa auch fiir die Verwaltungen der
Mitgliedstaaten zu realisieren.

Ein dritter Aspekt ist heute in diesem elektronischen Kommu-
nikationsraum wesentlich: die Internet-Sicherheit. Ganz gleich ob
bei elektronischen Verfahren zur Umsetzung der Dienstleistungs-
richtlinie, ob beim E-Business oder beim Surfen: Immer miissen
unsere Biirger vor Manipulation, Verlust und unberechtigter
Kenntnisnahme ihrer elektronischen Daten und ihrer Kommuni-
kationen geschiitzt werden.

Als Innenminister betrachte ich die Sicherheitslage im Inter-
net mit grofer Sorge. Sowohl im Bericht des Bundesamtes fiir
Sicherheit in der Informationstechnik zur Lage der IT-Sicher-
heit in Deutschland als auch im aktuellen Symantec-Report ist
nachzulesen, dass die Zahl der Schwachstellen und IT-Angriffe
weiterhin stetig zunimmt.

Allein in der ersten Jahreshilfte 2006 wurden etwa 2250 neue
IT-Schwachstellen dokumentiert. Das entspricht einem erneuten
Anstieg von 18 Prozent gegeniiber dem zweiten Halbjahr 2005.
Der Anteil von Spam-Nachrichten betrdgt inzwischen 60 bis
90 Prozent am gesamten E-Mail-Verkehr. Dazu kommen immer
ofter Phishing-Attacken und Bot-Netze. Im ersten Halbjahr 2006
stieg die Zahl der Phishing-Geschidigten in Deutschland laut

BITKOM nochmals um bis zu 50 Prozent. Der aktuelle volks-
wirtschaftliche Schaden durch Phishing diirfte nach Schétzungen
der BITKOM mittlerweile im zweistelligen Millionenbereich
liegen.

Der erste bei ebay verkaufte Artikel war ein kaputter Laser-
pointer. Zwar erschlie3t sich mir der Sinn dieses deals nicht, aber
ich gehe davon aus, dass es sich um ein legales Geschift han-
delte. Das kann man von vielen Geschiften, die heute iiber das
Internet abgewickelt werden, leider nicht sagen.

Der grofite Teil der Betriigereien im Internet besteht aus Tdu-
schungen iiber die Identitdt. Wenn man im Internet kommuniziert
oder handelt, kann man sich nicht unmittelbar von der Identitit
und Vertrauenswiirdigkeit des Gegeniibers iiberzeugen. Phishing
oder ebay-Betriigereien setzen auf dieses Manko der virtuellen
Realitit: Betriiger handeln unter der Internet-Kennung oder den
Passwortern anderer Menschen, um Geschifte zu deren Lasten zu
tatigen.

Die Sicherheit der privat wie beruflich genutzten Computer
und Netzwerke entwickelt sich immer mehr zu der Schliisselfrage
unserer Informationsgesellschaft. Wir konnen IT-Sicherheit nur
gemeinsam gewdhrleisten. Die gemeinsame Verantwortung von
Wirtschaft und Staat fiir die Sicherheit in der Informations- und
Kommunikationstechnologie und des Internets wird Schwerpunkt
der europdischen IT-Sicherheitskonferenz im Juni 2007 sein, zu
der ich wihrend der deutschen Prisidentschaft einlade.

Die Sicherheit im Internet ist zugleich ein Thema fiir die E-
Government-Politik: Wie sich die offentliche Verwaltung, wie
sich Regierungen und Behorden im Internet verhalten, wie sie
staatliche Leistungen und Informationsangebote bereitstellen, ha-
ben sie gestaltenden und prigenden Charakter fiir die Sicherheit
im Internet. Dessen miissen wir uns alle bewusst sein.

Die Mitgliedstaaten der Europidischen Union miissen sich ge-
meinsam um den europdischen Kommunikationsraum kiimmern.
Das Internet ist notwendig international. Wie im Internet kom-
muniziert und gehandelt wird, ist national zunehmend weniger
zu beeinflussen. Mit Blick auf den elektronischen Kommunika-
tionsraum Europa sehe ich vier groflie Ziele fiir das europédische
E-Government:

Erstens miissen die Mitgliedstaaten der Europédischen Union
die Dienstleistungen ihrer o6ffentlichen Verwaltungen an den pri-
vaten und beruflichen Bediirfnissen der Nutzerinnen und Nutzer
ausrichten. Andernfalls werden unsere Angebote die Zielgruppe
nicht erreichen. Das haben wir in Deutschland in den letzten
Jahren teilweise schmerzlich erfahren. Erfolgreiche E-Business-
Angebote zeichnen sich durch hohe Nutzerorientierung aus. Ge-
nauso ist es im E-Government.

Wenn die Verwaltung — wie es haufig noch der Fall ist
— zu wissen glaubt, was die Welt brauche, ist sie im Zeitalter von
,»Web 2.0 auf dem Holzweg und verschleudert Ressourcen. Die
Einbeziehung der Nutzerinnen und Nutzer sowie die Gestaltung
kooperativer Online-Angebote miissen E-Government-Standard
werden. Das bedeutet insbesondere, dass wir diese Technologien
in unseren Behordenalltag integrieren miissen. Das konnen Wiki-
Losungen fiir unser Informations- und Wissensmanagement sein
oder die Nutzung von modernen Suchmaschinen statt komplizier-
ter Verwaltungshandbiicher.

Zweitens miissen nutzerorientierte E-Government-Angebote
die Biirokratielast verringern. In der EU-Initiative ,,i2010* haben
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wir uns verpflichtet, die Biirokratielast in Europa um 25 Prozent
zu senken.

Deutschland hat mit der Einfiihrung des Standardkostenmo-
dells in der Bundesverwaltung einen wichtigen Schritt zur Erfiil-
lung dieses Ziels gemacht. Alle Behorden der Bundesverwaltung
haben die aus der Gesetzgebung entstehenden Informations-
pflichten erfasst. Wir sind dabei, die daraus folgenden Belastun-
gen in Euro und Cent zu messen. Mit dem Standardkostenmodell
wurden in den Niederlanden Belastungen durch staatliche Infor-
mationspflichten in Hohe von rund 16 Mrd. Euro festgestellt. Fiir
Deutschland ist ebenfalls ein erhebliches Potenzial fiir den Abbau
biirokratischer Biirden zu erwarten.

Auf der heutigen Konferenz wollen wir verschiedene Stra-
tegien und Losungen der Mitgliedstaaten und der Europiischen
Kommission zum Abbau von Biirokratie durch E-Government
vorstellen und sie mit den Entwicklungen in nicht-europdischen
Staaten vergleichen.

Drittens ist jeder Erfolg in Sachen Biirokratieabbau auch ein
Fortschritt im so genannten Lissabon-Prozess, mit dem wir die
Européische Union zu einem der attraktivsten Orte zum Leben,
Arbeiten und Investieren auf der Welt machen wollen. Der Lis-
sabon-Prozess kann durch leistungsfihige, serviceorientierte und
wirtschaftliche Verwaltungen gefordert werden. Mit professio-
neller IT in den Behorden konnen wir es unseren Unternehmen
leichter machen und damit den Wirtschaftsstandort Europa vor-
anbringen.

Dazu sollte die Weiterentwicklung der IT in den 6ffentlichen
Verwaltungen der Mitgliedstaaten koordiniert erfolgen. Durch-
gingig elektronische Zusammenarbeit ldsst sich nur mit europa-
weit akzeptierten Standards realisieren. Gerade diese gehoren zu
den ,,dicken Brettern®, die gebohrt werden miissen.

Am 24. November 2005 unterschrieben die Teilnehmer der
Ministerkonferenz ,, Transforming Public Services* die so ge-
nannte Manchester-Deklaration. In den letzten 15 Monaten sind
wir meines Erachtens noch nicht weit gekommen. Das Thema
Standardisierung ist weiterhin eine der grofen paneuropéischen
E-Government-Baustellen. Wir diirfen die Arbeiten an der elek-
tronischen Verwaltungszusammenarbeit im européischen Binnen-
markt nicht auf die lange Bank schieben. Der globale Wettbewerb
lasst uns keine Zeit.

Die deutsche EU-Ratsprisidentschaft setzt sich fiir eine Har-
monisierung der Standards ein. Ein besonders wichtiges Thema
sind standardisierte, offene Dokumentenaustauschformate in
Europa. Wenn wir zwischen den Behorden oder zwischen Unter-
nehmen und Behorden elektronisch ohne Medienbriiche zusam-
menarbeiten wollen, miissen dafiir Datenformate zur Verfiigung
stehen, die fiir alle Beteiligten ohne besondere Kosten, ohne
Rechte Dritter und iiber Jahre bis Jahrzehnte verwendbar sind.

Davon sind wir heute noch ein weites Stiick entfernt. Die fak-
tische Dominanz herstellerabhéngiger Dokumentenformate und
die unklare Situation bei der internationalen Standardisierung
zeigen es.

Viertens halte ich eine europdische Standardisierung gerade
bei der elektronischen Identifizierung fiir erforderlich. Biirgerin-
nen und Biirger sowie Unternehmen sollten in Europa bis 2010
eine sichere elektronische Identifizierungsmoglichkeit bei ihren
Kontakten mit Behorden im eigenen Land oder in einem anderen
Mitgliedstaat nutzen konnen. Jeder Mitgliedstaat sollte bis 2010
eine interoperable elektronische Identifizierung und Beglaubi-
gung elektronischer Dokumente bereitstellen. Damit wiirden wir
nicht nur das grenziiberschreitende E-Government befordern,
sondern auch den Identitdtsmissbrauch im Internet zuriickdrin-
gen.

Gestern haben zu beiden Themen — Dokumentenaustausch-
formate und Identifizierungstechnologien — Fach-Workshops
stattgefunden. Die Ergebnisse der Workshops werden in die heu-
tige Konferenz eingebracht. Heute ist zu besprechen, welche An-
strengungen der Mitgliedstaaten und der Kommission hierzu not-
wendig sind und welche Schritte auf dem Weg zu interoperablen
Behordendienstleistungen nun konkret gemacht werden miissen.

Beide Themen sind ein Beispiel dafiir, wie die européischen
Staaten den Kommunikationsraum Internet gestalten. Das Han-
deln der Staaten kann Vorreiter fiir verstindliche und sichere
Kommunikation im Internet sein. Das fordert E-Business und
E-Government gleichermaf3en.

Diese Erkenntnis hat Deutschland in seiner E-Government-
Strategie aufgegriffen. Erst gestern hat die Bundesregierung den
Umsetzungsplan zum Programm ,,E-Government 2.0* beschlos-
sen. Wichtige Schwerpunkte sind E-Identity-Konzepte sowie
integrierte elektronische Prozessketten zwischen Unternehmen
und Behorden.

Mir ist wohl bewusst, dass europaweite Standardisierungs-
prozesse und solide, effiziente Kooperationen im E-Government
einen langen Atem brauchen. Wir brauchen Kontinuitit, um
nachhaltige Resultate zu erreichen.

Im Rahmen unserer Trio-Prisidentschaft mit Portugal und
Slowenien wollen wir fiir mehr Nachhaltigkeit in den Projekten
sorgen, die auf Konferenzen wie der heutigen von den Mitglied-
staaten der Europdischen Union auf den Weg gebracht werden.
Aus diesem Grund begriifie ich besonders herzlich die Teilneh-
merinnen und Teilnehmer aus Portugal und Slowenien, die auch
mit eigenen Beitrdgen in einem Panel und im Plenum vertreten
sein werden.

Ich bin mir sicher, dass wir in unserer Trio-Priasidentschaft das
Ziel erreichen, die heute entwickelten Losungsansitze auch iiber
die deutsche Ratsprisidentschaft hinaus umsetzen zu konnen.
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