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A. Einleitung

»Von Freunden gemieden, vom Recht verfolgt — das ist das gewohnliche
Schicksal dessen, der sich im Interesse von Frieden, Umwelt oder anderen
hochstrangigen Rechtsgiitern zum Bruch der Verschwiegenheit ent-
schlief3t.”

Dr. Jiirgen Kiihling'

»Mut auf dem Schlachtfelde ist bei uns Gemeingut, aber Sie werden nicht
selten finden, dass es ganz achtbaren Leuten an Zivilcourage fehlt.“
Otto von Bismarck?

»Proditionem amo, sed proditores non laudo [Den Verrat liebe ich, aber
die Verriter lobe ich nicht].“
Gaius Julius Cdsar3

~Wer die Wahrheit ausspricht, begeht kein Verbrechen.“
Edward Snowden*

I. Einfiihrung

In jiingster Zeit taucht der Begriff des ,Whistleblowings” in den Medi-
en immer wieder auf. Obwohl es fir diesen Begriff im deutschen

1 Diese Worte sagte Dr. Jiirgen Kiihling, ehemaliger Richter des Bundesverfassungsge-
richts, anlésslich der Verleihung des ersten Whistleblower-Preises im Jahre 1999 an
Alexander Nikitin, einen russischen Ex-Marine-Kapitin, der auf den desolaten Zu-
stand der russischen Flotte hingewiesen hat, in: Kiihling, Geleitwort Nikitin, abzuru-
fen unter www.vdw-ev.de/images/stories/vdwdokumente/whistleblower/geleitwort-
nikitin.pdf (letzter Zugriff: 20. Februar 2016); vgl. auch Nordmann, PH 2006, 49, 50.

2 Reichskanzler Otto von Bismarck, nachzulesen in: Korfkamp, Das ist doch keine
Kunst!, 228, 229.

3 Gaius Julius César (100 — 44 v. Chr.), romischer Feldherr und Staatsmann soll diese
Worte gesagt haben; nachzulesen in: Dolata, Compliance contra Wirtschaftskrimi-
nalitit, S. 87 und daher so im Volksmund: ,Man liebt den Verrat, aber nicht den
Verriter®, vgl. Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel
4 Rn. 4.

4 Edward Snowden am 1. November 2013 in Moskau, in: Der Spiegel 45/2013, Titel-
seite.
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A. Einleitung

Sprachgebrauch (noch) keine entsprechende Ubersetzung gibt, ge-
schweige denn eine gesetzliche Definitions, ist er durch seine stdndige
mediale Prisenz mittlerweile Jedermann geldufig®. Spricht man von
Whistleblowern, fillt zundchst der Name des wohl bekanntesten US-
amerikanischen Whistleblowers Edward Snowden. Im selben Atemzug
fallt auch der Name Bradley Manning (jetzt Chelsea Manning) und Juli-
an Assange, der die Enthiillungsplattform WikiLeaks” gegriindet hat
und tber die Chelsea Manning und Edward Snowden geheime Doku-
mente — beispielsweise {iber den Irak-Krieg - der Offentlichkeit zu-
ginglich gemacht haben. Auch einige in Deutschland bekannt gewor-
dene Skandale, wie beispielsweise die BSE-Affire (aufgedeckt durch
die Tierdrztin Dr. Margrit Herbst), der ,Gammelfleischskandal® (aufge-
deckt durch den LKW-Fahrer Miroslaw Strecker) oder aber die Affire
um Missstande in einer Berliner Altenpflegeanstalt (aufgedeckt durch
die Altenpflegerin Brigitte Heinisch), die im Jahre 2011 vor dem
Europiischen Gerichtshof fiir Menschenrechte in Stralburg (EGMR)3
verhandelt wurde, kamen nur ans Tageslicht, weil diese Whistleblower
auf sie aufmerksam gemacht haben. Dies hat in Deutschland nicht nur
die Diskussion iiber die offen gelegten Missstinde, sondern vor allen
Dingen auch tiber das Thema Whistleblowing und den Umgang mit
diesem Thema aus juristischer Sicht erheblich in Gang gebracht.

Bisher wurde diese Thematik vorwiegend aus arbeitsrechtlicher
Sicht diskutiert®. So wurde beispielsweise am 4. Juni 2008 vor dem
Deutschen Bundestag in einer offentlichen Anhérung im Ausschuss
fir Erndhrung, Landwirtschaft und Verbraucherschutz dariiber debat-
tiert, ob eine Regelung des Informantenschutzes fiir Arbeitnehmer im
Wege der Neufassung des § 612 a n.F. BGB, eingefiithrt werden sollte*°.

5 Vgl Leisinger, Whistleblowing und Corporate Reputation Management, S.20;
Transparency International, Linderbericht Deutschland, S. 5.

6 Vgl. Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 1.

7 Vgl. www.wikileaks.org. Das Motto von WikiLeaks auf Twitter lautet ,, We open
governments®, Online im Internet: URL: https://twitter.com/wikileaks (letzter Zu-
griff: 20. Februar 2016).

8 EGMR, NJW 2011, 3501 ff.

9 Vgl. auch Englinder/Zimmermann, NZWiSt 2012, 328.

10 Stoffels, Beck Community Online II, URL: http://blog.beck.de/2009/01/27/whistleb

lowing-gesetzesanderung-auf-eis-gelegt (letzter Zugriff: 20. Februar 2016).
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Nach einer Kleinen Anfrage'* von Abgeordneten der Fraktion BUND-
NIS 9o/DIE GRUNEN im September 2011, unter anderem auf die Fra-
ge hin, ob die Bundesregierung einen Gesetzesentwurf zum Schutz
von Hinweisgebern plane, entgegnete diese'?, dass in Bezug auf Ar-
beitnehmer ein hinreichender Schutz durch die allgemeinen kiindi-
gungsrechtlichen Vorschriften (§ 626 BGB), das arbeitsrechtliche Maf3-
regelungsverbot (§ 612a BGB) sowie durch verfassungsrechtliche Vor-
gaben in Verbindung mit der Rechtsprechung des Bundesverfassungs-
gerichts gewihrleistet sei. Der Entwurf wurde damit nie Gesetz!3.
Auch weitere Gesetzesanderungsvorhaben von der SPD und den Grii-
nen, auf die im Laufe dieser Arbeit eingegangen wird, wurden nicht
realisiert, da auch hier ein Schutzbediirfnis nicht gesehen wurde'4. Bis-
her kaum aufgeworfen wurde der strafrechtliche Aspekt des Whistle-
blowings?s.

Nichtsdestotrotz fithrten die Debatten und Diskussionen um das
Whistleblowing zu diesem Zeitpunkt - also vor der Aufdeckung des
NSA-Abhorskandals durch Edward Snowden — noch ein Schattenda-
sein. Von der Debatte im Bundestag iiber den Schutz von Whistleblo-
wern nahmen die Medien sowie die Offentlichkeit kaum Kenntnis.

In den USA haftet dem Begriff des ,Whistleblowers schon seit
Jahrzehnten eine {iberaus positive Konnotation an'®. Dort wurde das
Jahr 2002 vom Nachrichtenmagazin TIME zum ,Year of the Whistle-
Blowers® ausgerufen'”. Die drei Whistleblower Cynthia Cooper
(WorldCom), Coleen Rowley (FBI) und Sherron Watkins (Enron) wur-

11 BT-Drucks. 17/6902.

12 BT-Drucks. 17/7053.

13 Vgl dazu Forst, NJW 2011, 3477; HaufSmann/Kaufmann, ArbRAktuell 2011, 186,
188.

14 BT-Drucks. 17/8567 (SPD) und BT-Drucks. 17/9782 (Griine); vgl. auch Thiising/
Forst, Beschiftigtendatenschutz, § 6 Rn. 9.

15 Bisher z.B. Englinder/ Zimmermann, NZWiSt 2012, 328 ff.; v. Pelchrzim, CCZ 2009,
25 ff.; Koch, ZIS 2008, 500 ff.

16 Becker, Whistleblowing, S. 18 f; Miiller, NZA 2002, 424, 425; Pittroff, Whistle-Blo-
wing-Systeme, S. 12; Berndt/Hoppler, BB 2005, 2623.

17 Deiseroth, Betriftt Justiz 2004, 296; Deiseroth, Zivilcourage lernen, S. 124; Aldoney
Ramirez, Geschifts- und Betriebsgeheimnisse, S. 352; Hefendehl, FS-Amelung, 617.
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den zu den ,,Persons of the Year” ernannt*8. In Deutschland hingegen
wird der Begriff auch hiufig mit ,verpfeifen®, ,verpetzen®, ,Illoyalitdt*
und ,,Denunziation® in Verbindung gebracht, so dass diesem oftmals
noch immer negative Assoziationen anhaften?s.

Il. Whistleblower-Preis

Seit 1999 wird allerdings alle zwei Jahre der mit EUR 3.000,00 dotierte
sWhistleblower-Preis“ von der Vereinigung Deutscher Wissenschaftler
e.V. (VDW), der Deutschen Sektion der International Association of
Lawyers Against Nuclear Arms (IALANA) und der Ethikschutz-Initia-
tive des International Network of Engineers and Scientists to Promote
and Protect Ethical Engagement (INESPE) verlichen?°. Zu den Preis-
tragern zdhlte unter anderem Alexander Nikitin (Preistrager 1999), der
auf den desolaten Zustand der russischen Nordmeerflotte hingewiesen
hat. Nachdem er verhaftet und juristisch verfolgt worden ist, wurde er
endgiiltig freigesprochen, als sich nach dem Untergang des russischen
U-Bootes Kursk seine Warnungen und Anschuldigungen als wahr er-
wiesen hatten?!.

Im Jahre 2001 erhielt die Tierdrztin Dr. Margrit Herbst den
Whistleblower-Preis. Sie hatte Anfang der 1990er Jahre BSE-verdachti-
ge Rinder in Schleswig-Holstein entdeckt und diesen Verdacht nach
auflen getragen, nachdem interne Abhilfeversuche gescheitert sind>2.

Auch Brigitte Heinisch erhielt im Jahre 2007 den Whistleblower-
preis. Sie war Altenpflegerin in einer Berliner Einrichtung und kriti-

18 Kelly, TIME Magazine Online, URL: http://content.time.com/time/magazine/
article/0,9171,402010,00.html (letzter Zugriff: 20. Februar 2016); Deiseroth/Falter/
Leyendecker, Whistleblowerpreis 2003, S. 37; Deiseroth, Betriftt Justiz 2004, 296;
Deiseroth, Zivilcourage lernen, S. 124; Hefendehl, FS-Amelung, 617; Altenburg, BLJ
2008, 3, 4.

19 Busekist/Fahrig, BB 2013, 119, 120; Miiller, NZA 2002, 424, 425; vgl. auch Aldoney
Ramirez, Geschifts- und Betriebsgeheimnisse, S.352; Berndt/Hoppler, BB 2005,
2623; Koch, ZIS 2008, 5005 Pittroff, Whistle-Blowing-Systeme, S. 2.

20 Vgl. Deiseroth, Zivilcourage lernen, S.124; Deiseroth, Betriftt Justiz 2004, 296;
Strack, Whistleblowing in Deutschland, S. 11.

21 Vgl dazu www.ialana.de/files/pdf/arbeitsfelder/whistleblowerpreis/1999-nikitin/la
udatio_nikitin.pdf (letzter Zugriff: 20. Februar 2016).

22 Siehe hierzu unter Abschnitt B. III.
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sierte die dortigen mangelhaften Zustinde. Nachdem sie ihren Arbeit-
geber angezeigt hatte, wurde sie entlassen. In dieser Sache erging das
bereits oben angesprochene Urteil des EGMR aus dem Jahre 2011, das
fiir das Arbeitsrecht entscheidende Bedeutung hatte?3.

Durch den Whistleblower-Preis sollen Personen geehrt werden,
die auf schwerwiegende Missstinde aufmerksam gemacht haben und
dadurch grofle Gefahren fiir Gesellschaft, Menschen, Umwelt und
Frieden verhindern konnten?4. Gerade die breite mediale Berichter-
stattung der Jahre 2013/2014 und die damit einhergehende Diskussion
um Edward Snowden sowie die NSA-Affire haben dazu gefithrt, dass
die deutsche Bevolkerung hinsichtlich des Begriffes ,Whistleblowing®
sensibilisiert worden ist und den Whistleblower nunmehr weniger als
Denunzianten, sondern vielmehr als einen Skandalaufdecker sieht?s.

Il. WikiLeaks

Eine Moglichkeit fiir Whistleblower, ihre Entdeckungen publik zu ma-
chen, stellen spezielle Whistleblower-Plattformen dar. So stellten zum
Beispiel Chelsea Manning und Edward Snowden Dokumente, unter an-
derem bei WikiLeaks, online. Bei WikiLeaks handelt sich um eine sol-
che spezielle Whistleblower-Plattform, auch Leaking-Plattform ge-
nannt, die vertrauliche und geheime Dokumente der breiten Offent-
lichkeit zugdnglich machen soll. Die dort hochgeladenen Dokumente
konnen wirtschaftliche, politische oder militdrische Informationen
enthalten. Plattformen wie WikiLeaks dienen als Mittlerin zwischen
dem Informanten und der Offentlichkeit. Der Informant selbst lduft
dabei regelmiflig kaum Gefahr, als Verrdter enttarnt zu werden, da er
anonym bleibt?¢. Die Informationen werden der Plattform zugespielt,

23 Siehe hierzu unter Abschnitt D. 1. 3. a).

24 http://www.vdw-ev.de/index.php/de-DE/component/content/article/14-arbeitsfel
der-der-vdw/whistleblower/s7-whistleblower-preisverleihung (letzter Zugriff:
20. Februar 2016); Deiseroth/Falter/Deiseroth/Falter, Whistleblowerpreis 2003,
S.5.

25 Der Spiegel, 45/2013, S.22: ,In Deutschland mehren sich die Forderungen, Ed-
ward Snowden nicht nur als Zeugen zu befragen, sondern ihm einen gesicherten
Aufenthalt in der Bundesrepublik zu ermdglichen®

26 Domscheit-Berg, Inside WikiLeaks, S. 14.
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die Betreiber der Plattform selbst werden nicht investigativ tdtig?”. Das

Bestehen solcher Plattformen deutet darauf hin, dass der Umgang mit

innerbetrieblichen oder -behordlichen Missstinden aus Sicht potenzi-
eller Whistleblower nicht immer zufriedenstellend gelost wird?8.

IV. Problemauftiss

Doch trotz der immer grofler werdenden Bekanntheit und Akzeptanz
von Whistleblowing und Whistleblowern wird {ibersehen, dass sich
diese durch die Mitteilung von Interna Strafbarkeitsrisiken aussetzen
konnen?9. Diese Thematik fithrt sowohl in Rechtsprechung als auch in
Literatur ein Schattendasein. Es gibt bisher noch keine speziellen
rechtlichen Regelungen, die den Whistleblower vor zivilrechtlichen
oder strafrechtlichen Konsequenzen schiitzen3°.

Die folgende Arbeit befasst sich mit den strafrechtlichen Aspekten
und vor allem mit den Strafbarkeitsrisiken fiir Whistleblower aus ma-
terieller Sicht. Der Fokus beim Thema Whistleblowing wurde bisher
tiberwiegend auf das Arbeitsrecht gerichtet und insbesondere auf die
Frage, ob (auflerordentliche) Kiindigungen der Arbeitsverhiltnisse von
Whistleblowern gerechtfertigt sind3'. Nicht nur das Bundesarbeitsge-
richt, sondern auch das Bundesverfassungsgericht3? und der Europii-
sche Gerichtshof fiir Menschenrechte33 haben sich bisher mit deut-

27 Vorwort der Website WikiLeaks: ,WikiLeaks is a not-for-profit media organisation.
Our goal is to bring important news and information to the public. We provide an
innovative, secure and anonymous way for sources to leak information to our jour-
nalists (our electronic drop box). One of our most important activities is to publish
original source material alongside our news stories so readers and historians alike
can see evidence of the truth”” (https://wikileaks.org/About.html; letzter Zugriff:
20. Februar 2016).

28 Vgl. dazu Strack, Stellungnahme zu BT-Drucks. 17/649, S. 7.

29 Vgl auch HWSt-Rotsch, 1. Teil, 4. Kapitel Rn. 62.

30 Vgl. auch HWSt-Rotsch, 1. Teil, 4. Kapitel Rn. 63; Schemmel/ Ruhmannseder/ Witzig-
mann, Hinweisgebersysteme, Kapitel 1 Rn. 4.

31 So z.B. schon das BAG NJW 1961, 44, 45, damals noch freilich ohne die Bezeich-
nung ,Whistleblower; vgl. auch BAG NJW 2004, 1547 ff.; 2007, 2204 ff;; vgl. auch
Koch, Z1S 2008, 500.

32 BVerfG NJW 2001, 3474.

33 EGMR NJW 2011, 3501 ff. - Heinisch-Entscheidung.

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

|V. Problemaufriss

schem Whistleblowing auseinandergesetzt34, aber im Rahmen des Ar-
beitsrechts keine stabile Rechtslage herbeigefiihrt3s. Auch im Bereich
des offentlichen Dienstes wurden Diskussionen gefiihrt3%, jedoch wur-
de die Diskussion auf der Ebene des Strafrechts bislang recht stiefmiit-
terlich behandelt?”. Zudem existieren keine ausdriicklichen allgemein-
giltigen gesetzlichen Regelungen im Hinblick auf die Frage, ob und
unter welchen Voraussetzungen Whistleblowing rechtmaflig ist3®.

Dass Whistleblowing auch strafrechtliche Konsequenzen haben
kann, wird nur am Rande wahrgenommen3?. Ein erstes Bewusstsein —
auch fur die strafrechtliche Problematik — kam durch die ,Liechten-
steiner Steueraffire” auf4°. Dabei kommen als Delikte neben diversen
Geheimnisschutzvorschriften beispielhaft Ehrschutzdelikte sowie die
falsche Verdéchtigung in Betracht. Die Erorterung der in Frage kom-
menden Straftaten und deren Rechtfertigungsmoglichkeiten sind der
Schwerpunkt dieser Arbeit, verbunden mit der Untersuchung, ob ein
Whistleblower sich sofort an die breite mediale Offentlichkeit wenden
darf oder ob er zunichst interne Stellen konsultieren muss, um eine in-
terne Abhilfe zu erméglichen. Insoweit besteht fiir den Whistleblower
im Bereich des Strafrechts eine hohe Unsicherheit; auch ist in diesem
Rahmen noch nicht eindeutig geklart, inwiefern eine Rechtfertigung
aufgrund eines Notstandes nach § 34 StGB greifen konnte4*.

34 Vgl auch Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 3.

35 Vgl. HWSt-Rotsch, 1. Teil, 4. Kapitel Rn. 63.

36 Prantl, Stiddeutsche Zeitung Online, URL: http://www.sueddeutsche.de/politik/wh
istleblower-im-oeffentlichen-dienst-pfeifenverboten-1.2085623 (letzter Zugriff:
20. Februar 2016).

37 Siehe dazu allerdings Lutterbach, Whistleblowing, S.1ff. und Koch, ZIS 2008,
soo ff. sowie Zimmermann, ArbRAktuell 2012, 58 ff.

38 Vgl. Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 21.

39 Englinder/Zimmermann, NZWiSt 2012, 328, 329; v. Pelchrzim, CCZ 2009, 25 ff,;
Koch, Z1S 2008, 500 ff.

40 Koch, ZIS 2008, 500; vgl. dazu Sieber, NJW 2008, 881 ff. und Triig/Habetha, NJW
2008, 887 ff.

41 Vgl. Koch, ZIS 2008, 500, 502 ff.; HWSt-Rotsch, 1. Teil, 4. Kapitel Rn. 63 f.
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V. Criminal Compliance und Kriminologie

Dabei kann Whistleblowing innerhalb einer Organisation bei der
Durchsetzung betriebsinterner Regeln (Compliance)4*> von groflem
Wert sein. Verstofle konnen erst dann organisationsintern verhindert
und sanktioniert werden, wenn die zustdndigen Stellen hiervon Kennt-
nis erlangen+3. Aber auch aus kriminologischer Sicht kann Whistle-
blowing ein wiinschenswertes Phdnomen sein, da kaum aufzudecken-
de Delikte oder ,,opferlose” Delikte wie Korruption, Kartellabsprachen
oder Steuerhinterziehung effizienter und schneller ans Tageslicht kom-
men konnen#4. Es kann sich dabei um eine hilfreiche und effiziente
Methode zur Aufdeckung von riigewiirdigen Verhaltensweisen, Miss-
stinden und Straftaten handeln, die von auflen gar nicht oder zumin-
dest schwer aufzudecken sind. So ist die Aufklirung und Verhinde-
rung von Straftaten ohne Beteiligung von intern agierenden Personen
kaum denkbar. Grund dafiir ist, dass Wirtschaftskriminalitdt von soge-
nannten Kontrolldelikten gepragt ist. Hier besteht eine hohe Dunkel-
ziffer+s. Delikte konnen grofitenteils nur von innen aus der Organisati-
on heraus durch Organisationsinsider ans Tageslicht und damit in das
Hellfeld der Kriminalitdt gelangen, weshalb auf organisationsinterne
Personen bei der Bekampfung von Wirtschaftsdelinquenz zu setzen
ist46. Im Vergleich dazu werden in etwa 95% der Fille der allgemeinen
Kriminalitat die Strafverfolgungsbehérden aufgrund Anzeigen aus der
Bevolkerung tatig. Nicht die Polizei, sondern das Anzeigeverhalten der
Bevélkerung entscheidet mittelbar tiber die Wahrnehmung der Krimi-
nalitdt+”. Dasselbe gilt fiir Missstdnde innerhalb einer Organisation.

Die Gesellschaft und die Strafverfolgungsbehorden bediirfen sol-
cher Informationen, um die Aufkliarung organisationsinterner Krimi-

42 Koch, ZIS 2008, 500, 501; vgl. auch Bock, Criminal Compliance, S. 732.

43 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 1.

44 Englander/Zimmermann, NZWiSt 2012, 328, 329; vgl. auch Bussmann/Werle, BJC
46 (2008), 1128, 1134 1.

45 PKS 2014 des Bundeskriminalamtes, S. 11; vgl. Hefendehl, FS-Amelung, 617, 621;
vgl. auch Berndt/Hoppler, BB 2005, 2623, 2626; Abraham, ZRP 2012, 11.

46 Hefendehl, FS-Amelung, 617, 621.

47 Koch, NJW 2005, 943; Koch, ZIS 2008, 500, 501; Kaiser, Kriminologie, § 50 Rn. 13;
Eisenberg, Kriminologie, § 26 Rn. 19 ff,; Kiirzinger, Private Strafanzeige und poli-
zeiliche Reaktion, S. 15; Bussmann/ Werle, BJC 46 (2008), 1128, 1134.
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nalitdt zu ermdéglichen. Die restlichen - von den Organisationsinsi-
dern nicht gemeldeten — Straftaten verbleiben zumeist im Dunkelfeld
und werden nicht aufgedeckt und tauchen damit in keinen Kriminali-
tatsstatistiken auf. Ein Grund hierfiir ist, dass es sich bei organisations-
interner Kriminalitdit um Straftaten handelt, die sich nicht gegen Pri-
vatpersonen richten oder weil es sich um sogenannte ,,opferlose Heim-
lichkeitsdelikte” handelt - wie beispielsweise Korruption — bei denen
eine Anzeige durch eine Privatperson kaum denkbar ist43.

Im Falle von Korruptionsdelikten ist das Dunkelfeld besonders
hoch, da hier beide Beteiligten — sowohl der Geber als auch der Neh-
mer - Vorteile aus einer Korruptionstat ziehen und die Opfer des De-
likts nicht zu identifizieren oder personifizieren sind4. In der moder-
nen Wirtschaft ist davon auszugehen, dass Missstande und Fehlverhal-
ten aufgrund kaum {iberschaubarer Komplexitit nur noch durch Insi-
derwissen aufgedeckt werden konnens°. Beschiftigte innerhalb eines
Unternehmens oder einer Behorde sind zumeist die ersten und einzi-
gen Personen, die Gesetzesverstofle entdecken und oftmals die einzi-
gen, die Zugang zu damit zusammenhidngenden Informationen ha-
benst.

Es besteht also auch ein gesellschaftliches Interesse daran, coura-
gierte hinweisgebende Personen vor strafrechtlichen Konsequenzen
und personlichen Repressalien zu schiitzen und zur Bekdmpfung orga-
nisationsinterner Kriminalitdt eine Steigerung der Hinweisrate zu er-
reichens2.

Diese Personen setzen sich jedoch Risiken aus, die sich im Verlust
der Arbeits- oder Dienststelle oder Einbufien im persénlichen Bereich
anhand von beispielsweise Mobbing realisieren konnen. Befiirworter
des Whistleblowings sehen darin die Notwendigkeit, Anreize fiir orga-
nisationsinterne Personen zu schaffen, damit diese gefahrlos auf Miss-

48 Schwind, Kriminologie, § 2 Rn. 53 a; Englinder/ Zimmermann, NZWiSt 2012, 328,
329; Altenburg, BL] 2008, 3; HWSt-Rotsch, 1. Teil, 4. Kapitel Rn. 62; Bannenberg,
Korruption in Deutschland, S. 382; Wabnitz/Janovsky/Bannenberg, WStR, Kap. 12
Rn. 118.

49 Altenburg, BL] 2008, 3; Bannenberg, Korruption in Deutschland, S. 376 f; vgl. auch
Berndt/Hoppler, BB 2005, 2623, 2626; Hefendehl, ZStW 119 [2007], 816, 819f.

50 Vgl. Kirdly, ZRP 2011, 146.

51 Vgl. Gutjahr, Whistleblowing im 6ffentlichen Sektor, S. 15.

52 Bannenberg, Korruption in Deutschland, S. 382 ff.; Altenburg, BL] 2008, 3.
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stinde hinweisen konnen. Ein solcher Anreiz ist beispielsweise die
Schaffung und Integration von Whistleblowing-Systemen innerhalb
von Organisationen>3.

VI. Kritische Sichtweise in Deutschland

In Deutschland besteht aufgrund der jiingsten Geschichte (Regime der
Nationalsozialisten im Dritten Reich; Stasi-System in der DDR) eine
grofSe Abneigung gegeniiber Verritern und Denunziantens4. Die oben
bereits angesprochene positive Konnotation des Begriffs ,Whistle-
blowing® in den Vereinigten Staaten hat jhre Griinde darin, dass in
den USA eine ldnger andauernde und ausgereiftere Kultur des
Whistleblowings bestehtss. Im Laufe dieser Arbeit soll zunidchst ge-
prift werden, ob Whistleblower in Deutschland mit Denunzianten
oder Verrdtern — wie sie oft bezeichnet werden - iiberhaupt zu verglei-
chen sind5® oder ob es sich bei ihnen um Personen handelt, die viel-
mehr praventiv oder repressiv zum Schutz von Allgemeingiitern, weni-
ger aufgrund einer falsch verstandenen Form der Loyalitdts7, handeln.

VII. Gang der Untersuchung

All dies vorangestellt, werden zunichst einige bedeutsame Fille des
Whistleblowings dargestellt, die international oder in Deutschland be-
sonderes Aufsehen erregt haben. Sodann werden geldufige Definitio-
nen des Whistleblowings dargestellt sowie eine zusammenfassende
Definition entwickelt, die im Laufe dieser Arbeit verwendet werden
soll. Weiter wird die Rechtslage in Deutschland iiberblickartig aus ver-
fassungsrechtlicher Sicht sowie aus arbeitsrechtlicher Sicht betrachtet
und die dazu ergangenen Urteile analysiert und mit der Rechtslage in
den Vereinigten Staaten und Grofibritannien verglichen.

53 Hefendehl, FS-Amelung, 617, 621.

54 Strack, Whistleblowing in Deutschland, S. 1.

55 Eschenfelder, Licht ins Dunkel, 18.

56 Siehe dazu Abschnitt C. L. 3. a).

57 Vgl. dazu Lohr/Burkatzki/Leisinger, Wirtschaftskriminalitit und Ethik, 171, 178.

10
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VII. Gang der Untersuchung

Den Schwerpunkt dieser Arbeit bildet die Untersuchung der Straf-
barkeit des Whistleblowers. Hier werden die in Betracht kommenden
Straftatbestdnde sowie die in Frage kommenden Rechtfertigungsgriin-
de eingehend gepriift.

Zu guter Letzt werden Uberlegungen dahingehend angestellt, wie
mit Whistleblowingsituationen umgegangen werden soll und wie eine
unter Umstdnden einhergehende Strafbarkeit des Whistleblowers pra-
ventiv abgewendet werden kann und ob es eines Reformvorschlags de
lege ferenda bedarf. Bedeutsam ist hier auch die Frage, ob es sowohl
fiir den Whistleblower als auch fiir die betroffene Organisation sinn-
voll ist, ein Whistleblower-System zu implementieren.

11
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B. Fallbeispiele fiir Whistleblowing

Alle Whistleblower begeben sich, bevor sie sich entscheiden, mit ihrer
Mitteilung an die Offentlichkeit zu gehen, in einen Gewissenskonflikt.
Soll man sich bei der Beobachtung von Missstanden, Straftaten oder
bei Gefahren fiir Allgemeingiiter ruhig verhalten und sich nicht an-
merken lassen, dass man Missstinde beobachtet hat? In solch einem
Fall gaukelt man zwar falsche Loyalitdt vor, hat aber die Sicherheit,
dass man keine arbeitsrechtlichen oder strafrechtlichen Konsequenzen
fiirchten muss. Auf der anderen Seite kann sich - sofern man sich ent-
scheidet, zu schweigen - ein belastender Gewissenskonflikt ergeben.

Meldet man hingegen Missstdnde, so verhdlt man sich loyal gegen-
tiber der Gesellschaft, hat aber unter Umstdnden mit einschneidenden
personlichen Konsequenzen zu kidmpfen, die zumeist im Verlust der
Arbeitsstelle enden und unter Umstanden sogar strafrechtliche Konse-
quenzen nach sich ziehen koénnen. Weitere (auflerrechtliche) Konse-
quenzen sind Repressalien in Form von sozialer Abgrenzung bis hin
zum Mobbing® und die Darstellung als ,,Denunziant® oder ,Verriter®.
Die Konsequenzen eines Whistleblowings sind meist unkalkulierbarss.
Oftmals gleicht die Meldung von Missstinden an die Presse einem so-
zialen Suizid®°. Nach einer Studie von Grace und Cohen verlieren viele
Whistleblower ihre Arbeitsstelle, werden juristisch verfolgt, ihre Ehe
zerbricht oder sie verlieren sich im Alkoholkonsum®:.

58 Vgl. dazu auch Zimmermann, ArbRAktuell 2012, 58; Busekist/Fahrig, BB 2013,
119, 120; Bannenberg, Korruption in Deutschland, S. 377 f.

59 Deiseroth/Derleder, ZRP 2008, 248, 249; Gopfert/Landauer, NZA-Beil. 2011, 16, 21.

60 Die forensische Psychiaterin Dr. Hanna Ziegert verglich in der ARD-Sendung
»Beckmann“ vom 22. Mai 2014 (Thema: ,Whistleblower — Skandale aufdecken,
Missstande anprangern®) die sozialen Konsequenzen fiir Edward Snowden mit ,,s0-
zialem Suizid*. Online im Internet: URL: https://www.youtube.com/watch?v=V9K
eH8alvDc (letzter Zugriff: 20. Februar 2016).

61 Grace/Cohen, Business Ethics, S. 216; vgl. dazu auch Leisinger, Whistleblowing und
Corporate Reputation Management, S. 5.
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Der folgende Abschnitt stellt einige besonders in den Medien zur
Sprache gekommenen Fille in chronologischer Reihenfolge dar, die
sich international oder in Deutschland ereignet haben und Aufmerk-
samkeit erregt haben, vor allen Dingen, weil durch die Hinweise of-
fentliche Debatten und Diskussionen entflammt sind.

|. Daniel Ellsberg— Pentagon Papers

Das Phianomen des Whistleblowing ist keine Erscheinung der letzten
Jahre. Bereits im Jahre 1971 spielte der US-Amerikaner Daniel Ellsberg
die sogenannten ,,Pentagon Papers® der New York Times zu. Es han-
delte sich dabei um von ihm zusammengestellte und kopierte Geheim-
dokumente, welche belegen sollten, dass der Vietnamkrieg mit nichts
zu rechtfertigen und fiir die Vereinigten Staaten nicht zu gewinnen war.
Ellsberg wurde zunichst wegen Spionage angeklagt und schliellich
freigesprochen®.

Er erhielt fir seine Zivilcourage im Jahre 2003 den Whistleblower-
preis®s.

Il. Roger Boisjoly- Challenger-Katastrophe

Am 28. Januar 1986 kam die gesamte siebenkopfige Besatzung der US-
Weltraumfihre Challenger ums Leben, nachdem diese 73 Sekunden
nach dem Start explodierte. Die Untersuchungen ergaben, dass Un-
dichtigkeiten an den Dichtungsringen der Trégerrakete hierfiir ursach-
lich waren. Es stellte sich auch heraus, dass sowohl die NASA als auch
der Hersteller der Antriebsrakete der Weltraumfiahre, Morton Thiokol
Inc., dieses Risiko sehr wohl kanntenS4. Im Vorfeld warnte der Inge-

62 Zitat von Henry Kissinger aus dem Jahr 1971, dem ehemaligen Auflenminister des
US-Prisidenten Richard Nixon: ,Daniel Ellsberg ist der gefihrlichste Mann in
Amerika. Er muss - koste es, was es wolle — gestoppt werden’, nachzulesen in Dei-
seroth/Falter/Deiseroth, Whistleblowerpreis 2003, S. 17.

63 Borchers in: Die Wurzeln von WikiLeaks, S. 55; Deiseroth/Falter/ Mahnkopf, Whist-
leblowerpreis 2003, S. 15.

64 Boisjoly, Curtis, Mellican, Journal of Business Ethics 1989, 217.
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nieur Roger Boisjoly und einige seiner Kollegen ihre Vorgesetzten bei
Morton Thiokol, dass die synthetischen Dichtungsringe zwischen
Treibstofftank und Antriebsrakete bei niedrigen Auflentemperaturen
nicht haltbar und stabil genug sein konnten. Er stiefl jedoch dahinge-
hend auf taube Ohren, mutmafilich weil die NASA bei diesem Projekt
unter zeitlichem Druck stand®s.

In der Nacht vor dem Start des Shuttles kam es in Florida zu einem
Kilteeinbruch. Eine Konferenz zwischen der NASA und Morton Thio-
kol wurde daraufthin einberufen und es wurde - trotz der Bedenken
von Boisjoly — entschieden, dass der Start stattfinden sollte®®. Die Auf-
nahmen des Ungliicks lassen erkennen®’, dass sich wenige Sekunden
vor der Explosion an der Antriebsrakete ein Leck bildet, aus dem
Rauch und Flammen schlagen, bis die Raumféihre explodiert.

Roger Boisjoly blieb nach diesem Ungliick zundchst bei Morton
Thiokol, doch wurde ihm auferlegt, vor dem Untersuchungsausschuss
im Kongress keinerlei Angaben dariiber zu machen, dass dieses Risiko
bekannt war. Boisjoly wurde daraufhin bei Morton Thiokol kaum
noch Verantwortung zugesprochen. Auch durfte er nicht mehr mit der
NASA interagieren. Nach einer posttraumatischen Belastungsstorung
meldete er sich im Juni 1986 krank und bekam schlieflich ab Januar
1987 eine lingerfristige Erwerbsunfahigkeitsrente®.

Diese Katastrophe hitte verhindert werden kénnen, wenn man
dem Ingenieur intern Gehor geschenkt hitte, allerdings standen Ter-
mindruck und betriebswirtschaftliche Erwdgungen im Vordergrundz°,
so dass trotz aller Warnungen ein Start nicht verhindert werden wollte
und konnte. Boisjoly hielt in diesem Fall den Dienstweg ein. Erst nach-
dem das Ungliick sich ereignet hatte und vor dem Untersuchungsaus-
schuss die Wahrheit ans Tageslicht kam, wurde die Offentlichkeit hier-
tiber informiert.

65 Vgl. dazu Zimmer/Seebacher, CCZ 2013, 31; Miiller, NZA 2002, 424, 425.

66 Pennisi, The Scientist Online, URL: www.the-scientist.com/?articles.view/articleNo
/10849/title/Challenger-s-Whistle-Blower-Hero-And-Outcast/ (letzter Zugriff:
20. Februar 2016); Schulz, Whistleblowing, S. 30.

67 https://www.youtube.com/watch?v=j4JOjcDFtBE (letzter Zugriff: 20. Februar
2016).

68 Deiseroth, Zivilcourage lernen, S. 125 f.

69 Pennisi, The Scientist Online (siche Fufinote 66); Schulz, Whistleblowing, S. 30.

70 Boisjoly, Curtis, Mellican, Journal of Business Ethics 1989, 217, 222.
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Es handelt sich hier um einen typischen Fall, in dem interne Mel-
desysteme bzw. Dienstwege versagen und Abhilfe nur moglich ist, so-
bald der interne Dienstweg verlassen wird oder sogar die Offentlich-
keit von Missstanden oder Fehlverhalten informiert wird7*. Ware dies
geschehen, wire die Besatzung der Challenger womdéglich noch am
Leben.

Wl. Dr. Margrit Herbst— BSE-Affare

Die Tierdrztin Dr. Margrit Herbst war im Fleischhygieneamt des Krei-
ses Bad Segeberg als Stallveterinirin angestellt und mit der Aufgabe
betraut, auf Schlachthéfen den Gesundheitszustand von Rindern zu
priifen, bevor diese geschlachtet und auf dem Markt zum Verkauf an-
geboten werden konnten”2. Sie entdeckte erstmals im Jahre 1990 bei
Rindern auf einem Schlachthof in Bad Bramstedt die Krankheit BSE
(Bovine spongiforme Enzephalopathie — im Volksmund auch ,,Rinder-
wahnsinn“ genannt)73.

Deutschland galt zu dem Zeitpunkt als frei von BSE; es handelte
sich um eine Krankheit, die bis dahin nur bei Rindern in Groflbritan-
nien diagnostiziert wurde. Ausloser von BSE war die Fiitterung von
Rindern mit zermahlenen Schafskadavern, die diese Seuche auf die
Rinder iibertrugen’+. Dr. Herbst setzte ihre Vorgesetzten in Kenntnis,
doch diese reagierten nicht auf die Warnungen der Tierdrztin und ga-
ben teilweise verddchtige Tiere wieder zur Schlachtung frei, da aus po-
litischer Sicht Deutschland - zumindest mit Wirkung nach Auflen -
frei von BSE bleiben musste’s. Nach gescheiterten Versuchen, eine ge-
nauere Untersuchung intern zu erwirken, wandte sie sich im Jahre
1994 mit der Aussage an die Offentlichkeit, dass moglicherweise infi-

71 Leisinger, Whistleblowing und Corporate Reputation Management, S. 6.

72 Vgl. dazu Leisinger, Whistleblowing und Corporate Reputation Management,
S. 2 f;; Strack, Whistleblowing in Deutschland, S. 4; Deiseroth/Derleder, ZRP 2008,
248 ff.

73 Zimmer/Seebacher, CCZ 2013, 31.

74 Adam, Die Welt Online, URL: www.welt.de/print-wams/article619105/Tieraerztin-
warnte-vor-BSE-und-wurde-entlassen.html (letzter Zugriff: 20. Februar 2016).

75 Goettle, taz Online, URL: www.taz.de/1/archiv/?dig=2203/06/30/a0150 (letzter
Zugriff: 30. Midrz 2015); Adam, Die Welt Online (siehe Fufinote 74).
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zierte Rinder ohne weitere griindliche Untersuchung in den Einzel-
handel kamen7®.

Daraufhin wurde sie im Alter von 54 Jahren vom Kreis Bad Sege-
berg auflerordentlich gekiindigt, wihrend der Schlachthofbetreiber ge-
gen sie eine zivilrechtliche Klage anstrebte, welche am Ende allerdings
erfolglos blieb. Die Kiindigungsschutzklagen von Dr. Herbst blieben je-
doch auch erfolglos, so dass sie nie wieder als Tierdrztin gearbeitet hat
und heute von einer bescheidenen Rente lebt77.

Dr. Herbst wurde 2001 der Whistleblower-Preis verliehen.

IV. Sherron Watkins— Der Enron-Skandal

Ende des Jahres 2001 brach der 1985 gegriindete und weltgrofite Ener-
giehidndler Enron Corp. aus dem texanischen Houston zusammen. Das
Unternehmen fuhr mit innovativen Marktstrategien im Bereich des
Energiehandels hohe Gewinne ein, bis im Jahr 2001 eine erste ernst-
hafte Schieflage des Unternehmens verzeichnet wurde, unter anderem
durch Konjunkturkrisen und Riickgdnge von Energiepreisen. Um trotz
allem bilanziell ein hohes Wachstum présentieren zu kénnen, wurde
weiter expandiert und investiert, bis die Gewinne die Kredite nicht
mehr decken konnten.

Es wurde bekannt, dass iiber Jahre hinweg die Ertrage des Unter-
nehmens zu hoch ausgewiesen wurden, indem man die Bilanzen ,,fri-
sierte”. In den Jahren 1997 - 2000 gelang es Enron durch unsaubere
Buchfithrung die Ertrage um knapp 600 Millionen US-Dollar zu hoch
auszuweisen, ohne dass dieses Vorgehen vom Abschlusspriifer Arthur
Andersen bemingelt worden wire78. Daraus folgte die ,,grofite Pleite

76 Deiseroth, Zivilcourage lernen, S. 126; Pham u.a., Zeit Online, URL: www.zeit.de/di
gital/2014-02/whistleblower-skandale-geschichten (letzter Zugriff: 20. Februar
2016).

77 Adam, Die Welt Online (siche Fufinote 74); Goettle, taz Online (siehe Fufinote 75);
Pham u.a., Zeit Online (siehe Fufinote 76); Deiseroth/Derleder, ZRP 2008, 248.

78 Moller/Sigillo, Der Enron-Andersen-Skandal, S. 1, 5.
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seit Griindung der Vereinigten Staaten“’ bzw. die sogenannte ,,Mutter
aller Skandale“8o.

Sherron Watkins, Vizeprasidentin des ,Corporate Development®
bei Enron, wandte sich an den Vorstand, Kenneth Lay, und wies ihn
auf die Missstande hin, zundchst anonym und spéter unter Angabe
ihrer Identitat®!. Erst durch ihre Meldung kam das Ausmaf3 des gesam-
ten Skandals ans Tageslicht.

\. (ynthia Cooper— WorldCom

Nach dem Enron-Skandal folgte kurze Zeit spater — im Jahre 2002 -
der nichste Bilanzfilschungsskandal. Der US-amerikanische Telekom-
munikationskonzern WorldCom tauschte Milliardengewinne vor, um
einen Kollaps des Unternehmens zu verhindern. Insgesamt wurden die
Biicher um insgesamt 11 Milliarden US-Dollar geschont, indem Ge-
schiftsausgaben, die im gewohnlichen Geschiftsgang getétigt worden
sind, als Investitionen verbucht wurden$2. Grund hierfir war das
Scheitern der Ubernahme des konkurrierenden Mobilfunkanbieters
Sprint, nachdem die Kartellbehorden im Jahre 2002 die Fusion unter-
sagten. Darauthin brach die Aktie ein. Um an der Wall Street weiterhin
mit guten Zahlen brillieren zu kénnen, beschloss der Vorstand von
WorldCom, Bernie Ebbers, die Bilanzen zu beschonigen, um einen wei-
teren Abwirtskurs der WorldCom-Aktien zu verhindern.

Die Konsequenz all dessen war, dass etwa 20.000 Arbeitnehmer
entlassen werden mussten und ein Verlust des Anlegervermdgens von
150 Milliarden US-Dollar verzeichnet wurde. Wie ebenfalls schon bei

79 von Frentz, Manager Magazin Online, URL: http://www.manager-magazin.de/unte

rnehmen/artikel/a-178836.html (letzter Zugriff: 20. Februar 2016).

80 Moller/Sigillo, Der Enron-Andersen-Skandal, S. 5.

81 Hefendehl, FS-Amelung, 617, 620; vgl. auch Pellegrini, TIME Magazine Online,
URL: http://content.time.com/time/printout/0,8816,194927,00.html (letzter
Zugriff: 20. Februar 2016).

82 Fleischhauer, Spiegel Online, URL: www.spiegel.de/spiegel/print/d-23011337.html
(letzter Zugriff: 20. Februar 2016); Sosalla, Capital Online, URL: www.capital.de/t
hemen/der-worldcom-skandal.html (letzter Zugriff: 20. Februar 2016).
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Enron hatten auch in diesem Fall die Wirtschaftsprifer von Arthur
Andersen die Abschliisse gepriift und ohne Beanstandungen testiert83.

Cynthia Cooper, Mitarbeiterin von WorldCom, wurde auf die Un-
regelmafligkeiten in der Buchfithrung aufmerksam und meldete diese
dem Revisionsausschuss im Jahre 2002.

VI. Siemens - Korruptionsskandal

Der Technologiekonzern Siemens geriet im Jahre 2006 in die Schlag-
zeilen, nachdem bekannt wurde, dass dieser Schmiergelder in Milliar-
denhohe ins Ausland zahlte, um Auftrige zu erlangen. Am 15. No-
vember 2006 durchsuchte die Staatsanwaltschaft Miinchen mit Hun-
derten Ermittlern die Geschiftsriume von Siemens. Hieraus entwi-
ckelte sich der bisher grofite deutsche Korruptionsfall3+.

Mehr als eine Milliarde Euro flossen in schwarze Kassen und wur-
den im internationalen Geschaftsverkehr als Korruptionsgeld verwen-
det, um potenzielle Auftraggeber zu bestechen. Insbesondere der Aus-
bau der Telekommunikationssparte aber auch anderer Auftrige im
Ausland, beispielsweise in Griechenland, China, Nigeria, Russland
oder in der Karibik sollte durch Heranziehung von Auftrigen durch
die Bestechung von Entscheidungstrigern, Beamten und Firmenver-
tretern ermoglicht werden?s.

Entsprechend wurden in verschiedenen Liandern Verfahren gegen
den Konzern eingeleitet sowie die Fithrung ausgetauscht und eine ei-
gene, etwa 600 Personen starke Compliance-Abteilung aufgebaut, die
Korruptionsfille verhindern soll®¢.

83 Fleischhauer, Spiegel Online (siche Fufinote 82); Sosalla, Capital Online (siche
Fufinote 82).

84 Graeff/Schroder/Wolf/ Wolf, Korruptionsfall Siemens, S.9; Hopner, Handelsblatt
Online, URL: www.handelsblatt.com/unternehmen/industrie/siemens-kampf-der-
korruption/5836868.html (letzter Zugriff: 20. Februar 2016).

85 Schrag, Deutsche Welle Online, URL: www.dw.de/korruption-in-deutschland-der-
fall-siemens/a-4996892 (letzter Zugriff: 20. Februar 2016); Graeff/Schroder/Wolf/
Wolf, Korruptionsfall Siemens, S. 10.

86 Hopner, Handelsblatt Online (siehe Fufinote 84).
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Ans Tageslicht kam der Korruptionsskandal wiederum nur, weil
angeblich ein anonymer Brief aus der Siemens-Buchhaltung einen
Miinchener Oberstaatsanwalt erreichte®”.

VI. Brigitte Heinisch— Missstande im Vivantes-Pflegeheim

Brigitte Heinisch arbeitete seit 2002 in einem Altenpflegeheim des Kli-
nikkonzerns Vivantes in Berlin-Reinickendorf, der sich im Mehrheits-
besitz des Landes Berlin befindet. Im Jahre 2004 stellte sie gegen ihren
Arbeitgeber Strafanzeige bei der Staatsanwaltschaft Berlin wegen be-
sonders schweren Betrugs nach § 263 Abs. 3 StGB. Grund hierfiir war,
dass das Altenpflegeheim zu wenig Personal hatte, um die rund 100
Heimbewohner ausreichend zu versorgen®®. Der Medizinische Dienst
der Krankenkassen (,MDK®) bestitigte die mangelnde Versorgung der
Patienten durch Personalmangel. Mehrere Mitarbeiter erkrankten oder
zeigten an, dass sie tiberlastet sind. Heinisch meldete die Missstinde
mehrfach ihrem Arbeitgeber, doch dieser reagierte nicht.

Ihre Anzeige enthielt den Vorwurf, dass sich Vivantes bereichere,
indem die bezahlte und versprochene hochwertige Versorgung der Pa-
tienten aufgrund Personalmangels gar nicht eingehalten werden konn-
te. Zudem sollten die Mitarbeiter angehalten worden sein, Leistungen
zu dokumentieren, welche nicht erbracht worden seien®. Nach der
Anzeige wurde Heinisch mehrfach auflerordentlich gekiindigt. Die da-
gegen erhobene Kiindigungsschutzklage hatte in der ersten Instanz vor

87 Graeff/Schréder/Wolf/Nell, Korruptionsfall Siemens, S. 47; Graeff/Schroder/Wolf/
Wolf, Korruptionsfall Siemens, S. 9; Hefendehl, FS-Amelung, 617, 621.

88 Stoffels, Beck Community Online III URL: blog.beck.de/2012/05/28/whistle-
blowing-was-ist-eigentlich-aus-dem-fall-heinisch-geworden  (letzter ~ Zugriff:
20. Februar 2016); von Leszczynski, Stiddeutsche Zeitung Online, URL: www.suedd
eutsche.de/karriere/whistleblower-prozess-gefeuerte-altenpflegerin-bekommt-abfi
ndung-1.1366171 (letzter Zugriff: 20. Februar 2016); Zimmer/Seebacher, CCZ
2013, 31.

89 EGMR, NJW 2011, 3501; vgl. auch Brock, 6AT 2011, 243; Miiller-Neuhof, Der Ta-
gesspiegel Online, URL: www.tagesspiegel.de/weltspiegel/erfolg-fuer-brigitte-heini
sch-altenpflegerin-erhaelt-9o0-oooeuro-/6672302.html (letzter Zugriff: 20. Februar
2016).
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dem Arbeitsgericht Berlin Erfolg®® und wurde sodann vom LAG Ber-
lin abgewiesen?!, welches die Revision nicht zulief392. Das BAG besta-
tigte das vorangegangene Urteil des LAG Berlin®. Das Bundesverfas-
sungsgericht lehnte die Annahme einer Verfassungsbeschwerde von
Heinisch zur Entscheidung ab%. Gegen das Urteil des Bundesarbeitsge-
richts legte Heinisch Beschwerde beim EGMR in Straflburg ein und
riigte insbesondere die Verletzung des Rechts auf freie Meinungsdufle-
rung durch die fristlose Kiindigung®s. Deutschland wurde wegen Ver-
letzung der Meinungsfreiheit nach Art. 10 der Europdischen Men-
schenrechtskonvention (EMRK) verurteilto®.

Heinisch beantragte nach dem Urteil des EGMR eine Wiederauf-
nahme des Verfahrens in Deutschland. Vor dem Landesarbeitsgericht
Berlin-Brandenburg wurde schliefilich ein Vergleich geschlossen. Vi-
vantes musste an Heinisch eine Abfindung in Hohe von EUR 90.000,00
zahlen, wihrend diese die ordentliche Kiindigung akzeptierte?7.

VIIl. Chelsea Manning—- ,Collateral Murder”

Der US-Soldat Bradley Manning — nach einer Geschlechtsumwandlung
nun Chelsea Manning — wurde im August 2013 von einem US-Militér-
gericht unter anderem wegen Geheimnisverrats zu 35 Jahren Haft ver-
urteilt sowie unehrenhaft aus der US-Armee entlassen. Manning hatte
der Enthiillungsplattform WikiLeaks im Jahre 2010 iiber 700.000 ver-
trauliche Militdr- und Diplomatenunterlagen zugespielt. Darunter
auch Botschafter-Depeschen der USA, die spéttische Kommentare

90 AG Berlin, Teilurteil vom 3.08.2005 — 39 Ca 4775/05, abzurufen unter BeckRS
2011, 77275.

91 LAG Berlin, Urteil vom 28.03.2006 — 7 Sa 1884/05, abzurufen unter BeckRS 2009,
68064; vgl. Bauschke, 6AT 2012, 271, 272.

92 Vgl. Forst, NJW 2011, 3477.

93 BAG, Beschluss vom 6.06.2007 — 4 AZN 487/06, abzurufen unter BeckRS 2011,
77276.

94 Forst, NJW 2011, 3477, 3477 f.

95 EGMR NJW 2011, 3501 ff.

96 Siehe hierzu auch Abschnitt D. 1. 3.a).

97 von Leszczynski, Siddeutsche Zeitung Online (siehe Fufinote 88).
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iber Regierungsmitglieder anderer Staaten sowie Dokumente iiber die
Kriege in Afghanistan und dem Irak, enthielten.

Besonderes Aufsehen erregte eine bei WikiLeaks hochgeladene Vi-
deoaufnahme aus dem Jahre 2007 - auch bekannt unter dem Namen
»Collateral Murder®? - aufgenommen durch die Bordkamera eines
US-Militarhubschraubers in Bagdad. In diesem Video ist zu sehen, wie
die Besatzung des Helikopters das Feuer auf eine Gruppe von Zivilis-
ten und Journalisten erdffnet und dabei ihre Opfer — unter anderem
zwei getdtete Journalisten und zwei verletzte Kinder — verhohnt.

Die Vorwiirfe gegen Manning umfassten neben Diebstahl von Re-
gierungseigentum und Spionage auch den schweren Vorwurf der Kol-
laboration mit dem Feind - insgesamt 21 Anklagepunkte©°. Fiir die
Unterstiitzung des Feindes kann in den USA im schlimmsten Falle die
Todesstrafe verhangt werden. Durch den Verzicht der US-Regierung,
Manning wegen der Kollaboration mit dem Feind zu bezichtigen, blieb
ihr die Todesstrafe allerdings erspart. Die Seite der Ankldger wollte vor
allen Dingen eine Abschreckungswirkung fiir andere Soldaten durch
eine harte Strafe erreichen, um zukiinftige Preisgaben von Geheimin-
formationen zu verhindern. Die Verteidigung Mannings bezeichnete
diese als ,idealistischen Humanisten®, die durch die Enthiillungen ge-
gen die Kriegsfithrung der Amerikaner protestieren und ,,die wahren
Kosten des Krieges“ zeigen wollte, um eine Debatte iiber die AufSenpo-
litik der USA anzustoflen*°*.

98 Abzurufen unter https://www.youtube.com/watch?v=5rXPrfnU3Go (letzter Zu-
griff: 20. Februar 2016).

99 Schulte von Drach, Siiddeutsche Zeitung Online, URL: www.sueddeutsche.de/politi
k/prozess-gegen-wikileaks-informanten-vereinigte-staaten-gegen-bradley-mannin
g-1.1686902 (letzter Zugriff: 20. Februar 2016); Ehrich, N-TV Online, URL:
www.n-tv.de/politik/Bradley-Manning-der-naive.Verraeter-article11065051.html
(letzter Zugriff: 20. Februar 2016).

100 Ehrich, N-TV Online (siche Fufinote 99).

101 Ross, FAZ Online, URL: www.faz.net/aktuell/politik/ausland/amerika/prozess-ge

gen-bradley-manning-ein-leck-fiirs-leben-12540142.html (letzter Zugriff:
7. April 2015); Schulte von Drach, Stiddeutsche Zeitung Online (siche Fufinote
99); Ehrich, N-TV Online (siche Fufinote 99); Tate, Washington Post Online,
URL: http://www.washingtonpost.com/world/national-security/judge-to-sentenc
e-bradley-manning-today/2013/08/20/85bee184-09do-11e3-b87c-476db8ac34cd
_story.html (letzter Zugriff: 20. Februar 2016).
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IX. Edward Snowden - Der NSA-Abhorskandal

Wenige Wochen nach den Anschldgen vom 11. September 2001 auf
das World Trade Center in New York verschirften sich die Uberwa-
chungspraktiken des US-Amerikanischen Auslandsgeheimdienstes
National Security Agency (,NSA®). Der Kongress verabschiedete im
Oktober 2001 den USA PATRIOT Act'?, welcher den Geheimdiens-
ten weitreichende Befugnisse verlieh. Behorden konnen seitdem auch
ohne die Genehmigung eines Richters die Telekommunikation tber-
wachen'®3. Die verdachtsunabhingige Sammlung von Daten breitete
sich nunmehr sowohl auf die gesamte US-Bevélkerung als auch welt-
weit aus. Mit dem Spahprogramm ,,Prism“ des Geheimdienstes wurde
der Internet- und der Telefonverkehr umfassend tiberwachto4.

Edward Snowden, ehemaliger Mitarbeiter des US-Geheimdienstes
NSA, hatte Zugang zu diversen streng geheimen Dokumenten der Re-
gierung, unter anderem zu solchen, die die globale Uberwachung
durch die US-Regierung dokumentierten. Als Insider entdeckte er die
massenweise und verdachtsunabhingige Ausforschung und Speiche-
rung von Kommunikationsdaten'°s. Nachdem er das Ausmaf der Ab-
horarbeiten des Geheimdienstes erkannte, verlie3 er die Vereinigten
Staaten und setzte sich am 20. Mai 2013 mit streng geheimen Daten
der NSA nach Hongkong ab.

Snowden gab im Juni 2013 zahlreiche Unterlagen tiber die Prakti-
ken der NSA an die Presse weiter, aus denen hervorgeht, in welchem
Ausmafl die digitale Kommunikation durch die US-Geheimdienste

102 Uniting and Strengthening America by Providing Appropriate Tools Required to
Intercept and Obstruct Terrorism Act of 2001; siche dazu www.justice.gov/archiv
e/Il/highlights.htm (letzter Zugriff: 14. April 2015).

103 Sydow, Spiegel Online, URL: www.spiegel.de/politik/ausland/whistleblower-edwa
rd-snowden-und-bradley-manning-decken-skandale-auf-a-904815.html (letzter
Zugriff: 20. Februar 2016).

104 www.spiegel.de/politik/ausland/prism-skandal-us-justiz-beschuldigt-snowden-d
er-spionage-a-907267.html (letzter Zugriff: 20. Februar 2016).

105 www.vdw-ev.de/index.php/de-DE/component/content/article/14-arbeitsfelder-d
er-vdw/whistleblower/57-whistleblower-preisverleihung (letzter Zugriff:
20. Februar 2016).
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tiberwacht wird°S. Nach eigenen Angaben wandte Snowden sich nicht
wegen eines personlichen Geltungsbediirfnisses an die Medien oder
weil er der US-Regierung oder sonstigen Personen schaden wollte,
sondern weil es ihm um Transparenz ging. So kritisierte Snowden die
Praktiken der US-Regierung, da diese ,,sich Befugnisse zugesprochen
hat, die ihr nicht zustehen 7.

Nach diesen Enthiillungen wurde Snowden tiber mehrere Tage in
Hongkong von Glenn Greenwald und Ewen MacAskill von der briti-
schen Tageszeitung ,The Guardian® interviewt, wo Snowden duflerte,
dass er nicht in einer Gesellschaft leben mochte, in der solche weitrei-
chenden Abhérmafinahmen moglich sind und in der alles was ,, man
tut und sagt, aufgezeichnet wird“1°8. Snowden befindet sich seitdem
auf der Flucht vor US-Behorden®®d. Ende Juni 2013 verliefS Snowden
Hongkong und fliichtete nach Moskau**°.

Die personlichen Konsequenzen fiir Snowden waren verheerend.
Snowden wurde wegen Geheimnisverrats und Spionage angeklagt,
auch ein Haftbefehl wurde gegen ihn erlassen.

Thm wurde im Jahre 2013 der Whistleblowerpreis verliehen**.

X. Zusammenfassung

Wie im Rahmen dieser Fille dargestellt, konnen Whistleblower fiir
Auflenstehende auf der einen Seite als mutige Personen mit Zivilcou-

106 Greenwald/MacAskill/Poitras, The Guardian Online, URL: www.theguardian.com
/world/2013/jun/og9/edward-snowden-nsa-whistleblower-surveillance (letzter
Zugriff: 20. Februar 2016); Pham u.a., Zeit Online (sieche Fufinote 76).

107 Greenwald/MacAskill/ Poitras, The Guardian Online (siehe Fufinote 106).

108 MacAskill, The Guardian Online, URL: www.theguardian.com/world/2013/jun/o
9/nsa-whistleblower-edward-snowden-why (letzter Zugriff: 20. Februar 2016).

109 Sydow, Spiegel Online (siehe Fufinote 103).

110 www.spiegel.de/netzwelt/netzpolitik/prism-enthuellung-edward-snowden-fliegt-
nach-moskau-a-907372.html (letzter Zugriff: 20. Februar 2016).

111 Snowden erhielt den Preis fiir die Offentlichmachung der ,,massenhaften und ver-
dachtsunabhingigen Ausforschung und Speicherung von E-Mails, IP-Adressen
sowie von Telefon-und anderen Kommunikationsdaten durch US- und andere
westliche Geheimdienste: https://www.transparency.de/fileadmin/pdfs/Presse/3
6PM_Whistleblowerpreis_Begruendung_der_Jury_13-07-24.pdf (letzter Zugrift:
20. Februar 2016).
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rage erscheinen, die zugunsten der Allgemeinheit fir Aufklarung und
Transparenz sorgen, auf Missstande oder illegales Verhalten hinweisen
und dabei personliche Einbuflen als Konsequenz ihres Handelns in
Kauf nehmen miissen. Organisationsinterne Personen auf der anderen
Seite sehen Hinweisgeber hingegen héufig als Verrdter, Denunzianten
oder Nestbeschmutzer, die aus eigenniitzigen Motiven die Organisati-
on zu schidigen suchen und sich illoyal verhalten**2.

Die Konsequenz dessen ist, dass sie ihren Arbeitsplatz verlieren,
von den Kollegen gedchtet und gemobbt werden und im schlimmsten
Falle — wie bei Manning und Snowden - strafrechtlich verfolgt werden
konnen. Die bisherigen Fille des Whistleblowings — selbst wenn das
Wort ,Whistleblowing® vor allem in den alten Gerichtsentscheidungen
noch nicht ausdriicklich als solches bezeichnet worden ist - wurden
ausfithrlich arbeitsrechtlich diskutiert. Die strafrechtlichen Risiken
hingegen wurden bisher nur vereinzelt diskutiert. Gerade diese Bei-
spiele zeigen, wie wichtig es ist, sich mit der Frage der Strafbarkeit des
Whistleblowers eingehend auseinanderzusetzen.

112 Vgl nur Briegel, Whistleblowing-Systeme, S. 3 f.
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I. Begriffsdefinition des Whistleblowing

Zunichst ist der Begriff ,Whistleblowing® bzw. ,Whistleblower® zu de-
finieren. Eine gdngige deutsche Bezeichnung des Begriffs gibt es bis
dato nicht!13. Es werden im deutschen Sprachgebrauch Begriffe wie
Hinweisgeber, Anzeigender, Informant oder Skandalaufdecker ent-
sprechend angewandt, allerdings lasst sich mit keinem dieser Begriffe
die tatsdchliche Themenstellung hinreichend umschreiben, da die Be-
griffe zu allgemein sind oder nur Teilaspekte abdecken'*4. Oft wird in
diesem Zusammenhang auch die negativ konnotierte Bezeichnung
Denunziant oder Verriter verwendet'!s. Da keine dieser Bezeichnun-
gen dem Phidnomen gerecht wird, soll im Rahmen dieser Arbeit die
englische Bezeichnung ,Whistleblower“116 verwendet werden, die sich
bereits durch das hohe mediale Aufkommen auch im deutschsprachi-
gen Raum durchgesetzt hat und deshalb wohl keiner deutschen Uber-
setzung mehr bedarf. Gleichwohl muss dieser Begriff auf der Bedeu-
tungsebene mit Leben gefiillt werden.

113 Vgl. Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 1; Gutjahr, Whistleblowing
im 6ffentlichen Sektor, S. 11 f.

114 Becker, Whistleblowing, S. 18; Koch, ZIS 2008, 500; Biirkle, DB 2004, 2158; Miiller,
NZA 2002, 424, 426.

115 Koch, ZIS 2008, 500; Gutjahr, Whistleblowing im 6ffentlichen Sektor, S. 11 f.

116 Aus Griinden der besseren Lesbarkeit wird Folgenden die mannliche Form des
Begriffs verwendet.
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1. Herleitung des Begriffs

Urspriinglich stammt der Begriff ,Whistleblower® aus dem anglo-ame-
rikanischen Sprachraum''7, er wurde Anfang der 1970er Jahre das ers-
te Mal in wissenschaftlichen und offentlichen Diskussionen verwen-
det'8. Mitte der 1990er Jahre tauchte der Begriff erstmals in der deut-
schen Fachliteratur auf'*9.

Aus dem Englischen wortlich iibersetzt bedeutet ,,to blow a whist-
le so viel wie ,,in die (Triller-)Pfeife pusten 2°, bzw. die ,,Alarmglocke
lauten*?t oder ,Abpfeifen'?2. Gemeint ist damit der Hinweis auf
Missstande oder auf illegales Handeln, dhnlich einem Polizisten oder
einem Schiedsrichter, der bei einem Verstof3 in die Pfeife bldst'?3, der
bei einem nicht regelgerechten Spielverlauf das Spiel mit einem Pfiff in
die Schiedsrichterpfeife kurzzeitig unterbricht, um die Teilnehmer und
die Zuschauer auf den Regelverstof§ aufmerksam zu machen. Auf diese
Weise mahnt der Whistleblower Verhalten ab, das er als riigenswert
empfindet, hat aber im Gegensatz zum Polizisten oder Schiedsrichter
nicht die Moglichkeit oder die Macht, dem von ihm monierten Verhal-
ten entgegenzutreten'>4.

Eine wortliche Ubersetzung mit dem Wort ,verpfeifen*25 wird da-
bei dem Begriff ,Whistleblowing“ nicht gerecht, da es die Assoziatio-
nen mit Verrat oder Denunziantentum weckt und damit die Zielset-

117 Aus dem Englischen to blow the whistle; auf Deutsch in die Pfeife blasen.

118 Walters, Harvard Business Review (Vol. 53) 1975, 26ff. sowie 161f., Briegel,
Whistleblowing-Systeme, S. 14; Daniel Ellsberg beschreibt in seiner Dankesrede
bei der Verleihung des Whistleblowerpreises 2003, dass vor dem Begriff
~Whistleblowing“ und ,Whistleblower® der Begriff ,Leak® oder ,Leaker* verwen-
det worden ist, siehe in Deiseroth/Falter/Ellsberg, Whistleblowerpreis 2003, S. 40.

119 Wendeling-Schroder, Autonomie im Arbeitsrecht, S.163; vgl. dazu auch Schulz,
Whistleblowing, S. 34; Gach/Riitzel, BB 1997, 1959; Becker, Whistleblowing, S. 18.

120 Busekist/Fahrig, BB 2013, 119, 120; Koch, ZIS 2008, 500; De George in: Lexikon
der Wirtschaftsethik, S. 1275.

121 Deiseroth, Zivilcourage lernen, S.125; vgl. auch Pittroff, Whistle-Blowing-Syste-
me, S. 9.

122 Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 2.

123 De George in: Lexikon der Wirtschaftsethik, S.1275; Leisinger, Whistleblowing
und Corporate Reputation Management, S. 20.

124 Vgl. dazu Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Fn. 8 zu Rn. 1.

125 Vgl. De George in: Lexikon der Wirtschaftsethik, S. 1275; Engldnder/ Zimmermann,
NZWiSt 2012, 328, 329; vgl. auch Leisinger, Whistleblowing und Corporate Re-
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zung des Whistleblowings — die Kundgabe von Missstinden — aus dem
Blick geraten ldsst, obwohl Whistleblowing gerade im US-amerikani-
schen Raum sehr wohl in einem positiven Lichte steht!2.

Als ,Whistleblower® bezeichnet man vereinfacht gesagt Personen,
die in einer Organisation - sei es ein Unternehmen oder eine Behor-
de - eingebunden oder eng mit ihr verkniipft sind und auf interne Pro-
bleme oder Missstinde in Betrieben oder in Behdrden-/ Regierungs-
kreisen hinweisen'?’. Sie beschaffen Informationen und spielen diese
einer entsprechenden Plattform zu oder melden diese an entsprechen-
de Stellen und Behérden oder die Presse weiter.

a) Internes und externes Whistleblowing

Unterschieden wird zwischen internem und externem Whistle-
blowing.

aa) Internes Whistleblowing

Beim internen Whistleblowing werden Missstinde an verbandseigene
Organe gemeldet, wobei der offizielle Dienstweg, also der normale Be-
fehls- und Berichtsweg zum Vorgesetzten kein Whistleblowing dar-
stellt; vielmehr muss es sich beim Hinweisadressaten um eine Person
oder eine Stelle handeln, die in dieselbe Organisation eingebunden ist,
innerhalb derer die zu meldenden Missstinde aufgetreten sind, wie
beispielsweise eine speziell eingesetzte interne Ombudsperson (Syndi-
kusanwalt oder Justiziar) oder eine Whistleblowing-Hotline innerhalb
der Organisation'?®. Des Weiteren kommen der Vorstand, der Auf-

putation Management, S.20; Lohr/Burkatzki/Leisinger, Wirtschaftskriminalitét
und Ethik, 171, 172.

126 Miiller, NZA 2002, 424, 425; Berndt/Hoppler, BB 2005, 2623.

127 Vgl. hierzu z.B. die Begriindung des Gesetzentwurfs der Fraktion BUNDNIS
90/DIE GRUNEN ,,zur Férderung von Transparenz und zum Diskriminierungs-
schutz von Hinweisgeberinnen und Hinweisgebern (Whistleblower-Schutzge-
setz), BT-Drucks. 17/9782, S.6; Rotsch/Rotsch/ Wagner, Criminal Compliance,
§34CRn.3f

128 Pittroff, Whistle-Blowing-Systeme, S. 10f., S. 104; Leisinger, Whistleblowing und
Corporate Reputation Management, S.28; Thiising/Forst, Beschiftigtendaten-
schutz, § 6 Rn. 14; Englinder/ Zimmermann, NZWiSt 2012, 328; vgl. auch Salg,
Forum Wirtschaftsethik 2008, 53; Weber-Rey, AG 2006, 406, 407; a.A. Moll/Den-
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sichtsrat, der Betriebsrat oder eine Compliance-Abteilung in Be-
tracht'29, solange es sich bei all dem um Personen handelt, die aufler-
halb des Dienstwegs stehen'3°.

Ist der Hinweisadressat allerdings von der Organisation unabhin-
gig, so handelt es sich zwar grundlegend und technisch um externes
Whistleblowing, allerdings um eine Form, die dem internen Whistle-
blowing zuzurechnen ist, da solche Stellen von der betroffenen Orga-
nisation mit der Entgegennahme von Hinweisen beauftragt worden
sind. Es kann sich hierbei um eine externe Ombudsperson, beispiels-
weise einen Rechtsanwalt, oder ein externes Unternehmen handeln.
Diese Person oder Stelle soll gerade auch Hinweise auf Missstinde
oder illegale Praktiken von organisationsinternen Personen als Hin-
weisadressat annehmen?3:.

Nutzer dieser Systeme konnen - gegebenenfalls auch - auf anony-
me Art und Weise innerhalb der betroffenen Organisation Missstdnde
melden?32.

bb) Externes Whistleblowing

Beim externen Whistleblowing befindet sich der Hinweisadressat au-
Berhalb der Organisation. Es muss sich dabei um einen Hinweisadres-
saten handeln, der von der betroffenen Organisation mit der Entge-
gennahme von Hinweisen auch nicht beauftragt worden ist!33. Hier er-
folgt die Meldung direkt gegeniiber organisationsexternen Dritten, bei-

dorfer-MAH-Arbeitsrecht, § 35 Rn. 127; Simonet, RAA 2013, 236; Biirkle, DB
2004, 2158; HWSt-Rotsch, 1. Teil, 4. Kapitel Rn. 63 und Rotsch/Rotsch/ Wagner,
Criminal Compliance, §34 C Rn.10; Schemmel/Ruhmannseder/ Witzigmann,
Hinweisgebersysteme, Kapitel 1 Rn. 89, wonach auch die Meldung an einen Vor-
gesetzten internes Whistleblowing darstellt.

129 Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 14; Schemmel/Ruhmannseder/
Witzigmann, Hinweisgebersysteme, Kapitel 1 Rn. 9o.

130 Near/Miceli, Journal of Business Ethics 1985, 1, 3f; Berndt/Hoppler, BB 2005,
2623, 2624.

131 Forst nennt diese Form des Whistleblowings semiinternes oder semiexternes
Whistleblowing: vgl. Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 14; Schem-
mel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 1 Rn. 9o.

132 Hefendehl, FS-Amelung, 617, 619.

133 Vgl. dazu auch Casper, FS-Winter, 77, 78; Schemmel/ Ruhmannseder/ Witzigmann,
Hinweisgebersysteme, Kapitel 1 Rn. 91.
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spielsweise gegeniiber Strafverfolgungsorganen, (Aufsichts-) Behor-
den, Nichtregierungsorganisationen (,NGO®), Interessengruppen, der
Presse oder der Offentlichkeit!34.

cc) Vor- und Nachteile

Nachteil des internen Whistleblowings ist zweifelsohne die Abhéngig-
keit des weiteren Schicksals des Hinweises von dem Willen des Hin-
weisempfangers. Ist dieser nicht gewillt, dem Missstand abzuhelfen,
war der Hinweis des Whistleblowers verlorene Liebesmiih. Hinzu
kommt die Gefahr, dass dieser von seinen Vorgesetzten und seinen
Kollegen als Verriter und Nestbeschmutzer angesehen werden kann,
was sich sodann auch zu Mobbing am Arbeitsplatz entwickeln kann?3s,
um den ,Denunzianten® an den Pranger oder blof3 zu stellen'3¢. Kon-
sequenzen fiir den Whistleblower sind im Falle des internen Whistle-
blowings allerdings nicht zu befiirchten, wenn die Anlaufstelle von der
Organisationsleitung mit der Annahme entsprechender Hinweise be-
auftragt worden ist. Dies ist beispielsweise bei einer beauftragten exter-
nen Ombudsperson der Fall, welche die ihr mitgeteilten Daten ver-
traulich behandelt'37.

Das externe Whistleblowing ist vom Abhilfewillen eines organisa-
tionsinternen Hinweisempfingers unabhdngig. Der externe Hinweis-
empfinger wird in den meisten Fillen gewillt sein der Information
nachzugehen und gegebenenfalls ein behordliches Verfahren oder ein
Strafverfahren einzuleiten. Im Falle der Weitergabe an Journalisten ist
zu bedenken, dass die mitgeteilten Informationen unter Umstdnden

134 Koch, ZIS 2008, 500; Hefendehl, FS-Amelung, 617, 619; vgl. ferner Leisinger,
Whistleblowing und Corporate Reputation Management, S. 28; Moll/Dendorfer-
MAH-Arbeitsrecht, § 35 Rn. 127; Schulz, BB 2011, 629, 630; HWSt-Rotsch, 1. Teil,
4. Kapitel Rn. 63; Casper, FS-Winter, 77, 78.

135 Meschkutat/Stackelbeck/Langenhoff, Mobbing-Report, S. 19, 23: “Unter Mobbing
ist zu verstehen, dass jemand am Arbeitsplatz hiufig tiber einen ldngeren Zeit-
raum schikaniert, drangsaliert oder benachteiligt und ausgegrenzt wird®; vgl.
auch Bannenberg, Korruption in Deutschland, S. 377 f.

136 Meschkutat/Stackelbeck/Langenhoff, Mobbing-Report, S. 110 ff.: 60,1 % der Betrof-
fenen nannten als eines der Hauptmotive fiir Mobbing die Auferung von uner-
wiinschter Kritik. Durch das Mobbing soll die unerwiinschte Kritik sanktioniert
werden; vgl. auch Schulz, Whistleblowing, S. 57 f.

137 Vgl hierzu naher Abschnitt E II. 1. b).
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medial ausgeschlachtet werden konnten. Der Hinweisgeber selbst hat
in so einem Fall oftmals mit einer auflerordentlichen Kiindigung zu
rechnen®38. Daneben bestehen mdglicherweise auch strafrechtliche Ri-
siken, die eingehend in Abschnitt E. beleuchtet werden.

b) Offenes und anonymes Whistleblowing

Ein Hinweis kann sowohl offen als auch anonym abgegeben werden.
Beim offenen Whistleblowing ist die Person des Hinweisgebers be-
kannt, beim anonymen Whistleblowing hingegen hilt sich der Hin-
weisgeber bedeckt. Einen Unterfall des offenen Whistleblowings stellt
das vertrauliche Whistleblowing dar, wonach eine zur Entgegennah-
me von Hinweisen zustindige Stelle den Hinweis des Whistleblowers
entgegennimmt, allerdings verpflichtet ist, die Identitit des Whistleb-
lowers geheim zu halten'3°.

Anders als im US-amerikanischen Recht, welches durch Section
301 (4) Sarbanes Oxley-Act (nachfolgend auch nur ,SOX“ genannt)
das anonyme Whistleblowing ermoglicht, ist ein solches aber nach
Maéglichkeit zu vermeiden, da trotz allem ein Riickschluss auf die Per-
son aufgrund des verratenen Geheimnisses moglich sein kann'4. Zu-
dem besteht eine erh6hte Missbrauchsgefahr, da die Schwelle fiir die
Abgabe nicht verifizierter Informationen niedriger ist und es dadurch
schneller zu Fehlinformationen und falschen Anschuldigungen kom-
men kann. Fiir das anonyme Whistleblowing spricht allerdings zum
einen, dass die Ermoglichung einer anonymen Anzeige den potenziel-
len Whistleblower dazu ermuntern kann, einen Missstand zu melden.
Des Weiteren kann sich der Meldende ermutigt fiihlen, detailliertere
Angaben zu tdtigen als bei einer offenen Meldung'4'. Hinzu kommt,
dass eine gewisse praventive Abschreckungswirkung in einer Organi-
sation entstehen kann, wenn vermittelt wird, dass auch anonyme An-

138 Siehe dazu exemplarisch den Heinisch-Fall in Abschnitt B. VIL.

139 Thiising/Forst, Beschaftigtendatenschutz, § 6 Rn. 11.

140 Bock; Criminal Compliance, S. 738; Thiising/Forst, Beschiftigtendatenschutz, § 6
Rn. 12.

141 Leisinger, Whistleblowing und Corporate Reputation Management, S.90; vgl.
auch Bock; Criminal Compliance, S. 738.
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zeigen ernst genommen werden und damit die Entdeckungsgefahr un-
rechtmafligen Verhaltens steigt'42.

Bei einem anonymen Hinweis besteht allerdings weder die Mog-
lichkeit fir den Empfinger des Hinweises zusétzliche Fragen zu stel-
len, um unter Umstdnden einen tatsichlichen Missstand naher zu
untersuchen. Nichtsdestotrotz sollte grundsétzlich auch anonymen
Whistleblowern Schutz zuteilwerden, da es bei der Meldung illegaler
Zustinde oder interner Missstdnde nicht auf die Person des Anzeigen-
den ankommt, sondern vor allem auf die angezeigte Tat. Sollte der an-
onyme Whistleblower enttarnt werden, so kann ihm die blof8e Tatsa-
che, dass er seine Identitdt nicht offengelegt hat, nicht zum Nachteil
gelangen, da die Nichtoffenlegung der Identitit meist zum eigenen
Schutze oder zum Schutze von Angehérigen des Whistleblowers die-
nen soll*43.

Offenes Whistleblowing hat mit Sicherheit eine hohere Glaub-
wiirdigkeit als anonymes Whistleblowing44, kann aber oftmals kon-
traproduktiv sein, da sich der potenzielle Whistleblower, der zur Preis-
gabe belastender Informationen an sich bereit ist, genau iiberlegen
wird, ob er Risiken auf sich nehmen mochte und unter Umstinden
sich den weiteren Karriereweg verbauen will oder mit einer Strafanzei-
ge rechnen mochte. Zudem wiirde die Versagung des Schutzes von an-
onymen Whistleblowern dazu fithren, dass kaum oder keine Anzeigen
und Hinweise von unternehmensinternen Personen mehr getitigt wer-
den wiirden, was es fiir Strafverfolgungsbehorden faktisch unméoglich
machen wiirde, Kenntnisse von illegalen Handlungen innerhalb einer
Organisation zu erlangen.

Effektiver dagegen sind Whistleblowing-Systeme, bei denen ver-
trauliche Informationen an eine autorisierte Stelle gegeben werden, die
dazu verpflichtet ist, die Identitdt des Hinweisgebers geheim zu halten
und damit die Anonymitit zu wahren, die aber dennoch Nachfragen

142 Biirkle, DB 2004, 2158, 2161.

143 Vgl. hierzu Elliston, Journal of Business Ethics 1982, 167, 172 f.

144 Salg, Forum Wirtschaftsethik 2008, 53; vgl. auch Near/Miceli, Journal of Business
Ethics 1985, 1, 2.
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stellen kann und damit auch in der Lage ist, einen mutmafllich kriti-
schen Sachverhalt aufzukliaren4s.

¢) Zentrales und dezentrales Whistleblowing

Forst unterscheidet weiter zwischen zentralem und dezentralem
Whistleblowing'46. Es wire hierbei priziser von zentralen und dezen-
tralen Whistleblowing-Stellen zu sprechen. Von zentralem Whistle-
blowing oder besser, von einer zentralen Whistleblowing-Stelle ist
dann zu sprechen, wenn diese Stelle jeden Hinweis, unabhingig von
ihrer Thematik, annimmt. Dezentrale Whistleblowing-Stellen hinge-
gen sind solche, die in den verschiedenen Bereichen einer Organisati-
on angesiedelt sind und die zu ihrer Organisationseinheit gehdrenden
Hinweise annehmen'4’. Diese Differenzierung ist fiir den weiteren
Verlauf dieser Arbeit allerdings nicht von Bedeutung, weswegen hier-
auf nicht weiter eingegangen werden soll.

2. Definitionsansatze

Die oben dargestellten Fille zeigen, dass Whistleblowing nicht immer
nach demselben Schema ablduft, sondern differenziert zu betrachten
ist. Um nicht jede Form von Verrat oder Anzeige als Whistleblowing
zu bezeichnen, muss eine einheitliche Definition aufgefunden werden.
Die oben genannten Vergleiche des Polizisten und des Schiedsrichters,
die in die Trillerpfeife blasen, verdeutlichen zunichst, dass es sich beim
Whistleblowing nicht um eine heimliche oder stille Anzeige handelt,
von der nur derjenige Kenntnis nimmt, der fiir den Missstand verant-
wortlich ist, sondern um einen deutlichen Hinweis, von dem Dritte
oder Unbeteiligte Kenntnis nehmen kénnen. Zugleich muss es sich bei
dem beobachteten Verhalten um ein solches handeln, das nicht regel-

145 So z.B. der Rechtsanwalt, der als externe Ombudsperson beauftragt worden ist,
siche ndher hierzu unter Abschnitt E II. 1. b); vgl. hierzu auch Bock; Criminal
Compliance, S. 738.

146 Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 17 f.

147 Das zentrale und das dezentrale Whistleblowing sind als Unterfall des internen
Whistleblowings zu qualifizieren.
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konform ist und den Hinweisgeber dazu bewegt, auf diesen Missstand
hinzuweisen. Hingegen macht der Vergleich nicht deutlich, welche Ei-
genschaften der Hinweisgeber selbst aufweisen muss oder aber die
Missstande, auf die er hinweisen mochte. Zu klédren ist ferner, ob die
Motivation des Hinweisgebers Einfluss darauf haben kann, ob es sich
bei seinem Hinweis um Whistleblowing handelt und welche Eigen-
schaften der Adressat dieses Hinweises haben muss.

Nachfolgend werden einige bedeutende Definitionsansétze darge-
stellt, um im Anschluss eine eigene Definition zu entwickeln, die im
weiteren Verlauf dieser Arbeit verwendet wird.

a) Definition von Janet P. Nearund Marcia P. Miceli(1985)

Die wohl am meisten zitierte'48 und bekannteste Definition des
»Whistleblowings® stammt von Janet P. Near und Marcia P. Miceli aus
dem Jahre 1985, wonach es sich beim Whistleblowing handelt um

»the disclosure by organization members (former or current) of illegal,
immoral, or illegitimate practices under the control of their employers, to
persons or organizations that may be able to effect action“*49.

Vier Elemente sind demnach zur Bejahung von Whistleblowing not-

wendig:

(1) es muss zundchst eine Person geben, die als potenzieller Whistle-
blower in Betracht kommt;

(2) es bedarf einer Information, die preisgegeben wird (der eigentli-
che Akt des Whistleblowings);

(3) die Information muss sich an eine Person oder an eine Vereini-
gung richten und

(4) der Hinweis muss sich gegen eine Organisation richten!s°.

148 Vgl. etwa Hefendehl, FS-Amelung, 617, 618f; Berndt/Hoppler, BB 2005, 2623,
2624.

149 Ubersetzt: “die Bekanntgabe illegaler, unmoralischer oder illegitimer Praktiken
durch (ehemalige oder gegenwirtige) Organisationsmitglieder, die unter der Fiih-
rung ihrer Arbeitgeber vorgenommen wurden, an Personen oder Organisationen,
die in der Lage sind, Abhilfe zu schaffen®; vgl. dazu Near/Miceli, Journal of Busi-
ness Ethics 1985, 1, 4; siehe auch Near/Miceli, The Academy of Management Re-
view 1995, 679, 680; vgl. ferner Berndt/Hoppler, BB 2005, 2623, 2624; Schulz, BB
2011, 629, 630.

150 Near/Miceli, Journal of Business Ethics 198s, 1, 2.
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Der potenzielle Whistleblower (1) muss dabei eine organisationsin-
terne Person sein, also ein Insider's!, auch wenn er die Organisation
zum Zeitpunkt des Whistleblowings bereits verlassen hat. In Betracht
kommen typischerweise Mitarbeiter oder aber mit der Organisation
verbundene Unternehmer, wie beispielsweise Lieferanten's?, also ist
der Begriff ,,organisationsintern® weit gefasst. Es kann sich damit um
keinen Dritten oder Auflenstehenden handeln, der mit der betreffen-
den Organisation rein gar nichts zu tun hat, da ein solcher iiber inter-
ne Informationen naturgemaf3 nicht verfiigen kann. Des Weiteren darf
er selbst keinen Einfluss auf die Beseitigung/Behebung des Umstandes
haben, der ihn zum Whistleblowing bewegt hat. Anonymitét schadet
hierbei nicht, auch wenn diese die Glaubwiirdigkeit der Aussage des
Whistleblowers und seiner Person in Frage stellen kann's3. Anonyme
Aussagen konnen auch dazu fithren, dass diese in ihrer Gesamtheit
jeglichen Nutzen verlieren und nicht verfolgt werden kénnen, da im
Falle der Abgabe eines anonymen Hinweises mit ungeniigender Zur-
verfiigungstellung von Beweisen und Beweismitteln weitere Informati-
ons- oder Beweisbeschaffung bei der anonymen Person nicht mehr zu
erreichen ist's4,

Zu guter Letzt konnen auch organisationsinterne Personen, die
vertraglich dazu verpflichtet sind, Missstinde im Unternehmen aufzu-
decken, Whistleblower sein'ss. Es muss sich also bei dem Akt des
Whistleblowings nicht unbedingt um ein vertragsbriichiges Verhalten
handeln.

Die Abgabe des Hinweises — das Whistleblowing (2) selbst — muss
sich zwingend auf ein unrechtmifliges, unmoralisches oder illegiti-
mes Verhalten der Organisation angehérender Personen beziehen,
wobei zwischen unmoralischen und illegitimen Verhalten keine Unter-

151 Vgl. auch Hefendehl, FS-Amelung, 617, 618f; Berndt/Hoppler, BB 2005, 2623,
2624.

152 Berndt/Hoppler, BB 2005, 2623, 2624.

153 Vgl. hierzu Elliston, Journal of Business Ethics 1982, 167, 172f,, der unter ande-
rem eine Rechtfertigung der Anonymitét des Whistleblowings im eigenen und in
dem Schutzinteresse von Angehérigen des Whistleblowers sieht.

154 Near/Miceli, Journal of Business Ethics 1985, 1, 2; Near/Miceli, The Academy of
Management Review 1995, 679, 692.

155 Near/Miceli, Journal of Business Ethics 1985, 1, 2 f.
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schiede bestehen?s6. Diese Definition ist sehr weit. Dies fufit auf der
Tatsache, dass oftmals das Wort Whistleblowing bei Nachlassigkeiten
und hierdurch erzeugten Katastrophen in Erscheinung tritt's?. Thomas
Berndt und Ivo Hoppler's® merken hierbei an, dass diese weite Defini-
tion nicht praktikabel sei, da sich unmoralisches Handeln héufig jegli-
cher Justiziabilitat entziehe, so dass in der Praxis in erster Linie auf il-
legale Handlungen abzustellen sei. Hierunter fallen auch Verstofle ge-
gen Unternehmensvorschriften. Freilich ist es hierbei ausreichend,
dass der Hinweisgeber begriindete Zweifel an der Rechtmafligkeit der
Aktivititen haben soll*s9. Tatsdchliche Illegalitit muss fiir die Beja-
hung des Whistleblowings nicht vorliegen, da eine solche nicht ohne
jeden Zweifel von einem Organisationsinsider mit mangelnden rechtli-
chen Kenntnissen angenommen werden kann. Hingegen kann es sich
im Falle des Hinweises auf eine rechtmaflige Handlung oder bei der
Streuung von Gertichten oder Klatsch und Tratsch nach dieser Defini-
tion richtigerweise schon gar nicht um Whistleblowing handeln.

Der Hinweis kann sowohl an organisationsinterne als auch an ex-
terne Stellen (3) gerichtet sein. Ausreichend ist schon, dass intern auf
einem anderen Wege als dem {iblichen Dienstweg ein Hinweis auf ver-
déchtige Aktivititen abgegeben wird®. Teilt der Hinweisgeber seinen
Verdacht Kollegen oder dem Vorgesetzten mit, so handelt es sich nicht
um Whistleblowing, sondern lediglich um die Beschreitung des tbli-
chen Dienstwegs'®'. Argumentiert wird damit, dass es fiir die Beja-
hung von Whistleblowing unerheblich ist, ob eine interne oder externe
Stelle konsultiert wird, da die Risiken fiir ein Unternehmen bei einer
internen Anzeige nicht geringer sind. Auch der interne Hinweis deutet
darauf hin, dass jemand tber verdachtige Aktivititen des Unterneh-

156 Near/Miceli, Journal of Business Ethics 1985, 1, 4; Berndt/Hoppler, BB 2005, 2623,
2624; vgl. auch Pittroff, Whistle-Blowing-Systeme, S. 10.

157 Berndt/Hoppler, BB 2005, 2623, 2624; Near/Miceli, The Academy of Management
Review 1995, 679; vgl. z.B. den oben genannten Fall der Challenger Rakete.

158 Berndt/Hoppler, BB 2005, 2623, 2624.

159 Berndt/Hoppler, BB 2005, 2623, 2624.

160 Near/Miceli, Journal of Business Ethics 1985, 1, 3 f; vgl. auch Leisinger, Whistle-
blowing und Corporate Reputation Management, S. 28.

161 Berndt/Hoppler, BB 2005, 2623, 2624.
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mens Bescheid weifd und nicht abgeneigt ist, dies zu melden bzw. diese
Aktivitdten zu verhindern*62.

Der Empfinger des Hinweises muss in der Lage sein, auf die ge-
rigten Aktivititen Einfluss zu nehmen und diese zu unterbinden'®3.
Hierzu gehort auch der Weg an die Offentlichkeit iiber die Medien'®4,
auch wenn im Hinblick auf die hierbei entstehenden Reputationssché-
den unter allen Umsténden ein solcher zu vermeiden ist und alternati-
ve Moglichkeiten wahrgenommen werden sollten, falls solche denn be-
stehen sollten.

Whistleblowing kann sich gegen jede Organisation richten (4). Es
ist unerheblich, ob es sich um ein privates Unternehmen oder um eine
Organisation im offentlichen Sektor handelt. Auch die Grofle der Or-
ganisation spielt keine Rolle6s.

Near und Miceli beschreiben weiter die Stadien des Whistle-
blowings. Der Prozess beginnt damit, dass eine organisationsinterne
Person eine Beobachtung iiber eine Aktivitit der Organisation oder
ihrer Mitglieder macht*¢¢. Diese Aktivitit kann sowohl in einem Tun
oder einem Unterlassen bestehen'®’. Der Beobachtende muss diese
Aktivitdt zundchst bewerten und entscheiden, ob es sich um eine ille-
gale, unmoralische oder illegitime Aktivitdt handelt. In einem zweiten
Schritt fallt der Beobachtende die Entscheidung, ob er seine Beobach-
tung preisgibt oder nicht. Diese Entscheidung hdngt davon ab, ob der
Beobachtende tiberhaupt weif3, an wen er sich wenden kann und ob
die Aktivitit von ihm als ein ernster Verstof§ interpretiert wird. Des
Weiteren muss der Beobachtende glauben, dass sein Hinweis eine Ver-
anderung herbeifithren wird und dass dies die einzige effektive Mog-
lichkeit ist, den Missstand zu beheben. Auch spielen personliche - bei-
spielsweise finanzielle — Faktoren bei Hinweisgebern eine wichtige
Rolle bei der Entscheidung, ob ein Missstand gemeldet wird oder
nicht*¢8,

162 Near/Miceli, Journal of Business Ethics 1985, 1, 3 f.

163 Vgl. auch Leisinger, Whistleblowing und Corporate Reputation Management,
S.27.

164 Berndt/Hoppler, BB 2005, 2623, 2624 {.

165 Near/Miceli, Journal of Business Ethics 1985, 1, 4.

166 Near/Miceli, Journal of Business Ethics 1985, 1, 4.

167 Near/Miceli, The Academy of Management Review 1995, 679, 680.

168 Near/Miceli, Journal of Business Ethics 1985, 1, 4 f.

38

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

|. Begriffsdefinition des Whistleblowing

Auf eine Meldung hin folgt die Entscheidung der Organisation, ob
die als unrechtméflig oder als unmoralisch interpretierte Aktivitat wei-
tergefithrt oder beendet werden soll. Zuletzt entscheidet die Organisa-
tion, wie gegeniiber dem Hinweisgeber vorgegangen werden soll*%.

b) Definition von Richard T. De George

Der Amerikaner und Unternehmensethiker Richard T. De George be-
schreibt Whistleblowing als

»die Berichterstattung iiber unethische oder gefihrliche Handlungen
einer Organisation, eines Unternehmens oder eines ihrer Mitarbeiter
durch einen anderen ihrer Mitarbeiter aulerhalb des normalen Dienstwe-
ges“17°,
Bezeichnend fiir das interne Whistleblowing ist dabei ebenfalls, wie in
der Definition von Near und Miceli, dass nicht der unmittelbare Vorge-
setzte benachrichtigt wird, sondern der Hinweis auflerhalb des tbli-
chen Melde- bzw. Dienstweges erfolgt. Das externe Whistleblowing
richtet sich an Institutionen auflerhalb der Organisation, beispielswei-
se an Regierungsvertreter oder die Offentlichkeit iiber die Medien.

De George unterteilt die Art der Information dahingehend, ob die-
se den Hinweisgeber direkt betreffen (,,personliches Whistleblowing®)
oder nicht (,unpersonliches Whistleblowing®). Allerdings ist der per-
sonliche Anwendungsbereich nur auf Mitarbeiter einer Organisation
begrenzt. Die Definition umfasst dabei keine Personen, die nicht bei
der Organisation angestellt sind, aber dennoch eine (vertragliche) Ver-
bindung zum Unternehmen haben, wie zum Beispiel Berater, Lieferan-
ten und Geschiftspartner und damit eine dhnlich enge Verbindung zur
Organisation unterhalten, wie organisationsinterne Personen.

¢) Definition von Dieter Deiseroth

Der Bundesverwaltungsrichter Dieter Deiseroth, der sich in Deutsch-
land schon sehr frith mit dem Phdnomen des Whistleblowings befass-

169 Near/Miceli, Journal of Business Ethics 1985, 1, 5.
170 De George in: Lexikon der Wirtschaftsethik, S. 1275; vgl. auch Leisinger, Whistle-
blowing und Corporate Reputation Management, S. 27 f.
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te, definiert den Begriff des Whistleblowings anhand von vier Kriteri-
en'7*:

Es muss erstens eine brisante Enthiillung vorliegen (,revealing
wrongdoing®). Ein Hinweisgeber deckt hierbei in seinem Arbeitsum-
feld oder seiner Organisation schwerwiegendes Fehlverhalten oder
Missstande auf, die mit erheblichen Gefahren fiir Leben, Gesundbheit,
die nachhaltige Sicherung und Entwicklung von Okosystemen oder
das friedliche Zusammenleben verbunden sind oder sein kénnen. So-
dann bedarf das Whistleblowing eines ,,Alarmschlagens® (,,going outs-
ide®). Dieses Alarmschlagen kann auch hier zunichst betriebsintern
(»internes Whistleblowing®) oder aber auch gegeniiber der Offentlich-
keit, wie beispielsweise (Aufsichts-)Behorden oder Medien (,externes
Whistleblowing®), erfolgen. Drittens setzt Deiseroth primér altruisti-
sche Motive zugunsten gewichtiger Rechtsgiiter voraus (,.serving the
public interest). Der Hinweisgeber soll hierbei keinerlei finanzielle
Vorteile erstreben. Letztens soll der Hinweisgeber durch seinen Hin-
weis erhebliche personliche oder berufliche Risiken und Nachteile
(fiir sich oder seine Angehoérigen) in Kauf nehmen (,risking retaliati-
on‘)172,

Deiseroth sieht den Whistleblower primdr als sogenannten ethi-
schen Dissidenten'73, der aus altruistischen Motiven und unter Inkauf-
nahme von Risiken Missstinde meldet, um diese zu beenden. Eine
Auseinandersetzung mit Motivbiindeln - also auch einer etwaigen ver-
werflichen Gesinnung - wird hier nicht in Betracht gezogen. Infolge-
dessen wiren Personen, die auch aus egoistischen personlichen Moti-
ven wie beispielsweise Rache handeln, nicht vom Begriff des Whistleb-
lowers umfasst'74.

d) Definition von Transparency International

Eine weitere Definition stellt Transparency International zur Diskussi-
on. Bei Transparency International handelt es sich um eine gemeinniit-

171 Deiseroth, Betriftt Justiz 2004, 296, 296 £; Deiseroth, Zivilcourage lernen, S. 124.

172 Deiseroth, Betrifft Justiz 2004, 296, 297.

173 Deiseroth, Zivilcourage lernen, S. 125; vgl. auch Zimmermann, ArbRAktuell 2012,
58.

174 Becker, Whistleblowing, S. 20.
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zige Nichtregierungsorganisation (,NGO®), die sich fiir eine effektive
und nachhaltige Bekdmpfung von Korruption einsetzt!75.
Transparency International definiert Whistleblowing als:

“the disclosure or reporting of wrongdoing, which includes corruption,
criminal offences, breaches of legal obligation, miscarriages of justice,
specific dangers to public health, safety or the environment, abuse of aut-
hority, unauthorized use of public funds or property, gross waste or mis-
management, conflict of interest, and acts to cover up any of the afore-
mentioned. A whistleblower is any public or private sector employee or
worker who discloses information about these types of wrongdoing and
who is at risk of retribution. This includes individuals who are outside the
traditional employee-employer relationship, such as consultants, contrac-
tors, trainees or interns, volunteers, student workers, temporary workers,
and former employees”'7°,

Diese Definition umfasst in ihrem weiten personlichen Anwendungs-
bereich sowohl den privatrechtlich eingestellten Arbeitnehmer als
auch den Bediensteten in einer Behorde (,any public or private sector
employee®). Allerdings ist diese Definition nicht nur auf das klassi-
schen Verhdltnis zwischen dem Arbeitgeber und dem Arbeitnehmer
beschrinkt, sondern umfasst auch Personen, die nicht direkt in der
Organisation tétig sind, aber dennoch eine Verbindung zur Organisa-
tion aufweisen, wie beispielsweise die bereits oben genannten externen
Berater. Whistleblowing darf sich auch nicht nur auf Unternehmen er-
strecken, sondern muss auch auf behordeninterne Sachverhalte An-

175 Siehe hierzu den Auftritt von Transparency International, Online im Internet:
URL: http://www.transparency.de/UEber-uns.44.0.html (letzter Zugriff:
20. Februar 2016).

176 Ubersetzt: “die Bekanntmachung oder die Berichterstattung iiber ein Fehlverhal-
ten, welches Korruption, strafbare Handlungen, den Verstof8 gegen Rechtspflich-
ten, Justizirrtimer, bestimmte Gefahren fiir die offentliche Gesundheit, die Si-
cherheit oder die Umwelt, Amtsmissbrauch, die unbefugte Verwendung offentli-
cher Gelder oder des offentlichen Eigentums, hochgradige Verschwendung oder
Misswirtschaft, Interessenkonflikte und Handlungen, die das vorgenannte verde-
cken sollen, beinhaltet. Ein Whistleblower ist jeder Beschiftige oder Arbeiter aus
dem offentlichen oder privaten Sektor, der Informationen tiber diese Arten des
Fehlverhaltens enthiillt und sich einem Vergeltungsrisiko aussetzt. Dies umfasst
Personen, die sich auflerhalb des traditionellen Arbeitnehmer-Arbeitgeber-Ver-
hiltnisses befinden, wie Berater, Vertragspartner, Auszubildende oder Praktikan-
ten, Freiwillige, studentische Angestellte, Zeitarbeier sowie ehemalige Beschiftig-
te"; vgl. dazu Worth, Whistleblowing in Europe, S. 6, Fn. 3.

4
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wendung finden, da in diesem Bereich gleichermafSen Missstinde und
illegale Handlungen auftreten koénnen, wie im privatrechtlichen Be-
reich.

Der sachliche Anwendungsbereich umfasst nicht nur Rechtsver-
stofle, sondern umfasst auch unter anderem Gefahren der 6ffentlichen
Gesundheit oder aber Umweltschutzbelange. Als Konsequenz dessen
besteht das Risiko von Sanktionen oder Strafe (,risk of retribution®).
Die Definition umfasst nicht die Inkaufnahme negativer Konsequen-
zen fiir den Whistleblower, sondern stellt lediglich fest, dass ein
Whistleblower sich solchen Risiken ausgesetzt sehen kann.

e) Weitere Definitionsansatze

In der Literatur weit gestreut findet sich eine Fiille weiterer Definiti-
onsansitze, die den Whistleblower im Ergebnis als eine organisations-
interne Person darstellen, die vertrauliche Informationen iiber Miss-
stande oder illegales oder unethisches Verhalten nach Auflen trégt.

So erklért Borrie den Begrift Whistleblowing als

»the disclosure by an employee (or professional) of confidential informa-
tion which relates to some danger, fraud, or other illegal or unethical con-
duct connected with the workplace, be it by the employer or by fellow em-
ployees“177.

Angesprochen werden hier ebenfalls nur Arbeitnehmer.
Miiller geht weiter, spricht von Personen,

»die illegale Praktiken in privaten Unternehmen bzw. in staatlichen Be-
horden innerbetrieblich oder auflerbetrieblich anzeigen und unter Um-
stinden infolgedessen durch Vorgesetzte oder den Arbeitgeber sanktio-
niert, d.h. in der Regel gekiindigt werden“7%.

Er beschriankt den Anwendungsbereich des Whistleblowing nicht nur
auf den privaten Sektor, sondern schlieit den o6ffentlich-rechtlichen
Bereich ausdriicklich mit ein, beschrankt aber den sachlichen Anwen-

177 Ubersetzt: “die Bekanntmachung vertraulicher Informationen durch einen Ar-
beitnehmer (oder eine Fachkraft), bezogen auf Gefahren, Betrug oder andere ille-
gale oder unethische Verhaltensweisen, die im Zusammenhang mit dem Arbeits-
platz stehen und durch den Arbeitgeber oder Arbeitskollegen begangen wurden;
vgl. Borrie, The Political Quarterly 1996, 141.

178 Miiller, NZA 2002, 424.

)
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dungsbereich auf illegale Praktiken, nicht auch auf unethisches oder
unmoralisches Verhalten. Auch er sieht den Whistleblower als Person,
die sich ,unter Umstinden® einer Sanktion als Konsequenz seines
Handelns aussetzt.

f) Zusammenfassender Definitionsansatz

Die bisherigen Definitionsansitze sind teilweise zu eng oder zu weit
gefasst, weswegen im Folgenden eine zusammenfassende Begriffsbe-
stimmung aufgestellt wird, die eine allumfassende und prazise Defini-
tion darstellen soll, welche dieser Arbeit im Folgenden zugrunde gelegt
wird.

aa) Personlicher Anwendungsbereich

Beim Whistleblower muss es sich zunichst um einen Organisations-
insider handeln, der eine enge Verkniipfung zu der betroffenen Orga-
nisation aufweist und so Zugang zu Informationen hat, die der Offent-
lichkeit nicht zuginglich sind'79. Dabei ist der personliche Anwen-
dungsbereich weit zu ziehen. Nicht nur Arbeitnehmer aus dem privat-
rechtlichen Sektor, sondern auch Bedienstete und Angestellte im 6f-
fentlichen Bereich kommen als Whistleblower in Betracht. Dabei kann
der Whistleblower jeder Hierarchiestufe entstammen. Es kommen ne-
ben Arbeitnehmern Mitglieder des Vorstands oder Aufsichtsrats,
Compliance-Beauftragte sowie Kunden und Lieferanten in Betracht!8.
Es muss sich demnach nicht um Personen handeln, die bei dem
betroffenen Unternehmen angestellt sind. Daneben konnen auch ver-
bundene Unternehmen (Lieferanten und Berater), die beispielsweise
Bestechungszahlungen erhalten haben, Whistleblower sein*®.. Zumeist
erlangt nur ein kleiner Kreis von Beschiftigten oder es erlangen nur
einzelne Personen Kenntnis von illegalen Handlungen. Werden bei-
spielsweise Zulieferern oder Beratern bzw. Wirtschaftspriifern oder
Kunden Bestechungsgelder angeboten, so erfahren dies zumeist nur

179 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 3.

180 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 3.

181 Berndt/Hoppler, BB 2005, 2623, 2624; Pittroff, Whistle-Blowing-Systeme, S. 10;
vgl. auch Thiising/Forst, Beschaftigtendatenschutz, § 6 Rn. 31.

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster

43


https://doi.org/10.5771/9783828868311

C. Begriff, Geschichte, Methoden des Whistleblowings

44

diese organisationsexternen Personen, die aber mit der Organisation
(vertraglich) verbunden sind. Hierbei handelt es sich um eine ver-
gleichbare Lage wie bei einer organisationsinternen Meldung, so dass
organisationsexterne, mit der Organisation verbundene Personen Be-
riicksichtigung finden miissen'82. Pensionierte Beschiftigte werden
ebenso umfasst, soweit die Anzeige sich auf Sachverhalte bezieht, die
dem ehemaligen Arbeitnehmer bzw. Bediensteten noch wihrend sei-
ner Tétigkeit bei der Organisation bekannt geworden sind*83.

Der Whistleblower darf dabei nicht die Macht haben, dem Miss-
stand selbst abzuhelfen oder diesen zu l6sen'84, sondern muss ein Maf3
an Aufmerksamkeit schaffen, so dass diejenigen Personen oder Stellen,
die im Stande sind Abhilfe zu schaffen (etwa durch offentlichen
Druck) veranlasst werden, dies zu tun, auch wenn dies fiir den
Whistleblower bedeutet, dass er aufgrund der Meldung mit Nachteilen
oder Schiden konfrontiert werden konnte?8s.

bb) Anzeigegegenstand

Es wird diskutiert, ob unter Whistleblowing das Melden jeglicher Art
von Missstinden fillt, also auch jegliche (triviale) Verstofle gegen Nor-
men und Sittlichkeit oder ob hierunter nur illegale Handlungen fallen,
also Handlungen, die gegen die Rechtsordnung verstofien. Auf der an-
deren Seite gibt es Handlungen, die moralisch oder ethisch verwerflich
sind oder die aufgrund von Nachldssigkeiten zu Ungliicksféllen fithren
konnen, jedoch nicht stratbewehrt sind, nichtsdestotrotz aus der sub-
jektiven Sicht des Einzelnen nicht hinnehmbar sind'#¢. Einen folgen-
schweren Fall von Nachlissigkeit stellt das oben angefiihrte Challenger-
Ungliick dar, bei dem die gesamte Besatzung ums Leben gekommen ist,
welches aber ohne weiteres hitte verhindert werden kénnen, wenn
man den Warnungen von Roger Boisjoly Beachtung geschenkt hitte.

182 Berndt/Hoppler, BB 2005, 2623, 2624; Pittroff, Whistle-Blowing-Systeme, S. 10.

183 Leisinger, Whistleblowing und Corporate Reputation Management, S. 30; Rotsch/
Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 3.

184 Near/Miceli, Journal of Business Ethics 1985, 1, 2; Leisinger, Whistleblowing und
Corporate Reputation Management, S. 27.

185 Leisinger, Whistleblowing und Corporate Reputation Management, S. 27.

186 Siehe z.B. Leisinger, Whistleblowing und Corporate Reputation Management,
S. 30 f; Berndt/Hoppler, BB 2005, 2623, 2624.
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In der Literatur wird deshalb angebracht, dass nicht nur illegales
Handeln, sondern jegliche Art von Missstdnden, also auch unmorali-
sches und illegitimes Verhalten, gemessen an auflerrechtlichen Maf3-
staben, Gegenstand des Whistleblowings sein kann'®’, da ein Ange-
stellter oder Bediensteter nicht immer selbst beurteilen kann, ob die
Methoden der Organisation tatsichlich gegen geltendes Recht versto-
fen und damit rechtswidrig sind, so dass jegliche vom Informanten er-
kannten - oder als solche empfundenen - Missstinde hierunter fallen
miissen*88,

Festzustellen ist allerdings, dass eine Ankniipfung an Gesetzesver-
stofle greifbarer ist als lediglich eine Ankniipfung an unethisches Ver-
halten und eine solche auch nicht von Ansichten oder Wertmaf3staben
eines Einzelnen abhéngt, wie dies bei moralischen Vorstellungen gera-
de der Fall ist'8. Auf der anderen Seite wird ein einfacher Mitarbeiter
ohne juristische Fachkenntnisse kaum beurteilen kénnen, ob das von
ihm beobachtete Verhalten tatsdchlich illegales Verhalten darstellt,
oder ob es sich lediglich um illegitimes bzw. unmoralisches Verhalten
handelt'9°. Zumeist wird er feststellen, dass es sich um ein Verhalten
handelt, das aus seiner subjektiven Sicht ,,nicht in Ordnung® ist. Dies
kann dann auch unethisches und unmoralisches Verhalten umfassen,
ebenso wie nachldssiges Verhalten, dass aber aus juristischer Sicht
- aufler in Fillen strafbarer Fahrldssigkeitstaten — nicht zu beanstan-
den ist. Zudem konnen auch unmoralische und unethische Verhal-
tensweisen reputationsschidigend fiir eine Organisation sein, so dass
die Organisation ein Interesse daran haben sollte, nicht strafbewehr-
te — aber auflerrechtlich fragwiirdige — Sachverhalte aufzukliren, so
dass Whistleblowing auch fiir unmoralisches und illegitimes Verhalten
zuldssig sein mussot.

187 Berndt/Hoppler, BB 2005, 2623, 2624; vgl, auch Klasen/Schaefer, BB 2012, 641.

188 Berndt/Hoppler, BB 2005, 2623, 2624; so auch Rotsch/Rotsch/ Wagner, Criminal
Compliance, § 34 CRn. 5.

189 Thising/Forst, Beschiftigtendatenschutz, § 6 Rn. 27; vgl. auch Briegel, Whistle-
blowing-Systeme, S. 15.

190 Vgl. Pittroff, Whistle-Blowing-Systeme, S. 10; Rotsch/Rotsch/Wagner, Criminal
Compliance, § 34 CRn. 5.

191 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 5; Berndt/Hoppler, BB
2005, 2623, 2624; Pittroff, Whistle-Blowing-Systeme, S. 10.

45

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

C. Begriff, Geschichte, Methoden des Whistleblowings

46

Gegner der Moglichkeit, auch illegitime und unmoralische Verhal-
tensweisen als tauglichen Meldegegenstand zu definieren, bringen an,
dass der Whistleblower nicht zum Sittenwachter werden soll. Auch tri-
viale Verstof3e gegen Wertvorstellungen Einzelner sollen nicht umfasst
sein, da solche stark von ideologischen Vorstellungen oder Werten des
Whistleblowers abhdngen und von einer sachlichen Bewertung abwei-
chen konnen'92. Hingegen seien Gesetzesverstofie bzw. die Gefahr von
solchen klar definierbar und tragen damit zur Rechtssicherheit bei. Fiir
die Bejahung der Erfassung unethischen Verhaltens spricht, dass die
Grenzen zwischen illegalem und unethischen Verhalten flieflend sein
konnen und ein einfacher Arbeitnehmer oft nicht erkennen kann, ob
es sich um kriminelle Handlungen oder aber um im Wirtschaftsver-
kehr iibliches Verhalten handelt, da hierzu nicht zuletzt juristische
Kenntnisse notwendig sind. Es kann damit von einem Hinweisgeber
nicht erwartet werden, dass er die Unterschiede tatsichlich beurteilen
kann?93,

Leisinger schrinkt diese weite Auslegung aber richtigerweise da-
hingehend ein, dass nicht jede Banalitdt zum tauglichen Anzeigege-
genstand werden soll, sondern es sich um einen sogenannten professio-
nal dissent handeln soll, also um sachlich und fachlich begriindbare
Unterschiedlichkeiten in der Beurteilung eines konkreten Sachverhal-
tes'o4,

Im Ergebnis soll nach der hier vertretenen Auffassung der Gegen-
stand des Whistleblowings nicht beschrinkt werden auf Gesetzesver-
stofle, sondern soll auch illegitimes und unmoralisches Verhalten und
solche Handlungsweisen umfassen, die Gefahren, Risiken und Fehl-
entwicklungen darstellen kénnen, welche aber nicht lediglich triviale
Verstofe oder Petitessen darstellen'9s. Eine rechtliche Bewertung soll
nicht schon auf der Ebene des Whistleblowers vorgenommen werden.
Diese miissen aus den oben genannten Griinden dazu befugt sein, alles

192 Leisinger, Whistleblowing und Corporate Reputation Management, S.30f; a.A.

Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 5.

193 Vgl. Berndt/Hoppler, BB 2005, 2623, 2624; siehe auch Pittroff, Whistle-Blowing-
Systeme, S. 10.

194 Leisinger, Whistleblowing und Corporate Reputation Management, S. 30f.

195 Vgl auch Leisinger, Whistleblowing und Corporate Reputation Management,
S.30f.
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zu melden, was ihnen subjektiv als Missstand erscheint. Allerdings mit
der Einschrankung, dass es sich um keine trivialen Sachverhalte han-
deln darf, sondern um einen — wie von Leisinger bezeichnet — professio-
nal dissent bzw. um Handlungen, die Gefahren fiir Leib, Leben, Um-
welt, das Finanzsystem etc. darstellen konnen. Eine Bewertung, ob es
sich tatsdchlich um illegales oder nachldssiges Verhalten, das zu Gefah-
ren fithren kann, handelt, nimmt die zustdndige Anlaufstelle vor und
leitet dann unter Umstdnden weitere Schritte ein.

cc) Motive

Entgegen der oben aufgefithrten Auffassung von Deiseroth'*¢ wird
nach der hier vertretenen Definition von Whistleblowing eine ,,primér
altruistische“ Einschrankung nicht vorgenommen'97. Auch das BAG'%3
sowie der EGMR*% messen der Motivation des Whistleblowers eine
wichtige Bedeutung zu. Eine zu weite Einschrinkung ist im Hinblick
auf dieses Erfordernis nicht praktikabel und wiirde dazu fiihren, dass
Whistleblowing nur dann zu bejahen wire, wenn Meldungen und die
dahinterstehenden Motive sich als moralisch und ethisch hochwertig
auszeichnen wiirden>®°. Eine solche moralische Uberhohung der Per-
son des Whistleblowers ist nicht wirklichkeitsnah, da Motive oftmals
vielschichtig sein kdnnen und neben altruistischen Motiven auch Wut,
Rache, Gemeinwohlinteressen etc. umfassen konnen?2°*.

Rein altruistisch handelnde Personen wird es in der Praxis sowieso
kaum geben, zumal schwer nachzuweisen ist, dass ein Whistleblower
tatsdchlich aus uneigenniitzigen Motiven handelt. Auch das Erforder-

196 Deiseroth, Berufsethische Verantwortung in der Forschung, S. 233.

197 Bannenberg versteht unter Whistleblowern Personen, ,,die aus ethischen, morali-
schen oder personlichen Griinden strafrechtlich relevante Sachverhalte [...] be-
kannt machen“ und beschrinkt die Motivation nicht nur auf Ethik oder Moral,
Bannenberg, Korruption in Deutschland, S. 375.

198 BAG NJW 2004, 1547, 1548; vgl. auch Thiising/Forst, Beschiftigtendatenschutz,
§ 6 Rn. 36.

199 EGMR, NJW 2011, 3501, 3504f; vgl. auch Thiising/Forst, Beschiftigtendaten-
schutz, § 6 Rn. 36.

200 Vgl. dazu Kirdly, ZRP 2011, 146, 148; Schulz, Whistleblowing, S. 51; Ogorek, FS-
Weiss, 539, 554.

201 Schulz, Whistleblowing, S. 52; vgl. auch Leisinger, Whistleblowing und Corporate
Reputation Management, S. 79; Bock, Criminal Compliance, S. 735.
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nis der ,primdr altruistischen Motive“ ist abzulehnen. Primir geht es
beim Whistleblowing darum, Gesetzesverstéf3e oder Missstinde inner-
halb einer Institution aufzudecken und diesen abzuhelfen, nicht die
Motivation des Whistleblowers zu beleuchten. Bestehen Missstinde,
sollten sie gemeldet werden, unabhingig davon ob der Hinweisgeber
hierbei aus Eigennutz oder aufgrund altruistischer Motive handelt>°2,
solange der Whistleblower einen hinreichenden Grad an Gewissheit
iiber die von ihm gemeldete Tatsache hat und diese im guten Glauben
an ihre Richtigkeit abgibt2°3. Fiir das Ergebnis des Whistleblowings ist
es nicht von Bedeutung, ob uneigenniitzige oder egoistische Motive fiir
die Handlung des Whistleblowers bedeutsam waren. Zudem konnen
Motive von anderen nur schwerlich nachvollzogen werden?°4.

Des Weiteren stellt sich die Frage, ob eine solche Einschrankung
im Hinblick auf eine Motivation des Téters in strafrechtlicher Hinsicht
iiberhaupt sinnvoll wire. Das deutsche Strafrecht stellt ein Tat- und
kein Gesinnungsstrafrecht dar. Lautere oder ehrenhafte Motive sind
hier in der Regel irrelevant°s, aufler sie sind ausdriicklich im Straftat-
bestand genannt (,,um...zu“)?°¢. Anders als im Arbeitsrecht, in dem
Motive eine Rolle spielen kénnen, muss im Strafrecht das Vorliegen
von Motiven den Straftatbestinden vorbehalten bleiben, die ausdriick-
lich eine bestimmte Motivation des Taters vorschreiben. Eine Verallge-
meinerung dahingehend, dass ein Whistleblower grundsétzlich ehren-
hafte Motive aufweisen muss, ist gerade im Strafrecht nicht vertretbar.
Zudem sind Motive aus rein praktischer Sicht schwerlich nachzuwei-
sen und damit kaum justiziabel>°7.

Nichtsdestotrotz muss der Whistleblower im Hinblick auf die
Wahrheit der von ihm gemeldeten Tatsachen in gutem Glauben sein.
Fiir Vorsatz und grobe Fahrlassigkeit hinsichtlich der Unrichtigkeit der

202 Thiising/Forst, Beschaftigtendatenschutz, §6 Rn.36; Schulz, Whistleblowing,
S. 52; vgl. auch Ogorek, FS-Weiss, 539, 554.

203 Leisinger, Whistleblowing und Corporate Reputation Management, S. 79.

204 Briegel, Whistleblowing-Systeme, S. 17; vgl. auch Thiising/Forst, Beschiftigtenda-
tenschutz, § 6 Rn. 36.

205 MiiKo-StGB/Joecks, § 16 Rn. 20; Kriimpelmann, ZStW 87 (1975), 888, 891 f.

206 SozB.§17 Abs. 1,2 UWG.

207 Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 36.
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gemeldeten Tatsachen ist kein Platz2°8. Wer absichtlich oder grob fahr-
ldssig falsche Informationen meldet, ist schon begriftlich kein Whistle-
blower, sondern fillt unter Umstédnden unter den negativ besetzten Be-
griff des Denunzianten2®. Der redlich handelnde Whistleblower muss
sorgfiltig priifen, ob die von ihm angezeigten Informationen zuverlds-
sig und zutreffend sind. Wissentlich unwahre oder leichtfertig falsche
Angaben verdienen keinen Schutz2*°.

dd) Inkaufnahme personlicher Nachteile

Deiseroth stellt als weitere Voraussetzung fiir das Vorliegen von
Whistleblowing darauf ab, dass der Whistleblower personliche Nach-
teile in Kauf nehmen muss (,,risk of retribution®). Richtig ist zwar, dass
arbeits-, beamtenrechtliche oder strafrechtliche Konsequenzen bzw.
personliche Nachteile mit einem Hinweis iiber Missstinde einherge-
hen, wenn nicht sogar die Regel sind?**. Allerdings sollten solche nicht
zu einer Voraussetzung des Whistleblowings konstituiert werden.
Schliefllich sollen Regelungen gefunden werden, die gerade Nachteile
fiir Personen, die fiir das Gemeinwohl handeln, verhindern. Trotzdem
sollte gerade auch dann von Whistleblowing gesprochen werden kon-
nen, wenn der Whistleblower keine Nachteile mehr zu fiirchten hat-
te212, wenn also beispielsweise der Schutz von Whistleblowern in den
verschiedenen Bereichen des deutschen Rechts — dhnlich wie in den
USA - in einer solchen Weise gewiéhrleistet ist, dass eine realistische
Inkaufnahme personlicher Nachteile nicht mehr droht. Damit ist nach
dem hiesigen Verstindnis des Whistleblowings die Inkaufnahme jegli-
cher Nachteile nicht von Belang.

208 Bannenberg, Korruption in Deutschland, S.381; vgl. dazu auch Rotsch/Rotsch/
Wagner, Criminal Compliance, § 34 C Rn. 6.

209 Vgl. auch Bannenberg, Korruption in Deutschland, S. 381.

210 Unwahre Anzeigen konnen nicht rechtméflig sein: vgl. dazu EGMR NJW 2011,
3501, 3503; Brock, 6AT 2011, 243, 245; Rotsch/Rotsch/ Wagner, Criminal Compli-
ance, § 34 C Rn. 6; vgl. auch Employment Rights Act 1996: ,,reasonable belief* und
Art. L. 1161-1 Code du travail: ,,bonne foi“.

211 Vgl auch Zimmermann, ArbRAktuell 2012, 58.

212 Vgl hierzu Gutjahr, Whistleblowing im 6ffentlichen Sektor, S. 9.
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ee) Adressat

Beim Hinweisadressaten muss es sich um geeignete Personen oder
Stellen handeln, die den notwendigen Einfluss darauf haben, den
Missstand zu beseitigen oder die diesen Einfluss herstellen konnen.
Eine Unterhaltung mit Kollegen oder Familienmitgliedern, ohne dass
Abhilfe erwartet wird, wird daher nicht ausreichen, um Whistle-
blowing zu bejahen?!3. De Goerge ist dahingehend zu folgen, dass die
Meldung eines Fehlverhaltens dem direkten Vorgesetzten gegeniiber
kein Whistleblowing darstellt. Es handelt sich dabei lediglich um die
Beschreitung des offiziellen Dienstwegs. Erst wenn dieser Dienstweg
umgangen wird und im Rahmen des internen Whistleblowings Hierar-
chieebenen iibersprungen werden und andere organisationsinterne
Stellen oder im Rahmen des externen Whistleblowing organisations-
externe Adressaten benachrichtigt werden, handelt es sich um
Whistleblowing?!4. Hierunter fallen beispielsweise die interne Revisi-
on, die Buchhaltung, der Aufsichtsrat oder der Vorstand?!5.

Es gibt viele Griinde, weshalb sich ein Whistleblower beim inter-
nen Whistleblowing nicht an seinen unmittelbaren Vorgesetzten wen-
den mochte. Ist der Vorgesetzte in die zu meldenden illegalen Hand-
lungen involviert oder bestehen begriindete Zweifel, dass der Vorge-
setzte willens ist, dem Fehlverhalten zu begegnen oder aber fehlt die-
sem die Autoritit, das Fehlverhalten zu beenden, so spricht vieles da-
fur, sich nicht an diesen zu wenden, sondern diese Hierarchieebene zu
tiberspringen oder ganz auf die Beschreitung des Dienstwegs zu ver-
zichten. Der Whistleblower wird sich nicht Risiken aussetzen, wenn er
das Bewusstsein hat, dass die Person oder Stelle, an die er sich wendet,

213 Vgl hierzu Near/Miceli, Journal of Business Ethics 1985, 1, 4; siche ferner Berndt/

Hoppler, BB 2005, 2623, 2624 und Pittroff, Whistle-Blowing-Systeme, S. 10, 14;
Briegel, Whistleblowing-Systeme, S. 16.

214 De George in: Lexikon der Wirtschaftsethik, S.1275; Leisinger, Whistleblowing
und Corporate Reputation Management, S. 27 f.; siehe auch Pittroff, Whistle-Blo-
wing-Systeme, S.10f; Berndt/Hoppler, BB 2005, 2623, 2624; a.A. Biirkle, DB
2004, 2158; Schulz, BB 2011, 629, 630; Simonet, RAA 2013, 236.

215 Vgl nur Briegel, Whistleblowing-Systeme, S. 17.
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nicht ausreichend Macht oder Einflussmoglichkeit hat, den Missstand
zu beenden?.

Im Falle des internen Whistleblowings ist davon auszugehen, dass
die breite Offentlichkeit keine Kenntnis der Organisationsinterna er-
hadlt, weshalb in einem ersten Schritt die Meldung an organisationsin-
terne Meldestellen vorzuziehen ist. Im Falle eines externen Whistle-
blowings ist mit hoher Wahrscheinlichkeit damit zu rechnen, dass frii-
her oder spiter die gemeldeten Tatsachen an die Offentlichkeit gelan-
gen. Die Staatsanwaltschaft setzt zwar ein formliches Verfahren in
Gang, das nicht notwendigerweise der Offentlichkeit zuginglich sein
muss und damit auch die Interessen des Arbeitgebers besser schiitzt als
bei einer Ver6ffentlichung gegeniiber der Presse. Nichtsdestotrotz kon-
nen auch bei staatsanwaltlichen Ermittlungen Interna an die Offent-
lichkeit gelangen. Dasselbe gilt fiir Meldungen gegeniiber zustindigen
Behorden. Bei Presseveroffentlichungen besteht die immense Gefahr,
dass die Veroffentlichung nicht mehr beherrschbar ist und damit kom-
plett aus den Hianden des Whistleblowers und des Empfangers gege-
ben wird?'7. Erst wenn in einem ersten und einem zweiten Schritt alle
innerorganisatorischen und sodann alle behérdlichen Moglichkeiten
ausgeschopft sind, kann eine Meldung an die Medien und die Offent-
lichkeit in Betracht gezogen werden, falls den gemeldeten Missstinden
nicht anders abzuhelfen ist. Diese Abstufung ist von jedem Whistle-
blower einzuhalten.

3. Abgrenzung

Eine sinnvolle Definition des Whistleblowings erfordert ferner eine
Abgrenzung zu anderen Formen der Meldung von Fehlverhalten, um
nicht jede Mitteilung oder Anzeige, aus welchen Motiven auch immer
diese herriihren mag, frithzeitig als Whistleblowing einzustufen. Gera-
de im Hinblick darauf, dass nicht jeder Hinweis nach auflen als schiit-
zenswertes Whistleblowing angesehen werden kann, ist darauf zu ach-

216 Pittroff, Whistle-Blowing-Systeme, S. 14f; Leisinger, Whistleblowing und Corpo-
rate Reputation Management, S. 7o0.
217 BVerfG NJW 1970, 1498, 1501; Brock, 0AT 2011, 243, 246.
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ten, diesen Begriff nicht inflationédr zu verwenden?!8. Durch die oben
genannte Definition wird klar, dass Whistleblowing nichts mit ,,Ruf-
mord® zu tun hat. Ein Hinweisgeber kann aber nur dann auch ein
Whistleblower sein, wenn er weif3, dass die behauptete Tatsache wahr
ist oder er zumindest — ohne grob fahrldssig gehandelt zu haben - in
gutem Glauben an die Wahrheit der Tatsache gehandelt hat. Whistle-
blowing ist vom Denunziantentum sowie vom Einsatz von verdeckten
Ermittlern, V-Personen und investigativ handelnden Journalisten ab-
zugrenzen. Auch ist Whistleblowing von der Verbreitung von Geriich-
ten oder Klatsch und Tratsch zu unterscheiden?s.

a) Denunziation

Whistleblowing ist vom heutigen pejorativen Verstindnis des Begriffes
der verwerflichen Denunziation abzugrenzen. Personen, die auf Unre-
gelmafligkeiten oder Missstinde hinweisen, werden in Deutschland -
im Unterschied zu den Vereinigten Staaten — héufig als Denunzianten,
Nestbeschmutzer oder Verrdter bezeichnet und gelten als illoyal>2,
weswegen die Unterschiede zwischen Whistleblowing und Denunziati-
on genauer untersucht werden miissen. Gerade in Deutschland - im
Unterschied beispielsweise zu den USA?2' — gilt derjenige, der auf
Missstinde hinweist als ,,Spitzel. Dies belegt sowohl der fehlende
Schutz von Whistleblowern auf gesetzlicher Ebene, sowie die Recht-
sprechung der Arbeitsgerichte, die die Meldung von Missstinden an
Auflenstehende als Anlass dafiir sehen, auflerordentliche Kiindigungen
zu bestatigen?22.

218 Vgl. hierzu Leisinger, Whistleblowing und Corporate Reputation Management,

S.15: im Jahre 2003 fand Leisinger bei der Eingabe des Begriffs ,Whistleblowing*
auf der Suchmaschine Google tiber 25.000 Dokumente und Webseiten. Im Febru-
ar 2016 sind es 1.930.000 (Stand: 20. Februar 2016) und im November 2017 be-
reits 2.860.000 (Stand: 27. November 2017).

219 Siehe hierzu auch Pittroff, Whistle-Blowing-Systeme, S. 10.

220 Berndt/Hoppler, BB 2005, 2623; Bannenberg/Jehle/Braasch, Wirtschaftskriminali-
tdt, S. 200; Lohr/Burkatzki/ Leisinger, Wirtschaftskriminalitdt und Ethik, 171, 178;
Nordmann, PH 2006, 49, 50.

221 Vgl dazu nur Miiller, NZA 2002, 424, 425.

222 Vgl jingst im Rahmen des Falles Heinisch: LAG Berlin, Urteil vom 28.03.2006 —
7 Sa 1884/05, abzurufen unter BeckRS 2009, 68064 sowie BAG, Beschluss vom
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Der Ursprung dessen liegt in der Historie Deutschlands des 2o0.
Jahrhunderts. In der Zeit des Nationalsozialismus und auch in der
DDR unter dem Ministerium fiir Staatssicherheit (,,Stasi“) waren Be-
spitzelungen von Biirgern an der Tagesordnung??3. Sie dienten dazu,
Personen, die sich gegen das System aufgelehnt haben oder auflehnen
wollten, ausfindig zu machen und zu eliminieren. Dies geschah oft-
mals durch ,Informanten“>24 aus dem nidheren Umkreis des Verdachti-
gen, die aus Angst um die eigene Existenz oder aufgrund von verspro-
chenen Vorteilen ihre Nachbarn und Verwandten bespitzelten??5. Dass
eine solche Form der Informationsweitergabe zu Recht als negativ auf-
genommen wird und als verwerflich gilt, bedarf in diesem Zusammen-
hang keiner weiteren Erlduterung.

Als eines der jiingsten Beispiele fiir die Gleichsetzung von Whistle-
blowing und Denunziation ist die Bundestagsdebatte vom 19. Januar
2011226 anzubringen, in der anldsslich des Futtermittelskandals tiber
den Informantenschutz diskutiert wurde. Der damalige Geschiftsfiih-
rer der SPD-Fraktion Thomas Oppermann hat sich dabei auf den In-
formantenschutz bezogen und sogar die Bezeichnung ,Whistleblower-
Regelung® verwendet. Dieser Begrift fiel im Zusammenhang mit der
Debatte um Unternehmen, die Dioxin in Futtermittel beimischten und
war bezogen auf diejenigen Arbeitnehmer, die ermutigt werden soll-
ten, ,Meldungen zu machen und zu berichten, wenn in ihrem Betrieb
Gift beigemischt wird, wenn Unzuldnglichkeiten vorhanden sind“. Aus
seiner Sicht ist eine gesetzliche Regelung notwendig, um Arbeitnehmer
zu schiitzen, die solche Skandale melden??”. Der CDU/CSU Abgeord-
nete Peter Bleser entgegnete in seinem Redebeitrag, dass ,Denunzian-

6.06.2007 — 4 AZN 487/06, abzurufen unter BeckRS 2011, 772765 siehe auch Pit-
troff, Whistle-Blowing-Systeme, S. 12.

223 Vgl. auch Bannenberg, Korruption in Deutschland, S.378f; vgl. auch Pittroff,
Whistle-Blowing-Systeme, S. 10.

224 Vgl. Rosbach, CCZ 2008, 101, 104.

225 Vgl. Pittroff, Whistle-Blowing-Systeme, S. 13.

226 Plenarprotokoll der 83. Sitzung des Deutschen Bundestages vom 19. Januar 2011
mit dem Zusatztagesordnungspunkt 1 ,,Abgabe einer Regierungserkldrung durch
die Bundesministerin fiir Erndhrung, Landwirtschaft und Verbraucherschutz:
Verbraucher konsequent schiitzen — Hochstmaf3 an Sicherheit fiir Lebensmittel
gewihrleisten®; Plenarprotokoll 17/83, abzurufen unter http://dip21.bundestag.de
/dip21/btp/17/17083.pdf (letzter Zugrift: 20. Februar 2016).

227 Oppermann, Plenarprotokoll 17/83, S. 9273.
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tenschutz nicht erwiinscht sei??8. Dies zeigt, dass selbst auf hochster
politischer Ebene die Begriffe des ,Whistleblowings“ und des ,,Denun-
ziantentums® noch immer gleichgesetzt werden und keine klare Unter-
scheidung gemacht wird. Dies macht Bleser in seinem Redebeitrag wei-
ter damit deutlich, in dem er Arbeitnehmer, die auf Missstinde hin-
weisen nur darauf reduziert, dass sie den Betriebsfrieden stéren wiir-
den2?.

Dabei handelte es sich bei dem lateinischen Terminus ,,denuncia-
tio“ bis ins 19. Jahrhundert keineswegs um einen negativ behafteten
Begriff?3°. Die denunciatio?3* entsprach als Institut des Prozessrechts
dem heutigen Begriff der Strafanzeige. Auch wurde hierunter eine Rii-
ge oder Angabe verstanden. Die negative Anhaftung verbreitete sich
gegen Ende des 18. Jahrhunderts zundchst im allgemeinen Sprachge-
brauch dahingehend, dass darunter nunmehr eine Verleumdung, eine
offentliche boswillige Ehrabschneidung oder Verachtlichmachung, zu
verstehen war232. Ein Beispiel hierzu lieferte der deutsche Jurist und
Publizist Georg Friedrich Rebmann, der Denunzianten an sich schon
als ,,sehr zweideutig® beschrieb, den anonymen Denunzianten aber
schon als ,vollends das verdchtlichste und gefahrlichste Wesen, das
sich denken lédsst“?33. Die negative Konnotation ist bis heute erhalten
geblieben und findet sich in den aktuellen Worterbiichern wieder234.
Nach dieser Anderung des Begriffsverstindnisses war die Anwendung
auch in den Gesetzen und der Rechtssprache nicht mehr maglich, so

228 Bleser, Plenarprotokoll 17/83, S.9288; vgl. auch Strack, Stellungnahme zu BT-
Drucks. 17/649, S. 5.

229 Bleser, Plenarprotokoll 17/83, S. 9288.

230 Diisel, Gespaltene Loyalitit, S. 27; Hefendehl, FS-Amelung, 617, 631; Sauerland,
DreifSig Silberlinge, S. 224 ff.

231 Siehe hierzu Koch, Denunciatio, S. 1ff;; siche dazu auch Hefendehl, FS-Amelung,
617, 631.

232 Koch, Denunciatio, S. 3; Diisel, Gespaltene Loyalitit, S. 27.

233 Rebmann, Die Wichter der Burg Zion, S. 67; vergleiche auch Koch, Denunciatio,
S.3.

234 So beispielsweise Wahrig, Deutsches Worterbuch unter dem Begriff ,, Denunziati-
on“: ,Anschwirzung, Anzeige aus niedrigen, meist personlichen Beweggriinden®
Ahnlich auch das Deutsche Universalwérterbuch von Duden unter dem Begriff
»denunzieren® (,aus personlichen niedrigen Beweggriinden anzeigen) oder auch
das Handworterbuch der deutschen Gegenwartssprache, welches das ,,Denunzie-
ren” als Anzeige ,,aus egoistischen, opportunistischen Griinden® erklirt.
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dass ,,Denunziation“ durch den neutralen Begriff ,,(Straf-) Anzeige® er-
setzt wurde?3s.

Teilweise wird die Denunziation anhand des Beweggrundes des
Aufdeckenden definiert. Demnach handelt es sich bei der Denunziati-
on um eine freiwillige Mitteilung oder Anzeige aus eigenniitziger bzw.
niederer Gesinnung an eine Stelle, welche eine Verurteilung der ange-
zeigten Person veranlassen oder diese verurteilen soll?36. Zentrales Ele-
ment der Denunziation ist die niedere Gesinnung, die aus Rache, Neid,
Missgunst, Eigennutz oder Gehissigkeit bestehen kann. Gerade diese
niedrige Gesinnung ist im Falle des Whistleblowings nach dem hiesi-
gen Verstdndnis nicht gegeben, selbst wenn der Whistleblower nicht
aus rein altruistischen Griinden handeln muss?37.

Koch?3® lehnt eine allgemeingiiltige Definition des Terminus ,De-
nunziation“ ab und sieht verwerfliche Beweggriinde nicht als allge-
meingiiltiges Abgrenzungsmerkmal. Vielmehr handele es sich bei der
Denunziation um einen vielschichtigen Begriff, der sich einer abstrak-
ten Definition verschlief3e. Es sei eine Vielzahl von Variablen zu be-
riicksichtigen, wie beispielsweise die Schiadigung des Anzeigenden, die
Art der Anzeige (anonym oder offen), die Beweggriinde fiir die Anzei-
ge oder auch bestehende Solidarpflichten zwischen dem Anzeigenden
und dem Angezeigten. Im Ergebnis stellt Koch fest, dass der Begriff
»Denunziation® nicht auf eine allgemeingiiltige Formel gebracht wer-
den kann. Er ndhert sich dem Begriff an, indem er beispielsweise unter
diesem Terminus Anzeigen von einem nicht sanktionswiirdigen Ver-
halten versteht oder aber unverhéltnismaf3ige Anzeigen. Allerdings sei
auch dann von Denunziation zu sprechen, wenn es sich zwar um ein
zu sanktionierendes Verhalten handele, aber die Motivation des Taters
von einer solchen Verwerflichkeit geprigt sei, dass jegliche Sanktions-
wiirdigkeit in den Hintergrund gedrangt werde oder aber wenn Treue-
pflichten zwischen dem Anzeigenden und dem Angezeigten im Hin-

235 Koch, Denunciatio, S. 5 f.

236 Sauerland, Dreifdig Silberlinge, S.224; vgl. auch Hornung, Denunziation, S.21;
Hefendehl, FS-Amelung, 617, 632.

237 Hefendehl hingegen sicht Whistleblower als Personen, die Moral und Recht ver-
mengen und Denunziantenangebote nutzen, um in erster Linie private Probleme
zu 16sen, Hefendehl, FS-Amelung, 617, 632.

238 Koch, Denunciatio, S. 8 ff.
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blick auf die Schwere der Tat nicht im Gleichgewicht stehen?39. So gilt
derjenige als Denunziant, der einen Freund oder Bekannten wegen
einer Lappalie anzeigt, nicht aber derjenige, der ihn wegen eines
schweren Delikts oder eines Kapitaldelikts anzeigt. Ahnlich beschreibt
auch Bannenberg die hinter einer Denunziation liegenden Absichten
mit meist ,,aggressiv-destruktiv sowie mit ungerechten Folgen fiir den
Denunzierten, indem beispielsweise ein privater Konflikt zum Anlass
genommen wird, den Denunzierten durch die Behauptung einer fin-
gierten oder ungerechtfertigten ,.Verfehlung“ anzuzeigen24°.

Der Whistleblower fillt weder in die Definition der Denunziation
noch in die Annéherung Kochs oder Bannenbergs. Zwar muss der
Whistleblower nicht aus primir altruistischen Motiven handeln?41,
doch ist dieser nach dem hiesigen Verstdndnis fern von verwerflicher,
niederer oder aggressiv-destruktiver Gesinnung, wenn er auf Miss-
stinde oder auf Fehlverhalten innerhalb einer Organisation hinweist.
Auch verspricht sich der Whistleblower - im Gegensatz zum Denunzi-
anten — keinen eigenen Vorteil aus der Meldung. Wie schon bei der
Definition des ,Whistleblowings* festgestellt, darf es sich bei dem Hin-
weis nicht um lediglich triviale Missstinde oder Banalitdten handeln,
sondern um solche von einigem Gewicht. Nach dem oben Gesagten
kann vereinfacht gesagt davon gesprochen werden, dass Denunzianten
unehrenhaftes Verhalten an den Tag legen. Whistleblowing stellt nach
der hier vertretenen Definition gerade das Gegenteil unehrenhaften
Verhaltens dar.

Infolgedessen scheuen sich viele potenzielle Whistleblower davor,
als ,Nestbeschmutzer oder ,Denunzianten“ bezeichnet zu werden
oder mit arbeitsrechtlichen oder sonstigen negativen sozialen Konse-
quenzen konfrontiert zu werden, so dass fiir sie ein grofles Bediirfnis
danach besteht, ihre Hinweise auch auf anonyme Art und Weise abge-
ben zu koénnen?42.

239 Koch, Denunciatio, S. 9 f.

240 Bannenberg, Korruption in Deutschland, S. 379; Leisinger beschreibt den Denun-
zianten als Person, die ,von unten“ anstachelt: vgl. Lohr/Burkatzki/Leisinger,
Wirtschaftskriminalitat und Ethik, 171, 172.

241 So aber Deiseroth, Berufsethische Verantwortung in der Forschung, S.233; vgl.
schon oben in Abschnitt C. I. 2.f) cc).

242 Vgl. von Pelchrzim, CCZ 2009, 25, 25 f.

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

|. Begriffsdefinition des Whistleblowing

b) Beteiligte an einer Tat, inshesondere der Kronzeuge im Sinne des § 46 b
StGB

In der Literatur gilt es als selbstverstandlich, dass Whistleblower frem-
de Verhaltensweisen melden, nicht aber solche, an denen sie selbst be-
teiligt waren. Hintergrund dessen ist, dass Whistleblower teilweise als
»ethische Dissidenten 243 oder als Personen mit besonderer Zivilcoura-
ge angesehen werden?44. Rotsch und Wagner hingegen vertreten die
Auffassung, dass eine solche Einschriankung nicht vorgenommen wer-
den sollte, da die Aussage eines an der Tat Beteiligten glaubhafter ist,
als die eines vollig Unbeteiligten. Weiter sollten selbst diejenigen Hin-
weisgeber, die allein eigenes illegales, unmoralisches oder illegitimes
Verhalten anzeigen, als Whistleblower gelten45. Es leuchtet nicht ein,
weshalb nicht auch ein an der Tat Beteiligter zum Whistleblower wer-
den kann. Die Motive, die ihn zu einer Anzeige bewegt haben, kénnen
auch hier solche der Reue sein, wobei egoistische Motive — beispiels-
weise einer erhofften Strafmilderung - nicht schaden?46. So kann er
aufgrund eines Gewissenskonflikts handeln und aus einem kriminel-
len Umfeld aussteigen wollen oder kann an einer unbedeutenden Tat
mitgewirkt haben und hat zu einem spiteren Zeitpunkt die wahre Di-
mension seiner Beteiligung innerhalb einer Organisation entdeckt?47.
Zumindest in strafrechtlicher Hinsicht ist Schutzbediirftigkeit zu beja-
hen, da diese Personen wichtige Informationen zur Aufdeckung von
Straftaten oder Missstinden mitteilen43.

Dies fithrt zu dem Begriff des Kronzeugen. Im angloamerikani-
schen Sprachgebrauch werden Tater oder Beteiligte einer Straftat, die
gegen Zusicherung von Straffreiheit als Zeuge oder Hauptzeuge einer
Anklage im Strafprozess auftreten, an der sie selbst beteiligt waren,

243 Deiseroth, Zivilcourage lernen, S. 125; vgl. z.B. Zimmermann, ArbRAktuell 2012,
58.

244 Deiseroth, Zivilcourage lernen, S. 125; vgl. auch Rotsch/Rotsch/ Wagner, Criminal
Compliance, § 34 CRn. 8.

245 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 8.

246 Wie in Abschnitt C. L. 2.f) cc) dargestellt, sind die Motive des Whistleblowers
nach der hiesigen Definition allerdings nicht von Belang.

247 Bannenberg, Korruption in Deutschland, S. 380.

248 Inwiefern arbeitsrechtlicher Schutz vor Kiindigung zu gewiéhrleisten ist, ist nicht
Gegenstand der hiesigen strafrechtlichen Auseinandersetzung. Vgl. auch Bannen-
berg, Korruption in Deutschland, S. 385.
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Kronzeugen genannt*#. Der Begriff stammt aus dem englischen ,to
give evidence for the Crown® In der britischen Monarchie tdtigte der
Zeuge seine Aussage gegeniiber dem Staatsanwalt, der im Namen des
Monarchen die Anklage vor Gericht vortrug?s°. Die folgenden Ausfiih-
rungen sollen aufzeigen, welche Gemeinsamkeiten und Unterschiede
zwischen Whistleblowern und Kronzeugen bestehen.

Am 1. September 2009 trat § 46 b StGB in Kraft, welcher auch als
»grof3e Kronzeugenregelung“ bezeichnet wird?s!. Bis dato gab es in
Deutschland keine allgemeingiiltige Kronzeugenregelung?s2. Mit Wir-
kung zum 1. August 2013 wurde §46b Abs.1 StGB durch das 46.
Strafrechtsianderungsgesetz dahingehend gedndert, dass die vom
Kronzeugen gemeldete Tat nach § 100a Abs. 2 StPO mit der von ihm
selbst begangenen Anlasstat im Zusammenhang stehen muss?53.

Es handelt sich bei dieser Kronzeugenregelung um eine Strafzu-
messungsvorschrift, die fiir kooperationsbereite Téter einen Anreiz
schaffen soll, ihr Wissen iiber eine Tat den Strafverfolgungsbehorden
mitzuteilen, um Aufkldrungshilfe oder Priventionshilfe zu leisten, da
gerade im Bereich der organisierten oder organisationsinternen Kri-
minalitdt die Mitarbeit von Insidern fiir die Aufkldrung von Straftaten
unerlésslich ist?54. Hier wird die erste Gemeinsamkeit zwischen Kron-
zeugen und Whistleblowern sichtbar, denn durch sie kommen Infor-

249 Siehe hierzu http://www.duden.de/rechtschreibung/Kronzeuge (letzter Zugriff:
25. September 2017).

250 https://de.wikipedia.org/wiki/Kronzeuge (letzter Zugriff: 25. September 2017).

251 SK-StGB/Wolters, § 46b Rn. 1; neben den bis dahin bestehenden ,kleinen Kron-
zeugenregelungen® in §§ 31 BtMG, 129 Abs. 6, 129 a Abs. 7 StGB sowie den frithe-
ren vor Einfithrung des § 46b StGB geltenden § 261 Abs.10 StGB; vgl. auch
MiiKo-StGB/Maier, § 46 b Rn. 1.

252 MiiKo-StGB/Maier, § 46 b Rn. 6.

253 Zunichst wurde auf einen solchen Zusammenhang zwischen der aufzukldrenden
und der dem Kronzeugen vorgeworfenen Tat verzichtet. Durch das Erfordernis
des Zusammenhangs soll ein Einklang hergestellt werden zwischen der Privilegie-
rung des Kronzeugen durch die Strafmilderung und dem Grundsatz des schuld-
angemessenen Strafens in dem Sinne, dass ein Bezug hergestellt wird zwischen
der offenbarten Tat und derjenigen des Kronzeugen; vgl. dazu BGH StV 2014,
619, 619f; vgl. auch MiiKo-StGB/Maier, § 46b Rn.1 und 11; eingehend dazu
auch Peglau, NJW 2013, 1910, 1910f.

254 Lackner/Kihl/Kiihl, StGB, § 46b Rn. 1; SK-StGB/Wolters, § 46b Rn. 2; iiber die
Effektivitdt einer solchen Regelung in Bezug auf die Aufklarung von organisierter
Kriminalitit herrschen Zweifel, siehe hierzu exemplarisch Hassemer, StV 1989,
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mationen iiber u.a. Straftaten ans Tageslicht, die sonst im Verborgenen
geblieben wiren. Damit helfen sowohl Kronzeugen als auch Whistle-
blower bei der Verhinderung und Aufklirung von Straftaten. Beide
tun dies aus freien Stiicken?ss. Allerdings stehen die egoistischen Moti-
ve des Kronzeugen im Vordergrund, denn er verspricht sich durch die
Offenbarung eine Strafmilderung, wihrend der Whistleblower in der
Mehrzahl der Fille nicht primdr aus egoistischen Motiven handelt?56.
Eine weitere Gemeinsamkeit ist der gegeniiber der eigenen Organisati-
on begangene Treubruch sowie der damit einhergehende Interessen-
konflikt, sei es gegeniiber dem eigenen Arbeitgeber oder der kriminel-
len Vereinigung?s7. Ein solcher Treubruch entsteht, weil der Whistle-
blower sich nicht anders zu helfen weif3, als den Missstand zu melden.
Der Whistleblower hat namlich nicht die Macht, dem von ihm gemel-
deten Missstand selbst abzuhelfen. Beim Kronzeugen hingegen ist es
aber denkbar, dass es sich um den Kopf einer Bande handelt, der zwar
sehr wohl dazu in der Lage ist, die von seiner Organisation oder Bande
begangenen Straftaten zu unterbinden, sich aber entschliefit, die be-
gangenen Straftaten zu melden, um in den Genuss einer Strafmilde-
rung zu kommen.

Bei der Anlasstat des Kronzeugen muss es sich um eine der mittle-
ren oder schweren Kriminalitit handeln, wobei diese nicht lediglich
mit Geldstrafe nach § 40 Abs. 1 StGB oder mit Freiheitsstrafe von nur
einem Monat nach § 38 Abs. 2 StGB bedroht sein darf258. Auf eine
enumerative Aufzahlung bestimmter Straftaten wurde dabei verzichtet.
Damit der Kronzeuge von der Strafmilderung profitieren kann, muss
er nach § 46b Abs.1 S.1 Nr.1 oder Nr.2 StGB dazu beitragen, dass
eine Straftat nach § 100a Abs. 2 StPO aufgedeckt oder verhindert wer-
den kann. Hintergrund dieser gesetzgeberischen Beschrankung auf die
Katalogtaten ist, dass es sich dabei um Straftaten handelt, die in beson-

72, 80; SK-StGB/Wolters, § 46 b Rn. 6; MiiKo-StGB/Maier, § 46 b Rn. 1; vgl. auch
NK-StGB/Streng, § 46 b Rn. 2; Schonke/Schroder/Kinzig, § 46b Ra. 1.

255 SK-StGB/Wolters, § 46b Rn. 22; MiiKo-StGB/Maier, § 46b Rn. 25; Fischer, StGB,
§ 46b Rn. 12.

256 Selbst wenn der Hinweisgeber aus eigenniitzigen Motiven handeln sollte, so kann
er dennoch Whistleblower sein, siehe hierzu schon Abschnitt C. I. 2.f) cc).

257 Frank/Titz, ZRP 2009, 137, 138; Lutterbach, Whistleblowing, S. 40.

258 Konig, NJW 2009, 2481; SK-StGB/Wolters, § 46b, Rn.7; MiiKo-StGB/Maier,
§ 46b Rn. 12 und 15.
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derem Mafle in organisierten Strukturen begangen werden?s9, wie bei-
spielsweise die Geld- und Wertzeichenfalschung nach §§ 146, 151
StGB oder die Bestechlichkeit und Bestechung im geschiftlichen Ver-
kehr nach § 299 StGB. Hier wird zum einen sichtbar, dass die Institute
Kronzeuge und Whistleblowing Instrumente im Kampf gegen bei-
spielsweise Korruption oder ,,schwarze Kassen“ sein kénnen und dabei
helfen konnen, interne Absprachen aufzukliren oder Beziehungsge-
flechte aufzudecken?®°. Damit wird aber auch ein Unterschied zum
Whistleblower sichtbar, denn der Anzeigegegenstand beim Whistle-
blowing ist nicht auf einen enumerativ aufgezahlten Deliktsbereich be-
grenzt, sondern bezieht sich nach der hier verwendeten Definition auf
den weiten Begriff der Missstinde im Sinne eines professional dissent
bzw. auf Handlungen, die Gefahren fiir bestimmte Rechtsgiiter darstel-
len kénnen2¢*.

Wihrend der Kronzeuge bei der Wahl seines Adressaten auf Straf-
verfolgungsbehérden beschrankt ist>62, hat der Whistleblower einen
weiteren Adressatenkreis, an den er Missstinde melden kann. Allen
voran ist hierbei an die Weitergabe an organisationsinterne Stellen zu
denken, was bei einem Kronzeugen denknotwendig ausgeschlossen ist,
da es sich schon begrifflich um keinen Kronzeugen mehr handeln
wiirde. Damit entfillt fiir den Kronzeugen auch die Moglichkeit der
anonymen Weitergabe von Informationen, die dem Whistleblower
sehr wohl méglich ist. Grund hierfiir ist, dass eine Mitteilung des
Kronzeugen nur dann vorliegt, wenn er sich zu seinen Angaben be-
kennt oder ihm diese Angaben zweifelsfrei zugeordnet werden kon-
nen. Anonyme Hinweise sind dem Kronzeugen verwehrt263.

Ein ebenfalls nicht aufSer Acht zu lassender Unterschied ist, dass
der Whistleblower im Gegensatz zum Kronzeugen nicht durch eine ei-
gens fiir ihn normierte Strafmilderungsvorschrift privilegiert ist.

259 SK-StGB/Wolters, § 46 b, Rn. 11; NK-StGB/Streng, § 46 b Rn. 8.

260 Vgl. dazu Volk, NJW 1996, 879.

261 Vgl oben Abschnitt C. I. 2. f) bb).

262 Schonke/Schroder/Kinzig, § 46 b Rn. 10; Fischer, StGB, § 46b Rn. 11.

263 MiiKo-StGB/Maier, § 46 b Rn. 21; Schonke/Schroder/Kinzig, § 46b Rn. 10; dassel-
be gilt fiir Kronzeugen im Rahmen des Betdubungsmittelstrafrechts, vgl. Kérner/
Patzak, BtMG, § 31 Rn. 18.
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Zusammenfassend ist festzustellen, dass § 46 b StGB Elemente des
Whistleblowings enthalt. Allerdings ist der Anwendungsbereich der
Kronzeugenregelung deutlich enger als beim Whistleblowing. Insbe-
sondere der eng begrenzte Anzeigegegenstand sowie der abgeschlosse-
ne Adressatenkreis zeigen auf, dass die Begriffe Whistleblowing und
Kronzeugen nicht zwangsldufig deckungsgleich sein miissen, sich aber
durchaus tiberschneiden kénnen. Der Kronzeuge kann Whistleblower
sein, allerdings ist nicht jeder Whistleblower auch Kronzeuge.

¢) Verdeckter Ermittler

Whistleblower sind auch von verdeckten Ermittlern zu unterscheiden.
Verdeckte Ermittler sind Beamte des Polizeidienstes, die unter einer
Legende, also einer auf Dauer angelegten verdnderten Identitdt, in
einem Strafverfahren ermitteln, § 110a Abs. 2 S.1 StPO2%4. Diese ge-
ben sich als Teil einer Organisation aus, verfolgen jedoch in Wirklich-
keit von vornherein nicht das Ziel, tatsachlich Teil der Organisation zu
werden, sondern zielen von Anfang an darauf ab, Ermittlungen inner-
halb der Struktur durchzufithren2¢s. Dies ist bei einem Whistleblower,
der zu einem echten Teil der Organisation wird und der nicht von Be-
ginn seiner Tatigkeit an das Ziel hat, intern zu ermitteln, nicht der Fall.
Der Whistleblower hat bei Beginn seiner Tatigkeit auch keine Kennt-
nis von internen Missstinden und tritt schon gar nicht unter einer ver-
anderten Identitdt auf.

d) V-Personen

Ebenso sind V-Personen (auch ,Vertrauenspersonen®, ,V-Minner®
oder ,V-Leute® genannt) vom Whistleblower zu unterscheiden. Unter
einer V-Person versteht man nach Anlage D (Punkt I. 2.2) zu den
Richtlinien fiir das Strafverfahren und das Bufgeldverfahren (RiStBV)
»eine Person, die, ohne einer Strafverfolgungsbehérde anzugehoren,
bereit ist, diese bei der Aufklirung von Straftaten auf lingere Zeit ver-

264 SSW-StPO/Eschelbach, § 110a Rn. 2; Beulke, Strafprozessrecht, § 12 Rn. 267; KK-
StPO/Bruns, § 110a Rn. 5.
265 Hefendehl, FS-Amelung, 617, 619.
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traulich zu unterstiitzen, und deren Identitdt grundsitzlich geheim ge-
halten wird“266.

V-Personen haben mit Whistleblowern gemeinsam, dass beide
zwar ein Interesse daran haben, ihre Identitdt geheim zu halten. Doch
besteht das Interesse des V-Mannes darin, seine Identitdt gegeniiber
der Offentlichkeit nicht preiszugeben, wihrend der zustindige Sachbe-
arbeiter innerhalb der Strafverfolgungsbehorde sehr wohl die Identitat
seines V-Mannes kennt. Der Whistleblower hingegen wird oft auch
kein Interesse daran haben, seine Identitit gegeniiber den zustindigen
Behorden offenzulegen. Des Weiteren wird ein Whistleblower weder
regelméflig noch gelegentlich titig. Seine Meldung bleibt zumeist ein
Einzelfall.

e) Investigativer Journalismus

Investigativer Journalismus stellt ebenfalls keine Unterform des
Whistleblowings dar. Undercover titige Journalisten*7 weisen keine
Verbindung zur betroffenen Organisation auf und sind keine Organi-
sationsinsider2®8. Es handelt sich, dhnlich wie bei einem verdeckten Er-
mittler, um eine externe Person, die sich unter einem Vorwand in eine
Organisation einschleicht, um Informationen zu sammeln®%. Diese
hat ebenfalls ein professionelles Interesse an einer Enthiillung. Auch
hier handelt es sich nicht um Whistleblower, da — dhnlich einem ver-
deckten Ermittler — von vornherein kein Interesse daran besteht, ein
echter Teil der Organisation zu werden, sondern vielmehr, Ermittlun-
gen anzustellen. Hier konnen dieselben ablehnenden Argumente wie
bereits oben beim verdeckten Ermittler angebracht werden.

266 Vgl. ferner BGH NJW 1984, 247; KK-StPO/Senge, Vor § 48 StPO Rn. 54; vgl. dazu
auch SSW-StPO/Eschelbach, §110a Rn.11; Beulke, Strafprozessrecht, §21
Rn. 423.

267 So z.B. Giinther Wallraff, der sich als Journalist ,,Hans Esser ausgab und bei der
BILD-Redaktion in Hannover recherchierte, Wallraff, Der Aufmacher, S. 14 ff.

268 Vgl auch Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 1
Rn. 24.

269 Leisinger, Whistleblowing und Corporate Reputation Management, S. 37.
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f) Geriichte und Klatsch

Beim alltdglichen Klatsch handelt es sich um negative Darstellung von

Charaktereigenschaften einer nicht anwesenden Person?7°. Geriichte

sind unbestitigte Tatsachen (keine Meinungsduflerungen) iiber ein

Geschehnis, eine Person oder iiber eine vermeintlich drohende Gefahr,
die trotz ungewissen Wahrheitsgehalts weitererzahlt werden?7!. Damit

wird eine offentliche Meinung geschaffen, gegen die sich der Betroffe-
ne kaum wehren kann und die von ihm als bedrohlich angesehen wird,
da der Urheber des Geriichts unbekannt ist?72. Personen, die Gertichte

und Klatsch in die Welt setzen, verfolgen eigene Interessen oder wollen

Feindseligkeiten schiiren®73. Das Whistleblowing ist hiervon abzugren-
zen, da hierbei tatsdchlich beobachtete Sachverhalte mitgeteilt werden

sollen, nicht lediglich unbestitigte Geschehnisse oder vermeintliche

Gefahren. Der Anzeigende kann nach dem hier vertretenen Whistleb-
lowerbegriff nur dann als Whistleblower gelten, wenn er weder vor-
satzlich noch leichtfertig falsche Informationen weiterleitet.

Ein Geriicht soll verbreitet werden und nach Méoglichkeit eine
Vielzahl von Adressaten erreichen. Gerade das ist dem Whistleblowing
fremd, da hier die Tatsache an eine bestimmte Stelle oder Person ge-
richtet ist, nicht mit dem Ziel der Verbreitung, sondern der Beendi-
gung des Missstandes. Freilich lasst sich nicht immer vermeiden, dass
der Hinweis eines Whistleblowers publik wird und sich ,herum-
spricht® oder in der Presse erscheint und damit einer breiten Masse zu-
ganglich wird?74. Dies ist aber nur ein Nebeneffekt des Whistle-
blowings, der aus Sicht des Whistleblowers notwendig ist, um sein
letztendliches Ziel zu erreichen.

270 Leisinger, Whistleblowing und Corporate Reputation Management, S. 35.

271 Scheele, Das jiingste Gerticht, S. 91; siehe auch http://www.duden.de/rechtschreib
ung/Geruecht (letzter Zugriff: 20. Februar 2016).

272 Sauerland, Dreiflig Silberlinge, S.219; vgl. auch Leisinger, Whistleblowing und
Corporate Reputation Management, S. 34 f.

273 Vgl Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 1
Rn.22f.

274 Siehe hierzu die oben aufgefiihrten beispielhaften Félle unter Abschnitt B.
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Il. Arbeitsdefinition

Beim Whistleblower handelt es sich nach der hiesigen Arbeitsdefiniti-
on damit um:

»Eine Person innerhalb einer privaten oder staatlichen Organisation, die
interne Informationen iiber illegales oder illegitimes Handeln dieser Or-
ganisation, ihrer Vorgesetzter oder ihrer Mitarbeiter an interne oder ex-
terne Stellen offen oder anonym meldet ohne dabei den offiziellen
Dienstweg zu beschreiten. Dabei kann es sich auch um Personen handeln,
die eng mit der jeweiligen Organisation verbunden sind. Der Meldende
darf hierbei nicht selbst die Moglichkeit besitzen, diesem Missstand abzu-
helfen. Der Adressat hingegen muss eine Stelle oder Person sein, die diese
Abhilfeméoglichkeit besitzt. Anzeigegegenstand kénnen neben illegalen
Verhaltensweisen auch illegitime oder unmoralische, aber keine rein tri-
vialen Verstofle sein. Die Motive des Whistleblowers spielen dabei keine
Rolle, so dass vor allem nicht lediglich altruistisch motivierte Meldungen
zu verlangen sind. Auch muss der Whistleblower keine persdnlichen
Nachteile in Kauf nehmen, selbst wenn diese in den meisten Fillen eine
unausweichliche Konsequenz sind.“
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Im Folgenden wird die bisherige Rechtslage in Deutschland im Hin-
blick auf das Phanomen ,Whistleblowing® dargestellt. Zunachst wird
die Rechtslage aus verfassungsrechtlicher Sicht beleuchtet und Grund-
rechte herausgearbeitet, auf die sich der Whistleblower stiitzen kann.
Sodann wird die Situation nach geltendem Recht fiir Beamte und An-
gestellte, also aus offentlich-rechtlicher sowie aus arbeitsrechtlicher
Sicht dargestellt. Auch sollen einige wichtige Gerichtsurteile exempla-
risch aufgezeigt werden. Des Weiteren werden die bisher vorgeschlage-
nen Gesetzesentwiirfe dargestellt. Im Anschluss daran wird die Rechts-
lage von Whistleblowern in den USA und in Grofibritannien beleuch-
tet.

Am 5. Juli 2016 trat die Richtlinie 2016/943 des Européischen Par-
laments und des Rates iiber den Schutz vertraulichen Know-Hows und
vertraulicher Geschiftsinformationen (Geschiftsgeheimnisse) vor
rechtswidrigem Erwerb sowie rechtswidriger Nutzung und Offenle-
gung in Kraft. Um den Umfang der von dieser Richtlinie ausgehenden
Anderungen in Bezug auf den Begriff des Geschiftsgeheimnisses als
auch auf die Strafbarkeit des Whistleblowers beleuchten zu kénnen, ist
es notwendig, zunichst die Regelungen nach deutschem Recht sowie
die Strafbarkeitsrisiken des Whistleblowers darzustellen. Auf die EU-
Richtlinie wird sodann in Abschnitt G. eingegangen.

I. Rechtslage in Deutschland

In Deutschland gibt es keine spezifischen Whistleblower-Gesetze oder
Gesetze, die ausdriicklich den Schutz von Whistleblowern normieren.
Vielmehr ist beim Whistleblowing eine Vielzahl verschiedener Gesetze
tangiert, je nachdem unter welchen konkreten Umstanden ein Hinweis
abgegeben wird. Des Weiteren gibt es im deutschen Recht eine Viel-
zahl einzelner gerichtlicher Entscheidungen, die es einem potenziellen
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Whistleblower schwierig machen vorauszusehen, ob und wie sein Hin-
weis bewertet und gegebenenfalls sanktioniert werden konnte. Gerich-
te greifen bei ihren Entscheidungen auf allgemeine Grundsitze zuriick,
so dass sich fiir den Whistleblower eine Rechtsunsicherheit ergibt?7s.
Dem hilft auch das Bestehen einiger einzelner normierten Anzeige-
rechte nicht ab, die tiberwiegend lediglich innerbetriebliche Anzeige-
rechte gestatten. Eine allgemeine Normierung fiir den (strafrechtlichen)
Schutz von Whistleblowern besteht nicht.

Im folgenden Abschnitt soll aufgezeigt werden, welche Gesetze
von Whistleblowing in ihrem Regelungsbereich beriihrt werden sowie
ein Uberblick iiber die bisher ergangenen gerichtlichen Entscheidun-
gen in Bezug auf Fille des Whistleblowings in Deutschland gegeben
werden. Bisher waren iiberwiegend Arbeitsgerichte mit Fragen rund
um das Whistleblowing beschaftigt mit dem Ergebnis, dass sich die
Rechtsprechung dahingehend entwickelt hat, dass Whistleblower sich
zunéchst intern an ihren Arbeitgeber richten miissen, bevor sie sich an
die Offentlichkeit oder an Behorden wenden.

1. Verfassungsrechtliche Grundlagen des Whistleblowings

Grundrechte sind in ihrer subjektiv-rechtlichen Dimension in erster
Linie Abwehrrechte des Biirgers gegen den Staat und seine hoheitli-
chen Angriffe. Sie wehren also primér Staatsmacht ab?76. Sie entfalten
zundchst keine direkte horizontale Wirkung fiir das Verhiltnis zwi-
schen Privatpersonen®77. Grundrechte sichern zudem eine ,,objektive
Werteordnung“>7® bzw. verkérpern ,objektivrechtliche Wertentschei-
dungen®?7¢ und haben somit neben der subjektiv-rechtlichen auch eine
objektiv-rechtliche Dimension.

275 Vgl. Deiseroth, Zivilcourage lernen, S. 131.

276 Sodan/Ziekow, Offentliches Recht, § 22 Rn. 3; Stern, Staatsrecht Band III/1, § 65
IV 2, S. 558 {f,; Diisel, Gespaltene Loyalitit, S. 66.

277 Diisel, Gespaltene Loyalitit, S.66; Schulz, Whistleblowing, S.70f; Groneberg,
Whistleblowing, S. 211.

278 BVerfGE 7, 198, 205; vgl. auch Diisel, Gespaltene Loyalitit, S. 67.

279 BVerfGE 77, 170, 214.
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Dies hat zur Folge, dass die Wertentscheidungen der Grundrechte
und damit ihr Kerngehalt mittelbar auch zwischen Privatpersonen gel-
ten (,,mittelbare Drittwirkung der Grundrechte®) und damit auf das
Privatrecht ausstrahlen. Diese Ausstrahlungswirkung kommt im Zi-
vilrecht durch Generalklauseln zum Vorschein, die verfassungskon-
form ausgelegt werden konnen. Zu diesen Normen gehoren § 138
Abs. 1 BGB in Bezug auf die Sittenwidrigkeit, § 242 BGB hinsichtlich
des Begriffs Treu und Glauben oder aber § 826 BGB im Hinblick auf
die vorsitzliche sittenwidrige Schiadigung?$°. Im Rahmen von Kiindi-
gungen von Arbeitnehmern kénnen Grundrechte mittelbar bei Prii-
fung der Kiindigungsgriinde nach §§ 1 KSchG, 626 BGB Geltung er-
langen?8t. Greift der Kiindigungsschutz nicht, so sind die Arbeitneh-
mer nicht schutzlos gestellt, sondern durch die Generalklauseln der
§§ 138, 242 BGB vor einer sitten- und treuwidrigen Ausiibung des
Kiindigungsrechts des Arbeitgebers geschiitzt.

Anders als im Privatrecht sind Grundrechte im Rahmen des Straf-
rechts nicht nur auf eine Ausstrahlungswirkung reduziert. In den Arti-
keln 101 ff. GG sind die sogenannten Justizgrundrechte normiert, die
sowohl das strafgerichtliche Verfahren als auch zum Teil die Gestal-
tung oder die Anwendung des materiellen Strafrechts anbelangen. Im
Hinblick auf das materielle Recht werden nur die Abschaffung der To-
desstrafe nach Art. 102 GG und der Grundsatz des Art. 103 Abs. 2 GG
(»nullum crimen, nulla poena sine lege“ — Kein Verbrechen, keine Strafe
ohne Gesetz) geregelt?82. Unter Strafen im Sinne des Art. 103 Abs. 2
GG versteht man missbilligende hoheitliche Reaktionen auf ein
schuldhaftes Verhalten33. Der Staat tritt im Strafrecht dem Biirger in
einem Uber- und Unterordnungsverhiltnis gegeniiber, so dass es sich
beim Strafrecht um einen Teil des 6ffentlichen Rechts handelt. Dieses
teilt sich in die drei Gebiete materielles Strafrecht, Strafverfahrensrecht
und Strafvollstreckungsrecht auf?84. Neben das im Strafgesetzbuch ge-

280 Sodan/Ziekow, Offentliches Recht, §22 Rn.14ff; Diisel, Gespaltene Loyalitt,
S. 67.

281 Diisel, Gespaltene Loyalitit, S. 67.

282 Tiedemann, Verfassungsrecht und Strafrecht, S. 2 f.

283 BVerfGE 26, 186, 204; vgl. auch Maunz/Diirig/Schmidt-Afimann, GG, Art. 103
Rn. 164.

284 MiiKo-StGB/Joecks, Einleitung zum Strafgesetzbuch Rn. 7.
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regelte Kernstrafrecht tritt das in einer Vielzahl verschiedener Gesetze
enthaltene Nebenstrafrecht. Hierbei handelt es sich um Gesetze, die
nicht nur Strafvorschriften enthalten, sondern zum Teil wirtschafts-
und verwaltungsrechtliche Regelungen, wie das Betdubungsmittelge-
setz (BtMG), die Abgabenordnung (AO) oder das Gesetz gegen den
unlauteren Wettbewerb (UWG). Wie fiir das Kernstrafrecht gilt auch
fur das Nebenstrafrecht der Allgemeine Teil des Strafgesetzbuches, so-
weit nicht in den nebenstrafrechtlichen Gesetzen etwas anderes be-
stimmt ist?85.

Grundrechte begrenzen teilweise die Strafbarkeit des Verhaltens,
so zum Beispiel die Meinungsfreiheit die Straftatbestinde gegen die
Ehre?86. Auch sonst sind Richter verpflichtet, im Rahmen einer gege-
benenfalls verfassungskonformen Auslegung der entsprechenden Vor-
schriften diese mit dem Grundgesetz in Einklang zu bringen.

Auch Whistleblower sind Adressaten von Grundrechten. In Be-
tracht kommen die Grundrechte der Meinungsauferungsfreiheit, das
Petitionsrecht sowie Art.2 Abs.1 GG in Verbindung mit dem Rechts-
staatsprinzip.

Arbeitnehmer konnen sich - wie oben bereits gezeigt — bei Ver-
stoflen des Arbeitgebers nicht direkt auf Grundrechte berufen, son-
dern sind auf die Geltendmachung einfachgesetzlicher Mittel be-
schrankt.

Beamte genieflen zwar auch Grundrechtsschutz, doch sind sie in
der Wahrnehmung ihrer Grundrechte insoweit beschrinkt, als dies fiir
die Erhaltung eines funktionierenden Beamtenkérpers notwendig
ist?87. Sie unterliegen besonderen Dienstpflichten, die tiber die allge-
meinen Pflichten des Biirgers hinausgehen. Diese sind in §§ 6o ff.
BBG, 33 ff. BeamtStG geregelt*®8. Nach der fritheren Lehre vom be-
sonderen Gewaltverhiltnis galten Grundrechte nicht im Dienstbe-
trieb. Seit der Strafvollzugentscheidung des Bundesverfassungsge-

285 MiiKo-StGB/Joecks, Einleitung zum Strafgesetzbuch Rn. 9 f.

286 MiiKo-StGB/Joecks, Einleitung zum Strafgesetzbuch Rn. 17.

287 BVerfGE 39, 334, 366 f; Gutjahr, Whistleblowing im 6ffentlichen Sektor, S. 35;
vgl. auch Schnellenbach, Beamtenrecht, § 7 Rn. 1; Wichmann/Langer/ Wichmann,
Offentliches Dienstrecht Rn. 12.

288 Schnellenbach, Beamtenrecht, § 7 Rn. 1; Wichmann/Langer/ Wichmann, Offentli-
ches Dienstrecht Rn. 16.
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richts?® ist diese Lehre iiberholt. Grundrechte binden alle Staatsgewal-
ten als unmittelbar geltendes Recht (Art. 1 Abs.3 GG). Eine andere
Ansicht sieht eine uneingeschrinkte Geltung von Grundrechten
nicht nur im Grundverhiltnis des Beamten, sondern auch im Dienst-
verhiltnis?°. Eine solche Ausweitung des Grundrechtsschutzes fiihrt
aber zu einer Behinderung der Funktionsfihigkeit der Verwaltung, da
Beamte sich hinsichtlich dienstlicher Anordnungen auf sie berufen
konnten29t.

Nach heutiger Ansicht ist zu unterscheiden zwischen Mafinahmen,
die den Beamten als Individualrechtsobjekt treffen und solchen, die
sich an ihn als Amts- oder Organwalter richten. Im letzteren Fall han-
delt der Beamte nicht fiir sich personlich als Individuum, sondern fiir
die Behorde, mit der er ein Dienstverhdltnis eingegangen ist*92. Doch
ist im Beamtenverhéltnis nur eine Einschrinkung von Grundrechten
maoglich, nicht ein Grundrechtsverzicht, weil diese nicht dispositiv
sind293. Die Beamten befinden sich in einem Sonderstatusverhaltnis,
welches eine Einschrankung der Grundrechte zwar grundsitzlich er-
laubt. Mit Art. 33 Abs. 5 GG besteht durch die hergebrachten Grund-
sitze des Berufsbeamtentums eine Grundrechtsschranke fiir Beamte.
Fir die Einschrinkung bedarf es noch einer einfachgesetzlichen
Grundlage?94. Bei Grundrechten mit einem Gesetzesvorbehalt folgt die
Einschriankung aus den Beamtengesetzen selbst. Fehlt ein Gesetzesvor-
behalt, so folgt die Einschrankung direkt aus Art. 33 Abs. 5 GG95. Ma-
chen Beamte von einem ihnen zustehenden Grundrecht Gebrauch, so
kann dies mit den hergebrachten Grundsitzen des Berufsbeamten-

289 BVerfGE 33, 1, 9ff; Wichmann/Langer/Wichmann, Offentliches Dienstrecht
Rn. 13; Schnellenbach, Beamtenrecht, § 7 Rn. 2.

290 Teufel, ZBR 1981, 20, 26 f,; Rottmann ZBR 1983, 77, 86 ff,; vgl. hierzu auch Wich-
mann/Langer/ Wichmann, Offentliches Dienstrecht Rn. 14.

291 Wichmann/Langer/ Wichmann, Offentliches Dienstrecht Rn. 14.

292 Wichmann/Langer/ Wichmann, Offentliches Dienstrecht Rn. 15.

293 Schnellenbach, Beamtenrecht, § 7 Rn. 2.

294 Gutjahr, Whistleblowing im offentlichen Sektor, S.37; vgl. auch Miiller, NZA
2002, 424, 426; Schulz, Whistleblowing, S. 115.

295 Schnellenbach, Beamtenrecht, § 7 Rn. 2; Gutjahr, Whistleblowing im 6ffentlichen
Sektor, S. 37.
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tums kollidieren, so dass es einer Giiterabwédgung im Wege der prakti-
schen Konkordanz bedarf?96.

a) Art. 5Abs. 1. 1 GG — Meinungsfreiheit

Nach Art. 5 Abs. 1 S. 1 GG hat jeder das Recht, seine Meinung in Wort,
Schrift und Bild frei zu duf8ern und zu verbreiten. Es handelt sich da-
bei um ein fiir die freiheitlich-demokratische Grundordnung schlecht-
hin konstituierendes Grundrecht, welches ,durch stindige geistige
Auseinandersetzung, den Kampf der Meinungen, der ihr Lebenswert
ist", ermoglicht>®” und als ,eines der vornehmsten Menschenrechte
tiberhaupt* gilt>93.

Unter dem Begriff Meinung versteht man Werturteile jeder Art
und Thematik, wobei es auf Richtigkeit, Inhalt und darauf, auf wel-
chen Gegenstand sie sich beziehen, nicht ankommt. Diese Werturteile
konnen private oder Offentliche Angelegenheiten betreffen, wertlos-
oder wertvoll und sogar beleidigend und polemisch sein?. Ein
Whistleblower tut allerdings nicht nur seine Meinung im Sinne eines
Werturteils kund, sondern tragt vor allen Dingen Tatsachenbehaup-
tungen nach auflen. Tatsachen sind gerade keine Meinungen, da sie
objektiv und einem Wahrheitsbeweis zuginglich sind. Tatsachen sind
entweder richtig oder falsch, wahr oder unwahr, Meinungen hingegen
konnen nicht an einem solchen Mafistab gemessen werden3°°. Aller-
dings sind auch Tatsachen vom Schutzbereich des Art.5 Abs.1 GG
umfasst, wenn und soweit sie Voraussetzung der Meinungsbildung
sind3°t,

Whistleblowing stellt eine spezielle Form der Meinungsduferung
dar3°2, Anzeigen und Beschwerden fallen in den Schutzbereich des

296 Gutjahr, Whistleblowing im &ffentlichen Sektor, S. 36 f.

297 BVerfGE 7, 198, 208; Gutjahr, Whistleblowing im 6ffentlichen Sektor, S. 37 f.

298 BVerfGE 7, 198, 208; 20, 56, 97; 69, 315, 344; Kloepfer, Grundrechte, § 61 Rn. 2.

299 BVerfGE 61, 1, 8; 65, 1, 41; vgl. auch Pieroth/Schlink, Grundrechte, § 13 II 1
Rn. 550.

300 Kloepfer, Grundrechte, § 61 Rn. 6.

301 BVerfGE 54, 208, 219ff; 85, 1, 15; Schulz, Whistleblowing, S.75; Groneberg,
Whistleblowing, S. 212.

302 Maunz/Diirig/Grabenwarter, GG, Art.5 Rn.183; Groneberg, Whistleblowing,
S.212.
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Art. 5 Abs. 1 GG3°3, nicht aber anonyme Anzeigen, bei denen der An-
zeigende nicht nach Auflen tritt, dadurch nicht seine Meinung kund-
tun mochte und somit auch nicht an einer geistigen Auseinander-
setzung teilnehmen will3°4. Ebenfalls erwiesen oder bewusst unwahre
Tatsachenbehauptungen werden nicht umfasst3°5. Auch in den Schutz-
bereich fillt das Recht, Missstinde im offentlichen Leben, vor allem
Rechtsverstofle der offentlichen Hand, zu melden mit dem Ziel ihrer
Abstellung. Allerdings ist es erforderlich, dass hier zunéchst ein inter-
ner Kldrungsversuch stattfindet, bevor die Information an die Offent-
lichkeit gelangt3°s.

Die Meinungsfreiheit kann nach Art. 5 Abs. 2 GG durch allgemei-
ne Gesetze eingeschrankt werden. Hierzu gehoren auch die beamten-
rechtlichen Bestimmungen, wie die Verfassungstreuepflicht (§ 33
Abs. 1 S. 3 BeamtStG), die Gehorsamspflicht (§ 35 BeamtStG) sowie
die Verschwiegenheitspflicht (§ 37 BeamtStG) und nach dem Bundes-
arbeitsgericht auch die Grundregeln des Arbeitsverhiltnisses wie der
Treuepflicht, der Pflicht des Arbeitnehmers, die Arbeitgeberinteressen
nicht zu beeintriachtigen und den Betriebsfrieden zu wahren3°”. Nach
der Wechselwirkungslehre miissen die Gesetze im Lichte der Bedeu-
tung des eingeschriankten Grundrechts interpretiert werden, wobei
dem Grundrecht der Meinungsfreiheit ein hoher Stellenwert zu-
kommt3°8,

Festzustellen ist, dass ein Whistleblower bei seiner Meldung das
Grundrecht auf freie Meinungsduflerung wahrnimmt3°9.

303 Diisel, Gespaltene Loyalitét, S. 70; Gutjahr, Whistleblowing im offentlichen Sek-
tor, S. 38.

304 BAG NJW 2004, 1547, 1549; Groneberg, Whistleblowing, S. 212.

305 BVerfGE 54, 208, 219; 61, 1, 8; 85, 1, 15; vgl. auch Miiller, NZA 2002, 424, 430.

306 BGH NJW 1966, 1227 (Fall Pdtsch); Brock, AT 2011, 243, 245. Diese Grundsitze
wurden vom Bundesverfassungsgericht bestitigt: BVerfG NJW 1970, 1498 (Fall
Pdtsch).

307 BAGE 1, 185, 194; BAG NJW 1984, 1142; a.A. Miiller, NZA 2002, 424, 430;
Schulz, Whistleblowing, S. 116.

308 Groneberg, Whistleblowing, S.212f; vgl. auch Jarass/Pieroth/Jarass, GG, Vorb.
vor Art. 1 Rn. 45 und Art. 5 Rn. 69; Sachs/Bethge, GG, Art. 5 Rn. 145 ff.

309 Moll/Dendorfer-MAH-Arbeitsrecht, § 35 Rn. 128.
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b) Art. 2 Abs. 1 GG in Verbindung mit Art. 20 Abs. 3 GG

In Fillen von gutgldubigen, also nicht wissentlich unwahren oder
leichtfertigen Strafanzeigen gegen seinen Arbeitgeber iibt der Hinweis-
geber sein Grundrecht der allgemeinen Handlungsfreiheit nach Art. 2
Abs.1 GG in Verbindung mit dem Rechtsstaatsprinzip aus Art. 20
Abs. 3 GG aus3*°. Im Rechtsstaat gibt es fiir den Biirger keine Moglich-
keit, Selbstjustiz auszuiiben, es sei denn diese Ausnahmetatbestinde
sind gesetzlich normiert, so wie Notwehr, Nothilfe und Notstand der
§$ 32 ff. StGB oder das in der Strafprozessordnung geregelte Festnah-
merecht nach § 127 StPO. Die Durchsetzung von Recht bleibt der
Staatsgewalt vorbehalten (,Gewaltmonopol des Staates)3!1, so dass
dem Biirger im Falle eines Verdachts einer Straftat nur die Moglichkeit
bleibt, eine Strafanzeige zu erstatten und gegebenenfalls als Zeuge zu
agieren, so dass er grundrechtlich geschiitzt werden muss. Der Schutz-
bereich des Art.2 Abs. 1 in Verbindung mit Art. 20 Abs. 3 GG ist da-
mit erdffnet, so dass der Whistleblower sich auch hierauf berufen
kann. Im Rahmen einer weitergehenden grundrechtlichen Abwagung
sind die Interessen des Arbeitnehmers mit den Interessen des Arbeit-
gebers (insbesondere) nach Art.12 Abs.1 GG miteinander abzuwi-
gen3'2,

¢) Art. 17 GG - Petitionsrecht

Art. 17 GG statuiert, dass jedermann das Recht hat, individuell oder
mit anderen gemeinschaftlich, schriftliche Bitten oder Beschwerden an
staatliche Stellen und an die Volksvertretung zu wenden. Dabei muss
es sich nicht um individuelle Anliegen handeln; genauso konnen allge-
meine Anliegen angebracht werden und solche, die auch fiir andere
rechtserheblich sind3!3, wobei nicht lediglich die Mitteilung eines
Rechtsverstofles unter Art. 17 GG fillt, sondern eine konkrete Bitte

310 BVerfG NJW 2001, 3474, 3475; BAG NJW 2004, 1547, 1549; vgl. auch Miiller,
NZA 2002, 424, 430.

311 BAG NJW 2004, 1547, 1549.

312 Vgl. dazu Groneberg, Whistleblowing, S. 213.

313 Jarass/Pieroth/Jarass, GG, Art. 17 Rn. 1; vgl. auch Stein, BB 2004, 1961, 1963; Dei-
seroth, Whistleblowing in Zeiten von BSE, S. 180.
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zum Titigwerden3'4. Auflert ein Whistleblower das Verhalten einer
staatlichen Stelle wegen des rechtswidrigen Verhaltens seines Arbeitge-
bers, so ist der Schutzbereich des Art.17 GG eroffnet315. Petitions-
adressaten sind Parlamente und ,,zustédndige Stellen. Darunter sind al-
le Stellen und Behorden offentlich-rechtlicher Einrichtungen zu verste-
hen3'¢. Das Petitionsrecht unterliegt verfassungsimmanenten Schran-
ken und ist vor allem mit Art. 12 Abs. 1 GG abzuwédgen3'7. Das Petiti-
onsrecht besteht auch fiir Beamte und ist mit Art. 33 Abs. 5 GG nach
den Grundsitzen der praktischen Konkordanz zu losen. Bei dienstbe-
zogenen Petitionen ist der Beamte verpflichtet, zundchst den internen
Dienstweg zu beschreiten3:8.

Zu beachten ist, dass Petitionen der Schriftform, also auch der Un-
terschrift des Petenten bediirfen, so dass anonyme Eingaben keine Pe-
titionen darstellen und damit vom Schutzbereich des Art. 17 GG nicht
umfasst werden3'9.

Damit ist beim Whistleblowing - sofern es sich um kein anonymes
Whistleblowing handelt - auch das Petitionsrecht nach Art.17 GG
tangiert.

2. Offentlich-rechtliche Ebene

In der Literatur und Rechtsprechung beschrinkt sich die Diskussion
um Whistleblowing vor allem auf Arbeitnehmer und arbeitsrechtliche
Konsequenzen eines Hinweises nach auflen oder auflerhalb des offizi-
ellen Dienstweges. Der Rechtslage von Beamten wird wenig Aufmerk-
samkeit geschenkt, obwohl diese, ebenso wie Arbeitnehmer, als poten-
zielle Whistleblower in Betracht kommen. Beamte unterliegen durch
die hergebrachten Grundsitze des Berufsbeamtentums nach Art. 33

314 Rudkowski, CCZ 2013, 204, 205; vgl. auch Sodan/Sodan, GG, Art. 17 Rn. 2.

315 Schulz, Whistleblowing, S. 78; vgl. auch Stein, BB 2004, 1961, 1963; Miiller, NZA
2002, 424, 430 f.; Groneberg, Whistleblowing, S. 214.

316 Groneberg, Whistleblowing, S.215; Schmidt-Bleibtreu/Hofmann/Henneke/Gnat-
zy, GG, Art. 17 Rn. 11.

317 Sodan/Sodan, GG, Art. 17 Rn. 6; Groneberg, Whistleblowing, S. 215.

318 Schulz, Whistleblowing, S.117; Schmidt-Bleibtreu/Hofmann/Henneke/Gnatzy,
GG, Art. 17 Rn. 19.

319 Sachs/Pagenkopf, GG, Art. 17 Rn. 9; Sodan/Sodan, GG, Art. 17 Rn. 2.
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Abs. 5 GG verfassungsrechtlich einer starken Pflichtenbindung32°. Der
Beamte steht in einem Uber- und Unterordnungsverhiltnis seinem
Dienstherrn gegentiber und schuldet ihm pflichtgeméfle Diensterfiil-
lung, sowie Loyalitit und Treue3?!. Meinungsduflerungen iiber Miss-
stinde oder Gesetzesverstofle von Angehorigen des offentlichen
Dienstes, die im Rahmen der Tatigkeit fiir den Dienstherrn erlangt
worden sind, unterliegen besonderen Schranken. Die Amtsverschwie-
genheit, die ,Wohlverhaltensklausel“ sowie das Prinzip der Einhaltung
des Dienstwegs stehen einer Kundgabe von behdrdeninternen Miss-
stinden nach auflen entgegen3?2. Vorschriften fiir Beamte finden sich
im Bundesbeamtengesetz (BBG) fiir Bundesbeamte und im Beamten-
statusgesetz (BeamtStG) und den jeweiligen Landesgesetzen fiir Lan-
desbeamte.

Das BBG und das BeamtStG, welche 2009 in Kraft getreten sind,
beinhalten bedeutsame Anderungen, die im Hinblick auf Korruptions-
straftaten Ausnahmen des Verschwiegenheitsgrundsatzes statuieren323.
Eine dhnliche Regelung fiir Arbeitnehmer mit einem neuen § 612a n.F.
BGB wurde, wie oben bereits erwahnt, bisher nicht eingefithrt324.

a) Amtsverschwiegenheit

Beamte sind nach §§ 4 BBG, 3 Abs. 1 BeamtStG ihrem Dienstherrn
zur Treue verpflichtet. Nach §§67 Abs.1 S.1 BBG, 37 Abs.1 S.1
BeamtStG unterliegen sie hinsichtlich dienstlicher Angelegenheiten,
die ihnen bei oder bei Gelegenheit ihrer amtlichen Tétigkeit bekannt
geworden sind, einer Verschwiegenheitsverpflichtung. Bei der Ver-
schwiegenheitspflicht handelt es sich um einen hergebrachten Grund-
satz des Berufsbeamtentums325. Nach §$ 67 Abs. 3 S. 1 BBG, 37 Abs. 3
S. 1 BeamtStG diirfen Beamte ohne Genehmigung tiber Angelegenhei-
ten nach Absatz 1 weder gerichtlich noch aufergerichtlich aussagen
oder Erklarungen abgeben. Diese Regelungen gelten nach §§ 67 Abs. 1

320 Gutjahr, Whistleblowing im o6ffentlichen Sektor, S.2, 29; Groneberg, Whistle-

blowing, S. 210.
321 Maunz/Diirig/Badura, GG, Art. 33 Rn. 66.
322 Maunz/Diirig/ Grabenwarter, GG, Art. 5 Rn. 183 f.
323 Vgl dazu Abschnitt D. L. 2. e).
324 Vgl dazu Kirdly, FOV 57, S. 2.
325 BVerfG NJW 1970, 1498, 1500 (Fall Pdtsch); Reich, BeamtStG, § 37 Rn. 2.
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S.2 BBG, 37 Abs. 1 S. 2 BeamtStG auch nach Beendigung des Beam-
tenverhaltnisses. Verschwiegenheitspflichtige Angelegenheiten sind
nach dem Wortlaut des §§ 67 Abs. 1 S. 1 BBG, 37 Abs. 1 S. 1 BeamtStG
(»,bei oder bei Gelegenheit ihrer amtlichen Tatigkeit bekannt geworde-
nen dienstlichen Angelegenheiten) umfassend zu verstehen. Die
Pflicht besteht gegeniiber jedermann, mit Ausnahme von Vorgesetzten
und Kollegen, die aus dienstlichen Griinden mit der Angelegenheit
selbst befasst sind32¢. Damit sind ohne entsprechende Genehmigung
Aussagen gegeniiber Privatpersonen, Strafverfolgungsbehérden, Ge-
richten und Medien verboten3?”. Ausnahmen vom Grundsatz der
Amtsverschwiegenheit bestehen zum einen bei offenkundigen Tatsa-
chen sowie bei der Pflicht zur Anzeige der in § 138 StGB aufgezahlten
Straftaten328.

Der Beamte hat den Dienstweg nach § 125 BBG einzuhalten. Die
Verschwiegenheitspflicht und das Dienstwegprinzip schranken die
Grundrechte der Beamten auf Meinungsduf3erungsfreiheit nach Art. 5
Abs. 1 S.1 GG sowie das Petitionsrecht nach Art. 17 GG ein, indem
der Beamte sich hierauf nicht berufen kann, wenn er Tatsachen nicht
als Staatsbiirger, sondern als Amtstrager offenbart, die unter die Ver-
schwiegenheitsverpflichtung fallen32. Die Meinungsauflerungsfreiheit
findet nach Art. 5 Abs. 2 GG ihre Schranken in den Vorschriften der
allgemeinen Gesetze. Zu diesen allgemeinen, nicht speziell auf die Ein-
schrankung der Meinungsfreiheit abzielenden Gesetzen gehoéren auch
die §§ 33 ff. BeamtStG, 6o ff. BBG33°. Die Wahrnehmung von Grund-
rechten von Beamten findet schliefllich ihre Grenzen dort, wo dies die
Pflicht zur Erhaltung eines intakten und verldsslichen Beamtenkdorpers
erfordert33?.

Ein Beamter, der Gesetzesverstofie nach Auflen trigt und nicht
seinem Vorgesetzten oder einem aus dienstlichen Griinden befassten

326 Battis, BBG, § 67 Rn. 6; vgl. auch Kirdly, FOV 57, S. 4.

327 Kirdly, FOV 57, 8. 4f.

328 Groneberg, Whistleblowing, S. 210.

329 Schnellenbach, Beamtenrecht, § 7 Rn. 22, 25; Nordmann, PH 2006, 49, 52.
330 BVerfGE 39, 334, 370; Schnellenbach, Beamtenrecht, § 7 Rn. 23.

331 BVerfGE 39, 334, 370; Gutjahr, Whistleblowing im 6ffentlichen Sektor, S. 35.
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Kollegen mitteilt, verstofit gegen die aus den hergebrachten Grundsit-
zen des Beamtentums resultierenden Amtsverschwiegenheitspflicht332.
Angestellte des offentlichen Dienstes unterliegen einer tarifver-
traglich festgelegten Verschwiegenheitsverpflichtung nach §$ 3 Abs. 1
TV6D und 3 Abs. 2 TVL. Danach haben Beschiftigte iiber Angelegen-
heiten, deren Geheimhaltung durch gesetzliche Vorschriften vorgese-
hen oder vom Arbeitgeber angeordnet ist, Verschwiegenheit zu wah-
ren333. Diese Verpflichtung gilt auch nach der Beendigung des Arbeits-
verhiltnisses. Des Weiteren konnen sich Verschwiegenheitspflichten —
wie bei allen anderen Arbeitnehmern auch - aus dem Arbeitsvertrag
ergeben334. Arbeitsvertrdge enthalten oft die Verpflichtung zur Riick-
sichtnahme der geschiftlichen Interessen und der Unternehmensge-
heimnisse des Arbeitgebers nach dem Grundsatz von Treu und Glau-
ben im Sinne des § 242 BGB sowie die Verpflichtung, Schidden des Ar-
beitgebers abzuwenden33s. Aus den beiderseitigen Riicksichtnahme-
pflichten nach § 241 Abs. 2 BGB ergibt sich fiir den Arbeitnehmer die
Pflicht zur Riicksichtnahme der Belange des Arbeitgebers, also hin-
sichtlich derjenigen Umsténde, deren Geheimhaltung in seinem Inter-
esse liegt336. Diese Pflicht wird ergdnzt durch die Pflicht zur Wahrung
der Geschifts- und Betriebsgeheimnisse nach §17 UWGS337. Der
Schutzbereich des § 17 UWG ist allerdings auf Betriebs- und Ge-
schiftsgeheimnisse begrenzt, die arbeitsrechtliche Nebenpflicht hinge-
gen umfasst alle Umstdnde, die nach den Interessen des Arbeitneh-
mers geheim bleiben sollen338. Unter diese Art von Umstidnden fallen
auch Missstinde oder Gesetzesverletzungen durch den Arbeitgeber
oder durch Kollegen33®. Die folgenden Grundsitze sind sinngeméfl

332 Schnellenbach, Beamtenrecht, § 7 Rn. 25.

333 Vgl dazu auch Brock, 6AT 2011, 243, 244.

334 Kirdly, FOV 57,S.6f.

335 Diisel, Gespaltene Loyalitdt, S. 145; Gach/Riitzel, BB 1997, 1959, 1961; Schaub/
Linck, Arbeitsrechtshandbuch, § 55 Rn.51; MinchArbR/Reichold, § 48 Rn.1;
Kiittner/Kania, Personalbuch 2014, Verschwiegenheitspflicht Rn. 2.

336 Schaub/Linck, Arbeitsrechtshandbuch, § 55 Rn.51; MiinchArbR/Reichold, § 48
Rn. 32.

337 Kiittner/Kania, Personalbuch 2014, Verschwiegenheitspflicht Rn. 2; MiinchArbR/
Reichold, § 48 Rn. 32.

338 Kirdly, FOV 57, S. 6 £; Diisel, Gespaltene Loyalitit, S. 145.

339 MiinchArbR/Reichold, § 48 Rn. 38.
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und im Wesentlichen auch auf Angestellte des 6ffentlichen Dienstes zu
ibertragen, um Wertungswiderspriiche zu vermeiden34°.

b) Verhaltensklausel nach 8§ 61 Abs. 1 BBG, 34 BeamtStG

Nach §§ 61 Abs. 1 BBG, 34 BeamtStG haben sich Beamte mit vollem
personlichen Einsatz ihrem Beruf zu widmen und das ihnen tibertra-
gene Amt uneigenniitzig nach bestem Gewissen wahrzunehmen, wo-
bei ihr Verhalten innerhalb und auflerhalb des Dienstes der Achtung
und dem Vertrauen gerecht werden muss, die ihr Beruf erfordert. Die
Pflicht zur Achtung ist verletzt, wenn der Dienstweg verlassen wird
und stattdessen die ,,Flucht in die Offentlichkeit” gewdhlt wird34. Den
Beamten trifft eine Pflicht zur Verschwiegenheit hinsichtlich aller An-
gelegenheiten, die ihm im Rahmen seiner amtlichen Tétigkeit bekannt
werden342,

¢) §63 Abs. 2 BBGund § 36 Abs. 2 BeamtStG

In § 63 Abs. 2 BBG und in § 36 Abs. 2 BeamtStG ist die Remonstrati-
onspflicht des Beamten geregelt. Bei Bedenken gegen die Rechtmaf3ig-
keit dienstlicher Anordnungen hat dieser der Remonstrationspflicht in
einem vorgegebenen Verfahren nachzukommen343 und sich unverziig-
lich bei dem unmittelbaren Vorgesetzten zu melden. Sollte die Anord-
nung weiterhin aufrecht erhalten bleiben, so bleibt dem Beamten die
Moglichkeit, sich an den ndchsthéheren Vorgesetzten zu wenden. Er-
hélt der nachsthohere Vorgesetzte die Anordnung wiederum aufrecht,
so ist der Beamte verpflichtet, diese auszufiihren, ist dabei aber von
seiner Verantwortung befreit. Dies gilt allerdings nicht, wenn es sich
um eine Anordnung handelt, die erkennbar die Wiirde des Menschen
verletzt oder eine Straftat bzw. Ordnungswidrigkeit darstellt.

Diese Regelungen koénnten auf den ersten Blick als ausdriickliche
Anordnung fiir ein internes Whistleblowing verstanden werden. Nach
der hier vertretenen Definition handelt es sich um den iiblichen

340 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 28.

341 Battis, BBG, § 61 Rn. 11; Maunz/Diirig/ Grabenwarter, GG, Art. 5 Rn. 184.
342 Vgl dazu BVerfG NJW 1970, 1498, 1499 (Fall Ptsch).

343 Battis, BBG, § 63 Rn. 1.
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Dienstweg, der von dem Hinweisgeber beschritten wird und damit
nicht um (internes) Whistleblowing. Anders wire der Fall zu betrach-
ten und damit als ein Fall des internen Whistleblowings zu qualifizie-
ren, wenn der hinweisgebende Beamte sich nicht an seinen Vorgesetz-
ten wenden wiirde, sondern direkt an eine hohere Hierarchiestufe.

d) Dienstwegprinzip gemaB § 125 BBG und § 36 Abs. 2 BeamtStG

Auflerungen gegeniiber den Vorgesetzten sind nicht pflichtwidrig.
§ 125 Abs. 1 BBG legt fest, dass Beamte Antrage und Beschwerden vor-
bringen kénnen, hierbei aber den Dienstweg einzuhalten haben. Thnen
steht der Beschwerdeweg bis zur obersten Dienstbehorde offen. Im
Falle einer Beschwerde gegen den unmittelbaren Vorgesetzten kann
eine Beschwerde nach § 125 Abs.2 BBG beim ndchsthoheren Vorge-
setzten unmittelbar eingereicht werden. Bei § 125 BBG handelt es sich
um eine Ausprigung des Petitionsrechts, welche nicht nur dem Beam-
ten selbst, sondern auch der Verwaltungskontrolle dient344. Zu beach-
ten ist, dass Beamte im Ruhestand nicht an den Dienstweg gebunden
sind, sondern nur aktive Beamte34s.

Neben diesem Antrags- und Beschwerderecht haben Beamte und
Angehorige des offentlichen Dienstes ein Anregungs- und Beschwer-
derecht beim Personalrat nach § 68 Abs. 1 Nr. 3 BPersVG sowie das all-
gemeine Petitionsrecht nach Art. 17 GG346. Letzteres steht zwar jeder-
mann zu, ist bei Beamten allerdings dahingehend einzuschrianken,
dass Beamte bei Petitionen, die sich auf den innerdienstlichen Bereich
beziehen, zwingend den Dienstweg einzuhalten haben. Damit stellt
§ 125 BBG eine Konkretisierung des Art.17 GG dar. Dies gilt aller-
dings nicht bei Petitionen, die auflerdienstliche Angelegenheiten zum
Inhalt haben, so dass Beamte sich in diesen Fillen auch auf Art. 17 GG
berufen konnen347. Da aber auflerdienstliche Angelegenheiten vom
oben definierten Begriff des Whistleblowings nicht umfasst werden,
sondern nur organisationsinterne Informationen, ist bei Beamten, die

344 Battis, BBG, § 125 Rn. 3.
345 Battis, BBG, § 125 Rn. 5.
346 Battis, BBG, § 125 Rn. 3.
347 Battis, BBG, § 125 Rn. 4; v. Mangoldt/Klein/Starck/Brenner, GG, Art. 17 Rn. 59.
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als Whistleblower fungieren, Art.17 GG nicht von Bedeutung, son-
dern vielmehr die einfachgesetzliche Konkretisierung nach § 125 BBG.

e) §67Abs.2S.1Nr.3BBGund § 37 Abs. 2S. 1Nr. 3 BeamtStG

Im Bereich des Whistleblowings relevante explizit geregelte Ausnah-
men vom Grundsatz der Einhaltung des Dienstwegs nach § 125 BBG
stellen die §§ 67 Abs.2 S.1 Nr. 3 BBG, 37 Abs. 2 S.1 Nr. 3 BeamtStG
dar. Die Verschwiegenheitsverpflichtung gilt hiernach nicht bei Anzei-
gen eines schweigepflichtigen Beamten an die zustdndige oberste
Dienstbehorde gemdfd § 3 Abs. 1 BBG, gegeniiber Strafverfolgungsbe-
horden oder gegeniiber einer von der obersten Dienstbehorde (bei
Bundesbeamten) bzw. durch Landesrecht (bei Landesbeamten) be-
stimmten weiteren Behorde oder auflerdienstlichen Stelle, wenn ein
durch Tatsachen begriindeter Verdacht von Korruptionsstraftaten
nach §§ 331 bis 337 StGB angezeigt wird. Dieser abgeschlossene Kata-
log von Straftaten beinhaltet die Straftatbestinde Vorteilsannahme
(§ 331 StGB), Bestechlichkeit (§ 332 StGB), Vorteilsgewdhrung (§ 333
StGB), Bestechung (§ 334 StGB), die besonders schweren Fille der Be-
stechlichkeit und Bestechung (§335 StGB), das Unterlassen der
Diensthandlung (§ 336 StGB) sowie die Vergiitung eines Schiedsrich-
ters (§ 337 StGB) als Vorteil im Sinne der §§ 331 bis 335 StGB. Weitere
Straftatbestidnde sind hiervon aber nicht umfasst.

Unter den Begriff der auf3erdienstlichen Stelle fallen beispielsweise
Ombudsleute. Das sind behorden- oder verwaltungsexterne Personen,
die weisungsunabhingig Hinweise iiber Korruptionsstraftaten entge-
gennehmen. Dabei handelt es sich hdufig um Rechtsanwilte (soge-
nannte Vertrauensanwilte), die nach § 43a Abs. 2 BRAO hinsichtlich
aller Informationen, die ihnen in Austibung ihres Berufs bekanntge-
worden sind, zur Verschwiegenheit verpflichtet sind343. Zudem haben
Rechtsanwilte ein Zeugnisverweigerungsrecht gemafy § 53 Abs. 1 Nr. 3
StPO. Der Whistleblower kann bei Vertrauensanwilten sicher sein,
dass diese die abgegebenen Geheimnisse bzw. die Identitdt des Hin-
weisgebers selbst nicht weitergeben, da eine Verletzung dieser Ver-

348 Battis, BBG, § 67 Rn. 10; Kirdly, FOV 57, S. 19.
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schwiegenheitsverpflichtung zu einer Strafbarkeit des Vertrauensan-
walts nach § 203 Abs. 1 Nr. 3 StGB fithren wiirde349.

Des Weiteren hat der Beamte nach §§ 67 Abs. 2 S. 2 BBG, 37 Abs. 2
S.2 BeamtStG die Verpflichtung, der Anzeigepflicht nach § 138 StGB
hinsichtlich der dort aufgezihlten Delikte nachzukommen sowie fiir
die Erhaltung der freiheitlich demokratischen Grundordnung einzu-
treten.

Hinweise von einzelnen Beamten direkt an Medien stellen hinge-
gen eine Pflichtverletzung dar. § 7o BBG regelt, dass die Leitung der
Behorde Auskiinfte an die Medien erteilen darf. Der einzelne Beamte
hingegen unterliegt der Amtsverschwiegenheit. Die Medien haben
zwar einen nach Art. 5 Abs. 1 S. 1 GG grundrechtlich geschiitzten und
beispielsweise in § 4 LPresseG-BW einfachgesetzlich geregelten Infor-
mationsanspruch, bei Tatsachen, die der Amtsverschwiegenheitspflicht
unterliegen oder bei denen ein Interesse an der Geheimhaltung be-
steht, tritt dieser aber zuriick3s°. In Ausnahmefillen kann die Finschal-
tung der Medien aber nach Art. 5 Abs. 1 GG gerechtfertigt sein. Hierzu
hat das Bundesverfassungsgericht mit Beschluss vom 28. April 197035
entschieden, dass Beamte und Angestellte des 6ffentlichen Dienstes bei
vermuteten Verfassungsverstéfien innerhalb der Behorde sich nicht so-
fort an die Offentlichkeit wenden konnen, sondern zuvor gewisse Vor-
bedingungen erfiillt sein miissen. Zunédchst muss der Beamte oder An-
gestellte des offentlichen Dienstes die internen Abhilfemdoglichkeiten
ausschopfen — also den Dienstweg nach § 125 BBG einhalten -, bevor
er sich an die Offentlichkeit wendet. Eine Ausnahme hiervon ist ledig-
lich bei ,,schweren Verstoflen gegen den Kernbereich des Verfassungs-
rechts” gegen ,,oberste Rechts- und Verfassungswerte“ gegeben3s>2. Das
Bundesverfassungsgericht argumentiert, dass hierbei die Bediirfnisse
nach einer geordneten o6ffentlichen Verwaltung sowie nach der freien
Meinungsduflerung gentige getan wird und dabei sowohl das Treue-
und Loyalititsverhdltnis berticksichtigt wird, ebenso aber der Weg zur
Offenbarung von VerfassungsverstéfSen nicht fiir alle Zeit verschlossen

349 Kirdly, FOV 57,S.19f.

350 Battis, BBG, § 70 Rn. 2; Kirdly, FOV 57,S.21f.

351 BVerfG NJW 1970, 1498 ff. (Fall Pdtsch). In demselben Beschluss stellte das Bun-
desverfassungsgericht fest, dass § 353 b StGB verfassungsmaflig ist.

352 BVerfG NJW 1970, 1498, 1500 (Fall Pdtsch).
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bleibt. Der Weg fiithrt damit zunédchst iiber den Vorgesetzten, sofern
vorausgesetzt werden kann, dass dieser Beachtung schenkt. Sollte dies
nicht der Fall sein, so fithrt der Weg tiber den Dienstweg bis hin zu
dem fiir die Tatigkeit der Behorde verantwortlichen Minister bzw. an
einen Abgeordneten oder mittels einer Petition an das Parlament353.

Bei Anzeigen gegeniiber Strafverfolgungsbehorden gilt die Ver-
schwiegenheitsverpflichtung nach §§67 Abs.1 BBG, 37 Abs.1
BeamtStG nicht, wenn eine Korruptionsstraftat nach §§ 331 bis 337
StGB angezeigt wird. Bei wissentlich oder leichtfertig unwahren Tatsa-
chen entfillt diese Berechtigung. Anzeigen anderer Straftaten fallen
nicht unter diesen Ausnahmetatbestand und sind daher von der Ver-
schwiegenheitspflicht umfasst3s4.

Die Bundestagsfraktion BUNDNIS 9o/DIE GRUNEN forderte die
Einfithrung eines § 67a BBG und eines § 37a BeamtStG (,,Anzeige-
recht bei rechtswidrigen Diensthandlungen®) mit der Begriindung,
dass eine Reduzierung auf die Befreiung von der Verschwiegenheits-
pflicht lediglich bei Korruptionsstraftaten nach §§ 331 — 337 StGB, der
Anzeige von Katalogtaten nach § 138 StGB sowie bei einer Bedrohung
fiir die freiheitliche demokratische Grundordnung (§ 67 Abs.2 BBG)
nicht weit genug greife. Dariiber hinaus gébe es keine weiteren Rege-
lungen. Weiter solle die Bevolkerung darauf vertrauen kénnen, dass
Beamte im Falle schwerwiegenden behordlichen Verhaltens oder Miss-
stands von einer Meldebefugnis Gebrauch machen konnen3ss. Hierbei
blieb es lediglich bei dem genannten Gesetzesvorschlag. Die weitrei-
chenden Anderungen wurden nie geltendes deutsches Recht.

f) Zwischenergebnis

Als Zwischenergebnis ist festzustellen, dass auf offentlich-rechtlicher
Ebene eine Meldung von Missstinden nach Auflen nach geltendem
Recht nur in eng umgrenzten Fillen méglich ist und bis auf die spezi-

353 BVerfG NJW 1970, 1498, 1501 (Fall Pdtsch).

354 Kirdly, FOV 57,S. 24f.

355 Vgl. hierzu auch die Begriindung des Gesetzentwurfs der Bundesfraktion BUND-
NIS 90/DIE GRUNEN hinsichtlich eines Whistleblower-Schutzgesetzes, BT-
Drucks. 17/9782, S. 8 und 11 ff.
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ellen Regelungen nach §$ 67 Abs. 2 S.1 Nr. 3 BBG, 37 Abs.2S.1 Nr. 3
BeamtStG keine (generelle) Befugnis zum Whistleblowing besteht.

3. Arbeitsrechtliche Ebene

a) Gerichtliche Entscheidungen

Im Arbeitsrecht gibt es mittlerweile eine betrachtliche Anzahl an Ent-
scheidungen zum Whistleblowing. Hier stehen sich verschiedene In-
teressen gegentiber, die unweigerlich zu einem Konflikt fithren. Zum
einen das Interesse des Arbeitgebers an der Geheimhaltung von Miss-
stinden, zum anderen das Interesse des Whistleblowers und unter
Umstinden der Offentlichkeit an der Aufklirung bzw. Beseitigung des
Missstandes3s6. Frither galt noch, dass jede Mitteilung an einen Dritten
als Verstofl gegen Treuepflichten des Arbeitnehmers verstanden wur-
de3s7. Dies galt selbst in den Fillen, in denen es sich um eine berechtig-
te Strafanzeige gegen den Arbeitgeber handelte: so entschied das BAG
mit Urteil vom 5. Februar 1959, dass eine vom Arbeitnehmer gegen
den rechtswidrig handelnden Arbeitgeber erstattete Anzeige einen
wichtigen Grund zur fristlosen Kiindigung darstellen kann3s8. In dem
entschiedenen Fall erstattete ein Lastwagenfahrer gegen seinen Arbeit-
geber eine behordliche Anzeige mit dem Vorwurf, dieser habe bei sei-
nem Betrieb gegen giiterfernverkehrsrechtliche Bestimmungen versto-
flen. Danach wurde das Arbeitsverhdltnis fristlos gekiindigt. Obwohl
festgestellt wurde, dass wenig Zweifel daran bestanden, dass der Ar-
beitgeber gegen das Gesetz verstoflen hatte und nicht unwahrschein-
lich sei, dass diese Gesetzesverstofie fortgesetzt werden wiirden und
auch der Arbeitnehmer Gefahr liefe, sich selbst stratbar zu machen,
urteilte das BAG, dass allein entscheidend fiir die Rechtmafligkeit der
auflerordentlichen Kiindigung eine Rechtsgiiterabwigung sei, bei der
die Drucksituation und Pflichtenkollision des anzeigenden Arbeitneh-
mers mit den Folgen der Anzeige fiir den Arbeitgeber gegeneinander

356 Vgl hierzu auch Busekist/Fahrig, BB 2013, 119, 120.
357 MiinchArbR/Reichold, § 48 Rn. 41; Stein, BB 2004, 1961; Miiller, NZA 2002, 424,

432.
358 BAG NJW 1961, 44; Stein, BB 2004, 1961; Leuchten, ZRP 2012, 142.
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abgewogen wurde359. Hierbei habe das Revisionsgericht die Abwagung
zugunsten des Arbeitgebers vorgenommen3®. Die in Betracht kom-
menden Grundrechte des Arbeitnehmers spielten insoweit noch keine
Rolle361,

Mit Urteil vom 4. Juli 1991 wurde diese Rechtsprechung noch ein-
mal explizit bestatigt3%2. Im Hinblick auf die Interessenabwigung der
Rechtsgiiter wurde der Motivation des Anzeigenden eine gewichtige
Rolle zugemessen (hier drohte der Arbeitnehmer dem Arbeitgeber da-
mit, ihn mit der Strafanzeige ,fertig zu machen®), sowie auch der Fra-
ge, ob die Anzeige des Arbeitnehmers verhéltnismaflig zum Verhalten
des Arbeitgebers war. Auch hier spielte die Frage nach Grundrechten
noch keine Rolle3%3.

Am 2. Juli 2001 hat das Bundesverfassungsgericht3®4 entschie-
den, dass bei der Strafanzeige eines Arbeitnehmers gegen seinen Ar-
beitgeber oder Vorgesetzten eine Kiindigung des Arbeitsverhiltnisses
nur dann sozial gerechtfertigt im Sinne des § 1 Abs. 2 KSchG sei bzw.
einen wichtigen Grund fiir eine fristlose Kiindigung darstelle, wenn
die Strafanzeige wissentlich unwahre oder aber leichtfertig falsche An-
gaben enthilt. Bei einer Aussage des Arbeitnehmers gegen seinen Ar-
beitgeber im Rahmen eines staatsanwaltlichen Ermittlungsverfahrens
handelt es sich jedoch um die Wahrnehmung staatsbiirgerlicher Rech-
te, welche regelmiflig nicht zu einer sozialen Rechtfertigung hinsicht-
lich einer verhaltensbedingten Kiindigung im Sinne des Kiindigungs-
schutzgesetzes fithren kann3%. Es sei mit Art. 2 Abs.1 GG in Verbin-
dung mit dem Rechtsstaatsprinzip unvereinbar, wenn der anzeigende
Arbeitnehmer zivilrechtliche Nachteile erleiden miisste, es sei denn er

359 BAG NJW 1961, 44, 45; Forst, NJW 2011, 3477, 3478.

360 BAG NJW 1961, 44, 45.

361 Vgl Forst, NJW 2011, 3477, 3478.

362 BAG, Urteil vom 4.07.1991 - 2 AZR 80/91, abzurufen unter BeckRS 30738133.

363 Vgl. Forst, NJW 2011, 3477, 3478.

364 BVerfG NJW 2001, 3474; vgl. auch Stein, BB 2004, 1961; Busekist/Fahrig, BB
2013, 119, 121 f.

365 Vgl. auch Sasse, NZA 2008, 990, 991; Strack, Whistleblowing in Deutschland, S. 9;
Leuchten, ZRP 2012, 142; Pittroff, Whistle-Blowing-Systeme, S. 12f; Weber-Rey,
AG 2006, 406, 411.
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hat wissentlich unwahre oder aber leichtfertig falsche Angaben ge-
macht366,

Das Bundesarbeitsgericht3¢7 schrinkte diese Zulédssigkeit von
Strafanzeigen ein, indem es in einem Urteil vom 3. Juli 2003 entschie-
den hat, dass nicht nur bei wissentlich oder leichtfertig getitigten An-
gaben eine Kiindigung sozial gerechtfertigt sei, sondern auch, wenn
sich diese Rechtfertigung aus besonderen Umstdnden ergebe. Nach § 1
Abs. 2 KSchG ist eine verhaltensbedingte Kiindigung dann gerechtfer-
tigt, wenn der Arbeitnehmer rechtswidrig und schuldhaft seine ver-
traglichen Pflichten erheblich verletzt hat3%. Zu diesen Pflichten ge-
hort auch die Wahrung der geschiftlichen Interessen des Arbeitgebers,
wie der Geheimhaltung von Betriebs- und Geschaftsgeheimnissen und
der Verhinderung von Schdden zu Lasten des Arbeitgebers3®. Stellt die
Strafanzeige eine unverhiltnisméflige Reaktion auf ein Verhalten des
Arbeitgebers dar, also insbesondere wenn ein Vorgesetzter Pflichtver-
letzungen oder Straftaten begeht, scheint es zumutbar, dass der Arbeit-
nehmer vor Erstattung einer Strafanzeige zundchst den Arbeitgeber
tiber alle wesentlichen Vorkommnisse im Betrieb in Kenntnis setzt,
um so Schiden vom Arbeitgeber fernzuhalten und damit den Verhalt-
nisméfligkeitsgrundsatz im Sinne des Einsatzes des mildesten Mittels
zu wahren37°. Dieser innerbetrieblichen Klarung gebiihrt aber mit
Blick auf die grundrechtlich geschiitzten Positionen des Arbeitneh-
mers nicht in jeglicher Hinsicht der Vorrang. Vielmehr muss die inner-
betriebliche Kldrung zumutbar sein. Dies ist nach dem BAG dann der
Fall, wenn der Arbeitgeber selbst ein berechtigtes Interesse an der Auf-
klarung hat, nicht aber wenn der Arbeitnehmer bei der Unterlassung
der Anzeige sich selbst stratbar machen wiirde (§ 138 StGB) oder

366 BVerfG NJW 2001, 3474, 3475; siche auch Pittroff, Whistle-Blowing-Systeme,
S. 125 Forst, NJW 2011, 3477, 3478.

367 BAG NJW 2004, 1547, 1548; Pittroff, Whistle-Blowing-Systeme, S. 13.

368 BAGE 67, 75; 70, 262; vgl. auch BAG NJW 2004, 1547, 1548.

369 Gach/Riitzel, BB 1997, 1959, 1961; BAG NJW 2004, 1547, 1548.

370 BAG NJW 2004, 1547, 1548; vgl. auch von Pelchrzim, CCZ 2009, 25, 26; Strack,
Whistleblowing in Deutschland, S. 9; Hauffmann/Kaufmann, ArbRAktuell 2011,
186, 187.
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wenn der Arbeitgeber selbst eine schwerwiegende Straftat begangen
hat371,

Das Bundesarbeitsgericht gibt der Motivation des Hinweisgebers
noch eine besondere Stellung372. Bei einer verwerflichen Gesinnung
soll der Hinweisgeber keine verfassungsrechtlichen Rechte wahrneh-
men373, so dass auch der Hinweis keinen Schutz verdient. Der Kritik
Steins ist zu folgen, wonach das wesentliche Abstellen auf die Motive
des Titers das Risiko birgt, dass man sich auf unbeherrschbares Gebiet
begibt, doch wird dies dadurch relativiert, dass in anderen Vorschrif-
ten ebenfalls von Motiven die Rede ist und somit Grund zur Annahme
besteht, dass die Erforschung eines Motivs keinen Fremdkorper fiir
Arbeitsgerichte darstellt und damit auch eine rationale Entscheidung
moglich ist, welche nicht nur auf Spekulationen und Annahmen ba-
siert374,

Dieses Interesse des Arbeitgebers ergibt sich aus der Berufsfreiheit
aus Art. 12 Abs. 1 GG. Geschiitzt wird hier sein rechtliches Interesse,
nur mit Arbeitnehmern zusammenzuarbeiten, die die Ziele des Unter-
nehmens férdern und dieses vor Schiden bewahren, da nur so das Un-
ternehmen im Wettbewerb bestehen kann375. Vom Arbeitnehmer wird
ein gewisses Maf3 an Riicksichtnahme auf die Interessen des Arbeitge-
bers verlangt, welcher wiederum als Ausfluss der verfassungsrechtlich
geschiitzten Unternehmerfreiheit verlangen kann, nur mit Arbeitneh-
mern zusammenzuarbeiten, die die Interessen des Unternehmens be-
achten und diesen nicht zuwiderhandeln37¢.

In einem weiteren Urteil aus dem Jahr 2006 entschied das Bundes-
arbeitsgericht377, dass in der Strafanzeige eines Arbeitnehmers ohne
vorherige innerbetriebliche Klarung eine kiindigungsrelevante Verlet-
zung arbeitsvertraglicher Pflichten liegen kann. Handelt es sich bei den

371 BAG NJW 2004, 1547, 1548 f.; Stein, BB 2004, 1961; Biirkle, DB 2004, 2158; Briis-
sow/Petri, Arbeitsstrafrecht Rn. 103.

372 Vgl dazu auch Forst, NJW 2011, 3477, 3478; Rudkowski, CCZ 2013, 204, 206.

373 BAG NJW 2004, 1547, 1549.

374 Stein, BB 2004, 1961, 1962 f.

375 BAG NJW 2004, 1547, 1549; Forst, NJW 2011, 3477, 3478; Stein, BB 2004, 1961;
Rudkowski, CCZ 2013, 204, 205.

376 BAG NJW 2004, 1547, 1549; Stein, BB 2004, 1961.

377 BAG NJW 2007, 2204; siehe auch Forst, NJW 2011, 3477, 3479; Strack, Whistle-
blowing in Deutschland, S. 9.
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zur Last gelegten Vorfillen jedoch um schwerwiegende Vorwiirfe und
sind die angezeigten Taten vom Arbeitgeber selbst begangen worden,
ist der Arbeitnehmer nicht verpflichtet, zunichst die Herbeifithrung
einer innerbetrieblichen Kldrung anzustreben. Dabei ist es nicht von
Belang welche Position der Anzeigende im Unternehmen hat, da die
staatsbiirgerliche Pflicht zur Erstattung von Strafanzeigen hiervon und
der Bewertung durch den Arbeitgeber oder Dritte unabhingig ist.
Auch sei es nicht erheblich, dass die Strafanzeige zu einer Verurteilung
gefithrt habe, doch darf es sich bei Strafanzeige nicht um eine unver-
héltnisméflige Reaktion handeln.

Im oben genannten Heinisch-Fall378 stellte mit Urteil vom 21. Juli
2011 schliellich der EGMR fest, dass die deutschen Arbeitsgerichte
mit der fristlosen Kiindigung der Altenpflegerin keinen angemessenen
Ausgleich zwischen dem Schutz des Rufs des Arbeitgebers und seiner
Geschiftsinteressen und dem Recht der Arbeitnehmerin auf Freiheit
der Meinungsduflerung und des o6ffentlichen Interesses an Informatio-
nen iiber Mingel im Bereich der Altenpflege herbeigefiihrt hitten und
damit Art. 10 EMRK verletzt sei370. Zu den Abwiagungskriterien gehor-
te dabei die Frage, ob ein offentliches Interesse an der Strafverfolgung
bestehe und welcher Schaden bzw. Sanktionen dem Arbeitgeber hier-
bei drohen. Zudem ist zu fragen, welche Motive der anzeigende Ar-
beitnehmer hat, ob seine Vorwiirfe berechtigt sind3%. Zwar hat die
EMRK den Rang einfachen Bundesrechts, doch betont das Bundesver-
fassungsgericht, dass die Auslegung der Grundrechte auch von der
EMRK beeinflusst wird, da das Grundgesetz volkerrechtskonform aus-
gelegt werden soll und die Grundrechte als Ausprigung der Men-
schenrechte verstanden werden sollen38*. Bei Kollisionen muss eine In-
teressenabwigung stattfinden, wobei nicht nur das Bundesverfas-
sungsgericht, sondern auch Fachgerichte die Regelungen der EMRK zu
beriicksichtigen haben3®2. Der EGMR stellte fest, dass Hinweise {iber
rechts- und regelwidrige Verhaltensweisen vom Recht auf freie Mei-

378 EGMR NJW 2011, 3501 ff,; siehe auch nur Busekist/ Fahrig, BB 2013, 119, 121.

379 Siehe dazu Brock, 6AT 2011, 243, 244.

380 EGMR NJW 2011, 3501, 3503; Forst, NJW 2011, 3477, 3479.

381 BVerfG NJW 2004, 3407, 3408; 2011, 1931, 1935; Schlachter, RAA 2012, 108, 109;
Brock, AT 2011, 243, 244.

382 BVerfG NJW 2010, 3008, 3015; Schlachter, RdA 2012, 108, 109.
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nungsduflerung gedeckt sein koénnen. Mit der Heinisch-Entscheidung
des EGMR333 stellt das Gericht nun fest, dass Art. 10 Abs. 1 S. 1 EMRK
auch auf Arbeitsverhiltnisse zwischen Privatpersonen anwendbar ist.
Frau Heinisch habe mit der Strafanzeige gegen ihren Arbeitgeber von
ihrem Recht auf freie Meinungsduflerung Gebrauch gemacht. Durch
die arbeitsgerichtlichen Entscheidungen, die die aufSerordentliche
Kindigung aufrechterhielten, sei in dieses Recht eingegriffen wor-
den384. Das einfache Recht sowie die Grundrechte seien im Lichte der
Menschenrechtskonvention auszulegen, auch wenn deutsche Gerichte
nicht absolut an die Rechtsprechung des EGMR gebunden seien, son-
dern im Einzelfall auch von dessen Entscheidungen abweichen kénn-
ten, solange die Grundstandards der EMRK nicht unterschritten wiir-
den3®s.

Als Zwischenfazit ist festzustellen, dass die Gerichte die Kiindi-
gung wegen einer Strafanzeige des Arbeitnehmers gegen seinen Ar-
beitgeber an den betroffenen Grundrechten messen und eine Interes-
senabwigung zu treffen haben. Bei der Interessenabwigung spielen
unter anderem die Motive des Whistleblowers, der Versuch einer in-
nerbetrieblichen Klirung, die Gefahr der eigenen Strafbarkeit sowie
die Frage danach, ob der Arbeitgeber oder einer seiner Repréasentanten
die Tat begangen haben eine entscheidende Rolle. Ubersehen wird in
diesem Punkt aber, dass weniger die individuellen Interessen des Ar-
beitnehmers betroffen sind, als vielmehr offentliche Interessen des Ge-
meinwohls3%6. Bei den Kriterien fiir die Abwéagung handelt es sich um
richterliche Einzelentscheidungen. Dies fithrt dazu, dass sich die oben
genannten Grundsdtze und Abwiégungskriterien nicht ohne weiteres
verallgemeinern lassen und damit auf jeden Fall der Anzeige eines Ar-
beitnehmers bei Missstainden anwendbar wiéren. Vielmehr herrscht
eine Rechtsunsicherheit, die eine eindeutige Wertung des Gesetzgebers

383 EGMR NJW 2011, 3501 ff.

384 EGMR NJW 2011, 3501, 3505 f.; siche auch Forst, NJW 2011, 3477, 3479.

385 BVerfG, NJW 2011, 1931, 1935 f; Forst, NJW 2011, 3477, 3479 f; vgl. auch Brock,
OAT 2011, 243, 244.

386 Ogorek, FS-Weiss, 539, 550; vgl. auch Gutjahr, Whistleblowing im 6ffentlichen
Sektor, S. 12.
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hinsichtlich der Berechtigung von Arbeitnehmeranzeigen und deren
Folgen nicht hinreichend erkennen lassen3®7.

Bei einer Kollision von Grundrechten des Arbeitgebers mit
Grundrechten des Arbeitnehmers, etwa aus Art.2 Abs.1 GG in Ver-
bindung mit dem Rechtsstaatsprinzip aus Art. 20 Abs.3 GG ist ein
Ausgleich der grundrechtlich geschiitzten Positionen in dem Sinne
vorzunehmen, dass jede von ihnen so weit wie moglich wirksam wird
(Grundsatz der praktischen Konkordanz)388. Der Arbeitnehmer kann
sich allerdings — wie oben bereits erwdhnt — weder auf Art. 5 Abs. 1
GG noch auf Art. 17 GG berufen, wenn er die Anzeige anonym erstat-
tet hat389,

b) Gesetzliche Regelungen

Gesetzlich festgelegte und von der Rechtsprechung losgeloste Anzeige-
rechte von Arbeitnehmern sind in Deutschland nur vereinzelt zu fin-
den und erméglichen zudem lediglich die betriebsinterne Klarung39°.
So steht es Arbeitnehmern frei, sich betriebsintern nach §§ 84 Abs. 1,
85 Abs. 1 BetrVG bei den zustdndigen Stellen des Betriebs oder dem
Betriebsrat zu beschweren, wenn sie sich vom Arbeitgeber oder von
Arbeitnehmern des Betriebs benachteiligt oder ungerecht behandelt
oder in sonstiger Weise beeintrichtigt fithlen (internes Whistle-
blowing). In § 84 Abs. 3 BetrVG wird klargestellt, dass dem Arbeit-
nehmer keine Nachteile hieraus erwachsen durfen, so dass auch Kin-
digungen, welche sich auf die interne Beschwerde stiitzen, unwirksam
sind39*. Voraussetzung hierfiir ist eine mogliche Rechtsverletzung des
Arbeitnehmers392.

387 Vgl hierzu die Begriindung zum Gesetzentwurf eines Hinweisgeberschutzgeset-
zes der SPD-Bundestagsfraktion, BT-Drucks. 17/8567, S. 5; Simonet, RdA 2013,
236, 237; Abraham, ZRP 2012, 11.

388 BAG NJW 2004, 1547, 1548; Radtke, GA 2000, 19, 33.

389 BAG NJW 2004, 1547, 1549; Stein, BB 2004, 1961, 1963.

390 Vgl. hierzu auch den Problemaufriss des Gesetzentwurfs der Bundestagsfraktion
BUNDNIS 90/DIE GRUNEN vom 23. Mai 2012, BT-Drucks. 17/9782, S. 8.

391 BAG, Urteil vom 11.03.1982 — 2 AZR 789/79 -, Juris Rn. 24; vgl. auch Stein, BB
2004, 1961; vgl. auch Bock, Criminal Compliance, S. 736.

392 BAG, Urteil vom 11.03.1982 — 2 AZR 789/79 -, Juris Rn. 22.
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Besondere Beschwerderechte gibt es weiter in §17 Abs. 2
ArbSchG fir den Bereich Sicherheit und Gesundheitsschutz, wonach
ein Arbeitnehmer sich an zustindige (externe) Behorden wenden
kann, wenn einer zunéchst intern abgegebenen Beschwerde nicht ab-
geholfen wird (externes Whistleblowing). Dem Arbeitnehmer diirfen
durch die Meldung an die Behorde nach § 17 Abs. 2 S. 2 ArbSchG kei-
ne Nachteile entstehen393. Weiter rdumt beispielsweise § 28 Abs. 1
HessDSG das Recht ein, sich bei einem Verdacht von Datenschutzver-
stoflen durch datenverarbeitende Stellen direkt an den Datenschutzbe-
auftragten des Landes Hessen zu wenden, wenn angenommen werden
kann, dass eigene Rechte verletzt worden sind. Es besteht nach § 28
Abs. 1 S.2 HessDSG ein ausdriickliches Mafiregelungs- und Benach-
teiligungsverbot. Nach §28 Abs.2 HessDSG koénnen sich auch Be-
schiftigte offentlicher Stellen an den Hessischen Datenschutzbeauf-
tragten wenden. Sie sind dabei ausdriicklich von der Einhaltung des
Dienstweges befreit394.

Diese Regelungen sind nicht allumfassend und auf die von ihnen
geregelten Fille beschrinkt und kénnen damit keinen ausreichenden
Schutz fiir Whistleblower bieten395. Das Betriebsverfassungsrecht hilft
nicht weiter, wenn der potenzielle Whistleblower nicht selbst betroffen
ist. Die Regelungen des Arbeitsschutzgesetzes und des Datenschutz-
rechts erlauben lediglich den Gang an die dort genannten Stellen. Ein
Gang an die Offentlichkeit wird dadurch nicht gerechtfertigt. Eine An-
zeigepflicht besteht nur in Fillen des § 138 StGB39¢. Eine Pflicht zur
umfassenden Meldung von Pflichtverstéfien in Unternehmen besteht
nicht397.

Weiter haben nach §§ 13 Abs. 1, 1 AGG Beschiftigte das Recht,
sich bei den zustindigen Stellen des Betriebs, des Unternehmens oder
der Dienststelle zu beschweren, wenn sie sich im Zusammenhang mit
ihrem Beschaftigungsverhéltnis vom Arbeitgeber, von Vorgesetzten,
anderen Beschiftigten oder Dritten wegen ihrer ethnischen Herkunft,

393 Zimmer/Seebacher, CCZ 2013, 31, 31 f; vgl. auch Klasen/Schaefer, BB 2012, 641.

394 Vgl hierzu ferner Deiseroth, Whistleblowing in Zeiten von BSE, S. 180.

395 Deiseroth, Whistleblowing in Zeiten von BSE, S. 180.

396 Deiseroth/Derleder, ZRP 2008, 248, 249; Klasen/Schaefer, BB 2012, 641, 643.

397 Zimmer/Seebacher, CCZ 2013, 31, 32; Klasen/Schaefer, BB 2012, 641, 642; vgl.
auch Hefendehl, FS-Amelung, 617, 641.
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ihres Geschlechts, ihrer Religion oder Weltanschauung, einer Behinde-
rung, ihres Alters oder ihrer sexuellen Identitdt benachteiligt fiithlen.
§ 16 Abs. 1 AGG statuiert fiir die Inanspruchnahme des Beschwerde-
rechts ein Mafiregelungsverbot.

Fir den Arbeitnehmer gilt zwar nach § 612a BGB das Mafirege-
lungsverbot sowie § 1 KSchG. Oft wird argumentiert, dass ein weiter
reichender Schutz fiir Whistleblower nicht notwendig sei. Argumen-
tiert wird, dass diese Regelungen geniigenden Schutz bieten wiirden,
da in einem Kiindigungsschutzprozess die Interessen von Arbeitgebern
und Arbeitnehmern ausreichend in Einklang gebracht werden wiirden.
Diese Ansicht verkennt, dass ein Whistleblower bei Hinweisen von
Missstanden nach Aufen - beispielsweise tiber Gefahren fiir Leib und
Leben oder fiir die Umwelt - nicht seine eigenen Interessen verwirk-
licht, sondern oftmals solche des Allgemeinwohls393.

Neben den genannten einzelnen Anzeigerechten fehlt es an einer
gesetzlichen Regelung zum Schutz von Whistleblowern. Im Jahre 2008
plante der Bundestagsausschuss fiir Erndhrung, Landwirtschaft und
Verbraucherschutz die Einfithrung eines neuen § 612a BGB. Dieser
sollte ein allgemeines Anzeigerecht fiir Arbeitnehmer enthalten und
damit eine eindeutige Regelung des Informantenschutzes darstellen, so
dass Arbeitnehmer, die Gesetzesverstofle in einem Betrieb offenbaren,
Schutz und Rechtssicherheit erlangt hatten390. Der geplante Wortlaut
sollte lauten wie folgt4°:

»$ 6122 BGB

(1) Ist ein Arbeitnehmer auf Grund konkreter Anhaltspunkte der Auffas-
sung, dass im Betrieb oder bei einer betrieblichen Titigkeit gesetzliche
Pflichten verletzt werden, kann er sich an den Arbeitgeber oder eine zur
innerbetrieblichen Klidrung zustindige Stelle wenden und Abhilfe verlan-
gen. Kommt der Arbeitgeber dem Verlangen nach Abhilfe nicht oder
nicht ausreichend nach, hat der Arbeitnehmer das Recht, sich an eine zu-
stindige auferbetriebliche Stelle zu wenden.

398 Ogorek, FS-Weiss, 539, 550; vgl. auch Gutjahr, Whistleblowing im &ffentlichen
Sektor, S. 12, 14.

399 Stoffels, Beck Community Online I, URL: http://blog.beck.de/2008/05/16/whistle
blowing-anderung-des-$§-612a-bgb-geplant (letzter Zugriff: 20. Februar 2016);
Koch, Z1S 2008, 500; Simonet, RAA 2013, 236, 237.

400 Ausschussdrucksache 16(10)849 des Deutschen Bundestags, Ausschuss fiir Er-
nédhrung, Landwirtschaft und Verbraucherschutz.

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

. Rechtslage in Deutschland

(2) Ein vorheriges Verlangen nach Abhilfe ist nicht erforderlich, wenn
dies dem Arbeitnehmer nicht zumutbar ist. Unzumutbar ist ein solches
Verlangen stets, wenn der Arbeitnehmer aufgrund konkreter Anhalts-
punkte der Auffassung ist, dass
1. aus dem Betrieb eine unmittelbare Gefahr fiir Leben oder Gesund-
heit von Menschen oder fiir die Umwelt droht,
2. der Arbeitgeber oder ein anderer Arbeitnehmer eine Straftat began-
gen hat,
3. eine Straftat geplant ist, durch deren Nichtanzeige er sich selbst der
Strafverfolgung aussetzen wiirde,
4. eine innerbetriebliche Abhilfe nicht oder nicht ausreichend erfolgen
wird.
(3) Von den Absitzen 1 und 2 kann nicht zuungunsten des Arbeitneh-
mers abgewichen werden.
(4) Beschwerderechte des Arbeitnehmers nach anderen Rechtsvorschrif-
ten und die Rechte der Arbeitnehmervertretungen bleiben unberiihrt.

Aus dem bisherigen § 612a BGB sollte § 612b BGB werden. Das Ziel
dieses Gesetzesvorhabens war eine klare Regelung im Bereich des In-
formantenschutzes, um die Rechtssicherheit von Arbeitnehmern zu
verbessern. Zentraler Punkt war hier die Befugnis zur Informations-
weitergabe an zustandige externe Stellen, soweit nach einer internen
Anzeige dem Verlangen nach Abhilfe nicht nachgekommen worden ist.
Bei Unzumutbarkeit wére es dem Arbeitnehmer sogar gestattet gewe-
sen, sich nach denen in Absatz 2 genannten Féllen direkt — ohne vor-
heriges Abhilfeverlangen beim Arbeitgeber — an externe Stellen zu
wenden+°l, Im Wesentlichen sollte § 612a n.E BGB eine in Gesetz ge-
gossene Darstellung der bisherigen Entscheidungen des Bundesverfas-
sungsgerichts4°2 und des Bundesarbeitsgerichts4°3 sein mit der eindeu-
tigen Vorrangregelung hinsichtlich innerbetrieblicher Kldrung und der
Ermichtigung der Arbeitnehmer, nur in Ausnahmefillen von dem Er-
fordernis der innerbetrieblichen Kldrung abzuweichen4°4. Wie oben
bereits ausgefiihrt, wurde dieses Vorhaben nie durchgesetzt, zum einen
aufgrund der Tatsache, dass der Entwurf zu einseitig die Interessen des
Arbeitnehmers berticksichtigt. Zum anderen, weil das Ziel, die Recht-

401 Kirdly, FOV 57, S. 14f.

402 BGH NJW 1987, 1929 ff.; NJW 2001, 3474 ff.; Simonet, RdA 2013, 236, 238. vgl.
hierzu bereits oben Abschnitt D. I. 3. a).

403 BAG NJW 2004, 1547 ff,; vgl. hierzu bereits oben Abschnitt D. I. 3. a).

404 Vgl hierzu die Begriindung zur Ausschussdrucksache 16(10)849 des Deutschen
Bundestags, Ausschuss fiir Ernahrung, Landwirtschaft und Verbraucherschutz.
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sprechung des Bundesverfassungsgerichts und des Bundesarbeitsge-
richts zu kodifizieren, nicht erreicht wurde4°s.

Mit Antrag vom 5. Juli 20114°¢ brachte die Bundestagsfraktion
DIE LINKE einen Antrag tiber die Anerkennung der Bedeutung von
Whistleblowing fiir die Gesellschaft in den Bundestag ein. Dieser An-
trag enthielt die eindeutige Distanzierung des Whistleblowings vom
Denunziantentum sowie die Aufforderung des Bundestages an die
Bundesregierung, einen Gesetzentwurf zum Schutz und zur Férderung
der Tédtigkeit von Whistleblowern vorzulegen, wobei nicht nur arbeits-
und beamtenrechtlicher, sondern auch strafrechtlicher Schutz gewahr-
leistet werden sollte. Damit einhergehen sollte die Verpflichtung fiir
Unternehmen, Behorden und Organisationen, ein internes Hinweisge-
bersystem einzurichten.

Die Bundestagsfraktion der SPD legte am 7. Februar 2012 den
Entwurf eines Gesetzes zum Schutz von Whistleblowern (Hinweisge-
berschutzgesetz - HinwGebSchG) vor4°7. Dieser Gesetzentwurf hatte
zum Ziel, Benachteiligungen von Arbeitnehmern, der zu ihrer Berufs-
bildung Beschiftigten sowie von arbeitnehmerdhnlichen Personen zu
verhindern und zu beseitigen und verlieh den Hinweisgebern unter
anderem Anzeigerechte, und zwar auch direkt an zustindige externe
Stellen, also nach § 3 Abs. 5 des Entwurfs des Hinweisgeberschutzge-
setzes solche, die fiir die Entgegennahme der Anzeige oder Beseitigung
des jeweiligen Missstandes zustdndig sind. Darunter sollten stets die
Staatsanwaltschaft und die Polizei zdhlen. Im Falle von Gefdhrdungen
fir Leib und Leben oder fiir die Umwelt sollte auch die direkte Mel-
dung an die Offentlichkeit moglich sein. Nach § 11 des Entwurfs des
Hinweisgeberschutzgesetzes sollte Betrieben und Unternehmen die
Einrichtung von Hinweisgebersystemen erlaubt werden und damit
auch die Zulédssigkeit der Erhebung, Verarbeitung und Nutzung perso-
nenbezogener Daten nach § 4 Abs. 1 BDSG4°8,

405 Sasse, NZA 2008, 990, 992 f.; Simonet, RAA 2013, 236, 237.

406 BT-Drucks. 17/6492.

407 BT-Drucks. 17/8567; siehe hierzu auch Mengel, CCZ 2012, 146 ff.

408 Vgl. hierzu die Begriindung zur BT-Drucks. 17/8567; vgl. auch Busekist/Fahrig,
BB 2013, 119, 123.
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Dieser Entwurf bezweckte die Regelung und den Schutz von Ar-
beitnehmern, allerdings fehlen allgemeine Regelungen fiir Beamte4°9,
die die eng gefassten §§ 67 Abs.2 S.1 Nr.3 BBG, 37 Abs.2 S.1 Nr. 3
BeamtStG, die den Beamten von seiner Amtsverschwiegenheit ledig-
lich hinsichtlich Straftaten nach § 138 StGB sowie Korruptionsstrafta-
ten nach §§ 331 bis 337 StGB befreien. Zudem wurde kritisiert, dass
eine sofortige Beschwerdemoglichkeit an externe Stellen ohne das Er-
fordernis der internen Klarung nicht angemessen sei4°. Auch auf-
grund einer Vielzahl unbestimmter Rechtsbegriffe sowie der Moglich-
keit der direkten Meldung an die Offentlichkeit ohne vorherige interne
Meldung erfuhr der Entwurf weitere Kritik+!1.

Zuletzt brachte am 23. Mai 2012 die Bundestagsfraktion BUND-
NIS 90/DIE GRUNEN einen Entwurf des Gesetzes zur Forderung von
Transparenz und zum Diskriminierungsschutz von Hinweisgeberin-
nen und Hinweisgebern (Whistleblower-Schutzgesetz) ein4'2. Einge-
fiigt werden sollte ein neuer § 612b BGB, der Arbeitnehmern ein An-
zeigerecht, auch an zustandige auflerbetriebliche Stellen, zugesprochen
hat und im Falle des Uberwiegens des offentlichen Interesses gegen-
tiber dem Geheimhaltungsinteresse, auch an die Offentlichkeit. Dane-
ben sollte auch das Bundesbeamtengesetz einen neuen § 67 a BBG und
das Beamtenstatusgesetz den hierzu korrespondierenden wortgleichen
§ 37a BeamtStG erhalten, wonach ergédnzend zu den §§ 67 Abs.2 S. 1
Nr. 3 BBG, 37 Abs.2 S.1 Nr. 3 BeamtStG auch ein Anzeigerecht von
Beamten hinsichtlich Straftaten oder bei gegenwirtigen Gefahren fiir
wichtige Rechtsgiiter unter Umgehung des Dienstwegs nach § 125
BBG moglich sein sollte. Auch diese Regelung wird wegen ihrer Be-
schrankungen auf das Arbeitsrecht des BGB sowie des Beamtenrechts
als zu eng kritisiert413.

409 Bauschke, 0AT 2012, 271, 272; vgl. auch Strack, Stellungnahme zu BT-Drucks.
17/649, S. 2.

410 Simonet, RAA 2013, 236, 238.

411 Busekist/Fahrig, BB 2013, 119, 124; Mengel, CCZ 2012, 146.

412 BT-Drucks. 17/9782.

413 So z.B. Strack, Stellungnahme zu BT-Drucks. 17/649, S. 2.
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Il. Rechtslage in den USA

Nach der Darstellung der Rechtslage in Deutschland aus verfassungs-
rechtlicher, 6ffentlich-rechtlicher sowie arbeitsrechtlicher Sicht soll im
folgenden Abschnitt eine Darstellung der wichtigsten Regelungen in
den USA sowie in Grofibritannien folgen.

1. Regelungen zum Whistleblowing in den USA

Whistleblowing ist kein neues Phdnomen. Heutzutage besteht in den
Vereinigten Staaten eine Vielzahl legislativer Regelungen und eine
breite Rechtsprechung zum Thema Whistleblowing. In den USA gab
es bereits im 19. Jahrhundert die ersten rechtlichen Regelungen wie
den False Claims Act von 186344, der auch als ,Lincoln Law® be-
zeichnet wird. Dieser gewéhrte demjenigen, der Hinweise auf Betrugs-
absichten von Lieferanten der Armee aufdeckte, finanzielle Anreize so-
wie Schutz vor arbeitsrechtlichen Mafinahmen45. Daneben gibt es
eine Vielzahl weiterer einzelner Gesetze, die den Schutz von Whistleb-
lowern regeln#¢ und von denen einige im Folgenden genannt werden
sollen.

2. Sarbanes-Oxley Act 2002

Als direkte Reaktion auf die Bilanzfilschungsskandale bei Enron und
WorldCom, welche durch Whistleblower aufgedeckt worden waren47
und die schlieSlich zur Insolvenz beider Unternehmen und zu Milliar-
denverlusten der Anleger fithrte, wurde im Jahre 2002 der Sarbanes-

414 31 US.C.§§ 3729 - 3733.

415 Vgl. Thising/Forst, Beschiftigtendatenschutz, §6 Rn.4.; Lutterbach, Whistle-
blowing, S. 7.

416 So zum Beispiel: Whisleblower Protection Act, Clean Air Act, Safe Drinking Wa-
ter Act; vgl. dazu: https://www.osha.gov/OshDoc/data_General_Facts/whistleblo
wer_rights.pdf (letzter Zugriff: 20. Februar 2016).

417 Siehe oben unter Abschnitt B. IV. sowie V.
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Oxley Act (nachfolgend auch ,,SOX“418 genannt) verabschiedet und ist
im selben Jahr in Kraft getreten+19. Zweck dessen war der Schutz von
Bilanzierungsvorschriften4>°. Damit hat sich fiir an der US-Boérse no-
tierte Unternehmen - dazu gehoren auch an der US-Borse notierte
deutsche Gesellschaften - so manches verandert. Diese Gesellschaften
und ihre Tochterunternehmen miissen u.a. nach Section 301 SOX ein
Audit Committee errichten — ein Gremium, das ausschlieflich aus un-
abhingigen Mitgliedern des Board of Directors besteht —, das die Ord-
nungsmdfligkeit der Abschlusspriifung tberwacht+*!. Nach Section
301 (4) SOX ist weiter ein unternehmensinternes Kontrollsystem ein-
zurichten, das (auch anonymes) Whistleblowing durch Beschiftigte
wenigstens beziiglich zweifelhafter Praktiken der Rechnungspriifung
und Buchfithrung ermdglichen soll422. Unternehmen, die iiber ein sol-
ches System nicht verfiigen, setzen sich dem Risiko von Sanktionen
seitens der Borsenaufsicht (SEC) aus. Es sind auf der anderen Seite
auch Strafmilderungen moglich, wenn Straftaten zwar begangen wer-
den, das Unternehmen aber iiber ein solches Kontrollsystem verfiigt+23.

Der Whistleblower selbst wird dabei nach Section 806 SOX beson-
ders geschiitzt und genief3t Schutz vor jeglicher Diskriminierung#*4.
Sollten trotzdem diskriminierende Mafinahmen erfolgen, so besteht
ein Beschwerderecht und der Arbeitnehmer kann Schadensersatz so-
wie Wiedereinsetzung in seine vorige Position verlangen4?s. Section
806 SOX ist allerdings nur auf die Arbeitnehmer in den Vereinigten

418 Oft auch als ,SOA* abgekiirzt.

419 Public Law 107 - 204; vgl. Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 4;
Koch, ZIS 2008, 500, 501; von Zimmermann, WM 2007, 1060; Reufels/Deviard,
CCZ 2009, 201.

420 Section 302 (4) (A) SOX; vgl. auch Thiising/Forst, Beschiftigtendatenschutz, § 6
Rn. 4; von Zimmermann, WM 2007, 1060, 1062.

421 Hiitten/Stromann, BB 2003, 2223; von Zimmermann, WM 2007, 1060; Wisskir-
chen/Korber/Bissels, BB 2006, 1567; Mahnhold, NZA 2008, 737, 740.

422 Koch, ZIS 2008, 500, 501; Hefendehl, FS-Amelung, 617, 622; von Pelchrzim, CCZ
2009, 25; Zimmer/Seebacher, CCZ 2013, 31, 32; Reufels/Deviard, CCZ 2009, 201,
202; HaufSmann/Kaufmann, ArbRAktuell 2011, 186.

423 Hefendehl, FS-Amelung, 617, 622.

424 Berndt/Hoppler, BB 2005, 2623, 2625; Altenburg, BL] 2008, 3, 4; Thiising/Forst,
Beschiftigtendatenschutz, § 6 Rn. 4; von Zimmermann, WM 2007, 1060, 1061;
Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 74.

425 Reufels/Deviard, CCZ 2009, 201, 202; Berndt/Hoppler, BB 2005, 2623, 2625.
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Staaten anzuwenden und hat keinerlei Ausstrahlungswirkung auf das
deutsche Recht4?, Neben dem zivilrechtlichen Schutz ist der Arbeit-
nehmer auch strafrechtlich geschiitzt. Wer einen Whistleblower diskri-
minieren sollte, sieht strafrechtlichen Sanktionen nach 18 United Sta-
tes Code § 1513 (e) entgegen, der Haftstrafen bis zu zehn Jahren vor-
sieht427,

3. Dodd-Frank Act 2010

Ein weiterer Gesetzgebungsakt war der im Jahre 2010 erlassene Dodd-
Frank Act#*8. Dieses als Reaktion auf die Bankenkrise im Jahre 2008
und den Absturz von Lehman Brothers erlassene Gesetz spricht in Sec-
tion 748 Whistleblowern, die illegales Verhalten im Finanzbereich
melden und aufzudecken helfen einen betrichtlichen Prozentsatz an
der verhingten Geldbufle zu, wenn die dem Unternehmen auferlegte
Geldbufle die Summe von 1 Million US-Dollar iiberschreitet49.

4. Vergleich zu Deutschland

Anders als in Deutschland werden in den USA solche Hinweisgeber-
systeme gedanklich nicht mit Denunziation und Bespitzelung verbun-
den#3°. Wie bereits ausgefiihrt, herrscht in Deutschland gegeniiber sol-
chen Meldesystemen noch grofie Zuriickhaltung, die mit den Bespitze-
lungen wihrend der Zeit des Nationalsozialismus und der DDR erklart
wird43t,

Hinzu kommt, dass in den Vereinigten Staaten das Arbeitsrecht
anders gestaltet ist, als in Deutschland, weswegen spezielle Regelungen
erforderlich sind. Die dort vorherrschende ,,employment at will“-Dok-

426 von Zimmermann, WM 2007, 1060, 1061.

427 Berndt/Hoppler, BB 2005, 2623, 2625; Bock, Criminal Compliance, S. 733.

428 Public Law 111-203.

429 Thiising/Forst, Beschiftigtendatenschutz, §6 Rn.4; Englinder/Zimmermann,
NZWiSt 2012, 328, 330; Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C
Rn. 73.

430 Altenburg, BL] 2008, 3, 4.

431 Thising/Forst, Beschiftigtendatenschutz, § 6 Rn. 6; Mahnhold, NZA 2008, 737.
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trin berechtigt gleichermaflen Arbeitnehmer und Arbeitgeber, das Ar-
beitsverhiltnis aus beliebigen Griinden zu kiindigen+32. Diese Sicht-
weise hat sich in den USA immer weiter gewandelt433. Zunachst be-
gannen Gerichte im 6ffentlichen, spater auch im privatrechtlichen Be-
reich, den Schutz von Whistleblowern immer mehr auszuweiten. Ent-
hillungen in Féllen der Watergate-Affire (Mark Felt - ,Deep
Throat“)434, die Explosion der Raumfihre Challenger (Roger Boisjoly)
oder der Enron-Skandal (Sherron Watkins) und der WorldCom-Skan-
dal (Cynthia Cooper) haben in den Kopfen der Bevélkerung den Ein-
druck gefestigt, dass Hinweise nicht mit Verdchtlichkeit bestraft wer-
den sollten, da sie in Fillen, in denen der Schutz des Betriebes oder der
Allgemeinheit bezweckt wird, niitzlich sein konnen43s. Flankiert wird
diese Sichtweise mit der in den USA bestehenden Besonderheit des
»private law enforcement®. Hiernach soll auch der Biirger an der Auf-
deckung von Gesetzesverstofien aktiv beteiligt sein. Der Biirger soll fiir
Informationen belohnt werden, die der gesetzgebenden Gewalt und
der Exekutive bei der Erfiillung ihrer Aufgaben niitzlich sind43¢. Im
Unterschied zum deutschen Recht gibt es in den USA sogenannte ,,qui
tam*“ Verfahren, bei denen Biirger in eigenem Namen und gleichzeitig
im Namen des Staates Gerichtsverfahren einleiten kénnen, um Scha-
densersatzanspriiche klageweise geltend zu machen oder bestimmte
Strafen durchzusetzen. Im Erfolgsfalle erhilt der Biirger einen be-
stimmten Teil der Schadensersatz- oder Strafsumme+37.

In Deutschland hingegen sind Arbeitnehmer durch arbeitsrechtli-
che Regelungen, allen voran das Kiindigungsschutzgesetz, besser ge-
stellt als die Arbeitnehmer in den Vereinigten Staaten, so dass auf den
ersten Blick derart explizite Regelungen im Hinblick auf Whistle-
blower als nicht notwendig erscheinen. Zudem herrscht in Deutsch-
land das Gewaltmonopol des Staates, das eine aktive Beteiligung des
Biirgers an der Aufdeckung von Gesetzesverstofien nicht vorsieht.

432 Ogorek, FS-Weiss, 539, 541 f.; Deiseroth, Betrifft Justiz 2004, 296, 297.

433 Deiseroth, Betrifft Justiz 2004, 296, 297.

434 Vgl. Schulz, Whistleblowing, S. 30.

435 Ogorek, FS-Weiss, 539, 542.

436 Deiseroth, Betrifft Justiz 2004, 296, 298 f.

437 Als Beispiel gilt hier der Federal False Claims Act, vgl. Deiseroth, Betriftt Justiz
2004, 296, 298 f.
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lll. Rechtslage in GroBbritannien

Im Jahr 1998 wurde im Vereinigten Konigreich der Human Rights Act
beschlossen, mit dem die EMRK zur Grundlage eines grundrechtli-
chen Katalogs wurde. Neben dem Recht auf freie Meinungsduflierung
wurde der Public Interest Disclosure Act43® (nachfolgend auch ,,PIDA®
genannt) erlassen, der am 2. Juli 1999 in Kraft getreten ist und Teil des
Arbeitsrechts ist. Das Gesetz ist die Konsequenz der Bemiihungen der
Nichtregierungsorganisation (,NGO®) ,Public concern at work“39.
Zweck des PIDA ist der Schutz der Offentlichkeit vor Gefahren, welche
durch eine vorherige Meldung verhindert werden konnen#4°.

In der Européischen Union handelt es sich bei dem PIDA um das
erste Gesetz, das umfassenden Schutz fiir Whistleblower normiert.
Unter anderem sind die arbeitsrechtlichen Verschwiegenheitspflichten
der Arbeitnehmer deutlich eingeschrankt44!. Es wird als das umfas-
sendste und starkste Whistleblowerschutzgesetz in Europa angesehen
und als eines der besten weltweit+42,

Zwar statuiert der PIDA keine Verpflichtung zur Einfithrung von
Hinweisgebersystemen+43. Der Arbeitnehmerbergriff des PIDA ist weit
auszulegen und umfasst Beschaftigte sowohl des privaten Sektors als
auch des offentlichen Dienstes sowie unabhidngige Vertragspartner444.
Der PIDA definiert sogenannte geschiitzte Enthiillungen (protected
disclosure). Es handelt sich dabei um Informationen tiber Verbrechen,
Gesetzesverstofle, Gefdhrdungen wichtiger Rechtsgiiter, wie Gesund-
heit, Sicherheit von Personen und der Umwelt, soweit diese Informa-
tionen in gutem Glauben (in good faith) getatigt werden, unabhingig
davon, ob dieses angezeigte Verhalten bereits geschehen ist, gegenwir-

438 Ubersetzt etwa: Gesetz iiber Offenbarung im &ffentlichen Interesse, vgl. Deise-

roth, Whistleblowing in Zeiten von BSE, S. 229.

439 Schulz, Whistleblowing, S. 56.

440 Thiising/Forst, Beschiftigtendatenschutz, § 6 Rn. 7.

441 Vgl. Deiseroth, Whistleblowing in Zeiten von BSE, S. 229.

442 Worth, Whistleblowing in Europe, S. 10.

443  Schulz, Whistleblowing, S. 298.

444 Schulz, Whistleblowing, S.295; Gutjahr, Whistleblowing im 6ffentlichen Sektor,
S. 24; Nordmann, PH 2006, 49, 50.
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tig ist oder bevorsteht445. Einer Weitergabe an Medien muss zuvor eine
gescheiterte interne Kldarung vorgehen. Sollte der Whistleblower nach
der Tatigung einer solchen Enthiillung seinen Arbeitsplatz verlieren,
kann er Entschadigungsanspriiche geltend machen#4. Gemeldet wer-
den konnen Verletzungen zivil-, straf- und 6ffentlich-rechtlicher Nor-
men, sowie Fehlentscheidungen der Justiz und Handlungen, die Ge-
sundheit, Leben und Umwelt gefdhrden#47.

Die Regelungen des § 612a n.F. BGB hitten eine dem PIDA auf
den ersten Blick vergleichbare Regelung dargestellt, die sich im Gegen-
satz zum PIDA allerdings lediglich auf Arbeitnehmer bezogen hitte, so
dass zumindest in dieser Hinsicht nur ein engerer Anwendungsbereich
er6ffnet worden wire.

IV. Fazit

Festzuhalten ist, dass in den Vereinigten Staaten und in Grofibritanni-
en explizite Whistleblowerschutzgesetze existieren. Dies liegt an den
historischen Hintergriinden beider Staaten, aus denen sich diese Ge-
setze entwickeln konnten. In Deutschland hingegen besteht eine Ab-
neigung gegeniiber ,Denunzianten und ,Verritern®, mit denen
Whistleblower noch immer in Verbindung gesetzt werden.

Es gibt in Deutschland lediglich einige wenige gesetzliche Regelun-
gen, die aber keinen generellen Whistleblowerschutz bezwecken, son-
dern entweder einen sehr engen sachlichen oder personlichen Anwen-
dungsbereich aufweisen. Die bisher ergangenen gerichtlichen Ent-
scheidungen sind Einzelfallentscheidungen und koénnen ebenso wenig
generalisierend auf das Whistleblowing angewandt werden. Mehrere
Gesetzesentwiirfe verschiedener Bundestagsfraktionen wurden nicht
weiter verfolgt, so dass bis dato in Deutschland kein allgemeines

445 Section 43 B des PIDA; Lutterbach, Whistleblowing, S.13; Deiseroth, Whistle-
blowing in Zeiten von BSE, S. 229; Rotsch/Rotsch/ Wagner, Criminal Compliance,
§ 34 C Rn. 76.

446 Nordmann, PH 2006, 49, 50.

447 Vgl auch Lutterbach, Whistleblowing, S. 13 f. sowie Deiseroth, Whistleblowing in
Zeiten von BSE, S. 229.

99

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

D. Rechtslage national und international

Whistleblowerschutzgesetz existiert und fiir Whistleblower damit auch
keine Rechtsklarheit besteht.
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Nachdem festgestellt wurde, dass Whistleblowing verheerende arbeits-

rechtliche sowie private Konsequenzen haben kann, soll im folgenden

Kapitel die strafrechtliche Seite des Whistleblowings beleuchtet wer-
den. In der Literatur und in der Rechtsprechung wurde die strafrechtli-

che Seite des Whistleblowings bisher kaum beleuchtet, so dass sich die

Frage stellt, nach welchen strafrechtlichen Normen sich ein Whistle-

blower strafbar machen kann4#48. Daneben sollen die bei einem

Whistleblowing in Frage kommenden Rechtfertigungsgriinde unter-

sucht werden und die Frage beantwortet werden, ob die Regelungen
des geltenden Rechts ausreichend sind, um einen Whistleblower vor
strafrechtlichen Sanktionen zu schiitzen.

Zur Veranschaulichung der strafrechtlichen Problematik soll fol-

gendes Beispiel dienen:

Ein Chemieunternehmen schiittet regelmaf3ig vor oder bei einem Hoch-

wasser chemische Abfille in den nahegelegenen Fluss, um Kosten fiir die
Entsorgung einzusparen. Dabei wird im Einzelfall entschieden, ob Abfille
in das Wasser abgelassen werden sollen. Durch das Hochwasser ist der
Nachweis der Entsorgung erschwert und die Konzentration lédsst sich
durch die grofiere Wassermenge schwieriger belegen. In Frage kommen
hier Straftaten gegen die Umwelt (§$ 324 ff. StGB). Das Unternehmen hat

selbstverstdndlich ein hohes Interesse daran, solche Umweltverstofe ge-

heim zu halten. Da dieses Verhalten schon mehrfach vorgekommen ist,

kann man davon ausgehen, dass beim nédchsten oder tibernichsten Hoch-

wasser mit an Sicherheit grenzender Wahrscheinlichkeit wieder Giftmiill
ins Gewdsser gekippt wird.

Der Mitarbeiter A des Unternehmens erhdlt von dieser Praxis Kenntnis
und mochte diese Aktivititen und den Verstofl gegen die Umwelt nicht
langer hinnehmen.

448 Siehe hierzu schon Lutterbach, Whistleblowing, S. 57 ff.; Koch, ZIS 2008, 500 ff;
Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 9 ff;
Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 52 ff.
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Der Mitarbeiter A hat verschiedene Moglichkeiten dem beobachteten
Missstand zu begegnen. Zum einen (1) kann er den Missstand schwei-
gend hinnehmen und tatenlos bleiben. Zum anderen (2) kann er sich
an seinen unmittelbaren Vorgesetzten wenden und ihm von seinen Be-
obachtungen berichten. Zu guter Letzt (3) kann er aber auch den or-
dentlichen Dienstweg verlassen und sich innerhalb des Unternehmens
an den nichsthéheren Vorgesetzten wenden oder an andere organisa-
tionsinterne Stellen oder aber auch an (Strafverfolgungs-) Behorden
oder die Presse und die Medien.

Auf den ersten Blick scheint Alternative (1) strafrechtlich unpro-
blematisch zu sein. Allerdings kommt auch bei ,unterlassenem
Whistleblowing“ eine Strafbarkeit in Betracht, wenn der Betroffene
eine Pflicht zur Anzeige hat44°. Exemplarisch soll hier die Anzeige-
pflicht nach § 138 StGB bei geplanten Straftaten genannt werden und
die damit einhergehende Strafbarkeit wegen einer Nichtanzeige. Bei
den dort genannten Straftaten - allen voran den Kapitaldelikten — han-
delt es sich aber schwerlich um solche, die typischerweise unterneh-
mens- oder behérdenintern begangen werden#5°, so dass diese Alter-
native im Rahmen dieser Arbeit aufler Acht gelassen werden kann.

Deshalb sollen im Folgenden strafrechtliche Konsequenzen des be-
gangenen, nicht eines unterlassenen Whistleblowings untersucht wer-
den. Aufgrund der Tatsache, dass es sich bei einer Meldung an den un-
mittelbaren Vorgesetzten schon nach der hiesigen Definition nicht um
Whistleblowing handelt45!, sondern um die Einhaltung des offiziellen
Dienstwegs, ist Alternative (2) fiir diese Arbeit und die Frage nach der
Strafbarkeit des Whistleblowers ebenfalls nicht von Belang.

Aus strafrechtlicher Sicht ist im vorliegenden Rahmen einzig und
allein Alternative (3) von Interesse, da hier der organisationsinterne
Missstand entweder den einzuhaltenden Meldeweg bzw. die Sphare der
Organisation nach Aufen verldsst. Ein Whistleblower, der auflerhalb
des Meldewegs auf einen Missstand innerhalb seiner Organisation
hinweist, muss moglicherweise damit rechnen, dass dieser Hinweis
strafrechtliche Konsequenzen nach sich ziehen kann.

449 Vgl. dazu Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 58.
450 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 58.
451 Siehe Abschnitt C. I. 2.f) ee).

102

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

. § 17 UWG — Verrat von Geschfts- und Betriebsgeheimnissen

Die Geheimnissphére eines Unternehmens oder der 6ffentlichen
Verwaltung ist neben arbeitsrechtlichen bzw. beamtenrechtlichen
Treuepflichten durch eine Vielzahl von Vorschriften geschiitzt. Han-
delt es sich bei dem Geheimnis, wie im obigen Musterbeispiel, um ein
illegales Geheimnis, so ist eine Abwagung zwischen dem Allgemeinin-
teresse an der Durchsetzung der Rechtsordnung und dem Interesse des
Unternehmens an der Geheimhaltung von Unternehmensinterna vor-
zunehmen452.

Jeder hat zwar das staatsbiirgerliche Recht, nach § 158 StPO eine
Straftat mittels einer Strafanzeige oder eines Strafantrags bei der
Staatsanwaltschaft, den Behérden und Beamten des Polizeidienstes so-
wie den Amtsgerichten anzubringen. Eine Pflicht zur Anzeige besteht
nach § 138 StGB allerdings lediglich bei den dort abschlieflend aufge-
zéhlten Straftaten, wozu nur die schwersten Straftaten und Kapitalver-
brechen wie die Vorbereitung eines Angriffskrieges, Raub und To-
tungsdelikte gehdren4s3.

Relevant sind im Folgenden die Normen nach § 17 UWG sowie
§$ 203, 353 b StGB und den §§ 85 GmbHG, 333 HGB, 404 AktG, 151
GenG, 138 VAG, 315 UmwG sowie §$ 93 ff. StGB, Ehrschutzdelikte der
§$ 185 ff. StGB und §§ 164, 145 d StGB.

I. § 17 UWG - Verrat von Geschafts- und Betriebsgeheimnissen

Ein beachtliches Risiko fiir Whistleblower besteht im Hinblick auf ge-
heimnisschiitzende Straftatbestinde454. Gerade in Betrieben, in denen
kein Hinweisgebersystem besteht und Mitarbeiter demnach keine
Moglichkeit haben, auf Missstinde hinzuweisen, stellt sich fiir sie die
Frage, an wen sie sich wenden konnen. In solchen Fillen gibt es die na-
heliegende Moglichkeit, entdeckte Gesetzesverletzungen an externe
Stellen zu tragen, die diesen abhelfen konnten. Hierzu zdhlt neben
staatlichen Stellen und Ermittlungsbehérden auch die breite Offent-
lichkeit (beispielsweise durch ein Zuspielen von Informationen an Me-

452 Riitzel, GRUR 1995, 557.

453 Siehe hierzu Zimmermann, ArbRAktuell 2012, 58.

454 Siehe dazu auch Schemmel/Ruhmannseder/Witzigmann, Hinweisgebersysteme,
Kapitel 4 Rn. 22.
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dienvertreter)4ss. Allerdings folgt aus einer dienstvertraglichen Pflicht
zur Loyalitdt auch die Pflicht, dienstliche Vorgdnge und Interna ge-
heim zu halten#s6.

Whistleblower, die geheime Informationen innerhalb eines Unter-
nehmens an unternehmensinterne Personen, die keine Geheimnistréi-
ger sind oder an externe Personen mitteilen, um auf gesetzeswidrige
Methoden, Straftaten, Missstande oder illegitimes Verhalten hinzuwei-
sen, konnen sich nach § 17 UWG wegen des Verrats von Geschifts-
und Betriebsgeheimnissen strafbar machen. Das oben unter Abschnitt
E. gebildete Beispiel zeigt exemplarisch in seiner Alternative (3) genau
dieses relevante Verhalten.

Unternehmen haben ein Interesse daran, ihr Verhalten auf dem
Markt sowie ihre gewinnbringenden Strategien und ihren Fortschritt -
im Groflen und Ganzen ihr ,Know-how* - geheim zu halten, um ge-
geniiber der Konkurrenz zu bestehen457. Hiufig stellen Geschifts- und
Betriebsgeheimnisse den wertvollsten Bestandteil des gesamten Unter-
nehmenskapitals dar, so dass in den §§ 17 - 19 UWG Unternehmens-
geheimnissen ein strafrechtlich gesicherter Schutz gewiéhrleistet wer-
den muss#8. Der jahrliche durch Geheimnisverrat und Betriebsspio-
nage verursachte Schaden in Deutschland betrdgt laut Schiatzungen
mehrere Milliarden Euro#459.

Allerdings ist die Zahl der eingeleiteten Strafverfahren wegen Ver-
stofles gegen § 17 UWG nicht besonders hoch, da die geschadigten
Unternehmen oftmals keine Anzeige bei den Strafverfolgungsbehor-
den erstatten, um nach auflen hin keine Reputationsverluste zu erlei-
den: so wurden laut Polizeilicher Kriminalstatistik im Jahre 2014 264
Fille des Geheimnisverrats nach § 17 Abs.1 UWG registriert (2013:
284 Fille) und 133 Fille des § 17 Abs. 2 UWG (2013: 141 Falle)46°,

§ 17 UWG enthilt drei voneinander unabhéngige Straftatbestdnde:
Absatz 1 umfasst den Geheimnisverrat durch Beschiftigte des Unter-

455 von Pelchrzim, CCZ 2009, 25, 26.

456 Vgl. auch Zimmermann, ArbRAktuell 2012, 58, 59.

457 Vgl. dazu Wabnitz/Janovsky/Mdohrenschlager, WStR, Kap. 15 Rn. 1.

458 Emmerich, Unlauterer Wettbewerb, § 10 Rn. 1; Richters/ Wodtke, NZA-RR 2003,
281.

459 Wittig, Wirtschaftsstrafrecht, § 33 Rn. 25; Kiethe/ Hohmann, NStZ 2006, 185.

460 PKS 2014 des Bundeskriminalamtes, S.95; PKS 2013 des Bundeskriminalamtes,
S. 76; vgl. auch Wabnitz/Janovsky/Mohrenschlager, WStR, Kap. 15 Rn. 2.
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nehmens wihrend der Geltungsdauer des Dienstverhéltnisses; Absatz
2 hingegen enthdlt zwei Jedermannsdelikte: Absatz 2 Nr.1 erfasst be-
sondere Fille der Ausspdhung oder Verwertung fremder Unterneh-
mensgeheimnisse unter Anwendung technischer Mittel (Betriebsspio-
nage); Absatz 2 Nr. 2 stellt die Geheimnishehlerei unter Strafe, mithin
die unbefugte Verwertung oder Mitteilung eines nach Absatz 1 oder
Absatz 2 Nr. 1 erlangten Geheimnisses46*. § 17 Abs. 3 UWG enthilt die
Versuchsstrafbarkeit.

1. Schutzzweck

§ 17 UWG dient dem Schutz von Unternehmensgeheimnissen+¢? und
damit in erster Linie dem Schutz der (subjektiven) Interessen des Ge-
heimnis- und damit zumeist des Unternehmensinhabers463. Anders als
der Zweck des Gesetzes gegen den unlauteren Wettbewerb, welcher
nach § 1 UWG dem Schutz von Mitbewerbern, der Verbraucher und
sonstiger Marktteilnehmer vor unlauteren geschiftlichen Handlungen
dient (Satz 1) und dariiber hinaus das Allgemeininteresse am unver-
falschten Wettbewerb schiitzen soll (Satz 2), handelt es sich bei § 17
UWG um ein Vermogensdelikt4%4. Die ,,Schutzzwecktrias“¢s des § 1
UWG und Allgemeininteressen sind im Rahmen des § 17 UWG von
nebensdchlicher Bedeutung, zumal § 17 UWG nach seinem Wortlaut
keine Hinweise auf den Verbraucherschutz beinhaltet. Andere sehen
als geschiitztes Rechtsgut auch das Interesse der Allgemeinheit an

461 HK-UWG/Koehler/Hasselblatt, §17 Rn.2; Emmerich, Unlauterer Wettbewerb,
§ 10 Rn. 1 ff.; Wittig, Wirtschaftsstrafrecht, § 33 Rn. 26; Tobbens, WRP 2005, 552,
555.

462 Deutschland ist volkerrechlich nach Art. 39 Abs. 1 des TRIPS-Ubereinkommens
der Welthandelsorganisation WTO zur Sicherung eines wirksamen Schutzes ge-
gen unlauteren Wettbewerb verpflichtet, ,nicht offenbarte Informationen® zu
schiitzen, siehe hierzu Busche/Stoll/Wiebe/Peter/Wiebe, TRIPS, Art.39 Rn. 1ff;
Kohler/Bornkamm/Kohler, UWG § 17 Rn. 3 a; Mayer, GRUR 2011, 884.

463 Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 1; Wabnitz/Janovsky/Mohrenschlager, WStR,
Kap. 15 Rn. 4.

464 Ohly/Sosnitza/Ohly, UWG, §17 Rn.29; Erbs/Kohlhaas/Diemer, Nebengesetze,
§ 17 UWG Rn. 2; a.A. Kohler/Bornkamm/Koéhler, UWG § 17 Rn. 2.

465 So MiKo-UWG/Brammsen, § 17 Rn. 4 und 6.
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einem unverfilschten und funktionierenden Wettbewerb46¢. Hiergegen
spricht allerdings, dass § 17 UWG nach seinem Absatz 5 als relatives
Antragsdelikt ausgestaltet ist467, so dass § 17 UWG den Schutz der In-
dividualinteressen des Unternehmens bezweckt.

2. § 17 Abs. 1 UWG - Geheimnisverrat

a) Tater

Nur Beschiftigte eines Unternehmens kénnen taugliche Téter des § 17
UWG sein. Es handelt sich somit um ein echtes Sonderdelikt4¢8. Unter
den Begriff des Beschiftigten fallen alle Angehorigen des Unterneh-
mens, unabhingig von Art, Umfang, Dauer ihrer Beschiftigung oder
ihrer Bezahlung, also Arbeitnehmer in Voll- oder Teilzeit, Leiharbeiter,
Geschiftsfithrer, Vorstandsmitglieder, Aufsichtsratsmitglieder und
Auszubildende, Praktikanten oder das Putzpersonal, nicht aber der
Geschaftsinhaber selbst, Gesellschafter oder Personen, die freiberuf-
lich bzw. selbstindig, also nicht weisungsgebunden, fiir das Unterneh-
men tatig sind, wie Steuerberater oder Rechtsanwilte4®. Um einen
umfassenden Geheimnisschutz zu gewdhrleisten ist das Tatbestands-
merkmal des Unternehmensbeschiftigten weit auszulegen+°; es
kommt nicht auf die Position im Unternehmen oder die Dauer der Be-
triebszugehdrigkeit an. Selbst Angestellte von verbundenen Unterneh-
men kommen in Betracht47!. Dadurch, dass gerade samtliche Unter-

466 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 2; vgl. auch Rotsch/Rotsch/
Wagner, Criminal Compliance, § 34 C Rn. 53.

467 Englinder/Zimmermann, NZWiSt 2012, 328, 332; Rotsch/Rotsch/ Wagner, Crimi-
nal Compliance, § 34 CRn. 53.

468 von Pelchrzim, CCZ 2009, 25, 27; Wittig, Wirtschaftsstrafrecht, § 33 Rn. 32.

469 Momsen/Griitzner/Heghmanns, WStR, Kap. 7 A Rn.9f; MiuKo-UWG/Bramm-
sen, § 17 Rn. 33 ff.; Wabnitz/Janovsky/Mohrenschlager, WStR, Kap. 15 Rn. 11; von
Pelchrzim, CCZ 2009, 25, 27; Englinder/Zimmermann, NZWiSt 2012, 328, 329;
Wittig, Wirtschaftsstrafrecht, § 33 Rn. 34; Emmerich, Unlauterer Wettbewerb, § 10
Rn. 5; Aldoney Ramirez, Geschifts- und Betriebsgeheimnisse, S. 102; Grofe-Vor-
holt, Wirtschaftsstrafrecht Rn. 1109.

470 Wabnitz/Janovsky/Mohrenschlager, WStR, Kap. 15 Rn.11; Wittig, Wirtschafts-
strafrecht, § 33 Rn. 33; Tobbens, NStZ 2000, 505, 507.

471 von Pelchrzim, CCZ 2009, 25, 27; Grofe-Vorholt, Wirtschaftsstrafrecht Rn. 1110.

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

. § 17 UWG — Verrat von Geschéfts- und Betriebsgeheimnissen

nehmensbeschiftigten vom Regelungsumfang des § 17 Abs.1 UWG
umfasst werden, der persoénliche Anwendungsbereich im Vergleich zu
anderen geheimnisschiitzenden Vorschriften also sehr weit ist, stellt
dieser das grofite Risiko auf strafrechtlicher Ebene fiir Whistleblower
dar+72.

Nichtsdestotrotz ist der personliche Anwendungsbereich enger als
derjenige nach der hier verwendeten Definition des Whistleblowings.
Nach dieser Definition kénnen auch nicht weisungsgebundene Perso-
nen, die fiir das Unternehmen tatig werden, Whistleblower sein. Sie
werden vom Straftatbestand des § 17 UWG allerdings nicht umfasst.
Da es sich bei Whistleblowern aber in den meisten Féllen um Unter-
nehmensbeschiftigte handeln wird, fillt die Mehrheit der Whistle-
blower dennoch in den personlichen Anwendungsbereich des § 17
UWG.

b) Geschifts- und Betriebsgeheimnisse

Der Begriff des Geschifts- und Betriebsgeheimnisses ist gesetzlich
nicht definiert, sondern wurde von der Rechtsprechung entwickelt473.
Diese bezeichnet das Geschifts- und Betriebsgeheimnis als jede im
Zusammenhang mit einem Betrieb stehende Tatsache, die nicht offen-
kundig, sondern nur einem eng begrenzten Personenkreis bekannt ist
und nach dem bekundeten Willen des Betriebsinhabers, der auf einem
ausreichenden wirtschaftlichen Interesse beruht, geheim gehalten wer-
den soll474. Dabei handelt es sich bei Betriebsgeheimnissen um solche,
die technisches Wissen umfassen; Geschiftsgeheimnisse umfassen da-
gegen vornehmlich kaufménnisches Wissen, also alle Daten, die sich
auf den Zustand des Unternehmens und sein Marktverhalten bezie-

472 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn.22;
vgl. auch Bock, Criminal Compliance, S. 736.

473 MiiKo-UWG/Brammsen, § 17 Rn. 9; von Pelchrzim, CCZ 2009, 25, 26; Mayer,
GRUR 2011, 884, 885; Tobbens, WRP 2005, 552, 555.

474 BVerfG MMR 2006, 375, 376; RGZ 149, 329, 334 — Stiefeleisenpresse; BGH GRUR
1955, 424, 424f. — Mobelpaste; GRUR 1961, 40, 43 — Wurftaubenpresse; GRUR
2006, 1044, 1046 — Kundendatenprogramm; BayObLG, NJW 1991, 438, 439; siche
auch Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17
Rn. 1; vgl. auch Riitzel, GRUR 1995, 557; Englinder/ Zimmermann, NZWiSt 2012,
328, 329; Zimmermann, ArbRAktuell 2012, 58, 59.
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hen#s. Zu den Geschiftsgeheimnissen werden nach einem Beschluss
des Bundesverfassungsgerichts vom 14. Mirz 2006476 etwa Umsitze,
Ertrage, Kundenlisten und -adressen, die Bezugsquellen des Unterneh-
mens, Konditionen, Marktstrategien, Tatsachen hinsichtlich der Kre-
ditwiirdigkeit, Entwicklungs- und Forschungsprojekte etc. gezihlt,
durch die die wirtschaftlichen Verhiltnisse eines Unternehmens be-
stimmt werden konnen. Betriebsgeheimnisse477 im engeren Sinne hin-
gegen beinhalten alle technischen Daten eines Unternehmens, wie
Konstruktionszeichnungen+78, verschiedene Fertigungs- und Herstel-
lungsverfahren479, Rezepturen4° oder aber auch Computerprogramme
einschlieflich Programmcodes43*.

Fir die Praxis ist diese Abgrenzung allerdings kaum von Bedeu-
tung, da beide Begriffe die Gesamtheit der unternehmensbezogenen
Geheimnisse umfassen und die Terminologie selbst nicht immer ein-
heitlich verwendet wird432. Des Weiteren ist eine strikte Abgrenzung
zwischen beiden Begriffen nicht immer moglich, da es Fille gibt, die
sich nicht eindeutig unter den einen oder den anderen Begriff subsu-
mieren lassen+®3, so dass die Oberbegriffe Unternehmensgeheimnis+34
oder Wirtschaftsgeheimnis#®> benutzt werden. Im Rahmen dieser Ar-

475 BVerfG MMR 2006, 375, 376; Ohly/Sosnitza/Ohly, UWG, § 17 Rn.5; Kohler/
Bornkamm/Kohler, UWG § 17 Rn. 12. Nach Aldoney Ramirez, Geschifts- und
Betriebsgeheimnisse, S. 24, ist diese Definition zu eng und nur vom Ergebnis her
iiberzeugend. Eine Geheimhaltung aus betrieblichen oder geschaftlichen Griin-
den kann auch andere Informationen umfassen.

476 BVerfG MMR 2006, 375, 376; siehe auch Kohler/Bornkamm/Kohler, UWG § 17
Rn. g4a.

477 Siehe dazu Kohler/Bornkamm/Kéhler, UWG § 17 Rn. 12.

478 BGH GRUR 1964, 31; 1983, 179, 180.

479 BGH GRUR 1963, 367, 367 f.; 2003, 356, 358.

480 BGH GRUR 1980, 750, 751.

481 LG Stuttgart NJW 1991, 441; BayObLG GRUR 1991, 694; vgl. auch Ohly/
Sosnitza/Ohly, UWG, vor §§ 17 - 19 Rn. 1.

482 Kohler/Bornkamm/Kohler, UWG § 17 Rn. 4 a; MiiKo-StGB/Janssen/Maluga, § 17
UWG Rn. 17; MiitKo-UWG/Brammsen, § 17 Rn. 8.

483 Aldoney Ramirez, Geschifts- und Betriebsgeheimnisse, S.28; siche auch Engldin-
der/Zimmermann, NZWiSt 2012, 328, 329; Wabnitz/Janovsky/Mohrenschlager,
WSHR, Kap. 15 Rn. 5.

484 So auch Englinder/Zimmermann, NZWiSt 2012, 328, 329; Tobbens, NStZ 2000,
505, 506.

485 Vgl. MiiKo-UWG/Brammsen, §17 Rn.8; Wittig, Wirtschaftsstrafrecht, §33
Rn. 36.
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beit wird neben dem Begriff des Geschifts- und Betriebsgeheimnisses
ebenso der Begriff des Unternehmensgeheimnisses verwendet.

Folgende Voraussetzungen muss ein Geheimnis erfiillen, um als
Unternehmensgeheimnis zu gelten43¢:

aa) Unternehmenshezogenheit

Das Geheimnis muss im Zusammenhang zu einem Unternehmen
stehen, also dem geschiftlichen Bereich zugeordnet sein4®’. Nur ein
solcher Bezug kann nichtoffenkundige Tatsachen zu Unternehmensge-
heimnissen machen, und damit die ungestorte Ausiibung des Gewer-
bebetriebes sichern4’8. Der Unternehmensbezug fehlt bei Tatsachen,
die die Privatsphdre — sei es des Unternehmensinhabers oder von Ar-
beitnehmern43® — betreffen+9°. Auch bei staatlichen Geheimnissen oder
nichtgewerblichen Informationen handelt es sich um nicht unterneh-
mensbezogene Geheimnisse49*.

Es reicht somit fiir eine Strafbarkeit eines Whistleblowers nach
§ 17 UWG nicht aus, dass dieser Privatgeheimnisse von Kollegen oder
von Vorgesetzten nach auflen trigt, da diese eben nicht unterneh-
mensbezogen sind. Dies ist im Rahmen des Whistleblowings unpro-
blematisch zu bejahen, da nach dem obigen Definitionsansatz das
Whistleblowing gerade organisations- also auch unternehmensbezoge-
ne Missstinde aufdecken soll und damit von vornherein einen Unter-
nehmensbezug haben muss, um tberhaupt als Whistleblowing be-
zeichnet zu werden492,

486 Siehe dazu Englinder/Zimmermann, NZWiSt 2012, 328, 329.

487 Wittig, Wirtschaftsstrafrecht, § 33 Rn. 38; Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 6.

488 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17 Rn.2;
siehe schon RGZ 149, 329, 332 - Stiefeleisenpresse.

489 OLG Stuttgart Urteil vom 02.04.1990 — 3 Ss 57/90 —, Juris Rn. 18.

490 Kohler/Bornkamm/Kohler, UWG § 17 Rn. 5; MiiKo-StGB/Janssen/Maluga, § 17
UWG Rn. 18.

491 MiiKo-StGB/Janssen/Maluga, § 17 UWG Rn. 18.

492 So auch Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4
Rn. 12.
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bb) Fehlende Offenkundigkeit

Ist eine Tatsache offenkundig, kann sie schon begrifflich kein Ge-
heimnis darstellen+3. Offenkundigkeit besteht bei Tatsachen, wenn
diese den Interessenten- oder Fachkreisen, die mit Informationen die-
ser Art Ublicherweise befasst sind, allgemein bekannt oder leicht zu-
ganglich sind494.

(1) Allgemein bekannte Tatsachen

Allgemeine Bekanntheit von Tatsachen ist in Féllen zu bejahen, in de-
nen verstindige Menschen (des interessierten Kreises) von diesen
Kenntnis haben oder sich ohne besondere Fachkunde aus zuverldssi-
gen Quellen Kenntnis verschaffen kénnen#95. Dazu zahlen Veroffent-
lichungen in Medien, in der Fachliteratur, im Rundfunk oder Internet,
bei offengelegten Patentanmeldungen oder verdffentlichten Ge-
brauchsmustern4%S. In Fillen des Whistleblowing ist es dabei weniger
die Fachpresse, sondern die Berichterstattung in den allgemein zu-
ganglichen Medien, wie Zeitungen, Fernsehen, Radio oder Internet, in
denen Skandale aufgedeckt werden und mediale Aufmerksamkeit auf
sich ziehen.

Eine Tatsache ist nicht schon dann offenkundig, wenn sie einem
begrenzten, auch einem grofieren Personenkreis bekannt ist497. Wie
grofl die Zahl der eingeweihten Personen sein muss, um Offenkundig-
keit zu bejahen, ist vom Einzelfall abhdngig4® und kann zahlenmifiig
nicht exakt definiert werden#%. Maf3gebend ist vielmehr, ob der einge-

493 Vgl. RGSt 29, 426, 428; 40, 406, 408.

494 BGH GRUR 1958, 297, 298 f. — Petromax; Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 7;
Kohler/Bornkamm/Kohler, UWG § 17 Rn. 7; Wittig, Wirtschaftsstrafrecht, § 33
Rn. 39; Wabnitz/Janovsky/Mohrenschlager, WStR, Kap. 15 Rn. 9.

495 BGHSt 6, 292, 293; vgl. auch Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG
Rn. 10.

496 Kohler/Bornkamm/Kohler, UWG § 17 Rn. 7.

497 BGH GRUR 1955, 424, 425 — Mdébelpaste; Erbs/Kohlhaas/Diemer, Nebengesetze,
§ 17 UWG Rn. 9.

498 BayObLG, NJW 1991, 438, 439; Erbs/Kohlhaas/Diemer, Nebengesetze, §17
UWG Rn. 10.

499 RGSt 42, 394, 396; siche auch Harte-Bavendamm/Henning-Bodewig/Harte-Ba-
vendamm, UWG, § 17 Rn. 4.
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weihte Personenkreis unter Kontrolle gehalten werden kanns°°. Wird

ein Geheimnis einem zur Verschwiegenheit verpflichteten Kreis Drit-
ter anvertraut, sei es vertraglich oder gesetzlich, so ist Offenkundigkeit

ausgeschlossens°!. Teilt eine Person einer anderen Person innerhalb ei-
nes solchen eingeweihten Kreises eine Tatsache mit, so ist freilich nicht

von Whistleblowing zu sprechen.

(2) Leichte Zuganglichkeit

Neben der allgemeinen Bekanntheit fehlt Offenkundigkeit bei leichter
Zuginglichkeit der betroffenen Tatsachen. Kann sich jede interessier-
te Person mit lauteren Mitteln und ohne grofiere Schwierigkeiten oder
Opfer Kenntnis verschaffen, so liegt leichte Zugénglichkeit und damit
ebenso Offenkundigkeit vors°2. Dies wird in den meisten Fillen bei
den vom Whistleblowing umfassten Tatsachen nicht der Fall sein.

(3) Regelwidriges Verhalten innerhalb eines Unternehmens

Illegales oder regelwidriges Verhalten innerhalb eines Unternehmens
wird in den meisten Féllen auflenstehenden Personen weder leicht zu-
ganglich, noch allgemein bekannt sein. Des Weiteren sind die Mitwis-
ser meist arbeitsvertraglich oder zumindest aufgrund der dem Arbeits-
vertrag immanenten Pflicht zur Ricksichtnahme auf die geschiftli-
chen Interessen des Arbeitgebers (§ 242 BGB)3°3 zur Verschwiegenheit
verpflichtet, so dass an illegalen Unternehmensgeheimnissen bzw.
Missstinden oder an regelwidrigem Verhalten innerhalb eines Unter-
nehmens ohne weiteres Offenkundigkeit nicht angenommen werden
kanns°4,

500 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, § 17 Rn. 4; Oh-
ly/Sosnitza/Ohly, UWG, § 17 Rn. 8; Schemmel/Ruhmannseder/ Witzigmann, Hin-
weisgebersysteme, Kapitel 4 Rn. 13.

501 Kohler/Bornkamm/Kohler, UWG § 17 Rn. 7 a.

502 Vgl. BayObLG, NJW 1991, 438, 439; Kohler/Bornkamm/Kéhler, UWG § 17
Rn. 8.

503 Richters/Wodtke, NZA-RR 2003, 281, 282; Salger/Breitfeld, BB 2005, 154, 155f;
vgl. auch Briissow/Petri, Arbeitsstrafrecht Rn. 100.

504 Vgl dazu auch Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Ka-
pitel 4 Rn. 14.
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¢) Geheimhaltungswille

Eine weitere Voraussetzung fiir die Bejahung eines Geschifts- oder Be-
triebsgeheimnisses ist das Vorliegen eines Nichtoffenbarungswillens
des Unternehmers. Dieser Wille muss nach aufSen hin erkldrt werden
oder zumindest erkennbar sein und sich aus den Umstdnden ergeben,
wobei hier keine zu strikten Anforderungen gestellt werden diirfen. Es
reicht aus, wenn sich der Wille aus der Natur Sache, die geheim gehal-
ten werden soll, ergibt5°5. Ein solcher Wille wird bei nicht offenkundi-
gen betriebsinternen Kenntnissen und Abldufen, die Einfluss auf die
Wettbewerbsposition des Unternehmens auf dem Markt haben kon-
nen, indiziert>°°. Es geniigt, wenn aufgrund der Bedeutung des Gegen-
standes fiir das Unternehmen und fiir seine Position im Wettbewerb
darauf zu schlielen ist, dass der Unternehmer den Gegenstand als Ge-
heimnis behandelt hattes.

Bei illegalen Vorgangen und Missstinden innerhalb eines Unter-
nehmens drohen immense Reputationsschaden und unter Umstédnden
Buf3gelder, sollten solche Tatsachen ans Tageslicht geraten. Ein Ge-
heimhaltungswille ergibt sich schon aus diesem Umstand. Illegale Un-
ternehmensvorgénge sind nicht fiir Auflenstehende bestimmt, sondern
sollen nach dem Interesse des Unternehmens die Sphére des Betriebes
nie verlassen, denn durch die Offenbarung solcher ist die Schwiachung
der Position auf dem Markt im Hinblick auf den Wettbewerb praktisch
schon vorprogrammiert und kann dauerhaft zu irreversiblen Schiden
fithrens°8.

505 Wittig, Wirtschaftsstrafrecht, § 33 Rn. 41; Kohler/Bornkamm/Kohler, UWG § 17

Rn. 10; Tobbens, NStZ 2000, 505, 506; JurisPK-UWG/Ernst, § 17 Rn.17; HK-
UWG/Koehler/Hasselblatt, §17 Rn.16; Schemmel/Ruhmannseder/ Witzigmann,
Hinweisgebersysteme, Kapitel 4 Rn. 15.

506 Wittig, Wirtschaftsstrafrecht, § 33 Rn. 41; Kohler/Bornkamm/Kohler, UWG § 17
Rn. 10; Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17
Rn. 5.

507 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, § 17 Rn. 5.

508 Altenburg, BL] 2008, 3, 5; Schemmel/Ruhmannseder/ Witzigmann, Hinweisgeber-
systeme, Kapitel 4 Rn. 16. So z.B. der oben unter Abschnitt B. VI. geschilderte
Korruptionsfall Siemens.
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d) Geheimhaltungsinteresse

Fir den Geheimnisschutz ist ferner ein berechtigtes wirtschaftliches
Interesse des Betriebsinhabers an der Geheimhaltung der Tatsache
notwendigs. Ein solches ist gegeben, wenn die Tatsache dazu geeignet
ist, die Wettbewerbsposition eines Konkurrenten zu férdern, die eigene
Wettbewerbsposition zu schidigen oder aber dem Unternehmen wirt-
schaftlichen Schaden zuzufiigen, wobei es nicht erforderlich ist, dass
ein wirtschaftlicher Schaden tatsdchlich entsteht oder drohts°. Das In-
teresse muss sich merklich auf die Wettbewerbsfihigkeit des Unter-
nehmens beziehens'!.

aa) Rechtswidrigkeit oder Sittenwidrigkeit der Tatsachen

Strittig ist zunédchst, ob rechtswidrige Tatsachen iiberhaupt vom
Schutzbereich des § 17 UWG umfasst sind.

Die herrschende Meinung5'2 vertritt die Ansicht, dass nicht nur
rechtmaflige, sondern auch solche Geheimnisse vom Schutz des § 17
UWG umfasst sind, die rechtswidrige oder sittenwidrige Sachverhal-
te betreffen. Primar geschiitzt von § 17 UWG ist ndmlich das Integri-
tatsinteresse des Unternehmens. Die wettbewerbliche Stellung kann
gerade durch die Weitergabe von rechtswidrigen oder sittenwidrigen
Tatsachen tangiert werden, da auch sittenwidrige und illegale Geheim-
nisse einen wirtschaftlichen Wert darstellen kénnens3.

Oft wird als weiteres Argument angebracht, dass der hinweisge-
bende Arbeitnehmer nicht die Aufgabe des Kontrollorgans seines Ar-
beitgebers oder eines Sittenrichters innehat. Dem Arbeitnehmer kénne

509 BGH GRUR 1955, 424, 426 — Mobelpaste; Kohler/Bornkamm/Kéhler, UWG § 17
Rn. 9.

510 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 14 f,; Wittig, Wirtschafts-
strafrecht, § 33 Rn. 42; von Pelchrzim, CCZ 2009, 25, 26; Wabnitz/Janovsky/Moh-
renschlager, WStR, Kap. 15 Rn. 10.

511 BGH GRUR 1955, 424, 425 f. — Mébelpaste; Tobbens, NStZ 2000, 505, 506.

512 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, § 17 Rn. 6; Oh-
ly/Sosnitza/Ohly, UWG, § 17 Rn. 12; Tobbens, NStZ 2000, 505, 506; Koch, ZIS
2008, 500, 503; Satzger, FS-Achenbach, 447, 450; Zimmermann, ArbRAktuell
2012, 58, 59; Tobbens, WRP 2005, 552, 556.

513 Tobbens, NStZ 2000, 505, 506; HK-UWG/Koehler/Hasselblatt, § 17 Rn. 19; Koch,
Z1S 2008, 500, 503.
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nicht die Befugnis verliechen werden, die RechtmiafSigkeit von innerbe-
trieblichen Vorgingen zu beurteilen und seine Verschwiegenheit da-
nach anzupassens'4. Doch kann die fehlende Befugnis eines Arbeit-
nehmers zur Meldung eines unrechtmafligen Vorganges nicht dariiber
entscheiden, ob dieses rechtswidrige Geheimnis den Schutz des § 17
UWG genieflen kann oder nicht. Vielmehr ist es Sache des Gesetzge-
bers bzw. der Rechtsprechung eine Entscheidung dariiber zu treffen,
welche Rechtsgiiter strafrechtlichen Schutz genieflen und welche hier-
von ausgenommen werden sollen.

Eine andere Ansicht5'5 besagt, dass Geheimnissen betreffend ille-
galer oder sittenwidriger Sachverhalte der Schutz des § 17 UWG ver-
sagt werden miisse. Ein solcher Schutz solle nur vereinzelt gewéhrt
werden, wenn es durch ein erhebliches Allgemeininteresse gedeckt sei,
wie beispielsweise im Falle der §§ 93, 97a StGB das Interesse am Be-
stand der Bundesrepublik Deutschland oder im Falle des § 203 StGB56
das Interesse an der Funktionsfahigkeit bestimmter sozialwichtiger Be-
raterberufes’. In allen anderen Fillen sollen solche Geheimnisse nicht
vom Schutzbereich des § 17 UWG umfasst sein, da an solchen kein
schutzwiirdiges Interesse bestehe, sondern das Interesse an einem lau-
teren Wettbewerb gerade den Ausschluss dieser Geheimnisse aus dem
Schutzbereich erforderes'8. Fiir den Whistleblower hitte dies zur Fol-
ge, dass er bei der Offenlegung illegaler Geheimnisse — beispielsweise
bei systematisch ausgeiibter Steuerhinterziehung oder bei Kartellab-

514 von Pelchrzim, CCZ 2009, 25, 27; Otto, wistra 1988, 125, 126; siche auch Englin-
der/ Zimmermann, NZWiSt 2012, 328, 330; Tobbens, NStZ 2000, 505, 506; Mayer,
GRUR 2011, 884, 887; MiinchArbR/Reichold, § 48 Rn. 36; siche auch Riitzel,
GRUR 1995, 557, 560.

515 Wabnitz/Janovsky/Mohrenschlager, Handbuch WStR, Kap. 15 Rn.10; Riitzel,
GRUR 1995, 557, 560 f.; Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 16;
vgl. Temming, FS-Achenbach, 545, 550; Englander/Zimmermann, NZWiSt 2012,
328, 333; Richters/ Wodtke, NZA-RR 2003, 281, 282; Wittig stellt den Schutz illega-
ler Geheimnisse gerade im Hinblick auf das ,an sich im Allgemeininteresse” lie-
gende Whistleblowing in Frage, grenzt aber eine Strafbarkeit auf die Falle ein, in
denen illegale Geheimnisse der Offentlichkeit preisgegeben werden, siehe bei
Wittig, Wirtschaftsstrafrecht, § 33 Rn. 43.

516 Fischer, StGB, § 203 Rn. 6.

517 Riitzel, GRUR 1995, 557, 558 f. und 560.

518 Riitzel, GRUR 1995, 557; Koch, ZIS 2008, 500, 503.
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sprachen’' - keinem Strafbarkeitsrisiko ausgesetzt wire, unabhiangig
davon, an welche Organisation die Mitteilung adressiert ist. Auch bei
einer Offenbarung an externe Stellen wire damit Strafbarkeit ausge-
schlossen. Somit wire eine Offenlegung - sei es aus Eigennutz oder in
Schidigungsabsicht - an die Offentlichkeit, die Presse oder sogar an
Wettbewerber nicht von § 17 UWG umfasst52°.

Im Ergebnis ist der herrschenden Lehre zu folgen. Das Know-how
eines Unternehmens ist praktisch kaum teilbar in einen legalen und
einen illegalen Teil. Eine Beschrankung des Schutzes nach § 17 UWG
auf nur legale Unternehmensgeheimnisse wiirde dazu fiithren, dass im
Falle von komplexen Unternehmensgeheimnissen, die sich nicht klar
in legal und illegal unterteilen lassen, Abgrenzungsprobleme entstehen
kénnen und auch der legale Teil durch die Unmdéglichkeit der Teilung
seinen strafrechtlichen Geheimnisschutz verlieren kénntes2t. Auch das
von der Gegenansicht5?> angefithrte Argument, bei der Miteinbezie-
hung illegaler Geheimnisse in den Schutzbereich des § 17 UWG drohe
eine Kollision zwischen der Verschwiegenheitsverpflichtung und ge-
setzlich geforderten Anzeigepflichten, geht ins Leere, da Anzeige-
pflichten nur sporadisch im Gesetz vorgesehen sind und zudem sehr
lickenhaft lediglich eng begrenzte Spezialfille betreffen. Eine Interes-
senabwégung kann im Rahmen der Rechtswidrigkeitspriifung - bei-
spielsweise im Rahmen des rechtfertigenden Notstands nach § 34 StGB
- vorgenommen und damit ausreichend gewiirdigt werdens23.

Zudem ist es im deutschen Strafrecht — wie oben festgestellt -
nicht ungewohnlich, dass auch illegale Geheimnisse Schutz genieflen.
Dem Kernstrafrecht ist es nicht ginzlich unbekannt, dass rechtliche
Makel eines Tatobjekts nicht zu dessen vollstandiger Schutzlosigkeit
fithren, um strafrechtsfreie Riume zu vermeiden. Dies ist am Beispiel
des ,,Diebes-Diebs“ im Rahmen des § 242 StGB zu sehen: auch die Be-
eintrichtigung rechtswidrigen Vermogenszuordnung ist strafbars24.

519 Koch, ZIS 2008, 500, 503.

520 Koch, ZIS 2008, 500, 503; Schemmel/Ruhmannseder/ Witzigmann, Hinweisgeber-
systeme, Kapitel 4 Rn. 18.

521 Westermann, Handbuch Know-how-Schutz, Kapitel 1 II 3 b) Rn. 52.

522 So beispielsweise Kragler, Schutz des geheimen Know-how, S. 33.

523 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 20.

524 Englinder/Zimmermann, NZWiSt 2012, 328, 330; Mayer, GRUR 2011, 884, 887;
a.A. Riitzel, GRUR 1995, 557, 559.
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Dieses Ergebnis zeigt auf, dass Mitarbeiter A aus dem obigen Bei-
spiel den Tatbestand des § 17 UWG auch dann erfiillen kann, wenn er
illegale Geheimnisse - hier Straftaten gegen die Umwelt - meldet.
Auch diese Aktivitdt ist vom wettbewerblichen Geheimnisschutz um-
fasst und damit schiitzenswert.

bb) Zwischenergebnis

Nach alledem ist festzustellen, dass illegales oder sittenwidriges Ver-
halten innerhalb eines Unternehmens unter den Begriff des schiitzens-
werten Geschifts- und Betriebsgeheimnisses nach § 17 UWG fillt. Ge-
rade solche unternehmensbezogenen, nichtoffenkundigen Tatsachen
konnen oftmals einen wirtschaftlichen Wert fiir das jeweilige Unter-
nehmen darstellen und fihren dazu, dass der Geschaftsinhaber weder
den Willen noch ein Interesse an der Offenbarung dieser Tatsachen
hat. Bezogen auf das obige Beispiel ist die Tatsache, dass bei Hochwas-
ser Chemikalien in Gewisser gekippt werden, sehr wohl ein Unterneh-
mensgeheimnis. Der wirtschaftliche Wert liegt beispielsweise in der
Ersparnis der Entsorgungskosten. Es liegt des Weiteren in der Natur
der Tatsache, dass sowohl Geheimhaltungswille als auch -interesse da-
ran bestehen. Die Offenbarung dessen wiirde mit an Sicherheit gren-
zender Wahrscheinlichkeit zu massiven Reputationsschidden fithren

und damit nachhaltig dem Unternehmen und seiner Wettbewerbspo-
sition schaden5?s. Damit fallen auch illegale Regelverstofie von Unter-
nehmen unter den Begriff des Geschéfts- und Betriebsgeheimnissess2©.

e) Tatobjekt

Das Unternehmensgeheimnis muss dem Beschiftigten ,,im Rahmen
des Dienstverhiltnisses anvertraut oder zugéinglich geworden sein®
Ursache fiir die Kenntniserlangung muss damit das Dienstverhéltnis

525 So wurde in der Presse iiber Umweltskandale des Chemiekonzerns BASF berich-
tet, als das Unternehmen im Jahre 2008 in Ludwigshafen etwa 200 kg des giftigen
Schadlingsbekdmpfungsmittels Methylisothiocyanat (MITC) in den Rhein leitete,
Frankfurter Rundschau vom 17. Oktober 2008, abzurufen unter www.fr-online.d
e/panorama/umweltskandal-basf-leitet-200-kilo-gift-in-den-rhein,1472782,3366
840.html (Stand: 20. Februar 2016).

526 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 24.
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sein. Kannte der Beschiftigte das Geheimnis schon davor oder erfuhr
er es unabhédngig vom Dienstverhiltnis, so handelt es sich um kein ge-
eignetes Tatobjekt, womit die Stratbarkeit nach § 17 Abs.1 UWG ent-
fallts27. Anvertraut ist ein Geheimnis, wenn ausdriicklich oder kon-
kludent Geheimhaltung vereinbart wurde. Zugénglich geworden ist
es, wenn es ihm auf irgendeine mit seiner Tatigkeit zusammenhéngen-
de Weise bekannt geworden ist>28.

Der Whistleblower aus dem Beispielsfall erfihrt betriebsinterne,
geheim zu haltende Geheimnisse im Zusammenhang mit seiner Tétig-
keit im Unternehmen, so dass diese Voraussetzung ebenfalls erfiillt
sein diirfte.

f) Tathandlung

Die Tathandlung besteht in der unbefugten Mitteilung des Geheim-
nisses wihrend der Geltungsdauer des Dienstverhdltnisses an eine
dritte Person, welche das Geheimnis nicht kennt529. Der Dritte kann
dabei eine beliebige Person sein, ob unternehmensextern oder -intern,
die das Geheimnis noch nicht kennts3°. Damit sind alle Mitteilungen
umfasst, die den Unternehmensbereich verlassen, also auch an Straf-
verfolgungsbehdrden oder an Mediens3'. Nicht hierunter fillt die Mit-
teilung an einen Vorgesetzten oder an andere unternehmensinterne
Personen, die sich zwar nicht unmittelbar auf dem iiblichen Dienstweg
befinden, allerdings auch unter die Geheimhaltungsverpflichtung des
Unternehmens fallen. Wie bereits erldutert, handelt es sich auch dann
um Whistleblowing, wenn die Mitteilung an eine Person auflerhalb des
Dienstweges, aber innerhalb des Unternehmens gerichtet ists32. Entge-
gen der Ansicht Kochss33 kann damit auch internes Whistleblowing

527 Kohler/Bornkamm/Kohler, UWG, § 17 Rn. 155 Tobbens, NStZ 2000, 505, 507.

528 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 25 f.

529 MiiKo-StGB/Janssen/Maluga, $ 17 UWG Rn. 48; Tobbens, NStZ 2000, 505, 507;
Lettl, Wettbewerbsrecht, § 10 Rn. 16; Wittig, Wirtschaftsstrafrecht, § 33 Rn. 64;
Emmerich, Unlauterer Wettbewerb, § 10 Rn. 12.

530 JurisPK-UWG/Ernst, §17 Rn.24; Schemmel/Ruhmannseder/ Witzigmann, Hin-
weisgebersysteme, Kapitel 4 Rn. 29.

531 Zimmermann, ArbRAktuell 2012, 58, 59.

532 Vgl Abschnitt C. 1. 2.f) ee).

533 Koch, ZIS 2008, 500, 502.
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strafbar sein, wenn der Adressat eine unternehmensinterne Person ist,
die sich aber aulerhalb des ordnungsgemédfien Dienstwegs befindet
und vom Geheimnis keine Kenntnis hat, selbst dann also wenn die In-
formation das Unternehmen nicht verlassen hat.

Die Mitteilung kann sowohl durch aktives Tun in schriftlicher
oder miindlicher Form, aber auch bei einem Vorliegen einer Garan-
tenstellung durch Unterlassen im Sinne von § 13 StGB verwirklicht
werden. So kann sich eine Garantenstellung daraus ergeben, dass der
Beschiftigte damit betraut ist, Geheimnisse vor der Kenntniserlangung
Dritter zu schiitzen oder aber etwa aus einer besonderen Vertrauens-
stellung herauss34.

Kannte der Dritte das Geheimnis bereits, kann stratbarer Versuch
nach § 17 Abs. 3 UWG vorliegen. Nutzt der Hinweisgeber das Geheim-
nis allerdings nur fiir sich selbst, liegt keine Mitteilung vors3s. Unbe-
fugt ist die Weitergabe, wenn sie gegen eine Geheimhaltungspflicht
verstofdt, also beispielweise nicht von der Einwilligung des Geheimnis-
inhabers oder von einer gesetzlichen Offenbarungspflicht gedeckt
ist536. Nach richtiger Ansicht handelt es sich bei dem Merkmal der Un-
befugtheit um einen Verweis auf die allgemeine Rechtswidrigkeit und
nicht um ein Merkmal des objektiven Tatbestandes>37, auch wenn die
dogmatische Einordnung im Ergebnis von keiner besonderen Relevanz
ist>38. Ein tatbestandsausschlieffendes Einverstindnis des Dispositi-
onsbefugten hingegen wirkt nicht erst rechtfertigend, sondern ldsst
schon den Tatbestand entfallen, weil dann der Wille zur Geheimhal-
tung als zentrales Merkmal des Geheimnisbegriffs fehlts30. Jedoch be-
inhaltet ein tatbestandsausschlieflendes Einverstdndnis den vollstandi-

534 Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 15.

535 Kohler/Bornkamm/Kohler, UWG, § 17 Rn. 19.

536 Tobbens, NStZ 2000, 505, 507.

537 Wittig, Wirtschaftsstrafrecht, § 33 Rn. 52; Hellmann/Beckemper, Wirtschaftsstraf-
recht Rn. 515; a.A. MiiKo-StGB/Janssen/Maluga, § 17 UWG Rn. 52; vgl. auch
Herrmann/Sandkuhl/Sandkuhl, Beamtendisziplinarrecht — Beamtenstrafrecht, § 2
Rn. 88.

538 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn.31;
vgl. auch Satzger, FS-Achenbach, 447, 451.

539 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn.25; Schonke/Schréder/
Lenckner/Eisele, § 203 Rn. 22; a.A. BayObLG NJW 1991, 438, 440 f,; Fischer, StGB,
§ 203 Rn. 31.
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gen Verzicht auf die Geheimhaltung bzw. die vollige Freigabe der be-
troffenen Informations4°. Dies wird beim Whistleblowing bzw. bei der

Frage nach der Einrichtung eines Hinweisgebersystems, bei dem sich

die dispositionsbefugten Personen innerhalb einer Organisation einer

Weitergabe von Geheimnissen einwilligen, nicht der Fall sein. Es soll

bei der Einfithrung eines Hinweisgebersystems gerade kein vollstandi-
ger Verzicht auf die Geheimniseigenschaft bezweckt werden54!, so dass

ein tatbestandsausschlieflendes Einverstindnis in diesem Rahmen

nicht in Frage kommt.

Das Whistleblowing ist nicht unbefugt und damit gerechtfertigt,
wenn eine wirksame Einwilligung vorliegt, Anzeigepflichten (bei-
spielsweise § 138 StGB) oder Anzeigerechte greifen oder der Whistle-
blower seiner Aussageverpflichtung als Zeuge oder Sachverstindiger
bei einem gerichtlichen Verfahren nachkommt. Im Falle des Bestehens
eines Zeugnisverweigerungsrechts (§$ 383 Abs. 1 Nr. 6, 384 Nr. 3, 408
Abs.1 ZPO; §§ 52, 55, 76 StPO) muss er allerdings von diesem Ge-
brauch machen, es sei denn die Offentlichkeit ist nach § 172 Nr. 2
GVG ausgeschlossen, so dass die Sicherung des Geheimnisses gegeben
ist. Des Weiteren ist beim Vorliegen der allgemeinen Rechtferti-
gungsgriinde eine Befugnis zu bejahens42.

Auch Hinweise an ein vom Unternehmen eingerichtetes internes
Hinweisgebersystem oder an Compliance-Beauftragte oder aber die
Leitung des Unternehmens kénnen von der Zustimmung gedeckt sein,
wenn das Geheimnis die Sphire des Unternehmens nicht verlasst und
damit auch keine Reputations- oder sonstige Schiden drohen. Nutzt
die Unternehmensleitung allerdings ein unternehmensexternes Hin-
weisgebersystem, so bedarf es bei jedem Hinweis der Zustimmung543.
Beim Vorliegen einer Zustimmung ist die Mitteilung nicht unbefugt.

540 Fischer, StGB, § 203 Rn. 31; Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 27; vgl. auch Lut-
terbach, Whistleblowing, S. 78.

541 Vgl auch Lutterbach, Whistleblowing, S. 78.

542 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17 Rn.11;
Tébbens, NStZ 2000, 505, 508; Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 28 ff;; Schem-
mel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 32; Kohler/
Bornkamm/Kéhler, UWG § 17 Rn.19; Hellmann/Beckemper, Wirtschaftsstraf-
recht Rn. 515.

543 So Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4
Rn. 33; vgl. auch Koch, ZIS 2008, 500, 502.
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g) Tatzeitpunkt

§ 17 Abs. 1 UWG setzt weiter voraus, dass die Mitteilung wahrend der
Geltungsdauer des Dienstverhiltnisses erfolgt. Erfolgt die Mitteilung
nach Beendigung des Dienstverhiltnisses, so ist aber immer noch eine
Strafbarkeit nach § 17 Abs. 2 UWG moglichs44.

3. §17 Abs. 2 Nr. 1 UWG - Betriebsspionage

Im Gegensatz zum Geheimnisverrat nach Absatz 1 handelt es sich bei
der Betriebsspionage nach Absatz 2 Nr.1 um kein Sonderdelikt, wel-
ches auf den Titerkreis der Unternehmensbeschiftigten beschrankt ist,
sondern um ein Delikt, das von Jedermann begangen werden kanns4s.
Der Tatbestand erfihrt damit eine erhebliche Erweiterung, da sowohl
Beschiftigte als auch jeder Dritte als Téter dieses Delikts in Betracht
kommen546. Damit fallt nicht nur die externe, sondern auch die be-
triebsinterne Spionage unter den Tatbestands47. Allerdings erfahrt der
Tatbestand eine erhebliche Einschriankung dadurch, dass eine Strafbar-
keit nur dann bestehen soll, wenn die Verwirklichung mittels be-
stimmter Tathandlungsmodalititen durchgefithrt wird, das heif3t unter
Zuhilfenahme von technischen Mittelns548.

a) Tathandlung

Nach § 17 Abs. 2 Nr. 1 UWG macht sich wegen Betriebsspionage straf-
bar, wer sich ein Unternehmensgeheimnis unter der Anwendung der
in Nr. 1 genannten Mittel unbefugt verschafft oder gesichert hat. Die
erste Alternative (,Sichverschaffen) erfordert, dass der Whistle-

544 Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 16; vgl. auch Toébbens, NStZ 2000, 505, 507;
Tiedemann, Wirtschaftsstrafrecht BT, § 5 Rn. 233.

545 von Pelchrzim, CCZ 2009, 25, 28; Erbs/Kohlhaas/Diemer, Nebengesetze, § 17
UWG Rn. 33.

546 Vgl. MiiKo-StGB/Janssen/Maluga, §17 UWG Rn.77; Aldoney Ramirez, Ge-
schifts- und Betriebsgeheimnisse, S. 116.

547 MiiKo-StGB/Janssen/Maluga, § 17 UWG Rn. 75.

548 Dannecker, BB 1987, 1614, 1617; MiiKo-StGB/Janssen/Maluga, S 17 UWG Rn. 78;
Aldoney Ramirez, Geschifts- und Betriebsgeheimnisse, S.117f; Wittig, Wirt-
schaftsstrafrecht, § 33 Rn. 56.
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blower Verfiigungsgewalt iiber ein Unternehmensgeheimnis hat, sei es
bei einem verkorperten Geheimnis (Dokumente oder Datentréger)
durch die Erlangung des Gewahrsams oder bei einem nicht verkorper-
ten Geheimnis durch Kenntniserlangung. Nicht erforderlich ist dabei
die Erfassung des Sinnes des Geheimnisses, da beispielsweise der Ver-
kauf des Geheimnisses davon nicht abhangts4°. Bei der zweiten Alter-
native (,,Sichern®) kennt der Tater das Geheimnis bereits, diese Kennt-
nis wird aber genauer oder bleibend verfestigt. Daher handelt es sich
um kein Sichern, wenn der Mitarbeiter bei Beendigung seines Dienst-
verhéltnisses eine Kopie eines Dokuments mitnimmt, welche er befugt
wihrend der Dauer und im Rahmen des Dienstverhiltnisses erstellt
oder erhalten hatss°.

b) Tatmittel

Das Geschifts- oder Betriebsgeheimnis muss durch Anwendung tech-
nischer Mittel (Absatz 2 Nr. 1 lit. a)), durch Herstellung einer verkor-
perten Wiedergabe des Geheimnisses (Absatz 2 Nr.1 lit. b)) oder
durch Wegnahme einer Sache, in der das Geheimnis verkérpert ist,
unbefugt verschafft oder gesichert (Absatz 2 Nr. 1 lit. ¢)) worden sein.

Unter den Begriff der technischen Mittel fallen insbesondere Ko-
piergerite, Fotoapparate, Kameras, Empfangs- und Tonaufzeichnungs-
gerdte, Abhorvorrichtungen sowie der Abruf oder der Ausdruck ge-
speicherter Daten mit einer EDV-Anlage oder die Benutzung eines
Kopierschutzempfangersss*. Der Begriff ist weit auszulegen und um-
fasst allgemein alle ,,im weitesten Sinne der Technik zuzurechnenden
Vorrichtungen®, durch die Geheimnisse erlangt oder gesichert werden
kénnenss2.

549 Kohler/Bornkamm/Kohler, UWG § 17 Rn. 29 f;; von Pelchrzim, CCZ 2009, 25, 28;
Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 35; Aldoney Ramirez, Ge-
schafts- und Betriebsgeheimnisse, S. 117.

550 Wittig, Wirtschaftsstrafrecht, § 33 Rn. 57; a.A. Kalbfus, WRP 2013, 584, 586f;
MiKo-UWG/Brammsen, § 17 Rn. 86.

551 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 37; Otto, wistra 1988, 125,
128; Wabnitz/Janovsky/Mohrenschlager, WStR, Kap. 15 Rn.21; Wittig, Wirt-
schaftsstrafrecht, § 33 Rn. 58.

552 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17 Rn.22;
Wabnitz/Janovsky/ Méhrenschlager, WStR, Kap. 15 Rn. 21.
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Unter der Herstellung einer verkorperten Wiedergabe versteht
man die Materialisierung des Geheimnisses, unabhingig davon, ob
dies mittels technischer Mittel bewerkstelligt wirdss3. Der Begriff der
Herstellung einer verkorperten Wiedergabe ist allerdings nur insofern
deckungsgleich mit dem Begriff der Anwendung technischer Mittel,
wenn die von Absatz 2 Nr. 1 lit. a) umfassten technischen Mittel ver-
wendet werdenss4. Weitere Bedeutung erlangt diese Alternative bei
schriftlichen Aufzeichnungensss, Zeichnungen und Nachbauten bzw.
Neubauten etwa von Maschinenss5¢. Nicht erfasst werden hiervon aller-
dings die Fille, in denen das Geheimnis im Gedéchtnis gespeichert
wird. Die spitere Aufzeichnung des Gemerkten hingegen stellt die
Herstellung einer verkorperten Wiedergabe darss7.

Die Wegnahme einer Sache, in der das Geheimnis verkorpert
ist, wird verwirklicht, wenn der Tédter die Sache - jeden koérperlichen
Gegenstand>s® — wegnimmt im Sinne des § 242 StGB, also fremden
Gewahrsam bricht und neuen, nicht notwendigerweise tdtereigenen
Gewahrsam begriindetss®. Eine Verkorperung ist beispielsweise in
einem Schriftstiick, einer Fotografie, einem Tonband oder einer Fest-
platte bzw. einem Datentréger, also in der Sache selbst, zu sehen. Dabei
kann es sich um das Original oder eine Wiedergabe handelns%°. Hatte
der Tater bereits Alleingewahrsam an der Sache, konnen nach herr-
schender Meinung kein Bruch fremden Gewahrsams und damit keine

553 Kohler/Bornkamm/Kdohler, UWG § 17 Rn. 34.

554 Wabnitz/Janovsky/Mohrenschlager, WStR, Kap. 15 Rn. 22.

555 BGH NJW 1984, 239, 239f. — Stapel-Automat; BGH NJW-RR 2003, 833 - Ver-
wertung von Kundenlisten; vgl. auch Wabnitz/Janovsky/Mohrenschlager, WStR,
Kap. 15 Rn. 22.

556 BGH NJW 1984, 239, 239f. — Stapel-Automat; vgl. MiiKo-StGB/Janssen/Maluga,
§ 17 UWG Rn. 81 f; Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 19; Erbs/Kohlhaas/Die-
mer, Nebengesetze, § 17 UWG Rn. 38.

557 BGH NJW-RR 1999, 1131, 1132; Erbs/Kohlhaas/Diemer, Nebengesetze, § 17
UWG Rn. 38; Wittig, Wirtschaftsstrafrecht, § 33 Rn. 58.

558 MiiKo-StGB/Janssen/Maluga, § 17 UWG Ran. 83.

559 Rengier, Strafrecht BT I, § 2 Rn. 22; Lackner/Kiihl/Kiihl, StGB, § 242 Rn. 8.

560 Kohler/Bornkamm/Kohler, UWG § 17 Rn. 35.
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Wegnahme verwirklicht werdens$*. Nach der Gegenansichts? soll die
Wegnahme im Sinne des § 17 Abs. 2 Nr. 1 ¢) UWG nicht mit der Weg-
nahme nach §242 StGB gleichgesetzt werden, sondern dem Norm-
zweck des § 17 UWG insoweit entsprechen, als auch der Alleingewahr-
samsinhaber sich nach dieser Alternative strafbar machen kann, wenn
er lediglich die Sache, in der das Geheimnis verkorpert ist, aus der
Sphére des Betriebs oder Unternehmens gegen den Willen des Berech-
tigten entfernt. Der Gesetzgeber hat sich fiir den Begriff der ,Wegnah-
me“ entschieden, der so in § 242 StGB verwendet wird und dort seine
bestimmte Ausdeutung gefunden hat. Es ist davon auszugehen, dass
dieser Begriff bewusst gewéhlt worden ist und an ihn dieselben Merk-
male gekniipft sein sollens3. Dem steht auch nicht die Auslegung der
Gesetzesmaterialien entgegens%4. Der Gesetzgeber hitte im Falle einer
anderen Bedeutung ohne weiteres einen anderen Begriff als den der
~Wegnahme® wihlen konnen.

¢) Zwischenfazit

Eigenstindige Bedeutung hat diese Tatalternative des § 17 UWG fiir
das Whistleblowing in den Fillen, in denen der Titer eine mit dem
Unternehmen eng zusammenarbeitende Person ist (beispielsweise Lie-
feranten und Berater), bei diesem allerdings nicht angestellt ist. Eigen-
staindige Bedeutung hat diese Tatalternative des § 17 UWG fiir das
Whistleblowing aus dem inneren Kreis eines Unternehmens wohl eher
nicht. Allerdings erhilt diese Tatalternative sehr wohl Bedeutung als
Vortat fiir § 17 Abs. 2 Nr. 2 UWG, in welcher der Téter den Tatbestand

561 BGH, Urteil vom 23.02.2012 — Az.: I ZR 136/10 Rn. 14 - MOVICOL-Zulassungs-
antrag (via Juris); Kohler/Bornkamm/Kohler, UWG § 17 Rn.35; a.A. MiiKo-
StGB/Janssen/Maluga, § 17 UWG Rn. 83, wonach der Tatbestand nicht verwirk-
licht ist, wenn sich das Geheimnis auf mehreren Datentrigern verteilt befindet
und mit der Wegnahme eines einzelnen Tragers lediglich ein Hinweis auf das Ge-
heimnis erlangt werden kann. In diesem Falle bliebe lediglich die Versuchsstrat-
barkeit.

562 Otto, Jura 1992, 666, 668; Otto, wistra 88, 125, 129; Kalbfus, WRP 2013, 584, 588;
dem zustimmend: Ohly/Sosnitza/Ohly, UWG, § 17 Rn.19; vgl. auch Aldoney
Ramirez, Geschifts- und Betriebsgeheimnisse, S. 119, Fn. 146.

563 Erbs/Kohlhaas/Diemer, Nebengesetze, §17 UWG Rn.39; dem zustimmend:
BayObLG NJW 1992, 1777, 1779; Tobbens, NStZ 2000, 505, 508.

564 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Ra. 39.
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der Betriebsspionage nach § 17 Abs. 2 Nr. 1 UWG begangen hat und in
einem zweiten Schritt die hieraus gewonnenen Erkenntnisse unbefugt
an eine dritte Person mitteilt.

4. § 17 Abs. 2 Nr. 2 UWG - Unbefugte Verwertung und Mitteilung

Wegen unbefugter Verwertung und Mitteilung von Unternehmensge-
heimnissen (Geheimnishehlerei) nach § 17 Abs. 2 Nr.2 UWG macht
sich stratbar, wer vorsitzlich ein Geschifts- oder Betriebsgeheimnis,
das er durch eine der in § 17 Abs. 1 UWG bezeichneten Mitteilungen
oder durch eine eigene oder fremde Betriebsspionage nach § 17 Abs. 2
Nr. 1 UWG erlangt oder ,,sich sonst unbefugt verschafft oder gesichert
hat®, unbefugt verwertet oder jemandem mitteilt5¢s. Es handelt sich
auch hier um ein Jedermannsdelikt596.

a) Vortat

Die Geheimnishehlerei ist in zwei Handlungsabschnitte aufgeteilt. Der
erste Akt bestimmt die Erlangungsmoglichkeiten des Unternehmens-
geheimnisses durch den Téter (die Vortat), der zweite die unbefugte
Verwertung oder unbefugte Mitteilungs°7.

Das Geheimnis muss erlangt werden durch eine nach § 17 Abs. 1
UWG bezeichnete Mitteilung oder durch eine eigene oder fremde
Handlung nach § 17 Abs.2 Nr.1 UWG bzw. in sonstiger unbefugter
Weise. Das Geheimnis ist erlangt, wenn der Téter mit der Mitteilung
die Verfiigungsgewalt {iber das Geheimnis erhalten hat oder in Fillen
der Verkérperung des Geheimnisses bei Erlangung des Gewahrsams
tiber die Sache. Der Tdter muss in der Lage sein, das Geheimnis selbst
zu verwerten oder weiterzugebens%s.

565 Emmerich, Unlauterer Wettbewerb, § 10 Rn. 21; Ohly/Sosnitza/Ohly, UWG, § 17

Rn. 21.

566 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 43.

567 So auch Aldoney Ramirez, Geschifts- und Betriebsgeheimnisse, S. 120f.

568 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 44; Tobbens, WRP 2005,
552, 558.
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Die Erlangung nach § 17 Abs. 1 UWG setzt in der ersten Alternati-
ve den Geheimnisverrat eines Beschiftigten voraus. Zumeist wird es
sich hier um Fille handeln, in denen ein Arbeitnehmer Unterneh-
mensgeheimnisse nach auflen tragt (und dabei den Tatbestand des
§ 17 Abs. 1 UWG verwirklicht und rechtswidrig handelt), welche von
einem Konkurrenzunternehmen wirtschaftlich verwertet werdens®.
Bedeutsam fiir das Whistleblowing kann diese Alternative sein, wenn
es sich beim Téater um einen Unternehmensbeschiftigten handelt, der
mittels Geheimnisverrats Kenntnis vom Geheimnis durch den Vorti-
ter erlangt hat. In diesem Fall sind sowohl Vortiter als auch Tater Be-
schiftigte innerhalb eines Unternehmens. Dem Téter, dem das Ge-
heimnis verraten wurde, darf das Geheimnis aber nicht zugénglich ge-
wesen sein und er darf von diesem keine Kenntnis gehabt haben. Er
muss damit hinsichtlich der Vortat Dritter im Sinne des § 17 Abs. 1
UWG gewesen sein57°. In dieser Konstellation kann es zwei Whistle-
blower geben. Zum einen den Vortiter als Whistleblower, der an einen
Dritten - seinen Kollegen - ein Unternehmensgeheimnis weitergibt
und dabei den Dienstweg verldsst und zum anderen der Kollege, der
dieses Geheimnis durch den Geheimnisverrat erlangt hat und einem
ganzlich unbeteiligten Dritten mitteilt und damit den Tatbestand der
unbefugten Mitteilung von Geheimnissen nach § 17 Abs. 2 Nr. 2 UWG
verwirklicht.

Ebenfalls bedeutsam fiir das Phdnomen des Whistleblowings ist
die zweite Alternative, welche die Betriebsspionage nach § 17 Abs. 2
Nr. 1 UWG zur Vortat hat. Es kann sich um eine eigene oder fremde
Betriebsspionage handelns7*. Ein Whistleblower, der sich Unterneh-
mensgeheimnisse mittels einer selbst verwirklichten oder durch Dritte
begangenen Betriebsspionage angeeignet hat, macht sich wegen unbe-
fugter Mitteilung strafbar, wenn er diese an beliebige Dritte Personen
weitergibt. Er ist dann Téter zweier Deliktes72,

569 BGH NJW 1992, 1776; vgl. Emmerich, Unlauterer Wettbewerb, § 10 Rn. 22.

570 Vgl. Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 15; HK-UWG/Koehler/Hasselblatt, § 17
Rn. 32.

571 Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 21; JurisPK-UWG/Ernst, § 17 Rn. 31.

572 HK-UWG/Koehler/Hasselblatt, § 17 Rn. 58; vgl. auch Tobbens, NStZ 2000, 505,
508 f.
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Die dritte Alternative ,,sonst unbefugt verschafft oder gesichert"
soll tiber die eben genannten Vortaten hinaus insbesondere den Ein-
satz von gesetzes- oder sittenwidrigen Methoden, die nicht unter § 17
Abs. 1, Abs. 2 Nr. 1 UWG fallen, umfassens73. Durch die offene Formu-
lierung ist diese Alternative, die einen Auffangtatbestand bildet, ver-
fassungsrechtlich in Bezug auf das Bestimmtheitsgebot des Art. 103
Abs. 2 GG bedenklich574. Den verfassungsrechtlichen Vorgaben diirfte
aber dann Geniige getan werden, wenn zusitzlich vorausgesetzt wird,
dass die Verschaffungs- oder Sicherungshandlung einen den ersten
beiden Alternativen vergleichbaren Unrechtsgehalt aufweists7s.

Besondere Wichtigkeit erlangt diese Alternative bei ausscheiden-
den Arbeitnehmern57. Zum einen werden hiervon Fille umfasst, in
denen sich Unternehmensbeschiftigte ein Unternehmensgeheimnis
auf unredliche Art und Weise verschafft oder gesichert haben, bei-
spielsweise Abschriften angefertigt haben, Kollegen ausgeforscht ha-
ben oder wihrend der Dauer des Beschiftigtenverhdltnisses schriftli-
che Unterlagen zusammengestellt und diese zunéchst befugt bei sich
aufbewahrt haben oder aber sich Geheimnisse systematisch eingepragt
haben und diese nach Beendigung verwerten oder mitteilens77. Hinge-
gen ist die Verwertung von Geheimnissen, die der Téter wahrend der
Dienstzeit einwandfrei erlangt hat und lediglich in seinem Gedachtnis
behalten hat, auch nach Beendigung des Dienstverhiltnisses grund-
satzlich zuldssigs78.

573 Kohler/Bornkamm/Kohler, UWG § 17 Rn. 44 ff; HK-UWG/Koehler/Hasselblatt,
§ 17 Rn. 59; Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 47; Tobbens,
NStZ 2000, 505, 509.

574 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 42; Ohly/Sosnitza/Ohly,
UWG, § 17 Rn. 21; MiiKo-UWG/Brammsen, § 17 Rn. 115.

575 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 42.

576 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17 Rn.32;
Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 20; Tobbens, NStZ 2000, 505, 509.

577 Ohly/Sosnitza/Ohly, UWG, § 17 Rn.21; Erbs/Kohlhaas/Diemer, Nebengesetze,
§ 17 UWG Rn. 47; MiiKo-UWG/Brammsen, § 17, Rn. 118.

578 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17 Rn.32;
HK-UWG/Koehler/Hasselblatt, § 17 Rn. 61.

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

. § 17 UWG — Verrat von Geschfts- und Betriebsgeheimnissen

Zum anderen ist diese Tatalternative bedeutsam bei gesetzeswidri-
ger Verschaffung oder Sicherung durch Straftaten wie Diebstahl, Un-
terschlagung, Untreue, Hausfriedensbruch, Nétigung etc.579.

b) Tathandlung

Die Verwertung eines Geheimnisses ist mehr als das blofSe Innehaben.
Sie umfasst die wirtschaftliche Nutzung zur Gewinnerzielung oder
Kostensenkung5®. Im Rahmen des Whistleblowings ist die Mitteilung
als Weitergabe an einen beliebigen Dritten bedeutsamers:.

5. Subjektiver Tathestand

a) Vorsatz und Absicht

In subjektiver Hinsicht setzen die drei Tatbestinde des §§ 17 Abs. 1,
Abs. 2 Nr. 1 und Nr. 2 UWG sowohl vorsatzliches Handeln (§ 15 StGB)
hinsichtlich des objektiven Tatbestandes als auch Absicht beziiglich
zumindest eines der in den Absétzen 1 und 2 genannten Beweggriinde
vorauss82,

Eine Einschriankung in Bezug auf die Notwendigkeit der Verwirk-
lichung einer bestimmten Vorsatzform gibt es nicht; Eventualvorsatz
geniigt. Der Whistleblower muss folglich in positiver Kenntnis oder
zumindest in dem Bewusstsein der konkreten Gefahr handeln, dass er
den objektiven Tatbestandes des § 17 UWG verwirklichen koénntes83.

579 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 48; Harte-Bavendamm/
Henning-Bodewig/Harte-Bavendamm, UWG, § 17 Rn. 31; JurisPK-UWG/Ernst,
§ 17 Rn. 33.

580 Lettl, Wettbewerbsrecht, § 10 Rn.17; Kohler/Bornkamm/Kohler, UWG § 17
Rn. 41; Tobbens, NStZ 2000, 505, 508.

581 Wittig, Wirtschaftsstrafrecht, § 33 Rn. 64; Lett], Wettbewerbsrecht, § 10 Rn. 16;
Emmerich, Unlauterer Wettbewerb, § 10 Rn. 12.

582 Zu den Beweggriinden siche Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 23 ff.; Wabnitz/
Janovsky/Mohrenschlager, WStR, Kap. 15 Rn. 14ff; JurisPK-UWG/Ernst, § 17
Rn. 36.

583 MiiKo-UWG/Brammsen, § 17 Rn. 48; Aldoney Ramirez, Geschifts- und Betriebs-
geheimnisse, S. 113 f.
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Uber den Vorsatz hinaus verlangt § 17 UWG ein zielgerichtetes
Verhalten hinsichtlich der folgenden Beweggriinde:

(1) ZuZwecken des Wettbewerbs

Der Tater muss zu Zwecken des Wettbewerbs handeln, was dann der
Fall ist, wenn er die Situation auf dem Markt zu seinen oder zugunsten
eines Dritten, beispielsweise hinsichtlich des Absatzes oder Bezuges
von Waren oder der Erbringung von Dienstleistungen, férdern moch-
tes84. Ein Whistleblower handelt allerdings selten zu Zwecken des
Wettbewerbs. Allenfalls wird durch die Mitteilung nicht regelkonfor-
men Verhaltens die Marktsituation lediglich mittelbar durch einen
eventuellen erlittenen Reputationsverlust beeinflussts®5, so dass ein
zielgerichtetes Handeln zu Wettbewerbszwecken im Falle des Whistle-
blowings praktisch nicht vorkommen diirfte. Werden lediglich private
Zwecke verfolgt, entfillt dieses Tatbestandsmerkmal5®. Dies diirfte bei
aus Gewissengriinden motivierten Mitteilungen der Fall sein.

(2) AusEigennutz

Aus Eigennutz handelt, wer die Erlangung eines eigenen materiellen
oder eines vergleichbaren immateriellen Vorteils anstrebt. Bei den ty-
pischerweise das Whistleblowing begleitenden Motiven wie beispiels-
weise Rache ist dieses Merkmal nicht erfiillts37. Verspricht sich der
Whistleblower aber einen finanziellen Vorteil aufgrund seines Han-
delns - beispielsweise eine Belohnung -, so handelt er aus Eigen-
nutzs88, Immaterielle Vorteile miissen mit materiellen Vorteilen zu-
mindest vergleichbar sein, so zum Beispiel die Hoffnung auf eine Be-

584 Tobbens, WRP 2005, 552, 557.

585 Vgl. Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4
Rn. 35.

586 Vgl. Aldoney Ramirez, Geschifts- und Betriebsgeheimnisse, S. 114.

587 Vgl. Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4
Rn. 36.

588 Zweifelnd: MiiKo-StGB/Janssen/Maluga, § 17 UWG Rn. 62.
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forderungs®. Praktischerweise wird in den meisten Fillen des Whistle-
blowings die meldende Person keine materiellen oder immateriellen

Vorteile erwarten. Die Konsequenz ist eher das Gegenteil und dies ist

einem potenziellen Whistleblower in der Regel auch bewusst, so dass

dieses Merkmal im Rahmen des Whistleblowings eine untergeordnete

Rolle spielen diirfte. Zu diskutieren ist das Merkmal des Eigennutzes

bei der Frage, ob Belohnungen fiir die Hinweiserteilung ausgelobt wer-
den solltens?°. Solche Regelungen sind dem deutschen Recht fremd

und wiirden einen Widerspruch zur Regelung des Eigennutzes im

Rahmen des subjektiven Tatbestandes des § 17 UWG darstellen. An-
ders ist dies freilich zu bewerten, wenn organisationsintern eine Rege-
lung erlassen wird, welche potenziellen Hinweisgebern eine Belohnung

fiir interne Hinweise auslobt, um sich beispielsweise vor einem Austritt

des Hinweises in die Offentlichkeit zu schiitzen.

(3) Zugunsten eines Dritten

Des Weiteren kann der Téter zugunsten eines Dritten handeln, wenn er
die Absicht hegt, materielle oder immaterielle Vorteile dritten Perso-
nen zukommen zu lassen. Es handelt sich hierbei um einen Auffang-
tatbestand, welcher Titer erfassen soll, die keine wettbewerbsrechtli-
chen Interessen verfolgen, sondern neben staatspolitischen Motiven
auch wissenschaftliche oder umweltpolitische Motive verfolgens9t.
Hierbei wird auch insbesondere der Geheimnisverrat zugunsten eines
fremden Staates erfasst’92. Diese Alternative kommt sehr wohl bei
Whistleblowern in Betracht, die beispielsweise einem Journalisten eine
Reportage oder Berichterstattung ermdglichen wollens93.

589 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17 Rn.1s;
von Pelchrzim, CCZ 2009, 25, 28; Schemmel/Ruhmannseder/ Witzigmann, Hin-
weisgebersysteme, Kapitel 4 Rn. 36.

590 So sind im False Claims Act von 1863 sowie im Dodd-Frank-Act finanzielle An-
reize fiir Hinweisgeber kodifiziert; vgl. zur Diskussion auch Schemmel/Ruh-
mannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 5 Rn. 83 ff.

591 MiiKo-UWG/Janssen/Maluga, §17 Rn.63; Harte-Bavendamm/Henning-Bode-
wig/Harte-Bavendamm, UWG, § 17 Rn. 16.

592 Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 25; HWSt-Ebert- Weidenfeller, 3. Teil, 3. Kapi-
tel Rn. 78.

593 von Pelchrzim, CCZ 2009, 25, 28; Schemmel/Ruhmannseder/Witzigmann, Hin-
weisgebersysteme, Kapitel 4 Rn. 37.
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(4) Schadigungsabsicht

Zuletzt kann der Téter in der Absicht handeln, dem Inhaber des Ge-
schdftsbetriebs Schaden zuzufiigen. Hier kommt es vordergriindig auf
die Schidigung an, wobei nicht nur materieller Schaden erfasst wird,
sondern auch immaterielle Schiden, wie beispielsweise Reputations-
schadens%4. Es wird auch die Absicht des Whistleblowers umfasst, dem
Unternehmen einen Schaden aufgrund einer Buf3geld- oder Schadens-
ersatzzahlung zuzufiigens9s. Ein solches Motiv ist bei Whistleblowern
nicht ungewdhnlich und nach menschlichem Ermessen nachvollzieh-
bar. Es verschafft die Gewissheit, dass das Unternehmen, das gegen ge-
setzliche Vorschriften verstoflen hat, auch ,dafiir biiflen muss® Schadi-
gungsabsicht ist ebenfalls dann zu bejahen, wenn der Téter das Ziel
verfolgt, durch seinen Hinweis die Reputation des Unternehmens zu
schidigens9¢. Auch dies ist bei einem Whistleblower ein verstdndliches
Motiv, vor allem, wenn es sich um einen Whistleblower handelt, der
Gesetzesverletzungen innerhalb des Unternehmens schon tiber eine
lingere Zeitspanne beobachtet hat, ohne dass Abhilfe erfolgt ist. Wie
bereits festgestellts97, wird es in der Realitit kaum einen rein altruis-
tisch handelnden Whistleblower geben, so dass die Schiddigungsab-
sicht sehr wohl beim Whistleblowing in Betracht kommt.

b) Altruistische Motive

Wie gerade dargelegt, kann ein Whistleblower neben anderen Motiven
auch mit Schidigungsabsicht handeln. Auch ist weiter nach den obi-
gen Ausfithrungen festzustellen, dass sich lediglich ein rein altruis-
tisch handelnder Whistleblower nicht nach § 17 UWG strafbar ma-
chen kann, da es ihm zumindest an der Absicht hinsichtlich der Be-
weggriinde in Absatz 1 und Absatz 2 fehlen diirfte. Er bezweckt mit
seinem Verhalten weder Vorteile fiir sich oder Dritte, noch mdchte er
die Wettbewerbssituation verdndern oder dem Unternechmen einen

594 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17 Rn.1y;
HWSt-Ebert-Weidenfeller, 3. Teil, 3. Kapitel Rn. 78; Aldoney Ramirez, Geschifts-
und Betriebsgeheimnisse, S. 114.

595 von Pelchrzim, CCZ 2009, 25, 28.

596 Schemmel/ Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 38.

597 Vgl Abschnitt C. I. 2.f) cc).
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Schaden zufiigen. Bezogen auf das oben genannte Beispiel kénnte eine
Strafbarkeit des Arbeitnehmers A zu verneinen sein, wenn er nur aus
Sorge des Umweltschutzes und der Allgemeinheit handeln wiirde, da-
riiber hinaus aber keinerlei schadlichen Absichten hegen wiirde. Ein
solch theoretisches Konstrukt geht an der Wirklichkeit vorbei und be-
riicksichtigt nicht, dass die inneren Beweggriinde eines Whistleblo-
wers oft auch gepaart sind mit weniger grofimiitigen Absichten.
Nichtsdestotrotz darf das nichts an der Tatsache dndern, dass es einen
Missstand oder eine Gesetzesverletzung innerhalb einer Organisation
gab, die dementsprechend verfolgt werden sollten.

Koch59% nimmt eine Strafbarkeit auch des uneigenniitzig handeln-
den Whistleblowers nach § 17 UWG an. Er begriindet dies damit, dass
Motiv und Vorsatz nicht miteinander verwechselt werden diirften und
damit eine Nachteilszufiigungsabsicht beim altruistisch handelnden
Whistleblower schon dann bestehe, wenn er in dem Bewusstsein han-
delt, dass dem Unternehmen durch die Preisgabe des Geheimnisses
notwendigerweise ein Nachteil entstehe.

Im Falle eines ausnahmslos altruistischen Whistleblowings liegt es
nahe, dass der hinweisgebende Unternehmensbeschiftigte sich auch
dartiber im Klaren ist, dass er unbefugt ein Unternehmensgeheimnis
preisgibt und damit mit Wissen und Wollen den objektiven Tatbestand
des § 17 UWG verwirklicht hats99. Arbeitnehmer A aus dem obigen
Beispiel diirfte sich sehr wohl dartiber im Klaren sein, dass er - falls es
sich fiir Handlungsalternative (3)%°° entscheiden sollte — wihrend der
Geltungsdauer seines Dienstverhiltnisses einem Dritten ein Unterneh-
mensgeheimnis mitteilt, so dass er demnach mit Vorsatz handelt.

Nicht geklart ist damit aber noch, ob er auch im Hinblick auf die
in § 17 UWG im Rahmen des subjektiven Tatbestandes genannten Be-
weggriinde absichtlich handelt. Koch ist zwar dahingehend zuzustim-
men, dass zwischen Motiven (= Beweggriinden oder Motivationen)
und dem Vorsatz (hinsichtlich der Verwirklichung duflerer Tatumstédn-
de) zu unterscheiden ist. Motive und Absichten, die sich nicht auf die
Verwirklichung objektiver Tatumstidnde beziehen, sind namlich im
Rahmen des Vorsatzes nicht zu beriicksichtigen. Es kommt nur darauf

598 Koch, ZIS 2008, 500, 503, Fn. 36.
599 Siehe hierzu Hettinger, JuS 1992, L 65, L68.
600 Vgl. das obige Beispiel unter Abschnitt E.

131

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

E. Strafbarkeit des Whistleblowers

an, ob der Tiéter Vorsatz hinsichtlich des objektiven Tatbestandes hatte,
nicht ob seine weiteren personlichen ,Fernziele® erreicht worden
sind®*. Die Unterscheidung zwischen Vorsatz und Motivation fithrt
aber nicht dazu, dass in Folge dessen zwingend eine Nachteilszufii-
gungsabsicht gegeben ist, wenn der Whistleblower lediglich in dem Be-
wusstsein handelt, dass dem Betrieb ein Schaden erwéchst. Solche wei-
tergehenden Absichten sind nicht im Rahmen des Vorsatzes, sondern
nur dann beachtlich, wenn sie ausdriicklich im Gesetz vorgesehen
sind. Dies ist, wie oben gesehen, bei § 17 UWG der Fall (der subjektive
Tatbestand dieses Deliktes enthidlt eine iiberschieflender Innenten-
denz%0?). Diese Merkmale sind Teil des subjektiven Tatbestandes und
stehen selbstandig neben dem Vorsatz°3.

Handelt der Whistleblower weder zu Zwecken des Wettbewerbs,
noch aus Eigennutz und zu Gunsten eines Dritten, weif er aber, dass
er dem Unternehmen durch die Verwirklichung des objektiven Tatbe-
standes einen Schaden zufligen wird, ist das von seiner Seite aber gar
nicht gewtinscht, so handelt er nicht mit der von § 17 UWG erforderli-
chen Schadenszufiigungsabsicht. Absichtlich (dolus directus 1. Gra-
des) handelt jemand, wenn es ihm gerade auf den Eintritt des Scha-
dens ankommt. Das Willenselement ist hier besonders stark ausge-
pragt, der Schaden muss folglich das Ziel des Taters sein. Zwar geniigt
es fiir die Bejahung der Absicht, wenn der Schaden nicht das End-,
sondern lediglich das Zwischenziel ist®4, doch ist im aufgestellten Bei-
spiel der Schaden des Unternehmens gar nicht vom Whistleblower er-
strebt, so kann er im Hinblick auf den Schaden auch nicht absichtlich
handeln.

Anders als das in der Literatur angebrachte Beispiel®®, bei dem
der Tod des Erbonkels notwendig und damit conditio sine qua non fiir
die Erlangung der Erbschaft (Endziel) ist und der Tater damit auch im

601 Hettinger, JuS 1992, L 65, L68.

602 So auch Schemmel/Ruhmannseder/Witzigmann, Hinweisgebersysteme, Kapitel 4
Rn. 34; Englinder/Zimmermann, NZWiSt 2012, 328, 329; MiiKo-StGB/Janssen/
Maluga, § 17 UWG Rn. 59.

603 Wessels/Beulke/Satzger, Strafrecht AT Rn. 312.

604 BGH, Urteil vom 26.07.1967 — 2 StR 368/67, abzurufen unter BeckRS 9998,
111478; Wessels/Beulke/Satzger, Strafrecht AT Rn.319; Kiihl, StGB-AT, §5
Rn. 33 ff.

605 Kiihl, StGB-AT, § 5 Rn. 35.
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Hinblick auf die Tétung des Onkels absichtlich handelt, da es sich um
ein notwendiges Zwischenziel handelt, ist dies beim Whistleblowing
aus altruistischen Griinden gerade nicht der Fall. Denn Ziel ist das Auf-
zeigen von Missstinden oder illegalen Handlungen und die damit ver-
bundene Behebung dieses Missstandes. Eine Schidigung des Unter-
nehmens ist fiir den Hinweis und die Behebung des Missstandes nicht
erforderlich und damit auch kein notwendiges Zwischenziel, welches
von der Absicht des Téters umfasst werden konnte. Allenfalls ist die
Schddigung des Unternehmens eine Nebenfolge des Hinweises, die
zwar vorsdtzlich begangen werden kann, fiir die Behebung des Um-
standes ist sie aber keinesfalls von Belang ist und damit kein beabsich-
tigtes Hauptziel.

Der Whistleblower handelt in Bezug auf die Schiadigung des Un-
ternehmens hochstens wissentlich (dolus directus 2. Grades), wenn
nicht sogar nur mit Eventualvorsatz (dolus eventualis). Bei der Wis-
sentlichkeit (auch direkter Vorsatz genannt®°S) ist das prigende Ele-
ment nicht wie beim absichtlichen Handeln das Willens-, sondern das
Wissenselement. Der Tater weifd oder sieht als sicher voraus, dass der
gesetzliche Tatbestand verwirklicht wird, auch wenn ihm dessen Ein-
tritt ,,an sich unerwiinscht“ ist®7. Ein weiteres Schulbeispiel ist die An-
bringung einer Bombe an Deck eines Flugzeuges, um dieses in der Luft
zum Explodieren zu bringen und die Versicherungssumme zu erlan-
gen. Die Erlangung der Versicherungssumme ist die beabsichtigte
Hauptfolge, die Zerstérung des Flugzeugs und die Totung der Flug-
zeuginsassen ein notwendiges Zwischenziel zur Erreichung des Haupt-
ziels®°8 wenn auch hochst unerwiinscht.

Im Falle des Whistleblowings hingegen muss die Schadigung des
Unternehmens nicht einmal die logische Konsequenz einer Meldung
nach auflen sein, denn zum einen kann sich der Whistleblower an eine
zustdndige (Straf-)Verfolgungsbehorde wenden oder an eine unterneh-
mensinterne Stelle und nicht im ersten Zuge an die breite Offentlich-
keit, so dass in einem solchen Fall ungewiss ist, ob die Information
tiberhaupt zu einer (Ruf-)Schidigung des Unternehmens fithren kann.

606 Wessels/Beulke/Satzger, Strafrecht AT Rn. 322.

607 BGH, Urteil vom 26.07.1967 - 2 StR 368/67, abzurufen unter BeckRS 9998,
111478; Wessels/Beulke/Satzger, Strafrecht AT Rn. 322.

608 Kiihl, StGB-AT, § 5 Rn. 38 f.
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Zum anderen ist es keine logische Konsequenz eines jeden Hinweises,
dass tatsdchliche Schiaden auftreten werden, so dass in solchen Fillen
nicht einmal dolus directus 2. Grades vorliegen wird. Zuzugeben ist,
dass diese Erkenntnis wohl eher theoretischer Natur ist, denn die Er-
fahrung der letzten Jahre zeigt®®, dass negative Schlagzeilen iiber Un-
ternehmen jedenfalls Rufschadigungen nach sich ziehen und hieraus
resultierend wirtschaftliche Schiaden auftreten, die bis hin zur Insol-
venz reichen kénnen. Insofern ist davon auszugehen, dass ein Whistle-
blower wissen muss, dass die Meldung eines Missstandes einen Scha-
den nach sich ziehen wird.

In den meisten Fallen wird der Hinweisgeber zumindest mit Even-
tualvorsatz handeln, wenn er den Eintritt eines Schadens des Unter-
nehmens ernstlich fiir moglich hélt und sich damit abfindeté°.

Nichtsdestotrotz reichen weder Wissentlichkeit noch bedingter
Vorsatz fiir die Verwirklichung des § 17 UWG aus, da ein rein altruis-
tisch handelnder Whistleblower gerade in keiner Weise absichtlich
handelt, wenn ein Schaden beim Unternehmen nicht sein (Zwi-
schen-)Ziel war. Der Ansicht Kochs ist insoweit zuzustimmen, dass
zwischen Vorsatz und Motiv zu unterscheiden ist. Beweggriinde des
Titers fiir seine Tat spielen im Rahmen des Vorsatzes keine Rolle. Hin-
gegen ist keine Nachteilszufiigungsabsicht anzunehmen, wenn der
Hinweisgeber weif3, dass auf seinen Hinweis hin ein Schaden des Un-
ternehmens folgen wird oder muss, da es sich dabei gerade nicht um
absichtliches Verhalten handelt und damit die Anforderungen auf sub-
jektiver Seite des § 17 UWG nicht erfiillt wéren.

6. Rechtswidrigkeit

Nach dem bisherigen Ergebnis kann der Whistleblower trotz Mittei-
lung eines illegalen Geheimnisses den Tatbestand des §17 Abs.1
UWG erfiillen, so dass sich die Frage stellt, ob Rechtfertigungsgriinde
in Betracht kommen. Folgende Rechtfertigungsgriinde kommen im
Rahmen des Whistleblowings in Frage:

609 So z.B. der Korruptionsfall Siemens oder aber der Abgasskandal bei Volkswagen.
610 Wessels/Beulke/Satzger, Strafrecht AT Rn. 323.
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a) Einwilligung

Wie bereits oben ausgefiihrt, handelt es sich nach der hier vertretenen
Auffassung bei der Einwilligung nicht um ein tatbestandsaus-
schlieBendes Merkmal, sondern um ein Merkmal der Rechtswidrig-
keit®**. Die Einwilligung ist gesetzlich nicht geregelt, sondern ent-
springt dem Selbstbestimmungsrecht des Art. 2 Abs. 1 GG und beruht
auf dem Gedanken, dass staatliche Strafe dann nicht zum Einsatz
kommen soll, wenn der Inhaber des vom Strafrecht geschiitzten
Rechtsguts dieses selbst preisgibt®'2. Dies kann beim Whistleblowing
der Fall sein, wenn das Unternehmen ein Whistleblowing-System ein-
gefithrt hat und eine Person mit der Entgegennahme von Hinweisen
beauftragt hat®'3. Sollten diese Stellen nicht ausdriicklich zur Entge-
gennahme der internen Informationen durch den Geheimnisinhaber
beauftragt worden sein, so fehlt es an der Einwilligung®4. Diese Hin-
weise sind unter bestimmten Voraussetzungen von der Einwilligung
gedeckt.

Damit stellt sich die Frage, wie ein Whistleblower-System in gro-
ben Ziigen ausgestaltet werden sollte, um den strengen Voraussetzun-
gen der rechtfertigenden Einwilligung zu entsprechen und damit zu
einer Rechtfertigung des Whistleblowings zu fithren.

aa) Objektive Rechtfertigungselemente
(1) Disponibles Rechtsgut

Wie in Abschnitt E. I. 1 dargestellt, schiitzt § 17 UWG die Interessen
des Geheimnisinhabers und stellt ein Vermogensdelikt dar. Interessen
der Allgemeinheit werden nach der hier vertretenen Ansicht nicht ge-
schiitzt, so dass das Unternehmensgeheimnis als Individualrechtsgut
ohne weiteres disponibel ist.

611 Vgl. schon oben unter Abschnitt E. I 2.f).

612 SSW-StGB/Rosenau, Vor §§ 32 ff. StGB Rn. 31; vgl. auch Rengier, Strafrecht AT,
§23 Rn. 7.

613 Vgl. Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4
Rn. 33; siehe dazu auch Abschnitt F. II.

614 Zimmermann, ArbRAktuell 2012, 58, 59.
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(2) Verfiigungsbefugnis und Einwilligungsfahigkeit

Die Einwilligung muss unternehmensintern durch die Person erfolgen,
die dispositionsbefugt ist. Dies ist in der Regel der Unternehmensinha-
ber oder eine von ihm bevollmichtigte Person bzw. ein Vertretungsor-
gan, so beispielsweise bei der GmbH der oder die Geschiftsfithrer ge-
méf § 35 GmbHG®5. Es ist davon auszugehen, dass ein solcher eben-
falls einwilligungsfahig sein wird, also die Tragweite seiner zu treffen-
den Entscheidung erfassen wird und dabei die Vor- und Nachteile der
Gefahrdung des Rechtsguts abwégen konnen wird®*¢. Der Unterneh-
mensinhaber kann damit bei der Einrichtung einer Whistleblower-
Stelle tiber das Unternehmensgeheimnis verfiigen.

(3) Einwilligungserklarung vor Tatbegehung ausdriicklich oder konkludent und
Freiheit von Willensméangeln

Ein zentrales Element bei der Einrichtung eines Whistleblower-Sys-
tems ist die Erklarung der Einwilligung vor der Begehung des Geheim-
nisverrats und deren Bestehen im Zeitpunkt der Tat. Die Einwilligung
kann sowohl ausdriicklich als auch konkludent erfolgen, muss aber
eindeutig sein und darf nicht widerrufen werden%'7. Aus praktischer
Sicht kénnte eine solche Einwilligungserkldrung dergestalt konzipiert
werden, dass diejenigen Beschiftigten, zu deren Gunsten eine solche
Erklarung gelten soll, iiber die Moglichkeit der Abgabe von Hinweisen
im Vorfeld informiert werden®8. Dies sollte aus Beweisgriinden im-
mer schriftlich in Form eines Informationsschreibens geschehen oder
im Intranet des betroffenen Unternehmens abrufbar sein. Letzteres ist
einfacher und schneller zu aktualisieren als die Erstellung neuer Infor-
mationsschreiben und kann von den Angestellten jederzeit abgerufen
werden. Neben den begiinstigten Personen sollte die Anlaufstelle ge-
nau bezeichnet werden. Auch sollte darin enthalten sein, welche Infor-
mationen abgegeben werden kénnen. Wichtig ist hier vor allem eine
umfassende Unterrichtung der potenziellen Whistleblower. Sollte die

615 Rengier, Strafrecht AT, § 23 Rn. 13; Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 27; Har-
te-Bavendamm/ Henning-Bodewig/Harte-Bavendamm, UWG, § 17 Rn. 11.

616 Frister, Strafrecht AT, 15. Kapitel Rn. 8.

617 Kiihl, StGB-AT, § 9 Rn. 31 f;; Rengier, Strafrecht AT, § 23 Rn. 20 ff.

618 Vgl. auch Bock, Criminal Compliance, S. 738.
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Einwilligung widerrufen werden, so sollte dieselbe Form wie bei der
Einwilligung eingehalten werden. Sollte sich ein Angestellter dazu ent-
schlielen, einen Hinweis abzugeben, so trifft ihn die Pflicht, sich da-
ritber Informationen zu verschaffen, ob die Einwilligung noch besteht.
Zu beachten ist auch, dass der Ansprechpartner im Whistleblower-Sys-
tem ausdriicklich zur Entgegennahme beauftragt wird und im Hin-
blick auf Verdnderung oder Neuerungen auf dem neusten Stand gehal-
ten wird. Sollte dies nicht der Fall sein, setzt sich nicht nur der Mel-
dende einem Strafbarkeitsrisiko aus, sondern unter Umstinden auch
der Empfinger in Form der Beihilfe zum Geheimnisverrat.

Auch um gerade Willensmiéngel bei der Einwilligung auszuschlie-
Ben sind diese strengen Voraussetzungen unbedingt einzuhalten.

bb) Subjektives Rechtfertigungselement

Zu guter Letzt muss der Whistleblower auf subjektiver Seite in Kennt-
nis und aufgrund®2° der Einwilligung gehandelt haben.

cc) Zwischenfazit

Festzuhalten ist, dass die Ausgestaltung eines unternehmensinternen
Whistleblower-Systems einen gewissen administrativen Aufwand er-
fordert, damit der Angestellte Meldungen titigen kann, die nicht
rechtswidrig sind. Eine blofle innere Zustimmung des Geheimnisinha-
bers geniigt hierbei, ebenso wie eine nachtrigliche Genehmigung,
nicht621,

b) Anzeigerecht nach § 158 StP0

Als weiterer Rechtfertigungsgrund kommt das Anzeigerecht nach
§ 158 StPO in Betracht. Nach § 158 Abs.1 StPO kann die Anzeige
einer Straftat sowie der Strafantrag bei der Staatsanwaltschaft, den Be-

619 Vgl. Zimmermann, ArbRAktuell 2012, 58, 59.

620 Vgl dazu Rengier, Strafrecht AT, § 23 Rn. 38; teilweise wird vertreten, dass es
nicht notwendig ist, dass der Téter auch aufgrund der Einwilligung handelt, da
der Handlungsunwert bereits durch die Kenntnis der Rechtsgutspreisgabe aufge-
hoben wurde: so Kiihl, StGB-AT, § 9 Rn. 41.

621 Vgl. Rengier, Strafrecht AT, § 23 Rn. 21 f.
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horden der Polizei und den Amtsgerichten gestellt werden. Eine
Pflicht, gegeniiber Strafverfolgungsbehorden Strafanzeigen zu erstat-
ten, besteht nicht®?2. Manche sehen in diesem ,,Recht zur Strafanzeige*
gleichzeitig einen Rechtfertigungsgrund fiir die Fille, in denen ein
Whistleblower Hinweise an Strafverfolgungsorgane abgibt¢23.

So stellt Kaiser®+ aus seiner Perspektive als Staatsanwalt pauschal
fest, dass die Hingabe von Daten zum Zwecke der Strafverfolgung mit
dem Recht des Informanten auf Erstattung einer Strafanzeige nach
§ 158 StPO korrespondiere, damit nicht ,,unbefugt® sei und somit
straflos sein miisse. Auch Satzger®?s fiihrt aus, dass § 158 StPO eine
selten gesehene Grundlage fiir eine solche Rechtfertigung darstelle, da
jeder Biirger das Recht habe, Straftaten anzuzeigen. Dies miisse letzt-
endlich dazu fiihren, dass das Anzeigerecht eine Befugnis verleihe, die
einer Strafbarkeit entgegenstehe.

Eine solche Pauschalisierung greift nach der hier vertretenen An-
sicht zu kurz und fithrt dazu, dass der Anzeigensteller bei einer Straf-
anzeige bzw. bei einem Strafantrag gegeniiber einer Strafverfolgungs-
behoérde nicht mehr wegen Geheimnisverrats belangt werden konnte.
Der Schutzbereich des § 17 UWG wiirde hierdurch bedeutend einge-
schrankt und dies wiirde dazu fiihren, dass das Strafverfolgungsinter-
esse der Strafbehorden grundsitzlich Vorrang vor dem Geheimhal-
tungsinteresse des Geheimnistragers hétte, ohne die Vornahme einer
Interessenabwégung im Einzelfall®2¢.

Fremde Geheimnisse, deren unbefugte Offenbarung stratbewehrt
ist, kdnnen von Privatpersonen nur dann straffrei mitgeteilt werden,
wenn dies aufgrund eines wesentlich iiberwiegenden Interesses im

622 Lowe-Rosenberg/Erb, StPO, § 158 Rn. 2; Meyer-Gofiner/Schmitt/Schmitt, StPO,
§158 Rn. 6a.

623 Siehe dazu schon Ostendorf, ZIS 2010, 301, 304; vgl. Englinder/Zimmermann,
NZWiSt 2012, 328, 330; Satzger, FS-Achenbach, 447, 451 f; vgl. schon RAG JW
1931, 490.

624 Kaiser, NStZ 2011, 383, 388.

625 In dem von Satzger dargestellten Fall ging es konkret um eine Strafbarkeit nach
§ 17 Abs. 2 Nr. 2 UWG, vgl. Satzger, FS-Achenbach, 447, 451 .

626 Engliander/Zimmermann, NZWiSt 2012, 328, 330; Sieber, NJW 2008, 881, 884;
Wittig, Wirtschaftsstrafrecht, § 33 Rn. 52a.
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Einzelfall nach § 34 StGB gerechtfertigt ist5>7. Eine Pauschalisierung,
die die Wertungen des § 34 StGB zu umgehen sucht und grundsitzlich
dem allgemeinen staatlichen Strafverfolgungsinteresse Vorrang ver-
schafft, ist fehl am Platz, denn es fehlt eine solche gesetzliche Vor-
rangsentscheidung bei Kollisionen des Geheimhaltungsinteresses mit
dem Strafverfolgungsinteresse. Ein solcher Vorrang besteht lediglich in
den Fillen der Offenbarungspflicht bei geplanten Straftaten nach § 138
StGB.

Aus der Regelung des § 158 StPO wird demnach nach der hier ver-
tretenen Ansicht kein generelles Recht zur Verletzung von Geheimnis-
schutzvorschriften oder zur Offenbarung strafrechtlich geschiitzter
Geheimnisse und damit zur grundsitzlichen Rechtfertigung externen
Whistleblowing gefolgert623.

<) Gesetzliche Offenbarungspflichten

Gesetzliche Offenbarungspflichten von Mitarbeitern konnen rechtfer-
tigende Wirkung haben®?. Grundsitzlich haben Privatpersonen keine
Pflicht zur Anzeige bereits begangener Straftaten. Eine solche Pflicht
besteht nur nach § 138 StGB hinsichtlich der dort enumerativ aufge-
zéhlten schwersten Straftaten®s°. Privatpersonen sind sonst zu keinen
Anzeigen verpflichtet. Selbst dann ist eine Anzeigepflicht zu vernei-
nen, wenn wichtige Rechtsgiiter gefihrdet sind. Die Strafverfolgung
obliegt einzig und allein dem Staat®3*.

Der Straftatbestand der Nichtanzeige geplanter Straftaten nach
§ 138 StGB kommt im Rahmen des Whistleblowings als Rechtferti-
gungsgrund zwar grundsétzlich in Betracht, da hinsichtlich geheim-
nisschiitzender Tatbestdnden die Anzeigepflicht vorgeht®32. Allerdings
ist § 138 StGB auf die dort enumerativ aufgezédhlten schwersten noch

627 Lowe-Rosenberg/Erb, StPO, §158 Rn.9b; Rotsch/Rotsch/Wagner, Criminal
Compliance, § 34 C Rn. 23; Heermann/Schlingloff/Brammsen, Lauterkeitsrecht,
§ 17 UWG Rn. 60.

628 Sasse, NZA 2008, 990, 993; vgl. auch Rotsch/Rotsch/ Wagner, Criminal Compli-
ance, § 34 C Rn. 23.

629 MiiKo-StGB/Janssen/Maluga, § 17 UWG Rn. 68.

630 HK-StPO-Zoller, § 158 Rn. 7; SSW-StPO/Ziegler/ Vordermayer, § 158 Rn. 12.

631 Vgl Hefendehl, FS-Amelung, 617, 641.

632 Schonke/Schroder/Sternberg-Lieben, § 138 R. 25; Fischer, StGB, § 138 Rn. 34.
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nicht begangenen Straftaten beschrinkt, um die es beim Whistle-
blowing meistens gerade nicht geht, so dass diesem Rechtfertigungs-
grundes aus praktischer Sicht keine Bedeutung zugemessen werden
kann®3s3.

d) Gesetzliche Offenbarungsrechte

Neben der gesetzlichen Offenbarungspflicht finden sich in der deut-
schen Rechtsordnung in verschiedenen Gesetzen auch Anzeigerechte
von Arbeitnehmern, die in Abschnitt D. I. 3. b) erortert worden sind.
Sollte ein Angestellter aufgrund dieser Offenbarungsrechte Meldungen
nach Auflen titigen, so handelt er nicht unbefugt und damit nicht
rechtswidrig, so dass auch hier eine Strafbarkeit zu verneinen ist. Wie
ebenfalls erdrtert, haben diese Regelungen einen sehr engen Anwen-
dungsbereich, so dass sie nicht vollumfinglich allen Angestellten als
Rechtfertigungsgrund zugutekommen koénnen. Ein solches gesetzli-
ches Offenbarungsrecht hitte auch der bereits oben genannte § 612a
BGB n.F. dargestellt.

e) Aussagepflicht als Zeuge oder als Sachverstandiger

Neben der Offenbarungspflicht nach § 138 StGB kommt als Rechtferti-
gungsgrund fiir den Verrat von Geschifts- und Betriebsgeheimnissen
die Auskunftsverpflichtung bei einer Aussage als Zeuge oder Sachver-
stindiger (Zeugnispflicht) in Betracht. Hier ist zu unterscheiden zwi-
schen Aussagen im Strafprozess und innerhalb eines zivilrechtlichen
Verfahrens.

In einem Strafprozess gibt es fiir den unternehmensbeschiftigten
Geheimnistrager kein eigenstindiges Zeugnisverweigerungsrecht,
Auskunftsverweigerungsrecht oder sonstiges Schweigerecht, das dem
Schutz von Betriebs- und Geschiftsgeheimnissen dienen wiirde®34.
Nach den §§ 52 ff. StPO besteht ein Zeugnisverweigerungsrecht ledig-
lich fir nahe Angehorige des Beschuldigten (§ 52 Abs. 1 StPO) sowie
fur Berufsgeheimnistrager und deren Berufshelfer (§$ 53 f. StPO). Al-

633 Engldander/Zimmermann, NZWiSt 2012, 328, 330.
634 Vgl. Heermann/Schlingloff/Brammsen, Lauterkeitsrecht, § 17 UWG Rn. 58; Fe-
zer/Rengier, Lauterkeitsrecht, § 17 UWG Rn. 46; GK-UWG/ Wolters, § 17 Rn. 63.
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lerdings steht einem Zeugen ein Auskunftsverweigerungsrecht fiir Fra-
gen zu, deren Beantwortung ihn selbst oder seine nahen Angehorigen
in die Gefahr der Strafverfolgung bringen wiirde (§ 55 Abs. 1 StPO).
Dieselben Zeugnisverweigerungsrechte gelten fiir den Sachverstindi-
gen nach §76 Abs.1 S.1 StPO. Auch er kann nach §§ 72, 55 Abs. 1
StPO die Aussage verweigern.

Im Strafprozess tiberwiegt das offentliche Interesse an der Wahr-
heitsfindung, doch kann das Gericht dem Geheimnisschutz nach § 172
Nr. 2 GVG dadurch Rechnung tragen, dass es die Offentlichkeit fiir die
Verhandlung oder einen Teil davon ausschlief3t, wenn wichtige Ge-
schifts- oder Betriebsgeheimnisse zur Sprache kommen, durch deren
offentliche Erorterung iiberwiegende schutzwiirdige Interessen verletzt
werden wiirden®5. Im Strafprozess besteht demnach eine Offenba-
rungspflicht, die hinsichtlich des Geheimnisbruchs rechtfertigend
wirkt636,

Im Zivilprozess hingegen sind fiir Beschiftigte in §§ 383 Abs. 1
Nr. 6, 384 Nr. 3 ZPO Zeugnisverweigerungsrechte aus personlichen so-
wie sachlichen Griinden normiert, die nach § 408 Abs. 1 ZPO entspre-
chend fiir Sachverstindige gelten. Im Prozess miissen sich der Zeuge
oder der Sachverstindige, denen Geheimnisse im Rahmen eines
Dienstverhaltnisses zugénglich geworden sind, auf das Zeugnisverwei-
gerungsrecht berufen, es sei denn die Wahrung des Geheimnisses ist
nach § 172 Nr. 2 GVG durch den Ausschluss der Offentlichkeit vom
Gericht gewdhrleistet537. In einem Zivilprozess soll der Beschiftigte die
Belange des Arbeitgebers nicht nachrangig behandeln miissen®38.

Im Zivilprozess ist die Verletzung des § 17 UWG damit nur dann
gerechtfertigt, wenn ein weiterer Rechtfertigungsgrund besteht; an-
sonsten ist der Geheimnisverrat rechtswidrig®3.

635 Vgl. hierzu Kiethe/ Hohmann, NStZ 2006, 185, 188; Harte-Bavendamm/Henning-
Bodewig/Harte-Bavendamm, UWG, § 17 Rn. 11.

636 Fezer/Rengier, Lauterkeitsrecht, § 17 UWG Rn. 46.

637 Harte-Bavendamm/Henning-Bodewig/Harte-Bavendamm, UWG, §17 Rn.11;
Ohly/Sosnitza/Ohly, UWG, § 17 Rn. 28.

638 Zoller/Greger, ZPO, § 384 Rn. 7; vgl. auch Harte-Bavendamm/Henning-Bodewig/
Harte-Bavendamm, UWG, § 17 Rn. 11.

639 GK-UWG/Wolters, §17 Rn.64; Fezer/Rengier, Lauterkeitsrecht, §17 UWG
Rn. 46; Heermann/ Schlingloff/Brammsen, Lauterkeitsrecht, § 17 UWG Rn. 58.
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f) Notwehr nach § 32 StGB

Es stellt sich weiter die Frage, ob Notwehr beim Whistleblowing in Be-
tracht kommt. Notwehrfihig sind Individualrechtsgiiter beliebiger
Arto4°, Bei den von einem Whistleblower angezeigten Straftaten han-
delt es sich zumeist um Wirtschaftsstraftaten, die sich gegen Kollektiv-
rechtsgiiter richten, beispielsweise Straftaten gegen die Umwelt, die
Lauterkeit des Wettbewerbs etc. Angriffe auf Rechtsgiiter der Allge-
meinheit oder die 6ffentliche Ordnung, welche die Rechte des Einzel-
nen nicht unmittelbar betreffen, berechtigen nicht zur Notwehr oder
Nothilfe641,

Selbst bei einer Bejahung eines notwehr- oder nothilfefihigen
Rechtsguts wire eine nach § 32 Abs. 2 StGB erforderliche Gegenwir-
tigkeit des Angriffs meist abzulehnen. Der Angriff ist gegenwirtig,
wenn die Rechtsgutsverletzung im Zeitpunkt der Meldung unmittelbar
bevorsteht, bereits begonnen hat oder noch fortdauert®4>. Eine organi-
sationsinterne Person wird von einer Rechtsgutsverletzung in den al-
lermeisten Fallen nicht schon dann erfahren, wenn die Rechtsgutsver-
letzung gerade gegenwirtig ist. So stellen sich korruptes Handeln oder
die Begehung von Umweltdelikten innerhalb einer Organisation erst
heraus, nachdem eine gewisse Zeit verstrichen ist oder der potenzielle
Whistleblower dies durch andere interne Quellen erfihrt. In den sel-
tensten Fillen beobachtet ein Mitarbeiter eine gegenwirtige Rechts-
gutsverletzung. Selbst in Fillen, in denen ein Mitarbeiter beobachten
sollte, wie eine Schmiergeldzahlung geleistet oder Giftmiill in Gewias-
ser geleitet wird, so wird die Erstattung einer Strafanzeige oder die
Meldung an interne oder externe Stellen bzw. die Offentlichkeit, kaum
geeignet sein, den Angriff ad hoc zu beenden. Die Notwehrhandlung
scheitert in den meisten Fillen an ihrer Geeignetheit. Eine Ausnahme
kann nur in den Fillen in Betracht kommen, in denen bei der unmit-
telbaren Begehung einer Straftat, die Individualinteressen beeintrichti-
gen muss, ein geeigneter Adressat herbeigerufen wird und somit die
strafrechtlich relevante Handlung endgiiltig beendet werden kann.

640 Lackner/Kihl/Kiihl, StGB, § 32 Rn. 3; Schonke/Schroder/Perron, § 32 Rn. s ff.

641 BGHSt 5, 245, 247; Kindhduser-LPK-StGB, § 32 Rn. 40; Englinder/Zimmermann,
NZWiSt 2012, 328, 330.

642 Schonke/Schroder/Perron, § 32 Rn. 13 ff.; Kindhduser-LPK-StGB, § 32 Rn. 16 ff.
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Die Notwehr bzw. die Nothilfe nach § 32 StGB ist in den Fallen des
Whistleblowings kaum geeignet, den Geheimnisverrat des Whistleblo-
wers zu rechtfertigen, weswegen im Rahmen dieser Arbeit auch nicht
weiter darauf eingegangen wird.

g) Rechtfertigender Notstand, § 34 StGB

In Betracht kommt eine Rechtfertigung aufgrund eines Notstandes
nach § 34 StGB. Danach handelt nicht rechtswidrig, wer in einer ge-
genwirtigen, nicht anders abwendbaren Gefahr fiir Leben, Leib, Frei-
heit, Ehre, Eigentum oder fiir ein anderes Rechtsgut eine Tat begeht,
um die Gefahr von sich oder einem anderen abzuwenden. Dabei muss
im Rahmen einer Interessenabwégung das geschiitzte Interesse das be-
eintrachtigte wesentlich {iberwiegen®3. Die Tat muss weiter angemes-
sen sein, um die Gefahr abzuwenden, § 34 S. 2 StGB.

aa) Notstandslage

Eine Notstandslage setzt ein notstandsfihiges Rechtsgut und eine ge-
genwirtige Gefahr fiir dieses Rechtsgut voraus. Im Gegensatz zur Not-
wehr nach § 32 StGB sind hier auch Rechtsgiiter der Allgemeinheit
notstandsfahig®44. Gesetzeswidrige Handlungen in Unternehmen stel-
len eine Gefahr fiir diejenigen Rechtsgiiter dar, die von der jeweiligen
gesetzlichen Norm geschiitzt werden®45. Wer Umweltstraftaten begeht,
verstofit gegen das vom Umweltstrafrecht geschiitzte Rechtsgut ,,Um-
welt“646. Korruptionsstraftaten verstoflen gegen einen lauteren Wettbe-
werb und die Missachtung von Sicherheitsvorschriften kann Gefahren
fir das Leben und die Gesundheit von Arbeitnehmern bedeuten®47.
Eine Gefahr ist dann gegenwirtig, wenn bei natiirlicher Weiterent-
wicklung der Eintritt eines Schadens sicher oder hochstwahrscheinlich
ist oder wenn die Gefahr alsbald oder in allerndchster Zeit in einen

643 Kindhduser-LPK-StGB, § 34 Rn. 31; Fischer, StGB, § 34 Rn. 12.

644 Lackner/Kiihl/Kiihl, StGB, § 34 Rn. 4; Kindhduser-LPK-StGB, § 34 Rn. 20.

645 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 40.
646 Vgl. hierzu néher Fischer, StGB, Vor § 324 Rn. 3 f.

647 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 40.
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Schaden umschlagen kann®. Ist das gesetzeswidrige Verhalten abge-
schlossen und besteht auch keine Widerholungsgefahr mehr, ist die
Gegenwirtigkeit der Gefahr zu verneinen®¥. Eine Notstandslage ist
damit bei dauerhaften illegalen Unternehmenspraktiken zu bejahen®s°.

bb) Notstandshandlung

Die Notstandshandlung muss erforderlich sein, das geschiitzte
Rechtsgut wesentlich iberwiegen und angemessen sein®*. Die Gefahr
darf nicht anders abwendbar sein als durch die Begehung der Tat¢5> -
im Falle des § 17 Abs. 1 UWG also nicht anders abwendbar als durch
Geheimnisverrat. Der Whistleblower muss die am wenigsten ein-
schneidenden Mittel zur Abwendung der Gefahr einsetzen®s3. Grund-
satzlich ist davon auszugehen, dass Unternehmen ein Interesse daran
haben, interne Missstinde und Gesetzesverletzungen zu unterbinden,
da solche auf lange Sicht zu Reputationsschdden und damit auch zu
Ertragseinbriichen bis zur Insolvenz fithren kénnen. Dem unterneh-
mensinternen Hinweis ist auf den ersten Blick Vorrang zu geben, da es
fir das Unternehmen und seine Interessen ein weniger einschneiden-
des Mittel zur Gefahrenabwehr darstellt, als eine Meldung an Strafver-
folgungsbehorden oder die Offentlichkeit.

Festzuhalten ist damit, dass der Offenbarung nach Auflen zu-
ndchst zwingend ein interner Abhilfeversuch vorausgehen muss®54.

648 BGH NJW 1989, 1289; Fischer, StGB, § 34 Rn.7; Rengier, Strafrecht AT, § 19
Rn. 12.

649 Im obigen Beispielsfall ist auch eine Dauergefahr zu verneinen. Eine solche be-
steht dann, wenn eine permanente Gefahr gegeben ist, die jederzeit in einen
Schaden umschlagen kann. Gerade dies ist hier nicht der Fall, da vor dem Ablas-
sen von Giftmill in das Gewdsser zundchst ein Zwischenschritt erforderlich ist,
und zwar im Sinne einer unternehmerischen Entscheidung, ob tatsichlich im
konkreten Fall Miill ins Wasser geschiittet werden soll. Anders konnte dies zu be-
urteilen sein, wenn unternehmensinterne Richtlinien gegeben wiren, wonach
beispielsweise bei Erreichen eines bestimmten Wasserpegels automatisch Miill ins
Wasser abgelassen werden soll.

650 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 40.

651 Rengier, Strafrecht AT, § 19 Rn. 20 ff,; Frister, Strafrecht AT, 17. Kapitel Rn. 7 ff.

652 Fischer, StGB, § 34 Rn. 9; Rengier, Strafrecht AT, § 19 Rn. 20.

653 Fischer, StGB, § 34 Rn. 9.

654 Koch, ZIS 2008, 500, 503; Schonke/Schroder/Perron, § 34 Rn. 17; Schemmel/Ruh-
mannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 42.
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Anders konnte dies aber gewertet werden, wenn bereits in der Vergan-
genheit Missstdnde gemeldet worden sind und hierauf keine Reaktion
erfolgte oder aber die Unternehmensleitung sich nicht bereit erklart
hat, solchen abzuhelfen, eine interne Meldung demnach aussichtslos
scheint. In dem Fall scheint die interne Meldung zur Abwehr des An-
griffs nicht geeignet und damit auch kein wirksames Mittel gegen den
Missstand zu sein®5. Dies wire im obigen Beispiel dann der Fall, wenn
ein anderer Angestellter bereits intern den Versuch unternommen hit-
te, dem Missstand der unrechtméfligen Giftmiillentsorgung abzuhel-
fen und darauthin entlassen wurde. In einem solchen Fall erscheint ein
weiterer interner Abhilfeversuch aussichtslos. Dasselbe gilt, wenn die
Vorgesetzten am Rechtsverstof3 selbst beteiligt sind®s®. Eine Meldung
an Strafverfolgungsbehorden erscheint in diesen Fillen aussichtsrei-
cher. Ein wichtiger Aspekt im Rahmen des externen Whistleblowings
ist ferner, dass die Meldung an zustindige Behorden oder Strafverfol-
gungsbehorden ein geeignetes und im Gegensatz zur Meldung an Me-
dien oder an die Offentlichkeit - beispielsweise iiber fiir jedermann
zugéngliche Whistleblower-Plattformen wie WikiLeaks — das mildere
Mittel darstellt. Zwar ist den Medien und der Offentlichkeit eine ge-
wisse Wirksamkeit nicht abzusprechen, da hieraus ein tiberaus deutli-
cher Abschreckungseffekt erzeugt werden kann. Allerdings ist die Ge-
fahr von Reputationsschidden hoher als die reine Gefahrenabwehr, so
dass im Ergebnis die Anzeige von Missstdnden an die Medien nicht ge-
rechtfertigt ist. Der Gang an die (mediale) Offentlichkeit ist damit vom
rechtfertigenden Notstand nach § 34 StGB nicht umfasst und bleibt
folglich rechtswidrig®s7.

Im Rahmen einer Abwigung der widerstreitenden Interessen
beim externen Whistleblowing muss das geschiitzte Interesse das be-
eintrachtigte Interesse des Unternehmens an der Geheimhaltung {iber-
wiegen. Dabei sind bei einer Gesamtwiirdigung aller Umstande die be-
troffenen Rechtsgiiter, die Schwere der Straftat sowie der Grad der
drohenden Gefahren und die Wiederholungsgefahr in die Abwigung

655 BAG NZA 2004, 427, 430; Schemmel/Ruhmannseder/ Witzigmann, Hinweisgeber-
systeme, Kapitel 4 Rn. 42.

656 Wittig, Wirtschaftsstrafrecht, § 33 Rn. 52 a.

657 Vgl hierzu von Pelchrzim, CCZ 2009, 25, 27; Schemmel/Ruhmannseder/ Witzig-
mann, Hinweisgebersysteme, Kapitel 4 Rn. 43.
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einzubeziehen$s?. Die Interessenabwigung nach § 34 StGB geht dabei
tiber eine reine Giiterabwédgung hinaus, so dass beispielsweise auch
Verschuldensgesichtspunkte miteinflielen®s°.

Primdr ist der Rang der kollidierenden Rechtsgiiter mittels eines
Strafrahmenvergleichs festzustellen, wobei die Wertentscheidungen
des Grundgesetzes und die Reihenfolge der in § 34 StGB genannten
Rechtsgiiter zu berticksichtigen sind; nicht aufler Acht gelassen werden
diirfen dabei mittelbar betroffene Rechtsgiiters®. Sachgiitern wie Ei-
gentum oder Vermdgen kommt normalerweise ein geringerer Wert zu
als Giitern der Person, wie Leben, korperliche Unversehrtheit und
Fortbewegungsfreiheit®®. Da die Heranziehung des Strafrahmens
nicht immer eine klare Bestimmung des Ranges des Rechtsguts zuldsst,
sind weitere Kriterien heranzuziehen®2.

Als weiteres Kriterium ist der Grad der drohenden Gefahren fiir
das geschiitzte und das beeintrichtigte Rechtsgut zu betrachten. Hier-
bei sind neben Néhe und Ausmaf} der Gefahr auch die Wahrschein-
lichkeit und das Ausmaf3 des drohenden Schadenseintritts zu beriick-
sichtigen®63. Hier kann die Abwigung auch zugunsten des geringwerti-
geren Rechtsguts ausfallen, wenn die Gefahr fiir das hoherwertigere
Rechtsgut einer minimalen Gefihrdung ausgesetzt ist®¢4. Da es sich bei
der Wahrscheinlichkeit des Schadenseintritts um nur einen Abwi-
gungspunkt handelt, kann auch eine geringe Wahrscheinlichkeit des
Schadenseintritts beim Erhaltungsgut kompensiert werden durch des-
sen hohes Gewicht®5. Auch kann das Interesse an der Erhaltung einer
wertvollen Sache das Interesse einer minimalen korperlichen Beein-

658 Fischer, StGB, § 34 Rn. 12; Wittig, Wirtschaftsstrafrecht, § 33 Rn. 52 a.

659 von Heintschel-Heinegg/Momsen, § 34 Rn. 8.

660 Fischer, StGB, §34 Rn.13; von Heintschel-Heinegg/Momsen, §34 Rn.9f;
Kindhduser-LPK-StGB, § 34 Rn.32; LK-StGB/Zieschang, § 34 Rn.s5s5f; MiiKo-
StGB/Erb, § 34 Rn. 111 f; Matt/Renzikowski/Engldnder, § 34 Rn. 26.

661 Matt/Renzikowski/Englinder, § 34 Rn. 27.

662 von Heintschel-Heinegg/Momsen, § 34 Rn. 9.1 mit dem Hinweis darauf, dass im
Bereich mittlerer Kriminalitdt die Strafrahmen sich oftmals entsprechen, selbst
wenn vollig unterschiedliche Rechtsgiiter geschiitzt werden.

663 Fischer, StGB, § 34 Rn. 23; von Heintschel-Heinegg/Momsen, § 34 Rn. 10.

664 Kindhduser-LPK-StGB, § 34 Rn. 34; LK-StGB/Zieschang, § 34 Rn. 60.

665 Matt/Renzikowski/Englinder, § 34 Rn. 28.
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trachtigung tUberwiegen®%®. Sind die betroffenen Rechtsgiiter gleich-
wertig, ist eine rein quantitative Betrachtung anzustellen®7, wobei die
Unabwégbarkeit menschlichen Lebens zu beachten ist®68.

Innerhalb der Abwigung sind auch Faktoren wie Rettungschan-
cen fiir das bedrohte Rechtsgut, individuelle Interessen des betroffenen
Rechtsgutinhabers sowie die Verantwortlichkeit fiir das Entstehen der
Gefahrenlage zu beriicksichtigen.

Die Bandbreite der geschiitzten Interessen, die der Whistleblower
nach Auflen kundtut, ist sehr weit gefichert. Gerade dann, wenn es um
abstrakte Interessen wie das Strafverfolgungsinteresse geht, stellt die
Abwigung keine einfach zu 16sende Aufgabe dar®®.

Auch die Art und Weise der Beeintrichtigung des geschiitzten In-
teresses durch das Unternehmen ist pauschal nicht zu beantworten,
sondern bedarf einer Abwigung im konkreten Einzelfall. Einer An-
sicht zufolge ist die Strafanzeige an zustindige Behorden nicht unbe-
fugté7°, der hier nicht gefolgt wird, da gerade entgegen dem eindeuti-
gen Wortlaut des § 34 StGB keinerlei Abwigung widerstreitender In-
teressen erfolgt und die Geheimhaltungsinteressen von Unternehmen
jeglichen Schutz verlieren wiirden®7*.

Bezogen auf das Whistleblowing sind verschiedenartige Interes-
sen in Einklang zu bringen. Je nachdem, welches Rechtsgut vom
Whistleblower geschiitzt wird, ist dieses mit dem Interesse des Unter-
nehmens an der Geheimhaltung des Geschifts- und Betriebsgeheim-
nisses abzuwégen. Handelt es sich bei dem vom Whistleblower zu
schiitzenden Interesse iberwiegend um die korperliche Unversehrtheit
von Personen®72, so ist danach zu fragen, ob dieses Interesse gegeniiber

666 Als Klassiker kann das Beispiel bezeichnet werden, in dem ein Schnupfen durch
den Einsatz von Loschwasser durch die Feuerwehr zur Loschung eines Gebdudes
hingenommen werden muss, MiiKo-StGB/Erb, § 34 Rn. 114.

667 MiiKo-StGB/Erb, § 34 Rn. 114; Kindhduser-LPK-StGB, § 34 Rn. 33.

668 So ist nach hM die Tétung einer Person, um mehrere Personen zu retten, unzu-
lassig, BGHSt 35, 347, 350; vgl. auch MiiKo-StGB/Erb, § 34 Rn. 116 ff.

669 Engldander/ Zimmermann, NZWiSt 2012, 328, 330.

670 Erbs/Kohlhaas/Diemer, Nebengesetze, § 17 UWG Rn. 24 mit Verweis auf RAG
JW 1931, 490.

671 Vgl. schon die Ausfithrungen zu § 158 StPO als méglichen Rechtfertigungsgrund
in Abschnitt E. I. 6. b).

672 Siehe hierzu Abschnitt B. (BSE-Affire, Gammelfleischskandal und Missstdnde im
Berliner Pflegeheim).
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dem Interesse des Unternehmens beispielsweise an der Vermeidung
von Reputationsschdden und den damit unter Umstédnden einherge-
henden Umsatzeinbuflen (bis hin zur Insolvenz) tiberwiegt. Nach dem
oben Gesagten scheint auf den ersten Blick die korperliche Unver-
sehrtheit zu iiberwiegen. Als weiteres Abwagungskriterium sind der
Grad der drohenden Gefahren und das Ausmafd des potenziellen Scha-
dens zu betrachten. Im Gammelfleisch- und im BSE-Fallé73 war der
Grad der drohenden Gefahr und die Wahrscheinlichkeit eines Scha-
denseintritts besonders hoch, da eine akute Gesundheitsgefahr fiir
einen groflen Teil der Bevolkerung bestand, so dass hier eine Abwa-
gung zugunsten der korperlichen Unversehrtheit ausfallen muss. Im
BSE-Fall ist sogar eine Rettungschance zu verneinen, da die Creutz-
feldt-Jakob-Krankheit eine tddlich verlaufende Krankheit ist, die im
Vorfeld zu einer Degeneration des Gehirns fithrt. Die Lage hitte in
beiden Fillen schon in einem fritheren Stadium verhindert werden
konnen, wenn nach sofortigem Erkennen der Gefahren fiir Leib und
Leben die an BSE erkrankten Rinder geschlachtet worden wiren bzw.
Gammelfleisch nicht in Umlauf gebracht worden wire. Damit waren
die Geheimnistrdager zumindest mitverantwortlich fiir das Entstehen
der Gefahrenlage. Hier diirfte insbesondere auch der Faktor der beson-
deren Eilbediirftigkeit ausschlaggebend sein®74.

Dasselbe gilt im Falle von Unternehmen, die gesundheitsschidli-
che Produkte auf den Markt bringen, denen eine unbestimmbare An-
zahl an Personen ausgesetzt ist575. Hier sind der Grad der drohenden
Gefahr sowie das Schadensausmafl durch den nicht abgegrenzten
Kundenkreis als besonders hoch einzuschatzen, ebenso ist eine beson-
dere Eilbediirftigkeit gegeben. Durch das Feststellen des weiteren Ab-
wiagungskriteriums des Verschuldens des Produzenten ergibt auch hier
eine Abwigung, dass das Rechtsgut der korperlichen Unversehrtheit
das Geheimhaltungsinteresse des betroffenen Unternehmens tber-

673 Unter der hypothetischen Annahme es habe sich nicht um das Fleischhygieneamt,

sondern um ein Unternehmen gehandelt.

674 Vgl hierzu GK-UWG/Wolters, § 17 Rn. 67.

675 Beispielhaft ist der Fall eines Babyspielzeugs zu nennen, das als Beif$hilfe Babies
beim Zahnen unterstiitzen soll. Ein Bericht von Okotest enthiillte, dass das Spiel-
zeug krebserregende Stoffe enthilt, vgl. hierzu https://www.umweltgutachter.de/b
log/gesundheitsschaedliches-babyspielzeug-cradle-to-cradle-bietet-loesungsmoeg
lichkeit (letzter Zugriff: 25. September 2017).
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steigt. Dieselben Kriterien diirften fiir den oben geschilderten Bei-
spielsfall (Chemieunternehmen) gelten, wobei hier neben den Gefah-
ren fiir die Bevolkerung noch Umweltgefdhrdungen hinzukommen.

Anders kann die Abwégung ausfallen, in denen keine Gefahren fiir
Leib und Leben bestehen, sondern solche fiir die Allgemeinheit. So ist
im Falle von sogenannten opferlosen Heimlichkeitsdelikten keine kon-
krete Person in Gefahr. Vielmehr handelt es sich hier beispielhaft um
Fille der Steuerhinterziehung im Sinne des §370 AO, der wettbe-
werbsbeschriankenden Vereinbarungen nach § 1 GWB in Verbindung
mit § 298 StGB oder der Bestechlichkeit im Sinne des § 299 StGB. Die
geschiitzten Rechtsgiiter sind hier die Allgemeininteressen am recht-
zeitigen und vollstindigen Aufkommen jeder einzelnen Steuerart¢7s,
der freie Wettbewerb, also die Freiheit der Marktkonkurrenz%77 oder
die Sicherstellung lauterer Wettbewerbsbedingungen®”®. Je nach Inten-
sitdt oder Héufigkeit der innerhalb des Unternehmens begangenen
Straftaten kann eine Abwidgung auch zugunsten des Geheimhaltungs-
interesses des Unternehmens ausfallen, gerade dann, wenn es sich um
einmalige Verstof3e oder Verstofle von einem geringen Ausmafl han-
delt. Ein Geheimnisverrat konnte durch die damit einhergehenden
Konsequenzen der Rufschiadigung sowie der Gefahr einer Unterneh-
menskrise unverhéltnisméflig sein. Im Falle des Korruptionsskandals
bei Siemens iiberwiegt hingegen aufgrund der hohen Schmiergeldzah-
lungen und aufgrund der Tatsache, dass Wiederholungsgefahr besteht,
das Interesse der Allgemeinheit an der Aufdeckung der Straftaten ge-
geniiber dem Geheimhaltungsinteresse.

Weiter stellt sich die Frage, welcher Maf3stab bei der Abwagung
angesetzt werden soll. Bei der Anwendung des Maf3stabs des Aggres-
sivnotstandes (,wesentliches Uberwiegen") entfillt eine Rechtfertigung
dann, wenn das Interesse des Unternehmens an der Geheimhaltung
nicht wesentlich weniger wiegt als das geschiitzte Interesse®7°. Hier
sind die oben genannten Abwigungskriterien heranzuziehen. Beim
Whistleblowing muss allerdings der Maf3stab des Defensivnotstands

676 BGHSt 36, 100, 102; Klein/Jiger, AO, § 370 Rn. 2.

677 Fischer, StGB, vor § 298 Rn. 6; Bechtold/Bosch/Bechtold/Bosch, GWB, Einfiihrung
Rn. s50.

678 Schonke/Schroder/Heine, § 299 Rn. 2.

679 Koch, ZIS 2008, 500, 503; Englinder/ Zimmermann, NZWiSt 2012, 328, 330.
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gelten, da die Gefahren fiir das geschiitzte Rechtsgut gerade aus der
Sphére des Unternehmens stammen und nicht von einem an der Ge-
fahr ginzlich Unbeteiligten®%°. Bei Anwendung dieses Maf3stabs (das
bedrohte Interesse wiegt nicht wesentlich weniger als das Geheimhal-
tungsinteresse des Unternehmens) wire die Rechtfertigung nach § 34
StGB auch in den Fillen zu bejahen, in denen ein wesentliches Uber-
wiegen gerade nicht gegeben ist68t. Trotz der schiitzenswerten illegalen
Interessen eines Unternehmens wiirde diesem der von §17 Abs.1
UWG gebotene Schutz versagt und damit wertlos.

Rein repressive Strafverfolgungsinteressen, also die Meldung eines
bereits abgeschlossenen Verhaltens, sollen von § 34 StGB nicht ge-
rechtfertigt sein. Bei andauernden und bevorstehenden Wettbewerbs-
beeintrachtigung mag dies anders aussehen®®2. Problematisch wird
hier der oben geschilderte Beispielsfall. Das Chemieunternehmen
schiittet lediglich bei Hochwasser Giftmiill in das Gewésser. Sollte der
Angestellte A erst dann den Mut fassen, die Handlung zu melden,
nachdem der Vorgang abgeschlossen ist, so wére er nicht nach § 34
StGB gerechtfertigt, da es sich dabei um ein rein repressives Interesse
handeln wiirde. Das Unternehmen wird héchstwahrscheinlich wieder
Giftmill in das Gewdsser kippen, sobald das néchste Hochwasser
kommt, da dies bisher regelmiflig so gehandhabt wurde. Allerdings ist
nicht vorauszusehen, wann die ndchste Hochwassersituation erneut
eintreten wird, so dass es sich zu diesem Zeitpunkt um keine gegen-
wirtige Gefahr fiir die Umwelt handelt5®3. Der Angestellte A wire
nicht nach den allgemeinen Rechtfertigungsvorschriften geschiitzt, ob-
wohl er eine gefihrliche und schwer umweltbelastende Handlung mel-
den mochte, die im schlimmsten Falle auch Gefahren fiir Leib und Le-
ben von Menschen bedeuten kann. Diese Liicke ist im deutschen Recht
de lege lata noch nicht geschlossen, so dass in einem solchen Grenzfall
die Gefahr einer Strafbarkeit fiir einen Whistleblower droht. Im Rah-
men des Whistleblowings sind nach der hier vertretenen Auffassung

680 Erb, FS-Roxin II, 1103, 1113; vgl. auch Englinder/ Zimmermann, NZWiSt 2012,

328, 330f.

681 Wittig, Wirtschaftsstrafrecht, §33 Rn.s52a; Englinder/Zimmermann, NZWiSt
2012, 328, 331.

682 Koch, ZIS 2008, 500, 503; Fezer/Rengier, Lauterkeitsrecht, § 17 UWG Rn. 47.

683 Zur Dauergefahr siehe FufSnote 649.
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sehr wohl auch repressive Interessen zu beriicksichtigen, sofern eine
hohe Wahrscheinlichkeit dafiir besteht, dass die gemeldeten Verhal-
tensweisen wiederholt werden konnen.

Die gesetzliche Wertung des § 138 StGB spricht dafiir, dass die An-
zeige zukiinftiger Straftaten mehr Legitimitdt genieflen soll als die An-
zeige aus repressiven Griinden. Ahnliches geht auch aus der Entschei-
dung des EGMR hervor, welcher andeutet, dass Brigitte Heinisch ge-
genwirtigen — nicht vergangenen — Miéngeln in der Pflege des Alten-
heims abhelfen wollte®4. Eine Ansicht in der Literaturt® vertritt rich-
tigerweise die Ansicht, dass das Strafverfolgungsinteresse bei bereits
begangenen Delikten zumindest dann die Verletzung einer Schweige-
pflicht rechtfertigt, wenn die Gefahr besteht, dass der Téter weiterhin
erhebliche Straftaten begehen wird. Dieser Ansicht ist zuzustimmen,
allerdings besteht beim Whistleblowing die Notwendigkeit, diese ge-
setzlich zu verankern und auf illegitimes Verhalten, das eine Gefahr
fiir wichtige Rechtsgiiter darstellt, zu erweitern, so dass fiir den
Whistleblower Rechtssicherheit besteht, dass seine Handlung nicht
strafbar ist.

<) Subjektives Rechtfertigungselement

Der subjektive Tatbestand des rechtfertigenden Notstandes verlangt
zumindest die Kenntnis der notstandsbegriindenden Umstinde®3S.
Aus dem Wortlaut des § 34 StGB (,um ... abzuwenden®) wird nach
herrschender Meinung®7 des Weiteren gefordert, dass auch ein Ret-
tungswille vorliegt. Im Falle repressiver Sachverhalte besteht kein Ret-
tungswille in Bezug auf die Gefahr, die sich bereits in einem tatbe-
standlichen Erfolg niedergeschlagen hat, sondern vielmehr fiir weitere
Gefahren, die mit einer gewissen Sicherheit noch folgen kénnen, aber
ungewiss ist, wann wieder eine tatsachliche Gefahr droht. Auch hier ist
festzustellen, dass — sollte man der herrschenden Meinung folgen - ein
beachtliches Risiko fiir den Whistleblower im genannten Beispielsfall

684 EGMR NJW 2011, 3501; Brock, 0AT 2011, 243, 246.

685 Schonke/Schroder/Lenckner/Eisele, § 203 Rn. 31a; vgl. auch Fezer/Rengier, Lau-
terkeitsrecht, § 17 UWG Rn. 47.

686 Matt/Renzikowski/Englinder, § 34 Ru. 44; Kindhduser-LPK-StGB, § 34 Rn. 42.

687 BGHSt 2, 111, 114 f,; Kindhduser-LPK-StGB, § 34 Rn. 42.
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besteht, dass spitestens bei der Priifung eines subjektiven Rechtferti-
gungselements dieses verneint wird und der Whistleblower unter Um-
stinden wegen einer vollendeten Tat strafbar sein konnte.

dd) Zwischenfazit

Als Zwischenfazit ist festzustellen, dass die im Rahmen des rechtferti-
genden Notstandes nach § 34 StGB vorzunehmenden Abwiégungspro-
zesse zum einen kaum abzusehen sind, so dass ein potenzieller
Whistleblower im Zweifel den Gang an die Behorden oder die Offent-
lichkeit eher scheuen wird. Andererseits spricht vieles dafiir, dass § 34
StGB durch ein Strafgericht gar nicht erst zum Tragen kommt, falls der
Whistleblower bereits begangene und vollendete Taten meldet - trotz
hoher Wahrscheinlichkeit der wiederholten Tatbegehung. Spétestens
im Rahmen des subjektiven Elements wird die Rechtfertigung ausge-
hebelt, so dass hier eine rechtliche Liicke besteht, die es zu schlieflen
gilt.

7. Schuld

Im Rahmen der Schuld ergeben sich bei der Priifung des Geheimnis-
verrats nach § 17 UWG keine Besonderheiten.

Il. § 203 Abs. 1 und 2 StGB — Verletzung von Privatgeheimnissen

Eine weitere Geheimnisschutzvorschrift, die im Rahmen der Priifung
der Stratbarkeit des Whistleblowings in Frage kommt, ist § 203 StGB,
welche im Gegensatz zu § 17 UWG nicht nur den Verrat von Ge-
schifts- und Betriebsgeheimnissen sanktioniert, sondern daneben
auch den Verrat von Privatgeheimnissen.

Gehort der Whistleblower zu einer Berufsgruppe, der aufgrund ei-
nes berufsspezifischen Vertrauensverhiltnisses eine besondere Ver-
pflichtung zur Geheimhaltung auferlegt ist, so ist die unbefugte Offen-
barung eines solchen Geheimnisses nach § 203 Abs.1 oder Abs.2
StGB stratbar. Zu diesen Berufsgruppen gehéren nach § 203 Abs. 1
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StGB unter anderem Arzte, Psychologen, Rechtsanwilte, Notare, Steu-
erberater, anerkannte Berater in Jugend- oder Familiensachen sowie
gemifd § 203 Abs. 3 S. 2 StGB deren berufsmaflig titige Gehilfen. Letz-
tere sind von der Vorschrift umfasst, wenn sie dem Schweigepflichti-
gen in dessen Funktion nach Absatz 1 zuarbeiten®8. Hierunter kdnnen
auch die in einem Whistleblowing-System tédtigen Rechtsanwilte oder
deren Gehilfen fallen oder aber sonstige Berufsgeheimnistrager, die in
einem Whistleblower-System tétig sind, die ein ihnen anvertrautes Ge-
heimnis anzeigen%®. Nach § 203 Abs. 2 StGB gehoren auch Amtstrager
im Sinne des § 11 Abs. 1 Nr. 2 StGB und fiir den o6ffentlichen Dienst
besonders verpflichtete Personen im Sinne des § 11 Abs. 1 Nr. 4 StGB
zum Taterkreis. Hierdurch wird der Geheimhaltungspflicht der 6ffent-
lichen Verwaltung Rechnung getragen. Der Kreis tauglicher Tater ist
enger und genauer definiert als bei § 17 Abs. 1 UWG%°.

1. Tater

Als Tidter kommt konkret z.B. ein im Whistleblower-System téitiger

Berufsgeheimnistréger, beispielsweise ein Rechtsanwalt, der Hinweise

eines Whistleblowers entgegennimmt und sodann entscheidet, wie er

mit dem anvertrauten Geheimnis umgehen soll. Hier ist der Téterkreis

nicht nur auf den Rechtsanwalt beschrankt, sondern auf alle in § 203

Abs. 1 StGB genannten Berufsgeheimnistriger. Es muss sich hierbei al-
lerdings um eine Person handeln, die nach der hiesigen Definition des

Whistleblowings ein Organisationsinsider ist, also eine enge Verkniip-
fung zu der betreffenden Organisation aufweist®9:.

Weiter kommt als Tdter z.B. ein Arzt oder ein Angehoriger eines
anderen Heilberufs in Betracht, dem zum Privatbereich eines anderen
gehorende Tatsachen mitgeteilt werden. Zu denken wire hier an den
behandelnden Arzt, der einen an Aids erkrankten Patienten behandelt,
dessen Lebenspartnerin keine Kenntnis von der Krankheit hat und der

688 Matt/Renzikowski/Altenhain, § 203 Rn. 11.

689 Vgl. ferner Lutterbach, Whistleblowing, S. 83.
690 Tiedemann, Wirtschaftsstrafrecht BT, § 5 Rn. 233.
691 Siehe hierzu Abschnitt C. 1. 2.f) aa).
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Patient diese davon auch nicht behelligen mdchte®92. Tatbestandlich
stellt die Offenbarung des Geheimnisses, welches vom allgemeinen
Personlichkeitsrecht des Patienten nach Art.2 Abs.1 GG in Verbin-
dung mit Art. 1 Abs. 1 GG geschiitzt wird, eine Verletzung des Privat-
geheimnisses dar. Allerdings handelt es sich bei dem Arzt nicht um
einen Organisationsinsider, der (private) organisationsinterne Ge-
heimnisse verrdt. Zwar handelt es sich bei der Arztpraxis um eine Or-
ganisation, allerdings wird in diesem Falle kein organisationsinternes
Geheimnis verraten, sondern das Geheimnis einer organisationsexter-
nen Person, die selbst der Organisation nicht angehdorig ist. Damit
scheidet der Arzt in dieser Konstellation als Whistleblower aus.

Anders stellt sich dieser Fall bei einem Betriebsarzt dar, der Ange-
stellter eines Unternehmens ist®3. Auch er, sowie sein Hilfspersonal,
unterliegen der érztlichen Schweigepflicht, und zwar auch gegeniiber
dem Unternehmen selbst. In Betracht kommt hier die Mitteilung einer
schweren hochansteckenden Krankheit6%4 eines Beschiftigten, der die
Ansteckung seiner Kollegen billigend in Kauf genommen hat, an ande-
re Beschaftigte zum Schutz von Leib und Leben eben dieser Personen.
Der Betriebsarzt kann demnach Whistleblower sein.

Als Tater kommen auch Amtstridger und amtsnahe Personen, ex-
emplarisch Beamte, in Betracht, die nach § 203 Abs. 2 StGB unbefugt
Privatgeheimnisse oder Betriebs- und Geschiftsgeheimnisse offenba-
ren. Zu denken ist hier zunachst an den Beamten, der belastende be-
hordeninterne Verhaltensweise nach Auf3en tragt. Hier hat der Beamte
- wie schon in Abschnitt D. I. 2. ausgefiithrt — besonders auf die im Be-
amtenrecht normierte Amtsverschwiegenheit®s sowie auf das Dienst-
wegprinzip®® zu achten. Denkbar ist eine Mitteilung an Strafverfol-
gungsbehorden, dass der Vorgesetzte des Beamten Geschenke an-
nimmt als Dank fiir die Gewahrung eines Vorteils oder aber sich be-

692 So in dem Beschluss des OLG Frankfurt am Main vom 8. Juli 1999, OLG Frank-
furt am Main, NStZ 2001, 150 ff.

693 LK-StGB/Schiinemann, § 203 Rn. 156.

694 Dabei muss es sich um eine Krankheit handeln, die nicht schon beispielsweise
nach dem Infektionsschutzgesetz meldepflichtig ist.

695 Nach §§ 67 Abs. 1 S.1 BBG, 37 Abs. 1 S. 1 BeamtStG.

696 Nach § 125 BBG.
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stechen ldsst, um einen Sachverhalt zugunsten eines Antragstellers zu
beurteilen®7.

2. Schutzzweck

Schutzzweck des § 203 StGB ist der Anspruch eines jeden Biirgers auf
Wahrung seiner Individual- und Geheimsphire, insbesondere seines
personlichen Lebensbereichs, der aus dem allgemeinen Personlich-
keitsrecht nach Art. 2 Abs. 1 GG in Verbindung mit Art. 1 Abs. 1 GG
und dem Recht auf informationelle Selbstbestimmung abgeleitet wird
und das Recht beinhaltet, grundsitzlich selbst zu entscheiden, ob per-
sonliche Lebenssachverhalte nach auflen getragen werden sollen und
innerhalb welcher Grenzen dies geschehen soll®8. Manche sehen den
Schutzzweck ferner im Allgemeininteresse an der Verschwiegenheit
der in Krankheit und Rechtsnot helfenden Berufe®®. Allgemeininter-
essen werden allenfalls nur mittelbar geschiitzt7°°.

3. Fremdes Geheimnis

Tatgegenstand sind fremde Geheimnisse. Fremdheit liegt vor, wenn
das Geheimnis eine andere natiirliche oder juristische Person be-
trifft7°. Dabei muss es sich um Tatsachen handeln, die namentlich
zum personlichen Lebensbereich gehoren, wobei es unerheblich ist,
welchen Lebensbereich des Geheimnistrigers das Geheimnis um-
fasst7°2. Auch juristische Personen konnen Geheimnistriger - etwa

697 Siehe weitere Beispiele: Kirdly, FOV 57, S. 8.

698 BVerfG NJW 2002, 2164; BGH NJW 1990, 510, 511f; OLG Hamburg, NStZ
1998, 358; Herrmann/Sandkuhl/Sandkuhl, Beamtendisziplinarrecht - Beamten-
strafrecht, § 2 Rn. 83; Fischer, StGB, § 203 Rn. 2; Schonke/Schroder/Lenckner/Ei-
sele, § 203 Rn. 3; LK-StGB/Schiinemann, § 203 Rn. 14.

699 Kindhduser-LPK-StGB, § 203 Rn. 1; Lackner/Kiihl/Heger, StGB, § 203 Rn. 1.

700 Fischer, StGB, § 203 Rn. 2.

701 Schoénke/Schroder/Lenckner/Eisele, § 203 Rn. 8; Fischer, StGB, § 203 Rn. 3 f.

702 Vgl hierzu § 3 Abs. 1 BDSG: ,,Personenbezogene Daten sind Einzelangaben tiber
personliche oder sachliche Verhiltnisse einer bestimmten oder bestimmbaren na-
tirlichen Person (Betroffener)“. Anonymisierte oder pseudonymisierte Angaben
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von Betriebs- oder Geschiftsgeheimnissen - sein’°3. Der Schutzbe-
reich ist damit weiter als der des § 17 UWG, welcher nur Betriebs-
oder Geschiftsgeheimnisse schiitzt. Auch moralisch missbilligte oder
strafrechtlich relevante Tatsachen konnen schutzwiirdige Geheimnisse
sein’°4, beispielsweise also illegale Vorgénge innerhalb eines Unterneh-
mens oder einer Behorde. Nicht umfasst werden allerdings unwahre
Behauptungen oder Werturteile7°s.

Geheim ist eine Tatsache, wenn sie nur einer einzelnen Person
oder einem beschrankten Personenkreis bekannt oder zuginglich ist,
wobei auch dasjenige noch als geheim gelten kann, was einzelnen Drit-
ten schon bekannt ist oder was als Geriicht kursiert, nicht aber das,
was bereits Gegenstand eines Ermittlungsverfahrens oder einer o6ffent-
lichen gerichtlichen Verhandlung war und Dritte hiervon hitten
Kenntnis nehmen kénnen oder was offenkundig ist7°¢.

Des Weiteren miissen ein Geheimhaltungsinteresse und ein Ge-
heimhaltungswille vorliegen. Das Geheimhaltungsinteresse muss ein
unter Beriicksichtigung der persénlichen Situation des Geheimnistra-
gers ,verstandliches® Interesse sein’°7. Es kommt dabei nicht darauf
an, dass es sich im Sinne eines objektiven Mafistabs um ein verniinfti-
ges Interesse handeln muss. Der Geheimhaltungswille alleine reicht
nicht aus7°8. Es soll vom reinen willkiirlichen Interesse an der Geheim-
haltung abgegrenzt werden”®. Er ist aber notwendig, weil dem Betrof-
fenen ein Geheimnis nicht aufgezwungen werden kann7'°. Das Ge-
heimhaltungsinteresse kann aber auch schon durch Vertragsverhalt-

im Sinne des § 3 Abs. 6, 6a BDSG, nach denen ein Riickschluss auf die betroffene
Person nicht moglich ist, stellen kein Geheimnis dar, vgl. auch Matt/Renzikowski/
Altenhain, § 203 Rn. 17.

703 Schonke/Schroder/Lenckner/Eisele, § 203 Rn.9; Matt/Renzikowski/Altenhain,
§ 203 Rn. 15 1.

704 Matt/Renzikowski/Altenhain, § 203 Rn. 16.

705 Matt/Renzikowski/Altenhain, § 203 Rn. 16.

706 BGHSt 20, 342, 383; OLG Frankfurt a.M. NStZ-RR 2005, 235 f.; Fischer, StGB,
§ 203 Rn.s; Schonke/Schroder/Lenckner/Eisele, § 203 Rn.6; Kindhdiuser-LPK-
StGB, § 203 Rn. 4; Matt/Renzikowski/Altenhain, § 203 Rn. 19.

707 Lackner/Kithl/Heger, §203 Rn.14; Schonke/Schroder/Lenckner/Eisele, § 203
Rn. 7; Rengier, Strafrecht BT II, § 31 Rn. 42.

708 Kindhduser-LPK-StGB, § 203 Rn. 4; Lackner/Kiihl/Heger, § 203 Rn. 14.

709 Schonke/Schroder/Lenckner/Eisele, § 203 Rn. 7.

710 Matt/Renzikowski/Altenhain, § 203 Rn. 20.
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nisse zustande kommen, beispielsweise durch eine Mandatsbeziehung
oder ein drztliches Behandlungsverhéltnis, unabhédngig davon, ob es
sich um eine sittlich oder rechtlich billigenswerte Tatsache handelt7**.
Auch Drittgeheimnisse, also solche Geheimnisse, die dem Schweige-
pflichtigen iiber dritte Personen mitgeteilt werden, sind dann erfasst,
wenn es sich um eine Tatsache handelt, die untrennbar auf den Betrof-
fenen bezogen ist. Bei anderen Zusammenhéngen ist die Schutzbe-
diirftigkeit der Tatsache tiber Dritte streitig72.

Bei der Tatsache, dass beispielsweise eine organisationsinterne
Straftat begangen wurde, handelt es sich nicht lediglich um ein Be-
triebs- oder Geschiftsgeheimnis, sondern richtigerweise auch um ein
Privatgeheimnis des organisationsangehorigen Téters7*3. Der Miss-
stand stellt damit nicht lediglich ein Eigengeheimnis der Organisation
dar, sondern zusitzlich ein Drittgeheimnis, welches sich auf eine dritte
Person bezieht74. Auch die Tatsache, dass eine Person unter einer
schweren Krankheit leidet, stellt ein Geheimnis dieser Person dar7?s.

4. Anvertraut oder sonst bekannt geworden

Das Geheimnis muss dem Tédter sowohl in Abs. 1 als auch in Abs. 2 an-
vertraut worden oder sonst bekannt geworden sein. Anvertraut ist ein
Geheimnis, wenn es im Rahmen einer beruflichen Inanspruchnah-
me, also in Ausiibung der Tatigkeit des Téters und nicht lediglich pri-
vat, mitgeteilt worden ist, so dass ein innerer Zusammenhang zwi-
schen der Berufsausiibung und der Kenntniserlangung besteht; es ist
dabei unabhingig, ob die Mitteilung von dem Betroffenen oder einem
Dritten erfolgt ist7'6. Sonst bekannt geworden ist ein Geheimnis,
wenn im Rahmen der Berufsausitbung des Taters in Erfahrung ge-

711 Fischer, StGB, § 203 Rn. 6.

712 Vgl dazu Matt/Renzikowski/Altenhain, § 203 Rn. 18.

713 Schemmel/ Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 48;
vgl. ferner Lutterbach, Whistleblowing, S. 83 f.

714 Vgl Lutterbach, Whistleblowing, S. 84; Schonke/Schréder/Lenckner/Eisele, § 203
Rn. 8.

715 LK-StGB/Schiinemann, § 203 Rn. 29.

716 OLG Hamburg NJW 1962, 689, 691; Lackner/Kiihl/Heger, §203 Rn.16;
Kindhdéuser-LPK-StGB, § 203 Rn. 6; Rengier, Strafrecht BT II, § 31 Rn. 45.
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bracht wurde, wenn ein Rechtsanwalt beispielsweise eine eigene Sach-
verhaltsaufkldrung durchgefiihrt hat. Es handelt sich dabei um einen
Auffangtatbestand fiir Fille, in denen die Kenntnis vom Geheimnis
nicht im Rahmen einer Vertrauensbeziehung erlangt worden ist7'7.

5. Offenbarung

Unter einem Offenbaren versteht man die Mitteilung eines zu diesem
Zeitpunkt noch bestehenden Geheimnisses an eine dritte Person, die
die betreffenden Tatsachen nicht, nicht in dem Umfang, in dieser
Form oder nicht sicher kennt. Geheimnisse konnen offenbart werden
durch Mitteilungen an eine einzelne Person, Veréffentlichungen, Aus-
kunftserteilungen, Gewédhrung von Akteneinsicht oder durch Ver-
schaffung von Zugang zu Dateien7!8. Die Mitteilung kann auch an eine
andere unter § 203 StGB fallende Person erfolgen”°. Bei Geheimnissen
aus dem personlichen Lebensbereich muss die Information so um-
fangreich sein, dass nicht nur der Kern der Aussage erfasst wird, son-
dern auch die Person des Betroffenen erkennbar wird. Bei Betriebs-
und Geschiftsgeheimnissen muss es sich um eine Aussage handeln,
die eine wirtschaftliche Verwertung des Geheimnisses moglich
macht72°.

6. Unbefugt (Rechtswidrigkeit)

a) Rechtsanwalt oder anderer Berufsgeheimnistrager im Whistleblower-
System

Im Hinblick auf die Rechtswidrigkeit der Offenbarung kann auf die
Rechtswidrigkeitspriffung im Rahmen des § 17 UWG verwiesen wer-

717 Matt/Renzikowski/Altenhain, § 203 Rn. 22.

718 BGH NJW 1995, 2915, 2916; Fischer, StGB, § 203 Rn. 30; Lackner/Kiihl/Heger,
§ 203 Rn. 17; Herrmann/Sandkuhl/Sandkuhl, Beamtendisziplinarrecht - Beam-
tenstrafrecht, § 2 Rn. 87.

719 Rengier, Strafrecht BT II, § 31 Rn. 47; von Heintschel-Heinegg/ Weidemann, § 203
Rn. 32.

720 Matt/Renzikowski/Altenhain, § 203 Rn. 27.
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den”2!. Bei § 203 StGB ergeben sich im Hinblick auf die Einwilligung
allerdings Besonderheiten. Das Offenbaren des Geheimnisses muss
ebenfalls unbefugt erfolgen. Es handelt sich nach herrschender Mei-
nung’?? um ein unbefugtes Offenbaren, wenn kein Rechtfertigungs-
grund hierfiir besteht oder die Offenbarung ohne ein Recht zur Mittei-
lung erfolgt723. Da vom Betroffenen selbst, also vom Titer, regelméaflig
keine Einwilligung erfolgen wird, stellt sich die Frage, ob auch der an-
vertrauende Dritte bei der Offenbarung von Drittgeheimnissen allein
dispositionsbefugt ist7>4. Nach einer Ansicht ist nur derjenige disposi-
tionsbefugt, den das Geheimnis betrifft7?5. Allerdings beruht auch un-
ter Beriicksichtigung des Individualschutzes die Schutzwiirdigkeit des
Geheimnisses nicht allein auf dem Geheimhaltungsinteresse, sondern
ebenfalls auch auf dem Akt des Anvertrauens, zumal der Anvertrauen-
de, der nicht unter § 203 StGB fillt, das Geheimnis auch an andere
Personen weitergeben konnte, ohne dass der Betroffene strafrechtli-
chen Schutz genieflen wiirde726. Damit ist der Anvertrauende nicht al-
lein, aber zumindest neben der Person des Betroffenen verfiigungsbe-
fugt’>”. Der Anvertrauende, der eine Mandatsbeziehung zu einem
Rechtsanwalt erst begriindet und damit die Schweigepflicht nach § 203
StGB erst schafft, kann auch diese Schweigepflicht wieder aufheben?28,
so dass der neu mandatierte Rechtsanwalt unter Umstédnden nicht un-
befugt handeln und sich damit auch nicht nach § 203 StGB strafbar
machen wiirde. Allerdings besteht im Falle des Whistleblowings die
Besonderheit, dass der Rechtsanwalt, der vom Anvertrauenden man-
datiert wird und der keine Mandatsbeziehung zum Unternehmen hat,
also es sich hierbei nicht um einen Rechtsanwalt innerhalb des
Whistleblower-Systems handelt, selbst mangels seiner Eigenschaft als
Organisationsinsider (bzw. eng mit der Organisation verbundene Per-
son) kein Whistleblower im Sinne der hier verwendeten Definition ist

721 Abschnitt E. . 6.

722 Vgl. Lutterbach, Whistleblowing, S. 123.

723 Schonke/Schroder/Lenckner/Eisele, § 203 Rn. 21.

724 Vgl Lutterbach, Whistleblowing, S. 123.

725 OLG Hamburg NJW 1962, 689, 691; Lackner/Kiihl/Lackner, StGB, § 203 Rn. 18.
726 Schonke/Schroder/Lenckner/Eisele, § 203 Rn. 23.

727 Fischer, StGB, § 203 Rn. 34; Schonke/Schroder/Lenckner/Eisele, § 203 Rn. 23.
728 Vgl. Lutterbach, Whistleblowing, S. 123.
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und damit die Frage nach seiner Strafbarkeit im Rahmen dieser Arbeit
nicht von Belang ist.

Der Rechtsanwalt, der von der Organisation beauftragt worden ist,
dort im Whistleblower-System tétig ist und der von einem Anvertrau-
enden eine Information erhilt ist aber — sobald er die Information wei-
tergibt — als Whistleblower zu betrachten, obwohl der Anvertrauende
ihn selbst nicht mandatiert hat. Beim Anvertrauen muss keine konkre-
te vertragliche Sonderbeziehung zwischen Anvertrauendem und
Rechtsanwalt bestehen”29. Der Rechtsanwalt bekommt die Information
»als (...) Rechtsanwalt® im Sinne des § 203 Abs. 1 Nr. 3 StGB geliefert,
so dass er trotz mangelnder Sonderbeziehung zum Anvertrauenden als
Whistleblower in Betracht kommt. Der Anvertrauende hat seinerseits
aber nicht die Dispositionsbefugnis tiber das Geheimnis des Betroffe-
nen, da er die Schweigepflicht des im Whistleblower-System tétigen
Rechtsanwalts nicht begriindet hat und damit auch dariiber nicht ver-
fiigen kann. Somit kommt es im diesem Fall auf die Einwilligung des
Betroffenen selbst an, welche bei wirklichkeitsnaher Betrachtung kaum
vorliegen wird. Damit stellt sich im Rahmen des Whistleblowings die
Frage nach einer Einwilligung in Bezug auf den Geheimnisverrat im
Sinne des § 203 StGB zunichst nicht73°.

Der Whistleblower ist gerechtfertigt, wenn Offenbarungspflich-
ten oder -rechte bestehen. Neben § 138 StGB, der (mit der Sonderre-
gelung nach § 139 Abs. 3 S. 2 StGB) auch fiir Rechtsanwilte gilt, gibt es
eine Reihe von Offenbarungspflichten”3!, die in diesem Rahmen von
keiner besonderen Relevanz sind.

Wie auch bei § 17 UWG kommt als Rechtfertigungsgrund auch
der rechtfertigende Notstand nach § 34 StGB in Betracht, also dann,
wenn das Offenbaren des Geheimnisses das einzige Mittel zum Schutz
eines erheblich hoherwertigen Interesses ist. Wie auch schon im Rah-
men des § 17 UWG festgestellt, besteht hier die Problematik, dass re-
pressive Strafverfolgungsinteressen nicht geschiitzt werden73?, also
auch der Fall, dass nach einer bereits abgeschlossenen Tat die Sicher-

729 Fischer, StGB, § 203 Rn. 8 f.; Kindhduser-LPK-StGB, § 203 Rn. 6 f.

730 Siehe aber Abschnitt E II. 3.

731 Soz.B.§ 11 GWG; vgl. weiter MiiKo-StGB/Cierniak/Pohlit, § 203 Rn. 89 f.
732 Schonke/Schroder/Lenckner/Eisele, § 203 Rn. 32.
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heit besteht, dass weitere Taten folgen werden, aber eine Unsicherheit
dahingehend besteht, wann dies konkret der Fall sein wird.

b) Betriebsarzt

Im oben geschilderten Fall des Betriebsarztes, der von einer hochan-
steckenden gefihrlichen Krankheit eines Unternehmensbeschiftigten
erfahrt, ist eine Notstandslage im Sinne des § 34 StGB zu bejahen, da
eine gegenwirtige Gefahr fiir Leib und Leben der anderen Unterneh-
mensbeschaftigten gegeben ist. Diese Gefahr darf nicht anders ab-
wendbar sein als durch Offenbarung der Krankheit durch den Arzt.
Sollte der Patient sich weigern, die Rdumlichkeiten des Unternehmens
bis zur vollstindigen Genesung zu verlassen, so kann die Offenbarung
das mildeste Mittel sein, um den Patienten hierzu zu bewegen.

Bei der Interessenabwigung steht auf der einen Seite das allge-
meine Personlichkeitsrecht des Patienten aus Art. 2 Abs. 1 GG in Ver-
bindung mit Art. 1 Abs. 1 GG sowie das Allgemeininteresse in die Ver-
schwiegenheit des Arztes als Voraussetzung fiir eine funktionierende
Gesundheitspflege733. Auf der anderen Seite steht der Schutz von Leib
und Leben der anderen Unternehmensbeschiftigten, die in Unkennt-
nis der Infektion dem Risiko einer Erkrankung ausgesetzt sind. Dieses
Risiko besteht insbesondere dann, wenn der Patient trotz Kenntnis sei-
ner Erkrankung nicht willens ist, dem Unternehmen bis zur vollstindi-
gen Genesung fern zu bleiben.

Durch das hohe Ansteckungsrisiko ist der Grad der drohenden
Gefahr besonders hoch, ebenso wie durch die Schwere der Krankheit
das Ausmafi des potenziellen Schadens. Dadurch dass der Geheimnis-
trager zur Arbeit erschienen ist, hat er das Entstehen der Gefahrenlage
selbst zu verantworten. Dadurch ist der Rang des gefihrdeten Rechts-
guts hoher zu bewerten als die Interessen des Patienten.

In einem solchen Fall besteht sogar eine Rechtspflicht des Arztes,
die drohende Gefahr zu offenbaren”34. Hier sollte der Arzt freilich da-

733 Vogels, MDR 1999, 1444, 1445. Hier ist zu beachten, dass bei der Rechtfertigung
einer Verletzung von Privatgeheimnissen im Gegensatz zu § 17 UWG nicht pri-
mir finanzielle Interessen im Vordergrund stehen.

734 Vgl den Beschluss des OLG Frankfurt am Main vom 8. Juli 1999, OLG Frankfurt
am Main, NStZ 2001, 150 ff.
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rauf bedacht sein, die Mitteilung nicht offenkundig allen Betriebsange-
horigen mitzuteilen, auch denjenigen nicht, bei denen ein Risiko der
Ansteckung noch nicht gegeben war, sondern sich darauf zu beschrén-
ken, dies dem Arbeitgeber mitzuteilen sowie denjenigen Personen, bei
denen das Risiko der Ansteckung gegeben ist oder war73s.

Anders wire der Fall zu betrachten, wenn das Risiko der Anste-
ckung gering wire und der Patient versichert, bis zur vollstindigen
Genesung nicht am Arbeitsplatz zu erscheinen. Hier iiberwiegt das all-
gemeine Personlichkeitsrecht des Infizierten gegeniiber dem Schutz
von Leib und Leben der Kollegen, da eine Gefahr hier kaum noch be-
stehen diirfte und damit auch ein Schadenseintritt bei den Kollegen
entfallt.

¢) Amtstrager

Handelt es sich bei dem Téter um einen Amtstriger, so ist bei einem
Informationsaustausch innerhalb der Behérde das Offenbaren eines
Geheimnisses nicht unbefugt, so dass § 203 Abs. 2 StGB hierauf nicht
anwendbar ist. Auch nicht unter § 203 Abs. 2 StGB fillt die Kommuni-
kation mit den Aufsichtsbehorden73®, Nach § 203 Abs. 2 S. 2, 2. HS
StGB besteht hinsichtlich zustindigen Mitarbeitern innerhalb dersel-
ben Behorde ebenfalls keine Schweigepflicht, so dass bei einer solchen
Mitteilung schon der Tatbestand nicht erfiillt ist737. Hier weicht die
Vorschrift des §203 Abs.2 StGB von dem Dienstwegprinzip nach
§ 125 BBG und der damit einhergehenden Verschwiegenheitspflicht
nach §§ 67 BBG, 37 BeamtStG zugunsten des Téters ab. Ein aus einer
Behorde stammender Whistleblower ist damit trotz einer Mitteilung
an eine Aufsichtsbehorde — und damit unter Umgehung der vorrangi-
gen Meldung an den unmittelbaren Vorgesetzten — nicht nach § 203
Abs. 2 StGB stratbar.

Handelt es sich allerdings um Kommunikation, die mit behdrden-
externen Personen stattfinden soll, so bedarf es einer speziellen Be-

735 LK-StGB/Schiinemann, § 203 Rn. 139.

736 OLG Frankfurt NStZ-RR 2003, 170; Fischer, StGB, § 203 Rn. 41; Herrmann/Sand-
kuhl/Sandkuhl, Beamtendisziplinarrecht - Beamtenstrafrecht, § 2 Rn. 9o.

737 Fischer, StGB, § 203 Rn. 41.
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fugnisnorm. Hier ist auf die Ausfithrungen unter Punkt a) zu verwei-
sen.

Hinsichtlich des Beamten, der Strafverfolgungsbehérden mitteilt,
dass sein Vorgesetzter korrupt ist, ist zu beachten, dass die Mitteilung
von Korruptionsstraftaten (§$ 331 — 337 StGB) beispielsweise an Straf-
verfolgungsbehorden gemif3 §§ 67 Abs. 2 S. 1 Nr. 3 BBG, 37 Abs. 2 S. 1
Nr. 3 BeamtStG von dem Grundsatz der Amtsverschwiegenheit ausge-
nommen ist. Hier ist die Mitteilung einfachgesetzlich gerechtfertigt.
Vielfach werden neben Korruptionsstraftaten aber auch Begleitdelikte
erfiillt sein. Hierbei handelt es sich - wie schon oben dargestellt —
nicht lediglich um ein organisationsinternes Geheimnis, sondern auch
um ein Privatgeheimnis des Taters. Hier ist exemplarisch an die Straf-
vereitelung im Amt nach § 258 a StGB, Urkundenfilschung nach § 267
StGB oder die Falschbeurkundung im Amt nach § 348 StGB zu den-
ken. Diese Delikte sind von der Ausnahme der Amtsverschwiegenheit
ausdriicklich nicht erfasst, so dass die Mitteilung dieser Delikte durch
den Beamten an Strafverfolgungsbehorden — ohne eine entsprechende
Genehmigung - zundchst rechtswidrig erfolgt”38.

Eine Rechtfertigung kann hier aber auch nach den Grundsitzen
des rechtfertigenden Notstandes nach § 34 StGB gegeben sein. Bei den
kollidierenden Rechtsgiitern handelt es sich auf der einen Seite um das
offentliche Interesse des Schutzes dienstlicher Belange der Behorde so-
wie dem Schutz der von Amtshandlungen betroffenen Biirger739. Auf
der anderen Seite wird beispielsweise im Falle einer Falschbeurkun-
dung im Amt von § 348 StGB das allgemeine Vertrauen in die Wahr-
heitspflicht der mit der Aufnahme offentlicher Urkunden betrauten
Amtspersonen bezweckt’4°. Zunichst ist festzustellen, dass ein interner
Abhilfeversuch Vorrang hat, was im Verlauf dieses Absatzes naher dar-
gestellt wird. Bei der Abwégung der widerstreitenden Interessen ist da-
rauf zu achten, dass es sich bei dem Amtsverschwiegenheitsgrundsatz
um einen hergebrachten Grundsatz des Berufsbeamtentums handelt,
der mit Art. 33 Abs. 5 GG Verfassungsrang hat. Die 6ffentliche Verwal-
tung hat nur dann die Moglichkeit, unparteiisch und rechtsstaatlich zu
handeln, wenn gewihrleistet ist, dass Informationen iiber dienstliche

738 Lopacki, ZBR 2016, 329, 331f.
739 Lopacki, ZBR 2016, 329, 331.
740 BGHSt 37, 208, 209; Fischer, StGB, § 348 Rn. 1.
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Vorginge nicht nach Auflen getragen werden’4*. Es handelt sich zwar
bei der Begehung von Straftaten durch den Vorgesetzten auch um sein
Privatgeheimnis, jedoch besteht bei einer Strafanzeige das Risiko, dass
die gesamte Behorde Schaden nimmt, sollte das Geheimnis die Offent-
lichkeit erreichen, ebenso wie der an der Amtshandlung des Vorgesetz-
ten beteiligte Biirger. Sollte es sich bei der Straftat des Vorgesetzten um
eine einmalige Angelegenheit gehandelt haben und hat der Schaden
kein grofles Ausmaf} angenommen, so kommt man nach einer Abwa-
gung zu dem Ergebnis, dass eine Mitteilung an die Strafverfolgungsbe-
horde nicht nach § 34 StGB gerechtfertigt sein konnte. Hier steht es
dem Beamten frei, sich nach § 125 Abs. 2 BBG an den nachsthoheren
Vorgesetzten zu wenden, um ein Disziplinarverfahren gegen seinen ei-
genen Vorgesetzten zu erreichen. Eine solche interne Herangehenswei-
se ist die fiir die Behorde am wenigsten schidliche Variante. Auch hier
gilt der Grundsatz, dass eine interne Meldung der externen Meldung
vorgehen muss. Anderenfalls greift der Rechtfertigungsgrund nach
§ 34 StGB nicht.

Etwas anderes kann gelten, wenn interne Abhilfeversuche die Be-
gehung von Straftaten nicht beenden kénnen und zu erwarten ist, dass
weitere Delikte begangen werden. In einem solchen Falle kann eine
Mitteilung - je nach dem Grad des drohenden Schadens - gerechtfer-
tigt sein.

7. Strafantrag

Nach § 205 StGB wird die Tat nach § 203 Abs. 1 und Abs. 2 StGB nur
auf Antrag verfolgt.

741 Kugele/Kugele, BBG, § 67 Rn.2; Metzler-Miiller/Rieger/Seeck/Zentgraf/ Metzler-
Miiller, BeamtStG, § 37 S. 378 f.
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8. Konkurrenzen

Im Falle von Geschiftsgeheimnissen ist zumeist § 17 Abs. 1 UWG das
speziellere Gesetz742, Tateinheit zwischen § 203 StGB und § 17 Abs. 1
UWG ist in Fallen denkbar, wenn es sich um ein Unternehmensge-
heimnis handelt, das auch einer Privatperson zusteht, im Falle des
Whistleblowings also des Titers als natiirliche Person, die ebenfalls ein
Interesse an der Geheimhaltung hat.

9. Zwischenergebnis

Nach alledem ist festzustellen, dass sich beim Whistleblowing Geheim-
nistrager — vor allem Rechtsanwilte innerhalb eines Whistleblowing-
Systems — sowie Amtstrager wegen der Verletzung von Privatgeheim-
nissen strafbar machen konnen, sofern ein Strafantrag vorliegt.

lll. §353bStGB - Verletzung des Dienstgeheimnisses und einer
besonderen Geheimhaltungspflicht

Wie oben743 bereits gesehen, unterliegen Beamte einer Verschwiegen-
heitspflicht nach §$ 67 Abs.1 BBG, 37 Abs.1 BeamtStG und haben
tber alle ihnen in ihrer amtlichen Tétigkeit oder bei Gelegenheit be-
kannt gewordenen dienstlichen Angelegenheiten Verschwiegenheit zu
bewahren. § 353 b StGB schiitzt diese dienstliche Pflicht zur Amtsver-
schwiegenheit744. Im Gegensatz zu § 203 StGB schiitzt § 353b StGB
aber keine Individualinteressen, sondern Staatsgeheimnisse, also ge-
heime Tatsachen sowie das Vertrauen der Allgemeinheit in den
Grundsatz der Amtsverschwiegenheit”4s.

Der objektive Tatbestand setzt keine Fremdheit des Geheimnisses
voraus, sondern besteht in der Gefihrdung wichtiger 6ffentlicher In-

742 Auch die unter Abschnitt E. V. genannten Delikte gehen § 203 StGB vor.

743 Abschnitt D. I. 2. a).

744 Battis, BBG, § 67 Rn. 2; Zimmermann, ArbRAktuell 2012, 58, 59 1.

745 Herrmann/Sandkuhl/Sandkuhl, Beamtendisziplinarrecht - Beamtenstrafrecht, § 2
Rn. 96; a.A. Schonke/Schroder/Perron, § 353 b Rn. 1.
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teressen durch die Offenbarung von Geheimnissen, die dem Téter an-
vertraut oder sonst bekannt worden sind746.

Exemplarisch kann hier der Fall der Tierdrztin Dr. Margrit
Herbst747 angebracht werden. Als Angestellte im Fleischhygieneamt
des Kreises Bad Segeberg hatte sie die Aufgabe, Rinder auf ihren Ge-
sundheitszustand zu untersuchen. Im Jahre 1990 diagnostizierte sie
erstmalig bei einem deutschen Rind die Krankheit BSE. Nachdem ihre
Vorgesetzten auf die Warnungen von Dr. Herbst nicht reagierten, son-
dern weiterhin verdichtige Tiere zur Schlachtung freigaben, wandte
sich Dr. Herbst schliefSlich an die Offentlichkeit.

Ein weiterer denkbarer Fall ist die Durchfithrung systematischer
Abhoraktionen sowie Postitberwachung bei Biirgern durch den Verfas-
sungsschutz. Ein Beamter ist innerhalb der Behorde ermachtigt, gehei-
me Vorginge zu bearbeiten. Er stort sich an den Mafinahmen der
Fernsprech- und Postiiberwachung, weil er diese fiir illegal halt und
wendet sich an die Presse743.

Im Zusammenhang mit Whistleblowing wird auch das Beispiel der
Weitergabe polizeilicher Einsatzprotokolle sowie Fotografien von Be-
weismitteln durch Polizisten von der Kolner Silvesternacht 2015/2016
an Medien angebracht’4%. Allerdings handelt es sich hierbei genau ge-
nommen nicht um Whistleblowing nach der hiesigen Definition, da in
erster Linie Informationen tber ein laufendes Verfahren nach Auflen
getragen werden, nicht aber Informationen tiber organisationsinterne
Missstinde innerhalb der Behorde. Etwas anderes wiirde gelten, wenn
ein anderer Polizeibeamter den Missstand, dass ein Polizeibeamter In-
formationen an die Presse gibt, beispielsweise durch die Aufdeckung
der Identitdt des polizeiinternen Informanten, preisgeben wiirde.

746 Schonke/Schroder/Perron, §353b Rn.2; Herrmann/Sandkuhl/Sandkuhl, Beam-
tendisziplinarrecht - Beamtenstrafrecht, § 2 Rn. 96.

747 Vgl. hierzu schon Abschnitt B. ITI.

748 Fall angelehnt an den Fall Pditsch, BGH NJW 1966, 1227; BVerfG NJW 1970,
1498; vgl. auch Blei, JA 1970, 185.

749 So z.B. Lopacki, ZBR 2016, 329, 330.
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1. Tater

Tadter sind Amtstrdger nach § 11 Abs. 1 Nr. 2 StGB und fiir den 6ffent-
lichen Dienst besonders Verpflichtete, also Beamte im engeren Sinn
und Angestellte im 6ffentlichen Dienst (§ 11 Abs. 1 Nr. 3 und 4 StGB).
Amtstriagern gleichgestellt werden nach der Gleichstellungsklausel des
§ 48 Abs. 1 und 2 WStG Soldaten der Bundeswehr; auch solche, die be-
reits aus dem Wehrdienst entlassen sind7s°.

2. Dienstgeheimnis

Unter einem Dienstgeheimnis im Sinne des §353b StGB versteht
man Tatsachen oder Erkenntnisse, die nur einem begrenzten Perso-
nenkreis bekannt sind, unabhingig davon, ob sie den dienstlichen
oder privaten Bereich betreffen, solange sie anvertraut oder bekannt
geworden sind75*. Es reichen damit auch Informationen iiber Kollegen
oder Vorgesetzte aus, die nicht unbedingt mit der dienstlichen Tatig-
keit zusammenhangen’s2. Ein Geheimnis verliert nicht dadurch seinen
Geheimnischarakter, wenn es beispielsweise auflerhalb der Behorde
einzelnen Personen bekannt ist; es muss sich nicht um einen geschlos-
senen Kreis von Mitwissern handeln”53. Hierunter fallen auch Ge-
heimnisse, die rechtswidriges Handeln Dritter umfassen”s4 sowie ille-
gale Geheimnisse755.

Der Schutz illegaler Geheimnisse erféhrt seine Grenzen jedoch im
Bereich der dufleren Sicherheit, indem nach § 93 Abs.2 StGB Tatsa-
chen, die gegen die freiheitliche demokratische Grundordnung oder
gegen zwischenstaatlich vereinbarte Riustungsbeschriankungen versto-
Ben, nicht als Staatsgeheimnisse eingestuft werden. Hier hat der Ge-

750 Fischer, StGB, § 353 b Rn. 3 ff.; Lackner/Kuhl/Lackner, StGB, § 353 b Rn. 2; Brock,
OAT 2011, 243, 245; Schuldt, Geheimnisverrat, S. 70; Zimmermann, ArbRAktuell
2012, 58, 60.

751 BGH NJW 2003, 979; BGHSt 46, 339, 341; Fischer, StGB, § 353 b Rn. 10; Schuldt,
Geheimnisverrat, S. 75.

752 Zimmermann, ArbRAktuell 2012, 58, 60.

753 Schonke/Schroder/Perron, § 353 b Ra. 3.

754 BGH NJW 2003, 979; Fischer, StGB, § 353 b Rn. 10.

755 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 55.
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setzgeber einer Offentlichen Diskussion {iber solche schweren Rechts-
briiche den Vorrang eingerdumt und den strafrechtlichen Schutz sol-
cher Tatsachen beschrankt’s. Durch die strenge Ausgestaltung des
Schutzes von Geheimnissen im 6ffentlichen Dienst geht dementspre-
chend deren strafrechtlicher Schutz weiter. Ausgenommen davon sind
die eben in §93 Abs.2 StGB genannten Tatsachen, so dass im Um-
kehrschluss auch illegale Geheimnisse, die nicht die Qualitdt des § 93
Abs. 2 StGB erreichen, von § 353 b StGB geschiitzt sein miissen?57.

So kann es sich, angelehnt an die eingangs genannten Beispiele, bei
Dienstgeheimnissen beispielsweise um illegale Praktiken innerhalb
einer Behorde handeln oder aber die billigende Inkaufnahme einer
Gefdhrdung fiir die Bevolkerung, indem dringend gebotene Maf3nah-
men zum Schutze der Bevolkerung nicht ergriffen werden.

3. Anvertraut oder sonst bekannt geworden

Das Dienstgeheimnis muss anvertraut oder sonst bekannt geworden
sein. Hierbei ist es ausreichend, dass das Geheimnis einen inneren Zu-
sammenhang zum Dienst aufweist, wobei es nicht von Belang ist, ob
der Titer dienstlich damit befasst war und wie er davon Kenntnis er-
langt hat7s8. Das Geheimnis muss dem Tédter in eben dieser Eigen-
schaft nach Absatz 1 Nr. 1 bis 3 bekannt geworden sein.

4. Offenbarung

Der Téter muss das Geheimnis offenbaren, dieses also mitteilen, un-
abhingig davon ob der Empfinger eine zur Verschwiegenheit ver-
pflichtete Person ist. Es gentigt, dass Einsicht in Akten gewdhrt wird
oder eine solche trotz Garantenstellung unterlassen wird.

756 LK-StGB/Vormbaum, § 353 b Rn. 35.
757 Vgl hierzu auch Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 55.
758 Vgl. BGHSt 46, 339, 340 f.; Lackner/Kiihl/Lackner, StGB, § 353 b Rn. 7.
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5. Gefahrdung offentlicher Interessen

Im Gegensatz zu § 203 StGB, bei dem es sich um fremde Geheimnisse
handeln muss, setzt § 353 b StGB eine Gefihrdung o6ffentlicher Interes-
sen voraus, darf also nicht lediglich private Nachteile mit sich brin-
gen7ss,

Die Rechtsprechung’é® und die herrschende Meinung7®* lassen da-
bei sowohl die unmittelbare als auch die mittelbare Gefahrdung éffent-
licher Interessen geniigen. Offentliche Interessen sind dann unmittel-
bar gefiahrdet, wenn ein Unbefugter den Inhalt des Geheimnisses er-
fahrt; eine mittelbare Gefiahrdung offentlicher Interessen entsteht da-
durch, dass die Allgemeinheit das Vertrauen gegeniiber Behorden
- insbesondere in die Unparteilichkeit, Unbestechlichkeit und in ihre
Funktionsfihigkeit — verliert, da der Bruch des Geheimnisses in der
Offentlichkeit bekannt wird7¢2.

Fiir das Ausreichen einer blof3 mittelbaren Gefahrdung spricht,
dass das Vertrauen der Offentlichkeit in die Verwaltung von herausra-
gender Bedeutung ist und dies schon fiir die Gefahrdung 6ffentlicher
Interessen ausreichen miisse. Es macht nach der Rechtsprechung des
Bundesgerichtshofs fiir den dufleren Tatbestand keinen Unterschied,
ob es sich um eine unmittelbare oder mittelbare Folge des Geheimnis-
bruchs handele7¢3. Einschrankend wird hier aber nicht gefordert, dass
der Tatbestand schon bei jeder Gefahr der Aufdeckung und des Be-
kanntwerdens gegeben sein soll7%4. Vielmehr miisse konkret festgestellt
werden, ob der Verrat das Vertrauen gerade in die Verschwiegenheit
dieser Behorde konkret erschiittert habe7%s.

759 Matt/Renzikowski/Sinner, §353b Rn.16; von Heintschel-Heinegg/Heuchemer,
§353bRn. 14.

760 BGHSt 46, 339, 341 f; BGH NJW 2003, 979, 980; Herrmann/Sandkuhl/Sandkuhl,
Beamtendisziplinarrecht — Beamtenstrafrecht, §2 Rn.103; vgl. auch Fischer,
StGB, § 353 b Rn. 22.

761 Vgl. von Heintschel-Heinegg/Heuchemer, § 353 b Rn. 14.1; vgl. auch Kindhduser-
LPK-StGB, § 353 b Rn. 7; AnwK-StGB/Hauck, § 353 b Rn. 23.

762 BGHSt 11, 401, 404; LK-StGB/Vormbaum, § 353b Rn. 2 und 26; von Heintschel-
Heinegg/Heuchemer, § 353 b Rn. 14.1; vgl. auch Hassemer, JuS 1989, 236.

763 BGHSt 11, 401, 404; vgl. auch Hassemer, JuS 1989, 236, 237.

764 So z.B. das OLG Disseldorf, NStZ 1985, 169, 170.

765 Hassemer, JuS 1989, 236, 237; vgl. auch BGH NStZ 2000, 596, 598.
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Einige Stimmen in der Literatur hingegen lassen eine mittelbare
Gefahrdung nicht ausreichen”%6. Dem scheint sich die Rechtsprechung
mittlerweile anzundhern mit dem Argument, dass die mittelbare Ge-
fahrdung zu unscharf sei und die Gefahr berge, zu Missverstdndnissen
zu fithren’%’. Zudem fiihrt dies zu einer erheblichen Erweiterung des
Tatbestandes ohne greifbare Kriterien fiir die Begrenzung dieser Aus-
weitung. Auch der Wortlaut ldsst ein blofles Ausreichen einer mittelba-
ren Gefahrdung nicht zu, da ein tiber die blofie Offenbarung hinausge-
hender Schaden vorausgesetzt wird (,,und dadurch wichtige 6ffentliche
Interessen gefdhrdet®)7%8. Des Weiteren spricht gegen eine nur mittel-
bare Gefihrdung, dass sonst die Strafbarkeit davon abhangt, ob im ge-
gebenen Fall die Gefahr besteht, dass der Geheimnisbruch als solcher
bekannt werden wiirde7%.

Unter die relevanten offentlichen Interessen fillt beispielsweise das
Ansehen der Verwaltung?7°, das Vertrauen der Bevolkerung in deren
Titigkeit’7?, die Integritdt und Zuverldssigkeit oder Verschwiegenheit
der Behorde772.

Auch die Preisgabe illegaler Dienstgeheimnisse kann offentliche
Interessen gefahrden. Wie bereits dargestellt, unterliegen Beamte einer
strengen Amtsverschwiegenheit, die nur wenige Ausnahmen (bei-
spielsweise bei Korruptionsdelikten) kennt. Auch bei einer Offenba-
rung illegaler Geheimnisse kann es zu einer Gefihrdung o6ffentlicher
Interessen kommen, denn hierdurch entsteht das Risiko, dass der of-
fentliche Verwaltungsapparat nach einer solchen Offenbarung in sei-
ner Arbeit oder seinem Fortbestehen behindert wird. Dies ist dann

766 Matt/Renzikowski/Sinner, § 353 b Rn. 17; Maurach/Schroeder/ Maiwald, BT2, § 81

Rn. 21.

767 BayObLG NStZ 1999, 568, 569; OLG Diisseldorf, NJW 1982, 2883, 2884. Der
BGH ldsst die mittelbare Gefihrdung nur noch ausnahmsweise gelten, vgl. BGH
NJW 2003, 979, 980; vgl. Herrmann/Sandkuhl/Sandkuhl, Beamtendisziplinar-
recht — Beamtenstrafrecht, § 2 Rn. 104.

768 Matt/Renzikowski/Sinner, § 353 b Rn. 17; NK-StGB/Kuhlen, § 353 b Rn. 28.

769 LK-StGB/Vormbaum, § 353 b Rn. 26; NK-StGB/Kuhlen, § 353 b Rn. 28.

770 OLG Koln NJW 2010, 166, 167.

771 OLG Disseldorf NJW 1989, 1872, 1873.

772 BGHSt 11, 401, 403 f.
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nicht der Fall, wenn lediglich der Verlust des Ansehens einer Behorde
droht773,

Der Schutz illegaler Geheimnisse kann jedoch dann entfallen,
wenn die Offenbarung des Geheimnisses nicht unbefugt war.

6. Unbefugt

Unbefugt handelt, wessen Tun nicht gerechtfertigt ist. Eine Befugnis
ergibt sich aus Gesetz oder einer besonderen Anordnung des Vorge-
setzten. Neben der Anzeigepflicht nach § 138 StGB kommen die be-
reits oben genannten Ausnahmetatbestinde der §§ 67 Abs. 2 S.1 Nr. 3
BBG, 37 Abs. 2 S. 1 Nr. 3 BeamtStG in Betracht, wenn ein durch Tatsa-
chen begriindeter Verdacht besteht, dass eine Korruptionsstraftat nach
§§ 331 bis 337 StGB begangen worden ist’74. Mit dieser Vorschrift
wurde eine Ausnahme der Verschwiegenheitsverpflichtung normiert,
die ein Whistleblowing in den eng gesteckten Fallen der §$ 67 Abs. 2
S.1 Nr. 3 BBG, 37 Abs. 2 S. 1 Nr. 3 BeamtStG - und eben nicht in allen
Fillen illegalen behordeninternen Handelns — moglich macht. Hiermit
wird sichergestellt, dass Whistleblower aus der Verwaltung bei der
Meldung einer Korruptionsstraftat gegeniiber einer zustindigen obers-
ten Dienstbehorde, einer Strafverfolgungsbehorde oder einer von der
obersten Dienstbehorde bestimmten weiteren Behorde oder aufler-
dienstlichen Stelle nicht mit der Verschwiegenheitspflicht in Konflikt
geraten’’s. Diese beamtenrechtlichen Rechtfertigungsgriinde gelten
damit nicht generell fiir die Anzeige von Straftaten, sondern lediglich
bei den oben genannten Delikten, so dass ein Strafbarkeitsrisiko bei al-
len anderen Straftaten ohne weiteres gegeben ist. Problematisch ist aus
praktischer Sicht auch, dass die Einschédtzung einer Korruptionsstraftat
schwer fallen diirfte.

Der Vollstandigkeit halber sei noch kurz auf § 67 Abs.2 S.1 Nr.1
BBG, 37 Abs.2 S.1 Nr.1 BeamtStG einzugehen. Eine Mitteilung im
dienstlichen Verkehr ist nicht unbefugt. Hier besteht keine Verschwie-

773 Schoénke/Schroder/Perron, § 353 b Rn. 6a.

774 Zimmermann, ArbRAKktuell 2012, 58, 60; Brock, 0AT 2011, 243, 244 1.

775 Herrmann/Sandkuhl/Sandkuhl, Beamtendisziplinarrecht - Beamtenstrafrecht, § 2
Rn. 98; vgl. ferner Abraham, ZRP 2012, 11, 12.
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genheitspflicht, denn es geht um Amtstréger ,unter sich®, so dass hier
ein Informationsaustausch nicht beschriankt zu werden braucht’76. Im
Rahmen zulédssiger Amtshilfe ist auch das Offenbaren zwischen Beam-
ten verschiedener Behorden gerechtfertigt’77. Dasselbe gilt fiir die Fal-
le, in denen der Dienstherr oder der Dienstvorgesetzte einer Offenba-
rung des Dienstgeheimnisses zugestimmt’7® hat, §§ 67 Abs. 3 BBG,
37 Abs. 3 BeamtStG779.

Im Hinblick auf andere intern begangene Missstinde oder Strafta-
ten kommt auch hier die Rechtfertigung wegen eines rechtfertigenden
Notstandes nach § 34 StGB in Betracht. Das Offenbaren illegaler Ge-
heimnisse kann zur Wiederherstellung rechtméafliiger Zustinde beitra-
gen und weitere Gesetzesverstofie einddmmen78°.

Im Falle des eingangs genannten Beispielsfalls, in dem ein Beamter
sich an die Presse wendet, um systematische Abhoraktionen durch den
Verfassungsschutz zu monieren, sind der Informationsanspruch der
Offentlichkeit sowie das Grundrecht auf freie Meinungsiuflerung ge-
gen das Geheimhaltungsinteresse des Staates abzuwégen’®:. Zwar ist
der Grad der drohenden Gefahren sowie der hierdurch eintretenden
Schiden fiir die abgehorten Biirger hoch, da keine Anzeichen dafiir ge-
geben sind, dass die Behorde die illegalen Abhoraktionen beenden
will, so dass grundsitzlich die Interessen der Offentlichkeit gegeniiber
dem Geheimhaltungsinteresse der Behorde tiberwiegen, allerdings hat
der BGH7%> hier einen Schritt frither angesetzt und festgestellt, dass
das vom Beamten gewdhlte Mittel nicht das mildeste Mittel war. Die
Notstandshandlung muss zunédchst darauf gerichtet sein, alle internen
Moglichkeiten samt der Anrufung der Volksvertretung auszunutzen,
bevor er — nach der Erfolglosigkeit dieser internen Mittel - sich an die
Offentlichkeit wenden kann. Dabei muss der Kreis der einzuweihen-

776 Metzler-Miiller/Rieger/Seeck/Zentgraf/ Metzler-Miiller, BeamtStG, §37 S.382;
Battis, BBG, § 67 Rn. 8.

777 SK-StGB/Hoyer, §$ 353b Rn. 14.

778 Kann der Dienstvorgesetzte nicht tiber das Geheimnis verfiigen, so ist auch eine
rechtswidrig erteilte Genehmigung wirksam, LK-StGB/Vormbaum, §353b
Rn. 30; SK-StGB/Hoyer, § 353 b Rn. 15.

779 LK-StGB/Vormbaum, § 353 b Rn. 30; MiiKo-StGB/Graf, § 353 b Rn. 46.

780 SK-StGB/Hoyer, § 353 b Rn. 16.

781 Vgl. dazu MiiKo-StGB/Graf, § 353 b Rn. 48.

782 BGHSt 20, 342, 364.
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den Person auf ein Minimum beschrinkt werden783. Dies gilt aller-
dings dann nicht, soweit oberste Rechts- und Verfassungswerte (,,Kern
des Verfassungsrechts®) verletzt werden, unter anderem die Volkssou-
verdnitét, die Gewaltenteilung, die Unabhéngigkeit der Gerichte oder
das Prinzip der Rechtsstaatlichkeit’®4. Sind diese Grundwerte betrof-
fen, ist kein Umweg tiber interne Wege notwendig, sondern der direkte
Gang an die Offentlichkeit statthaft.

Im Fall von Dr. Margrit Herbst wurden interne Wege ausgenutzt,
sind aber erfolglos geblieben und es wurden weiterhin mit BSE ver-
seuchte Tiere zur Schlachtung freigegeben. Die Rechtsgiiter Leib und
Leben und damit der Informationsanspruch der Offentlichkeit wiegen
hier besonders hoch und iiberwiegen aufgrund des Grades der dro-
henden Gefahren und des zu erwartenden Schadens das Interesse der
Behorde an der Geheimhaltung.

Zusammenfassend kann gesagt werden, dass auch hier das bereits
oben Gesagte gilt, nachdem zunichst alle zumutbaren internen Mog-
lichkeiten ausgeschopft werden miissen8s. Sollten alle staatlichen Mit-
tel — also insbesondere die Unterrichtung des Vorgesetzten oder des
Behordenleiters sowie oberster Behorden - versagen, so kommt letzt-
lich die Meldung an die Offentlichkeit in Betracht?®. Das Informati-
onsinteresse der Offentlichkeit iberwiegt in einem solchen Falle das
Interesse der Behorde am Schutz des Geheimnisses7%7.

7. Entschuldigender Notstand; iibergesetzlicher entschuldigender
Notstand

Der entschuldigende Notstand nach § 35 StGB als Entschuldigungs-
grund ist im Rahmen der typischen Fille des Whistleblowings kaum
von Relevanz. Zwar sind die notstandsfihigen Rechtsgiiter Leib, Leben
und Freiheit auch im Rahmen des Whistleblowings relevant, wie bei-

783 LK-StGB/Schmidt, § 93 Rn. 33.

784 BGHSt 20, 342, 365; kritisch dazu Schmid, JZ 1970, 683, 686.

785 Vgl. hierzu auch BGH NJW 1966, 1227 (Fall Pditsch); BVerfGE 28, 191, 204f;
Brock, AT 2011, 243, 245.

786 Brock, 0AT 2011, 243, 246.

787 Vgl. dazu MiiKo-StGB/Graf, § 353 b Rn. 48.
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spielsweise in den Fillen der BSE verseuchten Rinder oder beim Gam-
melfleischskandal. Der Schutzbereich des §35 Abs.1 StGB ist be-
schriankt auf den Tater selbst, seine Angehorigen oder ihm naheste-
hende Personen. Auch diese Personengruppen unterliegen beispiels-
weise der Gefahr, dass sie verseuchtes Fleisch konsumieren kénnten.

Die Meldung durch den Whistleblower muss geeignet sein, die Ge-
fahr zu beheben, was zunéchst zu bejahen ist. Allerdings muss es sich
auch um das relativ mildeste Mittel handeln788. An diesem Punkt
scheitert die Anwendbarkeit des §35 StGB, denn der potenzielle
Whistleblower kann auf den Kreis der geschiitzten Personen einwirken
und ihnen mitteilen, dass sie das kontaminierte Fleisch nicht konsu-
mieren sollen. Die Gefahr ist hier anders abwendbar im Sinne von § 35
Abs. 1 S.1 StGB. Der Rest der potenziell gefihrdeten Bevolkerung ist
in Bezug auf den Whistleblower von § 35 Abs. 1 StGB nicht geschiitzt.
Hier muss auf den Rechtfertigungsgrund nach § 34 StGB zuriickgegrif-
fen werden.

Andere Fille des Whistleblowings, in denen es weder um Leib, Le-
ben oder Freiheit geht, sind von § 35 Abs. 1 StGB nicht erfasst. Somit
konnte die Meldung, dass ein Grofikonzern Schmiergelder zahlt oder
aber dass der eigene Vorgesetzte korrupt ist nicht durch § 35 Abs. 1
StGB entschuldigt werden.

Der iibergesetzliche entschuldigende Notstand ist {iberwiegend
fur die Félle gedacht, in denen es um die Tétung von Menschen geht,
um eine groflere Anzahl von Menschenleben zu retten’89. Aus diesem
Grunde scheitert auch die Anwendbarkeit des iibergesetzlichen ent-
schuldigenden Notstandes in den Féllen des Whistleblowings.

8. Zwischenergebnis
Handelt es sich beim Whistleblower um einen Amtstrager, kann sich
dieser bei einem unbefugten Verrat von Dienstgeheimnissen nach

§353b StGB stratbar machen, sofern es durch die Offenbarung zu
einer Gefahrdung 6ffentlicher Interessen kommt.

788 Matt/Renzikowski/Englinder, § 35 Rn. 7; Rengier, Strafrecht AT, § 26 Rn. 9.
789 Rengier, Strafrecht AT, § 26 Rn. 40.
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IV. Weitere Strafvorschriften zum Schutz von
Unternehmensgeheimnissen

In verschiedenen weiteren Gesetzen befinden sich Ergédnzungen zum
Verrat von Geschifts- und Betriebsgeheimnissen nach § 17 UWG. Es
handelt sich hierbei namentlich um unter anderem folgende Vorschrif-
ten des Nebenstrafrechts: §§ 85 GmbHG, 333 HGB, 404 AktG, 151
GenG, 138 VAG sowie § 315 UmwG. Diese echten Sonderdelikte, die
sich vor allem in dem von ihnen umfassten Téterkreis unterscheiden,
stimmen im Ubrigen weitgehend tiberein.

1. §85GmbHG

So unterliegen nach § 85 GmbHG Geschiftsfiihrer, Mitglieder des Auf-
sichtsrates oder Liquidatoren (auch einer Unternehmergesellschaft)
einer speziellen Geheimhaltungspflicht hinsichtlich Geheimnissen der
Gesellschaft, namentlich Betriebs- oder Geschaftsgeheimnissen. Der
Oberbegriff ,,Geheimnis der Gesellschaft® umfasst alle materiellen und
immateriellen Geheimnisse der Gesellschaft; hinsichtlich des beispiel-
haft genannten Begriffs des Betriebs- und Geschiftsgeheimnisses kann
auf die obigen Ausfithrungen zu § 17 UWG verwiesen werden9°. Dies
gilt auch fiir ausgeschiedene Mitglieder dieses Personenkreises, wenn
sie das Geheimnis wihrend ihrer Amtszeit erfahren haben79'. An den
materiellen oder immateriellen Geheimnissen der GmbH oder UG
muss die Gesellschaft ein sachlich begriindetes Interesse haben, was
auch bei rechtswidrigen Geheimnissen der Fall ist792. Strittig ist, ob ein
Geheimhaltungswille notwendig ist’93, was aber anzunehmen ist, da

790 Rowedder/Schmidt-Leithoff/Schaal - GmbHG, §8s5 Rn.9; Baumbach/Hueck/
Haas - GmbHG, § 85 Rn. 7, 9; Tiedemann, Wirtschaftsstrafrecht BT, § 5 Rn. 235.

791 Lutter/Hommelhoff/Kleindiek - GmbHG, § 85 Rn. 2; Scholz/ Tiedemann/Ronnau,
GmbHG, § 85 Rn. 12; Roth/Altmeppen/Altmeppen, GmbHG, § 85 Rn. 2.

792 Lutter/Hommelhoff/Kleindiek - GmbHG, § 85 Rn. 3; Baumbach/Hueck/Haas —
GmbHG, § 85 Rn. 7, 9; Scholz/ Tiedemann/Rénnau, GmbHG, § 85 Rn. 19 f.

793 Gegen einen Geheimhaltungswillen: Baumbach/Hueck/Haas - GmbHG, § 85
Rn. 10; Lutter/ Hommelhoff/Kleindiek - GmbHG, § 85 Rn. 4; a.A. Rowedder/
Schmidt-Leithoff/Schaal, GmbHG, § 85 Rn. 10; MiiKo-GmbHG/WifSmann, § 85
Rn. 29 ff.
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nicht ersichtlich ist, weswegen bei § 85 GmbHG etwas anderes gelten
sollte als bei § 17 UWG, bei dem der Geheimhaltungswille ein unver-
zichtbares Merkmal darstellt794. Tathandlung ist die unbefugte Offen-
barung (Abs. 1), also die Verschaffung der Kenntnis vom Geheimnis
zugunsten einer Person, welche von diesem Geheimnis keine Kenntnis
hat, und die unbefugte Verwertung (Abs. 2 S. 2)795. Der Téter muss je-
weils vorsdtzlich handeln.

§ 85 Abs. 2 Satz1 GmbHG enthilt Qualifikationsmerkmale, wo-
nach eine verschérfte Strafdrohung fiir Téter besteht, die gegen Entgelt
oder in der Absicht handeln, sich oder einen anderen zu bereichern
oder einen anderen zu schidigen. Ebenso bestraft wird die unbefugte
Verwertung des Geheimnisses nach § 85 Abs. 2 S. 2 GmbHG.

Rechtfertigungsgriinde sind zum einen die Einwilligung des zur
Einwilligung berechtigten Gesellschaftsorgans oder - in Eil- und Not-
fallen - die mutmafiliche Einwilligung der Gesellschaft79¢. Des Weite-
ren sind Rechtfertigungsgriinde zu bejahen beim Bestehen gesetzlicher
Auskunftspflichten, wie z.B. dem Gebot zur Offenlegung des Jahresab-
schlusses nach § 325 HGB oder der Auskunftspflicht gegeniiber dem
Gesellschafter nach § 512 GmbHG. Des Weiteren ergeben sich Aus-
kunftspflichten gegeniiber dem Betriebsrat nach §$ 74 ff. BetrVG oder
die Pflicht zur Unterrichtung des Arbeitgebers gegeniiber Arbeitneh-
mern nach §§ 81f. BetrVG797. Wie auch schon im Rahmen des § 17
UWG ausgefiihrt, ist eine Offenbarung bei bevorstehenden Taten im
Sinne des § 138 StGB gerechtfertigt. Im Falle von fehlenden Zeugnis-
verweigerungsrechten nach §§ 53f. StPO ist eine Zeugenaussage im
Strafverfahren ebenfalls gerechtfertigt’s?. Im Rahmen des rechtferti-
genden Notstands nach § 34 StGB ist eine Interessenabwégung, wie im
Rahmen des § 17 UWG, vorzunehmen.

Aus praktischer Sicht kommt § 85 GmbHG allerdings kaum Be-
deutung zu, zum einen, weil es sich um ein absolutes Antragsdelikt

794 Vgl auch MiiKo-AktG/Schaal, § 404 Rn. 27.

795 Rowedder/Schmidt-Leithoff/Schaal, GmbHG, § 85 Rn. 12 ff.; Baumbach/Hueck/
Haas - GmbHG, § 85 Rn. 13.

796 Baumbach/Hueck/Haas - GmbHG, § 85 Rn. 17 f.; Rowedder/Schmidt-Leithoff/
Schaal - GmbHG, § 85 Rn. 14; Scholz/ Tiedemann/Rénnau, GmbHG, § 85 Rn. 40.

797 Scholz/Tiedemann/Ronnau, GmbHG, §8s5 Rn.37; Baumbach/Hueck/Haas -
GmbHG, § 85 Rn. 19.

798 Scholz/ Tiedemann/Ronnau, GmbHG, § 85 Rn. 39.

176

216.73.216.36, am 18.01.2026, 02:51:48. © Inhak.
tersagt, m mit, fr oder in Ki-Syster



https://doi.org/10.5771/9783828868311

IV. Weitere Strafvorschriften zum Schutz von Unternehmensgeheimnissen

handelt und der Eintritt gréfierer Schiden durch Negativpublizitit
droht, zum anderen weil bei der Begehung einer Geheimnispflichtver-
letzung oftmals § 266 Abs. 1 StGB einschlégig sein wird, der eine hohe-
re Strafe androht, und damit zumeist nur wegen Untreue ermittelt
wird799.

Auf Konkurrenzebene geht § 85 GmbHG den §§ 203, 204 StGB
als lex specialis vor. Im Hinblick auf § 17 UWG wird Idealkonkurrenz
angenommen, wenn der Geschiftsfithrer gleichzeitig Angestellter der
GmbH ist8°°, aufler in den Fillen, in denen der Tater nach Ausschei-
den aus dem Dienstverhiltnis Geheimnisse offenbart oder verwer-
tet®1. In diesem Fall geht § 85 GmbHG vor.

2. §333HGB

Dasselbe gilt fiir Abschlusspriifer, deren Gehilfen oder den Beschaftig-
ten einer Priifstelle bei Geheimnissen, namentlich Betriebs- oder Ge-
schiftsgeheimnissen, die bei der Priifung des Jahresabschlusses, Ein-
zelabschlusses oder Konzernabschlusses bekannt geworden sind.
Ebenso wie §§ 85 GmbHG, 404 AktG bezweckt § 333 HGB den Schutz
der Geheimhaltungsinteressen der Kapitalgesellschaft und der mit ihr
verbundenen Unternehmen im Sinne des § 290 Abs. 1, 2 HGB, Ge-
meinschaftsunternehmen (§ 310 HGB) oder eines assoziierten Unter-
nehmens (§ 311 HGB)82. Hinsichtlich des Geheimnisbegriffs sowie
einer eventuellen Rechtfertigung kann wiederum auf oben verwiesen
werden.

3. § 404 AktG

§ 404 AktG enthilt einen entsprechenden Tatbestand fiir Vorstands-
mitglieder, Mitglieder des Aufsichtsrates, fiir Abwickler, Priifer oder
deren Gehilfen. Auch hier ist Tathandlung das unbefugte Offenbaren

799 Scholz/Tiedemann/Rénnau, GmbHG, § 85 Rn. 7.

800 Rowedder/Schmidt-Leithoff/Schaal - GmbHG, § 85 Rn. 35.

801 Scholz/Tiedemann/Réonnau, GmbHG, § 85 Rn. 53 f.

802 MiiKo-HGB/Quedenfeld, § 333 Rn. 1; vgl. auch HK-HGB/Stork, § 333 Rn. 1.
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oder Verwerten eines Geheimnisses, welche flankiert wird durch die
Qualifizierungstatbestdnde nach Abs. 2, welche weitgehend den Rege-
lungen des § 85 Abs.2 GmbHG entsprechen®®3. Der Aufbau des De-
likts gleich dem des § 85 GmbHG, so dass vollumfinglich auf die obi-
gen Ausfithrungen zu § 85 GmbHG - auch hinsichtlich der Rechtferti-
gungsgriinde — verwiesen werden kann.

4. §151GenG

§151 Abs.1 und Abs.2 GenG sanktionieren die Geheimnisoffenba-
rung sowie die Verwertung von Mitgliedern des Vorstandes oder Auf-
sichtsrates oder des Liquidators sowie des Priifers und seiner Gehil-
fen804. Auch hier gleicht der Deliktsaufbau den §§ 85 GmbHG, 333
HGB, 404 AktG.

5. §138VAG

Nach § 138 VAG machen sich Priifer, ihre Gehilfen, Mitglieder des
Vorstandes oder des Aufsichtsrates sowie Liquidatoren wegen Offen-
barung bzw. Verwertung eines Geheimnisses des Versicherungsunter-
nehmens oder Pensionsfonds, namentlich eines Betriebs- oder Ge-
schéftsgeheimnisses strafbar, sofern nicht bereits eine Strafbarkeit nach
§$ 333 HGB, 404 AktG vorliegt. Wiederum gleicht der Aufbau demje-
nigen der vorangestellten Delikte.

6. §315 UmwG

Mitglieder des Vertretungsorgans, vertretungsberechtigte Gesellschaf-
ter oder Partner, Mitglieder des Aufsichtsrates oder Abwickler an der
Umwandlung beteiligter Rechtstriger sowie Verschmelzungs-, Spal-
tungs- oder Ubertragungspriifer oder deren Gehilfen machen sich bei

803 Vgl. Holters/Miiller-Michaels, AktG, § 404 Rn. 5.
804 Vgl. dazu ndher P6hlmann/Fandrich/Bloehs/Pohlmann, GenG, § 151 Rn. 1 ff.
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einer Offenbarung bzw. Verwertung von Geheimnissen eines an einer
Umwandlung beteiligten Rechtstrdgers nach § 315 Abs. 1 bzw. Abs. 2
UmwG strafbar, soweit die Handlung nicht bereits nach §$ 85
GmbHG, 404 AktG, § 151 GenG bzw. des § 333 HGB strafbar ist.

V. §§ 93 ff. StGB — Landesverrat und Gefahrdung der duBeren
Sicherheit

Die §§ 93 ff. StGB schiitzen die duflere Sicherheit und die Stellung der
Bundesrepublik Deutschland?®s. Staatsgeheimnisse im Sinne des § 93
Abs. 1 StGB konnen ohne weiteres Gegenstand von Whistleblowing
sein.

Zur Veranschaulichung des folgenden Abschnitts soll zunéchst fol-
gendes Beispiel dargestellt werden:

Das Bundesamt fiir Verfassungsschutz iiberwacht systematisch die Kom-
munikation auslindischer Politiker und anderer Staatspersonen des Staa-
tes X mittels einer Spionagesoftware®°6. Dem BfV ist bekannt, dass sich in
diesem Staat terroristische Gruppierungen gebildet haben.

Ein Beamter des BfV erfihrt von der Uberwachung und meldet diese Tat-
sache der deutschen Presse, weil er die Uberwachung fiir rechtswidrig
hélt und der Ansicht ist, dass durch die offentliche Aufmerksamkeit
Druck aufgebaut wird, um die Uberwachungsaktionen zu beenden. Er ist
sich der Tatsache wohl bewusst, dass sich im Staat X terroristische Grup-
pierungen gebildet haben, die vor einem Anschlag nicht zuriickschrecken,
hélt dies aber fiir unwahrscheinlich.

Abwandlung 1:
Der Beamte meldet dieses Geheimnis einem Regierungsmitglied des Staa-
tes X.

Abwandlung 2:
Der Beamte hat einen engen Bezug zum Staat X und mdchte es der Bun-
desrepublik ,,heimzahlen®. Er weif3, dass Terroristengruppen des Staates X

805 Matt/Renzikowski/Dannenfeldt, § 93 Rn.1; AnwK-StGB/Anders/Ziemann, Vor
§93 Rn 1.

806 Der Fall ist angelehnt den am 20. Juli 2013 im Spiegel erschienenen Artikel tiber
die Nutzung der Spionagesoftware XKeyscore durch den BND und das BfV: Sy-
dow, Spiegel Online, URL: http://www.spiegel.de/politik/deutschland/bnd-und-bf
v-setzen-nsa-spaehprogramm-xkeyscore-ein-a-912196.html (letzter Zugriff:
25. September 2017).
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eine Abneigung gegen die ,westlichen Méchte haben und dass es unter
Umstanden zu Terroranschlagen in Deutschland kommen konnte. Dies
nimmt er billigend in Kauf.

Nach § 93 Abs. 1 StGB versteht man unter Staatsgeheimnissen die nur
einem begrenzten Personenkreis bekannten Tatsachen, Gegenstinde
oder Erkenntnisse, die vor einer fremden Macht geheim gehalten wer-
den miissen, um eine Gefahr schwerer Nachteile fiir die dufSere Sicher-
heit der Bundesrepublik Deutschland zu verhindern. Dies ist bei einer
Uberwachung auslindischer Politiker zu bejahen. Eingeschrankt wird
dieser Begriff durch § 93 Abs.2 StGB, der Tatsachen, die gegen die
freiheitliche demokratische Grundordnung oder gegen zwischenstaat-
lich vereinbarte Rustungsbeschriankungen verstofen, aus dem Begriff
der Staatsgeheimnisse ausnimmt. Die Uberwachung im Sinne des Bei-
spielsfalls fallt nicht unter § 93 Abs. 2 StGB87.

Die Staatsschutzdelikte erfordern jeweils die Gefahr eines schwe-
ren Nachteils fiir die duflere Sicherheit der Bundesrepublik Deutsch-
land. So macht sich derjenige wegen Landesverrats nach § 94 Abs. 1
StGB strafbar, der ein Staatsgeheimnis einer fremden Macht oder
einem ihrer Mittelsménner (Nr. 1) oder sonst an einen Unbefugten ge-
langen ldsst oder offentlich bekannt macht, um die Bundesrepublik
Deutschland zu benachteiligen oder eine fremde Macht zu begiinsti-
gen (Nr. 2). Ein Tater nach Abwandlung 2 des obigen Beispielsfalls, der
billigend in Kauf nimmt, dass es zu terroristischen Akten innerhalb
der Bundesrepublik Deutschland kommen kann, erfiillt zwar den Tat-
bestand des § 94 Abs.1 Nr.2 StGB, ist aber schon nicht als Whistle-
blower zu betrachten, da er die Uberwachungstéitigkeit nicht mitteilt,
um diese zu beseitigen, sondern um der Bundesrepublik Deutschland
Nachteile zuzufiigen.

Auch derjenige, der in Abwandlung 1 das Geheimnis an das Regie-
rungsmitglied des Staates X weitergibt, ist nicht als Whistleblower an-
zusehen, da ein Whistleblower in erster Linie eine Meldung tatigt, um
den gemeldeten Missstand zu beseitigen. Es ist nicht davon auszuge-
hen, dass sich ein Staat von einem anderen diktieren lasst, welche

807 Durch die Uberwachung auslindischer Politiker werden keine obersten Grund-

werte des deutschen Staates verletzt.
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Mafinahmen dieser zu unterlassen hat, so dass der Meldende hiervon
realistischerweise auch nicht ausgehen kann.

Der Vollstindigkeit halber ist zu erwdhnen, dass auch der Verrat
illegaler Geheimnisse im Sinne des § 93 Abs. 2 StGB nach § 97 a StGB
unter Strafe gestellt ist, wenn ein solches Geheimnis einer fremden
Macht oder einem ihrer Mittelsmanner mitgeteilt wird. Hierauf ist im
Rahmen dieser Arbeit nicht ndher einzugehen, da der Mitteilende im
Falle des § 97 a StGB — wie schon im Fall des § 94 Abs. 1 Nr. 1 StGB -
kein Whistleblower ist.

In Betracht kommt allerdings eine Strafbarkeit des Beamten aus
dem Grundfall des Beispielsfalls nach § 95 Abs. 1 StGB wegen der Of-
fenbarung von Staatsgeheimnissen. Der Beamte erfiillt die Vorausset-
zungen, die nach der hiesigen Definition an den Whistleblower zu stel-
len sind. Insbesondere handelt er als Organisationsinsider, um einen
von ihm angeprangerten Missstand zu beseitigen. Eine Gefahr des
schweren Nachteils fiir die duflere Sicherheit der Bundesrepublik
Deutschland ist sehr wohl zu bejahen. Der Beamte handelte zumindest
mit bedingtem Vorsatz, denn er war sich dessen bewusst, dass es sich
um ein Staatsgeheimnis handelte. Eine weitergehende Absicht ist im
Rahmen des § 95 Abs. 1 StGB nicht erforderlich®°?. Der objektive und
subjektive Tatbestand ist erfiillt.

Der Beamte konnte aber aufgrund rechtfertigenden Notstands
nach § 34 StGB gerechtfertigt sein. Auch hier gelten die bereits im
Rahmen von § 353 b StGB gepriiften Grundsitze, die der BGH8%9 auf-
gestellt hat. Das Recht auf freie Meinungsauflerung umfasst zwar das
Recht, Missstande innerhalb von Behorden auch an die Presse zu tra-
gen mit dem Ziel, diese Missstande abzustellen8:°. Hierbei miissen zu-
nachst die innerbehordlichen Moglichkeiten ausgeschopft werden
samt Anrufung der Volksvertretung, um dem Geheimnisinteresse des
Staates am besten gerecht zu werden, bevor der Weg an die Offentlich-
keit eingeschlagen wird, wobei der Kreis der einzuweihenden Person
nur auf wenige zuverldssige Personen einzuschrianken ist. Allerdings

808 MiiKo-StGB/Lampe/Hegmann, § 95 Rn. 14; Matt/Renzikowski/Dannenfeldt, § 95
Rn. 9.

809 BGHSt 20, 342, 362 ff.

810 LK-StGB/Schmidt, §93 Rn.33; vgl. auch MiiKo-StGB/Lampe/Hegmann, § 95
Rn. 16.
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ist hier ferner zu beachten, dass im Falle von Staatsgeheimnissen der
Wille des Meldenden hinzukommen muss, durch seine Tat Abhilfe zu
schaffen (subjektives Rechtfertigungselement)8:1. Selbst wenn der Be-
amte im vorliegenden Fall alle internen Moglichkeiten ausgeschopft
haben sollte, so ergibt eine Interessenabwigung, dass das Recht auf
freie Meinungsduflerung gegeniiber dem Geheimnisinteresse nicht
iiberwiegt. Im konkreten Fall bestand eine konkrete Gefahr, dass es auf
dem Gebiet der Bundesrepublik Deutschland zu terroristischen An-
schldgen kommen koénnte, was eine Gefahr fiir Leib und Leben eines
groflen Teils der Bevolkerung darstellt und damit Vorrang vor der
Meinungsauflerungsfreiheit des Beamten hat. Hier tiberwiegt die Si-
cherheit der Bundesrepublik Deutschland®:2.

Ein Whistleblower kann sich demnach auch nach § 95 Abs. 1 StGB
strafbar machen, wenn er Staatsgeheimnisse ohne die Ausschopfung
interner Moglichkeiten nach Auflen trégt.

VI. Ehrschutzdelikte — §§ 185 ff. StGB

Mittels einer Mitteilung von Missstanden innerhalb einer Organisation
oder von Fehlverhalten anderer Personen an interne oder externe Stel-
len, Behérden, gegeniiber Medien oder der Offentlichkeit kénnen Per-
sonlichkeitsrechte betroffen sein, so dass durch Whistleblowing auch
Ehrschutzdelikte nach §§ 185 ff. StGB verwirklicht sein konnen. Der
Vorwurf, jemand hitte beispielsweise eine Straftat begangen, stellt eine
Ehrverletzung dar®13. Schutzgut der §$ 185 ff. StGB ist die Ehre.

In systematischer Hinsicht umfasst § 186 StGB nicht erweislich
wahre Tatsachenbehauptungen gegeniiber Dritten. § 187 StGB enthilt
eine Qualifikation im Rahmen des objektiven Tatbestandes mit dem
Erfordernis der Unwahrheit der Tatsache. Subjektiv muss der Téter wi-
der besseres Wissen handeln. Demnach bleibt fiir den Auffangtatbe-
stand des § 185 StGB Platz fur ehrverletzende Tatsachenbehauptungen

811 LK-StGB/Schmidt, § 93 Rn. 33; MiiKo-StGB/Lampe/Hegmann, § 95 Rn. 16.

812 Vgl hierzu auch Lutterbach, Whistleblowing, S. 84.
813 Joecks, StGB, § 185 Rn. 12; vgl. auch Zimmermann, ArbRAktuell 2012, 58, 60.
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gegeniiber dem Betroffenen und die Auflerungen ehrverletzender
Werturteile dem Betroffenen und Dritten gegeniiber84.

1. Beleidigung - § 185 StGB

Nach dem eben Gesagten kann sich ein Whistleblower nicht nach
§ 185 StGB wegen einer einfachen Beleidigung strafbar machen. Der
Inhalt von Whistleblowermeldungen ist nach dem hiesigen Verstand-
nis die Aulerung einer Tatsache gegeniiber dritten Personen. Eine Tat-
sachenduflerung gegeniiber dem Betroffenen ist damit schon naturge-
mafd kein Whistleblowing8:s.

Auflerungen gegeniiber Dritten, die keine Tatsachen betreffen,
sondern lediglich ehrverletzende Werturteile beinhalten, sind ebenso
wenig geeignet, vom Begriff des Whistleblowings umfasst zu werden.

2. Uble Nachrede - § 186 StGB

Im Gegensatz zu § 185 StGB erfasst der Tatbestand der tiblen Nachre-
de nach § 186 StGB lediglich Tatsachenbehauptungen, die gegeniiber
Dritten geduf3ert werden. Wegen iibler Nachrede wird bestraft, wer in
Beziehung auf einen anderen eine Tatsache behauptet oder verbreitet,
welche denselben verdchtlich zu machen oder in der 6ffentlichen Mei-
nung herabzuwiirdigen geeignet ist, wenn nicht diese Tatsache erweis-
lich wahr ist.

a) Objektiver Tatbestand

Unter Tatsachen sind nach der herrschenden Meinung alle konkreten
gegenwirtigen oder vergangenen Sachverhalte zu verstehen, die sinn-
lich wahrnehmbar in die Wirklichkeit getreten sind und damit dem

814 Rengier, Strafrecht BT II, § 28 Rn.4; Schonke/Schroder/Lenckner/Eisele, § 185
Rn. 1; zur Abgrenzung zwischen Werturteilen und Tatsachen sieche Schonke/
Schroder/Lenckner/Eisele, § 186 Rn. 3 f.

815 Vgl. auch Haufimann/Kaufmann, ArbRAktuell 2011, 186, 188.
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Beweis zugénglich sind3*¢. Hierzu gehoren auch innere Tatsachen, wie
Motive oder die Absicht, eine Straftat zu begehen®7.

Werturteile hingegen sind anzunehmen, wenn die Auflerung
durch Elemente der subjektiven Stellungnahme, des Dafiirhaltens oder
Meinens geprégt ist, wenn die Richtigkeit oder Unrichtigkeit der Be-
hauptung eine Sache der personlichen Uberzeugung bleibt®'8.

Die Unterscheidung ist nicht immer einfach, weswegen zur Beja-
hung einer Tatsache zumindest das Vorliegen eines Tatsachenkerns
notwendig ist. Sollte die Auferung sowohl wertende als auch tatsichli-
che Elemente enthalten, kommt es darauf an, welches Element nach
dem Sinngehalt der Aussage tiberwiegt’!9. Unproblematisch ist es da-
gegen, wenn eine einheitliche Aulerung sowohl isolierte Tatsachenbe-
hauptungen und Werturteile enthalt82°.

Die behauptete Tatsache muss geeignet sein, den Betroffenen ver-
achtlich zu machen oder in der offentlichen Meinung herabzuwiirdi-
gen. Zwischen diesen beiden Alternativen besteht kein sachlicher Un-
terschied. Es kommt jeweils darauf an, ehrenriihrige Tatsachen zuzu-
schreiben®?!. Objektiv muss die Tatsache geeignet sein, den Betroffe-
nen in der offentlichen Meinung als verachtenswert erscheinen zu las-
sen. Dies ist dann der Fall, wenn ihm der sittliche, personale oder so-
ziale Geltungswert durch das Zuschreiben negativer Qualititen ganz
oder teilweise abgesprochen wird?22. Die Anzeige einer Straftat oder
der Vorwurf eines unsittlichen oder rechtswidrigen Verhaltens fallt
hierunter®?3. Behaupten heiflt, eine Tatsache als nach eigener Uber-
zeugung wahr darzustellen, auch wenn man diese lediglich von dritter
Seite erfahren hat324. Ein Behaupten kann auch in Form der Mitteilung

816 BGHSt 15, 24, 26; OLG Koln, NJW 1993, 1486, 1487; Kindhduser-LPK-StGB,
§ 186 Rn. 5; Schonke/Schroder/Lenckner/Eisele, § 186 Rn. 3.

817 BGHSt 6, 357, 358f; Schonke/Schroder/Lenckner/Eisele, § 186 Rn.3; Rengier,
Strafrecht BT II, § 29 Rn. 2.

818 OLG Koln, NJW 1993, 1486, 1487; Janal, NJW 2006, 870, 870 f.; Rengier, Straf-
recht BT I, § 29 Rn. 3.

819 Rengier, Strafrecht BT II, § 29 Rn. 3; Fischer, StGB, § 186 Rn. 3.

820 Schonke/Schroder/Lenckner/Eisele, § 186 Rn. 4.

821 Fischer, StGB, § 186 Rn. 4; Schonke/Schroder/Lenckner/Eisele, § 186 Rn. 5.

822 BGHSt 36, 145, 148; Schonke/Schroder/Lenckner/Eisele, § 185 Rn. 2; vgl. auch
Schemmel/ Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 67.

823 Koch, NJW 2005, 943, 944; Schonke/Schroder/Lenckner/Eisele, § 185 Rn. 2.

824 Lackner/Kuhl/Kiihl, § 186 Rn. 5; Rengier, Strafrecht BT II, § 29 Rn. 6.
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eines Verdachts oder einer Vermutung liegen825. Verbreiten ist das
Weitergeben von fremden Auflerungen, nicht solchen aus eigener Er-
kenntnis®®. Hierunter fillt auch die Mitteilung eines Gertichts als blo-
Bes Gerticht8?7.

Die Tatsache muss in Beziehung auf einen anderen behauptet
oder verbreitet werden. Dies bedeutet, dass Adressat der Auflerung
und derjenige, der von ihr betroffen ist, verschiedene Personen sein
miissen. Dabei ist es nicht von Belang, ob der Betroffene bei der Aufle-
rung anwesend ist oder ob er von dieser keine Kenntnis erlangt. Es
fehlt aber am Drittbezug, wenn der Betroffene als Urheber der Aufle-
rung dargestellt wird®28.

Die Anzeige durch einen Whistleblower kann also ohne Weiteres
den objektiven Tatbestand des § 186 StGB erfiillen, wenn dritten Per-
sonen gegeniiber geduflert wird, dass der Betroffene Straftaten began-
gen hat oder sich sittenwidrig verhalten hat.

b) Subjektiver Tathestand

Subjektiv muss der Téter zumindest mit bedingtem Vorsatz gehandelt
haben. Dabei ist es nicht von Belang, ob er vorsitzlich falsch anzeigte,
da sich der Vorsatz auf das Mitteilen der ehrenriihrigen Tatsache sowie
auf die Kenntnisnahme durch einen Dritten, aber nicht auf deren
Falschheit beziehen muss829. Die Unwahrheit ist objektive Bedingung
der Strafbarkeit. Der Tater muss keine Beleidigungsabsicht haben83°.

825 OLG Hamm, NJW 1971, 853; vgl. auch Schemmel/Ruhmannseder/ Witzigmann,
Hinweisgebersysteme, Kapitel 4 Rn. 66.

826 Kindhdiuser-LPK-StGB, § 186 Rn. 8; Fischer, StGB, § 186 Rn. 9.

827 Lackner/Kiihl/Kiihl, § 186 Rn. 5; Kindhduser-LPK-StGB, § 186 Rn. 8.

828 Lackner/Kiithl/Kiihl, § 186 Rn. 6; Kindhduser-LPK-StGB, § 186 Rn.10; Rengier,
Strafrecht BT II, § 29 Rn. 7.

829 Koch, NJW 2005, 943, 944; NK-StGB/Zaczyk, § 186 Rn. 21; Schonke/Schroder/
Lenckner/Eisele, § 186 Rn. 11.

830 von Heintschel-Heinegg/ Valerius, § 186 Rn. 22.
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<) Objektive Strafbarkeitshedingung

Die Nichterweislichkeit der behaupteten Tatsache ist nach herr-
schender Meinung®3* kein Tatbestandsmerkmal, sondern eine objekti-
ve Bedingung der Strafbarkeit und damit nicht Gegenstand des subjek-
tiven Tatbestands, so dass der Vorsatz sich hierauf nicht zu erstrecken
braucht. Wird im Strafverfahren (von Amts wegen gemifl §$ 155
Abs. 2, 244 Abs. 2 StPO832) der Nachweis der Wahrheit der Aulerung
erbracht, ist der Tatbestand des § 186 StGB nicht verwirklicht. Sollte
dies allerdings nicht gelingen oder bleiben Zweifel, so geht dies zu Las-
ten des Taters, da die Tatsache ,nicht erweislich wahr bleibt und der
Téater somit das Risiko einer ergebnislosen Wahrheitsforschung tragt83s.

Der Tatbestand der iiblen Nachrede ist damit auch dann erfiillt,
wenn der Whistleblower zuvor griindlich recherchiert hat und nicht
erkennen konnte, dass die Behauptung unwahr und ehrenriihrig ist834.
Gelingt der Beweis oder erweisen sich die behaupteten Tatsachen zu-
mindest im Kern, also in ihren wesentlichen Punkten, als wahr, so
handelt es sich insoweit um einen Strafausschlieffungsgrund?®3s. Unbe-
deutende Abweichungen sind dabei unschadlich®3.

Grundsitzlich ist davon auszugehen, dass ein Whistleblower vor
Mitteilung eines Missstandes sich so griindlich von der Wahrheit der
von ihm anzuzeigenden Tatsachen informiert, recherchiert und auch
Beweismaterial sammelt, dass kaum noch begriindete Zweifel mehr an
der Wahrheit verbleiben kénnen. Nichtsdestotrotz kann nicht ausge-

831 BGHSt 11, 273, 274; Kindhduser-LPK-StGB, § 186 Rn. 13; Schonke/Schroder/
Lenckner/Eisele, § 186 Rn. 10; Wessels/Hettinger, Strafrecht BT 1 Rn. 499.

832 Die Regelung der objektiven Strafbarkeitsbedingung bedeutet nicht, dass der Té-
ter nunmehr eine ,,Beweislast“ hinsichtlich der Wahrheit der Tatsache zu tragen
hitte. Es gilt der Amtsermittlungsgrundsatz, Matt/Renzikowski/Gaede, § 186
Rn. 14; Wessels/ Hettinger, Strafrecht BT 1 Rn. 500; Geisler, Schuldprinzip, S. 439.

833 Der sonst geltende Grundsatz ,,in dubio pro reo“ gilt hier nicht, der Téter tragt
das volle Beweisrisiko, Wessels/Hettinger, Strafrecht BT 1 Rn. 500; von Heintschel-
Heinegg/ Valerius, § 186 Rn. 21; Geisler, Schuldprinzip, S. 439.

834 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 71.

835 BGHSt 18, 182, 182 ff,; Rengier, Strafrecht BT II, § 29 Rn. 10 ff.; Schonke/Schro-
der/Lenckner/Eisele, § 186 Rn. 13 ff.; Kindhduser-LPK-StGB, § 186 Rn. 13; Schem-
mel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn.68; von
Heintschel-Heinegg/ Valerius, § 186 Rn. 21.

836 Fischer, StGB, § 186 Rn. 12.
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schlossen werden, dass der einfache Beschiftigte, der keinen Zugang
zu weiterfithrenden Informationen hat, mehrfach einen Vorgang beob-
achtet, der ihn glauben ldsst, sein Vorgesetzter wiirde beispielsweise
Schmiergeldzahlungen annehmen. Nachdem er sich bei den ersten Be-
obachtungen nicht sicher war, aber nunmehr auch noch innerhalb der
Belegschaft dariiber spekuliert wird, was es mit potenziellen Schmier-
geldzahlungen auf sich habe, entschliefit sich der Beschiftigte, diesen
Umstand zu melden. Er kann das Vorliegen einer Straftat nicht bewei-
sen, er war aber in dem ihm erlaubten Mafle sorgfiltig und der festen
Uberzeugung, dass Unrecht geschieht. Sollte sich nun herausstellen,
dass es sich tatsdchlich nicht um Schmiergeldzahlungen handelte, tragt
der Beschiftigte das alleinige Risiko, so dass ihm eine Strafbarkeit nach
§ 186 StGB droht.

In der Literatur wird geltend gemacht, dass eine solche objektive
Bedingung der Strafbarkeit einen Verstofy gegen das Schuldprinzip
darstelle, weshalb der Tédter in Bezug auf die Unwahrheit der Tatsache
zumindest vorsitzlich oder fahrldssig handeln muss®7. Hat sich der
Tdter dagegen mit der gebotenen Sorgfalt iiber die Wahrheit der von
ihm getitigten Tatsachenduflerung vergewissert, so weist sein Verhal-
ten keinen Handlungsunwert auf®38. In einem solchen Fall wiirde die
Strafbarkeit wegen iibler Nachrede entfallen, wenn sich die Behaup-
tung letztendlich als unwahr erweisen sollte, der Téter aber vor der
Kundgabe der Tatsache griindlich recherchiert hat und trotzdem diese
Unwahrheit nicht erkennen konnte. Auch wenn dies eine fiir den
Whistleblower wiinschenswerte Einschrinkung des § 186 StGB wire,
so hilft dies nicht tiber die Tatsache hinweg, dass diese Interpretation
im Wortlaut des § 186 StGB keinen Ausdruck findet und zudem nicht
in ausreichendem Mafle die Interessen des Betroffenen beriicksichtigt,
denn sie fiihrt zu einer Verkiirzung des strafrechtlichen Ehrenschut-
zes®39. Gerade der oben geschilderte Fall mit der vermeintlichen
Schmiergeldzahlung verdeutlicht, dass der Vorgesetzte als Unschuldi-
ger schiitzenswerter ist, als der potenzielle Whistleblower. Im Rahmen

837 SK-StGB/Rogall, § 186 Rn. 20; NK-StGB/Zaczyk, § 186 Rn. 16, 19; vgl. auch Matt/
Renzikowski/Gaede, § 186 Rn. 13; vgl. auch Fischer, StGB, § 186 Rn. 13 a.

838 Vgl. von Heintschel-Heinegg/ Valerius, § 186 Rn. 19.

839 Vgl. von Heintschel-Heinegg/ Valerius, $ 186 Rn. 19; Schonke/Schroder/Lenckner/
Eisele, § 186 Rn. 10; Lackner/Kiihl/Kiihl, § 186 Rn. 7 a.
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der Ehrschutzdelikte muss zum Schutze der Betroffenen gewihrleistet
werden, dass der potenzielle Whistleblower nicht nur griindlich re-
cherchiert haben muss, aber dass er auch geniigend Beweise gesam-
melt haben muss, um kaum noch Zweifel an der Wahrheit autkommen
zu lassen. Eine Mitteilung ehrenriihriger Tatsachen kann aber dann
straflos sein, wenn diese in Wahrnehmung berechtigter Interessen ge-
schehen ist84°.

Es besteht daher auch fiir einen sorgfiltig handelnden Whistle-
blower, der sich zuvor griindlich erkundigt hat und personlich der
Uberzeugung ist, dass der von ihm gemeldete Missstand wahr ist, das
Risiko der Strafbarkeit wegen tibler Nachrede, wenn sich die Tatsache
letzten Endes doch als unwahr erweist.

3. Verleumdung - § 187 StGB

Wegen Verleumdung macht sich strafbar, wer wider besseres Wissen in
Beziehung auf einen anderen eine unwahre Tatsache behauptet oder
verbreitet, die diesen verachtlich zu machen oder in der offentlichen
Meinung herabzuwiirdigen oder dessen Kredit zu gefihrden geeignet
ist.

Voraussetzung ist zunéchst, dass der Tater eine unwahre Tatsache
behauptet oder verbreitet, wobei feststehen muss, dass die Tatsache
unwahr ist. Im Gegensatz zu § 186 StGB ist hier der Beweis der Un-
wahrheit erforderlich®'. Gelingt der Beweis der Unwahrheit nicht, so
kann der Auffangtatbestand des § 186 StGB greifen®42. Auch hier scha-
den geringfiigige Abweichungen oder Ubertreibungen nicht, da es auf
den wesentlichen Tatsachenkern ankommt®43. Die Tatsachenbehaup-
tung muss geeignet sein, einen Dritten verdchtlich zu machen oder
herabzuwiirdigen. Insoweit gilt hier das zu § 186 StGB Gesagte. Die
Unwahrheit ist — anders als beim Tatbestand der tiblen Nachrede - im
Rahmen des § 187 StGB ein objektives Tatbestandsmerkmal®44. Sollte

840 Siehe hierzu unten Abschnitt E. VL. 4.

841 Matt/Renzikowski/Gaede, § 187 Rn. 2.

842 Matt/Renzikowski/Gaede, § 187 Rn. 1; Fischer, StGB, § 187 Rn. 1.
843 Lackner/Kuhl/Kiihl, § 187 Rn. 1.

844 Schonke/Schroder/Lenckner/Eisele, § 187 Rn. 2.
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der Beweis der Unwahrheit nicht gelingen, so wirkt sich dies zuguns-
ten des Tdters aus.

Sollte sich der Vorwurf als unzutreffend erweisen, kommt es im
Rahmen des § 187 StGB also auf die Erfilllung des subjektiven Tatbe-
standes an®5. Wie bei der iiblen Nachrede muss sich der (zumindest
bedingte) Vorsatz auf die Merkmale des objektiven Tatbestandes bezie-
hen. Weiter wird das sichere Wissen von der Unwahrheit der vom Té-
ter behaupteten Tatsache verlangt; dolus eventualis und Absicht rei-
chen hier nicht aus®84¢.

Ein Whistleblower kann sich nicht wegen Verleumdung strafbar
machen, da er keine wissentlich falschen Aussagen gegeniiber Dritten
auflert. Sollte dies der Fall sein, so handelt es sich nicht um einen
Whistleblower im Sinne der hier vertretenen Definition. Ein unter die
hiesige Definition fallender Whistleblower ist der Ansicht, dass die von
ihm angezeigte Tatsache wahr ist. Die Voraussetzungen des subjekti-
ven Tatbestandes sind damit im Falle des Whistleblowings nicht gege-
ben.

4. Wahrnehmung berechtigter Interessen nach § 193 StGB

Ein spezieller Rechtfertigungsgrund ist die Wahrnehmung berechtigter
Interessen nach § 193 StGB3+7. Es handelt sich um eine einfachgesetzli-
che Auspriagung des Grundrechts auf freie Meinungsduferung nach
Art. 5 Abs.1 GG®8, wonach die Befugnis erteilt wird, zur Wahrneh-
mung berechtigter Interessen, die Ehre Anderer zu verletzen.

Die Interessenkollision zwischen dem Interesse des Betroffenen an
der Unterlassung der Ehrverletzung und dem Interesse des Hinweisge-
bers an der Ausiibung des Grundrechts auf freie Meinungsduflerung
wird mittels eine Giiter- und Interessenabwigung gelost®4. Teilweise
wird vertreten, dass es sich beim Rechtfertigungsgrund des § 193 StGB

845 Schemmel/ Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 68.

846 Fischer, StGB, § 187 Rn. 4; Matt/Renzikowski/Gaede, § 187 Rn. 3.

847 BGHSt 18, 182, 184; Kindhduser-LPK-StGB, § 193 Rn. 1; Lackner/Kiihl/Kiihl,
§ 193 Rn. 15 Fischer, StGB, § 193 Rn. 1; Bohnert, NStZ 2004, 301, 305.

848 BVerfGE 24, 278, 282; BGHSt 12, 287, 293; Kindhduser-LPK-StGB, § 193 Rn. 1.

849 Vgl. dazu LK-StGB/Hilgendorf, § 193 Rn. 2.
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um einen Fall des erlaubten Risikos handelt®s°. Dem ist jedoch nicht
dahingehend zu folgen, dass dadurch auf eine Abwédgung inkommen-
surabler Interessen vollig verzichtet werden kann. Denn was erlaubt
ist, ist nicht kategorisch, sondern anhand einer einzelfallabhdngigen
Abwigung zu bestimmen?st. Das Prinzip der Giiter- und Interessenab-
wigung wird aber durch den Gesichtspunkt des erlaubten Risikos
nicht verdrangt?s2.

Die Wahrnehmung berechtigter Interessen stellt nach richtiger
Ansicht keinen Rechtfertigungsgrund fiir § 187 StGB dar, da die Ver-
folgung berechtigter Zwecke und eine Verleumdung miteinander un-
vereinbar sind®s3. Dieser Punkt bedarf vorliegend keiner weiteren Kla-
rung, da — wie bereits gepriift - ein Whistleblower nach hiesigem Ver-
stdndnis sich grundsitzlich nicht wegen Verleumdung stratbar machen
kann. Der Rechtfertigungsgrund der Wahrnehmung berechtigter In-
teressen ist auf Beleidigungsdelikte beschriankt und ist nicht analogie-
fahig®s4. Die folgenden Ausfithrungen gelten damit im Rahmen des
Whistleblowings lediglich fiir den Tatbestand der iiblen Nachrede
nach § 186 StGB.

Zur Veranschaulichung kann das Beispiel aus Abschnitt E. VI. 2. ¢)
angebracht werden, in dem ein Unternehmensbeschaftigter mehrfach
vermeintlich beobachtet hat, wie sein Vorgesetzter Schmiergeldzahlun-
gen angenommen hat. § 193 StGB ist hier nach den obigen Feststellun-
gen anwendbar, da es sich bei dem im Raume stehenden Delikt um
eine iible Nachrede im Sinne des § 186 StGB handelt.

Als die durch den Hinweisgeber wahrgenommenen ,,berechtigten
Interessen” bei der Verwirklichung des Tatbestandes des § 186 StGB
kommen solche von der Rechtsordnung als schutzwiirdig anerkannten

850 Fischer, StGB, § 193 Rn. 1; NK-StGB/Zaczyk, § 193 Rn. 3; Lenckner, GS-Noll, 243,
249; so auch Schonke/Schroder/Lenckner/Eisele, § 193 Rn. 8 fiir § 186 StGB.

851 Matt/Renzikowski/Gaede, §193 Rn.2; vgl. auch NK-StGB/Zaczyk, Vor § 185
bis 200 Rn. 2.

852 LK-StGB/Hilgendorf, § 193 Rn. 3; so letztlich auch Lenckner, GS-Noll, 243, 249.

853 Lackner/Kuhl/Kiihl, § 193 Rn. 3; Schonke/Schroder/Lenckner/Eisele, § 193 Rn. 2;
Fischer, StGB, § 193 Rn. 3. In besonderen Ausnahmefillen ist § 193 StGB auch auf
§ 187 StGB anwendbar, OLG Hamm, NJW 1971, 853 bzw. bei nicht angriffswei-
sem Vorgehen, BGHSt 14, 48, 51.

854 OLG Stuttgart, NStZ 1987, 121, 122; vgl. auch Rengier, Strafrecht BT II, § 29
Rn. 36.
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Interessen in Betracht855. Neben eigenen privaten und fremden priva-
ten Interessen kommen auch Interessen der Allgemeinheit, wie z.B. an
der Strafverfolgung bei nicht leichtfertig erstatteten Strafanzeigen®s¢
oder bei der Meldung von Dienstverfehlungen®?7 in Betracht, da hier-
durch die Erhaltung des Rechtsfriedens gesichert wird®s8. Im hiesigen
Beispiel nimmt der potenzielle Whistleblower das Interesse der Allge-
meinheit an einem fairen Wettbewerb wahr, zumal eine Wiederho-
lungsgefahr nicht ausgeschlossen werden kann. Dabei hat er die Straf-
anzeige nicht leichtfertig erstattet, da er den von ihm als Schmiergeld-
zahlung interpretierten Vorgang mehrfach beobachtet hat und auch
schon innerhalb des Unternehmens {iber eine Schmiergeldzahlung
spekuliert wurde.

Die beleidigende Auflerung ist ferner dann gerechtfertigt, wenn sie
zur Wahrnehmung eigener oder fremder Interessen angemessenes
Mittel ist, also geeignet, erforderlich und angemessen ist®s9. In diesem
Rahmen muss bei der Abwigung die Ausstrahlungswirkung der Mei-
nungs- und Pressefreiheit nach Art.5 Abs.1 GG beriicksichtigt wer-
dend®. Geeignet ist das Ehrschutzdelikt, wenn es weitere Beweiserhe-
bungen veranlassen kann. Erforderlichkeit ist gegeben, wenn dem
Whistleblower zur Erreichung seines Ziels kein gleich wirksames mil-
deres Mittel zur Verfiigung steht. Angemessenheit ist zu bejahen, wenn
nach einer Abwigung der einzelnen Umstidnde die Interessen des Ta-
ters mit denen des Beleidigten zumindest gleichwertig sind®*.

Strafanzeigen oder Anzeigen von Dienstpflichtverletzungen sind
auch, wenn sie nicht erweislich wahr sind, nach § 193 StGB gerechtfer-
tigt, wenn fiir den Verdacht zumindest Anhaltspunkte gegeben waren,
die Anzeige also nicht jeglicher Grundlage entbehrt®¢2. Strafanzeigen
- auch vorsatzlose Falschanzeigen - sind fiir die Funktionstiichtigkeit

855 Schonke/Schroder/Lenckner/Eisele, § 193 Rn. 9.

856 OLG Koln NJW 1997, 1247; vgl. auch Kindhduser-LPK-StGB, § 193 Rn. 5; vgl.
auch Zimmermann, ArbRAktuell 2012, 58, 61.

857 Rengier, Strafrecht BT I, § 29 Rn. 40; Lackner/Kiihl/Kiihl, § 193 Rn. 7.

858 Schemmel/ Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 73.

859 Fischer, StGB, § 193 Rn. 15; Rengier, Strafrecht BT II, § 29 Rn. 41.

860 Rengier, Strafrecht BT II, § 29 Rn. 43.

861 Rengier, Strafrecht BT I1, § 29 Rn. 41; Kindhduser-LPK-StGB, § 193 Rn. 7 ff.

862 Schonke/Schroder/Lenckner/Eisele, § 193 Rn. 20; Matt/Renzikowski/Gaede, § 193
Rn. 33.
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der Strafrechtspflege unerlésslich®3. Das Recht zur Anzeige steht je-
dermann zu®+4. Allerdings ist es bei ungewissen Tatsachen dem Tater
verwehrt, diese als gewiss zu behaupten®%s. Aufklirungsanzeigen sind
indes unproblematisch, wenn ein begriindeter Anlass zur Aufkldrung
durch die Strafverfolgungsbehorden besteht und der Anzeigende sich
dem Inhalt seiner Anzeige nicht sicher ist; eine eigene Informations-
und Pritfungspflicht besteht nicht®¢. Dies gilt vor allem, wenn konkre-
te Gefahren fiir Rechtsgiiter von bedeutendem Wert abgewehrt werden
sollen und wenn bei ungewissen Tatsachen die Ungewissheit offenge-
legt wird. Eine Strafbarkeit wegen iibler Nachrede kommt allenfalls
dann in Betracht, wenn der Téter wusste, dass sein Hinweis unwahr ist
oder auf haltloser Grundlage erstattet wurde oder aber wenn ungewis-
se Tatsachen als gewiss dargestellt werden867.

Im obigen Beispielsfall ist die beleidigende Auflerung im Rahmen
einer Strafanzeige als angemessenes Mittel zu sehen, wenn keine inter-
ne Abhilfe zu erwarten ist. Die Auflerung ist zudem geeignet, weitere
Beweiserhebungen durch Strafverfolgungsbehérden zu veranlassen;
zudem gab es Anhaltspunkte fiir einen Verdacht, so dass die Strafan-
zeige nicht jeglicher Grundlage entbehrt und ein Anlass hierfiir be-
stand. Der Beschiftigte hat in diesem Falle keine eigene Informations-
oder Priifungspflicht. Demnach wire der Beschiftigte bei einer Straf-
anzeige an eine Strafverfolgungsbehoérde nach § 193 StGB gerechtfer-
tigt.

Offentliche Auflerungen, insbesondere Auflerungen gegeniiber
den Medien, werden in den meisten Fillen des Whistleblowings auf
der Ebene des angemessenen Mittels scheitern. Organisationsinterne
Meldungen oder (Aufklarungs-)Anzeigen stellen das mildere Mittel
dar, um berechtigte Interessen zu wahren, so dass eine etwaige Flucht

863 BVerfGE 74, 257; Koch, NJW 2005, 943, 945.

864 Schonke/Schroder/Lenckner/Eisele, § 193 Rn. 20; Fischer, StGB, § 193 Rn. 32.

865 Schonke/Schroder/Lenckner/Eisele, § 193 Rn. 20; Schemmel/Ruhmannseder/ Wit-
zigmann, Hinweisgebersysteme, Kapitel 4 Rn. 75.

866 Bockelmann, NJW 1959, 1849; OLG Koln, NJW 1997, 1247, 1247 f; Schonke/
Schroder/Lenckner/Eisele, § 193 Rn. 20.

867 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 76.
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in die Offentlichkeit unangemessen ist®¢8. Der Beschiftigte aus dem
Beispielsfall konnte sich demnach bei einer Auflerung gegeniiber der
Presse nicht auf § 193 StGB berufen.

Vorsatzlose Falschanzeigen, (Aufklarungs-)Anzeigen sowie unter-
nehmens- und organisationsinterne Meldungen eines scheinbaren
rechtswidrigen Verhaltens sind damit durch §193 StGB gerechtfer-
tigt%. Ein gutgldubig handelnder Whistleblower wird zumeist eine
Strafbarkeit wegen eines der Beleidigungsdelikte nicht fiirchten miis-
sen, da hier § 193 StGB greifen wird. Anders hingegen bei Hinweisen
an die Offentlichkeit oder die Medien, wo eine Rechtmifliigkeit im Sin-
ne des § 193 StGB fehlen durfte®7°. Eine Strafbarkeit des Whistleblo-
wers aufgrund iibler Nachrede ist damit unwahrscheinlich.

5. Zwischenergebnis

Im Rahmen des Whistleblowings kommt lediglich die iible Nachrede
nach § 186 StGB als Ehrschutzdelikt in Betracht. Die Tat des Whistleb-
lowers wird aber in den meisten Fillen von § 193 StGB aufgrund der
Wahrnehmung berechtigter Interessen gerechtfertigt sein.

VIl. § 164 StGB - Falsche Verdachtigung

Neben Geheimnisschutzvorschriften und Ehrschutzdelikten kann sich
der Whistleblower wegen falscher Verdichtigung nach § 164 StGB
strafbar machen, wenn er den von ihm gemeldeten Sachverhalt nicht
sorgfiltig gepriift und vollstindig dargelegt hat’7'. Von Whistleblo-
wern beobachtete Verhaltensweisen, die diese selbst als illegal einstu-
fen, konnen sich im Nachhinein als legal erweisen. Auch der tatséichli-

868 OLG Koln, NJW 1958, 802, 802f; Schonke/Schroder/Lenckner/Eisele, § 193
Rn. 10; dasselbe gilt im Beamtenverhiltnis, siche dazu VGH Baden-Wiirttemberg,
VBIBW 2005, 30; vgl. hierzu auch Kindhduser-LPK-StGB, § 193 Rn. 12.

869 Koch, NJW 2005, 943, 945; Schemmel/ Ruhmannseder/ Witzigmann, Hinweisgeber-
systeme, Kapitel 4 Rn. 76.

870 Koch, NJW 2005, 943, 945; Kirdly, FOV 57, S. 38.

871 Vgl. Zimmermann, ArbRAktuell 2012, 58, 60.
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che Vorgang kann sich anders zugespielt haben, als vom Whistle-
blower gemeldet, beispielsweise wenn er nur einen Teilbereich eines
Vorgangs beobachtet hat oder Sachverhalte falsch interpretiert hat.

Fraglich ist, ob in solchen Fillen Whistleblower wegen falscher
Verdéchtigung nach § 164 StGB strafbar sein kénnen. Festzuhalten ist,
dass ein Whistleblower oftmals lediglich einen Verdacht melden kann
und vor allem bei komplexen Vorgangen in Wirtschaftsunternehmen
nicht einen rechtlich analysierten stichhaltigen Hinweis. Man kann
von einem Hinweisgeber aber erwarten, dass er sich vor der Meldung
von Gesetzesverstolen an die Offentlichkeit oder an Strafverfolgungs-
behérden vergewissert, dass die Meldung der vermeintlich illegalen
Vorgange nicht ins Blaue hinein erfolgt372. Hefendehl®73 bezeichnet den
Straftatbestand der falschen Verdéchtigung als Denunziationsschranke
und kritisiert deshalb richtigerweise Whistleblowingsysteme, die die
anonyme Anzeige gestatten, da hierdurch der von § 164 StGB gewéhr-
te Schutz vor falschen Verdichtigungen faktisch verloren ginge874.

1. §164 Abs. 1 StGB

Die Schutzrichtung des § 164 StGB geht nach herrschender Meinung
in zwei Richtungen. Zum einen soll der Schutz der inldndischen staat-
lichen Rechtspflege vor Irrefithrung und ungerechtfertigter Beanspru-
chung, zum anderen der Schutz des Einzelnen vor einer ungerechtfer-
tigten Strafverfolgung gewéhrleistet werden?®7s.

Unter einem Verdichtigen versteht man das Hervorrufen, Verstar-
ken oder Umlenken eines Verdachts durch eine Tatsachenbehauptung,
welche geeignet ist, gegeniiber einer unschuldigen Person ein behordli-
ches Verfahren oder andere behordliche Mafinahmen herbeizufiih-

872 siehe hierzu auch Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme,
Kapitel 4 Rn. 54.

873 Hefendehl, FS-Amelung, 617, 633 £.

874 Das Landeskriminalamt Niedersachsen z.B. nutzt seit Oktober 2003 das Business
Keeper Monitoring System, welches anonyme Anzeigen erlaubt; vgl. hierzu auch
Nordmann, PH 2006, 49, 51.

875 BGHSt 5, 66, 68; Lackner/Kiihl/Kiihl, § 164 Rn. 1; Rengier, Strafrecht BT II, § 50
Rn. 1; a.A. SK-StGB/Rogall/Rudolphi, § 164 Rn. 1 f.
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ren®76. Das Verdéchtigen kann ausdriicklich oder konkludent erfolgen.
Im Falle des Whistleblowings wird es zumeist eine ausdriickliche Er-
kliarung gegeniiber den Strafverfolgungsbehérden oder der Offentlich-
keit sein. Die falsche Verdachtigung ist an keine Form gebunden und
kann auch anonym abgegeben werden®”7. Der Gegenstand der Ver-
déchtigung ist die Behauptung einer rechtswidrigen Tat, also einer
zum Begehungszeitpunkt aburteilbaren, tatbestandsméfligen und
rechtswidrigen Handlung im Sinne des § 11 Abs. 1 Nr. 5 StGB, nicht
aber einer Ordnungswidrigkeit®78. Die durch die Meldung mitgeteilten
Tatsachen miissen ausreichend Grund fiir die Einleitung einer Straf-
verfolgung nach § 152 Abs. 2 StPO sein®7°.

Der weitere Gegenstand der Verdachtigung kann eine Verletzung
einer Dienstpflicht sein. Es muss sich dabei um disziplinarisch ahnd-
bare Dienstpflichtverletzungen handeln, nicht lediglich Verletzungen
von Standespflichten (beispielsweise bei Anwilten und Arzten)sso.

2. Falschheit der Verdachtigung

Die Tatsachenbehauptung bzw. Verddchtigung muss objektiv unwahr
sein, was sich bereits aus der Uberschrift (,falsche Verdichtigung®)
und aus dem subjektiven Tatbestand (,wider besseres Wissen®) ablei-
ten lasst3¥1. Dies kann auch dann der Fall sein, wenn der Sachverhalt
nur unvollstandig dargestellt wird oder durch Aufbauschen eines De-
likts zu einem schwereren Delikt. Handelt es sich aber um wahre Tat-
sachen oder um einen wahren Tatsachenkern mit lediglich einigen un-
zutreffenden Einzelheiten, liegt keine Gefihrdung der staatlichen
Rechtspflege vor, so dass auch eine Stratbarkeit entfillt. Dasselbe gilt,
wenn der Téter einen Vorgang zutreffend schildert, dieser Vorgang

876 BGHSt 14, 240, 246; Fischer, StGB, § 164 Rn. 3; Kindhduser-LPK-StGB, § 164
Rn. 4; Lackner/Kiihl/Kiihl, StGB, § 164 Rn. 5.

877 Zimmermann, ArbRAktuell 2012, 58, 60.

878 Lackner/Kiihl/Kiihl, StGB, § 164 Rn. 5; Lackner/Kiithl/Heger, StGB, § 11 Rn. 18.

879 Kindhdiuser-LPK-StGB, § 164 Rn. 12; Rengier, Strafrecht BT II, § 50 Rn. 8.

880 Lackner/Kiihl/Kiihl, StGB, § 164 Rn. 5; Kindhduser-LPK-StGB, § 164 Rn. 13.

881 Fischer, StGB, § 164 Rn. 6; Rengier, Strafrecht BT 11, § 50 Rn. 10.; Zimmermann,
ArbRAKktuell 2012, 58, 60.
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aber entgegen seiner Interpretation nicht gesetzeswidrig ist oder er aus
diesem Vorgang falsche Schliisse zieht382,

Streitig ist, ob von § 164 StGB lediglich die Verdichtigung Un-
schuldiger erfasst wird oder ob es ausreichend ist, dass der gegen einen
Schuldigen geduflerte Verdacht unrichtig ist. In der Literatur®3 wird
die Ansicht vertreten, dass es ausreichend ist, wenn die Tatsachen un-
richtig sind, wobei es nicht auf Schuld oder Unschuld des Verdichtig-
ten ankommt. Der Tater macht sich auch dann strafbar, wenn er einen
Schuldigen verdichtigt und dabei unrichtige Tatsachen duflert. Hier
steht die unwahre Behauptung im Mittelpunkt. Der Rechtsprechung
des BGH?®34 zufolge muss es sich beim Verdachtigten um eine unschul-
dige Person handeln. Es liegt danach kein Verdéchtigen vor, wenn
zwar falsche Beweismittel vorgebracht werden, der Verdachtigte die
rechtswidrige Tat aber ,,(moglicherweise) begangen hat“8#s. Steht die
Unschuld des Verdéchtigten nicht fest, so muss auch der Verdichtigen-
de in dubio pro reo freigesprochen werden?86. Uberzeugender ist die
Ansicht der Literatur, da die Strafverfolgungsbehorden auch dann un-
berechtigt in Anspruch genommen werden, wenn nach der tatsichli-
chen Lage Verdachtstatsachen im Sinne des § 152 Abs. 2 StPO fehlen
und die Behorde wegen manipulierter Beweise zu ermitteln beginnt.
Zudem hat der wirklich Schuldige einen rechtsstaatlichen Anspruch
darauf, nicht aufgrund manipulierter Beweismittel mit strafrechtlichen
Ermittlungen belastet zu werden®%7.

Damit macht sich nach § 164 StGB strafbar, wer unwahre Tatsa-
chenbehauptungen auch hinsichtlich tatsdchlich schuldiger Personen
aufstellt. Dies gilt nicht nach der Rechtsprechung des BGH, welcher in

882 Rengier, Strafrecht BT II, §50 Rn.10; Schemmel/Ruhmannseder/ Witzigmann,

Hinweisgebersysteme, Kapitel 4 Rn. 57; Schonke/Schroder/Lenckner/Bosch, § 164
Rn. 6/7; Matt/Renzikowski/Maier, § 164 Rn. 10.

883 Lackner/Kuhl/Kiihl, StGB, §164 Rn.y7; Schemmel/Ruhmannseder/ Witzigmann,
Hinweisgebersysteme, Kapitel 4 Rn.58; Otto, Jura 2000, 217, 217f; Schonke/
Schroder/Lenckner/Bosch, § 164 Rn. 16.

884 BGHSt 35, 50, 53; so auch Krey/Heinrich, BT 1 Rn.s596af; vgl. auch Fischer,
StGB, § 164 Rn. 6; Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme,
Kapitel 4 Rn. 58; Matt/Renzikowski/Maier, § 164 Rn. 18.

885 Vgl. dazu auch Schonke/Schréder/Lenckner/Bosch, § 164 Rn. 16.

886 Rengier, Strafrecht BT II, § 50 Rn. 11 £.

887 Rengier, Strafrecht BT II, § 50 Rn. 12; Schonke/Schréder/Lenckner/Bosch, § 164
Rn. 16; Gaede JuS 2003, 774, 778 1.
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der Praxis grundsitzlich zu folgen ist und die den Téter besser stellt,
indem sie die Vorbringung falscher Beweismittel nicht als Verdéchti-
gung ansieht, wenn der Verdédchtigte moglicherweise die Tat begangen
hat.

Das Tatbestandsmerkmal der Falschheit der Verdachtigung wird
beim Whistleblowing schon kaum vorhanden sein, da ein Whistle-
blower nach dem hiesigen Verstindnis eine gutgldubig handelnde Per-
son ist und es dem Wesen des Whistleblowings widersprechen wiirde,
wenn die hinweisgebende Person einen unwahren Sachverhalt schil-
dern wiirde. Solche Personen sind nach hiesiger Definition keine
Whistleblower. Sollte der Whistleblower einen beobachteten Sachver-
halt wahrheitsgemaf3 schildern, aber die Vorgénge rechtlich falsch in-
terpretiert haben, entfillt ebenso die Strafbarkeit. Das Merkmal kann
nur Relevanz in den unwahrscheinlichen Féllen haben, in denen der
Hinweisgeber einen falschen Sachverhalt mitteilt, weil er einen tatsdch-
lich beobachteten Sachverhalt unvollstindig wahrgenommen hat und
etwaige Vorginge noch hinzudichtet oder autbauscht, die er gesehen
zu haben meint.

3. Adressat

Die Verddchtigung muss nach § 164 Abs. 1 StGB gegeniiber einer Be-
horde, einem zur Entgegennahme von Anzeigen zustindigen Amtstra-
ger oder militdrischen Vorgesetzten oder offentlich mitgeteilt werden.
Behorden sind Organe der Staatsgewalt, die als eigene, vom Wechsel
der fiir sie tatigen Personen unabhéngige organisatorische Einheiten
unter offentlicher Autoritit fiir staatliche Zwecke titig sind3%. Nach
§11 Abs.1 Nr.7 StGB sind auch Gerichte Behorden im Sinne des
Strafgesetzbuchs. Bei den zur Entgegennahme von Anzeigen zustindi-
gen Amtstrdgern handelt es sich nach § 158 Abs. 1 StPO um die Be-
amten der Staatsanwaltschaft und des Polizeidienstes. Bei Dienst-
pflichtverletzungen kommen die Dienstvorgesetzten als taugliche
Adressaten in Betracht. Bei militarischen Verstoflen die militarischen

888 BVerfGE 10, 20, 48; NK-StGB/Vormbaum, § 164 Rn.32; Schonke/Schroder/
Lenckner/Bosch, § 164 Rn. 25; Lackner/Kiihl/Heger, StGB, § 11 Rn. 20.
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Vorgesetzten nach §§ 1 Abs. 4 SoldatenG, 27 ff. WehrdisziplinarO. Die
Verdichtigung erfolgt offentlich, wenn sie unabhingig von der Of-
fentlichkeit des Ortes von einem grofieren, nach Zahl und Individuali-
tat unbestimmten oder durch nihere Beziehungen nicht verbundenen
Personenkreis unmittelbar wahrgenommen werden kann®%. Hierunter
fallt auch die Verbreitung von Behauptungen iiber die Medien oder
aber auch organisationsintern die Auflerung gegeniiber Kollegen®9°.

In Bezug auf das Whistleblowing folgt aus dem hier aufgezeigten
Adressatenkreis, dass zumindest organisationsinterne Hinweise oder
aber Hinweise an Stellen, die von der Organisation als Hinweisgeber-
system implementiert worden sind, nicht unter den Tatbestand des
§ 164 StGB fallen.

4. §164 Abs. 2 StGB

Nach § 164 Abs. 2 StGB wird bestraft, wer eine sonstige Behauptung
tatsdchlicher Art aufstellt. Es handelt sich dabei in Abgrenzung zu
§164 Abs.1 StGB um Anschuldigungen, die weder Straftat noch
Dienstpflichtverletzung darstellen89:.

Hiervon sind insbesondere Verletzungen blofler Standes- oder Be-
rufspflichten oder die Begehung von Ordnungswidrigkeiten umfasst892.

5. Subjektiver Tathestand zu § 164 Abs. 1 und Abs. 2 StGB

In subjektiver Hinsicht wird zumindest bedingter Vorsatz hinsichtlich
der Merkmale des objektiven Tatbestandes und die sichere Kenntnis

889 BayObLG NStZ-RR 2003, 233; NK-StGB/Vormbaum, § 164 Rn.37; Schonke/

Schroder/Lenckner/Eisele, § 186 Rn. 19; Lackner/Kiihl/Kiihl, StGB, § 80a Rn. 2.

890 Zimmermann, ArbRAktuell 2012, 58, 60; Schonke/Schroder/Lenckner/Eisele,
§186 Rn.19; a.A. Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme,
Kapitel 4 Rn. 60, wonach ohne nihere Begriindung Medienvertreter nicht zum
tauglichen Adressatenkreis gehoren.

891 Schonke/Schroder/Lenckner/Bosch, § 164 Rn. 12; Matt/Renzikowski/Maier, § 164
Rn. 25; Fischer, StGB, § 164 Rn. 11.

892 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 56;
Fischer, StGB, § 164 Rn. 11.
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beziiglich der Unwahrheit des Verdachtsmoments verlangt (,wider
besseres Wissen®). Wie bereits oben ausgefiihrt, handelt auch wider
besseres Wissen, wer bewusst unrichtige Tatsachen hervorbringt, weil
er von der Schuld des anderen iiberzeugt ist. Es liegt aber ein Verbots-
irrtum vor, wenn er seine Handlung deswegen fiir erlaubt halt®3. Zu-
dem muss die Absicht hinzukommen, das betreffende Verfahren her-
beizufithren3%4, wobei unter Absicht hier der gesamte direkte Vorsatz
umfasst wird. Bei 6ffentlichen Auferungen wird es unter Umstinden
schwierig sein, einen direkten Vorsatz zur Herbeifithrung eines Ver-
fahrens nachzuweisen.

Ein Whistleblower ist nach der hier vertretenen Auffassung ein
gutglaubiger Whistleblower, der in sachlicher Form einen von ihm tat-
sichlich beobachteten Sachverhalt mitteilt®s. Spatestens am Merkmal
des subjektiven Tatbestandes scheidet die Strafbarkeit des Whistleblo-
wers demnach aus, da Anzeigende, die wider besseres Wissen einen
anderen einer rechtswidrigen Tat verdichtigen, schon nach der hier
vertretenen Definition keine Whistleblower sind. Eine (grob) fahrléssi-
ge Falschanschuldigung gibt es nach der heutigen Fassung des § 164
StGB nicht mehr, so dass ein Strafbarkeitsrisiko wegen falscher Ver-
déchtigung fiir Whistleblower praktisch nicht gegeben ist. Der subjek-
tive Tatbestand ist damit in der strafrechtlichen Theorie auch dann
nicht erfiillt, wenn der Whistleblower fiir méglich hélt und darauf ver-
traut, dass der Hinweis der Wahrheit entspricht89¢.

893 Schonke/Schroder/Lenckner/Bosch, § 164 Rn. 30.

894 Kindhduser-LPK-StGB, § 164 Rn.21; Rengier, Strafrecht BT II, § 50 Rn.23f;
Krey/Heinrich, BT 1 Rn. 597; Schonke/Schroder/Lenckner/Bosch, § 164 Rn. 29 ft;
Maurach/Schroeder/ Maiwald, BT2, § 99 Rn. 20.

895 Vgl hierzu auch http://www.whistleblower-net.de/whistleblowing/rechtslage/rec
htslage-in-deutschland/unzulassige-falsche-tatsachenbehauptungen-und-beleidig
ungen/ (letzter Zugriff: 20. Februar 2016).

896 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 4 Rn. 63;
Maurach/Schroeder/ Maiwald, BT2, § 99 Rn. 20.
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6. Zwischenfazit

Als Zwischenfazit ist festzuhalten, dass ein gutgldubiger Whistleblower
sich nicht wegen falscher Verdéchtigung nach § 164 StGB stratbar ma-
chen kann®7.

VIII. § 145 d StGB — Vortauschen einer Straftat

Der Whistleblower konnte sich des Weiteren wegen des Vortduschens
einer Straftat strafbar machen, wenn er einer Behorde oder einer zur
Entgegennahme von Anzeigen zustdndigen Stelle vortauscht, dass eine
rechtswidrige Tat begangen worden sei (Abs.1 Nr.1) oder dass die
Verwirklichung einer der in § 126 Abs. 1 StGB (Storung des offentli-
chen Friedens durch Androhung von Straftaten) genannten rechtswid-
rigen Taten bevorstehe.

Auch dieser Straftatbestand erfordert in all seinen Féllen auf sub-
jektiver Seite, dass der Téter wider besseres Wissen handelt. Ein Titer,
welcher weif3, dass die von ihm gemeldete rechtswidrige Tat in ihren
objektiven und subjektiven Voraussetzungen nicht vorliegt, handelt
schon nicht als Whistleblower, da ein solcher in gutem Glauben an die
Richtigkeit der von ihm gemeldeten Tatsachen handeln muss.

897 Ungeachtet dessen sollten Hinweise und Anzeigen des Whistleblowers nur das
beinhalten, was der Whistleblower tatsichlich selbst wahrgenommen hat und
sich sachlich darauf beschrinken. Zudem sollte sichergestellt werden, dass der
Sachverhalt sorgfaltig gepriift worden ist und belastbar dargelegt werden kann
(siche hierzu Zimmermann, ArbRAktuell 2012, 58, 60). Interpretationen oder
Ausschmiickungen des Sachverhalts in der Weise, dass das Ergebnis dessen eine
unwahre Tatsachenbehauptung wird, konnen zu einer Strafbarkeit wegen falscher
Verdichtigung fithren. Der Whistleblower sollte sich nicht darauf verlassen, dass
er vor einem Ermittlungsverfahren verschont bleibt, obwohl er unrichtige Anga-
ben gemacht hat, aber an die Richtigkeit der Angaben geglaubt und sich darauf
verlassen hat. Der Nachweis des inneren Tatbestandes ist schwieriger als derjeni-
ge des objektiven Tatbestandes, so dass die Wahrscheinlichkeit gegeben ist, dass
trotz Mitteilung unrichtiger Tatsachen bei gutgldubiger Handlung ein Ermitt-
lungsverfahren eingeleitet wird (vgl. Schemmel/Ruhmannseder/Witzigmann, Hin-
weisgebersysteme, Kapitel 4 Rn. 64).
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IX. Fazit zur strafrechtlichen Wiirdigung

Eine Strafbarkeit wegen des Vortduschens einer Straftat kann da-
mit von einem Whistleblower nach der hiesigen Definition nicht be-
gangen werden.

IX. Fazitzur strafrechtlichen Wiirdigung

Als Fazit zu der Priiffung der moglichen Straftatbestinde kann festge-
stellt werden, dass selbst bei einem gutglaubig handelnden Whistle-
blower, der sorgfaltig recherchiert hat und deshalb an die Wahrheit der
von ihm mitgeteilten Tatsachen und Missstdnden glaubt, ein Strafbar-
keitsrisiko bleibt. Es besteht das Risiko zumindest wegen Geheimnis-
schutzvorschriften belangt zu werden. Eine Einwilligung des Geheim-
nisinhabers wirkt zwar rechtfertigend, doch wird es eine solche - je-
denfalls wenn kein Whistleblower-System implementiert ist — zumeist
nicht geben. Im Falle der Implementierung eines Whistleblower-Sys-
tems ist allerdings akribisch darauf zu achten, dass die Voraussetzun-
gen der rechtfertigenden Einwilligung eingehalten werden, was wiede-
rum einen gewissen administrativen Aufwand erfordert. Gesetzliche
Offenbarungspflichten und -rechte sind sehr eng gefasst und haben
einen geringen Anwendungsbereich und kénnen pauschal nicht zu-
gunsten aller Whistleblower wirken.

Der rechtfertigende Notstand nach § 34 StGB erfordert die Aus-
wahl des mildesten Mittels, weswegen ein Whistleblower sich zunéichst
intern um die Losung des Missstandes bemiihen muss, bevor er weite-
re Schritte ergreift. Ein interner Abhilfeversuch kann allerdings dann
obsolet sein, wenn beispielsweise interne Abhilfeversuche gescheitert
sind. Im Rahmen des § 34 StGB ergibt sich allerdings die rechtliche
Liicke — wie der Beispielsfall unter Abschnitt E. deutlich gemacht hat -,
dass eine Rechtfertigung der Verletzung einer Schweigepflicht nicht
greift, wenn die zu meldende Tat bereits abgeschlossen ist (repressive
Strafverfolgungsinteressen), aber mit an Sicherheit grenzender Wahr-
scheinlichkeit weitere Straftaten begangen werden, allerdings noch
nicht sicher ist, wann dies der Fall sein wird. Eine Losung hierfiir bie-
tet die Literatur, nach welcher eine Rechtfertigung zu bejahen ist, wenn
die Gefahr besteht, dass weiterhin Straftaten begangen werden. Aller-
dings besteht fiir den Whistleblower weiterhin eine immense Rechts-
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unsicherheit, wenn dieser Losungsweg nicht ausdriicklich in Gesetzes-
form gegossen wird.

Bei Amtstragern ist zwar das externe Whistleblowing ausdriicklich
normiert, dieses ist jedoch lediglich in den eng umgrenzten Féllen der
Meldung von Korruptionsstraftaten moglich.

Eine Strafbarkeit wegen iibler Nachrede nach § 186 StGB wird im
Rahmen des Whistleblowings von der Wahrnehmung berechtigter In-
teressen nach § 193 StGB gedeckt sein. Da der Whistleblower nach der
hiesigen Definition eine gutgldaubige Person sein muss und damit nicht
swider besseres Wissen im Sinne der §$ 164, 145 d StGB handelt, ent-
fallt eine Strafbarkeit wegen falscher Verdachtigung sowie wegen Vor-
tauschens einer Straftat.
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I. Beseitigung strafrechtlicher Folgen fiir Whistleblower

Lows®® Aussage ist zuzustimmen, dass der beste ,Denunzianten-
schutz® eine gesetzeskonforme Unternehmensfiihrung ist, was im hie-
sigen Kontext nicht nur auf Unternehmen beschrinkt werden kann,
sondern allgemein auf diejenigen Organisationen, in denen Personen
beschiftigt sind und als Whistleblower in Frage kommen. Die Straflo-
sigkeit des Whistleblowings nach der hier aufgestellten Definition ist
Grundvoraussetzung fiir die Entwicklung einer gesunden Whistleblo-
werkultur, die von dem negativ besetzten Begriff des Denunzianten-
tums strikt abzugrenzen ist (vgl. oben Abschnitt C. I. 3. a)). Der De-
nunziant verdient keinen Schutz; der Whistleblower hingegen erfiillt
gesellschaftlich erwiinschte Verhaltensweisen, indem er auf Missstinde
hinweist, die ohne seine Anzeige wohl nie ans Tageslicht gelangen wiir-
den. Somit leistet er seinen Beitrag, Kriminalitit und Gefahren fiir
wichtige Rechtsgiiter einzuddmmen.

Die Entkriminalisierung des gutgldubigen Whistleblowings muss
sowohl im materiellen Strafrecht Ausdruck finden, als auch schon
einen Schritt zuvor, auf rein organisatorischer Ebene, indem Systeme
oder Anlaufstellen eingerichtet werden, die es dem potenziellen
Whistleblower erméglichen, einen Hinweis iiber illegale Praktiken
oder Missstinde innerhalb der Organisation an geeignete Whistle-
blower-Stellen abzugeben. Ein solches System sichert der Person, die
einen Missstand melden mdchte zu, dass ihre Anzeige bei der Whistle-
blower-Stelle aufgrund einer Einwilligung gerechtfertigt ist und damit
zu keinen strafrechtlichen Folgen fithren wird (dazu Abschnitt E. II.).
Diese Gewissheit miissen potenzielle Whistleblower haben, um nicht
nur im Interesse der Gesellschaft, vielmehr auch im Interesse der Or-

898 Low, BB 2008, 1449; vgl. auch Sasse, NZA 2008, 990, 993.
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ganisationsleitung, auf kriminelle und gefdhrliche Tétigkeiten hinzu-
weisen.

Sollte eine Organisation jedoch kein solches System zur Verfiigung
stellen, muss auf Gesetzesebene die oben aufgezeigte Liicke innerhalb
des rechtfertigenden Notstandes nach § 34 StGB geschlossen werden.
Diese Liicke besteht in Fillen, in denen eine Straftat beendet ist und
damit keine gegenwirtige Gefahr mehr gegeben ist, aber die hohe
Wahrscheinlichkeit besteht, dass in Zukunft weitere Straftaten began-
gen werden. Hierzu empfiehlt sich eine Ergdnzung des § 34 StGB, wel-
cher solche Fille von seiner Rechtfertigungswirkung umfassen soll
(dazu Abschnitt F IIIL.).

Il. Einfiihrung eines Whistleblowing-Systems

Eine Moglichkeit fiir die Rechtfertigung der oben gepriiften Delikte ist
die Implementierung eines Whistleblowing-Systems, welches intern
oder extern die Moglichkeit bietet, Straftaten oder Fehlverhalten in-
nerhalb einer Organisation zu melden, ohne dass personliche Nachtei-
le befiirchtet werden miissen3%. Eine solche Einfithrung fiithrt zu dem
Ergebnis, dass die Mitteilung eines solchen Geheimnisses die Rechts-
widrigkeit aufgrund rechtfertigender Einwilligung entfallen lsst.

Wie nach dem Vorbild des Sarbanes-Oxley Acts sollte jedes Unter-
nehmen ein funktionierendes Compliance-System einrichten oder ein
solches von externen Anbietern nutzen, um organisationsinterne Miss-
stinde aufzudecken und somit auf lange Sicht Skandale von Unterneh-
men fernzuhalten und eine ,Reinigung des Unternehmens® oder der
Organisation ,von innen heraus® zu ermoglichen9®. Eine solche Ver-
pflichtung ldsst sich in Deutschland nicht aus § 91 Abs. 2 AktG oder
§ 130 OWIiG ableiten, sondern liegt vielmehr im Ermessen der jeweili-
gen Organisation. Nach § 91 Abs. 2 AktG ist der Vorstand von Aktien-
gesellschaften gesetzlich dazu verpflichtet, geeignete Mafinahmen zu
treffen, insbesondere ein Uberwachungssystem einzurichten, mittels

899 Vgl. dazu Rosbach, CCZ 2008, 101, 104.
900 Zu diesem Begrift siehe Hefendehl, FS-Amelung, 617; vgl. auch Koch, ZIS 2008,
500, 502, der von ,,Firmenhygiene“ spricht.
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dessen Entwicklungen, die den Fortbestand der Gesellschaft gefihrden
konnen, frithzeitig erkannt werden, allerdings besteht weder die Ver-
pflichtung zur Umsetzung bestimmter Risikomanagementmodelle
noch eines Whistleblowerschutz-Systems?°'. Eine generelle Pflicht zur
Einrichtung eines Whistleblower-Systems besteht nicht?°2. Freilich gilt
dies nicht fiir diejenigen deutschen (Tochter-) Unternehmen, die an
der US-Borse gelistet sind, in den Anwendungsbereich des SOX fallen
und damit schon nach den Vorschriften des SOX verpflichtet sind,
eine Anlaufstelle einzurichten9°3.

Empirische Studien zeigen auf, dass der Anteil deutscher Unter-
nehmen, welche ein Whistleblowing-System besitzen, immer weiter
steigt. So verfiigten im Jahre 2005 etwa 17 % der deutschen Unterneh-
men iiber ein solches System. Bis ins Jahr 2007 ist der Anteil auf circa
21 % gestiegend°4.

1. Arten von Whistleblowing-Systemen

a) Interne Whistleblowing-Stelle

Die konkrete Ausgestaltung des Hinweisgebersystems ist dabei aus
strafrechtlicher Sicht zweitrangig. Es kann sich hierbei um die Imple-
mentierung einer internen Stelle handeln, an die sich ein Whistle-
blower innerhalb der eigenen Organisation wendet, so dass eine
Kenntniserlangung der Offentlichkeit ausgeschlossen werden kann.
Intern kommt beispielsweise der Vorstand, der Betriebsrat oder der
Aufsichtsrat in Betracht, wobei der Whistleblower in solchen Fillen
Zweifel daran haben kénnte, ob diese Stellen nicht selbst in die von
ihm zu meldenden Missstanden involviert sind, so dass solche Stellen

901 Koch, ZIS 2008, 500, 502; MiitKo-AktG/Spindler, § 91 Rn. 16; Hiiffer; AktG, § 91
Rn. 9; Strack, Whistleblowing in Deutschland, S. 5; Bock, Criminal Compliance,
S. 732; Salvenmoser/Hauschka, NJW 2010, 331; KK-OWiG-Rogall, § 130 Rn. 40;
Altenburg, BL] 2008, 3, 5; Strack, Whistleblowing in Deutschland, S. 5.

902 Eine eingeschrankte Pflicht zur Implementierung eines Whistleblower-Systems
besteht beispielsweise fiir Kreditinstitute nach § 25a Abs. 1 S.6 Nr. 3 KWG; vgl.
Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 8o.

903 Vgl. oben unter Abschnitt D. II. 2.

904 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 17.
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wohl nicht das uneingeschrankte Vertrauen des potenziellen Whistleb-
lowers geniefien werden. Dasselbe gilt fiir Compliance-Beauftragte in-
nerhalb des Unternehmens, bei denen nicht mit hinreichender Sicher-
heit festgestellt werden kann, dass diese mit den abgelieferten Informa-
tionen sowie der Identitit des Whistleblowers vertraulich umgehen
werden?°s. Bei einem internen Syndikusanwalt oder einem Justiziar
stellt sich das Problem, dass dieser die Sonderrechte des Rechtsanwalts,
wie das Zeugnisverweigerungsrecht nach § 53 Abs.1 S.1 Nr. 3 StPO
sowie das Beschlagnahmeverbot nach § 97 StPO nicht genief3t und da-
mit das Risiko der Strafverfolgung fiir den Whistleblower bestehto°¢.

Aus dem Blickwinkel des potenziellen Whistleblowers spricht da-
mit aus juristischer Sicht mehr fiir die Nutzung eines organisationsex-
ternen Whistleblowing-Systems. Auch aus rein praktischer Sicht wird
es ihm leichter fallen, Missstinde aus dem Unternehmen heraus an
eine externe Stelle zu tragen, da aus rein psychologischer Sicht hier die
Hemmschwelle eine deutlich niedrigere ist und dem potenziellen
Whistleblower nicht suggeriert wird, dass die Information iiber den
von ihm zu meldende Missstand von den Personen empfangen wird,
die zugleich Titer dieses Missstandes sein konnten.

b) Externe Whistleblowing-Stelle, die dem internen Whistleblowing
zuzurechnen ist

Da die Einrichtung eines eigenen Systems neben sachlichen Ressour-
cen auch personelle Ressourcen erfordert und dadurch kostspielig ist,
bleibt die Einrichtung einer solchen Whistleblower-Anlaufstelle grofie-
ren Unternehmen vorbehalten. Fir kleine oder mittelstindische Un-
ternehmen bietet sich die Bestellung einer Ombudsperson oder eines
externen Drittanbieters an%7. Faktisch handelt es sich dabei um eine
externe, da nicht organisationsinterne Stelle, die aber dem internen
Whistleblowing zuzurechnen ist9°8.

905 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 84; vgl. auch Schemmel/

Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 5 Rn. 15 ff.

906 LG Bonn NStZ 2007, 605, 606; Rotsch/Rotsch/Wagner, Criminal Compliance,
§ 34 C Rn. 85; Bock, Criminal Compliance, S. 740; Buchert, CCZ 2008, 148.

907 Bock, Criminal Compliance, S.739; Martinek/Semler/Habermeier/Flohr/Passar-
ge, Vertriebsrecht, § 82 Rn. 141.

908 Siehe dazu Abschnitt C. I. 1. a) aa).
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In Betracht kommt damit die Auslagerung eines Whistleblowing-
Systems beispielsweise an eine Ombudsstelle als neutrale Anlaufstelle,
ohne dass der Whistleblower zuvor den Vorgesetzten informieren
muss?®. Bei der Ombudsperson sollte es sich um einen Rechtsanwalt
handeln, der der anwaltlichen Verschwiegenheit unterliegto:°, um die
oben genannten Nachteile bei der Einschaltung eines Syndikusanwalts
zu umgehen. Zu beachten ist deshalb, dass Ombudspersonen, bei de-
nen es sich nicht um Personen handelt, die einer Verschwiegenheits-
pflicht unterliegen, gegebenenfalls im Ermittlungsprozess vertrauliche
Informationen offenlegen miissen und ihm Rahmen einer Zeugenver-
nehmung zu wahrheitsgemédfien Angaben verpflichtet sind9!*. Es ist
daher empfehlenswert, einen Rechtsanwalt einzusetzen der einer Ver-
schwiegenheitspflicht unterliegt und der ein Zeugnisverweigerungs-
recht besitzt (§§ 53 Abs. 1 Nr. 2 und 3 StPO, 203 Abs. 1 Nr. 3 StGB, 383
Abs. 1 Nr. 6 ZPO, 43a Abs. 2 BRAO)9'2, Problematisch ist in diesem
Falle jedoch, dass die Ombudsperson Vertragspartner der Organisati-
on ist, was in Bezug auf die Verschwiegenheit gegeniiber Strafverfol-
gungsbehorden zwar keine Auswirkung hat. Allerdings empfiehlt sich
eine vertragliche Ausgestaltung dahingehend, dass die Ombudsperson
auch zur Verschwiegenheit gegeniiber organisationsinternen Personen
verpflichtet ist, was die Hemmschwelle des Whistleblowers, einen
Missstand zu melden sowie Sanktionsrisiken zu senken vermag®'3. Der
Vertrag zwischen der Organisation und der Ombudsperson kann zu-
dem als einer mit Schutzwirkung zugunsten Dritter — also zugunsten
des Hinweisgebers — interpretiert werden9*4.

In Betracht kommt auch die Implementierung eines externen Sys-
tems, welches als Mittelsperson fungiert, beispielsweise der Business

909 Weber-Rey, AG 2006, 406, 407.

910 Vgl. Martinek/Semler/Habermeier/Flohr/Passarge, Vertriebsrecht, § 82 Rn. 141;
Strack, Whistleblowing in Deutschland, S. 7.

911 Hauf$mann/Kaufmann, ArbRAktuell 2011, 186.

912 Buchert, CCZ 2008, 148; Bock, Criminal Compliance, S. 740; Rotsch/Rotsch/ Wag-
ner, Criminal Compliance, § 34 C Rn. 86.

913 Problematisch ist hier allerdings, dass nach der Rechtsprechung der Beschlagnah-
meschutz nur insoweit gilt, als die Mandatsbeziehung betroffen ist: LG Hamburg
NJW 2011, 942, 943; Rotsch/ Rotsch/Wagner, Criminal Compliance, §34 C
Rn. 86f.

914 Buchert, CCZ 2008, 148, 150; Bock, Criminal Compliance, S. 740.
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Keeper AG915. Seit dem Jahr 2001 existiert das von der privaten Busi-
ness Keeper AG aus Potsdam eingerichtete Hinweisgebersystem ,,Busi-
ness Keeper Monitoring System” (BKMS)916. Dieses System ermoglicht
es dem potenziellen Hinweisgeber, auch unter technisch gewahrleiste-
ter Abschirmung seiner Identitit, Regelverstofie zu melden ohne dabei
die Prozessabldufe oder Strukturen der Organisation zu verandern.
Dabei handelt es sich um eine Kommunikationsplattform, die es dem
Hinweisgeber (entweder anonym oder unter Aufdeckung seiner Iden-
titdt) ermoglicht, mit einem Hinweisbearbeiter in Kontakt zu treten.
Bei den Bearbeitern handelt es sich um Personen direkt bei den Kun-
den, die das BKMS System nutzen, beispielsweise Ombudspersonen
oder Korruptionsbeauftragte. Das System steht dabei praktisch zwi-
schen dem Hinweisgeber und dem Empfinger und verfolgt den
Zweck, die Hinweise vor Zugriffen Dritter zu schiitzen und die techni-
sche Sicherheit — die Kommunikation findet verschliisselt statt - zu ga-
rantieren. Der Empfinger der Hinweise bearbeitet diese und hat die
Moglichkeit mit dem Whistleblower Riicksprache zu halten und in
einen Dialog zu treten. Anders als bei anonymen Hinweisen mittels
konventioneller Methoden, die meist nur auf eine Tatsache hinweisen
sollen, aber keine Moglichkeit der Riickfrage oder der Kommunikation
gestatten, ist das BKMS System auf einen kommunikativen Dialog aus-
gerichtet und ermdglicht es dem Hinweisempfinger nachzufragen und
noch eventuell bestehende Unklarheiten aus dem Weg zu rdumen®'7.
Die Business Keeper AG garantiert hierbei, dass aufler dem Hinweis-
empfinger weder Dritte noch die Business Keeper AG selbst Einsicht
in die Meldungen haben®'8. Die Anonymitit des Hinweisgebers wird

915 Vgl. dazu Zimmer/Seebacher, CCZ 2013, 31, 33; Rosbach, CCZ 2008, 101, 104.

916 www.business-keeper.com/whistleblowing-compliance.html (letzter Zugriff:
20. Februar 2016); kritisch zur praktischen Wirksamkeit des BKMS Systems: Ba-
ckes/Lindemann, Staatlich organisierte Anonymitit als Ermittlungsmethode bei
Korruptions- und Wirtschaftsdelikten, S. 18 ff.: in einem Zeitraum von 15 Mona-
ten (Oktober 2003 bis Dezember 2004) gingen iiber das BKMS 553 Hinweise ein.
Nur rund 10% der Meldungen fiithrten zu Verurteilungen; siehe auch Hefendehl,
FS-Amelung, 617, 625 f.; Altenburg, BL] 2008, 3, 5; Bock, Criminal Compliance,
S.734.

917 Zimmer/Seebacher, CCZ 2013, 31, 33.

918 www.business-keeper.com/de/bkms-compliancesystem/bkms-system.html
(letzter Zugriff: 20. Februar 2016); Altenburg, BL] 2008, 3, 5.
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technisch garantiert®*9, je nach Art der Information kann die Méglich-
keit eines Riickschlusses auf die Identitdt des Whistleblowers allerdings
wohl nie ausgeschlossen werden. Zu den Nutzern des BKMS gehoren
neben dem Landeskriminalamt Niedersachsen und der Polizei Baden-
Wiirttemberg weitere Behorden und mehrere Groflunternehmen?2°.
Wie schon im Rahmen der Definition des Whistleblowings festgestellt,
sollten anonyme Anzeigen zwar zugelassen werden, sollten allerdings
unerwiinscht sein, da durch anonyme Anzeigen die Gefahr des Miss-
brauchs und nicht ernst gemeinter Anzeigen steigt.

2. Vorteile eines Whistleblower-System:s fiir die Organisation und den
Whistleblower

Unabhingig davon, ob es sich beim Whistleblowing-System um eine
interne oder externe Stelle handelt, hat dies fiir die Organisation den
Vorteil, dass von vornherein eine Meldung nach auflen, also an die Of-
fentlichkeit, unterbunden werden kann, da der potenzielle Whistle-
blower keine Notwendigkeit verspiiren wird, Behérden oder Medien
zu informieren9?!, wenn ihm ausdriicklich vermittelt und deutlich ge-
macht wird, dass eine unabhingige Stelle existiert, die seine Anliegen
entgegennimmt und vertraulich bearbeitet mit der Aussicht, dass ge-
eignete Mafinahmen ergriffen werden, um die gemeldeten Missstinde
zu beenden. Damit kénnen auch Compliance-Vorgaben eingehalten

919 Altenburg, BL] 2008, 3, 5.

920 www.business-keeper.com/de/hinweisgebersystem/referenzen.html (letzter
Zugriff: 20. Februar 2016): neben dem LKA Niedersachsen und der Polizei Ba-
den-Wiirttemberg sind Nutzer des BKMS: die marokkanische Anti-Korruptions-
behorde (Instance Centrale de Prévention de la Corruption — ICPC), die keniani-
sche Anti-Korruptionsbehérde (Ethics and Anti-Corruption Commission -
EACC), die Bertelsmann Gruppe, die Commerzbank AG, die Deutsche Telekom
AG und ihre Tochter die T-Mobile Polska, die Fraport AG, die MAN Gruppe, die
BuyIn GmbH, die evangelische Jugendhilfe Godesheim gGmbH, die Kaufmanni-
sche Krankenkasse KKH, die Nestlé Deutschland AG, die Deutsche Bahn AG so-
wie die ZF Friedrichshafen AG.

921 Vgl. dazu auch Mengel, Compliance und Arbeitsrecht, Kapitel 7 Rn. 39; Berndt/
Hoppler, BB 2005, 2623, 2627 f.; Bock, Criminal Compliance, S. 734 f.
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werden, so dass den Grundsdtzen einer ordnungsgeméflen Fithrung
des Unternehmens entsprochen wird?22.

Fiir den potenziellen Hinweisgeber hat dies den Vorteil, dass durch
die Implementierung eines Hinweisgebersystems eine rechtfertigende
Einwilligung hinsichtlich mit dem Whistleblowing zusammenhéngen-
der Straftaten besteht und damit keine strafrechtlichen Sanktionen
oder andere personliche Nachteile drohen23. Es handelt sich um ein
»Frithwarnsystem®, welches organisationsbezogenes Fehlverhalten
schon in einem frithen Stadium eindammen kann und Risiken, sowohl
im Zusammenhang mit Criminal Compliance, sowie solche von straf-
rechtlicher Relevanz oder die zu Unternehmensgeldbuf3en fithren kén-
nen, minimiert924,

Festzuhalten ist des Weiteren, dass ein internes oder externes
Whistleblowing-System nicht nur den Vorteil hat, dass Missstainde und
Fehlentwicklungen frithzeitig erkannt werden und ihnen rechtzeitig
und angemessen entgegengesteuert werden kann, sondern auch, dass
es sich dabei um ein giinstiges und probates Mittel handelt, einer nega-
tiven Publizitit entgegenzuwirken bzw. diese gar nicht erst entstehen
zu lassen. Negative Publizitdt fithrt zu Reputationsverlusten bei Ge-
schiftspartnern, Investoren und Ratingagenturen und kann im
schlimmsten Fall wirtschaftlich den Tod eines Unternehmens bedeu-
ten92s. Unternehmen, die ihren Fokus auf Verantwortung richten, sind
auf lange Sicht gesehen wirtschaftlich erfolgreicher. Warren Buffet sag-
te: ,Es dauert zehn Jahre, einem Unternehmen ein positives Image zu
verleihen, aber nur Sekunden, um dieses zu verlieren. Unternehmen
wie Enron, WorldCom oder Arthur Andersen sind aufgrund eines im-
mensen Reputationsverlustes untergegangen®2°. Unternehmen haben
daher ein origindres Interesse daran, Pflichtverletzungen und Miss-
stinde von der Offentlichkeit fernzuhalten?>7.

922 Busekist/Fahrig, BB 2013, 119, 1205 Biirkle, DB 2004, 2158.

923 Vgl. auch Bock, Criminal Compliance, S. 733; Rosbach, CCZ 2008, 101, 104.

924 Schemmel/Ruhmannseder/ Witzigmann, Hinweisgebersysteme, Kapitel 3 Rn. 15 ff;;
Rosch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 81.

925 Biirkle, DB 2004, 2158, 2159; Simonet, RAA 2013, 236, 236 f.

926 Gazdar/Habisch/Kirchhof/Vaseghi/Kirchhof, Erfolgsfaktor Verantwortung, S. 15;
Rosbach, CCZ 2008, 101.

927 Siehe dazu auch Klasen/Schaefer, BB 2012, 641; vgl. auch Eschenfelder, Licht ins
Dunkel, 18, 19.
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Des Weiteren fithrt die Moglichkeit, Whistlebloweranzeigen abzu-
geben, zu dem positiven Ergebnis, dass innerhalb der Organisation das
Vertrauen der Mitarbeiter steigt und ihnen die Angst genommen wird,
bei Missstinden eine Meldung abzugeben. Vielmehr werden sie ermu-
tigt, verantwortungsvoll vorzugehen und Anzeigen von Kollegen nicht
als Denunziantentum zu interpretieren. Bock ist dahingehend zuzu-
stimmen, dass es eine deutlich straftatwahrscheinlichkeitssenkende
Wirkung hat, wenn Mitarbeitern die Mdoglichkeit gegeben wird, den
Verdacht von Normverstéf3en ohne Furcht vor Sanktionen an eine be-
stimmte Whistleblowingstelle melden zu konnen, da hierdurch eine
Abschreckungswirkung entstehen kann?23.

Hat ein Whistleblower hingegen nicht die Méglichkeit, sich an un-
ternehmensinterne Stellen zu wenden, weil das Risiko besteht, dass
diese selbst in die zu meldenden illegalen Handlungen involviert sind
und steht kein Whistleblower-System zur Verfiigung, bleibt dem Hin-
weisgeber nur die Moglichkeit, sich an eine externe Person oder Orga-
nisation zu wenden. Ein potenzieller Whistleblower wird sich hinge-
gen genau iiberlegen, ob er im Falle des Bestehens eines internen Sys-
tems sich sofort an die Offentlichkeit wendet oder aber den intern vor-
geschriebenen Meldeweg geht, sofern ihm zugesichert wird, dass er
keine Sanktionen zu fiirchten hat929.

3. Formale strafrechtliche Erfordernisse

Bei der Einrichtung eines Whistleblower-Systems bzw. der Verschaf-
fung der Moglichkeit, ein externes System zu nutzen, miissen straf-
rechtliche Vorgaben erfiillt sein, um dem Whistleblower Straffreiheit
zu garantieren. Hierbei miissen bei der Ausgestaltung bzw. der Imple-
mentierung eines internen oder externen Whistleblower-Systems die
strengen Erfordernisse der rechtfertigenden Einwilligung vorliegen.
Sollten diese Erfordernisse fehlen, besteht die Gefahr, dass eine wirksa-
me Einwilligung verneint wird, was in der Strafbarkeit des Whistleblo-
wers resultieren kann. Des Weiteren besteht das Risiko, dass der Emp-

928 So Bock, Criminal Compliance, S. 732 f.
929 Vgl. auch Simonet, RdA 2013, 236, 238; Bussmann/Matschke, wistra 2008, 88, 94.
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fanger der Meldung sich wegen Beihilfe zum Geheimnisverrat strafbar
machto3°,

Bei der Einrichtung miissen unbedingt die in Abschnitt E. I. 6. a)
aa) aufgezeigten Voraussetzungen erfillt sein, also insbesondere die
Erklarung der Einwilligung vor der Tat und das Bestehen der Einwilli-
gung im Zeitpunkt der Tat sowie eine sorgfiltige Dokumentation all
dessen, so dass sich sowohl der Whistleblower als auch die Organisati-
on rechtssicher auf die Einwilligung oder aber deren Fehlen berufen
kénnen.

Zu beachten ist allerdings, dass bei der Einrichtung eines Whistle-
blower-Systems durch ein Unternehmen lediglich die Meldung hin-
sichtlich derjenigen Geheimnisschutzvorschriften gerechtfertigt ist,
tiber die das Unternehmen auch im Rahmen der rechtfertigenden Ein-
willigung disponieren kann. Es handelt sich dabei um die Geschafts-
und Betriebsgeheimnisse nach §17 UWG sowie nach §203 StGB.
Nicht erfasst werden hiervon Privatgeheimnisse, die ebenfalls nach
§ 203 StGB geschiitzt sind. Insbesondere wiirde beispielsweise die Mel-
dung, dass der Vorgesetzte innerhalb einer Organisation Schmiergel-
der annimmt, nicht gerechtfertigt sein, da der Vorgesetzte selbst als
Geheimnistrdger keine rechtfertigende Einwilligung fiir die Offenba-
rung dieses Privatgeheimnisses erteilt hat. Damit kann ein von einer
Organisation eingerichtetes Whistleblower-System nur fiir die Fille
rechtfertigend wirken, in denen das vertretungsberechtigte Organ (z.B.
der Unternehmensinhaber) tatsdchlich Dispositionsbefugnis hat.

In den Fillen der Privatgeheimnisse nach § 203 StGB muss die
dispositionsbefugte Person selbst einwilligen93*. Dies ist bei einem
Vorgesetzten, der Schmiergeldzahlungen annimmt zunichst kaum
denkbar. Zu denken ist an eine vertragliche Verpflichtung von organi-
sationsinternen Personen, private Geheimnisse, die in einem engen
Zusammenhang mit der Organisation stehen oder die Gefahren fiir
die Organisation selbst oder die Mitarbeiter der Organisation bergen,

930 Vgl. schon oben in Abschnitt E. I. 6. a) aa) (3).

931 Bei einem Eigengeheimnis ist es diejenige Person, auf die sich die geheimzuhal-
tende Tatsache bezieht, bei einem Drittgeheimnis der Dritte, LK-StGB/Schiine-
mann, § 203 Rn. 97; Matt/Renzikowski/Altenhain, § 203 Rn. 34. Wie bereits unter
Abschnitt E. II. 6. a) dargestellt, ist sowohl der Betroffene als auch der Anvertrau-
ende dispositionsbefugt.
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vom strafrechtlichen Schutz auszunehmen, also diesbeziiglich fiir die
Offenbarung solcher Geheimnisse eine rechtfertigende Einwilligung
zu erteilen. Dies sollte beschriankt werden auf Straftaten, Missstinde
oder Gefahren und auf eine Mitteilung lediglich an das von der Orga-
nisation verwendete Whistleblower-System. Eine weitergehende Rege-
lung beispielsweise in Bezug auf private Beziehungen zwischen Be-
schiftigten derselben Organisation sollte hiervon ausgenommen wer-
den. Eine solche Regelung kann in einem Geschiftsfithrerdienstvertrag
oder einem Anstellungsvertrag vorgesehen werden. Dies wiirde zu
dem Ergebnis fiihren, dass die Meldung von Straftaten, die Mitarbeiter
innerhalb einer Organisation begehen oder von sonstigen Missstinden
oder Gefahren durch einen im Whistleblower-System tatigen Rechts-
anwalt, einen Betriebsarzt oder durch einen Beamten aufgrund einer
rechtfertigenden Einwilligung nicht mehr unbefugt erfolgen wiirde.

Hier miissen freilich auch die engen Voraussetzungen der rechtfer-
tigenden Einwilligung vorliegen. Insbesondere muss der Geheimnis-
trager die Einwilligung im Vorfeld abgeben, einwilligungsfihig sein
und sich dariiber bewusst sein, welche Konsequenz die rechtfertigende
Einwilligung hat. Die Tragweite sollte aus diesem Grunde ausfiihrlich
vertraglich festgehalten werden, um Missverstdndnisse zu vermeiden.
Durch die Unterzeichnung des Vertrages gibt der Betroffene seine aus-
driickliche Einwilligung. Es muss dem Mitarbeiter aber vorbehalten
bleiben konnen, die Einwilligung nicht abgeben zu miissen oder diese
jederzeit widerrufen zu konnen. Im Falle einer Drohung oder einer
Téauschung ist die Einwilligung nicht wirksam932.

Dariiber hinaus miissen die potenziellen Whistleblower dariiber
informiert werden, welche Personen eine solche Einwilligung abgege-
ben haben. Dies sollte — wie bereits unter Abschnitt E. I. 6. a) aa) dar-
gestellt — aus Beweisgriinden in Form eines Informationsschreibens
geschehen oder im Intranet der betroffenen Organisation abrufbar
sein. Dabei muss das Informationsschreiben taggenau auf dem neues-
ten Stand gehalten werden, damit der potenzielle Whistleblower die
Moglichkeit hat, sich dariiber in Kenntnis zu setzen, ob die Einwilli-

932 Vgl. dazu Rengier, Strafrecht AT, § 23 Rn. 23:
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gung noch besteht, denn dieser muss in Kenntnis und aufgrund der
Einwilligung handeln?33.

Eine solche vertragliche Regelung zur rechtfertigenden Einwilli-
gung wird allerdings in der Praxis kaum durchsetzbar sein, denn eine
solche kann nur rein auf freiwilliger Basis geschehen und es ist nicht
davon auszugehen, dass sich die gesamte Belegschaft einer Organisati-
on hierauf einlassen wird. Eine Verpflichtung hierzu - beispielsweise
durch eine Drucksituation - steht einer wirksamen rechtfertigenden
Einwilligung entgegen. Sollten sich nur einzelne Personen bereit erkla-
ren, eine solche vertragliche Regelung zu unterzeichnen, so kénnte
dies innerhalb der Organisation zu Unruhe fithren und wiederum zu
einer Drucksituation fiir diejenigen fithren, die bisher keine rechtferti-
gende Einwilligung abgegeben haben.

In Bezug auf Dienstgeheimnisse nach §353b StGB kann eine
vom Geheimnis betroffene Privatperson nicht in eine Weitergabe ein-
willigen, da § 353 b StGB auch das Vertrauen in die Verschwiegenheit
amtlicher Stellen schiitzt934. Eine Bestrafung nach §353b StGB ent-
fallt, wenn der Dienstvorgesetze eine Offenbarung genehmigt, dies gilt
aber nur, insoweit ein Vorgesetzter iiber das Geheimnis selbst verfiigen
kann?3s. Amelung®3¢ ist dahingehend zuzustimmen, dass eine Einwilli-
gung das Unrecht bei der Verletzung von Amtsgeheimnissen im Sinne
des § 353 b StGB nicht ausschlieflen kann, da dieser auch dem Schutz
offentlicher Interessen dient. Anders kann dies aussehen, wenn das 6f-
fentliche Interesse darin liegt, dass ein Privatgeheimnis geschiitzt wird.
In solchen Fillen kann zwar die Einwilligung der Privatperson das Tat-
bestandsmerkmal der Gefahrdung offentlicher Interessen entfallen las-
sen%’. Die Ausgestaltung eines Whistleblower-Systems erfolgt aller-
dings nicht durch den Privatmann, so dass die Einrichtung eines
Whistleblower-Systems bei Dienstgeheimnissen mangels rechtfertigen-
der Einwilligung groflen Bedenken begegnet. Dies gilt ebenfalls fiir die
von §§ 93 ff. StGB geschiitzten Staatsgeheimnisse.

933 Wessels/Beulke/Satzger, Strafrecht AT Rn. 567.
934 Vgl. nur MiiKo-StGB/Graf, § 353 b Rn. 45.
935 LK-StGB/Vormbaum, § 353 b Rn. 30.

936 Amelung, FS-Diinnebier, 487, 513.

937 Amelung, FS-Diinnebier, 487, 513.
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4. Datenschutzrechtliche Ebene

Bei der Nutzung eines Whistleblowing-Systems sind datenschutzrecht-
liche Aspekte zu beriicksichtigen. Im Rahmen des Whistleblowings

werden personliche Daten sowohl der beschuldigten Person als auch

des Whistleblowers selbst durch die Meldung des Missstandes iiber-
mittelt und ebenfalls gespeichert. Es handelt sich dabei um personen-
bezogene Daten im Sinne des § 3 Abs. 1 BDSG?38. Die Erhebung, Ver-
arbeitung und Nutzung personenbezogener Daten ist nach § 4 Abs. 1

BDSG nur zuléssig, soweit das BDSG oder eine andere Vorschrift dies

erlaubt oder anordnet oder die betroffene Person eingewilligt hat.

Der SOX stellt dabei keine derartige ,andere Vorschrift® dar, da
hierzu nur nationale Rechtsvorschriften zahlen93°. Eine Einwilligung
des betroffenen Beschiftigten wird in den meisten Féllen nicht vorlie-
gen, da es sich nach § 4a BDSG um eine freiwillige Einwilligung han-
deln muss, der Beschiftigte sich aber zu einer Abgabe gezwungen se-
hen konnte, um das Beschaftigungsverhiltnis nicht zu gefahrden4°, so
dass diese Alternative im Rahmen des Whistleblowing vernachléssigt
werden kann.

a) Datenschutz beim internen Whistleblowing-System

Als Ermachtigungsgrundlage ist zunéchst § 32 Abs. 1 S. 1 BDSG her-
anzuziehen, wonach personenbezogene Daten eines Beschiftigten fiir
Zwecke des Beschiftigungsverhiltnisses erhoben, verarbeitet oder ge-
nutzt werden diirfen, wenn dies fiir die Entscheidung oder Begriin-
dung des Beschiftigungsverhiltnisses fiir dessen Durchfithrung oder
Beendigung erforderlich ist. Nach § 3 Abs. 11 BDSG fallen unter den
Begriff der Beschiftigten neben Arbeitnehmern (Nr. 1) auch Beamte
(Nr. 8). Fraglich ist, ob im Falle priaventiver Zwecke des Whistle-

938 Thiising/Forst, Beschaftigtendatenschutz, § 6 Rn.9; Wabnitz/Janovsky/Knierim,
WStR, Kap. 5 Rn. 149; Mengel, Compliance und Arbeitsrecht, Kapitel 7 Rn. 40;
Martinek/Semler/Habermeier/Flohr/Passarge, Vertriebsrecht, § 82 Rn. 145; Reu-
fels/Deviard, CCZ 2009, 201, 206.

939 Vgl. Gola/Schomerus/Gola/Klug/Korffer, BDSG, § 4 Rn. 7; Mengel, Compliance
und Arbeitsrecht, Kapitel 7 Rn. 41.

940 Mengel, Compliance und Arbeitsrecht, Kapitel 7 Rn. 42; Rotsch/Rotsch/ Wagner,
Criminal Compliance, § 34 C Rn. 68.
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blowings, welches auf die Verhinderung von Straftaten und Missstdn-
den gerichtet ist, Zwecke des Beschaftigungsverhaltnisses verfolgt wer-
den. Nach richtiger Ansicht ist § 32 Abs.1 S.1 BDSG nur dann an-
wendbar, wenn es sich um Haupt- oder Nebenpflichten eines Beschaf-
tigungsverhiltnisses handelt, also wenn der geordnete und wirtschaft-
lich erfolgreiche Ablauf des Wertschopfungsprozesses im Sinne des
Austauschs der Arbeitsleistung gegen Arbeitsentgelt betroffen ist94!. In
den meisten Féllen geht man davon aus, dass Meldepflichten der Be-
schiftigten in Verbindung mit der Einfithrung eines Whistleblower-
Systems iber die arbeitsvertraglich geregelten Pflichten hinausgehen
und keinen eindeutigen Bezug zum Arbeitsverhiltnis aufweisen%4, so
dass §32 Abs.1 S.1 BDSG im Falle der Einfithrung eines Whistle-
blower-Systems nicht einschlagig ist.

Damit kommt § 28 Abs.1 S.1 Nr.2 BDSG als Ermichtigungs-
grundlage in Betracht, wonach die Erhebung, Speicherung, Verinde-
rung und Ubermittlung personenbezogener Daten zuléssig ist, soweit
diese zur Wahrung berechtigter Interessen erforderlich ist und kein
schutzwiirdiges Interesse des Betroffenen am Ausschluss der Verarbei-
tung oder Nutzung iiberwiegt. Die Interessenabwégung erfolgt danach,
ob der Verstof3 des Betroffenen gewisses Gewicht aufweist und ob die
gemeldete Tatsache auf objektiven Grundlagen fufit. Diese darf nicht
fahrlassig, leichtfertig oder vorsatzlich falsch sein%43.

Im Falle der Aufdeckung von Straftaten diirfen personenbezogene
Daten nach § 32 Abs. 1 S. 2 BDSG nur verarbeitet werden, wenn ein
Straftatverdacht besteht und hierzu tatsichliche Anhaltspunkte beste-
hen, die einen konkreten Tatverdacht begriinden?44.

b) Datenschutz beim externen Whistleblowing-System

Im Falle des externen Whistleblowings stellen sich weitere daten-
schutzrechtliche Fragen. Zum einen sollte darauf geachtet werden, dass

941 Reufels/Deviard, CCZ 2009, 201, 207 mit Verweis auf § 28 Abs. 1 Nr. 1 BDSG a.E;
Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 69; Gola/Schomerus/
Gola/Klug/Korffer, BDSG, § 32 Rn. oft.; Fahrig, NZA 2010, 1223.

942 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 69; Reufels/Deviard,
CCZ 2009, 201, 207.

943 Rotsch/Rotsch/ Wagner, Criminal Compliance, § 34 C Rn. 0.

944 Reufels/Deviard, CCZ 2009, 201, 207.
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gegeniiber der externen Stelle keine vollstindige Funktionsiibertra-
gung stattfindet, da in einem solchen Falle zusatzlich die strengen Vor-
aussetzungen des § 29 BDSG zu beachten sind, wonach héhere Anfor-
derungen an eine Rechtfertigung der Datenerhebung und -verarbei-
tung gestellt werden. Vielmehr ist anzuraten, die externe Stelle im Sin-
ne einer Auftragsdatenverarbeitung nach § 11 BDSG zu verpflichten;
die externe Stelle gilt als der verantwortlichen Stelle zugehorig und ist
damit kein Dritter im Sinne des § 3 Abs. 8 S.2 BDSG9%45. § 11 Abs. 2
BDSG statuiert hierbei, dass der Auftrag schriftlich zu erteilen ist und
unter anderem der Gegenstand und die Dauer des Auftrags, der Um-
fang, die Art und der Zweck der vorgesehenen Erhebung, Kontroll-
rechte des Auftraggebers und die Loschung beim Auftragnehmer ge-
speicherter Daten nach Beendigung des Auftrags festzulegen sind.

¢) Fazit zur datenschutzrechtlichen Ebene

Diese datenschutzrechtlichen Vorgaben sind bei der Implementierung
und dem Betrieb eines Whistleblower-Systems zu beachten. Anonyme
Meldungen sind nach Moglichkeit so weit wie méglich einzuddémmen,
da hier die Gefahr entstehen kann, dass unwahre Tatsachen tiber Mit-
arbeiter oder Kollegen verbreitet oder diese unrechtméfligerweise be-
lastet werden. Des Weiteren miissen die Rechte des Betroffenen ge-
wahrt werden, indem dieser beispielsweise iiber Datenloschung infor-
miert wird und eben Zuriickhaltung gegeniiber dem anonymen
Whistleblowing gehalten wird, indem dieses nicht ausdriicklich unter-
stiitzt wird, aber trotzdem maglich bleiben soll94°.

lll. Vorschlag de lege ferenda: Einfiihrung eines neuen § 34 Abs. 2 StGB

Wie im letzten Abschnitt festgestellt, bleibt ein redlicher Whistle-
blower straffrei, wenn ein internes oder externes Whistleblower-Sys-
tem eingerichtet ist, da seine Meldung und damit auch ein etwaiger
Geheimnisverrat durch Einwilligung gerechtfertigt ist. Sollte eine Or-

945 Reufels/Deviard, CCZ 2009, 201, 207.
946 Vgl. auch Strack, Whistleblowing in Deutschland, S. 6; Hefendehl, FS-Amelung,
617, 640; HaufSmann/Kaufmann, ArbRAktuell 2011, 186, 189.
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ganisation — was momentan in den meisten Organisationen der Fall
ist — kein Whistleblower-System implementiert haben, so entfillt eine
rechtfertigende Einwilligung.

Aus diesem Grunde muss im materiellen Strafrecht eine Regelung
geschaffen werden, die dem gutgldubigen Whistleblower Straffreiheit
gewidhrt, der auf begangene oder bevorstehende Straftaten oder Miss-
stinde, die Gefahren fiir Leben, Leib und weitere schutzwiirdige
Rechtsgiiter des Allgemeininteresses (im Sinne des § 34 StGB) darstel-
len, hinweist, um diese zu verhindern. Missstiande und Straftaten, die
innerhalb einer Organisation bestehen oder veriibt werden, kommen
ohne Hilfe von Insidern kaum ans Tageslicht, so dass ein grofies of-
fentliches Interesse an der Aufdeckung besteht. Hierdurch kénnen Un-
gliicksfalle (beispielsweise die Challenger-Katastrophe) im Vorfeld un-
terbunden werden oder beispielsweise Umweltschutz- oder Korrupti-
onsdelikte aufgedeckt werden.

In Deutschland bestehen de lege lata keine Whistleblower-Schutz-
gesetze, wie dies in den USA oder in Grofibritannien der Fall ist. Die
bisherigen Gesetzesentwiirfe der Bundestagsfraktionen DIE LINKE,
SPD und BUNDNIS 90/DIE GRUNEN, die sich auf arbeitsrechtliche
Regelungen beschrinkten, wurden - wie bereits zu Beginn darge-
stellt — nie Gesetz, ebenso wie die Einfithrung eines neuen §612a
BGB, der das externe Whistleblowing nach einer (zumutbaren) Be-
schreitung des internen Weges fiir zuldssig erklaren sollte. Zwar gibt es
eine Reihe von Vorschriften, die Anzeigen auch an externe Stellen zu-
lassen, doch sind diese nur fiir eng umgrenzte Fille vorgesehen. Die
Regelungen fiir Beamte in den §§ 67 Abs.2 S.1 Nr. 3 BBG, 37 Abs. 2
S.1 Nr. 3 BeamtStG gelten lediglich fiir Korruptionsdelikte und sind
damit in ihrem personlichen und sachlichen Anwendungsbereich be-
schrankt.

Aus strafrechtlicher Sicht ergibt sich damit die Notwendigkeit,
einen Rechtfertigungsgrund fiir Félle des redlichen Whistleblowings
zu schaffen. Gemeint sind damit diejenigen Fille, in denen ein
Whistleblower nach sorgfiltiger Uberpriifung von der Richtigkeit der
von ihm zu meldenden Tatsache iiberzeugt ist und nicht vorsitzlich
oder leichtfertig die Unrichtigkeit der Tatsache in Kauf nimmt. Der
personliche Anwendungsbereich ist hierbei nicht beschrankt und be-
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zieht sich auf alle Insider, sowohl diejenigen im privaten als auch im
offentlichen Sektor.

Der einzufiihrende Rechtfertigungsgrund ist dabei im Rahmen des
rechtfertigenden Notstandes anzusiedeln. Wie in Abschnitt E. I. 6. g)
im Rahmen der Prifung des § 34 StGB festgestellt, ist eine Giiter- und
Interessenabwigung unabdingbar, um die Interessen der Organisation
und die Interessen des Whistleblowers bzw. der Allgemeinheit an der
Aufdeckung des Missstandes in Einklang zu bringen und nicht jegliche
interne Petitessen als Gegenstand des schiitzenswerten Whistle-
blowings zu qualifizieren. Repressive Interessen werden vom rechtfer-
tigenden Notstand nicht geschiitzt, so dass in Fillen, in denen eine Tat
bereits beendet und abgeschlossen ist und damit eine Gefahr nicht
mehr gegenwirtig im Sinne des § 34 StGB ist, eine Meldung an Dritte
strafbar ist. In Fillen, in denen - wie das Beispiel in Abschnitt E.
zeigt — regelmiéflig Straftaten begangen werden, aber noch nicht abseh-
bar ist, wann die ndchste Tat begangen wird, also noch keine gegen-
wirtige Gefahr besteht, ist der Rechtfertigungsgrund nach § 34 StGB
nicht anwendbar. Dies gilt freilich nur fiir Straftaten, die nicht bereits
anzeigepflichtige Taten im Sinne des § 138 StGB sind.

Weiterhin miissen aber auch Meldungen tiber nicht strafwiirdige
Verhaltensweisen, die aber eine Gefahr fiir wichtige Rechtsgiiter her-
beifithren konnen, vor strafrechtlichen Sanktionen geschiitzt werden.
Hier ist nochmals darauf hinzuweisen, dass der Whistleblower nur
dann schutzwiirdig ist, wenn er die von ihm gemeldeten Tatsachen auf
ihre Richtigkeit iberpriift hat und weder vorsitzlich oder leichtfertig
falsche Tatsachen hervorbringt.

Eine materiell-rechtliche Losung bietet die Einfithrung eines zwei-
ten Absatzes in § 34 StGB. Der bisherige § 34 StGB wird zu § 34 Abs. 1
StGB und bleibt unveréndert. Vorgeschlagen wird folgender Wortlaut:

»S 34 Rechtfertigender Notstand

(1)* Wer in einer gegenwirtigen, nicht anders abwendbaren Gefahr fiir
Leben, Leib, Freiheit, Ehre, Eigentum oder ein anderes Rechtsgut eine Tat
begeht, um die Gefahr von sich oder einem anderen abzuwenden, handelt
nicht rechtswidrig, wenn bei Abwégung der widerstreitenden Interessen,
namentlich der betroffenen Rechtsgiiter und des Grades der ihnen dro-
henden Gefahren, das geschiitzte Interesse das beeintrichtigte wesentlich
tiberwiegt. 2 Dies gilt jedoch nur, soweit die Tat ein angemessenes Mittel
ist, die Gefahr abzuwenden.
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(2)* Dies gilt in Fillen einer nicht gegenwidrtigen Gefahr fiir die in Absatz 1

genannten Rechtsgiiter auch dann, wenn eine Gefahr bereits zu einem frii-
heren Zeitpunkt bestanden hat und eine solche aufgrund hinreichend be-
griindeter Tatsachen mit an Sicherheit grenzender Wahrscheinlichkeit wie-
der eintreten wird und eine Abwdgung der widerstreitenden Interessen, na-
mentlich der betroffenen Rechtsgiiter und des Grades der ihnen drohenden

Gefahren, ergibt, dass das geschiitzte Interesse das beeintrichtigte wesentlich

iiberwiegt. > Absatz 1 Satz 2 bleibt unberiihrt.“

Die allgemein formulierte Regelung des Entwurfs zu § 34 Abs. 2 StGB
beschrankt sich dabei nicht nur auf den engen Anwendungsbereich
des Whistleblowings und ist damit kein typisches Whistleblower-
Schutzgesetz, sondern umfasst alle Fille, in denen Gefahren durch
Straftaten oder sonstige Taten bestehen, die die in § 34 Abs. 1 n.F. StGB
genannten schutzwiirdigen Rechtsgiiter betreffen. Die in Abschnitt E. I.
6. g) aufgezeigte Gesetzesliicke wird durch den Gesetzesentwurf ge-
schlossen und sichert zu, dass Whistleblower, die erst nach einer been-
deten Tat von dieser erfahren oder eine Tat beobachtet haben, wah-
rend diese noch gegenwirtig war, aber bisher noch nicht den Mut auf-
gebracht haben, diese zu melden, keine Stratbarkeit zu befiirchten ha-
ben. Es muss allerdings bereits zu einem fritheren Zeitpunkt eine Ge-
fahr fiir die in Absatz 1 n.E genannten Rechtsgiiter bestanden haben,
um nicht jeglichen praventiven Meldungen Vorschub zu leisten, son-
dern nur solchen, aus denen sich ergibt, dass eine Gefahr gegeben war
und die hohe Wahrscheinlichkeit besteht, dass diese sich zu einem zu-
kiinftigen Zeitpunkt nochmals realisieren kann. Gerechtfertigt ist da-
bei die Anzeige der nicht mehr gegenwirtigen Gefahr, allerdings nur
im Hinblick auf weitere zukiinftige Gefahren. Sollte es keine ausrei-
chenden Hinweise oder Tatsachen geben, die eine zukiinftige Gefahr
begriinden, so bleibt die bisherige Rechtslage erhalten. Das Merkmal
yhinreichend begriindete Tatsachen® statuiert, dass es sich um Tatsa-
chen handeln muss, die weder wissentlich noch leichtfertig unwahr
sind, um nur redlichen Whistleblowern Schutz zuteilwerden zu lassen.
Der Entwurf des § 34 Abs. 2 Satz 2 StGB, der die Regelung enthalt,
dass § 34 Abs. 1 S. 2n.FE StGB unberiihrt bleibt, stellt sicher, dass auch
hier das mildeste Mittel anzuwenden ist, also zundchst ein interner
Abhilfeversuch zu erfolgen hat und nur wenn eine solche keine Abhilfe
verspricht, die Meldung an externe Stellen méglich ist. Dies begegnet
auch den Interessen der betroffenen Organisation, um Reputations-
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schidden zu vermeiden. Sollten allerdings schon Missstinde gemeldet
worden sein und ist keine interne Abhilfe geleistet worden, so ist nach
dem Entwurf des § 34 Abs. 2 StGB eine direkte Meldung an Strafver-
folgungsbehdrden oder sonstige zustindige Behorden gerechtfertigt.
Auch hier wird eine Meldung an die Medien oder an Pressevertreter
nicht das mildeste Mittel darstellen, so dass einem Whistleblower bei
der Beanspruchung solcher Alternativen der rechtfertigende Schutz
nicht zuteilwird. Dies entspricht der bereits unter Abschnitt E. I. 6. g)
aufgezeigten gesetzlichen Wertung.
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Im Rahmen eines Ausblicks soll auf die EU-Richtlinie 2016/943 tiber

den Schutz vertraulichen Know-Hows und vertraulicher Geschiftsin-
formationen (Geschiftsgeheimnisse) vor rechtswidrigem Erwerb so-
wie rechtswidriger Nutzung und Offenlegung vom 8. Juni 2016 (nach-

folgend: Geheimnisschutz-RL) eingegangen werden, die am 5. Juli
2016 in Kraft getreten ist.

Zweck dieser Richtlinie ist die Schaffung eines europaweiten Min-

deststandards, um Geschiftsgeheimnisse vor rechtswidrigem Erwerb

>

rechtswidriger Nutzung und rechtswidriger Offenlegung zu schiit-

zen®¥. Hintergrund dessen ist, dass Geschiftsgeheimnisse innerhalb
des europdischen Binnenmarktes nicht in gleichem Mafle geschiitzt
sind. Dadurch, dass im europidischen Raum bisher kein einheitliches

Verstdndnis zum Schutz von Geschaftsgeheimnissen gegeben ist, wer-
den insbesondere Unternehmen beeintrichtigt, die Geschaftsgeheim-
nisse in ein anderes EU-Land {ibertragen, in dem das Schutzniveau ge-

ringeren Anforderungen entsprichto48. Hierdurch kommt es zu einer
Behinderung des freien Wettbewerbs sowie des freien Warenverkehrs

bei europdischen Unternehmen. Zwar ergeben sich Schutzverpflich-

tungen aus Art. 39 TRIPs fiir alle Mitgliedsstaaten, doch waren diese
nicht einheitlich in Europa geregelto4.

Um eine Harmonisierung des Schutzes von Geschiftsgeheimnis-

sen herbeizufiithren, veréffentlichte die Europédische Kommission im
November 2013 einen ersten Entwurf der Richtlinie. Im Mai 2014
wurde vom EU-Rat die erste konsolidierte Fassung verabschiedet und
im Juni 2015 verdffentlichte das Européische Parlament einen Bericht
tiber den Entwurf; danach fanden die Trilog-Verhandlungen zwischen

947 Eufinger, ZRP 2016, 229.
948 Baranowski/GlafSl, BB 2016, 2563.
949 Ann, GRUR-Prax 2016, 465.
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dem EU-Parlament, der Kommission und dem Rat statt95°. Am 15. Ju-
ni 2016 wurde die Richtlinie im Amtsblatt der Européischen Union
veréffentlichtos:.

Bezogen auf das Whistleblowing normiert die Richtlinie in Art. 3
Abs. 2 Geheimnisschutz-RL eine Grundlage fiir die Offenlegung von
Geschiftsgeheimnissen, wonach eine Offenlegung als rechtmaflig gilt,
als diese durch Unionsrecht oder nationales Recht vorgeschrieben oder
erlaubt ist. Art. 4 Geheimnisschutz-RL wendet sich sodann der rechts-
widrigen Offenlegung von Geschiftsgeheimnissen zu. Nach Art. 4
Abs. 3 Geheimnisschutz-RL ist die Offenlegung rechtswidrig, wenn sie
ohne Zustimmung des Geschiftsgeheimnisinhabers beispielsweise
durch eine Person erfolgt ist, die gegen eine Vertraulichkeitsvereinba-
rung oder sonstige Verpflichtung, das Geschaftsgeheimnis nicht offen-
zulegen, erfolgt ist.

In der Vorbemerkung zur Richtlinie ist ausdriicklich festgelegt,
dass die in der Richtlinie vorgesehenen MafSnahmen nicht dazu dienen
sollen, Whistleblower-Aktivititen einzuschrinken, so dass sich der
Schutz von Geschiftsgeheimnissen nicht auf Whistleblower-Fille er-
streckt, in denen die Offenlegung von Geschiftsgeheimnissen dem 6f-
fentlichen Interesse dient, indem ein regelwidriges Verhalten, ein Fehl-
verhalten oder eine illegale Tétigkeit von unmittelbarer Relevanz auf-
gedeckt wird?s2. Es fillt auf, dass auch die Richtlinie den Anzeigege-
genstand des Whistleblowings nicht lediglich als rechtswidriges Han-
deln deutet, sondern — wie auch im Rahmen dieser Arbeit definiert —
weiter geht.

So regelt Art. 5 lit. b) Geheimnisschutz-RL weiter, dass die Offenle-
gung von Geschiftsgeheimnissen zur Aufdeckung eines beruflichen
oder sonstigen Fehlverhaltens oder einer illegalen Tatigkeit erlaubt ist,
sofern der Hinweisgeber in der Absicht gehandelt hat, das allgemeine
offentliche Interesse zu schiitzen®s3. Hieraus wird ersichtlich, dass die
dort geregelten Mafinahmen, Verfahren und Rechtsbehelfe gerade
nicht dazu dienen sollen, das Whistleblowing einzudimmen. Damit

950 Baranowski/GlafSl, BB 2016, 2563; Ann, GRUR-Prax 2016, 465; Kalbfus, GRUR
2016, 1009.

951 Ann, GRUR-Prax 2016, 465.

952 Vgl. dazu auch Eufinger, ZRP 2016, 229.

953 Vgl. hierzu auch Baranowski/Glafsl, BB 2016, 2566 f.
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regelt der europiische Gesetzgeber Fallgruppen, in denen der Schutz
von Geschiftsgeheimnissen hinter andere schutzwiirdige Belange zu-
riicktritt; dies geht tiber die aufgezeigten Grenzen der Offenbarungs-
pflicht gemafl § 138 StGB und des rechtfertigenden Notstands nach
§ 34 StGB sogar deutlich hinaus?54.

Des Weiteren wird auf einen vorrangigen innerbetrieblichen Ab-
hilfeversuch verzichtet, was im Rahmen des rechtfertigenden Notstan-
des de lege lata die mildere Alternative darstellt.

Auch ist in Art. 5 lit. b) Geheimnisschutz-RL keine Adressatenre-
gelung zu finden. Die Rede ist nur von der ,,Aufdeckung eines [...]
Fehlverhaltens®, so dass sich nach der Geheimnisschutzrichtlinie
Whistleblower auch an offentliche Stellen wie Strafverfolgungsbehor-
den oder aber direkt an die Presse wenden konnen.

Diesen Regelungen wiirde es widersprechen, wenn der deutsche
Gesetzgeber vorschreiben wiirde, dass eine Meldung vorrangig an in-
terne Stellen oder an einen bestimmten Adressaten zu richten ist95s.

Der Gesetzgeber sollte in der Umsetzung der Geheimnisschutz-
richtlinie in deutsches Recht gleichwohl darauf hinwirken, dass eine
Verpflichtung zur Implementierung von Whistleblower-Systemen ge-
regelt wird. Art. 5 lit. ¢) Geheimnisschutz-RL regelt, dass die Offenle-
gung von Geschiftsgeheimnissen durch Arbeitnehmer gegeniiber
ihren Vertretern im Rahmen der rechtmafligen Erfillung ihrer Aufga-
ben dieser Vertreter gemif Unionsrecht oder dem nationalen Recht
privilegiert ist, sofern die Erfiillung dieser Aufgaben erforderlich war.
Darunter kann ein Whistleblower-System im Unternehmen verstan-
den werden, so dass ein solches internes Whistleblowing auch durch
die Richtlinie privilegiert ist95. Damit geht aber keine Verpflichtung
fiir den Whistleblower einher, sich primir an das Whistleblower-Sys-
tem zu wenden. Dies wiirde der Regelung in Art. 5 lit.b) Geheimnis-
schutz-RL widersprechen, die gerade keine Abstufung in Bezug auf
den Adressatenkreis vornimmt. Nichtsdestotrotz wird ein redlicher
Whistleblower, dessen Ziel es ist, die entdeckten Missstinde zu been-

954 Vgl. auch Eufinger, ZRP 2016, 229, 230; vgl. auch Kalbfus, GRUR 2016, 1009,
1015.

955 Im Sinne von ,Schranken-Schranken', Eufinger, ZRP 2016, 229, 231; vgl. auch
Kalbfus, GRUR 2016, 1009, 1015.

956 Eufinger, ZRP 2016, 229, 231.
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den, nicht zwingend ein Interesse daran haben, seinen Arbeitgeber un-
ter Umstdnden in den Ruin zu treiben, indem er sich in erster Linie an
die Presse wendet. Aus diesem Grunde sollte der Gesetzgeber den un-
ternehmensinternen Einsatz von Whistleblower-Systemen mittels
einer gesetzlichen Regelung fordern.

Die Richtlinie ist nach Art. 19 Abs. 1 Geheimnisschutz-RL bis zum
9. Juni 2018 in nationales Recht zu implementieren?s7. Ob der Gesetz-
geber ein eigenstindiges Gesetz mit Regelungen fiir den Umgang mit
Hinweisgebern erldsst oder dies weiterhin in veschiedenen Gesetzen
als Querschnittsthema behandelt, bleibt offen958. Der Vorteil eines ei-
genstandigen Gesetzes wire, dass saimtliche — sowohl zivilrechtliche als
auch strafrechtliche — Gesichtspunkte schliefllich in einem Gesetz ge-
biindelt waren?s.

Nach alldem kann gesagt werden, dass die Geheimnisschutzrichtli-
nie den Schutz von Whistleblowern erheblich verbessern wird, insbe-
sondere auch, weil die engen Voraussetzungen des § 138 StGB und
§ 34 StGB nicht mehr eingehalten werden miissen und damit das Straf-
barkeitsrisiko des Whistleblowers deutlich geringer wird. Wie diese
Richtlinie konkret in nationales Recht umgesetzt wird, bleibt abzuwar-
ten.

Allerdings ist an der Geheimnisschutzrichtlinie zu kritisieren, dass
der Adressatenkreis vollig offen und nicht zunéchst eine interne Kla-
rung - sofern Erfolg versprechend - vorgesehen ist. Wie sich im Rah-
men dieser Arbeit herausgestellt hat, sind sehr wohl mildere Mittel
- als die nach der Geheimnisschutzrichtlinie mogliche sofortige Mel-
dung an die Presse — gegeben. Der Geheimnisschutz des Unterneh-
mens wird durch eine solch extensive Regelung sehr stark zugunsten
des Whistleblowers verlagert, in dessen Hand es liegt, an wen er sich
wenden mochte. Eine Beschrankung dahingehend - heifit also zu-
néchst einen das Unternehmen am wenigsten schidigenden Adressa-
ten aufzusuchen - wire wiinschenswert gewesen.

957 Ann, GRUR-Prax 2016, 465; Eufinger, ZRP 2016, 229.
958 Ann, GRUR-Prax 2016, 465; vgl. auch Kalbfus, GRUR 2016, 1009, 1016.
959 Eufinger, ZRP 2016, 229, 231.
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Das Phanomen des Whistleblowings hat in den letzten Jahren an me-
dialer Aufmerksamkeit gewonnen. Anders als in den USA, ist dieser
Begriff in Deutschland erst seit WikiLeaks dem NSA-Skandal der brei-
ten Offentlichkeit ein Begriff. Zum einen werden Whistleblower als
Denunzianten beschimpft und damit in das Licht des Denunzianten-
tums der jiingeren Historie Deutschlands geriickt. Zum anderen wer-
den Whistleblower als Personen gefeiert, denen das Allgemeinwohl am
Herzen liegt und die keinerlei Boses im Schilde fithren.

Die Wahrheit liegt freilich in der Mitte. Whistleblowing ist strikt
vom schddlichen Denunziantentum abzugrenzen. Allerdings ist ein
Whistleblower kein ethischer Dissident®®°, wie Deiseroth ihn nennt.
Vielmehr konnen einen Whistleblower auch ganz andere als rein altru-
istische Motive lenken. Auf die Motive kommt es aber gar nicht an.
Vielmehr geht es primér darum, illegale oder illegitime Verhaltenswei-
sen, aus denen Gefahren fiir wichtige Rechtsgiiter resultieren konnen,
aus dem inneren Kreis einer Organisation, sei es ein Unternehmen
oder eine Behorde, aufzudecken, und die Gefahren hierdurch einzu-
démmen.

Im Idealfall hat die betroffene Organisation ein Whistleblower-
System implementiert, so dass ein anzeigewilliger potenzieller
Whistleblower sich an eine Stelle mittels des internen Whistleblowings
- an eine interne Stelle oder an eine organisatorisch ausgelagerte exter-
ne Stelle, die dem internen Whistleblowing zuzurechnen ist - wenden
kann und dem gemeldeten Missstand abgeholfen werden kann.

Sollte dies nicht der Fall sein und kann nach einem zumutbaren
internen Abhilfeversuch dem Missstand nicht abgeholfen werden, so
bleibt dem Whistleblower nur die Mdglichkeit, sich mittels des exter-
nen Whistleblowings an auflenstehende Dritte zu wenden, die von der
betroffenen Organisation nicht zu einem Empfang von Hinweisen au-

960 Deiseroth, Zivilcourage lernen, S. 125; vgl. Abschnitt C. I. 2. ¢).
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torisiert worden ist. Dies fiihrt in den meisten Féllen zu massiven Re-
putationsverlusten und weiteren schidlichen Auswirkungen fiir die
Organisation, weswegen es nicht nur im Interesse des Whistleblowers
ist, dass ein funktionierendes Whistleblower-System existiert, sondern
gerade auch im Interesse der Organisation.

Der Weg an die Offentlichkeit oder an die Presse sollte hingegen
gemieden werden, da sich hieraus unkontrollierbare mediale Wirkun-
gen ergeben konnen, die im schlimmsten Fall zur Insolvenz und dem
volligen Reputationsverlust der Organisation fithren konnen.

Die Ausgestaltung von Whistleblower-Systemen erfordert die Ein-
haltung sowohl datenschutzrechtlicher Bestimmungen als auch im
Hinblick auf eine rechtfertigende Wirkung eine prazise Ausgestaltung,
die einigen administrativen Aufwand erfordert. Sind diese Vorausset-
zungen erfiillt, so kann der Whistleblower Missstinde melden, ohne
strafrechtliche Sanktionen befiirchten zu miissen.

Zwar bestehen einige Vorschriften im deutschen Recht®¢, die An-
zeigerechte oder Anzeigepflichten statuieren und dem Whistleblower
vor Sanktionen Schutz bieten. Doch weisen diese Normen nur einen
sehr engen personlichen oder sachlichen Anwendungsbereich auf, so
dass hieraus keine generellen Schutzvorschriften fiir Whistleblower ab-
geleitet werden kénnen. Gesetzesentwiirfe hinsichtlich eines Hinweis-
geberschutzgesetzes®®> bzw. eines Whistleblower-Schutzgesetzes?%3
sind im Entwurfsstadium geblieben und nie geltendes Recht geworden.
Dasselbe gilt fiir die Einfithrung eines neuen § 612a BGB. Auch ist
festzustellen, dass auf dem Sektor des offentlichen Rechts lediglich im
Hinblick auf Korruptionsstraftaten nach §§ 331 — 337 StGB Whistleb-
lowerschutz besteht.

Daraus ergeben sich fiir den Whistleblower nicht nur arbeitsrecht-
liche Konsequenzen, sondern auch strafrechtliche. Allen voran sind
hier die §§ 17 UWG, 203, 353 b StGB sowie weitere Geheimnisschutz-
vorschriften®®4 zu nennen. Sollte ein Whistleblower-System vorhanden
sein, so kann unter den engen Voraussetzungen der strafrechtlichen
Einwilligung eine Rechtfertigung anzunehmen sein. Weitere Rechtfer-

961 Siehe dazu Abschnitt D. I. 3. b).

962 BT-Drucks. 17/8567 (SPD); vgl. dazu Abschnitt A. L.
963 BT-Drucks. 17/9782 (Griine); vgl. dazu Abschnitt A. L.
964 Siehe Abschnitt E. IV.
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tigungsgriinde sind die Anzeigepflicht nach § 138 StGB, welche im
Rahmen des Whistleblowings aber kaum zur Geltung kommen wird,
sowie verschiedene Anzeigerechte, die den soeben genannten engen
personlichen und sachlichen Anwendungsbereich haben und damit
nicht generell als Rechtfertigungsgrund heranzuziehen sind.

Sollte kein Whistleblower-System gegeben sein, kommt der recht-
fertigende Notstand in Betracht. Wichtigstes Kriterium ist hier die Gii-
ter- und Interessenabwigung sowie die Wahl des mildesten Mittels,
was zundchst einen internen Abhilfeversuch voraussetzt. Dieser muss
zumutbar sein. Dies ist dann nicht der Fall, wenn in der Vergangenheit
bereits interne Abhilfeversuche gescheitert sind oder der Arbeitgeber
selbst fiir die zu meldenden Missstinde verantwortlich ist. Somit ergibt
sich gerade aus § 34 StGB ein dem Grunde nach ausreichender Schutz
fir Whistleblower.

Allerdings ist eine Gesetzesliicke in den Fillen zu sehen, in denen
keine gegenwirtige Gefahr fiir ein Rechtsgut im Sinne des § 34 StGB
mehr besteht, weil der Whistleblower erst von der die Gefahr begriin-
denden Tat erfahren hat, nachdem diese beendet war. Eine andere
Moglichkeit ist, dass der Whistleblower erst nach einer gewissen Zeit
den Mut fasst, den Missstand zu melden, und zwar ebenfalls nachdem
keine gegenwirtige Gefahr mehr bestand. Besteht allerdings die hohe
Wahrscheinlichkeit, dass weitere Taten begangen werden, die eine sol-
che Gefahr in Zukunft auslosen werden, wie im obigen Beispiel, nach-
dem immer bei Hochwasser Giftmiill ins Gewdsser geschiittet wird,
niemand aber vorhersagen kann, wann das ndchste Hochwasser
kommt, so konnte der Whistleblower mangels Gegenwartigkeit der
Gefahr sich nicht auf den Rechtfertigungsgrund des § 34 StGB berufen
und miisste die ndchste gegenwirtige Gefahr abwarten, so dass er
straflos eine Meldung nach Auflen abgeben konnte. Diese Liicke kann
mit der im Rahmen dieser Arbeit vorgeschlagenen Ergidnzung des § 34
StGB geschlossen werden.

Die iible Nachrede nach §186 StGB wird in den Fillen des
Whistleblowings nach der hier vertretenen Definition durch § 193
StGB gerechtfertigt sein. Ebenso macht sich ein redlicher Whistle-
blower mangels des Tatbestandsmerkmals ,wider besseres Wissen®
nicht wegen falscher Verdachtigung nach § 164 StGB bzw. Vortiu-
schens einer Straftat nach § 145 d StGB strafbar.
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Zusammenfassend ist zu sagen, dass das iiber 2.000 Jahre alte, ein-
gangs genannte Zitat von Gaius Julius Cdsar (,Den Verrat liebe ich,
aber die Verriter lobe ich nicht®) in der heutigen Zeit noch immer Ak-
tualitdt besitzt. Der Whistleblower wird in Deutschland von Kollegen
und Vorgesetzten als Verriter oder Denunziant angesehen, obwohl er
Allgemeinwohlbelange erfiillt. Dennoch hat der strafrechtliche Schutz
eines Whistleblowers nicht nur Vorteile fiir ihn selbst. Implementiert
eine Organisation ein Whistleblower-System, so kann auch sie hieraus
profitieren und Missstinde im Vorfeld beseitigen sowie reputations-
schidigende Auflerungen verhindern. Auf lange Sicht fiihrt dies zu
einem gesunden Betriebsklima und im Falle wirtschaftlich tatiger Un-
ternehmen zu Vertrauenssteigerungen von Seiten der Kunden und Ge-
schiftspartner.

Die Einfithrung eines Whistleblower-Systems und der damit ein-
hergehende strafrechtliche Schutz des Whistleblowers erfiillen damit
einen Teilaspekt der tatsdchlich hieraus zu ziehenden Vorteile. Jeder
Organisation ist damit anzuraten, ein Whistleblower-System nicht nur
im Hinblick auf ihre Beschiftigten, vielmehr auch im Hinblick auf den
eigenen Erfolg und die Reputation zu etablieren.

Wie die Umsetzung der Geheimnisschutzrichtlinie der EU in na-
tionales Recht erfolgen wird, bleibt abzuwarten.
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