Paloma Kro6dt Tupay, Monika Mikiver
Der estnische E-Staat — Zukunftsweisendes
Vorbild oder befremdlicher Einzelgiinger?

I.  Die Sdulen des estnischen E-Staates
1. E-Estonia — Versuch einer Begriffsbestimmung'

a) Die Gegenwart als Zukunftsmodell

Estland zeigt, wie sich die digitale Entwicklung von der Jules-Vern’schen Utopie zu
einem natiirlichen Teil des Lebens wandelt. Uber 77% der estnischen Bevolkerung ver-
fiigen iiber einen Internetzugang und nutzen diesen auf tiglicher Basis.” 99% aller Bank-
iiberweisungen werden in Estland per Internet getitigt.” 100% der staatlichen Einrichtun-
gen und Schulen in Estland sind vernetzt, iiber das e-Schulsystem konnen sich die Eltern
zu jeder Tageszeit iiber das Schulverhalten ihrer Zoglinge informieren.” Den Parkauto-
maten ersetzt das Mobiltelefon,” den Behordengang der Zugang zum Internet. Unter-
nehmerfreundlichkeit bedeutet nach dem estnischen Verstdndnis unter anderem, eine
Firma in Minuten ,,per Mausklick® zu griinden.6 Estland war das erste Land der Welt, in
dem die mobile Positionierung zur Lokalisierung von 112-Notrufen und zu pri-
vatwirtschaftlichen Zwecken eingesetzt wurde.” Auch die ,,Steuererklirung auf dem
Bierdeckel“® ist in Estland lingst digitale Realitit. Die im Internet abrufbare, in weiten
Teilen vorausgefiillte Steuererklarung des Arbeitnehmers bedarf grundsitzlich lediglich
mehr der digitalen Unterzeichnung durch den Steuerpflichtigen. Ermoglicht wird dies
durch die Verbindung der Angaben des Arbeitsgebers und anderer staatlicher Einrich-

E-Estonia steht fiir die englische Kurzfassung des Begriffs ,,Electronic Estonia“ (dt.: elektronisches
Estland). Der Begriff dient u. a. als Markenname, unter dem fiihrende Entscheidungstrager die IKT-
Losungen Estlands vorstellen: www.e-estonia.com.

Joachim Astrom et al., Citizen centric e-participation. A trilateral collaboration for democratic
innovation. Case studies on e-participation policy: Sweden, Estonia and Iceland, PRAXIS (Center for
Policy Studies), Tallinn 2013, S. 19; im Internet abrufbar unter: http://www.praxis.ee/fileadmin/tarm
o/Projektid/Valitsemine/ ja kodanike%C3%BChiskond/citizen centric_e_participation_veebi.pdf.

®  E-Estonia. The Digital Society. ICT Export Cluster. English Version 2014, S. 10; im Internet
abrufbar unter: http://e-estonia.com.

* Ebd., S. 11; im Internet abrufbar unter: http://e-estonia.com; einfithrend zur E-Schule: http://e-
estonia.com/component/e-school/ .

> Bereits 2000 fithrte das groBte estnische Mobilfunkunternehmen EMT ein System ein, das es
ermdglichte, in kostenpflichtigen Parkzonen anfallende Parkgebiihren per Mobiltelefon bezahlen,
s. ndher hierzu: Rain Rannu, Mobile Services in Estonia, PRAXIS Working Paper No. 8, Tallinn
2003, S.9 f.; im Internet abrufbar unter: http://praxis.ee/wp-content/uploads/2014/03/2003-Mobile-
services-in-estonia.pdf. Heute werden nach Angaben der Seite www.e-estonia.ee 90% der
anfallenden Parkgebiihren per Mobiltelefon bezahlt (diese Information ist in englischer Sprache
abrufbar unter: http://e-estonia.com/component/m-parking/).

Voraussetzung hierfiir ist eine elektronische ID-Karte, die auch von Ausléndern beantragt werden
kann. Hierzu nidher sogleich, unter: 12. a); s.a. die englischsprachige Vorstellung: Estonia’s E-
Business Register, im Internet abrufbar unter: http://e-estonia.com/component/e-business-register;.

7 Rannu,Fn.5,S.4,11.
Prof. Paul Kirchhof priagte in Deutschland diesen Ausdruck fiir eine Steuererkldrung, die so
tibersichtlich ist, dass sie auf einen Bierdeckel passt. Vgl. den am 17.08.2005 erstellten Bericht des

Kolner Stadt-Anzeigers: ,,Paul Kirchhof: Vater der Bierdeckel-Steuer, im Internet abrufbar unter:
http://www .ksta.de/politik/paul-kirchhof--vater-der-bierdeckel-steuer,15187246,13823706.html.
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tungen (bspw. iiber die Inanspruchnahme sozialer Leistungen) mit der Person des Steu-
erpflichtigen. Mit rund 95% hatte Estland im Jahr 2012 die weltweit wohl hochste An-
zahl elektronisch eingereichter Steuererklirungen.’

B ist in Estland auch die Demokratie. Dabei steht die Idee der E-Democracy fiir ei-
ne durchsichtige, verantwortliche und partizipative estnische Demokratie.'” Seit den
Kommunalwahlen 2005 haben die estnischen Wihler die Mdoglichkeit des Urnengangs
per Internet.'' Das Land war auch Pionier, als es 2007 weltweit wohl erstmalig die Mog-
lichkeit der E-Stimmabgabe auch im Rahmen der Parlamentswahlen anbot.'” Bei den
Wabhlen zum Europdischen Parlament 2014 gaben 31,28% der Wéhler ihre Stimme per
Internet ab."” Nach den Angaben der estnischen Regierung ist es ihr gelungen, mit der
Einfiihrung des E-Kabinettssystem die Kabinettssitzungen von vier bis fiinf Stunden auf
30 bis 90 Minuten zu verkiirzen."*

b) Geschichte der digitalen Entwicklung

Auf der Suche nach einer auch wirtschaftlich selbststdndigen Zukunft wandte sich Est-
land praktisch zeitgleich mit der Wiedererlangung der Unabhéngigkeit von der UdSSR
1991 dem in Europa und den USA erwachten Interesse an der ,,information society zu. 15
Die grundlegenden staatlichen Ziele halten die 1998 vom Parlament verabschiedeten
,.Grundlagen der estnischen Informationspolitik* fest.'® Unter Bezugnahme auf das auch
auf der Ebene der Europdischen Union verkiindete Konzept der ,,Informationsgesell-
schaft nennt das Papier vier wesentliche Themengebiete staatlichen Handelns bei der
Schaffung der Informationsgesellschaft: die Modernisierung der Gesetzgebung, die
Forderung der Entwicklung des Privatsektors, die Gestaltung der Kommunikation zwi-
schen Biirger und Staat und das Bewusstsein fiir die Probleme der Informationsgesell-
schaft."” (Zum Vergleich: Wesentliche Ziele der aktuellen Entwicklungsagenda 2020 fiir
die estnische Informationsgesellschaft sind die Sicherstellung einer Infrastruktur von
IKT, die der Forderung des Wirtschaftswachstums, der besseren Staatsorganisation und

°  E-Estonia, Fn. 3, S. 10.

Vgl. die Information der Homepage der estnischen E-Governance-Academy, ,,E-Democracy®, im
Internet abrufbar unter: http://www.ega.ee/ega/e-demokraatia.

Eine einfiihrende Ubersicht iiber die Moglichkeit der Internetwahl findet sich in englischer Sprache
auf der Homepage der Wahlkommission der estnischen Republik (VVK), im Internet abrutbar unter:
http://vvk.ee/voting-methods-in-estonia/.

Bei den Wahlen zum Riigikogu, dem estnischen Parlament, in 2011 wurden bereits 24,3% der
Stimmen auf elektronischem Weg abgegeben; vgl. auch die Angaben der estnischen
Wahlkommission (in englischer Sprache), im Internet abrufbar unter: http://www.vvk.ee/voting-
methods-in-estonia/engindex/statistics.

3 Ebd.

¥ E-Estonia. The Digital Society, ICT Export Cluster, English Version 2013, S. 16; die Broschiire ist
im Internet abrufbar unter: https://e-estonia.com/toolkit/.

' Auf EU-Ebene konnen insoweit konkret das WeiBbuch ,,Wachstum, Wettbewerbsfihigkeit,
Beschiftigung™ der Europdischen Kommission von 1993 und der ,,Bangemann-Report™ von 1994
genannt werden; s.a. Roswitha Hofinann, Die Konstruktion von Differenz im Diskurs zur
,,Wissensgesellschaft. Frankfurt am Main 2009. S. 90; Tarmo Kalvet, Eesti infotihiskonna arengud
alates 1990. aastatest (Die Entwicklung der estnischen Informationsgesellschaft seit den 1990-er
Jahren), PRAXISe toimetised Nr. 30, Tallinn 2007, S. 11, im Internet abrufbar unter:
http://www.praxis.ee/fileadmin/tarmo/Toimetised/toimetised 30 2007.pdf.

Parlamentsbeschluss vom 14.05.1998: ,,Eesti infopoliitika pohialuste heakskiitmine®, abrufbar (estn.)
im Internet unter: https://www.riigiteataja.ee/akt/75308.

7" Ebd., Punkt 7.
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dem Wohlergehen der Biirger dient, die Schaffung hoher qualifizierter Arbeitsplétze
begiinstigt, die internationale Konkurrenzfdhigkeit steigert und den E-Staat weltweit
bekanntmacht.'®)

Der Estland heute weit vorauseilende Ruhm eines innovativen E-Staats stellt sich im
Ergebnis allerdings weniger als der Erfolg einer streng durchgezogenen politischen Stra-
tegie als vielmehr als Ertrag einer erfolgreichen Kombination aus Innovations- und Ent-
scheidungswillen dar. Private, administrative und politische Interessen wussten ihre
Energien zu biindeln, um Estland zu einem der weltweit fithrenden digitalen Kompetenz-
zentren werden zu lassen.'” In diesem Rahmen wird insbesondere die strategische Einbe-
ziehung ausldndischer Investoren (namentlich der skandinavischen Nachbarn Finnland
und Schweden) bei der weitreichenden Privatisierung bisher staatlicher Aufgaben be-
tont.” Zum einen wird hier auf den Bereich der Telekommunikationsdienstleistungen
verwiesen.”' Eine wesentliche Rolle spielten aber auch die skandinavischen Banken, die
im estnischen Bankenwesen eine fithrende Rolle tibernahmen. Der neu eréffnete Markt
bot sich an, um die vergleichsweise weitentwickelten skandinavischen Technologien dort
unmittelbar einzufithren.” Dariiber hinaus spielten bei der tatséichlichen Entwicklung
innovativer Dienstleistungen auch die Experimentierfreudigkeit und das vorhandene
Fachwissen auf staatlich-institutioneller wie unternehmerischer Ebene eine Schliisselrol-
le.” Einen Grund hierfiir bildet wohl die bereits zu sowjetischen Zeiten relativ starke
Hinwendung Estlands zu den Informations- und Kommunikationstechnologien (IKT);
die ersten Computer wurden in Estland Ende der Fiinfzigerjahre produziert, das estnische
kybernetische Institut* wurde in den Sechzigerjahren gegriindet.”*

2. Technische Grundlagen des estnischen E-Staats

a) ID-Karte und ID-Nummer

Schliisselelement der Inanspruchnahme digitaler Leistungen ist die estnische ID-Karte,
ein — auch fiir Auslander erhiltlicher — Personalausweis, ausgeriistet mit dem nach eige-
nen Angaben hochstentwickelten digitalen Chip der Welt, der zwei elektronische Zertifi-
kate enthilt: einen zur Authentifizierung der Person und einen zweiten zur digitalen
Unterzeichnung.” Die ID-Karte ist nicht nur das Ausweis- und Reisedokument der estni-
schen Staatsangehorigen, sie dient in Verbindung mit einem ID-Kartenlesegerdt den
Inhabern auch zur Identifikation beim Online-Banking, als Kundenkarte im Einkaufs-
zentrum, zur digitalen Unterzeichnung von Dokumenten, als Krankenversicherungsaus-
weis, als Nachweis bei der Abholung digital ausgeschriebener drztlicher Rezepte in der
Apotheke und als Wahlzettel. Die ID-Karte eroffnet dem Biirger dariiber hinaus den

Die vom Wirtschafts- und Kommunikationsministerium verfasste Entwicklungsagenda 2020 fiir die
estnische Informationsgesellschaft kann im Internet in englischer Ubersetzung abgerufen werden
unter: https://www.mkm.ee/sites/default/files/digital agenda 2020 estonia_engf.pdf.

Meelis Kitsing, An Evaluation of E-Government in Estonia, Paper prepared for delivery at the
Internet, Politics and Policy Conference 2010, Oxford, S. 9, im Internet abrufbar unter:
http://ipp.oii.ox.ac.uk/sites/ipp/files/documents/IPP2010_Kitsing 1 Paper 0.pdf.

2 Kalvet, Fn. 15, S. 17, 26.
21 Ebd., S.11.
2 Kitsing, Fn. 19, S.9 f.

Zu der pragenden Rolle verantwortlicher Beamter: Kitsing, Fn. 19, S. 6 f.; zu dem Beispiel der
Entwicklungen der digitalen Bankdienstleistungen: Kalvet, Fn. 15, S. 8.

* Kitsing, Fn. 19, S. 7; Kalvet, Fn. 15, S. 21, 27.
Niher hierzu (in englischer Sprache): http://eid.eesti.ee/index.php/A_Short Introduction to elD.
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Zugang zu den E-Dienstleistungen der 6ffentlichen Hand, wenn er per Internet seine
Steuererklarung einreichen, seinen Wohnsitz ummelden oder andere behordliche Ange-
legenheiten erledigen mochte. Die Inanspruchnahme dieser digitalen Dienstleistungs-
portale ist in einem One-Stop-Shop-Modell zusammengefasst: Uber die zentrale Anlauf-
stelle www.eesti.ee (Eesti bedeutet zu Deutsch Estland) kann der Biirger, Unternechmer
oder 223§:7amte das Angebot digitaler behordlicher Dienstleistungen in Anspruch neh-
men.””

Auf der ID-Karte gespeichert ist auch die personliche ID-Nummer des Inhabers, mit-
tels der in Estland die Identitit der Person nachgewiesen wird.”® Die ID-Nummer setzt
sich aus einer Dritten unmittelbar ersichtlichen Zahlenkombination zusammen, die sich
u. a. aus Geschlecht und Geburtsdatum der Person und diesen Angaben folgenden Kon-
trollnummern ergibt.”” Die ID-Nummer stellt nach allgemeiner Ansicht keine sensible,
personenbezogene Information dar und darf zur Identifikation der Person verdffentlicht
werden.”’ Die digitalen Dienste kénnen auch per Mobiil-ID (dt.: Mobil-ID) in Anspruch
genommen werden. Das System basiert auf einer speziellen SIM-Karte, die bei dem
jeweiligen Mobilfunkanbieter erworben werden kann und in Verbindung mit dem Mobil-
telefon im Wesentlichen die Funktionen einer ID-Karte erfiillt.”’

b) Die x-Road als Grundbaustein digitaler Biirokratie

Das Riickgrat des estnischen Systems digitaler Dienstleistungen heifit X-Tee (englisch:
x-Road, dt. etwa: x-Weg). Es handelt sich dabei um das zentrale System im Netz dezent-
raler digitaler Plattformen, in der die einzelnen Teilnehmer zueinander finden.” Die in
Estland geschaffene und weltweit exportierte” x-Road ermdglicht den Austausch von
Informationen verschiedener E-Dienstleister und Datenbanken, seien sie privater oder
offentlicher Natur.”* Ebenso hat der Einzelne iiber die x-Road die Moglichkeit, jederzeit
die iiber ihn bestehenden behdrdlichen Angaben abzurufen.™

Der Schutz des Datenaustausches iiber das System ist dabei durch unterschiedliche
Sicherheitsstandards gesichert: Der zentrale Server der x-Road zertifiziert sichere Server

% E-Estonia, Fn. 3, S. 15.

77 Daneben sind die einzelnen Dienstleistungen auch separat iiber die Internetseiten der jeweiligen

Behorden abrufbar.

Nahere Informationen zu den gesetzlichen Voraussetzungen der ID-Nummer konnen (in estnischer
Sprache) im Internet abgerufen werden unter: https://www.siseministeerium.ee/isikukood/.

28

¥ Die ID-Nummer setzt sich zusammen aus einer Zahlenkombination aus 11 Ziffern, von denen die

erste das Geschlecht der Person anzeigt (ungerade Zahlen: ménnlich; gerade Zahlen: weiblich) und
die folgenden sechs das Geburtsdatum (JJMMTT). Die darauffolgenden drei Ziffern dienen als
Folgeziffern fiir Personen gleichen Geburtsdatums und die letzte Zahl als Kontrollnummer, s. naher
hierzu: https://www.siseministeerium.ee/isikukood/.

Diese Information ist abrufbar auf der Internetseite der estnischen Daten- und Informationsschutzbe-
horde (in estnischer Sprache): http://www.aki.ee/et/kas-isikukood-delikaatne.

Niher hierzu (in englischer Sprache): http://eid.eesti.ee/index.php/A_Short Introduction_to_elD.

**  E-Estonia, Fn. 3, S. 14.

Ein Uberblick iiber den Export der unterschiedlichen estnischen digitalen Dienstleistungen (neben

der x-Road auch das m-parking, e-Wahlen u. a.) kann im Internet eingesehen werden auf der Seite:
https://e-estonia.com/top-5-technology-transfers-e-estonia/.

**  E-Estonia, Fn. 3, S. 14.
x-road factsheet 2014 (engl.), hrsg. v. dem staatlichen Amt fiir Informationssysteme (estn.: Riigi

Infostisteemi Amet, RIA), S. 2, abrufbar im Internet unter: https://www.ria.ee/x-road-factsheets-
2014/.
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und informiert mit der x-Road verbundene Systeme iiber diese. Daten werden in ver-
schlusselter Form direkt vom Dateninhaber an den Anfragenden tbermittelt. Auf der
Ebene der x-Road wird lediglich die Tatsache der Ubertragung aufgezeichnet (Logging).
Erginzend tibermitteln sichere Server Informationen iiber ,,geloggte” Dateniibertragun-
gen an das zentrale System, so dass der Weg der Dateniibertragung in zweifacher Hin-
sicht nachverfolgt werden kann.*

3. Das estnische Grundverstindnis von Datenschutz und
Informationsfreiheit

Untrennbar mit der Entwicklung des digitalen Konzepts Estlands verbunden ist die Ent-
wicklung des nationalen Verstdndnisses einer offenen Informationsgesellschaft. Wie
bereits erwédhnt, machten die ,,Grundlagen der estnischen Informationspolitik™ von 1998
die Gestaltung der Kommunikation zwischen Biirger und Staat zu einem ihrer Schwer-
punkte.”” Die Prinzipien des Umgangs der 6ffentlichen Hand mit der von ihr verwalteten
Information legte 2001 das Gesetz iiber die offentliche Information fest (estn.: Avaliku
teabe seadus, i. F. auch AvTS).” Der damalige Innenminister Tarmo Loodus sagte bei
den Verhandlungen vor dem Parlament: ™

Dem Gesetzesentwurf liegt der Grundgedanke zugrunde, dass eine Information, die bei der
Erfiillung 6ffentlicher Aufgaben geschaffen und entstanden ist, 6ffentlich ist und der Zugang zu
ihr gewidhrt sein muss [...]. Die Ausarbeitung des Entwurfs hat sich dabei an dem in § 10 des
Grundgesetzes [estn.: Pohiseadus, i. F. auch PS] festgelegten Grundsatz des demokratischen und
sozialen Rechtsstaats und auch am Prinzip der offenen Gesellschaft, d. h. an der Idee, dass die
Ausiibung 6ffentlicher Gewalt transparent sein muss und die Kontrolle der Offentlichkeit tiber
die Erfiillung 6ffentlicher Aufgaben zu gewihrleisten hat, orientiert.

Um den biirokratischen Aufwand wie auch dessen Kosten moglichst gering zu hal-
ten, machte sich der Gesetzgeber die Moglichkeiten der modernen Kommunikation
zunutze.” Das digitale Dokumentenregister, das mit § 11 AvTS jeder staatlichen oder
kommunalen Einrichtung und jeder 6ffentlich-rechtlichen juristischen Person zu unter-

" Ebd.
7 S.o.unter I 1.b).

3% Gesetzesentwurf 462 SE vom 20.06.2000, in Kraft getreten am 1.01.2001; wie auch alle anderen
parlamentarischen Normvorhaben seit dem 8.9.1997 kann der Gesetzesentwurf nebst Gesetzesbe-
grindung und Verlauf der Verhandlungen des Entwurfs (in estnischer Sprache) iiber die Homepage
des estnischen Parlaments frei im Internet abgerufen werden unter: www.riigikogu.ee. Alle vom Par-
lament seit dem 8.9.1997 verhandelten Rechtsvorhaben (einschlie8lich der dazugehorigen Gesetzes-
begriindungen und der ndheren Angaben zum Verlauf des Gesetzgebungsverfahren) werden auf der
Homepage des Parlaments verdffentlicht und sind unter www.riigikogu.ee ebenfalls frei abrutfbar.
Die geltende sowie dltere Fassungen des AvTS sind im estnischen Staatsanzeiger (estn.: Riigiteataja,
RT) unter www.riigiteataja.ce abrufbar. Alle estnischen Gesetzesakte und Regierungsverordnungen,
verabschiedete Gesetzesvorhaben, Parlamentsbeschliisse und wesentliche Entscheidungen des Ple-
nums und der Kammer fiir Verfassungsfragen des Staatsgerichts werden im RT veroftentlicht. Das
RT erscheint seit dem Jahr 2006 offiziell nur noch in elektronischer Form (mit Ausnahme einiger ge-
druckter Kontrollkopien). Amtliche englischsprachige Ubersetzungen estnischer Rechtsakte kénnen
ebenfalls iiber diese Homepage (https://www. riigiteataja.ee/tutvustus.html?m=3) abgerufen werden.
Niheres regelt das Gesetz iiber das staatliche Amtsblatt (Riigi Teataja seadus).

Stenogramm der zweiten Lesung des Gesetzesentwurfs zum AvTS (Gesetzesentwurf 462 SE) vom
25.10.2000, im Internet abrufbar unter: http://www.riigikogu.ee/?op=steno; s. a. Gesetzesbegriindung
zum Gesetzesentwurf 462 SE vom 20.06.2000, im Internet abrufbar unter: http://www.riigikogu.
ee/?op=emsplain2&content_type=text/html&page=mgetdoc&itemid=003672877.

4 Gesetzesbegriindung zum Gesetzesentwurf 462 SE, ebd.
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halten aufgetragen ist, hat dieses auf ihrer Homepage 6ffentlich zugénglich einzurichten.
Das Register umfasst grundsétzlich Angaben tiber den gesamten eingehenden und aus-
gehenden Briefverkehr der 6ffentlichen Einrichtung und erméglicht den direkten Zugriff
auf diejenigen Dokumente, die keiner Zugangsbeschrinkung unterliegen (§ 12 IV1
AVTS).

Zweiter Garant fiir die Offentlichkeit der von der Behorde verwalteten Information
ist das Jedermannrecht, sich mit Auskunftsersuchen an die Behorden zu wenden (§ 14
AvVTS). Ein besonderes Interesse an der erwiinschten Auskunft muss der Ersuchende
dabei grundsitzlich nicht nachweisen.

Dennoch legte das AvTS nicht den Grundstein fiir ein neues Versténdnis des 6ffent-
lichen Handelns. Es hatte vielmehr eine harmonisierende Funktion. Denn bereits bei den
Verhandlungen des Gesetzesentwurfes konstatierte Innenminister 7armo Loodus, dass
das Gesetz lediglich die bestehende verbreitete Praxis der 6ffentlichen, aber auch priva-
ten Institutionen formalisiere, online freien Zugang zu der von ihnen verwalteten Infor-
mation zu gewihren.*'

Auch das Recht auf informationelle Selbstbestimmung hat im estnischen Recht sei-
nen festen Platz. Es fand erstmalig Erwdhnung in einem Urteil der Kammer fiir Verfas-
sungsfragen des estnischen Staatsgerichts im Jahr 1994: | Das Fehlen einer grundlegen-
den gesetzlichen Regelung und ihre Undurchsichtigkeit aber beraubt die Person des
Rechts auf informationelle Selbstbestimmung, der Mdoglichkeit ihre Verhaltensweise
entsprechend anzupassen und sich zu schiitzen.“* In der ersten Auflage des Kommentars
zum estnischen Grundgesetz (estn.: Phiseadus, i. F. auch PS),43 erschienen 2002, wurde
das Recht auf informationelle Selbstbestimmung dann von Ernits als Ausdruck des in
§ 19 I PS verankerten Rechts auf freie Entfaltung der Personlichkeit niher bestimmt.**
Informationelle Selbstbestimmung umfasse das Jedermannrecht selbst zu entscheiden, ob
und in welchem Umfang Information iiber die betroffene Person gesammelt und gespei-
chert werde.” Der Rechtskanzler (estn.: Oiguskantsler) hat das Recht auf informationelle
Selbstbestimmung insbesondere dem Recht auf den Schutz der Privatsphire (§ 26 PS)
zugerechnet.*® * Mikiver und Tikk nennen daneben als einschligiges Grundrecht § 44

' Tarmo Loodus, Stenogramm der ersten Lesung des Gesetzesentwurfs zum AvTS (Gesetzesentwurf

462 SE) vom 20. September 2000; im Internet abrutbar unter: http://www.riigikogu.ee/?op=steno.

42 Urteil der Kammer fiir Verfassungsfragen des Staatsgerichts Estland vom 12.01.1994 in der Sache

111-4/A-1/94. Die Kammer machte im Urteil keine ndheren Ausfithrungen zu den Eigenschaften und
dem Inhalt des von ihm erwéhnten Rechts auf informationelle Selbstbestimmung. Das Urteil ist im
Internet tiber die Homepage des Staatsgerichts Estland abrufbar unter: www.nc.ee.

4 Das geltende estnische Grundgesetz (estn.: Pohiseadus) wurde am 28.6.1992 per Volksabstimmung

angenommen und trat am 3.7.1992 in Kraft.

4 Madis Ernits, in: Eesti Vabariigi pohiseadus, Kommenteeritud viljaanne, 1. Auflage 2002, § 19 Rn.

4.1.
4 Ebd.

4§26 PS: ,Jeder hat das Recht auf Unverletzlichkeit seines Familien- und Privatlebens. Staatliche
Einrichtungen, ortliche Selbstverwaltungen sowie deren Amtspersonen diirfen sich in das Familien-
oder Privatleben nur in den gesetzlich vorgesehenen Fillen und Verfahren sowie zum Schutz von
Gesundheit, Moral, offentlicher Ordnung oder der Rechte und Freiheiten anderer Menschen, zur
Verhiitung einer Straftat oder zur Festnahme eines Verbrechers einmischen.”; s.a. Monika
Mikiver/Eneken Tikk, Applicability of the Census Case in Estonian Personal Data Protection Law,
Juridica International 2006, S. 102 ff., S. 105.

Die Institution des Rechtskanzlers, die ihren Ursprung in der skandinavischen Ombudsmann-
Funktion hat, hat in Estland eine besondere Ausformung erfahren. Gemdfl § 139 PS ist der
Rechtskanzler eine von der iibrigen Staatsgewalt unabhingige Amtsperson, die iiber die Einhaltung
der Verfassungsmafigkeit der Akte der rechtsprechenden und exekutiven Staatsgewalt wacht. Ferner
ist ihm eine gesetzliche Ombudsmannfunktion zugeschrieben, denn jedermann hat das Recht, sich im
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PS, der jedermann das Recht zuspricht, zum allgemeinen Gebrauch verbreitete Informa-
tionen frei zu erhalten.*

Als Garant fiir das Recht auf informationelle Selbstbestimmung steht insbesondere
das Gesetz zum Schutz personenbezogener Informationen (estn.: Isikuandmete kaitse
seadus, i. F. IKS™).® 1996 erstmalig verabschiedet, wurde das IKS in den Jahren 2003
und 2008 grundlegend reformiert, um u. a. den Anforderungen der europdischen Daten-
schutzrichtlinie’' zu geniigen. Das Gesetz sichert den Schutz vor einer unerwiinschten
Informationsverarbeitung durch die grundsitzlich erforderliche vorherige Zustimmung
der betroffenen Person ab (§ 12 IKS). Seit 2003 legt § 6 IKS die Grundsétze der perso-
nenbezogenen Informationsverarbeitung fest: die Prinzipien der GesetzmiBigkeit,
Zweckgebundenheit, der Informationssparsamkeit (wonach nur so viele Daten zu sam-
meln sind, wie fiir die jeweilige Verwendung unbedingt notwendig ist), des begrenzten
Nutzungsrechts, der Richtigkeit und Sicherheit der Informationen sowie des diesbeziigli-
chen Mitspracherechts des Betroffenen.

Waihrend der Gesetzgeber das AvTS als lex generalis einstuft, das insoweit zur An-
wendung kommt, als nicht leges speciales (u. a. die Regelungen des IKS) den freien
Zugang zur Sffentlichen Information einschrinken,” wird in der Rechtswissenschaft die
Ansicht vertreten, dass das Verhéltnis der Gesetzesnormen in jedem Einzelfall getrennt
zu bestimmen ist.>’

Vorliegende Ausfiihrungen veranschaulichen Ahnlichkeiten und Unterschiede in der
Entwicklung des européischen ,,open government“-Prinzips in Estland und Deutschland.
Zwar bestehen kaum Zweifel, dass das deutsche Recht Estland bei der Verankerung des
»Rechts auf informationelle Selbstbestimmung* Pate gestanden hat. (Die Ubernahme der
im Volkszdhlungsurteil von 1983 formulierten Grundsitze des Bundesverfassungsge-
richts versteht sich insbesondere vor dem Hintergrund, dass das estnische Recht bei der
Festlegung seiner Grundlagen hiufig aus der deutschen Rechtsordnung geschopft hat.)™

Fall der Verletzung seiner Grundrechte und -freiheiten durch die offentliche Gewalt an den
Rechtskanzler zu wenden (§ 19 1 des Rechtskanzler-Gesetzes, odiguskantsleri seadus). Der
Rechtskanzler wird auf Vorschlag des Prisidenten der Republik vom Parlament fiir eine Amtszeit
von 7 Jahren in sein Amt gewdéhlt.

8 Monika Mikiver/Eneken Tikk, Informatsioonilise enesemiiramise diguse tagamise diskretsioon-

iotsused haldusmenetluses (Die Gewihrleistung des Rechts auf informationelle Selbstbestimmung in
verwaltungsrechtlichen Ermessensentscheidungen), Juridica 2005, S. 250 ff., S. 251.

¥ Die Ubersetzung des Begriffs , isikuandmete kaitse seadus® mit ,,Datenschutzgesetz* wire nicht

gianzlich korrekt. Die estnische Sprache wie auch das estnische Recht kennen keine begriffliche
Unterscheidung von Informationen nach Art ihrer Speicherung. Der estnische Begrift ,,andmed*
bezeichnet aus diesem Grund jede Art informativer Angaben. Das IKS findet damit (theoretisch)
auch Anwendung auf analog unterhaltene Kartotheken, so auch die Ausfithrungen der estnischen
Daten- und Informationsschutzbehérde in den ,,Leitlinien zu den Informationsverzeichnissen®, 2013,
S. 4; das Dokument ist im pdf-Format abrufbar (in estnischer Sprache) auf der Homepage der Daten-
und Informationsschutzbehorde: http://www.aki.ee/et/juhised. Gemal § 4 I IKS sind personen-
bezogene Angaben (estn.: isikuandmed) Angaben iiber eine identifizierte oder identifizierbare
Person, unabhingig von der Art und Weise ihrer Speicherung.

0 Mikiver/Tikk, Fn. 48, S. 251.

I Richtlinie 95/46/EG des Europiischen Parlaments und des Rates vom 24. Oktober 1995 zum Schutz
natiirlicher Personen bei der Verarbeitung personenbezogener Daten und zum freien Datenverkehr.

2 vgl. § 2 1 IKS; vgl. auch die Gesetzesbegriindung zum Gesetzesentwurf 462 SE vom 20.06.2000,

Punkt II. 2. 1, im Internet abrufbar unter: www.riigikogu.ee .

Mikiver/Tikk, Fn. 48, S. 252; Liina Kanger, Kas avalik dokumendiregister voi isikuandmete kaitse?

Normikriitiline kisitlus (Offentliches Dokumentenregister oder Schutz personlicher Daten? Eine
normkritische Abhandlung), Juridica 2009, S. 39 ff., S. 43.

* Vgl. auch Mikiver/Tikk, Fn. 46, S. 102 ff., S. 103.
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Dennoch ist der fiir Deutschland notwendige Paradigmenwechsel vom Grundsatz der
,,beschrinkten Aktenoffentlichkeit hin zur Idee der Informationsfreiheit ein Estland
unbekanntes Problem.”® Wie die folgenden Ausfilhrungen veranschaulichen, findet der
dem deutschen Diskurs eigentiimliche Widerstreit zwischen Informationsfreiheit und
Datenschutz in Estland keine Entsprechung.

4. Die estnische Daten- und Informationsschutzbehorde®

Uber die Einhaltung des Datenschutzes zu wachen ist insbesondere Aufgabe der estni-
schen Daten- und Informationsschutzbehorde (estn.: Andmekaitse Inspektsioon, i. F.
auch AKI)”, die 1999 als eigenstindige Behorde ins Leben gerufen wurde.” ** Daneben
ist die AKI als zustédndige Aufsichtsbehérde auch verantwortlich fiir die rechtméBige
Anwendung des Gesetzes iiber die 6ffentliche Information (AvTS), in deren Rahmen die
Behorde daftir einzustehen hat, dass die 6ffentlichen Einrichtungen ihrer Pflicht nach-
kommen, jedermann Zugang zu der von ihnen verwalteten 6ffentlichen Information zu
gewihren. Ergidnzend erarbeitet die Behorde Leitlinien, um eine moglichst effektive
Umsetzung des AvTS zu gewihrleisten, ist verantwortlich fiir die Einhaltung des Daten-
schutzes bei der Vorratsdatenspeicherung seitens der Anbieter elektronischer Kommuni-
kationsdienste und auch fiir notwendige SchutzmaBinahmen im Rahmen des Direktmar-
keting.”’ Die Fiille der Pflichten und Kompetenzen der AKI lisst unter anderem die
Frag(zlnach moglichen Interessenkonflikten in ihrem Verantwortungsbereich aufkom-
men.

Als Behorde ist die AKI dem Justizministerium untergeordnet und steht unter dessen
Dienstaufsicht.”” Auch ihren Jahreshaushalt bestreitet die Behorde aus den ihr durch das
Ministerium zugewiesenen Mitteln und ist diesem deshalb rechenschaftspflichtig.” Aus

Friedrich Schoch, Informationsrecht in einem grenziiberschreitenden und europdischen Kontext,
EuzZW 2011, S. 388 ff., S. 390.

Auch hier ist wiederum darauf zu verweisen, dass sich die Kontrollkompetenz der Behorde auf die
Kontrolle der rechtméBigen Speicherung von Informationen jeglicher Art erstreckt und nicht auf
digital gespeicherte Angaben beschrinkt ist.

Die Bezeichnung der Behorde als Datenschutzbehdrde wire nicht génzlich korrekt. Es ist vielmehr
Aufgabe der Behorde, im Rahmen der ihr gesetzlich tibertragenen Aufgaben tiber die Rechtmafigkeit
sowohl digital als auch analog gespeicherter Informationen zu wachen (vgl. die obige
Begriffserkldrung zu dem Gesetz zum Schutz personenbezogener Informationen, IKS, s. Fn 48, 50).

Aufgaben des Datenschutzes fielen zunéchst der 1997 gegriindeten Datenschutzabteilung des Innen-
ministeriums zu; s. a. Jahresiibersicht der Daten- und Informationsschutzbehorde aus dem Jahr 2007,
S. 10; im Internet abrufbar (in estnischer Sprache) unter: http:www.aki.ee/et/inspektsioon/aasta
ettekanded.

Zu den verschiedenen Aufgaben der AKI auch (in englischer Sprache): Annual Report 2010,
Summary in English, S. 1 f.; abrufbar im Internet: http://www.aki.ee/en/inspectorate/annual-reports.

% Auf Grundlage des Gesetzes iiber die elektronische Verbindung (estn.: Elektroonilise side seadus,

ESS), abrufbar im Internet unter: www.riigikogu.ee .

' S.a.: Kari Kdspar, Human Rights in Estonia 2012, Chapter: Organisational framework of protection

of human rights on state level; im Internet abrufbar unter: http://humanrights.ee/en/annual-human-
rights-report/5030-2/organisational-framework-of-protection-of-human-rights-on-state-level/.
62

§ 59 III Punkt 1 des Gesetzes iiber die Regierung der Republik (estn.: Vabariigi Valitsuse seadus,
VVS), § 1 I der Grundverordnung und Zusammensetzung der Daten- und Informationsschutzbehorde
(Andmekaitse Inspektsiooni pdhiméérus ja koosseis, i. F. AKIPM); die Rechtsakte sind im Internet
abrufbar unter: www.riigikogu.ee.

§ 4 1 Satz 2 AKIPM,; s. a. Liina Kanger/Eve Rohtmets, Eesti andmekaitse Euroopa Kohtu praktika
peeglis (Der estnische Datenschutz im Spiegel der Rechtsprechung des Européischen Gerichtshofs),
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vorliegenden Griinden werden gelegentlich Zweifel geduBert an der gemeinschaftsrecht-
lich erforderlichen Unabhingigkeit der Behorde® im Sinne der durch die Rechtspre-
chungspraxis des Europiischen Gerichtshofs konkretisierten Anforderungen.®

IL.

L.
a)

Der digitale Staat — Effizienz und Transparenz oder entgrenzte
Datenflut?

Die Informationsverzeichnisse der 6ffentlichen Einrichtungen

Urspriingliche gesetzliche Grundlage der Informationsverzeichnisse

Am 12. Mérz 1997 nahm das estnische Parlament das Gesetz tiber die Informationsver-
zeichnisse (estn.: Andmekogude seadus, i. F auch AKS) an. Das AKS definierte ein
Informationsverzeichnis als eine vom Staat, der kommunalen Selbstverwaltung, einer
offentlich-rechtlichen oder einer privatrechtlichen Person unterhaltene, geordnete Samm-
lung automatisch oder manuell systematisierter Angaben, die eine maschinelle Bearbei-
tung und erleichterte Auskunftserfragung ermoglichen. Die Zuldssigkeit seiner Errich-
tung richtete sich nach der Art des Registers.’” ©" Das von jeder Institution, der die Erfiil-
lung offentlicher Aufgaben aufgetragen ist, seit 2001 zu unterhaltene Dokumenten-
register” ist dabei seiner Definition nach ein digitales Informationsverzeichnis (§ 11 I
AVTS).

64

65

66

67

68

Riigikogu Toimetised 23/2011 (periodische Herausgabe des Parlaments); der Artikel ist im Internet
frei abrufbar unter: http://www.riigikogu.ee/rito/index.php?id=14437.

Art. 28 (,,Kontrollstelle®) der Richtlinie 95/46 des Européischen Parlaments und des Rates vom 24.
Oktober 1995 zum Schutz natiirlicher Personen bei der Verarbeitung personenbezogener Daten
bestimmt in Abs. 1: ,Die Mitgliedstaaten sehen vor, dass eine oder mehrere 6ffentliche Stellen
beauftragt werden, die Anwendung der von den Mitgliedstaaten zur Umsetzung dieser Richtlinie
erlassenen einzelstaatlichen Vorschriften in ihrem Hoheitsgebiet zu iiberwachen. Diese Stellen
nehmen die ihnen zugewiesenen Aufgaben in volliger Unabhidngigkeit wahr.*

Urteil des Gerichtshofs (Groe Kammer) vom 16. Oktober 2012, Rs. C-614/10 (Kommission ./.
Republik Osterreich); Urteil des Gerichtshofes (GroBe Kammer) vom 9. Mirz 2010, Rs. C-518/07
(Kommission ./. Deutschland). Eine ndhere Behandlung des Themas wiirde die Grenzen der
vorliegenden Abhandlung sprengen. Zu der Rechtsprechung sei aus diesem auf die Stellungnahme
des Gerichtshofs in der Rs. C-614/10, Rn. 41 verwiesen: ,,Der Gerichtshof hat in seinem Urteil
Kommission ./. Deutschland (Rn. 30) bereits entschieden, dass der Ausdruck ,in vélliger
Unabhingigkeit™ in Art. 28 Abs. 1 Unterabs. 2 der Richtlinie 95/46 dahin auszulegen ist, dass die fiir
den Schutz personenbezogener Daten zustindigen Kontrollstellen mit einer Unabhingigkeit
ausgestattet sein miissen, die es ihnen ermdglicht, ihre Aufgaben ohne &uflere Einflussnahme
wahrzunehmen. Im gleichen Urteil hat der Gerichtshof klargestellt, dass diese Kontrollstellen jeder
duBeren Einflussnahme, sei sie unmittelbar oder mittelbar, entzogen sein miissen, die ihre
Entscheidungen steuern konnte (vgl. in diesem Sinne Urteil Kommission ./. Deutschland, Rn. 19, 25,
30 und 50).*

Ein sog. staatliches Hauptregister konnte auf Grundlage eines Gesetzes eingerichtet werden, ein
staatliches Register aufgrund einer Regierungsverordnung und ein Register, dessen Ziel sich auf die
innere Organisation der staatlichen Behorde beschrinkte, konnte mit der Entscheidung des
Behordenleiters errichtet werden, vgl. §§ 251, 32 1, 39 T AKS.

Das AKS galt bis zum 1. Januar 2008, an dem das neu in das AvTS eingefiigte Kapitel {iber die
Unterhaltung von Informationsverzeichnissen in Kraft trat.

Hierzu bereits oben unter I 3).
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b) Verfassungsrechtliche Bedenken

Die im AKS geregelte Verarbeitung von Informationen und Daten riickte erst wesentlich
spéter in das Interesse der Juristen. Als einer der Ersten verband der Rechtskanzler die
Regelung der Informationsverzeichnisse mit der Frage eines moglichen Grundrechtsein-
griffs: In seinem Jahrbuch von 2005 widmete der Rechtskanzler dem Thema der Infor-
mationsverzeichnisse eine umfassende Bewertung; in diesem merkte der Rechtskanzler
an, dass der estnische Staat grole und bedeutende Informationsverzeichnisse iiber seine
Einwohner unterhalte.”’ Die Entscheidung iiber die zu sammelnde Datenmenge und
beziiglich weiterer wesentlicher Regelungen liege dabei aber beinahe vollumfanglich bei
der Exekutive (in der Regel bei dem zustindigen Ministerium oder der Regierung).”® Der
Rechtskanzler konstatierte auf Grundlage der von ihm behandelten Fille, dass der Ver-
ordnungsgeber nicht selten die von ihm festgelegten Ziele spéter gedndert und die Liste
der im Register zu verzeichnenden Angaben erheblich erweitert habe. So habe man
beispielsweise geplant, im staatlichen Strafverfahrensregister ergénzend Angaben betref-
fend der Staatsangehorigkeit, Muttersprache, des Wohnorts, Bildungs- und Familien-
stands, Einkommens und Tétigkeitsfelds der im Strafverfahren Beteiligten zu sammeln,
wovon man lediglich infolge der Einmischung seitens des Rechtskanzlers abgekommen
sei.”' Zusammenfassend stellte der Rechtskanzler fest, dass die modernen Mdglichkeiten
der Informationsverarbeitung die Arbeit der Politiker und Beamten erheblich erleichter-
ten. Dabei fehle jedoch das Bewusstsein dafiir, dass die Verarbeitung personlicher In-
formationen einen Eingriff in die Grundrechte der Person darstellt.”

Als ebenfalls problematisches Beispiel nannte die AKI in ihrer Ubersicht selbigen
Jahres das Gesetz zur Privention und Bekdmpfung ansteckender Krankheiten (estn.:
Nakkushaiguste ennetamise ja torje seadus, i. F. NETS). Der weit gefasste Wortlaut des
§ 20 NETS sieht vor, dass Fille ansteckender Krankheiten im Register fiir Ansteckungs-
krankheiten registriert werden und das Register zur Pridvention und Aufkldrung von
auftretenden Fillen von Ansteckungskrankheiten genutzt wird.” Die AKI kritisierte,
dass die Erfassung personlicher Daten sich dabei jedoch nicht auf sich epidemisch ver-
breitende und gefidhrliche Infektionen beschrinkte, sondern auch Angaben iiber Kritze,
Tierbisse und dhnliche, nicht hochansteckende Krankheiten erhoben und fiir einen Zeit-
raum von 75 Jahren gespeichert wurden.” Das Sozialministerium begriindete das Sam-
meln der Daten gegeniiber der AKI u. a. mit dem Argument der Terrorismusbekdamp-

9 Jahresiibersicht des Rechtskanzlers aus dem Jahr 2005, S. 88, im Internet (in estnischer Sprache)

abrufbar unter: http://oiguskantsler.ee/sites/default/files/6iguskantsleri 2005. aasta_tegevuse ylevaa
de.pdf. Die Jahresiibersicht von 2005 findet sich auch in englischsprachiger Ubersetzung, im Internet
abrufbar unter: http://oiguskantsler.ce/sites/default/files/annual_report/of the chancellor of justice
2005.pdf; die entsprechenden Anmerkungen der Rechtskanzlers finden sich ebd. auf S. 46 ff.

" Ebd.
"' Jahresiibersicht des Rechtskanzlers 2005, Fn. 69, S. 89.
2 Jahresiibersicht des Rechtskanzlers 2005, Fn. 69, S. 87 f.

Der Wortlaut des § 20 I des Gesetzes zur Privention und Bekampfung von gefihrlichen,

ansteckenden Krankheiten (estn.: Nakkushaiguste ennetamise ja tdrje seadus) gilt seit dem
Inkrafttreten des Gesetzes im Jahr 2003 im unveridnderten Wortlaut bis heute; das Gesetz ist in
estnischer Sprache im Internet abrufbar unter: www.riigiteataja.ee. Das Register selbst nahm seine
Arbeit am 1.1.2005 auf, vgl. die auf der Webseite des Verwaltungssystems staatlicher
Informationssysteme (Riigi Infosiisteemi haldussiisteem, RIHA) veréffentlichte Information:
https://riha.eesti.ee/riha/main/inf/nakkushaiguste register.

Jahrestibersicht der AKI aus dem Jahr 2005, S. 7 f., im Internet (in estnischer Sprache) abrufbar
unter: http://www.aki.ee/et/inspektsioon/aastaettekanded.
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fung.” Kritische Erwihnung seitens der AKI fand auch die urspriingliche Rechtsgrund-
lage des Geburtsregisters, Tuberkuloseverzeichnisses und etlicher weiterer Informations-
register des Sozialministeriums; die insoweit einschldgige Norm, § 8 T Punkt 12 des
Gesetzes tiber die Volksgesundheit, konstatierte insoweit schlicht, dass es im Rahmen
der Gestaltung der Gesundheitspolitik Aufgabe des Sozialministeriums sei, Angaben
iiber die Gesundheit der Bevélkerung zu sammeln und zu bearbeiten.”®

Eine auf Grundlage von § 20 NETS erlassene Auflistung der im Register fiir anste-
ckende Krankheiten zu sammelnden Erkrankungen enthélt mittlerweile die von der Re-
gierung am 23.7.2009 diesbeziiglich erlassene Verordnung; zu den 62 zu registrierenden
Krankheiten zdhlen u. a. schwerere Infektionen der oberen Atemwege, Grippe und (wei-
terhin) Tierbisse.”” Im Register sind dariiber hinaus die Identitit, der Wohnort, der Beruf
und Arbeitsplatz sowie der soziale und wirtschaftliche Status des Patienten zu vermer-
ken,z wobei die in das Register eingetragenen Angaben unbefristet gespeichert wer-
den.

Das Gesetz tiber die Volksgesundheit wurde zwischenzeitlich um ein getrenntes Ka-
pitel erginzt,” das seit 2011 Einzelheiten der auf Grundlage des Gesetzes iiber die
Volksgesundheit vom Sozialministerium unterhaltenen Register regelt.*'

¢) Normative Nachbesserung der Regelungen iiber die
Informationsverzeichnisse

Wohl nicht zuletzt aufgrund des geplanten Beitritts Estlands zum Schengener Abkom-
men und auf Grundlage der Ergebnisse der Schengen-Bewertungsgruppe 2006, die eine
wiederholte Priifung der estnischen Datenschutzregelungen fiir notwendig befunden
hatte, wurden zeitnah zu der von dem Rechtskanzler und der AKI geduflerten Kritik
Gesetzesdnderungen angestreng'[.82

> Jahresiibersicht der AKI 2005, Fn. 74, S. 8.
" Jahresiibersicht der AKI 2003, Fn. 74, S. 9 f.

"7 Die von der Regierung am 23.07.2009 erlassene Verordnung zur Ubermittlung von Informationen

iiber Ansteckungskrankheiten, Verdachtsfille von Ansteckungskrankheiten und Risikofaktoren von
Ansteckungsfallen sowie zur Regelung der Zusammensetzung der zu iibermittelnden Informationen
einschlieflich der den Betroffenen identifizierenden personenbezogenen Angaben  (estn.:
Nakkushaiguste ja nakkushaiguskahtluse esinemise ning haigestumise ohutegurite kohta teabe
edastamise kord ja edastatavate andmete koosseis koos andmesubjekti identifitseerivate
isikuandmetega) ist in estnischer Sprache im Internet abrufbar unter: www.riigiteataja.ee.

" Gem. § 7 Punkt 3 der ebenfalls am 23.7.2009 von der Regierung erlassenen Grundverordnung des

Registers fiir Ansteckungskrankheiten (estn.: Nakkushaiguste registri pdhimédrus), in estnischer
Sprache im Internet abrutbar unter: www.riigiteataja.ee. § 7 Punkt 3 der Verordnung wurde dabei
zuletzt mit Regierungsbeschluss vom 14.3.2013 gedndert.

" Vgl die entsprechende Information auf der Webseite des Verwaltungssystems staatlicher

Informationssysteme (Riigi Infostisteemi haldussiisteem, RIHA): https:/riha.eesti.ee/riha/main/
inf/nakkushaiguste register.

8 Mit der Annahme des Gesetzesentwurfes 906 SE III vom 23.12.2010 am 17.2.2011. Der

Gesetzesentwurf nebst Gesetzesbegriindung und Verlauf der Verhandlungen des Entwurfs kann in

estnischer Sprache im Internet abgerufen werden unter: www.riigikogu.ce.

S. Kapitel 2' des geltenden Gesetzes iiber die Volksgesundheit.

8 S.a. die Pressemitteilung des Innenministeriums iiber die Ergebnisse der Experten der
Bewertungsgruppe, abrufbar im Internet (in estnischer Sprache) unter: http://uudisvoog.postimes.ee/?
DATE=20061031&ID=137666; ecine Ubersicht zu dem Prozess des Beitritts Estlands zum
Schengener Abkommen kann auf der Internetseite des Innenministeriums (in estnischer Sprache)
abgerufen werden unter: https://www.siseministeerium.ee/25377/?highlight=schengen.
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Seit dem 1. Januar 2008 ist die Einrichtung eines Informationsverzeichnisses mog-
lich, wenn dies gesetzlich oder aufgrund eines auf gesetzlicher Grundlage ergangenen
Rechtsakts zulissig ist.” Dabei wurde das AKS fiir nichtig erklirt und die Regelungen
tber die Informationsverzeichnisse wurden in einem getrennten Kapitel in das AVTS
integriert.® Wenn auch die Gesetzesbegriindung nicht gesondert auf die Kritik des
Rechtskanzlers und der AKI Bezug nimmt, so wird dennoch festgestellt, dass gesetzlich
auch der Grund fiir die Einrichtung des Informationsverzeichnisses bestimmt werden
muss, um eine Uberpriifung seiner rechtlichen Erforderlichkeit zu erméglichen. Die
Einrichtung, Anderung und SchlieBung von Verzeichnissen muss dariiber hinaus mit
dem Amt fiir Informationsverzeichnisse (RIA), der Datenschutzinspektion (AKI) und
dem Statistikamt abgestimmt werden.*

Das als Verordnung zu erlassende Statut des Informationsverzeichnisses muss insbe-
sondere den organisatorischen Aufbau, den verantwortlichen Bearbeiter, die Zusammen-
setzung der darin zu verzeichnenden Angaben sowie den bzw. die zur Dateneingabe
Berechtigten festlegen.” Infolge dessen liegt die Entscheidungskompetenz dariiber,
welche Angaben in einem Informationsverzeichnis zu erfassen sind und welche Ver-
waltungsorgane hierzu Zugang haben, wiederum vornehmlich bei der Exekutive. Die
AKT stellte in ihrem Jahresbericht 2011 hierzu wiederum fest:

[...] oft beinhaltet das Gesetz nur eine Norm, die die Errichtung des Informationsverzeichnisses,
die Festlegung der darin zu registrierenden Angaben sowie die Regelung seiner Unterhaltung der
vollziehenden Gewalt delegiert. In der Praxis hédufig anzutreffen sind auch diejenigen Fille, in
denen man sich nicht die Mithe gemacht hat, die Zusammensetzung der Angaben in der
Verordnung festzulegen, da man dies fiir allzu umstidndlich erachtet. Und die Frist fiir die
Speicherung der Angaben wird nicht selten auf noch niedrigerer Ebene festgelegt — in den

amtsinternen Vorschriften der Dokumentenverwaltung.

Da die obligatorischen Regelungselemente der Grundverordnung im 2008 verab-
schiedeten AvTS abschlieBend aufgezahlt sind, sind dariiber hinausgehende Angaben —
hierunter die zeitliche Dauer der Speicherung der Angaben im Verzeichnis — nicht ver-
pflichtend. Zur Verbesserung der Situation erarbeitete die AKI 2013 allgemeine Leitli-
nien zur Griindung und Unterhaltung offentlicher Informationsverzeichnisse, in denen
u. a. empfohlen wird, die Dauer der Speicherung der gesammelten Daten in der Grund-
verordnung festzulegen.88 Wenn auch die Errichtung der Verzeichnisse (und damit auch
deren Regelung) unter der Bedingung der Zustimmung der AKI steht, erscheint fraglich,
ob solche unverbindlichen Empfehlungen geeignet sind, die verbindliche Wirkung ge-
setzlicher Regelungen zu ersetzen und die Einheitlichkeit der Informationsverzeichnisse
sowie einen hinreichenden Rechtsschutz sicherzustellen.

8 §43° T AVTS, eingefiigt mit Gesetzesentwurf 1027 SE vom 8.11.2006, in Kraft getreten am 1.1.2008.
Der Gesetzesentwurf nebst Gesetzesbegriindung und Verlauf der Verhandlungen des Entwurfs kann
in estnischer Sprache im Internet abgerufen werden unter: www.riigikogu.ee.

8 Ebd.
8§ 43° 111 AVTS.
8 AVTS § 43°.

87 Jahresiibersicht der AKI aus dem Jahr 2011, S. 61, im Internet (in estnischer Sprache) abrufbar unter:

http://www.aki.ee/et/inspektsioon/aastaettekanded.

8 Der von der AKI 2013 ausgearbeitete Leitfaden zu den Informationsverzeichnissen (estn.:

Andmekogude juhend) ist im Internet frei abrufbar unter: http:/www.aki.ee/sites/www.aki.ee/
files/elfinder/article_files/Andmekogude%20juhend.pdf.
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2. Offentlichkeit und Inhalt der Informationsverzeichnisse

a) Gesetzliche Grundlagen der Veroffentlichung personenbezogener
Angaben in den Informationsverzeichnissen

Die Aufgabe des Gesetzes zum Schutz personenbezogener Informationen ist die Wah-
rung der Grundrechte und -freiheiten der Person bei der Verarbeitung der sie betreffen-
der Angaben (§ 1 IKS). § 11 I IKS enthélt allerdings eine Bereichsausnahme: Hat der
Betroffene seine personenbezogenen Angaben selbst verdffentlicht, seine Zustimmung
zu einer solchen Veroffentlichung gegeben oder beruht die Ver6ffentlichung der Anga-
ben auf einer gesetzlichen Grundlage, dann finden die Normen des IKS auf den konkre-
ten Fall keine Anwendung.* Eine solche gesetzliche Ausnahme bildet § 28 des Gesetzes
tiber die 6ffentliche Information (AvTS), der eine Anwendung des IKS u. a. fiir diejeni-
gen Angaben ausschliet, die von den verantwortlichen Institutionen in den von ihnen
unterhaltenen Informationsverzeichnissen und Dokumentenregistern verdffentlicht wer-
den und die keinen besonderen gesetzlichen Beschréinkungen” unterliegen (§ 28 I Punk-
te 30, 31 AVTS). Auch die Mitgliedschaft der Person in einer politischen Partei (§ 28 1
Punkt 28 AvTS) und Gerichtsurteile (§ 28 I Punkt 29 AvTS)’' gehéren in Estland zur per
Gesetz offentlichen  Information. Dariiber hinaus sind u.a. die personellen Zu-
sammensetzungen der staatlichen und kommunalen Einrichtungen, hierunter Bildungs-
stand, Fachbereich und Kontaktdaten der Angestellten, zu verdffentlichen (§ 28 I Punkt 6
AVTS). Seit April 2013 sind nach dem Gesetz iiber den offentlichen Dienst auch die
Gebhilter der Beamten zu verdffentlichen.”” Beziiglich der zeitweiligen Praxis verschiede-
ner offentlicher Institutionen, auch Foto und Lebenslauf ihrer Untergebenen zu verof-
fentlichen, merkte die AKI allerdings an, dass die Verdffentlichung solcher Angaben der
Zustimmung des Betroffenen bedarf.”

% Dariiber hinaus regelt § 11 IKS Bereichsausnahmen fiir die Veréffentlichung zu journalistischen

Zwecken, zur Bewertung der Kreditwiirdigkeit der Person und beziiglich des Fotografierens an
offentlichen Orten.

% §35 AVTS regelt die Fille, in denen Informationen besonderen Zugangsbeschrinkungen unterliegen,

insbesondere Fille sensibler personenbezogener Angaben; niher hierzu sogleich unter I1. 2. b).

' Hierzu niher unter III.

2 Nach Ansicht des Europiischen Menschenrechtsgerichtshofs (Urteil vom 16.12.1992, Rs. A/251-B,
Niemitz gegen Deutschland; Urteil vom 4.5.2000, Rs. 28341/95, Rotaru gegen Ruménien) und des
EuGH (Urteil des Gerichtshofes vom 20.5.2003, verbundene Rechtssachen C-465/00, C-138/01 und
C-139/01, Osterreichischer Rundfunk u. a.) ist die Verdffentlichung der Gehaltsangaben der Ange-
stellten des 6ffentlichen Dienstes als intensiver Eingriff in das Privatleben gewertet worden. Der est-
nische Gesetzgeber hat seine Entscheidung wie folgt begriindet: ,,Die OECD hat in ihren Analysen
Estland fehlende Transparenz bei der Ordnung der Gehilter vorgeworfen. Einer der Griinde fiir die
geringe Durchsichtigkeit konne in der Nichtoffentlichkeit der Gehilter gefunden werden [...]. Da die
Beamten in einem Dienst- und Vertrauensverhiltnis mit dem Staat oder der kommunalen Verwaltung
stehen, sind sie mit der Ausiibung 6ffentlicher Gewalt betraut. Aufgrund der an sie im Vergleich zu
anderen Angestellten gestellten, erhdhten Anforderungen verletzt die Verdffentlichung ihrer Gehélter
nicht das in § 26 des Grundgesetzes geschiitzte Recht auf den Schutz des Privatlebens.” (Ende der
Begriindung), Gesetzesbegriindung zum Gesetzesentwurf 193 SE vom 6.03.2012. Der Gesetzesent-
wurf nebst Gesetzesbegriindung und dem Verlauf der Verhandlungen kann abgerufen werden iiber
die Homepage des estnischen Parlaments: www.riigikogu.ee.

% 8. die 2009 von der AKI ausgearbeiteten ,,Leitlinien zur nutzerfreundlichen Kontaktinformation auf

den Homepages der Institution® (,,Kasutajasdbralik kontaktteave asutuse vorgulehtedel®). Abrufbar
(in estnischer Sprache) auf der Homepage der AKI: http://www.aki.ee/et/juhised.

216.73.216.36, am 21.01.2026, 02:25:00. ® Urheberrachtiich gaschiitzter Inhalt. Ohne gesonderte
‘mit, fiir oder in KI- ;enerativen



https://doi.org/10.5771/0030-6444-2015-1-2

Estland 15

Alle vorgenannten Informationen bediirfen zu ihrer Veréffentlichung damit weder
der vorherigen Zustimmung des Betroffenen noch kann dieser rechtlich gegen deren
Offentlichkeit vorgehen. GemaB § 11 I IKS finden die Normen des IKS insoweit keine
Anwendung.

b) Offentlichkeit der Informationsverzeichnisse und der Schutz des
Privatlebens in der tiglichen Anwendungspraxis

Das von den 6ffentlichen Einrichtungen zu unterhaltende digitale Dokumentenregister
fand bereits oben Erwiihnung.”* Hierin sind grundsitzlich auch die Adressaten ausgehen-
der Schreiben der Institution und die Absender eingehender Sendungen zu vermerken
und zu verdffentlichen.” Allerdings verpflichtet das AvTS die Verwaltungsorgane neben
der Sicherstellung der Informationsfreiheit auch zum Schutz des Privatlebens. § 35
AVTS konkretisiert insoweit die Félle, in denen Informationen Zugangsbeschrinkungen
unterliegen; es handelt sich hierbei insbesondere um sensible personenbezogene Anga-
ben und Auskiinfte {iber die familidre, gesundheitliche oder soziale Verfassung des Be-
troffenen. Auch die im Rahmen der Besteuerung der Person gesammelten Daten sind
insofern nicht zu verdffentlichen, als sie nicht Zahlungsriickstinde betreffen (§ 35 I
Punkt 18 AvTS).” Diese Beschrinkungen haben die fiir die jeweiligen Dokumentenre-
gister verantwortlichen Stellen zu beachten.

aa) Veroffentlichung sensibler personenbezogener Angaben
als behordliche Fehlleistung

Bald nach dem Inkrafttreten des AvTS zeigten sich allerdings anféngliche Probleme in
der praktischen Umsetzung der gesetzlichen Regelungen. Die Medien berichteten davon,
dass mehrere Kommunen tiber ihre Dokumentenregister im Internet hunderte von Do-
kumenten behinderter Personen verdffentlicht hatten, in denen deren ID-Nummer,
Wohnort, Grad der Behinderung und personliche Angaben iiber die Pfleger enthalten
waren.”” Im Dokumentenregister der Krankenkasse konnten zeitweilig Kontakt- und
Gesundheitsangaben derjenigen Personen abgerufen werden, die besondere Arznei- oder
Hilfsmittel beantragt hatten.”® Im Zusatz zum Staatsanzeiger verdffentlicht und iiber das
Dokumentenregister der Staatskanzlei frei zugénglich waren zwischen den Jahren 2005
und 2008 Informationen iiber Familienstand, Kinder, Herkunft und soziales Verhalten
(u. a. frihere strafrechtliche Verurteilungen) derjenigen Personen, deren Antrag auf

*S.o0.unter I 3).

% Gem. § 12 III Punkt 1 AVTS gehoren Adressaten und Absender des Briefverkehrs der 6ffentlichen
Institution zu der in das Dokumentenregister einzutragenden Information.

% Niher hierzu auch unter III. 2).

97 S. den in der estnischen Tageszeitung ,,Postimees™ am 3.6.2002 verdffentlichen Artikel: ,,Linnad

panevad internetti delikaatsed isikuandmed® (,,Die Stddte stellen sensible personenbezogene Daten
ins Internet), im Internet abrufbar unter: http:/www.postimees.ce/1943621/linnad-panevad-
internetti-delikaatsed-isikuandmed.

% S. den in der estnischen Tageszeitung ,,Postimees* am 4.9.2002 ver6ffentlichen Artikel: ,,Haigekassa

kodulehekiilg lekitas haigete nimesid ja diagnoose* (,,Die Homepage der Krankenkasse hat Namen
und Diagnosen von Kranken &ffentlich gemacht®), im Internet abrufbar unter: http://www.postimes.
ee/1962673/haigekassa-kodulehekulg-lekitas-haigete-nimesid-ja-diagnoose.
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Erlangung der estnischen Staatsbiirgerschaft abgelehnt worden war.” Als Grund der
genannten Vorfille konnte samtlich eine fehlerhafte Gesetzesanwendung ausgemacht
werden.'” In allen drei Fillen wurde die rechtswidrige Verdffentlichung personenbezo-
gener Daten auf die Enthiillungen der Presse hin mit sofortiger Wirkung beendet.'”' Um
weiteren Féllen eines solchen behordlichen ,,Leckens® sensibler personenbezogenen
Informationen vorzubeugen, erarbeitete die AKI 2009 Leitlinien zur Unterhaltung der
Dokurrll(«)esntenregister102 und 2010 eine allgemeine Anleitung zur Anwendung des
AVTS.

bb) Fragen der Definition des Begriffs ,,personenbezogene Angaben*

Unsicherheit bereitete nach dem Inkrafttreten des AvTS u. a. auch die Frage, ob in den
von den Institutionen unterhaltenen Dokumentenregistern der Name des Absen-
ders/Adressaten 6ffentlich wiedergegeben oder anonymisiert werden sollte. Einige der
Verwaltungsorgane ersetzten den Namen der Person gegebenenfalls mit dem Begriff
»Privatperson®, andere veroffentlichten die Initialen der Betroffenen, Dritte nannten
Absender und Adressaten der Dokumente grundsitzlich mit vollem Namen.'* Aufgrund
solcher Unsicherheiten wurde 2007 die folgende Regelung in das AvTS aufgenommen:
,Personenbezogene Angaben beinhaltende Dokumente werden im Dokumentenregister
nicht veroffentlicht, wenn die Pflicht zu ihrer Ver6ffentlichung nicht gesetzlich vorgese-
hen ist.“'” § 4 T IKS legt dabei fest, dass personenbezogene Angaben unabhingig von
der Art und Weise ihrer Form jede Art von Informationen tiber eine bestimmte oder
bestimmbare natiirliche Person darstellen.

Zugleich blieb es moglich, Einsicht in entsprechende Dokumente zu erhalten; § 38 11
AVTS bestimmt insoweit, dass im Fall einer Kollision des Publizititsprinzips mit dem
Personlichkeitsrecht das Informationsinteresse der Allgemeinheit insoweit zu befriedigen
ist, als es nicht den Teil der vertraulichen, personenbezogenen Information betrifft, der

% S. den Bericht auf der Seite des estnischen Nachrichtensenders ERR (Eesti Rahvusringhiiling):

,»Valitsus  karistab kodakondsuse ndudlejat info paljastamisega“ (,Regierung bestraft
Staatsbiirgerschattsanwirter mit der BloBstellung seiner Information®), im Internet abrutbar unter
http://uudised.err.ee/v/eesti/c89¢98bd-7e17-4b35-8c28-b88552e56¢Y; dhnlich auch der in der
estnischen Tageszeitung ,,Postimees am 21.11.2008 verdffentlichte Artikel: ,,Valitsus tunnistas
aastaid kestnud seaduserikkumist” (,,Regierung gesteht Jahre andauernden Gesetzesverstofl*), im
Internet abrufbar unter: http://www.postimees.ee/50681/valitsus-tunnistas-aastaid-kestnud-seaduserik
kumist.

' Dies ergibt sich aus den zu den berichteten Fillen veroffentlichten und vorliegend zitierten

Zeitungsartikeln.

1S, die Aussagen des Vertreters der AKI in dem in der estnischen Tageszeitung ,,Postimees® am

4.9.2002 veroffentlichen Artikel, Fn. 98.

Estn.: Dokumendiregistri pidamise juhis, abrufbar (in estnischer Sprache) auf der Homepage der
AKI: http://www.aki.ee/et/juhised; s. a. den Jahrestibersicht der AKI aus dem Jahr 2009, S. 30, im
Internet (in estnischer Sprache) abrutbar unter: http://www.aki.ee/et/inspektsioon/aastaettekanded.

102

1 Estn.: Avaliku teabe seaduse iildjuhend, abrufbar (in estnischer Sprache) auf der Homepage der AKI:

http://www.aki.ee/et/juhised; s. a. den Jahresiibersicht der AKI aus dem Jahr 2010, S. 7, im Internet
(in estnischer Sprache) abrufbar unter: http://www.aki.ee/et/inspektsioon/aastaettekanded.

1 So die Information der von AKI herausgegebenen ,,Allgemeinen Leitlinien zum Gesetz iiber die

oftentliche Information (Avaliku teabe seaduse iildjuhend), S.11. Abrufbar (in estnischer Sprache)
auf der Homepage der AKI: http://www.aki.ee/et/juhised.

195 Gem. § 12 IV> AVTS a. F. (in Kraft getreten am 1.1.2008), verabschiedet mit Gesetzesentwurf 1027
SE vom 8.11.2006, abrutbar im Internet unter: www.riigikogu.ee.
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gesetzlich der Offentlichkeit vorbehalten ist.'” Das bedeutet, dass Dokumente ggf. in

gekiirzter oder anonymisierter Form zugénglich zu machen sind, wenn ein entsprechen-
des Interesse der Offentlichkeit besteht. Nichtsdestotrotz verdrgerte der weitreichende
Ausschluss der Offentlichkeit von dem freien Zugang zu den genannten Dokumenten,
u. a. zu Dokumenten des Bauplanungsrechts, insbesondere die Presse, die den Verwal-
tungsbehorden die Behinderung der transparenten Ausiibung 6ffentlicher Gewalt vor-
warf.'”” Auch die AKL der u. a. die Aufsicht iiber die Anwendung des AvTS zufillt,'™
stellte sich auf den Standpunkt, dass die Regelungen des § 35 T AvTS, die die Veroffent-
lichung 6ffentlicher Informationen in Féllen ausschlie3en, in denen diese personenbezo-
gene oder vergleichbare persénliche Informationen enthalten,'” ausreichend seien.'’ Die
Neuregelung des § 12 TV2 AvVTS hingegen sei unklar und fithre zu einer grundlosen
Einschriinkung der Verwaltungstransparenz.''' Weiterhin sei die Verwaltungspraxis
beziiglich der Ver6ffentlichung allgemeiner Angaben, Namen und Anschrift privater
Personen weiterhin uneinheitlich.'” Ahnlich duBerte sich im rechtswissenschaftlichen
Diskurs Liina Kanger, deren Ansicht nach eine am Wortlaut des § 12 IV2 AvTS orien-
tierte Auslegung des Begriffs der ,,personenbezogenen Angaben®, die die Namen kon-
kreter Personen einschlieen wiirde, gegen das vom Gesetzgeber intendierte Transpa-
renzprinzip verstofen wiirde.'"” (Die Autoren ziehen in Zweifel, ob der Ausschluss des
Namens der Person aus dem in § 4 I IKS definierten Begriff der personenbezogenen
Angaben rechtlich moglich ist).

Anlass zur Anderung der umstrittenen gesetzlichen Regelung gab schlieBlich ein
Vorfall zwischen der Aktiengesellschaft ,Estnische Zeitungen*''* und der Staatskanzlei
im Jahr 2010. Erstere hatte sich an die Kanzlei gewandt und Einsicht in ein formliches
Schreiben beantragt, das von einer Privatperson an den Premierminister adressiert wor-
den war. Zwar hatte die Staatskanzlei der Aktiengesellschaft die gewiinschte Einsicht
gewihrt, zuvor jedoch den Absender aus dem Briefkopf geloscht.'” Bei dem Schreiben
handelte es sich um eine sog. Stellungnahme (estn.: Mérgukiri), die Privatpersonen auf
gesetzlicher Ebene das Recht einrdumt, sich mit Anmerkungen und Vorschligen zur
Verbesserung der offentlichen Verwaltung an die zustindigen staatlichen Organe zu
wenden. ''® Die AKI stellte sich auf den Standpunkt, dass solche formlichen Stellung-

¢S § 35 1 Punkt 12 AVTS, gemiB dem Angaben fiir amtsintern zu erkldren sind, deren Inhalt

personenbezogene Informationen enthilt, deren Bekanntwerden die Integritit des Privatlebens des
Betroffenen erheblich beeintrachtigen wiirde; s. a die Ausfithrungen der Jahresiibersicht der AKI aus
dem Jahr 2010, S. 35, im Internet (in estnischer Sprache) abrufbar unter: http:/www.aki.ee/
et/inspektsioon/aastaettekanded.

107 Vgl. bspw. den in der Wochenzeitschrift ,,Eesti Ekspress® veroffentlichten Artikel ,,Teel vaikiva

ajastu poole” (,,Auf dem Weg in das verschwiegene Zeitalter*), abrutbar im Internet unter:
ihttp://ekspress.delfi.ee/news/paevauudised/teel-vaikiva-ajastu-poole?id=27674215.

1% Hierzu bereits oben unter 1 4.

19" Hierzu bereits oben unter I 2. b).

"0 Jahresiibersicht der AKI aus dem Jahr 2008, S. 41 f., im Internet (in estnischer Sprache) abrufbar
unter: http://www.aki.ee/et/inspektsioon/aastacttekanded .

""" Ebd.

"> Ebd., S. 42.

'3 Vgl. Kanger, Fn. 53, S.39 ff., S. 41.

114 AS | Eesti Ajalehed”, ein estnischer Presseverlag.

S. Jahresiibersicht der AKI aus dem Jahr 2008, S. 41, im Internet (in estnischer Sprache) abrufbar
unter: http://www.aki.ee/et/inspektsioon/aastaettekanded.

115

16§ 2 I des Gesetzes iiber die Beantwortung von Stellungnahmen und Auskunftsersuchen und die

Vorlage kollektiver Begehren (Mairgukirjale ja selgitusaotlusele vastamise ning kollektiivse
podrdumise esitamise seadus); das Gesetz ist im Internet abrufbar unter: www.riigiteataja.ce.
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nahmen Teil der breiteren Debatte um die Organisation des gesellschaftlichen Zusam-
menlebens bildeten und aus diesem Grund neben deren Inhalt auch ihr Autor eine we-
sentliche Rolle spielen konne; die Mitteilung des Namens des Betroffenen an den An-
tragsteller stelle deshalb keine wesentliche Beeintriichtigung dessen Privatlebens dar.'"”
Dieser Ansicht stimmte grundsétzlich auch der Gesetzgeber zu, der 2012 die gesetzliche
Regelung, die fiir die Veroffentlichung personenbezogener Informationen eine gesonder-
te rechtliche Grundlage forderte, authob.''®

cc) Die ,,unendliche* Veroffentlichung personenbezogener
Angaben im Internet

Eine weitere Frage, die vom Gesetzgeber wohl zundchst unbeachtet geblieben war, betraf
die Dauer der Offentlichkeit der im System der amtlichen Bekanntgaben (estn.: Amet-
likud teadaanded) verdffentlichten Informationen. In dem System, das seit 1.07.2003
ausschlieBlich in digitaler Form erscheint, werden alle auf gesetzlicher Grundlage zu
verdffentlichenden amtlichen Mitteilungen, Ladungen und Anzeigen erfasst.'"” Die ver-
Offentlichte Information umfasst u. a. personenbezogene Angaben (Name oder ID-
Nummer des Betroffenen) tiber Adressdnderungen im Einwohnerregister, die 6ffentliche
Zustellung von Gerichts-, Verwaltungs- und Zwangsvollstreckungsdokumenten, Anga-
ben zu Insolvenzverfahren, Zwangsrdumungen und Entscheidungen zur Unterhalts-
hilfe.

Die in den amtlichen Bekanntgaben verdffentlichten Informationen waren zunéchst
der Offentlichkeit unbefristet zugéinglich gemacht worden. Dies hatte zur Folge, dass im
Internet auch moglicherweise veraltete Angaben, u.a. Informationen iiber (mog-
licherweise zwischenzeitlich beglichene) Schulden und (eventuelle frithere) Zahlungsun-
fahigkeiten der Person, weiterhin frei abrufbar waren. Ein rechtliches Vorgehen gegen
veraltete Angaben war aufgrund der Regelung des § 11 I IKS kaum mdoglich, da die
Angaben auf gesetzlicher Grundlage gesammelt worden waren."”' Die AKI, die 2010 die
bestehende Problematik und damit einhergehende Grundrechtsbeeintrachtigungen ge-
geniiber dem Gesetzgeber hervorhob,'” erreichte die Ausarbeitung einer entsprechenden
Gesetzesinderung noch im selben Jahr.'”

"7 Jahresiibersicht der AKI aus dem Jahr 2010, S. 35, im Internet (in estnischer Sprache) abrufbar
unter: http://www.aki.ee/et/inspektsioon/aastaettekanded.

"8 'S a Gesetzesbegriindung des Gesetzesentwurfes 263 SE vom 30.08.2012, angenommen am

5.12.2012, S. 7 f; der Gesetzesentwurf nebst Gesetzesbegrindung und dem Verlauf der
Verhandlungen kann abgerufen werden iiber die Homepage des estnischen Parlaments:
www.riigikogu.ee.

9§ 13 des Staatsanzeiger-Gesetzes (Riigi Teataja seadus), eine englischsprachige Ubersetzung des

Gesetzes ist abrufbar unter: https://www.riigiteataja.ee/tutvustus.html?m=3; s.a. die allgemeine
Information der fiir die Verotfentlichung der amtlichen Bekanntgaben verantwortlichen zentralen
Stelle fiir Register und Infosysteme (RIK), abrufbar im Internet: http://www.rik.ee/et/ametlikud-
teadaanded.

120" Eine beispielhafte Aufzihlung der zu versffentlichenden Angaben findet sich auf der Homepage der

amtlichen Bekanntgaben: https://www.ametlikudteadaanded.ee/.

121 Zu der Regelung des § 11 IKS vgl. oben unter II. 2. a).

122 Jahresiibersicht der AKI aus dem Jahr 2010, S. 24 f., im Internet (in estnischer Sprache) abrufbar
unter: http://www.aki.ee/et/inspektsioon/aastaettekanded.

2 Mit der Annahme des Gesetzesentwurfes 654 SE vom 11.1.2010 am 22.4.2010. Der Gesetzesentwurf
nebst Gesetzesbegriindung und dem Verlauf der Verhandlungen kann im Internet abgerufen werden
unter: www.riigikogu.ee.
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Seitdem unterliegen die unterschiedlichen Ver6ffentlichungen in den amtlichen Be-
kanntgaben an der Intensivitit des Grundrechtseingriffs orientierten Fristen.'**

¢) Anmerkung zu der 2015 in Kraft tretenden Gesetzesdanderung

Ab dem 1.1.2015 miissen Informationsverzeichnisse in maschinenlesbarer Form'** versf-
fentlicht werden und das Herunterladen des vollstindigen Verzeichnisses ermdglichen.'*®
Anlass zu dieser Gesetzesdnderung hatte ein von der Kommission gegen Estland ange-
strengtes Vertragsverletzungsverfahren gegeben, in dessen Rahmen Estland den ihm
vorgehaltenen Verstofl gegen die Richtlinie tiber die Weiterverwendung von Informatio-
nen des offentlichen Sektors (RiL 2003/98/EG vom 17. November 2003) einrdumte.'?’

Besondere Aufmerksamkeit soll in diesem Rahmen einigen Ausfiihrungen der Geset-
zesbegriindung geschenkt werden. Zwar wird hier zunéchst im Einklang mit den in der
RiL 2003/98/EG statuierten Grundsitzen'”® erklart, dass die Gesetzesinderung den im
IKS festgelegten Schutzbereich personenbezogener Informationen nicht tangiert. Fol-
gend ergédnzt der Gesetzgeber jedoch, dass: ,, [...] das Kopieren und die Weiterverwen-
dung von Informationsverzeichnissen, die personenbezogene Angaben enthalten, nicht
mit den Grundsétzen der Verarbeitung personenbezogener Angaben vereinbar ist, da dies
mit groBer Wahrscheinlichkeit eine erhebliche Rechtsverletzung des Betroffenen be-
griindet.«'* Weiter fithrt der Gesetzgeber aus, dass das Herunterladen vollstindiger
Informationsverzeichnisse die massenweise Erhebung von Angaben erméglicht, welche
im Widerspruch mit der Idee des Schutzes personenbezogener Informationen steht.
Weiterverwendung konnten mithin nur Verzeichnisse finden, die keine personenbezoge-
nen Angaben enthielten.””” Niher geht der Gesetzgeber allerdings nicht auf diese Proble-
matik ein. Unklar bleibt, wie mit den bisher in den Verzeichnissen verdffentlichten per-
sonenbezogenen Angaben zu verfahren ist und auf welche Weise die Anonymisierung
der ein Herunterladen ermdglichenden Informationsverzeichnisse kiinftig sichergestellt
werden soll.

124 Entsprechend dem dritten Zusatz der Grundverordnung des Justizministers Nr. 43 vom 1.9.2011 iiber
die amtlichen Bekanntgaben (estn.: Ametlike Teadaannete pdhimdirus) unterliegen beispielsweise
Mitteilungen des Steuer- und Zollamtes, die personenbezogene Angaben enthalten, einer
Verotfentlichungsfrist von maximal 3 Monaten, Bekanntgaben tiber Kraftfahrzeugfahrern auferlegte
Bufigelder und Mitteilungen des Sozialversicherungsamts einer Frist von bis zu 2 Monaten. Die
Grundverordnung nebst Zusdtzen ist in estnischer Sprache im Internet abrufbar unter:
www.riigiteataja.ce.

' Gem. der durch Richtlinie 2013/37/EU des Europiischen Parlaments und des Rates vom 26. Juni
2013 zur Anderung der Richtlinie 2003/98/EG iiber die Weiterverwendung von Informationen des
offentlichen Sektors wurde letztgenannter Rechtsakt u. a. um Artikel 2 Punkt 6 erginzt, gem. dem ein
,»maschinenlesbares Format® ein Dateiformat [darstellt], das so strukturiert ist, dass Softwareanwen-
dungen konkrete Daten, einschlieflich einzelner Sachverhaltsdarstellungen und deren interner Struk-
tur, leicht identifizieren, erkennen und extrahieren kénnen®.

126§ 29 1II, IV AvTS n. F., geindert mit Gesetzesentwurf 263 SE vom 30.8.2012, angenommen am
5.12.2012. Der Gesetzesentwurf nebst Gesetzesbegriindung und dem Verlauf der Verhandlungen
kann im Internet abgerufen werden unter: www.riigikogu.ee.

27 Hierzu niher: Gesetzesbegriindung zum Gesetzesentwurf 263 SE vom 30.8.2012, S. 1, im Internet

abrutbar unter: www.riigikogu.ee.

2 Vgl. u.a. Artikel 1 Abs. 4 RiL 2003/98/EG: ,,Diese Richtlinie hat keinerlei Auswirkungen auf den
Schutz natiirlicher Personen bei der Verarbeitung personenbezogener Daten gemidfl den
Rechtsvorschriften der Gemeinschaft und der Mitgliedstaaten und ldsst insbesondere die Pflichten
und Rechte gemaf der Richtlinie 95/46/EG unbertihrt.”

2 Ebd., S. 4.

% Ebd.
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Deutlicher als der Gesetzgeber erklédrt die AKI, dass die mit der Gesetzesdnderung
eingefiihrten technologischen Erneuerungen geeignet sind, die Privatsphiare und das
Recht auf informationelle Selbstbestimmung nachhaltig zu beeintrichtigen; mithilfe des
heruntergeladenen Informationsverzeichnisses konnten zukiinftig die Angaben mit In-
formationen aus anderen Quellen verbunden werden und auf diese Weise eine Profiler-
stellung der Betroffenen erleichtern.”®' Aus diesem Grund revidierte die AKI 2014 ihre
bisherige Ansicht zu der Verdffentlichung personenbezogener Angaben, wonach die
namentliche Nennung privater Personen in amtlichen Briefwechseln fiir grundsétzlich
unproblematisch befunden wurde;"*” sie stellt in ihren Leitlinien zum AvTS nunmehr
fest, dass die Gesetzesédnderung es aufgrund der damit einhergehenden Erleichterung des
Profiling privater Personen nicht erlaubt, in den Dokumentenregistern auch zukiinftig
private Absender und Adressaten des registrierten Briefverkehrs zu nennen.'”

Es bleibt abzuwarten, in welcher Form sich die Gesetzesdnderung und damit verbun-
dene Anderung der von der AKI herausgegebenen Leitlinien in der praktischen Handha-
bung personenbezogener Informationen durch die Verwalter der Informationsverzeich-
nisse niederschligt. Da eine normative Uberholung der Regelungen iiber die Veroffentli-
chung personenbezogener Angaben im Rahmen der gegenstdndlichen Gesetzesanderung
nicht stattgefunden hat, werden sich die fiir die Informationsverzeichnisse verantwortli-
chen Bearbeiter vornehmlich an § 35 I Punkt 12 AvTS zu orientieren haben, wonach der
Informationsinhaber personenbezogene Angaben nach eigenem Ermessen fiir intern zu
erklaren hat, wenn der o6ffentliche Zugang zu Letzteren eine erhebliche Verletzung des
Privatlebens des Betroffenen darstellen wiirde. Die mehrdeutigen Aussagen des Gesetz-
gebers diirften der praktischen Umsetzung der neu eingefiihrten Rechtsnormen dabei
nicht dienlich sein.

3. Der Datenaustausch zwischen den Informationsverzeichnissen

Abschlieend soll auch noch ein niherer Blick auf die Regelung des Austausches perso-
nenbezogener Angaben zwischen den einzelnen Informationsverzeichnissen geworfen
werden. Deren Grundlage bildet heute die bereits oben erwihnte x-Road."* Die Mog-
lichkeit eines solchen Informationsaustausches bildete jedoch nicht immer einen Teil des
estnischen Systems digitaler Dienstleistungen.

Auf Grundlage des 1997 erlassenen AKS war der Austausch von Informationen zwi-
schen den einzelnen staatlichen oder kommunalen Informationsverzeichnissen nur inso-
weit zulédssig, als ein solcher Austausch auf einer bestimmten gesetzlichen Grundlage
beruhte und zur Erfiillung der der staatlichen oder kommunalen Einrichtung per Gesetz
obliegenden Pflichten notwendig war."”” Der Austausch personenbezogener Angaben
war dartiber hinaus bis 2003 nur zuldssig unter der Bedingung, dass er den grundrecht-

B Vgl. die Ausfithrungen der AKI in den von ihr herausgegebenen ,,Allgemeinen Leitlinien zum Gesetz

tiber die offentliche Information (Avaliku teabe seaduse iildjuhend), S.11 f., abrutbar (in estnischer
Sprache) auf der Homepage der AKI: http://www.aki.ee/et/juhised.

132 S, oben unter II. 2. b) bb).

'3 So die Ausfithrungen der AKI in den von ihr herausgegebenen ,,Allgemeinen Leitlinien zum Gesetz

iiber die offentliche Information (Avaliku teabe seaduse iildjuhend), S.11 f, abrufbar (in estnischer
Sprache) auf der Homepage der AKI: http://www.aki.ee/et/juhised, AKI Avaliku teabe seaduse
tildjuhend § 19, http://www.aki.ee/sites/www.aki.ee/files/elfinder/article files/Avalku%20teabe%20
seaduse%20%C3%BCldjuhend%20%2822.10.2014%29 1.pdf.

34 S unter I 2. b).
35§ 12 T AKS; zur Definition: § 2 VII AKS.
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lich gesicherten Schutz der Familie und des Privatlebens nicht verletzte und die Daten-
und Informationsschutzbehorde einem solchen Austausch zugestimmt hatte.

Zugleich tiberholte die extensive Fortentwicklung der digitalen Informationssysteme
die bestehenden gesetzlichen Regelungen. Wollte man eine ressourcen- und zeitintensive
Mehrfacherhebung identischer Angaben umgehen, erforderten die in Anzahl und Um-
fang anwachsenden Datensammlungen eine immer grofere Integration und intensivere
Zusammenarbeit zwischen den unterschiedlichen Datensammlungen. 2001 konstatierte
die Abteilung der staatlichen Informationssysteme des Wirtschafts- und Kommunikati-
onsministeriums, dass das AKS wohl in den nédchsten Jahren ausgetauscht werden miisse,
da die Grundprinzipien des Gesetzes mit den Entwicklungen der Datenverarbeitung nicht
habe Schritt halten konnen."*

Die Situation veranschaulicht der 2007 vom Rechtskanzler aufgegriffene Fall des In-
fosystems der estnischen Grenzkontrolle."” Auf Grundlage des von Erlassen des Innen-
ministers bzw. des Polizeidirektors aus dem Jahr 2003 und eines 2004 zwischen dem
Amt fiir Staatsbiirgerschafts- und Migrationsfragen (estn.: Kodakondsus- ja Migratsioo-
niamet, i. F: KMA) und dem Grenzschutzamt geschlossenen, sog. ,,Akts zur Ubergabe
personenbezogener Daten” sammelte das Infosystem des Grenzschutzes Daten aus dem
staatlichen Register der Einreiseverbote, aus dem Informationsverzeichnis gestohlener
Fahrzeuge, aus dem Informationssystem des Polizei- und Grenzschutzamtes (Politsei- ja
piirivalveamet, i. F: PPA) POLIS und dem von der KMA unterhaltenen Informations-
system auszustellender Ausweisdokumente."”® Der Rechtskanzler hielt den verantwortli-
chen staatlichen Institutionen vor, unter Missachtung des verfassungsrechtlichen Grund-
satzes der GesetzméBigkeit der Verwaltung keine angemessene Rechtsgrundlage fiir den
erfolgten Datenaustausch geschaffen zu haben, und erreichte die Annahme insoweit
erforderlicher rechtlicher Anderungen noch im selben Jahr."’

Das AKS 2008 wurde — wie bereits oben erwihnt — fiir nichtig erklért und die Rege-
lung der Informationsverzeichnisse wurde in das AvTS iibernommen.'*’ Der dem Gesetz
zugrunde gelegte Leitgedanke, wonach der Staat das Sammeln identischer Daten in
unterschiedlichen Informationsverzeichnissen nach Moglichkeit zu vermeiden hat, hat
eine getrennte gesetzliche Regelung zum Datenaustausch obsolet werden lassen — die x-
Road setzt den Austausch von Daten vielmehr als notwendige Bedingung voraus.'*!

Die Angabe der Institutionen, an die Daten eines Verzeichnisses iiber die x-Road
weitergeleitet werden, gehort nicht zu dem gesetzlich vorgeschriebenen Inhalt der
Grundverordnung des Informationsverzeichnisses. Allerdings haben die Verwalter der
Verzeichnisse die Rechtspflicht (§ 19 1 IKS), dem Betroffenen auf Anfrage mitzuteilen,
welchen dritten Institutionen im Wege der x-Road der allgemeine Zugang zu den ent-

3¢ Priit F. Lillemaa, 1T-valdkonna diguse areng 2001. aastal (Rechtsentwicklungen im IT-Bereich

2001), Jahrbuch der Abteilung fiir staatliche Informationssysteme des Ministeriums fiir Wirtschaft
und Kommunikation (estn.: Riigi Infosiisteemide osakond, RISO) 2001, im Internet abrufbar unter:
http://riso.ce/aastaraamatud/et/pub/2001it/05.htm.

137 Hierzu naher: Jahresiibersicht des Rechtskanzlers aus dem Jahr 2007, S. 207 ff., im Internet abrufbar
unter: http://oiguskantsler.ee/sites/default/files/6iguskantsleri 2007. aasta_tegevuse ylevaade.pdf.

%% Ebd.

% Ebd., S.209 f.

403, oben unter II. 1. a), Fn. 66, 67.

M1 Vgl §§ 432, 439 1 Punkt 5 AVTS i. V. m. der Regierungsverordnung iiber die Datenaustausch-

Schicht (Vabariigi Valitsuse médrus: Infosiisteemide andmevahetuskiht) vom 24.4.2008; die
Rechtsakte sind im Internet abrutbar unter: www.riigiteataja.ee.

216.73.216.36, am 21.01.2026, 02:25:00. ® Urheberrachtiich gaschiitzter Inhalt. Ohne gesonderte
‘mit, fiir oder in KI- ;enerativen



https://doi.org/10.5771/0030-6444-2015-1-2

22 Paloma Kroot Tupay/Monika Mikiver

sprechenden Verzeichnissen er6ffnet worden ist und welche personenbezogenen Daten
des Betroffenen auf konkrete Einzelanfrage weitergeleitet worden sind.'*

III. Der glidserne Staat — Recht auf Information oder Schandpfahl einer
medienhungrigen Gesellschaft?

1. Offentlichkeit der Gerichtsentscheidungen — Regelung und
VerfassungsmafBigkeit

a) Gesetzliche Grundlage und Anwendungspraxis der Offentlichkeit der
Gerichtsurteile

Das Ziel, mit der Verabschiedung des AvTS den Grundsatz der Transparenz in der 6f-
fentlichen Verwaltung festzuschreiben,'” sollte u. a. durch die den verantwortlichen
Institutionen auferlegte Pflicht gesichert werden, rechtskriftige Urteile im Internet zu
veroffentlichen.'* Die estnische Rechtsliteratur sieht dariiber hinaus hierin ein Mittel,
die Informiertheit der Biirger sicherzustellen, das Vertrauen in die Rechtsprechung zu
stirken und die Einheitlichkeit der Rechtsprechung zu fordemn.'* Die Begriindung des
Gesetzesentwurfs enthielt keine gesonderten Ausfithrungen zur Offentlichkeit von Ge-
richtsurteilen; auch der Gesetzesentwurf enthielt neben der in § 35 AvTS niedergelegten,
allgemeinen Ausnahmen des Offentlichkeitsprinzips'*® keine gesonderten Regelungen
beziiglich der Versffentlichung von Gerichtsurteilen.'*’

2003 stellte der Rechtskanzler fest, dass Gerichtsurteile regelméfig ohne ergidnzende
Beschriankung einschlieBlich Namen, ID-Nummern, privater Adressen und zum Teil
wesentlicher intimer Informationen der am Prozess Beteiligten im Internet verdffentlicht
wurden.'** Der Rechtskanzler kritisierte die teilweise Nichtanwendung der in § 35 AVTS
zum Schutz des Privatlebens vorgesehenen Beschrankungen und vermisste damit einher-
gehend eine angemessene Interessenabwigung zwischen dem Offentlichkeitsprinzip und
dem verfassungsrechtlich garantierten Schutz der Privatperson.'” Erginzend merkte er

2 Dem entspricht die Rechtspflicht der Verwalter der Informationsverzeichnisse, Angaben iiber jede

Weiterleitung personenbezogener Daten zu speichern (vgl. § 39 I AVTS und § 25 II Punkt 5 IKS).
Vgl. oben unter L. 3.
445 §28 1 Punkt 29, § 29 I AvTS.

5 U.a. Ivo Pilving, Oigus isikuandmete kaitsele (Recht auf Datenschutz), Juridica 2005, S.532 ff,,
S.534; Tuuli Hansen, Oigus eraclu puutumatusele vs kohtulahendi avalikustamine (Das Recht auf
Privatleben vs. die Verdffentlichung des Gerichtsurteils), Tartu 2012, S. 10 ff.; letztere Arbeit ist im
Internet abrufbar unter: http://dspace.utlib.ee/dspace/bitstream/handle/10062/26268/hansen_tuuli.
pdf?sequence=1.

146 Vgl. oben unter Teil II. 2. b).

147

143

Auf mogliche verfassungsrechtliche Probleme verweist Eerik Kergandberg in der kommentierten
Ausgabe zum estnischen Grundgesetz (Eesti Vabariigi pdhiseadus, Kommenteeritud viljaanne),
2. Auflage 2012, § 24 Rn. 25, der auf die Regelung des § 24 V PS hinweist, gem. der Gerichtsurteile
im Ausnahmefall nicht 6ffentlich verkiindet werden, wenn dies der Schutz des Minderjahrigen, des
Ehepartners oder des Opfers erfordert.

S. Jahresiibersicht des Rechtskanzlers aus dem Jahr 2003, S. 155 f., im Internet abrufbar unter:
http://oiguskantsler.ee/sites/default/files/6iguskantsleri 2003. aasta_tegevuse_ylevaade.pdf. Bei Ein-
gabe des Stichworts ,,Vergewaltigung“ konnte der Rechtskanzler im Suchmotor der Gerichtsurteile
drei Urteile aufrufen, die Tdter und Opfer (in einem Fall ein minderjdhriges Opfer) der Tat na-
mentlich auffithrten und den Ablauf der Tat in seinen Einzelheiten schilderten. Das Suchsystem er-
moglichte es auch, Urteile nach dem Namen des Opfers zu suchen (ebd., S. 155).

" Ebd., S. 42.

148
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an, dass statistischen Zwecken und der Informiertheit der Biirger auch eine Veroffentli-
chung der Gerichtspraxis diene, in der die Identitdt der Prozessbeteiligten nicht offenge-
legt werde." Das Justizministerium reagierte auf die Kritik des Rechtskanzlers unter
anderem mit den 2004 in Kraft getretenen Anderungen der Gerichtsverfahrensgesetze."'
Wihrend anschliefend die ID-Nummer, das Geburtsdatum und die Adresse des Be-
troffenen nicht mehr zu den zu verdffentlichenden Daten gehoren sollten, sollte es aus-
weislich der Gesetzesbegriindung ,,zur Regel werden, dass in der Entscheidung der Na-
me der Person genannt wird.«'*” Die Gesetzesbegriindung lisst im Ubrigen offen, warum
der Gesetzgeber eine Verdffentlichung der Namen der Verfahrensbeteiligten fiir grund-
satzlich notwendig befand. Allerdings fanden die neuen Regelungen lediglich Anwen-
dung fiir die Zukunft. Auf der Tagung des Gremiums der Gerichtsverwaltung konstatier-
te die Vorsitzende des Tallinner Stadtgerichts Sargava stellvertretend fiir die tiberwie-
gende Ansicht der Richterschaft: ,,Dieser Gesetzesregelung hat der Gesetzgeber keine
riickwirkende Rechtskraft gegeben®.'”

Zwischenzeitlich erlieB der Gesetzgeber auch eine als Ubergangsregelung intendierte
Gesetzesdnderung, gemil der die Namen der Verfahrensbeteiligten und Zeugen in zivil-
rechtlichen und Verwaltungsverfahren durch Initialen zu ersetzen waren."* Die Geset-
zesbegriindung fiihrte insoweit aus, dass es flr eine endgiiltige Entscheidung dartiber, ob
die Identifikation der Verfahrensbeteiligten erméglichende Angaben in den Gerichtsent-
scheidungen zu ver6ffentlichen seien, noch einer breiteren 6ffentlichen Diskussion be-
diirfe.'” Keine nihere Erklirung fand allerdings, warum eine entsprechende Gesetzesin-
derung fiir strafrechtliche Entscheidungen nicht erwogen wurde.

Bei einer wiederholten Kontrolle der Praxis der Verdffentlichung der Gerichtsent-
scheidungen im Jahr 2006 konstatierte der Rechtskanzler — ungeachtet der zwischenzeit-
lich erfolgten Gesetzesdnderung — eine weiterhin uneinheitliche Veroffentlichungspraxis
seitens der Gerichte, die u. a. sensible personenbezogene Angaben enthaltende Entschei-
dungen in voller Liange und unter namentlicher Angabe aller Prozessbeteiligten verof-
fentlicht hatten.'>® Wiederum wandte sich der Rechtskanzler an die Gerichte und an das
Justizministerium und rief diese zur besseren Umsetzung und Einhaltung der geltenden
Rechtsvorschriften auf."’

' Ebd.

151 Gesetzesentwurf SE 295 vom 15.3.2004, in Kraft getreten am 1.7.2004. Der Gesetzesentwurf nebst
Gesetzesbegriindung und Verlauf der Verhandlungen des Entwurfs kann in estnischer Sprache im
Internet abgerufen werden tiber die Homepage des estnischen Parlaments: www.riigikogu.ee.

152 Ebd. Der Gesetzesentwurf sah Ausnahmen dieses Grundsatzes fiir den Fall vor, dass das Urteil

sensible personenbezogene Informationen enthielt oder auf andere Weise den Schutz des Privatlebens
erheblich beeintrichtigte. In solchen Fillen sollte der Name des Betroffenen durch Initialen ersetzt
oder lediglich der Urteilstenor verotfentlicht werden.

153 19. Protokoll des Gremiums der Gerichtsverwaltung vom 4.3.2005, S. 2 (ff.), im Internet abrufbar
unter: https://wwwkohus.rik.ee/sites/www.kohus.ee/files/elfinder/dokumendid/19.protokoll 04.03.20
05.pdf.

Gem. § 476 111 Satz 1 des Zivilprozessgesetzbuchs (estn.: Tsiviilkohtumenetluse seadustik, TsMS) in
der Fassung vom 1.1. 2006; die Regelung wurde mit Gesetzesentwurf 208 SE vom 3.12.2003,
angenommen am 20.4.2005 und in Kraft getreten am 1.1.2006 in das TsMS aufgenommen; der
Gesetzesentwurf ist im Internet abrufbar unter: www.riigikogu.ee.

154

13 Gesetzesbegriindung zum Gesetzesentwurf 208 SE vom 3.12.2003, ebd.

S. Jahresiibersicht des Rechtskanzlers aus dem Jahr 2006, S. 133 ff., im Internet abrufbar unter:
http://oiguskantsler.ee/sites/default/files/6iguskantsleri_2006. aasta tegevuse ylevaade.pdf.

57 Ebd., S. 136.
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Wohl nicht zuletzt in Reaktion hierauf wurden 2007 die Rechtsnormen iiber die Of-
fentlichkeit der Gesetzesentscheidungen erneut iiberholt.””® Im Zivil- und Verwaltungs-
verfahren wurde die Offentlichkeit der Namen der Verfahrensbeteiligten wieder einge-
fiihrt, im Ubrigen wurden die Regelungen iiber die Versffentlichung personenbezogener
Angaben konkretisiert. Hatte beispiclsweise die frithere Regelung lediglich generell
festgestellt, dass der Schutz des Privatlebens bei der Veroffentlichung der strafrechtli-
chen Gerichtsentscheidungen zu beachten ist, so bestimmt die Strafprozessordnung
nunmehr konkret, dass in den Gerichtsentscheidungen Name und ID-Nummer des Be-
schuldigten zu verdffentlichen sind."” Hingegen ist die Anonymitit der anderen Verfah-
rensbeteiligten zu wahren. Enthélt der Hauptteil der Entscheidung sensible perso-
nenbezogene oder anderweitigen gesetzlichen Schranken unterliegende Informationen,
hat das Strafgericht den Namen der Person durch Initialen zu ersetzen oder andernfalls,
wenn die Identifikation des Betroffenen dessen ungeachtet moglich bleibt, lediglich den
einleitenden Teil und den Urteilstenor bzw. den Schlussteil der Entscheidung zu versf-
fentlichen.'” Der Gesetzgeber begriindete die Anderungen mit der Verbesserung der
Recllgssicherheit und einer Vereinheitlichung der gerichtlichen Ver6ffentlichungspra-
Xis.

2008 wurde Betroffenen das Recht zugesprochen, nach Loschung ihrer Angaben im
Strafregister auch die Loschung ihres Namen im ver6ffentlichten Gerichtsurteil zu for-
dern,'” 2011 wurden die gesetzlichen Regelungen zur Verdffentlichung gerichtlicher
Entscheidungen um strafprozessuale Normen zum Schutz minderjdhriger Téter er-
ginzt.'” Seit 2012 obliegt dem Gericht die Rechtspflicht, nach Loschung der Angaben
im Strafregister den Namen der Person auch in den entsprechenden Gerichtsentschei-
dungen durch Initialen oder andere Buchstaben zu ersetzen.'** Eine Ausnahme gilt inso-
weit, als es sich um besonders schwere Straftaten handelt (das Gesetz nennt u. a. Mord,
terroristische Straftaten, Sexualverbrechen, aber auch Straftaten wie Geldwische und
illegalen Waffengebrauch), beziiglich derer das Gesetz vorsicht, dass der Name des
Téters ,,fiir immer™ (d. h. ohne eine gesetzlich vorgeschriebene Hochstdauer) 6ffentlich
im Gerichtsurteil abrufbar bleibt.'®

1% Gesetzesentwurf 1027 SE vom 8.11.2006, in Kraft getreten am 25.2.2007. Der Gesetzesentwurf nebst
Gesetzesbegriindung und Verlauf der Verhandlungen des Entwurfs kann in estnischer Sprache im
Internet abgerufen werden unter: www.riigikogu.ee.

'3 Im Falle des Fehlens einer ID-Nummer (bspw. im Falle von verurteilten Auslindern) ist diese durch

das Geburtsdatum des Beschuldigten zu ersetzen, s. § 408' KrMS.

§ 408' KrMS. Auch der Betroffene kann beantragen, dass das Urteil aus den gegebenen Griinden in
verkiirzter Form verdffentlicht wird, § 408' V KrMS.

Gesetzesbegriindung zum Gesetzesentwurf 1027 SE vom 8.11.2006, abrutbar im Internet unter:
www.riigikogu.ee.
12 Gesetzesentwurf SE 43 vom 15.5.2007, in Kraft getreten am 1.1.2008, abrufbar im Internet unter:
www.riigikogu.ee.

1 Gesetzesentwurf 599 III SE vom 19.10.2009, in Kraft getreten am 1.09.2011, im Internet abrufbar
unter: www.riigikogu.ee.

164 Gesetzesentwurf SE 762 SE vom 17.5.2010, in Kraft getreten am 1.1.2012, abrufbar im Internet
unter: www.riigikogu.ee. Eine entsprechende Loschungspflicht beziiglich der in der Entscheidung
ebenfalls zu veroffentlichenden ID-Nummer des Betroffenen regelt das Gesetz allerdings nicht. Nach
den geltenden Normen der Strafrechtsregister-Gesetzes (estn.: Karistusregistri seadus, KarRS)
werden die Verjdhrungsfristen nach der Schwere der Strafe bemessen (vgl. § 24 KarRS); die
Verjdhrungsfrist fiir eine beglichene Geldstrafe betragt beispielsweise drei Jahre, fiir eine vollzogene
fiinf- bis zehnjahrige Haftstrafe zehn Jahre.

16§ 28 Satz 2 KarRS.
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b) Die Offentlichkeit des Strafregisters als konsequente Folge der
Offentlichkeit der Gerichtsurteile

Seit der am 1.1.2012 in Kraft getretenen Anderung des Strafregistergesetzes (estn.: Ka-
ristusregistri seadus, i. F. KarRS) gilt die Offentlichkeit des Strafregisters und das damit
verbundene Jedermannrecht, Angaben aus dem Strafregister zu erfragen.'® Der Gesetz-
geber begriindete die Regelung mit dem Vorsatz, Unterschiede bei der Verdffentlichung
von Angaben zu Vorstrafen zu beenden:

Das geltende Recht sieht bereits die Verdffentlichung von Gerichtsentscheidungen vor. Hierbei
handelt es sich auch nicht um sensible Personendaten. Wenn das Gerichtsurteil bereits veroffent-
licht worden ist, dann gibt es keinen Grund, gesetzlich erneut eine Zugangsbeschrinkung zu die-
sen Angaben vorzusehen. Sowohl die im Ordnungswidrigkeitsverfahren als auch im Strafverfah-
ren getroffenen Entscheidungen sind im Rahmen der gesetzlich gesetzten Bedingungen grund-
siitzlich 6ffentlich. Die Verdffentlichungspflicht ergibt sich eindeutig aus dem Gesetz.'’

Das Gesetz sicht vor, dass der Ersuchende seinen Namen, seine ID-Nummer (ggf.
das Geburtsdatum) und den Namen der Person, iiber die er eine Anfrage zu stellen
wiinscht, anzugeben hat (§ 15 II KarRS). Die Suche nach anderen Parametern (z. B. Art
der Straftat 0. A.) ist mithin ausgeschlossen. Auch ist die Anfrage kostenpflichtig (pro
Anfrage fillt eine Gebiihr von 4 Euro an).'® Des Weiteren verbleibt iiber jede Anfrage
ein entsprechender Vermerk; so kann der Betroffene iiberpriifen, wer seine Registeran-
gaben eingesehen hat. Im Mirz 2012 fasste der Justizminister zusammen, dass seit Ja-
nuar desselben Jahres nahezu 6200 Anfragen gestellt worden waren, von denen 95%
Eri%che darstellten, in deren Rahmen die Person Angaben iiber sich selbst erfragt hat-
te.

c) Stellungnahmen zur grundgesetzlichen Konformitét
der geltenden Regelungen

Die Frage der Verfassungskonformitit der Verdffentlichung der Verfahrensbeteiligten
eines Gerichtsprozesses und der Offentlichkeit des Strafregisters hat — neben der Kritik
des Rechtskanzlers — weder gesellschaftlich noch rechtlich wesentliche Beachtung ge-
funden. Gelegentliche Stellungnahmen konzentrieren sich insbesondere auf die Verof-
fentlichung strafrechtlicher Entscheidungen.

So begriindete der Gesetzgeber bei der Verabschiedung des AvTS (2000) die Been-
digung der Qualifizierung der Angaben iiber Vorstrafen als sensible personenbezogene
Informationen wie folgt:

1% Gesetzesentwurf 762 SE vom 17.5.2010, angenommen am 17.02.2011, abrufbar im Internet unter:

www.riigikogu.ee. Ausnahmen von dem Offentlichkeitsgrundsatz gelten insbesondere bzgl.
minderjahriger Straffilliger, vgl. § 19 KarRS; allerdings ist der potentielle zukiinftige Arbeitgeber
des Minderjahrigen von einer solchen Beschrinkung ausdriicklich ausgenommen (§ 19 I Punkt 8).
Eine englischsprachige Ubersetzung des Gesetzes (und seiner neueren Fassungen) ist abrufbar unter:
https://www.riigiteataja.ee/en/eli/ee/521122013002/consolide/current.

17 Gesetzesentwurf 762 SE vom 17.5.2010, S. 2.

8 Vgl. insoweit auch die allgemeine Information zum Strafregister (in englischer Sprache) auf der

Webseite der zentralen Stelle fiir Register und Infosysteme (RIK): http://www.rik.ee/en/punishment-
register.

19 S, den in der Tageszeitung ,,Postimees™ am 10.3.2012 verdffentlichten Bericht ,, Tuhanded inimesed

esitavad karistusregistrisse enda kohta paringuid” (,,Tausende Menschen erfragen im Strafregister
ihre eigenen Angaben®), im Internet abrufbar unter: http://www.postimees.ce/780168/tuhanded-
inimesed-esitavad-karistusregistrisse-enda-kohta-paringuid.
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Ganz im Widerspruch zu der Gegenansicht sind die Autoren des Gesetzesentwurfes der Ansicht,
dass der Verdffentlichung personenbezogener Angaben eine praventive Funktion beziiglich sdmt-
licher Rechtsverletzungen zukommt. Auch die Praxis folgt dieser Ansicht.'”

In der estnischen Rechtswissenschaft wurde 2010 folgende Ansicht geduBert:

Die Veréffentlichung strafrechtlicher Entscheidungen einschlieflich des Namens des Verurteilten
hat damit [...] auch eine den Verurteilten stigmatisierende und das Sicherheitsgefiihl der anderen
Menschen stirkende Funktion. Einerseits hat die Offentlichkeit das Recht, von der Straftat zu er-
fahren, um sich besser schiitzen zu kénnen, die offentliche Sicherheit zu erhéhen und kiinftige
Straftaten zu verhindern. Zum anderen hat die stigmatisierende Wirkung eine relative Straffunk-
tion, denn das Schild des Straftiters begrenzt die kiinftigen Moglichkeiten des sozialen Handelns
des Betroffenen.'”

Das Staatsgericht hat die Verfassungskonformitdt der Verdffentlichung von Ge-
richtsentscheidungen — insbesondere von Strafurteilen — zu keiner Zeit einer getrennten
Priifung unterworfen. Vielmehr werden auch die Urteile des Staatsgerichts unter na-
mentlicher Nennung der Beteiligten verdffentlicht. Der Rechtskanzler kritisierte im
Oktober 2010 das hochste Gericht, dass auch das digitale Urteilsregister des Staatsge-
richts'”* zwischenzeitlich verjihrte und aus dem Strafregister geldschte Strafurteile aus
1994 enthilt, in denen die Namen von Téter und Opfer der Tat einschlieBlich Details des
Tatablaufs frei einsehbar sind.'” Ein dem deutschen Prinzip des verfassungsrechtlichen
Resozialisierungsgebots'’* vergleichbarer Gedanke wird im estnischen Recht nicht dis-
kutiert. Keine Thematisierung hat bisher auch die Frage einer gesellschaftlichen Stig-
matisierung der Familienangehorigen, insbesondere der Kinder von Strafverurteilten,
gefunden.

Einen Eingriff in die Pressefreiheit machten wiederum die Medien geltend, als das
Justizministerium 2014 sein Gesetzesvorhaben vorstellte, wonach u. a. kiinftig der Name
des Beschuldigten im Strafurteil durch Initialen ersetzt werden sollte und die namentli-
che Nennung der Vorbestraften den (weiterhin 6ffentlich zugénglichen, allerdings kos-
tenpflichtig abrufbaren) Angaben des Strafregisters vorbehalten bleiben sollte.'” (Eine
Ausnahme sollte insoweit aber beziiglich der gem. § 28 Satz 2 KarRS fur besonders
schwer erachteten Straftaten gelten, bei denen der Name des Téters weiterhin in den
Gerichtsentscheidungen verdffentlicht werden sollte und fiir deren Erldschen bereits
heute keine Frist vorgesehen ist.'’®) Wihrend das Motiv der Anderung in der Gesetzesbe-

10" Gesetzesentwurf 462 SE vom 25.10.2000, in Kraft getreten am 1.1.2001. Der Gesetzesentwurf nebst
Gesetzesbegriindung und Verlauf der Verhandlungen des Entwurfs kann in estnischer Sprache im
Internet abgerufen werden tiber die Homepage des estnischen Parlaments: www.riigikogu.ee.

"' Hansen, Fn. 145, S. 11.

72" Das Urteilsregister des Staatsgerichts ist im Internet abrufbar unter: http://www.riigikohus.ee/?id=11.

' Vgl. die Stellungnahme des Rechtskanzlers vom 21.10.2010, Dok.-Nr. 18-1/101568/1005746, S. 4, 6;
das Dokument ist im Internet abrufbar unter: http://oiguskantsler.ee/sites/default/files/field_document
2/6iguskantsleri_arvamus_eelnoule arvamus_karistusregistri_seaduse_eelnoule 762 _se.pdf; die ent-
sprechenden Urteile sind bis heute im digitalen Urteilsregister des Staatsgerichts frei abrufbar.

1" Das Resozialisierungsziel entspricht dem Selbstverstindnis einer der Menschenwiirde und dem

Sozialstaatsprinzip verpflichteten Gemeinschaft”, so die st. Rspr. des Bundesverfassungsgerichts,
u. a.: BVerfGE 35, 202, 235 ff.; BVerfGE 96, 100, 115; BVerfGE 98, 169, 199 ff.

Gesetzesentwurf 578 SE vom 20.1.2014, verabschiedet am 12.6.2014; im Internet abrufbar unter:
www.riigikogu.ee. Der Gesetzesentwurf sah allerdings nur im Fall Minderjahriger die Nicht-
verdffentlichung sowohl des Namens als auch der ID-Nummer des Betroffenen vor. Beziiglich
Volljdhriger sprach der Entwurf lediglich von der Nichtverdffentlichung des Namens der Person.
Anderungen bzgl. der rechtlich vorgesehenen Versffentlichung der ID-Nummer des Betroffenen sah
der Gesetzesentwurf hingegen nicht vor. Der Gesetzgeber erklérte sich nicht niher hierzu.

S. zu der Regelung des § 28 Satz 2 KarRS bereits oben unter III. 1. a).
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griindung keine gesonderte Erlduterung fand, trugen nach Angaben der Leiterin der
Abteilung fiir strafrechtliche und strafprozessuale Angelegenheiten des Justizministeri-
ums, Kati Maitse-Pdrkna, zwei Erwagungen die Idee der gegenstidndlichen Gesetzeser-
neuerung: Zum einen der Schutz des Verurteilten und zum anderen die Erleichterung der
Arbeit der Gerichte.'”” Zu Letzterem fithrte Maitse-Péirkna ndher aus, dass auch der
Rechtskanzler darauf hingewiesen habe, dass die Gerichte aufgrund des umfangsreichen
Arbeitsaufwands die Erfiillung der ihnen gesetzlich obliegenden Pflicht, den Namen der
Person nach dem Erloschen der Strafe auch aus den 6ffentlichen Gerichtsentscheidungen
zu 16schen, gegenwartig nicht sicherstellen konnten. Auf die scharfe Kritik insbesondere
des Verbands der estnischen Zeitungen hin, nach deren Aussagen der Gesetzgeber mit
der geplanten Verheimlichung 6ffentlicher Informationen die Arbeit des investigativen
Journalismus erschwere und auf diese Weise die Interessen der Offentlichkeit unter-
laufe,'™ lieB das Parlament diesen Teil der geplanten Gesetzesinderung fallen.'”

SchlieBlich besteht auch weiterhin keine bestimmte gesetzliche Regelung, die die
Anonymisierung &lterer Gerichtsurteile regelt. Das Staatsgericht hat vielmehr in anderer
Sache betont, dass § 21 II Punkt 3 IKS'™ das Recht des Betroffenen ausschlieBt, die
SchlieBung rechtskonform verarbeiteter und verdffentlichter personenbezogener Infor-
mationen zu fordern."'

2. Veroffentlichung personenbezogener Informationen als amtliche
Malregelung — Regelung und VerfassungsmaBigkeit

Auch in der behordlichen Arbeit hat sich die Veroffentlichung als SanktionsmaB3nahme
als ein bewdhrtes Mittel erwiesen. Bereits 2004 nutzte die Tartuer Stadtverwaltung die
Publizitit des Netzes, um ihre Schuldner im Internet zu veroffentlichen.'™ Die Polizei
beschloss 2003 als abschreckende Maflnahme, die Namen der fiir Alkohol am Steuer
bestraften Verkehrssiinder im Internet kundzutun.'® Beide MaBnahmen wurden damals

77" Bericht in der estnischen Tageszeitung ,,Postimees” vom 9.02.2014: ,Ministeerium plaanib

kurjategijate nimed kohtuotsustes salastada® (,,Ministerium plant die Namen der Verbrecher in den
Gerichtsurteilen zu verheimlichen), im Internet abrufbar unter: http:/www.postimes.ee/
2691004/ministeerium-plaanib-kurjategijate-nimed-kohtuotsustes-salastada.

'8 Bericht der Tageszeitung ,.Eesti Pdevaleht“ vom 5.3.2014: ,Ajalehtede liit seisab kurjategijate

nimede salastamise vastu“ (,,Die Vereinigung der Zeitungen wehrt sich gegen die Verheimlichung
der Namen der Straftiter), im Internet abrufbar unter: http://epl.delfi.ce/news/eesti/ajalehtede-liit-
seisab-kurjategijate-nimede-salastamise-vastu?id=68155953; Bericht der Tageszeitung ,,Aripdev*
vom 12.3.2014: ,,Ajalehtede liit: kurjategijate nimed tuleb avalikustada!* (,Die Vereinigung der
Zeitungen: Die Namen der Verbrecher miissen verdffentlicht werden!*), im Internet abrufbar unter:
http://www.aripaev.ee/blog/2014/03/12/ajalehtede-liit-taunib-kurjategijate-varjamist.

" Vgl. das Stenogramm der ersten Lesung des Gesetzesentwurfs 578 SE am 12.3.2014, im Internet

abrufbar unter: http://www.riigikogu.ee/?op=steno.

80 Gem. § 21 II Punkt 3 IKS kann der Betroffene die Loschung oder SchlieBung ihn betreffender
offentlicher Angaben fordern, wenn die Verarbeitung der Information nicht rechtméBig ist.

'8 Beschluss der Kammer fiir Verwaltungssachen des Staatsgerichts vom 15.9.2010, Rs. 3-3-1-46-10,

Punkt 14. Das Urteil ist in estnischer Sprache abrufbar auf der Homepage des estnischen
Staatsgerichts: www.nc.ee.

182 Es handelte sich hierbei um Personen, die der Stadt seit mehr als 3 Monaten eine Summe von iiber

100 estnischen Kronen (ca. 6,39 Euro) fiir erbrachte Leistungen der 6ffentlichen Hand schuldeten.

% Io Pilving, Sugupuud miiiigiks ja roolijoodikud hibiposti? Isikuandmetega seonduvad piirangud

avaliku teabe avaldamisel (Stammbdume zum Verkauf und Alkoholsiinder an den Pranger? Die
Grenzen personenbezogener Angaben bei der Veroffentlichung 6ffentlicher Information), Juridica
2004, S. 75 ff.
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ohne eine entsprechende gesetzliche Grundlage beschlossen und umgesetzt.'™ Wihrend
die Polizei ihre entsprechende Praxis einstellte, nachdem der Rechtskanzler 2006 deren
RechtmiBigkeit angezweifelt hatte,' ist den Autoren nicht bekannt, wann die Stadt
Tartu ihre entsprechende Praxis einstellte.

2010 wurde eine gesetzliche Regelung geschaffen, auf deren Grundlage die Ge-
richtsvollzieher seither im Internet die Namen und ID-Nummer (bei deren Fehlen das
Geburtsdatum) derjenigen Schuldner von Unterhaltszahlungen veréffentlichen, die ihren
Pflichten gegentiber ihren unterhaltsberechtigen Kindern mehr als 60 Tage nicht nachge-
kommen sind."*

Das Justizministerium erklédrte zur Verdffentlichung des Schuldnerverzeichnisses der
Unterhaltsverpflichteten ungeachtet deren personlichen ,,Verschuldens® u. a., dass

selbst dann, wenn das Einkommen des Elternteils sehr gering ist, dies nicht als Entschuldigung
gelten kann, fiir den Unterhalt des Kindes nicht aufzukommen, da dies die Situation des Kindes
verglichen mit der des Elternteils noch verschlechtern wiirde. Im Unterschied zu dem Elternteil,
der behauptet, dass sein/ihr Leistungsausfall durch nichtvorhandene finanzielle Mittel oder
sein/ihr geringes Einkommen begriindet ist, kann der Elternteil, bei dem das Kind lebt, nicht be-
haupten, dass er oder sie nicht iiber genug finanzielle Mittel verfiigt, um dem Kind Essen oder
Kleidung zu kaufen.'®’

Weiter stellte sich das Justizministerium auf den Standpunkt, dass eine negative
Stigmatisierung — beispielsweise bei der Arbeitssuche — nicht zu befiirchten sei:

[...] der potentielle zukiinftige Arbeitgeber entscheidet sich womdoglich vielmehr zugunsten des
in das Verzeichnis eingetragenen Schuldners als Arbeitnehmer und unterstiitzt auf diese Weise
die Unterhaltszahlung an das Kind."®

Einen Grund fiir diese Hypothese nennt das Ministerium dabei nicht. Der Rechts-
kanzler kam bei der Priifung der Verfassungskonformitét der Regelung zu dem Ergebnis,
dass die Veroffentlichung jedenfalls einen Eingriff in den Schutz des Privatlebens und
das Recht auf informationelle Selbstbestimmung darstelle und geeignet sei, die Situation
des Unterhaltsschuldners negativ zu beeintrichtigen.'™ Im Ergebnis stellte sich der
Rechtskanzler auf den Standpunkt, dass vor einer moglichen Feststellung ihrer Verfas-
sungswidrigkeit die Wirkung der erlassenen Regelungen allerdings einer erginzenden
Betrachtung und Bewertung bediirfe.'” Diese wie auch die von der Kammer zum Schutz
der Interessen des Kindes gestellten Fragen zur VerhaltnisméBigkeit der verabschiedeten
MafBnahmen — insbesondere beziiglich der Wirkung der Stigmatisierung auf das psycho-
logische und materielle Wohl des Kindes — nahm das Justizministerium ohne ergénzende

'8 Ebd., S. 81.

85 Vgl den Bericht vom 20.9.2006 auf dem Nachrichtenportal uudised.err.ee: ,Politsei 15petab

roolijoodikute nimede avalikustamise” (,,Polizei beendet Verdffentlichung der Namen von
Alkoholstindern®), im Internet abrufbar unter: http://uudised.err.ee/v/eesti/a34661cb-841d-4942-
bd9d-4ccl1bf1dff90.

% Gem. § 11 IV des Gerichtsvollzicher-Gesetzes (estn.: Kohtutiituri seadus) bedarf die Veroffentli-
chung des Schuldners der Zustimmung des Einfordernden und wird nach Begleichung der Schuld in-
nerhalb von 10 Arbeitstagen von der Homepage der Kammer der Gerichtsvollzieher geldscht; Geset-
zesentwurf 462 SE vom 06.4.2009, verabschiedet am 9.12.2009, abrufbar im Internet unter:
www.riigikogu.ee.

187 Stellungnahme des Rechtskanzlers vom 21.7.2011 in der Sache 6-1/101171 /1102155, S. 2, im
Internet abrufbar unter: http://oiguskantsler.ee/sites/default/files/field document2/6iguskantsleri
margukiri_elatisvolglaste nimekirjade avalikustamine.pdf.

88 Ebd., S. 3.
% Ebd., S.4,7.
%0 Ebd,, S. 15.
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Stellungnahme zur Kenntnis.'"' Die Frage der Verdffentlichung der Unterhaltsschuldner
hat hiernach keine ergidnzende rechtliche oder 6ffentliche Behandlung gefunden. Das
estnische Steuer- und Zollamt (Eesti Maksu ja Tolliamet, i. F. EMTA) ver6ffentlicht seit
Sommer 2014 auf seiner Homepage eine Liste derjenigen juristischen Personen, deren
fallige Schuld vor dem Amt seit mindestens 30 Kalendertagen besteht und 1000 Euro
oder mehr betréigt.'”” Die MaBnahme der EMTA zeigte bereits unmittelbar nach ihrer
Einfiihrung Erfolg — innerhalb der ersten neun Tage konnte das Amt ausstehende Ein-
ginge in Hohe von mehr als einer halben Million Euro verbuchen.'” Das Recht zur
Verdffentlichung von Steuerschuldnern steht der EMTA gesetzlich zu.'™

3. Veréffentlichung personenbezogener Daten durch Private —
Regelung und VerfassungsméBigkeit

Auch unter Privaten hat sich die Verdffentlichung als effektives Mittel zur Einforderung
ausstehender Forderungen etabliert. Der Anschlag der Schuldner der Wohnungseigentii-
mergemeinschaft an der Gebdudewand und der Aufnahmen der Sicherheitskameras am
Supermarkteingang, die Verodffentlichung von Schuldnern seitens der Inkassofirmen im
Internet und in den Tageszeitungen zeugen hiervon. 2008 erregte der Fall einer Inkasso-
firma Aufsehen, die auf einer Plakatwand an einer der Hauptkreuzungen der Stadt eine
Namensliste ihrer Schuldner hatte aufhingen lassen.'” Die AKI stellte sich auf den
Standpunkt, dass die Normen des Datenschutzgesetzes in diesem Fall nicht einschligig
gewesen seien, da die von der Inkassofirma verdffentlichte Information — der Name
juristischer Personen einschlieBlich ihrer Vorstinde — sich auf Angaben beschrinkt habe,
die auf Grundlage des Prinzips der Offentlichkeit des Handelsregisters'*® ohnehin jeder-
mann zugénglich waren."’

91 Vgl. insoweit auch den in der Tageszeitung ,,Postimees* am 3.2.2010 verdffentlichten Bericht: ,,Laste

huvikaitsjad: ema voi isa hébipostitamine tekitab lapselegi hdbi“ (,,Kinderschiitzer: Die 6ffentliche
Anprangerung des Vaters oder der Mutter ist auch fir das Kind beschdmend®), im Internet abrufbar
unter: http://www.postimes.ee/219879/laste-huvikaitsjad-ema-isa-habipostitamine-tekitab-lapselegi-
habi.

Pressemitteilung der EMTA vom 27.5.2014 zur kiinftigen namentlichen Veréffentlichung juristischer
Personen, deren einforderbare Schuld vor dem Amt 1000 Euro oder mehr betrdgt, im Internet
abrufbar unter: http://www.emta.ee/index.php?id=35424.
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1% Bericht der Tageszeitung ,,Aripiev vom 10.6.2014: ,,Hibipost t&i maksuametile 9 pievaga enam kui

pool miljonit eurot™ (,,Der Pranger hat dem Steueramt in neun Tagen mehr als eine halbe Million
Euro eingebracht®), im Internet abrutbar unter: http:/arileht.delfi.ee/news/uudised/habipost-toi-
maksuametile-9-paevaga-enam-kui-pool-miljonit-eurot?id=68850287.

1% S, § 27 I Punkte 4, 5 des Gesetzes iiber Zahlungsaufforderungen (estn.: Maksekorralduse seadus).

1% Vgl. hierzu statt vieler die in der Tageszeitung ,Eesti Pievaleht“ am 6.1.2009 verdffentlichte

Nachricht: ,,Inkassofirma riputab Kristiine kaubanduskeskuse juurde plakati volglaste nimedega“
(,,Inkassofirma hingt neben das Kristiine-Einkaufszentrum ein Plakat mit den Namen ihrer
Schuldner), im Internet abrufbar unter: http://epl.delfi.ee/news/eesti/inkassofirma-riputab-kristiine-
kaubanduskeskuse-juurde-plakati-volglaste-nimedega?id=51154379; s. diesbeziiglich auch den in der
Tageszeitung ,,Postimees® am 21.12.2008 ver6ffentlichten Kommentar: ,,Repliik: inkasso-
hébimargistaja“ (,,Replik: Der Inkasso-Pranger*), im Internet abrufbar unter: http://arvamus.postim
ees.ee/61116/repliik-inkasso-habimargistaja.

1% 8 28 I des Handelsgesetzbuches (estn.: Ariseadustik) legt die Offentlichkeit des Handelsregisters fest;

das Gesetz ist in estnischer Sprache und ebenso in englischer Ubersetzung abrufbar auf der

Internetseite: www.riigiteataja.ce.

Andmekaitseseadus volgades firma juhatust hibipostist ei padsta. Arileht 07.1.2009, http:/arileht.

delfi.ee/news/uudised/andmekaitseseadus-volgades-firma-juhatust-habipostist-ei-paasta?id=5115
4582.
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Das Staatsgericht kam zu einem entsprechenden Ergebnis. Namentlich hatte sich der
Kléger gegen die Veroffentlichung seines Namens als Vorstandsmitglied einer schuldne-
rischen juristischen Person gewehrt, beziiglich derer er unbestrittenermallen nur be-
schrinkte Vertretungs- und Einsichtsrechte hatte.'”® Das Gericht kam zum Schluss, dass
es sich bei den von der Inkassofirma an der StraBenkreuzung veréffentlichten Informati-
onen um Tatsachenbehauptungen gehandelt habe. Die Veroffentlichung wahrer Tatsa-
chenbehauptungen sei grundsitzlich auch dann zulédssig, wenn diese den guten Ruf der
Person zu schidigen geeignet seien.'”” Die Person, die als Vorstand einer juristischen
Person in ein &ffentliches Register eingetragen sei, miisse mit der Offentlichkeit dieser
Angaben und damit verbundenen, méglichen negativen Konsequenzen rechnen.”” Das
Gericht rdumte dem Betroffenen allerdings das Recht ein, mogliche Gegeneinwinde
geltend zu machen.™”"

IV. Zuriick in die Zukunft?
1. (Rechtlicher) Riickblick

Es bedarf keines tiefergehenden Expertenwissens, um auf Grundlage des Vorgesagten zu
dem Schluss zu kommen, dass nicht selten die personlichen Rechte und Freiheiten hinter
den digitalen Pionierleistungen Estlands haben zuriickstehen miissen. Die schnelle Um-
setzung politischer Entscheidungen hat fehlerhafte rechtliche Umsetzungen (so bei-
spielsweise die insbesondere anfinglich liickenhaften gesetzlichen Regelungen tiber die
Unterhaltung der Informationsverzeichnisse, tiber die Dauer der Offentlichkeit der in den
amtlichen Bekanntgaben verdffentlichten Informationen und tber den Umfang der Ver-
offentlichung von Gerichtsurteilen; ebenso zu nennen ist hier der Fall des Datenaus-
tauschs zwischen den Informationsverzeichnissen ohne Schaffung einer entsprechenden
gesetzlichen Grundlage) und durch die Uberforderung der zustindigen Behorden™ zu
verantwortende Rechtsverletzungen (insbesondere die Verdffentlichung sensibler per-
sonlicher Daten in Dokumentenregistern und Gerichtsurteilen) bedingt. Die verfassungs-
rechtliche VerhiltnismaBigkeit einiger wesentlicher Eingriffe in das Privatleben der
Person — so beispielsweise die Regelungen iiber den Umfang und die Speicherungsdauer
personenbezogener Angaben im Register fiir Ansteckungskrankheiten — ist bis heute
nicht Gegenstand rechtlicher Priifung gewesen. Nicht allzu hiufig haben die in § 6 IKS
niedergelegten Prinzipien der personenbezogenen Informationsverarbeitung auch in
tatsichlicher Hinsicht nihere Beachtung gefunden.””

Die Autoren mochten an dieser Stelle nicht den Stab dariiber brechen, ob der welt-
weite digitale Erfolg Estlands die hierdurch bedingten rechtlichen Einbuflen im Einzel-
nen gerechtfertigt hat. Solange man den Rechtsstaat allerdings fiir einen Grundbaustein
des Fundaments demokratischer Staaten erachtet, wird man in Estland nicht darum um-
hin konnen, den bereits erfolgsgekronten, digitalen ,,Tigersprung® um einen soliden
rechtlichen Unterbau zu ergénzen. Erste Bedingung hierfiir wére, das in Estland haufig

1% Urteil der Zivilrechtskammer des Staatsgerichts vom 21.12.2010, Rs. 3-2-1-67-10, Punkt 12, das
Urteil ist im Internet abrufbar auf der Homepage des estnischen Staatsgerichts, www.nc.ee.

19 Ebd., Punkt 18.
200 Ebd., Punkt 19.
21 Ebd., Punkt 23.

22 Auf dieses Thema machte auch bereits der Rechtskanzler in seiner Jahresiibersicht aus 2003 auf-

merksam, S. 42, im Internet (in estnischer Sprache) abrufbar unter: http:oiguskantsler.ce/sites/
default/files/6iguskantsleri 2003. aasta_tegevuse ylevaade.pdf.

23 7Zu den Prinzipien des § 6 IKS s. oben unter I. 3.
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fiir inkompatibel erachtete Verhéltnis zwischen {iberkommener Juristerei und zukunfts-
orientierter Digitalisierung aufzubrechen. Dies wiederum wiirde bedeuten, den Wert des
Schutzes der Grundrechte und -freiheiten auch im Zeitalter der IKT zu erkennen.

Es darf kaum angenommen werden, dass das Recht im Namen der digitalen Zukunft
ohne weiteres fiir obsolet deklariert wird. Wie bereits im digitalen Bereich, so koénnte
Estland aus diesem Grund auch auf rechtlicher Ebene nach innovativen Losungen su-
chen, um fiir einen umfassenden Rechtsschutz im digitalen Bereich einzustehen. Hierbei
kann das Land wertvolle Vorteile aus seinem bereits vorhandenen Erfahrungsschatz
ziehen.

Allerdings setzt dies voraus, dass die staatlich-politischen Ziele von Publizitdt und
Digitalisierung Aspekte des Rechtsschutzes nicht in jedem Fall bereits aus Kostengriin-
den tiberwiegen. Man kommt bei ndherer Betrachtung einiger der oben dargestellten
estnischen Rechtslosungen nicht darum umhin zu fragen, ob der Gesetzgeber nicht gele-
gentlich unter Verweis auf die Konzepte von IKT und ,,open government® die neugierige
Natur des Menschen dazu nutzt, um dem Staat auferlegte Pflichten des Rechtsschutzes
und einer effektiven Rechtsdurchsetzung durch (die praktisch kostenfrei verfiigbare)
gesellschaftliche Kontrolle zu ersetzen (so beispielsweise beziiglich der Frage der
Durchsetzung von Anspriichen unterhaltsberechtigter Kinder).

2. (Gesellschaftlicher) Einblick

Um die Grenzziehung zwischen den Wesensmerkmalen ,,privat und ,,6ffentlich® im
estnischen E-Staat besser begreifbar zu machen, diirfen bei einer kontextbezogenen
Begriffsbestimmung die nationalen Besonderheiten nicht aufler Acht gelassen werden.
Estland ist ein Land mit etwas tiber 1,3 Millionen Einwohnern.*® Es bedurfte mithin
nicht der Einfiihrung des Internets, um die Grenzen zwischen privater und 6ffentlicher
Information durchldssig werden zu lassen. Dass der Abteilungsleiter zugleich der Nach-
bar, der gegnerische Anwalt der Kindheitsfreund und die Sachbearbeiterin im Bauamt
eine nahe Verwandte ist, ist in Estland eine natiirliche Gegebenheit. Dass sich dabei nicht
selten private personliche Informationen mit beruflichen und amtlichen Sachverhalten
vermischen, ist logische Konsequenz des Vorgesagten.

Auch waren die Veroffentlichung und Weitergabe personenbezogener Informationen
(einschlieBlich ihrer gesellschaftlichen Sanktionswirkung) bereits zu sowjetischer Zeit
bewihrte staatliche Maflnahmen. Neben der von dem Komitee fiir Staatssicherheit der
UdSSR, dem KGB, mit Hilfe von zivilen Informanten und Mitarbeitern verdeckt ausge-
fithrten systematischen Kontrolle der Gesellschaft war die Weitergabe und Veroffentli-
chung personlicher Informationen auch Teil formlicher Amtshandlungen.” So wurde
beispielsweise der Arbeitgeber dariiber informiert, wenn bei dem Arbeitnehmer eine
Geschlechtskrankheit diagnostiziert worden war; auf Alkoholkonsum positiv getesteten
Kraftfahrern wurden Registrierungskennzeichen mit dem Anfangsbuchstaben ,,0* zuge-

24 Laut der Angaben des estnischen Statistikamtes belief sich die Einwohnerzahl Estlands am 1.1.2014
auf 1 315 819. Diese Angaben konnen im Internet abgerufen werden unter: http://www.stat.ee/72508.

25 ygl. insoweit auch die kritische Stellungnahme des Journalisten und Datenschutzexperten Simon

Davies zu dem fritheren System der sozialen Kontrolle in Sowjet-Estland und den Ergebnissen der in
Dezember 2014 veroffentlichten estnischen Studie ,,The right to privacy as a human right and
everyday technologies“ (hierzu niher sogleich) auf der Jahreskonferenz fiir Menschenrechte in
Tallinn am 10.12.2014, abrufbar im Internet unter: https://www.youtube.com/watch?v=PiTkSaJpwsw
(Session 1, part 5/Annual Conference on Human Rights 2014); ebenso in Reaktion hierauf die
Antwort der estnischen Professorin fiir Medien Pille Pruulman-Vengerfeldt, abrufbar im Internet
unter: https://www.youtube.com/watch?v=EIQt19VP3M4 (Session 1, part 6/Annual Conference on
Human Rights 2014).
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wiesen; Scheidungen wurden mit Namensangabe in der Zeitung veroffentlicht. Dariiber
hinaus war es Aufgabe des zu sowjetischen Zeiten in jedem Amt, jeder Kolchose, jedem
Unternehmen und anderen Institutionen errichteten Genossenschaftsgerichts, unter ande-
rem Fille der ungentigenden elterlichen Erziehung der Kinder, des ungebiihrlichen Ver-
haltens in der Familie oder des Fluchens seitens der Mitarbeiter néher zu behandeln.*”
Dies mag erkldren, warum auch das Interesse der estnischen Biirger an einem Schutz
ihres Privatlebens und ihrer personlichen Angaben seit jeher nicht mehr als lau gewesen
ist.””” Einen aufschlussreichen Einblick in das heutige estnische Verstindnis vom Schutz
des Privatlebens gewihrt dabei die im Dezember 2014 verdffentlichte gemeinsame Stu-
die des Menschenrechtsinstituts und der Universitit Tartu.”” Im Rahmen der gestellten
Fragen stimmen 53% der Befragten der Aussage zu, dass Informationen, die man selbst
ins Internet stelle, auch allen Sffentlich zuginglich seien™” und 41% halten die Sorgen
um den Schutz personenbezogener Informationen fiir iiberbewertet.”'’ 88% erachten die
Datenerfassung fiir unvermeidlich, wenn man die Vorteile bestimmter Dienste nutzen
mochte, nach Meinung von 83% kann man gegen die Erhebung von Daten ohnehin
nichts tun und 74% behaupten von sich, nichts zu verheimlichen zu haben.”"' 61% der
Befragten sind schlieBlich der Ansicht, dass der Staat mehr Rechte haben sollte, um zum
Schutz der staatlichen Sicherheit personenbezogene Informationen auch ohne die Zu-
stimmung des Betroffenen zu verarbeiten.>'”

Im européischen Vergleich sind die Esten unbesorgter und fiihlen sich weniger be-
troffen durch die Verarbeitung und Speicherung ihrer Daten als der Durchschnitt der
Biirger; tiberdurchschnittlich hoch ist allerdings ihr Vertrauen in die staatlichen Instituti-
onen.”” Uber 80% der estnischen Bevélkerung vertrauen den medizinischen Einrichtun-
gen als fiir die Verarbeitung und den Schutz ihrer personenbezogenen Informationen
verantwortliche Institutionen, durchschnittlich 80% verlassen sich insoweit auf den Staat
und etwa 70% bis 80% auf die Bildungseinrichtungen und Kommunen.*"*

Dennoch sollten auf Grundlage der Ergebnisse der Studie keine vorschnellen Schliis-
se gezogen werden. Gerade unter der jiingeren estnischen Bevdlkerung zeichnen sich
auch gegensitzliche Tendenzen ab. Wiahrend in Estland beispielsweise 45 bzw. 46% der

2 Grundverordnung des Genossenschafts-Gerichts (estn.: Seltsimehelike kohtute p&himiirus),

verabschiedet durch Erlass des Prisidiums des Obersten Sowjets der Estnischen Sozialistischen
Sowjetrepublik vom 24.2.1978.

Vgl. insoweit auch bereits die Ausfithrungen in der Jahresiibersicht des Rechtskanzlers aus dem Jahr
2003, S. 41, im Internet (in estnischer Sprache) abrufbar unter: http://oiguskantsler.ee/sites/default/
files/6iguskantsleri 2003. aasta tegevuse ylevaade.pdf.

207

2% Die englischsprachige Ubersetzung der Studie lautet ,,The right to privacy as a human right and

everyday technologies” und ist abrufbar im Internet unter: http://www.eihr.ee/en/privacy-as-a-
human-right-and-everyday-technologies/. Um dem Leser ein Nachlesen zu ermdoglichen, wird im
Folgenden auf die englischsprachige Ubersetzung der Studie verwiesen.

29 Ebd., Methodology and results of the study, S. 47.
210 Ebd., Methodology and results of the study, S. 48; Summary, S. 4.
211 Ebd., Methodology and results of the study, S. 49; Summary, S. 4.
212 Ebd., Methodology and results of the study, S. 57.

213 Ebd., Theoretical and empirical bases of the study, S. 25 f.; s. hierzu auch den von dem Direktor der

AKI Viljar Peep in der Tageszeitung ,,Postimees* am 7.2.2013 veroffentlichten Artikel: ,,Viljar Peep:
isiknandmete kaitse — infotihiskonna gaas voi pidur? (,,Viljar Peep: Der Schutz der
personenbezogenen Informationen: Gaspedal oder Bremse der Informationsgesellschaft?*), abrufbar
im Internet unter: http://arvamus.postimees.ee/1130252/viljar-peep-isikuandmete-kaitse-infouhiskon
na-gaas-voi-pidur.

24 Studie ,,The right to privacy as a human right ...”, Fn. 208, Methodology and results of the study, S.

54.
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tiber 50-jdhrigen die Besorgnis um den Schutz personenbezogener Informationen fiir
begriindet erachten, ist deren Anzahl unter den 15-24-Jahrigen mit 58 % der Befragten
deutlich héher.*”® Auch andere Untersuchungen weisen auf ein groBeres Problembe-
wusstsein gerade bei der jingeren Bevolkerung hin.

3. (Gemeinschaftliche) Aussichten

Die wahren Herausforderungen des E-Staates diirften allerdings nicht so sehr in den oben
ausgemachten rechtlichen Hiirden liegen als vielmehr in deren gesellschaftlichen Vo-
raussetzungen. Die Idee eines europdischen digitalen Binnenmarktes ist heute aktueller
denn je. Initiativen wie die gemeinschaftsrechtliche Datenschutzreform,”'® die digitale
Agenda fiir Europa und die Umsetzung von ,,open government™ sollen die europdische
Informationsgesellschaft auch zu einer tatséchlichen digitalen Gemeinschaft zusammen-
wachsen lassen.”"’

Doch: Méchte der deutsche Biirger gerne jede seiner behordlichen Anfragen im In-
ternet ver6ffentlicht sehen? Man darf es bezweifeln. Skandinavier hingegen diirften ein
am estnischen Beispiel orientiertes Konzept der 6ffentlichen Verwaltung noch als zu-
riickhaltend bewerten.”'® Wie viele Européer aber wiirden die 6ffentliche Anprangerung
von personlichen Fehlleistungen im Internet fiir zeitgemaB halten? Dem deutschen Leser
diirften einige der estnischen Rechtsansichten kaum verfassungskonform erscheinen;
andere Rechtstraditionen mogen dies génzlich anders bewerten. Eine bedeutsame und
zugleich unerlédssliche Herausforderung steht vor der europdischen Gemeinschaft: Um
auch nur eine der anspruchsvollen Leitinitiativen zur Informationsgesellschaft umzuset-
zen, miissen wir zuvor zu einem Konsens finden zwischen dem Schutz unserer Rechte
und Freiheiten und den Anspriichen der digitalen Innovation, der von allen 28 Mitglie-
dern der Union getragen wird. Manchem Leser diirfte der vorliegende Artikel nochmals
die hohen Anforderungen dieser Aufgabe vor Augen fiihren.

Sollten wir uns allerdings als nicht fahig erweisen, eine gemeinsame digitale wie
rechtliche Grundlage zu finden, so wird dies keinem der EU-Mitglieder zum Vorteil
gereichen. Denn der digitale Markt kennt weder nationale noch européische Grenzen. Er
ist schlicht unbegrenzt global. Auf dieser Ebene werden europdische Prinzipien aber nur
dann gehort werden, wenn sie eine gemeinsame Stimme finden.

15 Ebd., Methodology and results of the study, S. 49.

216S. hierzu auch die Informationen auf der Website des Europdischen Datenschutzbeauftragten:

https://secure.edps.curopa.eu/EDPSWEB/edps/lang/de/Consultation/Reform_package.

27 Die Leitinitiativen und Rechtsakte zur Europiischen Informationsgesellschaft konnen auf Website

LEUR-Lex“ abgerufen werden unter: http://eurlex.europa.eu/summary/chapter/information_society.
html?root_default=SUM 1 CODED=31.

Grundlegend zu dem traditionell sehr offenen System der 6ffentlichen Verwaltung in Skandinavien:
Carsten Gronbech-Jensen, The Scandinavian tradition of open government and the European Union:
problems of compatibility?, Journal of European Public Policy 1998, S. 185 ff.
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