C. Parameter einer Neugestaltung

Angesichts der Umwilzungen in der digitalen Wirtschaft droht eine struk-
turelle Einschrinkung des freien Wettbewerbs. Es sind nicht mehr nur
Einzelfille, so wie einst im Porsche-Tuning-Fall, in denen Anbieter vom
Markt verdringt werden oder in starke Abhingigkeiten geraten. Vielmehr
droht flichendeckend eine Abhingigkeit von Gatekeepern. Zugangsan-
spriche konnen dem entgegenwirken. Die Analyse bestehender Zugangs-
rechte, etwa im Kartellrecht, hat aber auch deutlich gemacht: Auf die Aus-
gestaltung kommt es an. Eine Neuregelung muss darauf abzielen, Hand-
werksbetrieben den Zugang zu Daten, Softwaretools, Diensten, Schnitt-
stellen, Online-Marketplitzen und Plattformen so zu er6ffnen, dass sie ihre
Leistungen am Markt erbringen kénnen. Jedenfalls soll nicht ein Gatekee-
per die Entscheidung tiber den Markterfolg anderer Unternehmen treffen,
sondern der Verbraucher, der sein Geld ausgibt.

Diese Forderung ist nicht nur rein wettbewerblich legitimiert, sondern
auch gesellschaftlich: Handwerksbetriebe sind oft kleine und mittelstindi-
sche Unternehmen. Die Unternehmerinnen und Unternehmer, Mitarbei-
terinnen und Mitarbeiter gehoren oft zu den Stiitzen einer Stadtgesell-
schaft. Das Handwerk gehort seit Jahrhunderten zur sozialen Marktwirt-
schaft in Deutschland. Handwerker diirfen nicht zu abhingigen Auftrags-
erfillern von Plattformbetreibern degradiert werden.

Im Folgenden wird zunichst die Problematik noch einmal zusammen-
fassend fir die Ausgangsszenarien auf den Punkt gebracht (C.I). Sodann
werden Legitimationsstrategien identifiziert, die einen erweiterten Zugang
rechtfertigen kénnen (C.II). Regelungen, die zur Verwirklichung des hier
umrissenen Ziels beitragen, mussen in Einklang mit sonstigen Rechtsvor-
schriften stehen - ein nicht gerade triviales Problem (C.III).

I. Zielsetzung nach Konstellationen
Aufgrund der weiten Verbreitung digitaler ,,Schliissel“ und der steigenden
Bedeutung von Daten und Plattformen sind viele Handwerksbetriebe,

wenn sie im Geschift bleiben wollen, zunehmend auf die Gewdhrung von
Zugang zu Kunden, Produkten oder nachgelagerten Markten angewiesen.
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C. Parameter einer Neugestaltung

1. Kein unreflektierter ,Zugang zu Daten®

Ein Ausbau der bestehenden Moglichkeiten sollte eine wettbewerbliche
Strategie verfolgen und die Ungleichgewichte in Verhandlungssituationen
auffangen. Nur so kann die zunehmende Abhangigkeit der selbststaindigen
Handwerksunternehmen von digitalen Gatekeepern durchbrochen wer-
den. Der gelegentlich plakativ geforderte ,,Zugang zu Daten® wird der
Thematik jedoch nicht gerecht: Ein Backereibetrieb ist kein IT-Unterneh-
men, ein Orthopadietechniker ist kein Data Scientist. Mit Daten, mogli-
cherweise gar Rohdaten, allein konnen viele Betriebe nichts anfangen. Die
Handwerksbetriebe bleiben vielmehr die primaren Leistungserbringer fiir
das, was als ,Handwerk® ihr Metier ist. Hier kommt es zur Digitalisierung
vieler Arbeitsschritte, die selbstverstindlich vom Handwerk mitgegangen,
zum Teil vorausgegangen werden. Die Frage des Zugangs zum Kunden ist
aber nicht in erster Linie eine Datenfrage, sondern die Frage eines wirt-
schaftlichen Verteilungskampfs. Das muss bei einer Neuregelung beriick-
sichtigt werden. Dafiir sind die unterschiedlichen Konstellationen zu diffe-
renzieren. Zunachst muss eine Neuregelung die Differenzierung leisten,
was mit Zugang gemeint ist und zu welchen Bereichen Zugang wesentlich
ist. Ein Zugangsanspruch kommt in Betracht, wenn ohne einen solchen
eine Austibung der handwerklichen Tatigkeit, die Erbringung der indivi-
duellen Leistung dem Kunden gegeniiber auf dessen Wunsch hin, nicht
mehr moglich ist.

Als Ausgangsszenarien wurden finf typische Falle identifiziert, in denen
handwerkliche Leistungen zu erbringen sind: die Reparatur eines Kfz, die
Wartung einer vernetzten Heizung, der Ausbau eines Smart Homes, die
Anbahnung des Kundenkontakts iiber eine digitale Plattform sowie der
Austausch tber eine B2B-Plattform.

2. Zugang zur Leistungserbringung

Die ersten drei Falle betreffen Konstellationen, bei denen der Zugang zur
Leistungserbringung gesperrt oder wesentlich erschwert ist, wenn nicht
vom Inhaber des digitalen Schliissels, dem , Torwichter, Zugang eroffnet
wird.

In diesen drei Fallen ist nicht der Zugang zu Rohdaten entscheidend, al-
so zu allen Aufzeichnungen, die getatigt wurden. Vielmehr bendtigen die
Unternehmen erstens die Moglichkeit, die digitale Verschlisselung aufzu-
heben, und sie bendtigen Zugang zu den Informationen, die fiir die kon-
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krete Auftragsbearbeitung erforderlich sind. Welche dies sind, kann von
Fall zu Fall unterschiedlich sein, eine pauschale Losung verbietet sich inso-
fern. Zugang kann auch zu einer bestimmten Software, zu bestimmten Be-
dien- oder Steuerungselementen erforderlich sein.

Rechtfertigung findet ein Zugangsanspruch in erster Linie im Kunden-
wunsch, dass eine bestimmte Leistung handwerklich erbracht wird. Das ist
der Ausloser dafiir, dass der Gatekeeper Zugang einriumen muss, was
auch in seinem Interesse liegt. In vielen Fallen wird also Zugang einge-
raumt werden, damit unmittelbare Kundenbedirfnisse (z.B. Reparatur ei-
nes Gegenstands) gewahrt werden kdnnen.

Problematisch wird aber die Steuerungsrolle, die der Gatekeeper anneh-
men kann: Faktisch ist der Handwerker immer von der Zustimmung des
Gatekeepers und damit von seinen Konditionen abhingig. Das gilt selbst
dann, wenn der Kundenwunsch individuell an den Handwerker herange-
tragen wird. Ruft beispielsweise der Bewohner eines Smart Homes einen
gut bekannten Tischler, der einen Einbau entwerfen soll, oder einen lang-
jahrig vertrauten Installateur, der etwas reparieren soll, schiebt sich auch in
diesen Fillen der Gatekeeper in die Bezichung zwischen Kunde und Hand-
werker und muss zunichst den Handwerker freischalten.

Trifft der Gatekeeper gleich die Auswahl, welcher Handwerker titig
werden darf oder trifft er eine Vorauswahl (z.B. in Form eines Rankings
von Vertragshandwerkern, das angezeigt wird), wird die Auswahlentschei-
dung des Verbrauchers erheblich vorgepragt. Die Entscheidung wird weit-
gehend vom Kunden weg zum Gatekeeper verlagert.

Neben den allgemeinen Zugangsanspruch tritt daher insbesondere der
Anspruch, individuelle Kundenwiinsche unabhingig von einem Dritten
erfilllen zu kénnen, der mit dieser konkreten Leistungserbringung nichts
zu tun hat. Neben die Gewahrung des Zugangs tritt damit die Kontrolle
der Bedingungen, unter denen Zugang gewahrt wird und die Sicherung
einer freien Kommunikation zwischen Kunde und Leistungserbringer. Es
ist ein Anliegen einer freiheitsorientierten Wirtschaftspolitik, die eigenver-
antwortliche Entscheidung der Parteien in solchen Konstellationen zu for-
dern und zu erhalten. Fir den Kunden mag es bequem sein, alle Entschei-
dungen zentral an den Gatekeeper abzugeben. Bequemlichkeit fithrt aber,
wie so oft, zu einer schleichenden Aufgabe von selbstverantwortlichen
Entscheidungen — und damit zu einer weniger freien, gesteuerten Wirt-
schaftslenkung. In langfristiger Perspektive ist das der Einstieg in eine
Fremdbestimmung der wirtschaftlichen Personlichkeit, wie sie sich in
manchen Bereichen schon jetzt abzeichnet.

107

https://dol.org/10.5771/8783748911487-105 - am 18.01.2026, 06:34:58. O



https://doi.org/10.5771/9783748911487-105
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/
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3. Zugang zum Kunden

Beim Fall der Kundenvermittlungsplattform ist erforderlich, dass der
Handwerker Zugang zum Kunden erhalten kann und der Plattformbetrei-
ber seine Vermittlungsleistung auf faire Weise erbringt. In diesem Fall
geht es um Zugang zur Plattform und damit zum Kunden.

Dass ein Vermittler (Intermediar) die Beziehung zum Kunden Gber eine
digitale Kopplung zerschneidet, ist nicht fir sich genommen unzulissig.
In erster Linie werden durch solche Vermittlungsplattformen Transakti-
onskosten gesenkt, Kunden erhalten groflere Auswahl, Anbieter einen gro-
Beren Kundenkreis. Wahr ist aber auch, dass gerade das Handwerk von der
individuellen Beziehung von Handwerksbetrieb und Kunde gepragt ist.
Wenn durch die Vermittlungsleistung diese Beziehung durchbrochen
wird, darf das jedenfalls nicht in eine Monopolisierung der Kunden-
schnittstelle umschlagen, sodass nur noch der Gatekeeper direkten Zugang
zum Kunden hat.

Das wire nicht nur wettbewerbswidrig, sondern auch unfair: Der Platt-
formbetreiber als Intermediar (in gesteigerter Form: der Betreiber des Oko-
systems) erbringt seine Vertriebsdienstleistung zu mehreren Marktseiten
hin. Der Plattformbetreiber handelt als Agent sowohl fiir den Handwerks-
betrieb wie auch fiir den Verbraucher. Beiden sich gegentberstehenden
Marktseiten verspricht der Plattformbetreiber einen guten Deal. Das fiihrt
zu einem Interessenkonflikt. Das widerspricht dem Vermittlungsgedanke,
der eigentlich voraussetzt, dass es zwischen Geschiftsherrn und Agent eine
Treuebeziehung gibt, in der ein moglicher Missbrauch durch Informatio-
nen, Aufsicht oder andere Mechanismen unterbunden wird (Stichwort:
principal-agent-Konflikt).??¢ Eine Doppelvertretung ist im Recht in ande-
ren Fallen nur selten zulassig. So untersagt beispielsweise § 181 BGB das
In-sich-Geschift grundsatzlich. Anwalte dirfen standesrechtlich nicht bei-
de Seiten vertreten (§ 43a BRAQO, § 3 BORA). Alles andere ist unfair.

Jedenfalls missen in solchen Fillen Vorkehrungen getroffen werden,
damit mogliche Interessenkonflikte von einem in beide Richtungen han-
delnden Vermittler nicht ausgenutzt werden. Dies geschieht etwa beim
Selbsteintritt des Kommissionars (§ 400 Abs. S HGB) oder beim Verbot des
Insiderhandels (§ 119 Abs.3 WpHG). Eine solche Kontrolle ist rechtlich
bislang aber bei Plattformen nicht vorgesehen, ja, sie ist fiir die Prinzipale
selbst nicht einmal moéglich: Sie erhalten ihre Informationen tber die
Transaktionen nur vom Intermediér, der die Abwicklung tber seine Web-

226 Vgl. Podszun, Gutachten zum 73. Deutschen Juristentag, 2020, S. F50.
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sites steuert. Weder der Handwerksbetrieb noch der Kunde konnen den
Plattformbetreiber kontrollieren — sie sind massiven Informationsasymme-
trien ausgesetzt. Kontrolle scheidet damit aus.

Noch gefihrlicher wird die Vermittlung zu mehreren Marktseiten hin,
wenn der Plattformbetreiber selbst in Konkurrenz zu den Anbietern auf-
tritt. Dann kénnen besonders lukrative Auftriage rasch fir das Plattform-
unternehmen reserviert werden. In diesem Fall eroffnen Plattformbetrei-
ber nicht nur Mirkte und setzen die Regeln fir diese Markte, sondern
spielen selbst auf diesen Markten mit — die Unfairness ist mit Handen zu
greifen. Handwerker, die solchen Markten ausgesetzt sind, lassen sich auf
ein Spiel ein, bei dem sie die Regeln nicht kennen, einen vollig tberlege-
nen Gegner haben und das Ergebnis so akzeptieren miissen, wie es
kommt.

4. Zugang zu Kooperationen (B2B-Plattformen)

Ein letzter Beispielsfall betrifft die Kooperation auf einer B2B-Plattform.
Diese Konstellation kann ebenfalls Zugangsprobleme hervorrufen, wenn
der Ausschluss von der Plattformnutzung bedeutet, dass das Unternehmen
von wichtigen Entwicklungen, Standardisierungen oder Datensitzen abge-
schnitten wird und dadurch Geschiftschancen auf anderen Mirkten weg-
brechen. Dies wird regelmafig dann der Fall sein, wenn die B2B-Plattform
eine gewisse Marktmacht erlangt hat.

Die wettbewerblichen und sonstigen Gefahren sind in diesem Szenario
allerdings am wenigsten stark ausgepragt. Es besteht kein unmittelbarer
Kontakt zum Endverbraucher. Die Beteiligten sind als Unternehmer und
Wettbewerber zum Teil auf gleichen Stufen tatig und konnen die unter-
nehmerischen und wettbewerblichen Risiken einschitzen. Das Risiko
scheint durch kartellrechtliche Zugangslésungen weitgehend beherrsch-

bar.

5. Folgeauftrage und Innovationen

Den Szenarien ist gemein, dass das Handwerksunternehmen eine digitale
Sperre iberwinden muss, um weiterhin Leistungen erbringen zu kdnnen,

was de facto heif$t: um im Geschift bleiben zu kdénnen. Je weiter solche di-
gitalen Sperren verbreitet werden, desto gravierender wird das Problem
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und desto mehr steigt die Abhingigkeit von denjenigen, die diese Sperren
errichten und einen ,,Wegezoll“ verlangen.

Die hier skizzierten Problemsituationen helfen nur hinsichtlich der pri-
maren Leistungserbringung ab. Das ist kommerziell allerdings zu kurz ge-
griffen: Wenn Handwerker in diesen Situationen ihre Leistung erbringen
konnen, bleiben sie dennoch in einem Korsett eingeschniirt — sie werden,
wenn Zugang gewihrt wird, in die Lage versetzt, eine eng definierte und
technisch auch so eingegrenzte Leistung zu erbringen. Das ist eventuell
schon mehr als ihnen bislang méglich ist, wenn Zugang zu Kunden und
Produkten abgeschottet wird.

Das ist aber noch bei weitem nicht die eigenstindige Geschiftsentwick-
lung, die fiir das selbststindige Unternehmertum kennzeichnend ist. Im
Idealbild soll auch in Zukunft der Handwerker ein aktiver Unternehmer
sein, und nicht blof der Erfillungsgehilfe in einem IoT-Netzwerk, das von
einem Silicon Valley-Konzern gesteuert wird.

Fur das handwerkliche Unternehmertum sind enge, auch langjihrige
Kundenbeziehungen priagend. Diese erlauben es den Unternehmen, auf in-
dividuelle Wiinsche einzugehen und passgenaue Losungen zu finden. Die-
ser Vorteil wird beschnitten, wenn nur in abgegrenzten Teilbereichen eine
Auftragserfiilllung erfolgt. Zur Geschiftsgestaltung gehort dann auch die
Generierung von Folgeauftragen, das ,,Upselling®, die Weiterentwicklung
von Kundenwiinschen mit neuen Ideen und im Zusammenwirken mit
dem Kunden. Man stelle sich vor, eine Handwerkerin wird gerufen, um in
einem Smart Home einen Ausbau vorzunehmen. Hier ist gut vorstellbar,
dass aus dem urspriinglichen Kundenwunsch ein groferer Gesamtauftrag,
vielleicht mit Folgeauftrigen, wird. Wenn die Handwerkerin noch eine
Idee fiir ein anderes Gestaltungthema im Haus hat, kann sich daraus eine
ganz neue, eigene geschiftliche Linie entwickeln. Drangte sich der Gate-
keeper in diese Verhaltnisse herein, etwa durch Forderung einer Provision,
wire das in keiner Weise gerechtfertigt und nicht Ausdruck eines Leis-
tungswettbewerbs. Vielmehr wiirde ein Trittbrettfahren auf den Leistun-
gen der Handwerkerin stattfinden, das wettbewerbswidrig wire.

Zunehmend ist zu erwarten, dass Innovationen, Weiterentwicklungen
und kreative Ideen von Handwerkern abhingig von der Analyse von Da-
ten sind. Wenn also zu Beginn dieses Kapitels dargestellt wurde, dass der
Zugang zu Rohdaten hiufig gar nicht der relevante Aspekt fir die Auf-
tragserledigung ist, dass es sogar schwierig fiir den Handwerksbetrieb sein
kann, mit Rohdaten zu arbeiten, so muss auch die andere Seite betrachtet
werden: Je wichtiger Daten fiir die Leistungserbringung und die Endpro-
dukte sind, desto wichtiger wird der Zugang zu ihnen fiir die Fortentwick-
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lung des Handwerks selbst. ,,Predictive maintenance®, die vorausschauen-
de Wartung anhand der Auswertung von Leistungs- und Verschleif§daten,
ist in dieser Hinsicht nur der Anfang. Der Charme und das Innovationspo-
tenzial der Datenokonomie liegen gerade darin, dass durch ,Big Data“
neue Zusammenhinge erkannt werden konnen, Praferenzen sichtbar wer-
den und Vernetzungsldsungen moglich werden, die bislang nicht einmal
bekannt waren. Daten sind dann der Treiber der Innovation. Diese Innova-
tion wird aber bei demjenigen monopolisiert, der Zugang zu den Daten
hat. Das mag im Augenblick noch nicht das grofSte Problem sein. Im Zeit-
verlauf besteht aber die Gefahr, dass klassische Handwerksbetriebe ihre In-
novationskraft verlieren und Gatekeeper mit Lizenzbetrieben oder eigenen
Tochtergesellschaften auch im Handwerk zu Technologiefihrern werden.
Die Innovationspotenziale der Digitalisierung kdnnen jedoch nur gehoben
werden, wenn viele Akteure in den Netzwerken 4.0 von Handwerk, Indus-
trie und Datenkonzernen zusammenwirken. In solchen Wertschopfungs-
netzwerken ist also auf eine Datenteilung zu achten. Berechtigt ist das
mindestens dann, wenn die Handwerksbetriebe einen Beitrag zur Samm-
lung dieser Daten geleistet haben.

Dass dazu die Handwerksunternehmen und -verbiande auch einen eige-
nen Beitrag leisten mussen, etwa durch eigene digitale Weiterentwicklun-
gen und Kooperationen, versteht sich von selbst. Bestandsschutz gegen an-
dere Geschaftsmodelle wird aus rechtlicher Sicht nicht gewihrt.

II. Legitimationsstrategien eines erweiterten Zugangs

Die bisherigen Ansitze zur Gewahrung von Zugang haben erhebliche
Schwichen: Vertragsrechtliche Losungen sind moglich, es gibt dafir aber
keine zwingenden Anreize und keine Muster. In den Vertragsldsungen
kommt es zu erheblichen Verzerrungen, da hiufig die Zugangspetenten in
Abhingigkeitspositionen sind und auch hinsichtlich der Informationen
benachteiligt sind. Die sektorspezifische Regulierung reicht nicht aus, um
das Problem fir das ,Internet der Dinge® insgesamt zu 16sen. Kartellrecht-
liche Zugangsanspriiche wirken nur in Ausnahmefillen, bieten aber kei-
nen flachendeckenden, zukunftsorientierten Ansatz. In allen Fallen wird
auch deutlich, dass der reine Zugangsanspruch als solcher wenig nutzt und
immer auch die Folgefragen (Vergiitung, Formen und Bedingungen der
Bereitstellung usw.) geregelt werden miissen.

In diesem Abschnitt soll die Legitimation eines erweiterten Zugangs be-
leuchtet werden: Je nachdem, welche Motive oder prigende Gedanken die
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Erweiterung leiten, lassen sich unterschiedliche Regelungslogiken erken-
nen. Zugangsanspriche lassen sich nimlich mit verschiedenen Argumen-
tationslinien begrinden. Je nach Wahl einer solchen Begriindungsstrategie
lassen sich dann unterschiedliche Anforderungen klarer erkennen.??’

1. Okonomische Notwendigkeit

Erweiterte Zugangsanspriiche lassen sich 6konomisch rechtfertigen. Ohne
hier weitergehenden 6konomischen Studien vorgreifen zu wollen,?28 lasst
sich bereits erkennen, dass Geschiftsverweigerungen mittelfristig negative
Wohlfahrtswirkungen fir Verbraucher entfalten konnen: Die Vorteile
einer Vernetzung von Geriten und Leistungen werden potentiell durch
den Wegfall von Wettbewerb wieder aufgefressen. Da Wettbewerb ausge-
schaltet werden kann, sinkt der Anreiz, entstehende Effizienzvorteile an
Verbraucher weiterzureichen. Gatekeeper kénnen dann Monopolrenditen
einstreichen. Die Teilung von Daten, insbesondere hin zu kleineren Wett-
bewerbern (als Teil einer asymmetrischen Regulierung), kann erheblich
positive Wirkungen entfalten und insbesondere Monopolisierungstenden-
zen abschwichen.??

Auch aus institutionendkonomischer Perspektive besteht Handlungsbe-
darf: Verhandlungsungleichgewichte, Abhingigkeiten, Marktabschottun-
gen und Informationsasymmetrien sind bekannte Phinomene, die die
Funktionsfahigkeit von Mirkten schwachen. Die auf Markten stattfinden-
de Koordination von Angebot und Nachfrage wird beeintrichtigt, wenn
sich Anbieter und Nachfrager nicht mehr unmittelbar treffen (Verlust der
Kundenschnittstelle) oder Anbieter und Nachfrager nicht auf Augenhéhe
miteinander verhandeln konnen. Die Ressourcenallokation erfolgt dann
nicht in einem freien Aushandlungsprozess, dieser Aushandlungsprozess
ist vielmehr verzerrt zugunsten des marktmachtigen und informations-
machtigen Anbieters.

227 Vgl. Staudenmayer, INRZ 2020, 147, 155.

228 Eine solche Studie erarbeitet das Volkswirtschaftliche Institut fiir Mittelstand
und Handwerk an der Universitat Gottingen (ifh).

229 Priifer/Schottmiiller, Competing with Big Data, TILEC Discussion Paper 2017-
006, 2019; Lundquist, EuACML 2018, 146; Schmidt, Zugang zu Daten nach euro-
paischem Kartellrecht, 2020, S. 52 ff.
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In der Folge kann es zu einer Monopolisierung des Marktes kommen
(bei Plattformen haufig ,tipping“ genannt) oder ein Marktversagen eintre-
ten, indem nicht mehr die Wiinsche der Nachfrager befriedigt werden.

Daneben tritt ein wirtschaftspolitischer Aspekt: Werden Handwerksbe-
triebe zunehmend von Plattformbetreibern, den Anbietern digitaler Oko-
systeme oder Datenmonopolisten abhingig, bifen sie an wirtschaftlicher
Kraft und an selbststindigen Entscheidungsmdglichkeiten ein. Die unter-
nehmerischen Chancen fiir kleinere und mittlere Unternehmen sinken;
Handwerk und Mittelstand, vom selbststindigen Unternehmertum getra-
gene Sdulen der sozialen Marktwirtschaft in Deutschland, geraten in Ab-
hangigkeiten.

Das ist umso problematischer als die Handwerksbetriebe die Leistung
erbringen, die eigentlich vom Verbraucher nachgefragt wird: Letztlich
richtet sich die Nachfrage nicht auf die Zusammenfithrung von Daten
oder ein digitales Vermittlungsangebot, sondern auf die Reparatur der
Heizung, die Anfertigung eines Schranks oder das Schleifen von Brillen-
glasern. Um diese Tétigkeiten geht es eigentlich. Ein potentiell immer gro-
Berer Teil des zu zahlenden Entgelts fur diese Leistungen wird aber von di-
gitalen Intermedidren als Provision abgezogen. Da die Zahlungsbereit-
schaft der Kunden begrenzt ist, konnen diese Kosten nicht ohne weiteres
weitergereicht werden. In der Folge reduziert sich das Kapital der Leis-
tungserbringer wegen der Taxe an die digitale Plattform. Damit steht we-
niger Geld fir die Leistungserbringung, aber auch fir Investitionen und
Innovationen, fiir eigene Marketingmafnahmen und Ubernahmen zur
Verfiigung. Der Verbrauchernutzen an der eigentlich nachgefragten Leis-
tung sinkt, die finanziell stirker in Bedringnis geratenden Leistungser-
bringer geraten in einer zunehmende Abhangigkeit, aus der sie sich man-
gels finanzieller Ressourcen noch schlechter befreien kdnnen: sie sind auf
Kundschaft angewiesen, die ihnen tber Gatekeeper vermittelt wird. Die
zunichst moglicherweise groflere Auswahl in der digitalen Welt fihrt
schleichend zu einer Leistungsverminderung. Dabei ist besonders listig,
dass die verminderte Leistung nicht dem Vermittler negativ zugerechnet
wird, sondern dem Leistungserbringer: Der Kunde beschwert sich nicht
beim Gatekeeper tber eine fehlgeschlagene Reparatur oder schlechten Ser-
vice, sondern beim leistungserbringenden Unternehmen. Dass ein Hand-
werker die Heizung mangels Datenzugriff nicht reparieren kann oder dass
dieser Handwerker weniger an einem Auftrag verdient als zuvor und also
Einsparungen vornimmt, wird nicht dem Gatekeeper angekreidet, sondern
im Zweifel dem Handwerker.
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C. Parameter einer Neugestaltung

So kommt es zu einer erheblichen Verschiebung in der Wertschopfungs-
kette: Unternehmen, die lediglich eine Vermittlungsleistung erbringen, er-
halten hohe Renditen, ohne Risiken tragen zu missen. Das ist ein wirt-
schaftlich fundamental fehlerhafter Prozess.?3

Aus der hier skizzierten 6konomischen Logik heraus sind Zugangsan-
spriicche dhnlich wie im Kartellrecht aufzubauen: Der Fokus liegt auf der
Eroffnung des Marktzugangs und dem Erhalt wettbewerblicher Prozesse,
denen sich auch der Gatekeeper stellen muss.

2. Ausgleich von Interessen

Ein zweiter Begriindungsweg fiir erweiterten Zugang lasst sich aus dem
normativen Bild einer vertraglich-konsensualen Zusammenarbeit gewin-
nen. Im Prinzip besteht die Win-win-Situation, die jedem Vertrag zugrun-
deliegt, selbst in Abhingigkeitssituationen fort: Der Gatekeeper braucht
Unternehmen, die die eigentlich nachgefragte Leistung erbringen. Der
Leistungserbringer benétigt Zugang, um die Leistung erbringen zu kén-
nen. Knipft man an dieser Komplementaritit der Interessen an, geht es
normativ bei einer Erweiterung des Zugangs darum, die Interessen in das
Gleichgewicht zu bringen, das dem Idealbild eines Vertrags auf Augenho-
he entspricht. Die Parteien sollen wie auf einem ,level playing field* mit-
einander kooperieren konnen. Dieser Anspruch an die Vertragsgerechtig-
keit bedeutet, dass die Vertragsparteien fair miteinander verhandeln kén-
nen, gleichwertige Verhandlungsmacht haben und keine Informations-
asymmetrien fortwirken.?3!

Sieht man diesen Aspeke als entscheidend an, sind vor allem Regelun-
gen vorzusehen, die das Ungleichgewicht bei Vertragsverhandlungen aus-
gleichen, ansonsten aber den Parteien die Moglichkeit lassen, ihre Interes-
sen selbst miteinander in Ausgleich zu bringen.

Das bedeutet erstens, dass ein grundsatzlicher Zugangsanspruch zu ge-
wihren ist, um das zentrale Ungleichgewicht auszubalancieren. Sodann
sind Vorschriften vorzusehen, die Informationsdefizite beim Leistungser-
bringer beseitigen. Die Vertragsverhandlungen kénnen durch Verbotsvor-

230 Zum Zusammenhang von Gewinnmoglichkeiten und Risiko gilt das Diktum
von Walter Eucken: ,Wer den Nutzen hat, muss auch den Schaden tragen.”
Siehe Eucken, Grundsatze der Wirtschaftspolitik, 1967, S. 172.

231 Vgl. Griinberger in: BMJV/MPI, Data Access, Consumer Interests and Public
Welfare, 2021, S. 255 ff.
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II. Legitimationsstrategien eines erweiterten Zugangs

schriften (etwa wie im AGB-Recht) gesteuert werden. Die allgemeine ver-
tragliche Verpflichtung aus Treu und Glauben (§ 242 BGB) wiirde durch
einzelne Vorschriften, wie etwa im Verbraucherrecht, konturiert.

Ziel dieser Mafnahmen ware primar, die Parteien in die Lage zu verset-
zen, einen Vertragsabschluss zu erzielen und dabei ein Mindestmafl an
Vertragsgerechtigkeit gegeniiber beiden Seiten zu erreichen.

Dieses Ziel lieBe sich auch durch die Bindelung von Verhandlungs-
macht erreichen, so wie es aus dem kollektiven Arbeitsrecht bekannt ist:
Arbeitnehmer, die grundsatzlich in einer typisiert schwicheren Position
sind, vertreten ihre Interessen gemeinsam und erreichen so ein Verhand-
lungsgleichgewicht zu den Arbeitgebern bei Tarifabschlissen. Entspre-
chend konnte Verhandlungsmacht generiert werden, wenn den groffen
Gatekeepern kleine Unternehmen kollektiv gegeniibertreten und beispiels-
weise fir alle Handwerker gemeinsam Zugangsbedingungen aushandeln.
Ein ,race to the bottom“ der Handwerkerschaft wiirde vermieden. Ohne
Handwerker aber liefe sich kein Auto verkaufen und kein Smart Home
betreiben - die Abhiangigkeit vom Gatekeeper wiirde durchbrochen. Die-
ses Modell wiirde freilich an kartellrechtliche Grenzen stofen. Da diese
auch im europiischen Recht verankert sind (Art. 101 AEUV), mdasste ein
Aushandeln von Mustervertrigen oder Standards fir alle Angehorigen ei-
nes Handwerks zunichst kartellrechtlich abgesichert werden. Das ginge
nur mit einer entsprechenden Freistellung (ggf. gesetzlich). Die Europii-
sche Kommission hat fiir die kollektive Verhandlung solcher Vertrige eine
Initiative angestofen, deren Ausgang bei Abschluss dieses Texts noch nicht
absehbar war.?32

3. Wertbindung

Die Legitimation eines erweiterten Zugangs lasst sich normativ auch mit
Blick auf Grundwerte rechtfertigen, die als konstitutiv fiir das Bild einer
sozialen Marktwirtschaft angesehen werden. Zu denken ist an Gleichheits-,
Sozial- und Fairnesserwigungen. Auch wenn diese Begrifflichkeiten im
Wirtschaftsrecht schwer operabel zu machen sind, sind es doch legitime

232 Aktuell wiirde eine solche gemeinsame Verhandlung kartellrechtlich problema-
tisch sein. Die Europidische Kommission erwigt allerdings gerade, das Verbot
der kollektiven Verhandlungen fiir Unternehmer in bestimmten Situationen zu
lockern, vgl. die Initiative ,,Collective bargaining agreements for self-employed®,
Inception Impact Assessment, 6.1.2021.
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C. Parameter einer Neugestaltung

Anknuipfungspunkte fiir gesetzgeberische Maffnahmen. Eine Wertbindung

der Markewirtschaft ist, jedenfalls in Deutschland, selbstverstindlicher Be-

standteil der rechtspolitischen Uberlegungen. Immerhin war auch der fiir

das Konzept der sozialen Marktwirtschaft prigende Einfluss der Freiburger

Schule (Ordoliberalismus) tief verankert in einem Wertebewusstsein.
Okonom Walter Eucken sah...

weine grofle Aufgabe darin, dieser neuen industrialisierten Wirtschaft
mit ihrer weitgreifenden Arbeitsteilung eine funktionsfihige und
menschenwiirdige Ordnung der Wirtschaft zu geben, die dauerhaft ist.
Funktionsfihig und menschenwiirdig heifSt: In ihr soll die Knappheit
an Giitern, die sich Tag fiir Tag in den meisten Haushaltungen dri-
ckend geltend macht, so weitgehend wie moglich und andauernd
tiberwunden werden. Und zugleich soll in dieser Ordnung ein selbst-
verantwortliches Leben moglich sein.“?33

Natirlich atmet Euckens Aussage den Geist seiner Zeit. Gleichwohl lassen
sich das soziale Postulat einerseits und das von Freiheit und Verantwor-
tung geprigte Menschenbild andererseits als Grundpfeiler ausmachen, die
bis heute der Vorstellung einer sozialen Marktwirtschaft zugrunde liegen.
Eucken sah im Leistungswettbewerb einen Weg, um diese Prinzipien zu
verwirklichen. Ein ,,Update“ des Ordnungsgedankens von Eucken fir ,die-
se neue digitalisierte Wirtschaft“ kann hier nicht umfassend skizziert wer-
den. Doch Machtballungen, risikoloser Profit und Ausschluss einzelner
Akteure vom Markt sind mit Euckens Idealmodell nicht vereinbar. Das gilt
erst recht fiir die Einbindung des einzelnen, selbststindigen Unternehmers
in ein Abhingigkeitsnetz. Wer den ordoliberalen Grundgedanken schatzt,
muss das selbstbestimmte Unternehmertum, das im Wettbewerb um den
Kunden kimpft, schiitzen.?34

Ein wertbasiertes Zugangsmodell wiirde die Entscheidungssouveranitat
der einzelnen Akteure betonen, Diskriminierungen und Ausschluss be-
kimpfen und leistungsloses Einkommen zuriickfahren.

233 Eucken, Grundlagen der Nationalokonomie, 7. Auflage 1959, S. 240. Siehe auch
Eyerund/Wildner in: Rodenstock/Sevse-Tegethoff, Werte — und was sie uns wert
sind, 2018, S. 191.

234 Die Verabschiedung des GWB-Digitalisierungsgesetz im Januar 2021 nannte der
Abgeordnete Durz ,die Geburtsstunde der sozialen digitalen Marktwirtschaft®,
vgl. Bundestag, Plenarprotokoll 19/204, S. 25642.
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1. Schnittstellen zu anderen Rechtsgebieten

4. Dogmatik

Zugangsanspriiche konnen auch von subjektiven Rechtspositionen aus ge-
dacht werden. Ein derartiger Ansatz bliebe am starksten der zivilrechtli-
chen Dogmatik verpflichtet, die Zugangsanspriiche aus Rechtspositionen
heraus vergibt. Eine entsprechende Zuordnungsmechanik ist aus dem Ur-
heberrecht sowie dem Patentrecht vertraut. Allerdings sind derzeit, wie ge-
sehen, nur in geringem Umfang solche Rechtspositionen so gesichert, dass
Zugangsanspriiche in Betracht kommen. Rechte, die sich aus Datenschutz-
grinden/Personlichkeitsrechten ergeben, sind zwar gesichert, machen aber
nicht das Gros der hier relevanten Daten aus und werden, wie die Praxis
zeigt, schnell Gbertragen.

Die Zuweisung einzelner Rechte wiirde zwar die Zuordnung erleich-
tern, ware aber, wie dargestellt, auch mit Problemen verbunden.??S In der
Folge wire ein Schutzsystem mit genauen Bestimmungen zu entwerfen,
das an die Immaterialgtiterrechte angelehnt ist. Dogmatik als rechtsinterne
Losung hat einen geringen Eigenwert.

S. Zusammenschau

Die Ubersicht iiber mogliche Legitimationsstrategien fiir erweiterten Zu-
gang zu Daten, Software oder Plattformen belegt die Vielfalt der Ansatz-
punkte. Ob erweiterter Zugang gewahrt wird, ist letztlich eine politische
Frage, die der Entscheidung durch den kompetenten Gesetzgeber bedarf.
Bei dieser Entscheidung sollten die unterschiedlichen Begrindungsmuster
aber berticksichtigt werden, damit die Losungen systematisch sinnvoll ge-
staltet werden.

III. Schnittstellen zu anderen Rechtsgebieten
Wird ein erweitertes Recht auf Zugang gewahrt, miissen Schnittstellen zu

anderen Rechtsgebieten beachtet werden.?3¢ Damit ist auch die Frage zu
beantworten, ob sich der Gatekeeper darauf berufen kann, dass andere

235 Grundlegend kritisch daher auch die Stellungnahme des Max-Planck-Instituts
zum Dateneigentum, siche https://www.ip.mpg.de/fileadmin/ipmpg/content/fo
rschung/Argumentarium_Dateneigentum_de.pdf.

236 Vgl. Staudenmayer, IWRZ 2020, 147, 156.
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C. Parameter einer Neugestaltung

Rechte — Datenschutz, Kartellrecht, Immaterialgiiterrechte, Geheimnis-
schutz — entgegenstehen. Eine Durchsicht der wichtigsten Regelungsberei-
che zeigt, dass keine uniiberwindlichen Hiirden gegeben sind.

1. Datenschutzrecht

Wie gesehen unterliegen alle Daten, welche sich einer natirlichen Person
auch nur indirekt zuordnen lassen, dem Schutz der DS-GVO. Darunter fal-
len auch die insbesondere fiir Reparatur und (vorausschauende) Wartungs-
arbeiten erforderlichen Nutzungsdaten, die sich bestimmten Personen
(z.B. einem Mieter) zuordnen lassen. Ein AusschlieSlichkeitsrecht aus der
DS-GVO steht der betroffenen nattrlichen Person zu, um deren Daten es
geht.

Die Verarbeitung personenbezogener Daten wird in Vertragsverhaltnis-
sen aber hiufig moglich sein. In Art. 6 DS-GVO sind entsprechende Be-
rechtigungen vorgesehen, insbesondere bei Einwilligung der betroffenen
Person (Abs. 1 lit. a) und bei der Notwendigkeit zur Erftllung eines Ver-
trags (Abs. 1 lit. b). Von diesen beiden Vorschriften wird in vielen Fillen
die Verarbeitung der personlichen Daten (Art. 4 Nr.2 DS-GVO) gedeckt
sein.?¥” Die Einwilligung wird ggf. formularmaRig erteilt. Wenn ein Hand-
werker die Daten zur Vertragserfiillung (z.B. Reparatur) benétigt, werden
sich regelmafSig weder praktisch, noch rechtlich Schwierigkeiten stellen.?3
In den eingangs genannten, beispielhaften Szenarien, die fir das Hand-
werk in der Datenokonomie wichtig werden (Kfz-Reparatur, Wartung
einer vernetzten Heizung, Smart Home, Digitale Vertriebsplattform, B2B-
Kooperation) dirfte in den ersten vier Fillen fir die eigentliche Auftrags-
erfillung regelmafig eine Datenweitergabe gerechtfertigt sein. Sobald das
Feld der Auftragserfilllung verlassen wird und beispielsweise weitergehen-
de Daten zu sonstigen Zwecken weitergeleitet oder erhoben werden sol-
len, fihrt die datenschutzrechtliche Analyse jedoch langsam in einen
Graubereich, der noch nicht ausjudiziert ist.

Ernsthaft problematisch werden sodann weitergehende Datenverarbei-
tungen, etwa zu sonstigen Auswertungen oder fir Anwendungen, die
nicht Bestandteil einer klar definierten Vertragserfilllung gegeniiber der

237 Vgl. Bock, CR 2020, 173 ff.; Sattler, JZ 2017, 1036.

238 Dass die Daten fir die Erfillung eines Vertrages benétigt werden, bei welchem
der Dateninhaber nicht beteiligt ist, ist hierbei unerheblich: Albers/Veit, in
BeckOK DatenschutzR, 34. Ed. 1.5.2020, DS-GVO Art. 6 Rn. 30 a.E.
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Person sind, sowie die Weitergabe an Dritte (z.B. Datendienstleister), die
nicht mit der Auftragserfilllung unmittelbar verbunden sind.?¥

Hier miisste ggf. eine Einwilligung eingeholt werden, damit der Zugang
datenschutzrechtskonform ausgestaltet ist. Grenzen setzen das Gebot der
Zweckbestimmung in Art. 5 Abs. 1 lit. b DS-GVO und der Grundsatz der
Datenminimierung, Art. 5 Abs. 1 lit.c DS-GVO.?* Diesen Prinzipien ist
bei der Ausgestaltung von Zugangsansprichen Rechnung zu tragen. Dies
konnte auch dadurch geschehen, dass im Falle von personenbezogenen
Daten ein Zugangsanspruch nur im Falle einer Einwilligung des Betroffe-
nen erteilt wird. Das Problem einer fehlenden Einwilligung ist kein spezi-
fisches Problem des Handwerks, es stellt sich aber fiir innovative Ge-
schiftsmodelle und datengetriebene Weiterentwicklungen. Misslich ist in-
soweit, dass die Vorstellung, personenbezogene Daten konnten abgeson-
dert und ausgespart werden, weit verbreitet ist. Das wird der Realitdt der
Datenerhebung und -verarbeitung nicht gerecht: Die Nutzungsdaten einer
Heizung in einem Privathaushalt lassen sich als personenbezogene Daten
1.5.v. Art. 4 Nr. 1 DS-GVO lesen. Selbst wenn sie anonymisiert sind, kon-
nen solche Daten durch Kombination mit anderen Daten (z.B. Strafle, Al-
ter der anonymisierten Person usw.) rasch wieder re-identifizierbar wer-
den. Eine Aggregierung und Anonymisierung der Daten ist zwar denkbar,
geht aber einher mit einem Qualititsverlust des Datenmaterials und damit
moglicherweise auch mit InnovationseinbufSen.

Wird die Weitergabe personenbezogener Daten in IoT-Netzwerken an-
gestrebt, um dort durch weitergehende Analyse (,big data“) Muster zu er-
kennen oder Innovationen hervorzubringen, diirfte die Vereinbarkeit mit
DS-GVO-Regeln grundsitzlich schwierig sein. Der Branchenverband Bit-
kom hat in einer reprasentativen Umfrage 2020 unter den fiir Datenschutz
verantwortlichen Personen in Unternehmen die DS-GVO als ,,Bremse fur
Innovationen® identifiziert.>#! Demnach gaben 56 % der Befragten an, die
DS-GVO bremse innovative Projekte, z.B. Datenpools, aus. Interessanter-
weise driickten viele der Befragten eine rechtliche Unsicherheit aus - sie
furchteten, gegen die DS-GVO zu verstofSen. Ge- und Verbote sind mogli-
cherweise zu wenig erkennbar. Dann treten ,chilling effects®, also eine

239 Naiher Tombal, GDPR as shield to a data sharing remedy, 2020, S. 6 ff.

240 Wolff, in BeckOK DatenschutzR, 34. Ed. 1.8.2020, Syst. A. Prinzipien des Daten-
schutzrechts Rn. 19 ff.

241 Bitkom, Pressemitteilung vom 29.9.2020, https://www.bitkom.org/Presse/Presse
information/Jedes-2-Unternehmen-verzichtet-aus-Datenschutzgruenden-auf-Inn
ovationen.
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entmutigende Wirkung fir Unternehmertum und Innovation, ggf. sogar
ein, ohne dass dies dem Normtext nach erforderlich wire. Klarstellungen
und die Herausarbeitung dessen, was positiv moglich ist, seitens der
Europaischen Kommission sind vor diesem Hintergrund unerlasslich.

In Fallen, die nicht eindeutig zulassig sind, muss entweder eine weitrei-
chende Einwilligung des Betroffenen eingeholt werden. Das diirfte ange-
sichts der Anforderungen an eine wirksame Einwilligung?#? jedoch haufig
schwierig sein, da die genauen Zwecke und Folgen nicht immer von vorn-
herein feststehen dirften.?43 Alternativ miissten die Daten durch Clearing-
stellen Gbertragen werden, so wie sie in Modellen der Europaischen Kom-
mission vorgesehen sind.?** Das hat den Nachteil, dass durch das Clearing,
also die Anonymisierung, Informationen verloren gehen, Blirokratien und
Kosten entstehen und eine Zeitverzogerung einsetzt.

Der Zielrichtung der DS-GVO diirfte es entsprechen, wenn vorgesehen
wird, dass die Weitergabe in entsprechenden Netzwerken nicht genutzt
werden darf, um individuelle Nutzerprofile aufzubauen oder um personli-
che Ansprache zu ermoglichen. Es muss also der allgemeine Innovations-
zweck gegeniiber dem kommerziellen Interesse am Direktgeschaft im Vor-
dergrund stehen. Eine Ausnahme fir derartige Innovationszwecke ist in
der DS-GVO freilich gegenwirtig nicht vorgesehen. Art. 6 Abs. 1 lit. f und
Art. 6 Abs. 4 DS-GVO diirften dafiir jedenfalls nicht gentigen.

Das Datenschutzrecht stellt also durchaus eine Hiirde bei der Weiterga-
be und Nutzung von Daten dar und muss bei jeder Verarbeitung bertick-
sichtigt werden.?® Aufgrund der Ausnahme zur Vertragserfillung und der
Moéglichkeit der Einwilligung handelt es sich insofern jedoch nicht um un-
tberwindliche rechtliche Grenzen. Insbesondere sollte das Datenschutz-
recht die Macht der grofSen Datenkonzerne iiber die bei ihnen gespeicher-

242 Vgl. Artikel-29-Datenschutzgruppe, Leitlinien in Bezug auf die Einwilligung ge-
maf Verordnung 2016/679, WP259 rev. 01, 10.4.2018.

243 Siehe zu verbesserten Moglichkeiten der Einwilligung (,Einwilligungsmanage-
ment-System®) den Bericht von ConPolicy/Kettner/Thorun/Spindler, Innovatives
Datenschutz-Einwilligungsmanagement, 2020; sowie Hacker, Datenprivatrecht,
2020, S. 618 (,technologische Einwilligung®).

244 Europaische Kommission, Vorschlag fiir eine Verordnung iiber europaische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final.

245 Vgl. Sprecker gen. Déhmann in: BMJV/MPI, Data Access, Consumer Interests and
Public Welfare, 2021, S. 175 ff.
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ten Daten verringern und diesen nicht im Gegenteil auch noch weitere
Grunde liefern, die Daten fiir sich zu behalten.246

2. Kartellrechtliche Grenzen

Beim Teilen von Daten miissen kartellrechtliche Grenzen beachtet wer-
den, die fir den Austausch von wettbewerbsrelevanten Informationen zwi-
schen Wettbewerbern gelten. Ausgehend von der EuGH-Entscheidung As-
nef-Equifax und weiter konkretisiert in den sog. Horizontalleitlinien der
Kommission gelten fiir die Informationsweitergabe strenge Vorgaben.?#”
Der Austausch aktueller, kommerziell relevanter Daten kann den Wettbe-
werbsdruck vermindern und zu gleichférmigem Verhalten im Marke fiih-
ren. Zudem kann der Austausch unter einigen Marktteilnehmern den
Markt fiir andere abschotten. Unternehmen laufen bei freimiitigem Daten-
teilen Gefahr, fiir einen illegalen Informationsaustausch oder fiir Diskrimi-
nierung haftbar gemacht zu werden, wenn sie nicht alle Unternehmen an
Datapools teilnehmen lassen. Kartellbeh6rden waren in den vergangenen
Jahren sehr kritisch beim Informationsaustausch. Im Big-Data-Zeitalter, in
dem die Zusammenfithrung von Daten als grofSer Fortschrittsbringer gilt,
mutet das anachronistisch an.

Das hat auch die Europaische Kommission erkannt, die die Férderung
des Datenzugangs als politisches Ziel benannt hat.?#® Die Position der
Kommission bleibt jedoch ambivalent. Zeitgleich mit dem Versuch, die
Schaffung von Datenpools zu fordern, wurde eine Ausnahmeregelung fiir
Datenpools im Versicherungswesen abgeschafft.# Ein Abriicken von den

246 Tombal, GDPR as shield to a data sharing remedy, 2020, S. 3. Vgl. auch Kerber,
GRUR Int. 2016, 639.

247 Vgl. EuGH, 23.11.2006, Rs. C-238/0S, ECLI:EU:C:2006:734 — Asnef-Equifax; Eu-
ropaische Kommission, Leitlinien zur Anwendung von Artikel 81 Absatz 3 EG-
Vertrag (2004/C 101/08), Rn.56; siche auch Grave/Nyberg in: Loewenheim/
Meessen/Riesenkampff/Kersting/Meyer-Lindemann, Kartellrecht, 4. Auflage
2020, Art. 101 AEUV Rn. 315 ff.; Drex/, Designing Competitive Markets for In-
dustrial Data in Europe, Max Planck Institute for Innovation & Competition
Research Paper, No. 16-13, 2016, S. 70 f.

248 Europaische Kommission, Communication ,,Building a European Data Econo-
my”, 10.1.2017, COM(2017) 9 final, S. 4.

249 Die Freistellung in Art. 2 VersicherungsGVO ist weggefallen, stattdessen wurde
auf die allgemeinen Horizontalleitlinien verwiesen, siche Europdische Kommis-
sion, Commission Staff Working Document, Impact Assessment — HT.4012 -
IBER, SEC(2016) 536, S. 65.
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C. Parameter einer Neugestaltung

Aussagen der Horizontalleitlinien ist — trotz politischer Lippenbekenntnis-
se — seitens der Kommission bislang nicht erkennbar.

Das Bundeskartellamt hat ein Gemeinschaftsunternehmen in der Auto-
mobilindustrie akzeptiert, bei dem es um den Austausch groffer Daten-
mengen geht. Der Fall betraf die Ubernahme des Kartierungsdienstes HE-
RE, dessen Daten zum Ausgangspunkt fir das vernetzte Fahren dienen sol-
len. HERE wurde von Daimler, BMW und Audi, fihrenden deutschen Au-
tomobilherstellern, gekauft.?’* Spiter schlossen sich Intel, NavInfo und
Tencent (aus Singapur) der Investorengruppe HERE an.?’! Das Bundeskar-
tellamt war bereit, die wettbewerbsfordernden Auswirkungen des Daten-
austausches in diesem Fall zu akzeptieren, ohne es ausdriicklich zur Bedin-
gung zu machen, Tesla, Google oder Toyota oder Zulieferbetrieben und
Kfz-Mechanikern Zugang zu gewihren. Hier hitte das Kartellamt mogli-
cherweise schon frihzeitig, im Rahmen der Prifung einer Fusion, die
Mirkete fiir spatere Zeiten durch eine Auflage offenhalten konnen.

Wie oben dargestellt gelten kartellrechtliche Grenzen auch fiir die Mog-
lichkeiten der Unternehmen, Bedingungen zu setzen. So darf beispielswei-
se nicht im Rahmen einer Zugangsvereinbarung eine Preisvorgabe ge-
macht werden. Den grundsitzlichen Zugangsanspruch stellt das aber gera-
de nicht in Frage, im Gegenteil, insoweit wirken kartellrechtliche Grenzen
wettbewerbsbelebend.

Es bleibt aber ein kartellrechtliches Restrisiko beim Teilen von Daten,
wenn sich im Einzelfall die Lesart durchsetzt, dass es sich um den Aus-
tausch nicht-anonymer, aktueller, kommerziell relevanter Daten zwischen
Wettbewerbern handelt.

3. Immaterialgiterrecht
Gegebenenfalls konnen Immaterialgiiterrechte bestehen.?? Wie gesehen,

konnen solche etwa an Computerprogrammen oder Datenbanken gege-
ben sein. Auch Marken- und Kennzeichenrechte oder andere Schutzrechte

250 Bundeskartellamt, 6.10.2015, Pressemitteilung https://www.bundeskartellamt.d
e/SharedDocs/Meldung/EN/Pressemitteilungen/2015/06_10_2015_HERE.html
(keine veroffentlichte Entscheidung).

251 Bundeskartellamt, 24.1.2017, Pressemitteilung, https://www.bundeskartellamt.d
e/SharedDocs/Meldung/EN/Pressemitteilungen/2017/24_01_2017_HERE.html
(keine veroffentlichte Entscheidung).

252 Vgl. allgemein Lesstner in: BMJV/MPI, Data Access, Consumer Interests and
Public Welfare, 2021, S. 2009 ff.
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1. Schnittstellen zu anderen Rechtsgebieten

konnen im Einzelfall betroffen sein, wenn ein Handwerksunternehmen
auf den Datensatz oder die Vorarbeiten eines IT-Unternehmens zugreifen
will. Die immaterialgiterrechtliche Ausschlusswirkung kann zwangsweise
durchbrochen werden. Verfahren in dieser Richtung sind allerdings oft
aufwindig und dauern lange — zu denken ist nur an Auseinandersetzungen
wie IMS Health oder Huawei. Das Beharren auf dem Schutzrecht liegt in
der Hand des Schutzrechtsinhabers. Sobald es fiir diesen einen Mehrwert
durch die Lizenzeinriumung gibt, wird eine Zugangslosung gefunden
werden. Eigentums- und Immaterialgtterrechte konnen notfalls auch
durch Zwangslizenzen aufgebrochen werden. Das System dafir ist aller-
dings ebenfalls eher schwierig.

4. Geschiftsgeheimnisschutz und Datensicherheit

Hiufig werden auch Bedenken geauflert, Zugangsanspriche konnten mit
dem Schutz der Geschiftsgeheimnisse unvereinbar sein. In der Tat wire es
wohl unverhiltnismifig, einem Schreiner, der im Google-Ranking besser
erscheinen will, den geheimen Suchalgorithmus anzuvertrauen. Dem stin-
de ggf. das GeschGehG entgegen. Das Gesetz soll jedoch kein Ausschlief3-
lichkeitsrecht an den Informationen begrinden. Bereits in den Erwiagungs-
grinden der zugrundeliegenden EU-Richtlinie wird dies ausdriicklich ab-
gelehnt.2? Vielmehr sollen bestimmte Arten und Weisen eines uner-
winschten Geheimnistransfers unterbunden werden. Es soll eine Schutz-
lacke fir solche Informationen geschlossen werden, fir deren Erlangung
die Unternehmen den Einsatz von Innovationskraft oder Investitionen be-
notigen und an welchen deshalb ein wirtschaftliches Interesse besteht, die
jedoch nicht durch das Immaterialgiiterrecht schutzfahig sind.

Ebenso sollen ausdriicklich die Wettbewerbsvorschriften, insbesondere
Artikel 101 und 102 AEUV, unberiihrt gelassen werden und der Geheim-
nisschutz nicht dazu genutzt werden, den Wettbewerb einzuschrinken.?>#
Ein pauschaler Geheimnisschutz existiert also nicht.

Doch auch unabhingig vom GeschGehG besteht grundsitzlich ein
rechts- und wirtschaftspolitisches Interesse daran, Geschiftsgeheimnisse zu
schitzen. Es muss gewahrleistet werden, dass Unternehmen, die unter Ein-
satz von Ressourcen erlangten Informationen auch selbst verwerten kon-
nen. Andernfalls entfiele ein Anreiz fiir Innovationen. Solche Konstellatio-

253 Erwigungsgrund 16, RL (EU) 2016/943.
254 Erwiagungsgrund 38, RL (EU) 2016/943.
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C. Parameter einer Neugestaltung

nen werden im Zweifel durch die Abwigung von Geheimhaltungs- und
Informationsinteressen aufgelost. Ob allerdings tiberhaupt der Geschifts-
inhaber stets ein legitimes Interesse an seinen Geschaftsgeheimnissen hat,
sei in Zweifel gezogen. Die fiir das Handwerk relevanten Nutzungsdaten
einer Anlage etwa werden schliefSlich primir durch die tagtigliche Nut-
zung des Kunden und nicht mehr aufgrund einer Leistung des Herstellers
generiert. Wenn der Wert der Daten auf der Leistung eines Dritten beruht,
ist der Geheimnisschutz zum Zwecke der Innovationssicherung also nicht
in gleicher Intensitit geboten, und es konnen weitergehende Zugangsan-
spriiche geschaffen werden. Da fir die Beurteilung der Schutzbediirftig-
keit viele Faktoren des konkreten Marktes zu bertcksichtigen sind, bietet
sich in solch weitergehenden Fillen die Regelung mittels sektorspezifi-
scher Anspriche an.

Bestehende Gesetze zum Geheimnisschutz stehen einer weitergehenden
Zugangsgewahrung nicht entgegen. Meist wird es gar nicht um echte Ge-
schiftsgeheimnisse gehen. Der Zugang darf jedoch auch nicht zu freiziigig
gewihrt werden. Ein Vergleich mit den Anforderungen der essential facili-
ties-Doktrin erscheint hierbei grundsitzlich angemessen. Im Einzelnen
konnen aber auch geringere Anspruchsschwellen geschaffen werden,
wenn der Anreize fiir Innovationen dadurch nicht gefahrdet werden.

Bedenken koénnen sich auch hinsichtlich der Datensicherheit ergeben.
Es ist legitim, wenn beispielsweise der Operator eines Smart Homes von
Handwerksunternehmen verlangt, dass diese die Datensicherheit nicht ge-
fahrden. Sicherheitsaspekte (z.B. Schliefmechanismus der Tiren) diirfen
nicht nach auflen dringen, Schadsoftware darf nicht ins System geschleust
werden, es darf nicht zu Abstirzen kommen. Entsprechende technische
Vorgaben, die das absichern, sowie Haftungsregeln kdnnen selbstverstind-
lich einbezogen werden.

5. Zusammenfassung

In diesem Kapitel wurden Gestaltungsparameter fiir eine Neuregelung be-
stimmt. Zunichst gilt, dass die Zielbestimmung nicht unreflektiert sein
darf, dass ,,Zugang zu Daten® erforderlich ist. Fiir das Handwerk muss es
vor allem darum gehen, die Leistung beim Kunden noch erbringen zu
konnen und die enge Bindung zum Kunden aufrecht erhalten zu kdénnen,
ohne dass sich ein Dritter in diese Kundenbeziehung einmischt. Die blofSe
Moglichkeit der Leistungserbringung geniigt freilich auch nicht. Sicherzu-
stellen ist auch, dass vom Handwerk Innovationen ausgehen konnen.
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1. Schnittstellen zu anderen Rechtsgebieten

Entsprechende Forderungen lassen sich in verschiedene ,Regelungsra-
tionalititen® einbinden. Damit soll verdeutlicht werden, dass je nach do-
minantem Regelungsmotiv unterschiedliche Ausgestaltungen moglich
sind. Fur eine Erweiterung von Zugangsregeln ergeben sich Ansatzpunkte
sowohl aus okonomischer Uberlegung heraus (Regelungsstandort: Wirt-
schaftsrecht), auf Ebene der Fairness von Vertrigen und aus einer Wertbin-
dung der Wirtschaftsordnung heraus.

Der Gestaltung von Zugangsregeln konnten Hiirden in anderen Rechts-
gebieten gegeniiberstehen. Diesbeziigliche Befiirchtungen erweisen sich
aber als teilweise unbegriindet. Gerade das Datenschutzrecht weist hier
eine gemischte Bilanz auf: Stellenweise ist die DS-GVO durchaus offen fiir
eine Verarbeitung von personenbezogenen Daten. Die Rechtsunsicherheit
ist jedoch grofs, und fiir einige innovative Projekte, die den Bereich nicht-
personenbezogener Daten tiberschreiten, ist in der DS-GVO keine Ausnah-
me vorgesehen. Eine Hurde bleibt auch das Kartellrecht mit seinen Be-
grenzungen fiir den Informationsaustausch.

Die substantiellen rechtlichen Hirden fiir die Zugangserdéffnung blei-
ben tberschaubar. Wer die Daten tatsachlich hat, kann sich nur selten auf
eine gesicherte Rechtsposition zur exklusiven Zuweisung der jeweiligen
Information berufen. Entscheidend ist fiir Zugangspetenten das Aufbre-
chen einer faktischen Zuordnung. Diese faktische Datenmacht folgt
schlicht aus der Sammlung der Daten: Wer den Sensor anbringt, erfihrt
die Daten; wer die Plattform betreibt, sammelt die Informationen, die
tber die Plattform ausgetauscht oder die auf dieser generiert werden. In
diesen Akten der ,Datensicherung® sind Investitionen erkennbar, die zu
respektieren sind. Sie fihren aber nicht dazu, dass die in diesem Kapitel
dargestellten Prinzipien des Wirtschaftsrechts obsolet werden: Wo es wirt-
schaftlich notwendig ist, die Daten anders zu verteilen; wo der faire Inter-
essenausgleich gestort ist; wo Leistungswettbewerb und Konsumentensou-
verdnitit als Grundwerte der Wirtschaftsordnung bedroht sind; wo die
rechtliche Dogmatik eine andere Zuweisung gebietet — da ist nach rechtli-
chen Losungen fiir einen erweiterten Zugang zu suchen. Das ist eine
rechtspolitische Aufgabe.
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