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Sachverhalt und Entscheidung: 
Mit dem Verbrechensbekämpfungsgesetz

vom 28.10.1994 (BGBl I, 3186) sind die Rege-
lungen des Gesetzes zu Art. 10 GG (G 10) in
verschiedener Hinsicht geändert worden. Insbe-
sondere wird die Befugnis des Bundesnachrich-
tendienstes (BND) zur Überwachung des Fern-
meldeverkehrs im Bereich des internationalen
nicht leitungsgebundenen Verkehrs erheblich
erweitert. Er wird ermächtigt, diesen Fernmel-
deverkehr ohne konkreten Verdacht zu überwa-
chen, um die Gefahr der Planung oder Bege-
hung bestimmter Straftaten rechtzeitig erken-
nen zu können. Zu diesem Zweck werden
Suchbegriffe verwendet, die auf das Vorliegen
solcher Gefahren hindeuten können (sog. ver-
dachtslose Rasterfahndung). Ferner wird der
Bundesnachrichtendienst verpflichtet, die er-
langten Daten vollständig an die Strafverfol-
gungs- und Sicherheitsbehörden weiterzuge-
ben, soweit dies zur Erfüllung ihrer Aufgaben
erforderlich ist. Eine Einschaltung der unabhän-
gigen Kontrollkommission sieht das Gesetz in-
soweit nicht vor.

Der Bf. wendet sich mit seiner Verfassungs-
beschwerde vorrangig gegen § 3 I 1 und 2 Nrn.
2 bis 6 und VIII G 10. Zugleich strebt er eine
vorläufige Regelung dahin an, daß die angegrif-
fenen Normen nicht oder jedenfalls nicht im
vorgesehenen Ausmaß in Kraft treten. Er trägt
vor, daß er als Professor des Strafrechts mit ei-
nem Schwerpunkt im Betäubungsmittelrecht
und zahlreichen ausländischen Kontakten aller
Wahrscheinlichkeit nach von der verdachtlosen
Rasterfahndung selbst und gegenwärtig betrof-
fen sei. Da er von der Überwachung nach der
Regelung des Gesetzes aber nichts erfahre,
bleibe ihm nur die Möglichkeit, diese unmittel-
bar anzugreifen. Die Umsetzung der erweiter-
ten Überwachungsbefugnisse bedeute praktisch
die völlige Aufhebung des Fernmeldegeheim-
nisses (Art. 10 GG) für ihn und eine Unzahl un-
verdächtiger Bürger. Das BVerfG gab dem An-

trag auf Erlaß einer einstweiligen Anordnung
z.T. statt und ordnete an:

(1) Art. I § 3 III 1 G 10 vom 13.8.1968
(BGBl I, 949) i.d.F. des Art. 13 des Verbre-
chensbekämpfungsgesetzes vom 28.10.1994
(BGBl I, 3186) ist einstweilen mit der Maßgabe
anzuwenden, daß bei der Durchführung von
Maßnahmen nach Absatz 1 erlangte personen-
bezogene Daten nur dann verwendet werden
dürfen, wenn bestimmte Tatsachen den Ver-
dacht begründen, daß jemand eine der in der
Vorschrift genannten Straftaten plant, begeht
oder begangen hat.

(2) Art. 1 § 3 V 1 G 10 i.d.F. des Art. 13 des
Verbrechensbekämpfungsgesetzes ist einstwei-
len mit der Maßgabe anzuwenden, daß die nach
Absatz 1 erlangten Daten den in der Vorschrift
genannten Behörden nur dann zu übermitteln
sind, wenn bestimmte Tatsachen den Verdacht
begründen, daß jemand eine der in § 3 III G 10
genannten Straftaten plant, begeht oder began-
gen hat.

Aus den Gründen:
1. Die Verfassungsbeschwerde ist weder von

vornherein unzulässig noch offensichtlich un-
begründet.

Der Bf. hat hinreichend dargelegt, daß er
von den Maßnahmen nach § 3 III 1 und 2 Nrn.
2 bis 6 G 10 betroffen sein kann. Da er nicht
die Möglichkeit hat, sich gegen Vollzugsakte
zu wenden, weil er von Eingriffen in seine
Grundrechte nichts erfährt, steht ihm die Ver-
fassungsbeschwerde unmittelbar gegen das Ge-
setz zu (vgl. BVerfGE 30, 1 [15 f.] = NJW
1971, 275).

In dem Verfahren über die Hauptsache stellen
sich grundsätzlich verfassungsrechtliche Fragen,
insbesondere zu den Möglichkeiten einer Ein-
schränkung des in Art. 10 GG verankerten
Brief-, Post- und Fernmeldegeheimnisses, die
einer eingehenden Prüfung bedürfen. Nament-
lich wird zu prüfen sein, ob die Voraussetzun-

gen von Art. 10 II 2 GG gewahrt sind, ob die
Regelungen über die Erlangung, Weitergabe
und Verwertung der Daten mit dem Recht auf
informationelle Selbstbestimmung aus Art. 2 I
i.V. mit Art. 1 I GG, mit dem Fernmeldegeheim-
nis aus Art. 10 I GG und mit dem Prinzip um-
fassenden Rechtsschutzes nach Art. 19 IV GG
vereinbar sind und ob das Gesetz die erforderli-
chen verfahrensmäßigen Sicherungen bietet.

2. Demnach hängt die Begründetheit des
Antrags auf Erlaß einer einstweiligen Anord-
nung von der Folgenbeurteilung und -abwä-
gung ab. Dabei fällt nicht nur die Schwere des
Eingriffs in die Rechtsposition des Bf. ins Ge-
wicht. Vielmehr sind auch die für den Anord-
nungserlaß sprechenden Interessen anderer
Grundrechtsträger und der Allgemeinheit zu
berücksichtigen (BVerfGE 12, 276 [280] =
NJW 1961, 867; st. Rspr.). Die im Falle der
Ablehnung einer einstweiligen Anordnung zu
erwartenden Nachteile müssen schwer i.S. des
§ 32 I BVerfGG sein und gegenüber den Nach-
teilen, die einträten, wenn eine einstweilige
Anordnung erlassen würde, die Verfassungsbe-
schwerde aber keinen Erfolg hätte, überwie-
gen. Dabei ist zwischen den einzelnen Befug-
nissen zu unterscheiden.

(Überwachung, Auswertung, Übermittlung,
Ausschluß der Mitteilung)

Bliebe die Regelung des Auswertungsbefug-
nisses des Bundesnachrichtendienstes in § 3 III
und IV G 10 in Kraft und hätte die Verfas-
sungsbeschwerde im Hauptsacheverfahren Er-
folg, wären möglicherweise Fernmeldeverkeh-
re des Bf., jedenfalls aber einer großen Zahl
von Grundrechtsträgern durch Mitarbeiter des
Bundesnachrichtendienstes ausgewertet wor-
den. Dabei ist nach dem bisherigen Erkenntnis-
stand davon auszugehen, daß Fernmeldever-
kehre jeglichen Inhalts erfaßt werden können
und daß diese vollständig aufgezeichnet und
ausgewertet werden. An eine Auswertung kön-
nen sich Nachteile im Rahmen der Aufgaben-
wahrnehmung des Bundesnachrichtendienstes
anschließen. Nach der gesetzlichen Festlegung
des Verwendungszwecks für erlangte Informa-
tionen und Daten ist der Bundesnachrichten-
dienst im Rahmen seiner Aufgaben nach § 1 II
BND-Gesetz berechtigt, den Fernmeldeverkehr
zu überwachen und aufzuzeichnen, um die in §
3 I 2 Nrn. 2 bis 6 G 10 aufgezählten Gefahren
rechtzeitig zu erkennen und ihnen zu begeg-
nen. Gem. § 1 II BND-Gesetz sammelt der
Bundesnachrichtendienst zur Gewinnung von
Erkenntnissen über das Ausland, die von
außen- oder sicherheitspolitischer Bedeutung
für die Bundesrepublik Deutschland sind, die
erforderlichen Informationen und wertet sie
aus. § 12 BND-Gesetz sieht Berichtspflichten
gegenüber der Bundesregierung vor, die auch
personenbezogene Daten umfassen. Im Rah-
men der Auslandsaufklärung werden Lageana-
lysen erstellt, aber auch – wie die Beispiele in
der Stellungnahme der Bundesregierung bele-
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dienst
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gen – einzelne Vorgänge erforscht und dazu
Hinweise gegeben, die zu weiteren Schritten
gegenüber den Betroffenen führen können. Je
nach Gesprächs- oder Telefaxinhalt kann die
Auswertung Einblick in private Angelegenhei-
ten geben. Soweit die Grundrechtsträger eine
Aufzeichnung und Auswertung ihrer Fernmel-
deverkehre befürchten, können Kommunikati-
onsstörungen, insbesondere Beeinträchtigun-
gen der Unbefangenheit der Kommunikation,
und Verhaltensanpassungen, etwa bei der Wahl
der Kommunikationsthemen, die Folge sein.
Die nachteiligen Folgen wären irreversibel, da
sie mit der erfolgenden Auswertung und mit
deren Befürchtung einträten.

Würde der Vollzug der angegriffenen Rege-
lung vorläufig ausgesetzt, erwiese sich die Ver-
fassungsbeschwerde aber später als unbegrün-
det, hätten im Rahmen der Überwachung
aufgezeichnete Fernmeldeverkehre nicht aus-
gewertet werden können. Die Möglichkeit ei-
ner Auswertung wäre allerdings nicht endgül-
tig, sondern nur bis zur Entscheidung in der
Hauptsache versperrt. In vielen Fällen könnte
das Ziel der Regelung jedoch, da die Aktualität
der Kenntnisse entscheidend sein wird, bei ei-
ner nachträglichen Auswertung nicht oder nur
noch eingeschränkt erreicht werden. Die feh-
lende Auswertung würde dazu führen, daß er-
folgte Aufzeichnungen nicht als Informationen
für die Aufgaben verwertet und nicht weiter
umgesetzt werden könnten. Die von einigen
Datenschutzbeauftragten erhobenen Zweifel an
der Eignung der Überwachung außer Betracht
gelassen, könnten Nachteile für die Sicher-
heitsbelange und das außenpolitische Ansehen
der Bundesrepublik sowie die außenpolitische
Handlungs- und Gestaltungsfähigkeit und für
Sicherheitsinteressen der Bürger eintreten.

Wägt man die Folgen ab, so überwiegen die
Nachteile der Anordnungsablehnung jedenfalls
in den Fällen, in denen kein hinreichend gesi-
cherter Verdacht der Planung oder Begehung
der im Gesetz näher bezeichneten Straftaten
besteht. Die im Rahmen der verdachtlosen
Überwachung aufgezeichneten Kommunikatio-
nen würden vielmehr ausgewertet, ohne daß
feststeht, ob hinreichende Vorkehrungen zum
Schutz Unverdächtiger bestehen. Die von der
Überwachung drohende Störung des Kommu-
nikationsverhaltens wäre besonders groß, wenn
der einzelne befürchten müßte, einer Kenntnis-
nahme und Verwertung seiner privaten oder
beruflichen Kontakte ausgesetzt zu sein, ohne
entsprechende Verdachtsmomente geliefert zu
haben. Insoweit kann ein Überwiegen der Si-
cherheitsbelange nur angenommen werden,
wenn sich aus den Aufzeichnungen bestimmte
Tatsachen ergeben, die den konkreten Verdacht
der Planung oder Begehung einer der genann-
ten Straftaten begründen. Dementsprechend
kommt bis zur Entscheidung über die Verfas-
sungsbeschwerde eine Auswertung erlangter
Informationen nur in Betracht, wenn diese Vor-

aussetzung vorliegt. Durch die Einschränkung
wird die Verbrechensbekämpfung gegenüber
dem früheren Rechtszustand nicht zusätzlich
erschwert. Hat die Verfassungsbeschwerde kei-
nen Erfolg, so ist die durch den Erlaß der einst-
weiligen Anordnung entstehende Informations-
lücke schließbar, während die Nachteile für die
von der Auswertung und ihren Folgen Betrof-
fenen großenteils nicht mehr reversibel sind.

Blieben die Bestimmungen über die Über-
mittlungsbefugnisse des Bundesnachrichten-
dienstes in § 3 V G 10 und über die Auswer-
tungs- und Verwendungsbefugnisse der daten-
empfangenden Stellen in § 3 VII und III G 10
in Kraft und hätte die Verfassungsbeschwerde
in der Hauptsache Erfolg, wären von den aus-
gewerteten Aufzeichnungen diejenigen über-
mittelt worden, die aus der Sicht des Bundes-
nachrichtendienstes zur Erfüllung der Aufga-
ben des Empfängers für die in § 3 III G 10
genannten Zwecke erforderlich sind. Die Tat-
bestandsvoraussetzungen der Übermittlungsbe-
fugnis bleiben hinter den strafprozessualen An-
forderungen an das Bestehen eines Verdachts
und auch hinter den Voraussetzungen des Ein-
satzes vergleichbar intensiv eingreifender Er-
mittlungsmethoden  wie der Überwachung des
Fernmeldeverkehrs nach § 100a StPO zurück.
Daher kann man davon ausgehen, daß eine er-
hebliche Zahl von Aufzeichnungen übermittelt
und zugleich zahlreiche Grundrechtsträger be-
troffen sein werden, gegen die keine konkreten
Verdachtsgründe vorliegen. Die übermittelten
Daten werden von der Empfängerbehörde zur
Kenntnis genommen. Soweit die Daten nicht
vernichtet werden, richtet sich die weitere Ver-
wendung nach § 3 III G 10 und den Bestim-
mungen des einschlägigen Gesetzes. Zu rech-
nen ist jedenfalls mit weiteren Ermittlungs-
maßnahmen, die erhebliche Nachteile mit sich
bringen können. Darüber hinaus wird bereits
die Befürchtung der Grundrechtsträger, daß
Aufzeichnungen ihrer Fernmeldeverkehre wei-
tergeleitet, ausgewertet und zum Anlaß straf-
rechtlicher Ermittlungen – unter Umständen
auch gegen dritte Personen, die Kommunikati-
onsthema waren – genommen werden könnten,
Kommunikationsstörungen und Verhaltensan-
passungen hervorrufen.

Würde der Vollzug dieser Regelungen vor-
läufig ausgesetzt, erwiese sich die Verfassungs-
beschwerde aber später als unbegründet, wür-
den die aus Sicht des Bundesnachrichtendien-
stes zur Erfüllung der Aufgaben des
Empfängers erforderlichen Aufzeichnungen
nicht übermittelt und nicht von der Empfänger-
behörde überprüft und gegebenenfalls zur Ver-
hinderung, Aufklärung oder Verfolgung der in
§ 3 III G 10 bezeichneten Straftaten verwendet.
Die Empfängerbehörde könnte von den im Ge-
setz vorgesehenen zusätzlichen Informations-
quellen vorübergehend keinen Gebrauch ma-
chen. Ihre bisher schon bestehenden Ermitt-
lungsbefugnisse wären davon unbeeinträchtigt.

Stefanie Kunz

Probleme der
Opferentschädigung
im deutschen Recht
Einzelfragen im Lichte einer
Konzeptanalyse

Im Vergleich zu den Opferentschädi-
gungssystemen anderer Länder ver-
fügt das deutsche OEG über den Vor-
teil, dem Opfer einen Rechtsanspruch
auf Entschädigung einzuräumen.
Gleichwohl wird das OEG gerade auf
nationaler Ebene heftig kritisiert. Die
Arbeit beschäftigt sich daher mit der
Fragestellung, ob die Unzufriedenheit
mit dem OEG nur das Resultat einer
Tendenz zur Überdehnung des Sozial-
staatsprinzips ist oder ob Verpflich-
tungen zur Opferentschädigung exi-
stieren, die der deutsche Gesetzgeber
nicht beachtet hat. Neben der Unter-
suchung von Grundkonzepten und
Theorien für eine staatliche Opferent-
schädigung bildet die Behandlung der
einzelnen Probleme des OEG sowie
die Suche nach neuen Lösungs-
möglichkeiten einen weiteren
Schwerpunkt der Arbeit. Der kriti-
sche Ansatz dieser Arbeit soll einer
Neuorientierung im Opferentschädi-
gungsrecht dienen.

1995, 281 S., brosch., 68,– DM,
503,50 öS, 68,– sFr, 
ISBN 3-7890-3883-0
(Nomos Universitätsschriften – Recht,
Bd. 187)
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Nachträgliche Übermittlungen kämen in vielen
Fällen aber voraussichtlich zu spät, um anste-
hende Straftaten zu verhindern. Aufklärung und
Verfolgung könnten zumindest erschwert sein.
Eignung und Relevanz der Datenübermittlun-
gen vorausgesetzt, würden dadurch Sicherheits-
belange in einem Maße beeinträchtigt, das nach
der jeweiligen Straftat variiert. Der Katalog des
§ 3 III G 10 umfaßt hochrangige Rechtsgüter
und Sicherheitsinteressen gravierender Art,
geht aber über diesen Bereich hinaus. Bei einer
Reihe von Straftatbeständen könnten die Si-
cherheitsbelange der Bundesrepublik insgesamt
und unter bestimmten Voraussetzungen auch
das außenpolitische Ansehen der Bundesregie-
rung beeinträchtigt werden.

Wägt man die Folgen ab, überwiegen die
Nachteile der Anordnungsablehnung in den Fäl-
len, in denen Aufzeichnungen der datenempfan-
genden Behörde übermittelt werden, ohne daß
ein in der erforderlichen Weise gesicherter Ver-
dacht der Planung oder Begehung der aufge-
zählten Straftaten gegeben ist. Die im Rahmen
der verdachtlosen Überwachung aufgezeichne-
ten grundrechtsgeschützten Kommunikationen
würden ohne hinreichend schützende Anforde-
rungen einer zusätzlichen Kenntnisnahme und
Auswertung durch andere Stellen ausgesetzt. In-
soweit ist auch zu berücksichtigen, daß die
StPO noch nicht hinreichend an die aus dem
Volkszählungsurteil (BVerfGE 65, 1 = NJW
1984, 419) folgenden Vorgaben angepaßt wor-
den ist. Würden in einer nicht unbedeutenden

Anzahl von Fällen Ermittlungsmaßnahmen und
Informations- und Datenverarbeitungsvorgänge
aufgrund von Verdachtsanhaltspunkten erfolgen,
die sich im Ergebnis als strafrechtlich irrelevant
erwiesen, wären Beeinträchtigungen der Grund-
rechtsträger zu befürchten, ohne daß dem ein ins
Gewicht fallender Nutzen auf seiten der Sicher-
heitsbelange gegenüberstünde. Kommunikati-
onsstörungen und Verhaltensanpassungen, die
auf der Befürchtung einer Überwachung mit
nachfolgender strafrechtlicher Verwertung beru-
hen, werden um so eher eintreten und umso gra-
vierender sein, je mehr die Grundrechtsträger
befürchten müssen, daß Aufzeichnungen ihrer
Kommunikationen auch ohne eine zureichende
Verdachtsschwelle übermittelt und ausgewertet
werden. Ein Überwiegen der Sicherheitsbelange
kann im Rahmen der hier zu treffenden Abwä-
gung nur dann angenommen werden, wenn sich
aus den Aufzeichnungen bestimmte Tatsachen
ergeben, die den Verdacht der Planung oder Be-
gehung einer der genannten Straftaten begrün-
den. Eine solche Schwelle entspräche den Tat-
bestandsvoraussetzungen des § 100a StPO, die
von ihrem Sinn her im Rahmen der hier zu tref-
fenden vorläufigen Regelung übertragbar sind.

Anmerkung:
»Ruf' doch mal an…« – unter dieser Über-

schrift ist im Editorial NK 3/95 bereits auf die
einstweilige Anordnung des Bundesverfas-
sungsgerichts hingewiesen worden, zu der jetzt
die Begründung veröffentlicht wird. Ein Ham-

burger Strafrechtsprofessor hatte in engagierter
Eigeninitiative alle Bundestagsabgeordneten
persönlich angeschrieben und appelliert, das
Verbrechensbekämpfungsgesetz in den rechts-
staatswidrigen Regelungen zur verdachtlosen
Rasterfahndung durch den Bundesnachrichten-
dienst gar nicht erst zu verabschieden – ohne
Erfolg. Mit seiner Verfassungsbeschwerde ge-
gen das seit dem 1.12.1994 geltende Verbre-
chensbekämpfungsgesetz hat er nun im einst-
weiligen Anordnungsverfahren einen ersten
Teilerfolg errungen. Zwar steht die Entschei-
dung in der Hauptsache noch aus, doch enthält
der Beschluß deutliche Signale für mehr
rechtsstaatliche Sensibilität und sollte die aktu-
ellen rechtspolitischen Forderungen nach wei-
teren Aufrüstungskonzepten für die innere
Sicherheit bremsen. Das Bundesverfassungsge-
richt erwähnt, daß Datenschutzbeauftragte von
Zahlen in sechsstelliger Höhe täglich für die
rechnergestützte Überwachung und von täg-
lich rund 4.000 aufgezeichneten Gesprächen
ausgehen (NJW 1996, 114 und Gröpl, NJW
1996, 101). Angesichts dieser Dimension sind
die Gefahren für die Grundrechte von Bürge-
rinnen und Bürgern und für rechtsstaatliche
Prinzipien offenkundig. In der Hauptsache
wird das Bundesverfassungsgericht klare Gren-
zen ziehen.

Prof. Dr. Bernd-Rüdeger Sonnen lehrt Straf-
recht an der Universität Hamburg und ist Mit-
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Privatisierung staatlicher Kontrolle: 
Befunde, Konzepte, Tendenzen
Die Gewährleistung Innerer Sicherheit und der strafrechtliche Rechtsgüterschutz gehören zu den klassischen und legitimieren-
den Aufgaben des neuzeitlichen Staates. Zunehmend treten indessen private Unternehmen und Einrichtungen als zusätzliche
»Anbieter« von Sicherheit und Schutzleistungen neben die staatlichen Sicherheitsbehörden. Diese in allen Industrie-
gesellschaften zu beobachtende Tendenz wird vergleichend dokumentiert, aus der Sicht verschiedener Disziplinen (Rechtswis-
senschaft, Soziologie, Politologie, Historiographie) beleuchtet und in ihren Konsequenzen analysiert.
Die Anthologie vereinigt die Vorträge und Aufsätze einer Tagung der Gesellschaft für interdisziplinäre wissenschaftliche Kri-
minologie (GIwK) vom März 1994 im Zentrum für interdisziplinäre Forschung (ZiF) der Universität Bielefeld. Sie richtet sich
an Wissenschaftler und staatliche und politische Verantwortungsträger auf dem Feld der Inneren Sicherheit sowie Praktiker
der Sicherheitsbehörden. Die beiden Hauptherausgeber beschäftigen sich seit einigen Jahren mit Fragen des Strukturwandels
staatlicher und sozialer Kontrolle in modernen Gesellschaften.

1995, 382 S., brosch., 98,– DM, 725,50 öS, 98,– sFr, ISBN 3-7890-4089-4
(Interdisziplinäre Studien zu Recht und Staat, Bd. 3)
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