Jurgen Taeger
Recht der digitalen Welt

— Rechtsentwicklungen im EDV- und Internetrecht

In den letzten Jabyen ist ein Rechisgebict entstanden, das heute noch eimge
Jusisten iberhaupt nicht kennen: Das Internetrecht. Beim Internetrecht handelt
es sich nicht um ein neues Werk dey Gesetzgebung, sondern vielmebr um eine
Kompilation von Rechtsgebieten, die schon lange besteben, aber selten von einer
grofleren juristischen Fachoffentlichkeit zur Kenntnis genommen worden sind.
Der Autor skizziert die zentralen, kontrovers diskutierten Probleme dieser

Rechisgebiete und zeigt den akinellen Diskussionsstand.
| Die Red.

1. Neue Herausforderungen an das Recht in der New Economy

Andy Grove, Vorstandsvorsitzender des dominierenden Halbleiterproduzenten Intel
Corp., warnte als Insider die Kongrefabgeordneten der USA bes einer Anhérung im
Parlament davor, daft »das Tnterner dabej ist, ganze Teile der Wirtschaft auszura-
dieren«, und dafl ohne politische Gegensteuerung Amerika das gleiche soziale Desa-
ster erleben werde, das es vor 100 Jihren beim Ubergang von der Agrar- zur Indu-
striegesellschaft gegeben habe’.

Tacsichlich vollzieht sich in Wirtschaft und Gesellschafc aller Induscrienationen ein
grundlegender Wandel, dessen Ausmaf nur mit dem der erscen industriellen Revolu-
tion durch die Einfihrung der Dampfkraft und der Mechanisierung der Arbeit
verglichen werden kann. Die akruclle »dritte industrielle Revolution« (Steinmiiller)
oder—-wie sie auch genannt wird - »digitale Revolution« nahm mit der Digicalisierung
von Informationen und der Verbreitung durch neuc Telekommunikacionsformen als
Staat, Wirtschaftsunternehmen und kleine Teile der Bevélkerung einbezichende Er-
scheinung in den 7oer Jahren shren Anfang. Dic einschneidenden Skonomischen und
gesellschaftlichen Umbriiche zeichnen sich in relevantem Mafle aber erst jetze als
Folge der »new economy« mir seinem ubiquitiren Umbau von der Industrie- in die
sog. Wissensgesellschaft ab.

Als Katalysator einer Entwicklung nach den Leitlinien dieser neuen Okonomie
erweisen sich die Offnung des Telekommunikationsmarktes und das Incernet, iiber
das der wehweite Datenaustausch erfolgt und der elektronische Geschiftsverkehr
angebahnt und abgewickelt wird*, Die Entwicklung wird von zumeist bérsennotier-
ten Internet-start-up’s getragen, deren Borsenwert trotz hoher Verluste phancastische
Héhen erklimme, wihrend der Bérsenwert von Konzernen der alten Okonomie trotz
steigender Gewinne sinkt’. Die in IT-Unternehmen beschiftigten Informatik-Spe-
zialisten, die haufig trotz (oder wegen) attraktiver Aktienoptionsprogramme fiic

1 Badische Zeitung 6. 5. 2000.

2 Dazu Hewser, Das Unbcehageo im Kapitalismus, 2000.

3 Dic DaimlerChrysler AG ist das weltweit umsatzstirkste Unternchmen, was sich in der Marktkapitalisic-
rung jedoch nicht wicderspiegelt: Nach dem Barsenwert rangiert das Unternehmen nicht cinmal unter den
TOP 100; vgl. Jeske, Zwischen Umsatz und Borsenwere, FAZ vom 3. Juli 2000, 8. U 1,
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Mitarbeiter héchstens einige Jahre an ein Unternchmen gebunden werden kénnen,
erhalten ein deutlich héheres Einkommen als das traditionetle Management.
GroRere Teile der Bevolkerung als je zuvor sind zu Aktioniren geworden, wobei
bevorzugt in Aktien der mit Hilfe von venture capital an den Neuen Marke ge-
brachten start up-Gesellschafcen investiert wird. Die Bevélkerung sieht in Uberein-
stimmung mit der Polivk die Chancen fiir Wirtschaftswachstum und Vollbeschifti-
gung, fiir attraktive neue Dienstleistungen, Konsum- und Unterhaltungsalrernativen.
Sic nimmc als Folge in Kauf, daf8 die Schere der Einkommensvertcilung in der
Tnternet-gepriigten Neuen Okonomie damir weirer auseinander geht, die Globalisie-
rung Arbeitsplitze in das Ausland verlagert, dic gewerkschaftliche Bindung' und
tarifvertragliche Regulierung in der neuen Medienindustrie bedeutungslos wird, die
Privatisierung staatlicher Unternchmen die Schliefung von Postfilialen und Eisen-
bahnnebenlinien beschleunigt und die Liberalisierung der Mirkte die Verbreitung
von Atomstrom und die Verédung von Rundfunkprogrammen {8rdert.

Vom Staat wird erwartet, daf} er diese Entwicklung materiell férdere. Dort, wo die
offendiche Hand angesichts knapper Kassen den Anschlufl zu verlieren drohg, greifc
die Internet-Economy mit der Subventionierung von Staatsavfgaben ein: Unter dem
Slogan »Schulen ans Netz« sponsern T-online (»T-Class«) und AOL das Bildungs-
wesen und finanziercn Computer und Netzbetrieb. Im Sinne von Walter Eucken wird
voem Gesetzgeber der Abbau von Regulierung gefordert. Allenfalls soll dem Indivi-
duum die Fresheir gesichert werden, sich zu informieren und dann soviel Risiko
einzugehen, wie es mochte.

Auch der deutsche Gesetzgeber mufl aus zwei Griinden reagicren. Zum einen mufl er
das Privatrecht mit dem noch aus dem Agrarzeitalter stammenden Birgerlichen
Gesetzbuch an das Digitalzeitalter anpassen und mit neuen biirgerlich-rechtlichen
Nebengesetzen die digitalen Handels- und Handlungsformen so regeln, dafl rechss-
sicheres Wirrschafien mit einer vorhersehbaren und akzeptierbaren Risikoverteilung
mdglich wird. Zum anderen mufl der Gesetzgeber auf die aus dem globalen elekero-
nischen Geschiftsveckehr peu entstandenen Verbraucherrisiken und nevartigen Ge-
fahrdungen der Persdnlichkeitsrechre reagieren, soweit er als nationaler Gesetzgeber
dazu in der Lage ist; denn der nationale Gesetzgeber hat auf dem Gebjet des Wirt-
schaftsrechts seine Gesctzgebungskompetenz weitgehend an die Europiische Ge-
meinschaft abgegeben.

2. Rechtsfragen bei der Digitalisierung von Wirtschaftsgiitern und Dienst-
leistungen

Ein zentrales Problem fiir Gesetzgebung und Rechtsprechung ist die Digitalisierung
von Wirtschaftsgiitern wie Computerprogrammen und Informationen (Text-,
Musik-, Film- und Bild-Dacenbanken). Als handelbare Giiter kenni das Biirgerliche
Reche namlich nur kérperliche Gegenstinde und Rechte. Nur diese kénnen zum
Gegenstand von Rechisgeschiften gemacht werden. Softwarc und Dacenbanken, die
in digitaler Form sogar drahtlos iiber Satellicen Gbertragen werden kénnen und bei
der Ubergabe folglich an Materie nicht gebunden sein missen, wurden iiberwicgend

4 Siehe jetzt aber die DGB-lnitiative zur Anderung des BetrVer[G: Beschaftigte in IT-Branche wollen
Betriebsrat, Presseerklirung PM 140 vom 20.6. 2000, hup://www.dgb.de/cgi/meldungen/pms.cgi?id=g70.
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als immaterielle Giiter angesehen’. Die Einordnung immatericller Guter in das
Vertrags-, Sachen- und Haftungsrecht hat Rechtswissenschaft, Rechesprechung
und Gesetzgebung vor neue Herausforderungen gestellt. Auf einige Aspekee sei
im Folgenden hingewiesen.

2.1 Vertragsrecht

Die vertragsrechtliche Einordnung der Uberlassung von Standardanwendungssofi-
ware auf Dauer gegen einmalige Zahlung eines Entgelts, also der Erwerb 2. B. einer
Textverarbeitungssoftware fiir 499,— DM in einer EDV-Abteilung eines Kaufhauses,
war lange Zeit umsiritten. Wihrend die Einordnung von Vertrigen iber die Erstel-
lung eines Individuzlanwendungsprogramms fir die Rechtsanwendung kein Prob-
lem aufwarf’, ist die vertragstypologische Einordnung von Software-Uberlassungs-
vertrigen uneinheitlich. Die Softwarehersteller vertreten mit einem Teil der Anwalt-
schaft und Wissenschaft dic Ansicht, ¢s wirde bei der Uberlassung von
Standardanwendungsprogrammen aufgrund eines Lizenzvertrags nur ein einfaches
und nicht ibertragbares Nutzungsrecht an der Software eingeriumt’. Auch der
Bundesgerichtshof swufre Sofiwaretiberlassungsvertrage zunichst noch als Lizenz-
oder Know-how-Vertrige ein, auf die das Pachtrecht Anwendung finde: »Die ent-
geltliche Gebrauchsiberlassung des (in das Computerprogramm eingeflossenen)
Know how wird grundsitzlich als Pacht angesehen«, auf die die mietrechdichen
Vorschriften 2nzuwenden seien’.

In seiner Rechesprechung ab 1984 zog der BGH bei der Ubcrlassung von konfektio-
nierter Software zur freien Verfigung gegen einmalige Zahlung eines Entgelts dann
kontinuierlich und mit zunchmender Klarheic kaufrechdiche Vorschriften zumindest
entsprechend heran. Er sah nun in den Datenverarbeitungsprogrammen »Verkorpe-
rungen der geistigen Leistungen, damit aber kérperliche Sachen ..., die - etwa in
vervielfiltigter Form - Gegenstand des Handelsverkehrs sein konnen und auf deren
unmittelbaren kdrperlichen Besitz es dem Erwerber auch ... fiir die Benutzung
ankomm<.

Damir kniipfte der BGH aber noch immer sehr an der Xérperlichkeit der Software
an, von der sich der BGH vorstellte, daf sie nur auf einem Datentrager verkorpert
einem Dritten berlassen werden kdnne, Der Eigentumsiibergang gem. § 929 BGB
vollzog sich demnach durch Ubergabe des auf einem korperlichen Gegenstand
gespeicherten immateriellen Gutes. Beim professionellen Softwarehandel werden
neuerworbene Programme dagegen haufig uber Datenleirungen oder bei Satelliten-
tibertragung oder in Funknetzen sogar drahdlos auf den Kundenrechner iibertragen,
ohne daf ein kérperlicher Datentrager iibergeben wird. Bei dem Erwerb eines
Computerprogramms kann es aber keinen Unterschied machen, ob die gleiche

s Junker, BB 1988, S. 1334 (1350) Kilran, CR 1986, S.187 (190): Henssen, GRUR 1987, S. 775 (782).

6 Hier wird im allgemeinen Werkvertragsrecht zugrunde gelegr. Vgl auchs Palands/Putzo, BGB, § 433 Rz. §
mw.N. Nach § 611 Abs.2 BGB kann Gegenstand eines Werkvertrags nicht nur die Schaffung eines
kérperlichen Gegenstandes, sondern auch cin anderer, durch Arbeit oder Dienstleistung herbeizulithrender
Erfolg — cin den Vorgaben entsprechend ablaufendes Computerprogramm ~ sein, und unter den Werk-
vertrag konnen, wie aus § 646 BGB folgt, auch »geistige Werke« fallen, Siche aber die Diskussion zwischen
Brandi-Dobyn, CR 1998, S. 649, und von Wesiphalen, CR 2000, S. 73, bzgl. der Software-Entwicklungs-

vertrige.

7 Siche die Nachweise bei Taeger, AuBervertragliche Haftung fiir {ehlerhafic Computerprogramme, 1993,
S 1376t

8 BGH NJW 1981, 2684 — Programmicrte Sperre.

9 BGH GRUR 1985, 10¢5[1056) = DB 1685, 2603 — Lignamat.
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Sofrware ecinmal auf einem Datentrager verk3rpert und einmal >korperlos« iiberlassen
wird. Auf den Datentriger als Transportmedium kann es nicht ankommen. Entsches-
dend ist der angestrebee rechtliche Zweck, nimlich die Speicherung eines Computer-
programms in dem Speicher eincr vom Erwerber beherrschren datenverarbeitenden
Anlage.

Der BGH hat dies inzwischen weitgehend anerkannt, indem er die Sacheigenschaft
von Computerprogrammen »als solchen« nunmehr bejahc’® und eine Sachibergabe
auch bei einer Programmiiberlassung durch Uberspielen annimmt’’. Mir diesen Ur-
teilen bat der BGH klar gestellt, dal es Computerprogramme auch dann wie eine
Sache behandelt und Kauf annimmt, wenn sie nichr auf einem Datentriger als Trans-
portmirtel gespeichert werden, beim Uberlassungsvorgang »also kein kérperliches
Pendant« haben, sondern direkt beim Kunden elektronisch eingespielt werden, ohne
dal ein Datentriger als Transportmedium genutzt wird. Die Ubergabe ist danach
dann vollzogen, wean derjenige, dem das Computerprogramm mit scinem Wissen
und Wollen uber Datenleitungen auf seinen Rechner iiberspielt wurde, das Compu-
terprogramm selbst nutzen und anwenden kann, es also in seinen Verfiigungsbereich
ibermittelt worden ist, und sich beide Seiten dariiber einig sind, daf und zu welchen
Gegenleistungen der Eewerber das Computerprogramm nutzen kann. Diese Recht-
sprechung wurde zulctzt noch einmal mit der Entscheidung des BGH vom
22.12.1997 bestitigt'.

Auch bei einer elektronischen Ubermittlung des Computerprogramms »bei gleichem
wirtschaftlichem Endzweck des Geschilts« liegt damit ein Kauf Uber einc Sache i.S.
des § 90 BGB vor, an der der Kaufer Eigentum erwirbt. Diese vertragstypologische
Einordnung ist nicht nur deshalb von crheblicher Bedeurung, weil damit die Vor-
schriften Giber kaufrechtliche Gewihrleistung gem. §§ 459 ff. BGB zur Anwendung
gelangen, sondern weil damit allein dem Kiufer die absoluten Verfiigungsrechte des
Eigeatiimers an der Software zustehen, so dafl der Hersteller bzw. der Inhaber der
urheberrechtlichen Verwertungsrechte keine dinglichen Anspriiche hinsichtlich des
weiteren Schicksals der Software geltend, insbesondere die Weiterveriuflerung nicht
unterbinden oder von seiner Zustimmung abhingig machen kann. So hat das LG
Miinchen I cine zuvor erlassene einstweilige Verfligung bestitigi’?, wonach der Ver-
kauf eines Standardanwendungsprogramms zur Texterkennung, bei dem nach dem
25. Aufruf das Ausfiillen und anschliefende Ubermitteln eines elektronischen Fra-
gebogens zu persdnlichen und technischen Informationen, chne deren Angabe das
Programm nicht mehr genutzt werden kann, unzulissig ist. Diese wie eine Pro-
grammsperre wirkende Maflnahme verleczt die Eigentumsrechte und wird vom
Gerichr als »Tauschung des Erwerbers« und »Verstof gegen die guten Sitten im
Wetdbewerb« beurteilc.

Dafl das auf der Grundlage cines Sachkaufvertrags ibereignete Produke den Urheber-
rechtsschutz genieflc, isc dabei unbestritten und gesetzlich seit der Urheberrechts-
novelle vom 24. Juni 1993 geklart, mitder in Umsetzung der EG-Richdlinie tiber den
Rechtsschutz von Computerprogrammen'® ein 8. Abschniet iiber »Besondere Be-
stimmungen fir Computerprogramme (§§ 69a-69g UrhG) in den 1. Teil des Urheber-
rechesgesetzes eingefiige wurde.

Auch die Rechtswissenschafc geht nunmehr mehrheiclich von der Anwendung der

10 BGHZ 102, 135 = CR 1988, 994.

11 BGHZ 109, g97(1001.] - Abzahlungskauf.

12 BGH CR 20c0, 207. Siche dazu den kritischen Besprechungsaufsatz von Ulmer, CR 2009, S. 453
13 Akenzeichen 7 O ti1§/00 — Omnipage.

14 BGBL IS 910

1§ ABL EG Nr L 122/42 vom 17.§.1991.
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Vorschriften iiber den Sachkauf aus'®. Dogmatisch umstritten ist allerdings noch, ob
ein Computerprogramm als Sache i.S. des § 9o BGB angeschen oder wie ¢ine Sache
behandelr wird, auf die die Sachkaufvorschriften nur analog angewendet werden. Es
gibt auch Stimmen, die die Software als »verkehrsfihiges Gut« ansehen, auf die die
Vorschriften des Sach-Kaufrechts bei einer dauerhaften Uberlassung gegen Entgelt
direkt heranzuziehen sind. Das hirce allerdings zur Konsequenz, dafl § 9o BGB nichr
mehr als die Legaldefinition des Sachbegriffs in § 433 BGB angesehen werden
konnte'’.

2.2 Wiener Kaufrecht

Die rechtliche Einocdnung des Immaterialgutes »Software< ist schliefflich bei der
Encscheidung der Frage von Bedeutung, ob bei einem internationalen Handelskauf
von Sofrware die auch ats >Wiener Kaufrechtsiibereinkommen (WKR)« bekannce
UN-Convention on Concracts for the International Sale of Goods™ zur Anwendung
kommt. Art. t Abs. t CISG bestimmt, dafl dic Vorschriften iber den Incernationalen
Handelskauf auf alle »Waren« (goods; marchandises) zur Anwendung kommen,
wenn die Ware aufgrund eines Kaufs oder eines Werklieferungsvertrags tiberlassen
wird und die einem Mitgliedstaat der Konvention angehdrenden Vertragsparteien die
Anwendung der CISG nicht vertraglich durch eine negative Rechtswahlklausel aus-
geschlossen haben. Eine Legaldefinition des Begriffs >Ware« gibt es nicht. In der
Kommencarliteratur wird darunter grundsitzlich nur eine »bewegliche karpertiche
Sache« verstanden. Gleichwohl wird der Begriff »Ware« weit auf alle Gegenstande
ausgedehnt, die den Gegenstand von Handelskiufen bilden; er umfafit damit zumin-
dest die grenziberschreitenden Kiufe von Standardanwendungssoftware. Ein Teil
der Literatur wendet die CISG dariiber hinaus aber auch auf die Bestellung von
Individualanwendungsprogrammen an'?.

Noch umstrittener ist die Anwendbarkeit der CISG, wenn nicht nur Gegenstinde
wie die aus Datenbanken abrutbaren Informationen immaterieller Natur sind, son-
dern als Ubermirtlungsmedium das Internet genutzt wird™.

2.3 Produkthaftungsrecht

Die Einordnung der Software ist auch nach dem Produkchaftungsgeserz von Bedeu-
tung. Nach diesem auf eine entsprechende EG-Richtlinie*’ zuriickgehenden Gesetz
hafter der Flersteller eines Produkis fiir die aus einem beim Inverkehrbringen bereits
vorhandenen Produkfehler resuliierenden Schaden an Personen oder an anderen
Produkten. Auch hier hat die Softwareindustrie zunichst vergeblich vorgetragen, die
Software sei als ein immatericller Gegenstand kein Produkt im Sinne des Gesetzes.
Inzwischen ist anerkannt, dafl das Produkthafrungsgesetz auch auf jede Art von

16 Vgl Tacger, Auflervenragliche Hafrung (ur fehlerhafic Compulerprogramme, 1995, S.1374f. mw.N.

17 Vgl. Junker/Bencoke, Computerrecht, 2000, Rdnrn. 1471,

18 CISG vom 11. 4. 1980 (BGBL. 1989 ITS. ¢88).

19 Dicidvich, RIW 1993, S. 441 (452); Taeger (Fn.16), S.145£; Tacger, CR 1996, S. 257 (262 £.).

20 Dazu Schmiz, MMR 2000, S. 2§6.

21 Richtlinie zur Angleichung der Rechis- und Verwalwungsvorschriften der Migliedstaaten ber die
Haftung fur fchlerhafte Produkic (PHRI) vom 24.7.1985 (ABL. EG Nr. L 210).
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Computerprogramm anzvwenden ist und der Hersteller fir die Folgen fehlerhafrer
Programmierung zivilrechtlich einzutreten hat*”. Bemeckenswert ist hierbet, daf als
Heesteller im Sinne des Gesetzes das programmierende Softwarehaus ebenso gilt, wie
der Zulieferer eines reingebautenc fehlerhaften Softwaremoduls, wie der Importeur,
der die Software crstmals in die EG verbringt, und wie der Hindler, der Software
vertreibt, dessen Hersteller nicht feststellbar ist.

2.4 Urbeberrecht an digitalen Produkten

Die Vermarkrung digitaler Produkte wie Software vnd Datenbanken, in deren Ent-
wicklung oft erhebliche Summeninvestiert werden miissen, war der Gefahrausgesetzt,
dafl die einfache, schnelle und preiswerte Vervielfiltigung durch Unberechtigte (Raub-
kopien) eine Amortisierung der Investition verhindert. Der vercragliche Schucz vor
Raubkopienund der wettbewerbsrechtliche Schutz vor Leistungsiibernahmeinandere
Produkte konnte nur eine untergeordnete Rolle spiclen. Vom Patencschutz werden
Computerprogramme »alssolche« gem. § 1 PatGund Art. 52 Abs. 3 EPU ausdriicklich
ausgenommen. Sofrwaregestiitzte Verfahren konnen unter den innerhalb der EU sehr
strengen Voraussetzungen dagegen patentiert werden®, Gletchwohl sollen heute be-
reits mehr als 20000 europiische Patente fiir softwarebezogene Erfindungen erteilt
wordensein. Auchder BGH haltnun Computerprogramme generell fiir patentierbar,
weon sie nev sind und auf einem ecfinderischen Schnitt beruhen®,

Der urheberrechtliche Schutz wurde von der zu Rechr hefiig gescholtenen BGH-
Rechrsprechung dagegen zunichst weitgehend versagt®’. Wiederum waren es EG-
Richtlinien, die zu Novelliecungen des Urheberrechts mit gegenteiligem Ergebnis
fuhrten. Zunichst sorgie die Umsetzung der EG-Richtlinie Gber den Rechtsschuez
von Computerprogrammen” durch die Novelle des Urheberrechtsgeserzes von
1993** dafiir, da Software nun unabhingig von einem besonderen Maf an Schép-
fungshohe Urheberrechesschutz geniefie™.

Mit einer weiteren Urheberrechtsnovelle’® zur Umsetzung der EG-Richtlinie tber
den rechtlichen Schutz von Datenbanken®’ wurden auch elekeronische Datenbanken
unter einen deutlich verbesserten Schutz des Urheberrechtsgeserzes gestelle”. Die
individuelle Gestaltung einer elektronischen Datenbank genieflt gem. § 4 Abs. 2
UrhG Urheberrechtsschutz, wenn die Anforderungen an die Schopfungshshe bei
der Gestaloung der Datenbank gem. § 2 Abs. 2 UrhG erreicht ist, also die »Ongi-
nalitit im Sinne einer eigenen geistigen Schopfung« festgestellt werden kann. Eine
Qualicitsbeurteilung erfolge nicht (Schutz der »kleinen Miinze«).

Dariiber hinaus hat der Gesetzgeber mic §§ 87a ff. UrhG einen reinen Invesritions-

22 Dazu nilwer 7aeger (Fn.16).

23 Naher dzzu Junker/Benecke (Fo.17), Rdnrn. 13311 Junkcy, NJW 2000, S. 1304 (1307). Dic Paienticr-
barkeit auch von Software als solcher soll allerdings cricichiert werden, vgh. dazu den Entwurf hup://
curopa. cuint/comm/internal_market/de/index.him; Miilles. CRi 2000, S. 175 Schoniger, CI 2000, S. 129.
Diese Initiative ruft hefiigen Protest hervor: hup://swparffii.org/vreji/doku/indexde.himt und fup://
petition.curolinux.org.

24 So Schoniger, Cl 20¢0, S.119.

25 BGH CR 2000, 28¢ (Logikverifikation) und BGH CR 1005, s¢5 (Sprachanalysceinnchiung).

16 BGHZ 94, 276 — Inkascoprogramm.

27 EG-Richdinie des Rates vom 14. §.1991 (91/20§/EWG), ABL EG Nr. L 122/41.

28 Gesclz vom 9.8, 1993 (BGBI. 1 S.910).

29 BGH NJW 1991, 1231 — Betricbssystem.

30 Ar.y des JuKDG vom 22.7. 1997 (BGBL. [ 5. 1870).

31 ABL. EG Nr. L 77/20 vom 11.3.1996.

32 Junker/Benccke (Fn.17), Rdurn. 46 f.
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schucz des Herstellers eingefGhrt. Entscheidend fiir die Schurztzhigkeit ist danach, ob
mit der Erstellung der Datenbank ein relevanter wirtschafdicher Aufwand, eine
wesentliche Investition verbunden war. Es geht in diesem Kontext also schliche
um den materiellen Aspckt des Investitionsschutzes und nicht (mehr) um die Siche-
rung von Personlichkeitsrechten der Werkschopfer.

Bemerkenswert ist hier wieder der Einfluf des EG-Rechrs auf deutsche Rechis-
tradirionen. Das EG-Rechr als Quellreche dieser Urheberrechtsnovelle fGhre dazu,
dafl die Rechce der von Arbeitnehmern geschaffenen Werke von Anfang an beim
Arbeitgeber entstehen und picht erst aufgrund einer arbeitsrechtlichen Ubertra-
gungstheorie auf den Arbeitgeber Gbergeleiter werden miissen, wie es fir andere,
traditionelle Werkarten noch immer der Fall ist. Signifikant ist auch, dafi sich das
Urheberrecht immer mechr?? und nun mic §§ 87a {f. UrhG auch ausdriicklich von
seinem primir die Persénlichkeitsrechte schitzenden Kern endernt und mit den
Datenbanken auch Werke ohne die von § 4 i.V.m. § 2 UrhG verlangte Schépfungs-
héhe schiitzt, wenn ihre Herstellung mit wirtschafclichem Aufwand verbunden ist.

2.5 Urbeberrecht und Elektronische Pressespiegel

Konnten wir bisher beobachten, dafl auf die Substitution korperlicher Gegenstinde
durch elektronische Produkte wraditionelles Recht entsprechend angewendet wird
oder der Rechtsschutz durch geseczgeberische Klarstellung gesichert und sogar er-
weitert wird, so illustriert das folgende Beispiel, dafl auch Briiche in der Rechtsent-
wicklung eintreten kénnen. Es gehr um die zunehmende Verbreitung elektronischer
Pressespiegel, die dic bisherigen Papierformen zunehmend erserzen und Informatio-
nen schneller und komfortabler darbieten.

Dabes ist umstriteen, ob elektronische Pressespiegel wie die traditionellen Papier-
pressespiegel im Sinne des § 49 UrhG gegen Zahlung einer Vergutung an die Ver-
wertungsgesellschaft (VG) Wort genchmigungsfrei erlaubt sind oder ob hierfiir eine
gesonderie Rechtseinriumung durch den Rechecinhaber erfordertick ist. Die Recht-
sprechung der Instanzgerichte®* geht davon aus, dafl die urheberrechdliche Schran-
kenregelung fiir Pressespiege! eng auszulegen ist und § 49 UrhG clektronische
Pressespiegel, von denen besondere Gefihrdungen fiir die Rechtsbeeintrichtigung
des Urhebers drohen, deshalb niche erfafic. Sie untersagt es der VG Wort, Vertrige
tUber elektronische Pressespiegel abzuschliefen, obwohl diese Form des Pressespie-
gels die Papierform verdringen wird. Die Verlage griinden inzwischen cigene »Ver-
wertungsgesellschaften« wie die Presse Monitor GmbH, deren Erlése allerdings an
dic Verlage gehen. Fiir die Journalisten, denen tanfvertraglich die Pressesplegelver-
glitungen alter Form nach § 49 UrhG zustehen, hat das nebenbei zur Folge, dafl sich
die Ausschiiccung der VG Wort (1959: 7,7 Mio. DM), dessen Aufkommen sich bei
diesen Berechtigren im wesentlichen aus den Pressespiegelvergiitungen speiste, auf
einen klcinen Bruchteil reduzieren wird und Journalisten fiir thre Leistungen im
digitalen Zeitalter nach der jetzigen Rechtslage demnach weniger erhalten werden®*.
Esbletbrabzuwarten, ob die Gewerkschaften als Tarifvertragspartei eine Erstreckung
der Pressespiegelvergiitung auf elekeronische Pressespiegel erreichen.

33 Siche schon Simon, Das Allgemeine Persénlichkeitsrecht und seine gewerbfichen Erscheinungsformen,
1981; Gatting, Persdnlichkeitsrechte als Vermégenswerte, 1994.
34 OLG Kaln 30.12. 1999: LG Hamburg, 7.9. 1999 (beide CI 2000, 38); OLG Hamburg, 6. 4. 2000 (3 U 211/

99).
33 Siehe dagegen aus der Sicht der Verlage Wallraf, AfP 2000, S. 23.
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3. Rechtsfragen des Internet

Die Digitalisierung von Informationen i.w.S. erforderte nicht nur die zivilrechtliche
Einordnung der neuvartigen digitalen Produkte und Dienstleistungen. Die Entwick-
lung der Telckommunikation und das Entstehen neuer Dienste in globalen Netzen
ermdgliche auch die Realisierung des Elektconischea Geschiftsverkehrs als Massen-
geschift, der weit tiber den zwischen Zulieferer und Produzent bzw. zwischen
Eczeuger und Hindler schon seit einigen Jahren praktizierten Electronic Data Inter-
change (EDI) hinausgeht3.

Bei dem E-Business zwischen Kaufleuten (business-to-business/bzb) und zwischen
Kaufleuten und Endverbrauchern (business-to-consumer) erfolgt die Vertragsanbah-
nung und der VertragsschlufS, teilweise auch die Erfullung der Leistungspflichten auf
elektronischem Weg. Dariiber hinaus entwickeln sich neue, netzspezifische Dienst-
leistungen wie die Online-Auktion¥, die Vermittlung von rabatiierten Gemein-
schaftseinkiufen virtueller Einkaufsgemcinschaften (Powershopping)’’, die elekero-
nische Unterstitzung von Beschaffungsprozessen (e Procurement), Verbraucher-
Produkttests und Informationsvermittlung (information brokex). Uber das [aternet
werden kinftig auch grundlegend neue Formen der Individual- und Massenkom-
munikation angeboten, die es mitunter schwierig machen, diese beiden Kommunika-
tonsformen begrifflich und damit rechtlich eindeutig zu trennen (web broadcasting,
teleteaching). Um nur ein Beispiel aus dem Bereich des Zivil- und Wirtschaftsrechrs
zu nennen, ser auf die Moglichkeit der elektronischen Hauptversammlung einer
Akdiengesellschaft hingewiesen. Das Bundesjustizministerium legte Ende 1999 einen
Entwurf fGr ein Gesetz zur Namensakeie und zur Erlcichterung der Summrechis-
ausiibung (NaStraG-E) vor, mit dem ein erster Schritt zur virtuellen Hauptversamm-
lung mit elektronischer Summabgabe gegangen wird®. Auch diese Gesetzesinitiative
fillein den Arbeitsbereich der neugebildeten Arbeitsgruppe des BMWi und des BM]J
zur Verbesserung der rechtlichen Rahmenbedingungen fiir die [nternet-Wirtschaft.

3.1 Domainrecht

Jeder, der im world wide web als dem bedeutendsten Dienst im Internet Produkee
oder Dienstleistungen anbietet, benérigt eine »Domain« als individuelle, méglichst
eingingige Web-Adresse. Jede Adresse kann naturgemaf nur cinmal vergeben wer-
den. Es verwundert deswegen nicht, dafl die hiufigsten Gerichisentscheidungen zum

36 Dazu Seiler, EDI Model Agreements, in: Kifian/Wiebe (eds.), Data Secumy in Computer Networks and
Legal Problems, 1992, S. 16v;: Kilian, DuD 1993, S. 606: Picot/Kilian w. a., Electronic Data Interchange
(EDI), 1994.

37 LG Miinster (Zuschlag ist kein Kaufvertragsabschlufl) [Z 2000 = K&R 2000, S. 730 m. abl. Anm. Klcwitz/

Meyes, S.200f. Dagegen auch AG Sinsheim K&R 2c00, S.z01. Ebenso Rifner, JZ 2000, S.71¢. Zur

Zuliissigkeit von Online-Versteigerungen Vebslage, MMR 1999, S.680; Hupperiz. MMR 2000, S.65;

Evnst, CR 2000, S. 304: Stogmiidler, K&R 1999, S. 591, mit Hinweisen auf die weitere Rechisprechung.

Zwischen (fehlender) gewerberechtlicher Zulissigkeit und (gegebener) xivilrechticher Verbindlichkeit

differenzierend Hollerbach, DB 2000, S. 2007.

Vgl. OLG Hamburg, CR 2000, 182 = NJW 2009, 2033 = EWiR 2000, 247 m. Anm. Mankowski = K&R

2000, 13§ m. Anm. Kotthoff. Danach ist dicser Handel wegen Versiofles gegen das Rabaitgesetz, das nach

den Plinen der Bundesregierung demnachst aufgehoben werden sol!, unzulissig. Das LG Koln erkennt

cin iibertriebenes Anlocken und damit einen Verstof gegen § 1 UWG, LG Koln K&R 2000, 137, Die

Bundesregierung sicht dicse neue Einkaufsform dagegen schon jetzt als marktitblich und daher niche als

unzuldssig an, sieche BT-Drs. 14/ 3618. Dazu auch Evnst, CR 2000, 5. 239, und Leible/Sosnitza, ZIP 2e00,

S.73

39 Siche dazu nur Noack, ZIP 1995, S. 1993; ders., htep://www.juramail.de/aufsatz/noack/akrienrecht. heml.
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Internetrecht ~ noch vor rechtlichen Auseinandersetzungen zu den hier nicht weiter
nachgehbaren Urheber-, Marken- und Wettbewerbsverletzungen'® - einen Streit um
die Domain zum Gegenstand haben*’. In erster Linie geht es um Anspriiche auf
Herausgabe der Domain bzw. um Unterlassung der Domainverwendung wegen einer
Verleczung von Namens- oder Markenrechten (Heidelberg, Fehmarn, Arnsberg,
Krupp, Liebherr, Honda, Epson, Zwilling, Freundin, Elern, Blauc Sciten, Marine
u.v.m.) und wegen eines sittenwidrigen Wettbewerbsverhaltens durch Verwendung
eines Kundenstrome kanalisierenden Gattungsbegnriffst* oder durch cine Alleinstcl-
lungsbehauprung (Amtsgerichte, Arziekammer, Rechtsanwilte, Mitwohnzentrale,
Bahnhof).

Die Domain wird selbst immer mehr zu einem handelbaren Wirtschaftsgue; eine
registrierte Domain kann wie ein subjekuives Rechr gehandelt und iibertragen werden
und unterliegt anerkanntermaflen sogar der Pfandung®. Ist die Sccond-Level-Do-
main hinreichend unterscheidungskriftig und verletzt sie keine Freihaltebediiefnisse,
ist die Domain auch als Marke eintragungsfahig, was ihren Wert entsprechend er-
héh.

Das Rechte verletzende Domain-Grabbing® und wettbcwerbs- und markenreche-
liche Abgrenzungsfragen werden die Gerichte angesichts fehlender spezialgesciz-
licher Regelungen auch in Zukunft noch intensiv beschifugen, bis sich eine eintger-
maflen widerspruchsfreie und einheitliche Rechtsprechung herausgebildet hac. Um
hohe Gerichtskosten zu sparen und schnelle Enrscheidungen durch Fachieute zu
gewihrleisten, spiclen Schiedsverfahren vor Schieds- oder Schlichtungsstellen bei
Domainstreitigkeiten weltweit eine zunchmend bedeutende Rolle. Jiingst wurde
von der Internet Corporation for Assigned Names and Numbers (ICANN) mit
dem »CPR - I[nstizute for Dispute Resolution« in New York eine weirere Schieds-
stelle gegrindet, wihrend allein bei den bestchenden Schlichterorganisationen des
WIPO Arbitracion and Mediation Center in Genf*, bei E-Resolution in Kanada und
beim National Arbitration Forum (USA) derzeit rund 700 Domainstrentigkeiten
anhingig sind. Die Dachverbande der europiischen Handelsunternehmen (Euro-
Commerce) und der Industrie- und Handelskammern (Eurochambres) zogen nach
und beschlossen im Juni 2000 den Aufbau eines Systems zur Regelung auflerge-
richtlicher Streitigkeiten unter der Bezeichnung »OnlineConfidence., Fiir eine spe-
zielle gesetzliche Regelung besteht kein Bedarf; sic ist auch nicht vorgesehen®.

40 Daze m.w.N. Schack, MMR 2000, S. §9. Siche auch Chyistansen, MMR 2000, S.123.

41 Vgl dazu End, K) 2000, S. 106.

42 Einerscits OLG Hamburg K&R 2000, 190 = CR 1999, 779 (mirwohnzentrale.de unzuldssig), andererseits
wic das OLG Frankfurt/M. AfP 1997, és0 (wirtschaft-online.de) nun wieder das erstinstanzliche LG
Hamburg K&R 2000, 410 (lastminute.de zulassig), weil dic Verwendung von Gattungsbegriffen im
Internet anders als im geregelten Markenrecht nicht von vornherein wettbewerbswidrig sei. Der BGH
hat die Revision der Beklagten angenommen und wird in dieser Frage eine erste hochstrichterliche
Klarstellung herbeifuhren. Siehe auch Sosnitza, K&R 2000, S. 209.

43 LG Essen K&R 2000, 91 (LS).

44 Siehe dazu Sick/Richter, K&R 2000, S. 339, und Exd, K] 2000, 5. 106.

45 Dieses allerdings bisher nur zum Schutz von Handelsmarken tatige UN-Schiedsgeriche cntschied x. B. am
9. August 2000 gegen cinen Domain-Inhaber aus Uruguay zugunsten Yahoo!, dafl die Domajas yahoo-
mail.net, yahoofree.com und zahlreiche weitere Adressen an Yahoo! herauszugeben seien; siehe hup://
achiter.wipo.int/ domains/decisions/himl/d2000-0428 . html.

46 Grundlegend zum Domain-Recht Viefbues, Kennzeichenrechy, in: Hoeren/Sieber (Hrsg.), Handbuch
Multimedia-Recht, 1999.

~
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3.2 Vertragsrecht

Unmifassende und cinschneidende gesetztiche Eingriffe mit tiefgreifenden Anderungen
der biirgertich-rechchichen Dogmatik wird es dagegen im Vertragsrecht und Verbrau-
cherschutzrecht geben. Grundsitzlich scehe die Wirksamkeic des elekironischen
Vertragsschlufles nicht in Frage, weil die zum Vertragsschlufl fiihrenden Willens-
erklirungen — von Ausnahmen abgesehen — auch elektronisch abgegeben werden
konnen'. Soweit fir bestimmte Rechtsgeschifte aber die Schriftform gesetzlich
vorgeschrieben oder zwischen den Vertragsparteien vereinbart wurde, wird die
elckeronische Signatur als unverwechselbarer Herkunftsnachweis eingefihrr, weil
Schriftstiicke mit der eigenhindigen Unterschrift als materielle Trager von Willens-
erklarungen der Privatrechessubjekte nicht mehr ausgetausche werden. Der Gesetz-
geber hat mit Art. 5 des JuKDG (Signaturgesetz), erginzt durch die Signacurver-
ordnung der Bundesregierung*®, die technischen und organisatorischen Anforderun-
gen an eine solche schriftformwahrende elektronische Signatur geregelt. Derzeit wird
der Entwurf einer Novelle des Signaturgesetzes aufgrund der EG-Signaturrichtlinie
diskutiect. Die Bundesregierung hat nun entsprechend den Empfehlungen aus der
Evaluierung des Signaturgescizes sowie aufgrund der EG-Signaturrichlinie® einen
»Entwurf cines Gesetzes iiber Rabmenbedingungen fiir elektronische Signaturen«im
Kabineu beschlossen!®. Auch nach diesen Novcllierungsplanen sind biometrische
Techniken zur Tdentiticsfestseellung — wie sie die EG-Richtlinie niche ausschlieft - in
Deutschland (nach) keine zugelassenen Verfahren.

Die zivilrechtliche Anerkennung der elekironischen Signatur i. S. des Signaturgeset-
zes als Substivut fir die cigenhandige Unterschrift steht aber noch aus. Derzeir liegt
vom Bundesministerium der Justiz der Entwurf eines Gesetzes zur Anpassung der
Formvorschnfien des Privatrechts an den modernen Rechtsgeschiftsverkehr vor’'.
Danach soll in § 126 BGB der {olgende 3. Absatz eingefiigt werden: »Die schriftliche
Form kann durch die elekeronische Form erseczt werden, wenn sich niche aus dem
Gesetz ein anderes ergibt.« Ein never § 126a BGB erginzi: »(1) Soll die gesetzlich
vorgeschriebene schriftlichc Form durch die elektronische Form ersetzt werden, so
mufl der Aussteller der Erkliarung dieser seinen Namen hinzufiigen und das elektro-
nische Dokument mit ciner qualifizierten elektronischen Signawir nach dem Signarur-
gesetz versehen. (2) Bei einem Vertrag mussen dic Parteien jeweils ein gleichlzutendes
Dokument in der in Absatz 1 bezeichneten Weise elekeronisch signieren.« Anpas-
sungen des Allgemeinen Teils des BGB bei den Vorschriften iiber die Abgabe und den
Zugang von elektronischen Willenserklirungen soll es nicht geben'.

Dic clektronische Form ist allerdings auch zukiinftig dann keine Alternative zur

47 Stellvertretend fur vicle Mebrings, Vertragsabschlu® im Iniernct, in: Hoeren/Sieber (Hrsg.), Handbuch
Multimedia-Recht, 1999. Ausfithrlich zu den Rechusfragen der elektronischen Willenserklirungen Koch,
Internet-Recht, 1998, S. c28 ff.

48 Signaturverordnung voen 22. Okiober 1997 (BGBI. | S. 2498), geandert durch Verordnung vom 22, Juni
2000 (BGBI. 1 S.981).

49 Richdinie 1999/93/EG des curopiischen Parlaments und des Rates uber gemeinschaftliche Rahmen-
bedingungen fur clektronische Signaturen vom (3. Dezember 1999 (ABL EG Nr. L 13/11). Sichc dazu
Schlechter, K&R 2000, Beifage 2, S. 3.

50 Kabincitsbeschlufl vom 16, August 2000, Eckpunkte des BMWi fir einen Gesetzesentwurf vom April
1060 (hup://wwwiid. de/iukdg/eval/index.himl und huip://www.bmwi.de/infomaterial/infogesellschaft/
signatergeserz. himl). Zu den Entwurfen Welsch, DuD 2000, S. 408; Kilian, BB 2000, S. 733 Muglich,
MMR 2000, S.7: Rofinagel. MMR :c00, S.4535. Neben anderen Sraaten haben auch dic USA c¢in am
t. 10, 2c22 1n Kraft getretenes Signaturgesetz verabschiedet (Etecironic Signarures in Global 2nd Nartional
Commerce Act), hitp://thomas.loc. gov, dort vnter der Nr. S. 761,

¢1 Stand: §. Juni 2000; dokumentiert unter hup://www.bmj.bund.de/ggv/ggvoro. pdf.

52 Dics kritisiert auch Vehslage, DB 2000, S. 1801,
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Schriftform und zu der notariclien Beurkundung, wenn ein Gesetz dies ausschliefie®’.
So sicht das Verbraucherkreditgesetz vor, daff im [nteresse des Verbraucherschutzes
Verbraucherkreditvertrige nur schriftlich (d. h. mic eigenhindiger Unterschrift) ge-
schlossen werden konnen (§ 4 VerbrKrG). Hier liefe sich die elektronische Signatur
einsetzen, wenn nicht der zitierte Geserzenrwurf zur Anpassung der Formvorschnf-
ten des Privatrechts an den modernen Rechtsgeschafesverkehr mit Art. 16 Ziff. 1 ¢ine
Erginzung des § 4 Abs. 1 VerbrKrG vorsihe, wonach der Abschlul des Verbrau-
cherkreditvertrages in elektronischer Form ausgeschlossen ist.

Das steht auch nicht mit der Intention des EG-Rechts in Widerspruch, das innerhalb
der Europiischen Union in der Weise eine Rechtsvereinheitlichung erreichen will,
daf zlle nationalen Geserzgeber die Verwendung der elektronischen Signatur er-
mdglichen missen. Zwar heifft es in Art. 9 Abs. « der EG-Richtlinie tiber bestimmte
recheliche Aspekte des elektronischen Geschifisverkehrs'* (Behandlung elekeroni-
scher Vertrige), dafl die Mirgliedstaaten darauf achten, dafl thre Rechtsvorschrifeen
den Abschluff elektronischer Vertrige erméglichen.

Andererseits erkennt 2uch die E-Commerce-Richtlinie an, daff das Recht unbertibrt
bleibt, das fir die sich aus Verbrauchervertragen ergebenden vertraglichen Schuld-
verhaltnisse gilt und die Richclinie dem Verbraucher nicht den Schutz entziehen kaon,
der ihm von den zwingenden Vorschriften fiir vertragliche Verpflichtungen nach dem
Rechtdes Mirgliedsraaces, in dem er seinen gewdhnlichen Wohnsitz hat, gewihrt wird
(Erwigungsgrund §5).

Der Vertragsschluf im Netz auf der Grundlage elektronischer Willenserklirungen
(Angebot und Annahme) sollte nach den ersten Entwiirfen zur E-Commerce-Riche-
linie avf dogmatisch nevem Weg erfolgen. Bislang gilt, da8 das Anbicten von Waren
und Dienstleistungen im Tnternet kein verbindliches Angebot im juristischen Sinn
darstellt, sondern nur eine an den Kunden gerichtete Aufforderung zur Angebots-
abgabe (invitatio ad offerendum)®. Auf das Angebot des Kunden mufl der Anbieter
seine sich mit dem Angebot deckende Annahme erklaren (Willenserklarung unter
Abwesenden), wodurch der Vertrag wirksam zustande kommt. Allenfalls bei Rechrs-
geschiften, die iiber das Netz auch unminelbar erfiitlt werden kénnen (Datenbank-
dienste oder Softwaredownloads in Verbindung mit garantierter Gegenleistung durch
ein sicheres electronic payment-Verfahren) wird man in dem Websiteangebot bereits
ein rechtlich verbindliches Angebot sehen kénnen, das der User durch Mausklick
annimmp.

Nach einem fritheren Entwurf zu Artikel 11 E-Commerce-Rl sollte das Angebor
bereits in der Darbjecung eines Produkts oder einer Dienstlcistung im Internet zu
sehen sein. Der Abruf der Ware oder Dienstleistung durch Anklicken als elektro-
nische Willenserklirung wire dann die Annahme, die aber nur dann zu einem An-
spruch des Kunden auf Erfiillung des Vertrags fithren kann, wenn der Diensteanbieter
die Annzhme zumindest durch elektronische Mireilung bestatigt.

Von dieser zu Recht kritisiertens’, von der EG-Kommission allerdings nur fiir den

53 So bzgl. §§ 761, 766, 780, 781 BGB, § 4 VerbrKrG und § 3 TzWrG.

54 Richdinic 2000/31/EG des Europaischen Parlaments und des Rates vom 8. Juni 20c0 iber bestimmie

rechtliche Aspekte der Dienste der Informationsgesellschaft, insbesondere des elektronischen Geschifts-

verkehrs, im Binnenmarke (»Richdinie tiber den elekironischen Geschiftsverkehre), ABLLEG Nr. L 178/¢

(E-Commerce-R)).

Rerrschende Meinung, siehe nur Godefroid, C1 2000, S. 81 (82): Waltl, Elektronischer Rechisverkehr und

EDJ, 1998, 5. 179 (182); Hartng, Internetrech, S. so; a. A, Widmer/Bahler, Rechusfragen beim Electronic

Commerce, 1997, S. 146 (fur dic Schweiz).

56 Vgl. Mebrings, Vertragsabsehluf im Internet, 1999, Rz. g2 {{;; Scherer/Butt, DB 12000, S. 1009; Gimmy.
Vertragsschlufl im [nternet, 2000, § 65 (67); Ring/Guwodz, Rechisprobleme der Internetnutzung, S. 447

(457).
§7 Mocren, MMR 1999, S. 162 (198 [L.); Maestnel, MMR1999, S. 187 (191); Tettenborn, K&R 1999, S. 252.
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Fall der Angebotsabgabe durch den Provider gedachren Regelung® als Vorgabe an
den Gescrzgeber des nationalen Vertragsrechrs ist die letztlich beschlossene Richtlinie
ecfreulicherweise unter Riicksiche auf die dem deutschen Abstrakrionsprinzip eigene
andere dogmatische Sichtweise wieder abgeriickt. Nunmehr heifle es in Aru 13 E-
Comamerce-Rl nur noch, dafl der Nuczer eine elektconische Bestellung abgibt, deren
Eingang der Diensteanbieter unverziiglich auf clekironischem Wege zu bestétigen
hat. Bestellung und Bestitgung in der Terminologie der Richtlinie sind Angebot und
Annahme nach deutschem Vertragsrecht!®. Der Zugang der Erklirungen erfolgt nach
Art. 11 Abs.1 2. Spiegelstrich der E-Commerce-R] dann, wepn der Empfinger die
Maoglichkeir zum Abruf der Erklirung hat. Mit der Méglichkeit des Abrufs der
Eingangsbesticigung der Bestellung ist der Vertrag geschlossen.

3.3 Verbraucherschutzrecht

Fiir die Verbraucher® sind das Haustirgeschifrewiderrufsgesetz und das Verbrau-
cherkreditgesetz die zentralen Verbraucherschutzgesetze, die ihnen als zumeist uner-
fahrener Vertragspartei besondere Informations- und Widerrufsrechte gewahren. Das
Haustiirgeschiftewiderrufsgesetz findet bei den tiber das Internet abgeschlossenen
Rechtsgeschaften mit Verbrauchern wegen des in § 5 Abs.2 und 3 BWiG ausdriick-
lich in Bezug genommenen Spezialititsgrundsatzes®’ und wegen der Andersartigkeir
des sachhichen Anwendungsbereichs allerdings keine Anwendung®. Fir das Ver-
braucherkredicgesetz, das nicht nur entgeltiche Kredite in Form von Darlehen,
sondern beispielsweise auch Vercrige mic Zahlungsaufschub oder sonstigen Finan-
zierungshilfen wie der Teilzahlung sowie Sukzessivhieferungsvertrige (Abonne-
ments) erfaflt, war diese Frage umstritten und gerichtlich nicht geklire. Nunmehr
steht fest, dafl das Verbraucherkreditgesetz neben dem speziellen Fernabsatzgesetz®,
das allerdings bei Finanzgeschiften von vornherein nicht zur Anwendung gelangt
(§ 1 Abs. 3 103 Nr. 3 FernAbsG), bei Verbraucherkredicvertragen (B2C) heranzuzie-
henist. § 1 Abs. 4 FernAbsG stellc kiar, dafl es Fernabsatzgeschifre niche abschlieflend
regelt, sondern insoweit nicht anzuwenden ist, als andere Vorschriften fir den Ver-
braucher giinstgere Regelungen, insbesonderc weitergehendere Informationspflich-
ten, enthalten®.

Ein Kreditvertrag i. S. des Verbraucherkreditgesetzes bedarf zu seiner Wirksamkeit

$8 Siehe Kommcnticrung der Kommission zum RL-Vorschlag: KOM (98) ¢86, S. 9.

59 Skepusch Spindler, MMR-Beilage 7/2c05, S.11.

8o Der »Verbraucher« wird nunmehr aufgrund ciner mit Art. 2 des Gesetzes tiber Fernabsatzvertrage und

anderc Fragen des Verbraucherrechts sowie zur Umstellung von Vorschriften auf Euro (BGBI. 1 2000

S.897) erfolgten Gesetzesinderung in §13 BGB als jede naturliche Person definiert, »dic ein Rechtsge-

schift zu einem Zweck abschlieflt, der weder ihrer gewerblichen noch ihrer selbstindigen Tirigkeit

zugerechnet werden kanne.

Dieser Grundsatz wird im Lichte der EuGH-Rechisprechung kaum zu halten sein, vgl. EuGH, Slg. 1999,

I-2195, = EuZW 1999, 377 = EWS 1999, 223 (Travel Vac). Ein Verweis au{ diesen Grundsatz ist

dementsprechend im neueren FernAbsG nicht mehr erwihny, sondern statdessen wurde in § 1 Abs 4

ausdriicklich das Giinstigkeitsprinzip verankert.

Ebenso Kohler/Armdr, Recht des Internet, 1999, S.35; Harting (Fn. 53), S.86, Fiir Anwendbarkent in

Einzelfallen dagegen Waldenberger, BB 1996, S. 2365 (2367): Mecnts, Verbraucherschutz bei Rechtsge-

schiften im Internet, S. 145 {f; Drext, Verbraucherschutz im Nete, 1999, S. 75 (91); Ring/Gwodx (Fn. 56),

S. 470.

63 An.1 des Gesetzes iiber Fernabsatzvertrige und andere Fragen des Verbraucherrechts sowte zur Um-
stellung von Vorschriften auf Euro vom 27. Juni 2000, BGBI. T S. 897.

64 Auch der Gesetzgeber des Fernabsatzgesetes geht ausweislich der Ervagungsgrunde (BT-Drs, 1372658,
S.17) von einer Anwendbarkeit des VerbrKeG neben dem FernAbsG auvs. Siche auch Frobs, ZIP 2000,
S 1273
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nach wie vor der handschriftlichen Unterzeichnung der zum Vertragsschluf fihren-
den Willenserklarung durch den Verbraucher. Durch die Abgabe von elektronischen
Erklirungen iiber das Internet wird gegen diese Formvorschrift verstofien. Mic dem
durch das Gesetz zur Anpassung der Formvorschriften® einzufiigenden § 4 Abs. 1
S.2 VerbrKrG wird der Abschluf des Vertrags in elektronischer Form ausdriicklich
ausgeschlossen.

Das Widerrufsrecht ist nun in § 3612 BGB fiir alle Verbraucherschutzgesetze ein-
heitlich geregele und durch ein Riickgaberecht in § 361b BGB erganzt worden. Nach
dieser allgemcinen Regelung kann die Widerrufsbelehrung dann, wenn das den
eingesetzten Kommunikationsméglichkeiten entspricht, auch 2uf einem dauerhaften
Datenspeicher zur Verfiigung gestellt werden. Die Kenntnisnahme dieser Belehrung,
die auch Angaben tber den Widerrufsempfinger und die Widerrufsfrist enthalten
puf, kann nun auch mittels qualifizierter Signatur i.S. der erst noch vorzunehmen-
den Anderung des Signaturgesetzes erfolgen (§ 3612 Abs. 1 S. 4 BGB).

Das am 30.Juni 2000 in Kraft gerretene Fernabsatzgesetz® als spezielles Verbraucher-
schuczrecht fir E-Commerce und Versandhandel schafft neue verbraucherschiit-
zende Rahmenbedingungen fir den Einkauf per Katalog, Telefon oder Internet.
Das Gesetz trifft auf eine Sicuation im Elektronischen Geschifesverkehr, in der etwa
die Verbraucher-Zentrale Sachsen Internet-Nutzer vor liickenhaften Informationen
iiber Fliige, Hotelausstattungen und zusitzliche Serviceangebote bei Online-Reise-
bliros warnt. Personliche Daten und Kredidkarten-Nummerp sollten danach bei
Online-Buchungen auch nur dann angegeben werden, weno der Veranstaleer ver-
sichert, diese verschlisselt weiterzugeben.

Hier serzt eine wettere EG-Richdinie an, die sich auf den Verbraucherschurtz speziell
beim E-Commerce® auswirke. Sie regelt erginzend zur Fernabsatzrichtlinie den
Handel Gber das Internet (>elektronischer Fernabsatz<) und siehe insbesondere vor,
dafl unabhingig vom Standort des jeweiligen Servers kiinfug das Reche desjenigen
Micgliedstaats anzuwenden ist, in dem der Anbieter seine Niederlassung ha; fiir die
Einhaltung der innerstaatlichen Vorschriften hac das Herkunftsland zu sorgen (Her-
kunftslandprinzip, Art. 3)*. Von diesem Prinzip kann der nationale Geserzgeber zum
Schutz der Verbraucher allerdings auch Ausnahmen vorsehen. Auflerdem wird aus-
drucklich geregelt, daf die Micglicdstaaten dic Wirksamkeic auf elekcronischem Wege
abgeschlossencr Vertrige sicherzustellen haben (Art. 9) und Anbieter von Waren und
Dienstleistungen dhnlich wie in Art. 4 der Fernabsatzrichtlinie zahlreichen Informa-
tionsptlichten nachzukommen haben, damic die User beispielsweise wissen, wem
gegeniiber sic ihre Rechte verfolgen konnen, und zu welchen Bedingungen, Preisen
und Nebenkosten sie den Vertrag schlieflen (Arc. 5, 6).

Die E-Commerce-Richtlinie geht wie auch dic hier primar anwendbare Fernabsacz-
richtlinie zudem in Art.7 auf eine der meistdiskutierten Verbraucherschutzfragen
beim E-Business ein: das Zusenden unverlangter E-Mails (spams, junk-mail) zu

65 Siche Fn. g1,

66 Das Gesetz (s. Fn. 63) setzt u.a. die EG-Fernabsatzrichtlinic (FARL) 97/7/EG (ABl. EG Nr. L 144/19)
um. Vgl. dazu grundlegend Ring, Fernabsatzgesetz, 2000, sowie Meents, CR 2000, S, 610; Tonmer, BB 2000,
S.1413: Fuchs, ZIP 2000, S.1273; Gaertier/Gierschmann, DB 12000, S.t603: Wendehorst, DSIR 1000,
S.1311. Zum respektlosen Umgang des Bundesjustizministeiums mit dem Kuolwurdenkmal BGB am
Bcixpicl des FernAbsG Flume, ZIP 2000, S. 1427. Ahnlich Hensen, ZIP 2000, S. 1151,

67 Das Geserz findet gem. § 1 Abs. 2 bei solchen Vertrigen Anwenduag, die unter Einsatz von sFernkom-
munikationsmitteln« (Kawloge, Telefonanrufe, Telekopien, Horfunk, E-Mail, Rundfunk-, Tele- und
Mediendienste).

68 S. Fn. g4. Vgl. dazu neben viclen Teuenbor, K&R 2020, S. §9; Moritz, CR 2000, S. 61; Glerschmann, DB
2000, S. 131;: Scherer/Butt, DB 2000, S. 1609; Hoeven, MMR 1999, S. 192; Maemiel, MMR 1995, S. 187
Spindler. MMR-Bcilage 773000, S. 4 Mankowski, MMR-Beilage 7/2000, $. 22,

69 Zum Umsetzungsbedarf dieses Prinzips Tettenborm, K&R 2000, $.386 (388).
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Werbezwecken. Diese Praxis wurde bislang entsprechend der Rechtsprechung zu
unverlangten Werbeansprachen Gber Telefon und Telefax als sittenwidrig nach §
UWG und damit 2ls unzulissig 2angesehen. Nach Artikel 10 Abs. 2 FARL miissen die
EG-Mitgliedstaaten dafiir Sorge tragen, dafl Fernkommuonikationstechniken, die eine
individuelle Kommunikation erlauben, nur dann verwender werden diirfen, wenn der
Verbraucher ihre Verwendung nicht offenkundig abgelehnt hat (opt out-Prinzip)’.
Das deutsche Fernabsatzgesetz enthilt eine solche Vorschrift nicht. In der Begrun-
dung zum Gesetzentwurl wird allerdings darauf hingewiesen, dall die unverlangte
Versendung von Werbung an private E-Mail-Anschliisse von der Rechtsprechung als
wettbewerbswidrig gem. § 1 UWG angeschen wird und die Vorgaben der Fernab-
satznichtlinie nach deutscher Recheslage - aufgrund der Rechesprechung zu § 1 UWG
- auch schon bislang ecfiillt seien und im Interesse der Verbraucher dariiber hinaus-
gingen.

Die E-Commerce-Richdinie regelt erginzend, dafl der Werbung dienende E-Mails als
solche klar zu erkennen sein missen. Die Versender diirfen keine Werbung an
Adressaten schicken, die in einem Opt-Out-Register eingetragen sind. Auflerdem
kénnen die EU-Mitgliedstaaten verbindliche Opt-In-Systeme betreiben, bei denen
der Versand von Werbe-E-Mails nur dann zulissig ist, wenn der Empfinger aus-
dricklich zugesimmt hat.

Mit den genanneen Richtlinien wird der verbraucherfreundlichen Rechtsprechung in
Deutschland keineswegs das Ende bereitet’'; denn die EG-Richrlinie zum Fernabsacz
ist eine auf Mindestharmonisierung 2bzielende Verbraucherschuiz-Richtlinic. Sie
strebt insofern keine Harmonisierung der Vorschriften im Sinne der Rechtsanglei-
chung des Wirtschaftsrechts in der EU an, von der die Mirgliedstaaten auch im
Interesse der Verbraucher niche abweichen diirfren’*. Die Fernabsaczrichthinie und
die E-Commerce-Richdinie enthalten lediglich Mindestregelungen, dic den Mit-
gliedstaaten einen weiter gchenden Schutz der Verbraucher freistellt. Art. 14 FARL
Art.t Abs.3 und Art.3 Abs. 4 a) i) und ii) der E-Commerce-Richtlinie scellen dies
nun ebenfalls klar. Danach kénnen die Mitgliedstaaten u. a. dann Manahmen cr-
greifen, die im Hinblick auf einen bestimmrten Dienst der Informationsgesellschaft
von Absatz 2 [Verbor der Einschrinkung des freien Verkehrs von Diensten der
Informationsgesellschaft] abweichen, wenn sie zum Schutz der Verbraucher erfor-
derlich sind. Insofern fillt die unerberene kommerziclle Kommunikation iiber E-
Mail nichc unter das Herkunftslandprinzip. Der Rat der Europaischen Union gehe im
Encscheidungsgrund 30 zur E-Commerce-Richélinie selbst ausdriicklich davon aus,
dafl eine Nichtzulassung von niche angeforderter kommerzieller Kommunikation
zulissig ist”. Strengere Anforderungen an den Verbraucherschutz sind demnach mic
dem Ergebnis zulissig, daf das devtsche opt-in-System auch ohne gesetzliche An-
passungen aufrecht erhaleen bleiben kann?.

70 Nach An 10 Abs.2 FARL bleibt es nur bei Voice-Mail und bei Telefax bei dem opt-in-Prinzip.

71 Anders wohl Venslage, GRUR 1993, S. 656 (659); Hoeren, MMR 1999, S. 192, geht in einer Analyse des
RL-Entwurfs davon aus, daf » Werbe-E-Mails gekennzeichnet sein (sollen) und auf Widerspruch hin nicht
mchr versendet werden kdnnen« (S, 198); anders und zutreffend dagegen noch Hoeren, Rechisfragen des
Internet, 1998, S.262 [,

> So aber Zehentmeier, BB 2000, S.940.

73 Das folgt aus dem Umkchrschluf des Erwidgungsgrunds 3o S.3: »In Mitgliedstaaten, dic nicht ange-
forderte kommerzielle Kommunikation tiber elekironische Post zulassen, sollten geeignete Initiativen der
Brauche zum Heraosfiltern crusprechender Miucilungen geférdert und erleicheert werden.« und 31:
»Mitgliedstaaten, die in threm Hoheitsgebiet niedergelassenen Diensteanbierern die Versendung nicht
angeforderter  kommerzieller  Kommunikation ohne vorherige  Zustimmung  des  Empfingers
gestauten, ... =

74 Ebcnso Brisch, CR 1999, S. 235 Westerwelle, MMR 1999, S. 4¢; Tertenborn, K&R 2000, S. 59 (62); ders.,
K&R 2000, S. 368 (388); Schrick, MMR 2000, S. 199; Gaertner/Greyschmann, DR 2000, S. 1601; Schnitt-
mann, Anm, zu BGH BB 2009, 1540, BB 2000, S. 1941 (1542) m.w.N.

3
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Inzwischen sind allerdings Urreile ergangen’s, die unter Berufung auf die EG-Richt-
linie eine Zusendung von unverlangten E-Mails chne vorherige Aufforderung (opt
in-Prinzip) nur noch dann als sittenwidrig anschen, wenn der Adressar diese Werbung
offenkundig abgelehnt hat. Wenn sich diese Rechtsprechung zur unverlangten E-
Mail-Zusendung durchsetzt, sollte der Gesetzgeber klacstellend eingreifen und das
hohe Verbraucherschutzniveau in Deutschland so sichern, wie es auch Osterreich in
Umserzung der EG-Telekommunikationsdatenschutzrichdinie™ mit einer entspre-
chenden Anderung des Telekommunikationsgeserzes geran hat, nach dem die Zu-
sendung ciner elcktronischen Post als Massensendung oder zu Werbezwecken der
jederzeit widerrufbaren Zustimmung des Empfangers bedarf.

Erfreulicherweise hilt der BGH auch unter der Fernabsatzrichtlinie an seiner stin-
digen Rechesprechung fest und bestatigt in einer Entscheidung zur unaufgeforderten
Telefonwerbung, dal »die Richtinie nur cine Mindestregelung (enthilt), die den
Micgliedstaaten grundsiczlich einen weitergehenden Schutz der Verbraucher freistelle
(Art. 14 FARL)«?. Das Gericht betont darin erncut, daf »der wetthewerbsrecheli-
chen Miflbilligung unerbetener Telefonwerbung im privaten Bereich der Gedanke
zugrundc(liegt), dall der Schutz der Individualsphire vorrangig gegentiber dem wirt-
schaftlichen Gewinnstreben von Wettbewerbern ist und daf8 die berechtigten Inter-
essen der gewerblichen Wirtschaft, ihre Produkte werbemiflig anzupreisen, es ange-
sichts der Vielfalt der Werbemethoden niche erfordern, mic der Werbung auch in den
privaten Bereich des umworbenen Verbrauchers einzudringen,

Hinter der Kontroverse stehen unterschiedliche Vorstellungen vom Verbraucher und
den seinen Bediirfnissen gerecht werdenden Schutzmechanismen: Die EU gehe mic
Rucksichr auf die gemeinschaftsrechtlichen Grundfretheiten (hier insbesondere die
Warenverkehrsfreiheit nach Artikel 28 EGV) von einem mindigen und informicreen,
zumindest aber informierbaren Verbraucher aus, der seine Konsumentscheidungen
auf der Grundlage hinteichender Produktinformationen selbstindig treffen kann und
soll. Dagegen legen die deutschen Gerichte und Tejle der Wissenschaft im nationalen
Warenverkehr (noch) das Bild eines flichigen und unmiindigen Verbrauchers zu-
grunde, der weitreichender staatlicher Fiirsorge bedarf und vor den Fallstricken
geschiitze werden mufl, die der Wettbewerb fiir iho auslegt.

Die Annaherung des europiischen und des deutschen Verbraucherleicbildes hat aber
bereits begonnen, nachdem dic ersten Gerichee ihre bisherige Rechtsprechung zum
Verbrauchetleitbild aufgegeben und sich die Auffassung des Europiischen Gerichts-
hofs”® zu eigen gemacht haben.

75 LG Braunschweigy MMR zco0, §1; LG Berlin CR 1999, 187 = MMR 1999, 43 m. Anm. Westerwelle; AG
Kicl, Cl 2009, 14 m. Anm. Schmiedel.

76 ABl. EG Nr. L 24/1.

77 BGH 27.1. 2000, BB 2000, 1540 (Telefonwerbung VI) m. Anm. Schymittmarm. Zuvor BGH 16.3.1999,
MMR 1999, 477 (Telefonwerbung V) m. Anm. Schmuttmann.

78 Siche ctwa dic Entscheidungen zum cold-calling (EuGH C 384/93 vom 10. 5. 1995, EuZW 1995, 404 m.
Anm. Reich = WRP 1994, 801 m. Anm. Grofikopf = JZ 1996, 144 mit Besprechung von Koyt 1996; »das
grundsiteliche Verbot von Telefonwerbung kann eine Beschrinkung des freien Dienstleistungsverkehrs
i.S. des Art. 59 EGV darstellen) und zor Werberichtlinic »Gut Springenheide« (EuGH C 210/96 vom
16.7.1908, EuZW 1998, §26); »Estée Lauder«-Lifung Creme (EuGH C 228/98 vom 13. 1. 2000, EuZW
2000, 286) (das Gericht geht von cinem durchschnitlich informierten, aufmerksamen und verstindigen
Durchschnittsverbraucher aus).
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3.4 Datenschutzrecht

Auf die Sicherung der Persdnlichkeitsrechte der Verbraucher im Netz wird e¢in
besonderes Augenmerk zu richten sein. Der Gliserne Verbraucher ist das Ziel vieler
Internet-Shops. Mic dem Data Warchouse und dem Data Mining stellen sich Unter-
nehmen darauf ein, Informationen tiber Kunden zu sammeln und nach beliebigen
Kriterien fiir gezielte Marketingaktiviciten (1-to-1-Marketing) einzusetzen. Die Da-
tenschutzbeaufiragten des Bundes und der Linder halten diese Datenverarbeitungs-
praxis fiir unzulissig”.

Dennoch wird derzeit nach dem bekannten Credit Scoring® das Web Scoring ge-
priesen, mit dem die Zahlungsfihigkeit potenteller Kunden vor Vertragsschluff
analysiert wird, um bei vermuteter fehlender Bonitit den Vertragsschlufl abzulehnen
oder Vorkasse bzw. Nachnahmelicferung zu vereinbaren. Beim Web Scoring wird der
potentielle Kunde je nach Wohnort, Alter oder Beruf bei Eingabe seiner Daten in das
WWW innerhalb von Sekunden als »guter« oder sschlechter« Kunde eingestuft.
»Gute« Kunden kénnen auf Rechnung einkaufen. In Scoring-Programmen wird
micht nur die Wohnadresse und der Beruf beriicksichuigt, sondern beispielsweise
auch ein Jaufendes Inkasso- oder Verbraucherinso}venzverfahren. Vor diesem Hinter-
grund erhalt die elektronische Gebiudedatenbank, in der Foros aller Gebiude nach
Straflenverliufen und nach Personenadresse gespeichert sind, eine neue Qualitit™.
Anhand der Lage und des Zustandes der Hiuser soll auf die Kaufkeaft ihrex Be-
wohner geschlossen werden. Erganzt werden diese Daten mit Angaben Gber Haus-
bewohner, die Zeitungsverlage von ihren Inserenten haben oder von ihren Zeitungs-
zustellern sammeln lassen und verkaufen. Gesammelc werden auch Infarmationen
von Adreflhindlern, die bei Preisausschreiben, Fragebogenaktionen und Straflenbe-
fragungen Informationen liber den Kunden erhalten und beim Scoring zu einem
illustren Bild des Kunden zusammenfihren.

Diese Verfahren sind regelmiafig nach § 6a BDSG-E, der Art. 15 EG-DSRI umsertze,
unzulassig, weil Personen danach keiner sie beeintrichtigenden Entscheidung unter-
worfen werden diirfen, die ausschlieflich aufgrund einer aucomatisierten Verarbei-
tung von Daten zum Zwecke der Bewertung einzelner Aspekte shrer Person ecgehen,
wie beispielsweise threr Kredirwriirdigkeit.

Beunruhigend ist auch die Praxis, von im Internet surfenden Kindern Informacionen
zu sammeln — auch Giber deren Eltern. An online-Spielen beispielsweise diirfen diese
erst teilnchmen, wenn sic einem elektronischen Fragebogen das Gehalc oder Hobbys
der Eltern anvertraut haben. In den USA untersagt es der Children’s Online Privacy
Protection Act (COPPA)® Internct-Anbietern, Daten von Kindern und Jugend-
lichen ohne ausdrickliche Einwilligung der Eltern zu sammeln. Der inzwischen
insolvente Internet-Spielzeugshop toysmart muflte wegen dieses im April 2000 in
Kraft getretenen Gesetzes seine rechiswidrig ertangten Daten 16schen. Die Federal
Trade Commission (FTC) untersagte es diesem zum Disncy-Koonzern gehdrenden

79 Dokumenticrt unter hup://wew.datenschutz-berlin.de/doc/de/kani/index.him und bei Jrirgens, DSB 4/
2000, S.8. Siche auch Billesbach, Cl 2000, S.6¢; Baerswyl, RDV 2000, §.6; Gundermann, K&R 2000,
S.22§; Wirerg, RDV 2000, S. 59; Imbof, CR 20¢5, S. 110.

80 Siche dazu Bidlesbach, CR 2009, S. 544 (549 [.), der dieses Verfahren der Finanzdienstleister im Lichic des
§ 6a BDSG zuureffend als unxulissig ansicht,

81 Vgl. Ginther, CT 2000, S.70; Eynst, RTKom 2000, §. 4. Sichc auch LG Waldshut-Tiengen und VG
Karlsruhe, CI 2000, 70 m. Anm. Ginther.

82 Das 1998 verabschiedete und im April 2000 in Kraft getretene Gesetz ist dokumentiert unter huip://
www.fte. gov/ogc/coppar.htm. Inzwjschea hat cin US-Gericht in Phitadeiphia dieses Gesetz am 22 Jum
1000 wegen Verstoles gegen das Rechr aul Mcinungsfreiheit als verfaBungswidnig erklan, vgl. Parzelr,
DSB 7+8/2000, S. 16 1.
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Unternehmen zudem, die Kunden-Informartionen insbesondere tiber Kinder aus der
Konkursmasse zu verkaufen. Trotz der in den USA stirker denn je zu beobach-
tenden Bemiihungen, Personlichkeitsrechre vor Gefihrdungen durch das Internet zu
wahren, ruft Scort McNealy, CEO vop Sun Microsystems, der Internet-Gemeinde
zu: »You have zero privacy anyway. Gert over it!«™

Auch in Deutschland scheinen durch Gesetzgebung und Rechtsprechung zum Per-
sonichkeitsrecht aufgebaute Dimmein der Praxis zu brechen. Anbieter von Software
fiir Internetshops werben damit, den »glisernen consumer: und damit eine neue Ara
der Verkiufer-Kunden-Beziehung schaffen zu kdnnen.

Eine Umsetzung dieses technisch Méglichen und in der Praxis bereits realisicrien
Szenarios verstofit gegen Datenschutzrecht. Eine entsprechende Datenschutz-Sen-
sibilitat ist bei vielen Online-Handlern und ihren Sofcware-Lieferanten aber niche
vorhanden®. Diensteanbicter kennen die Verpflichtungen des BDSG zumeist nur in
groben Ziigen und wenden es iiberwiegend nicht oder nicht richtig an. Die vorge-
henden, strengeren Vorschriften des Teledienstedatenschutzgesetzes (TDDSG), zu
dem ein Diskussionsentwurf eines Andcmngsgeseucs vorlieg[“, ungd der Telekom-
munikations-Datenschutzverordnung (TDSV) sind den Diensteanbietern, insbeson-
dere den Anbietern beim E-Commerce, mit wenigen Ausnahmen unbckannt. Die
Verletzung des TDDSG bzw. des Mediendienstestaatsvertrags ist heure die Regel®.
Die Ubermittlung digitaler Kunden-Informacionen (Konsumgewohnheiten, Kredit-
dacen) iber weltweite Netze im [nternec als E-Mail oder durch Abruf von web-pages
mit den daraus resultierenden Gefahrdungen (Mitlesen privater mails; Erstellung von
Nutzerprofilen durch Unbefugte z. B. Giber cookies; Offenbarung von Konten- und
Kreditdaten) riickt das Problem der Durchsetzbarkeit des Datenschurzes immer
mehr in den Vordergrund, weil technischer Sclbstschutz durch Firewalls, Krypto-
graphie (z.B. pretty good privacy) und Sicherheitstechniken beim elektronischen
Geldverkehr (z. B. SET) nur einen eingeschrinkten Schutz sicherscelle. Teilnehmern
sind dic technischen Vorginge (http-Protokoll, Cookies, Java- und ActiveX-Funk-
tionen) und die damit verbundener Ristken weitgehend unbekanni. Selbstschurz ist
dann eine triigerische Forderung. Kontrollinsttutionen (externe DSB) sind iiber-
laster. Externe Kontrolle findet weitgehend nichr stact.

Die in Meinungsumfragen zum Ausdruck kommenden Befiirchrungen der Verbrau-
cher, daf ein Mi8brauch mit Online-Daten staufindec®, sind also durchaus begeiin-
det. Dic Wirksamkeit des Datenschuezes wird deshalb derzeit intensiv und kontro-
vers diskutiert. Die Meinungsiuflerungen reichen von der Forderung nach Zuriick-

83 Auf scinem Server hatte Toysman scinen Kunden noch zugesichen: »lhre personlichen Daten werden wir

niemals an cine dritte Partei weiterreichen.« Im Insolvenzverfahren wueden in Anzeigen dann aber auch

»immaterielle Giliter, wie zum Beispic) Namen, Datenbankinhalte, Kundenlisten, Marketingpline und

Website-Contentw angeboten. Niher dazu http://www heise.de/newsticker/data/ad-18.08.co-0co/.

84 Zitiert nach Kébntopp, DuD 2020, S. 384.

85 Ausfubrlich dazu Computer Zeitung vom 23. 3. 2009, S. 20, Siche auch Wanckel, Persontichkeitsschuiz in
der Informationsgescllschafy, 1999.

36 Stand: April 2000: http//wonv.iid.de/inkdg/geserz/Flieftext-synop11.PDE.

87 Das bestingt auch eine Srudie des ZDF-Wirtschaftsmagazing WISO vom Herbst 2006: »Dic 8cstim-

mungen des Fernabsatzgesetzes werden bislang nur schr ansatzweise umgesetzy, die Bestimmungen des

Teledienste-Datenschutzgesetzes, das ja schon seit 1997 in Kraft ist, werden nach wie vor fast vollig

miflachiet.« (hutp://www.gnn.de/oooy/9602.huml).

Siche die Nachweisc iiber entsprechende Erhebungen in den USA . a. durch die Federal Trade Commis-

sion (FTC) bei Grimm/Rofinagel, DuD 2000, S. 446, und in Japan bei Roflnagel/Scholz, DuD 1c26,S. 454.

Dazu auch Exd, K] 2000, S. 457. Zum »Datenschute im Interner« Moos, Datenschutz im Jnternet, m:

Krézer/Gimmy, Randbuch zun Interner-Recht, 2000, S. 411; Kooh, Datenschutz in Datenncizen, 1998,

S. §49: Bawmler (Hg.), E-privacy, 2¢00. Vgl. auch von Hinden, Pers8nlichkeitsverletzungen im Interner,

1999.
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nahme staatlicher Regelungen®, bis zur verniinftigen Forderung nach einer moder-
nen Anpassung der vorhandenen Regelungen®.

Daneben sind vermehrt Meinungsiuferungen zu registrieren, die zu einem funda-
mentalen >roll-backe des Datenschurzgedankens auffordern und eine grundlegende
»Neubesinnunge fiir erfordeclich halten. Mit der hier irreflibrenden Berufung avf die
grundrechtlich geschiitzte Informationsfreiheit, der das Datenschutzrecht de lege lata
mit seinen als Informationsverboten bezcichneten Datenverarbeitungsvorbehalten
entgegenstehen soll, werden individualschitzende Regelungen wie der Zweckbin-
dungsgrundsatz und damic cragende Prinzipien des Datenschutzrechts in Frage
gestellt. Es wird geweissagt, Deutschland wiirde zu einem informacionellen Encwick-
lungsland, wenn der Gesetzgeber bej den angekiindigten Geserzesnovellierungen
keine Kehrtwendung vornehmen werde®'.

Eine weniger forsche Betrachtungsweisc erkenne, daff nichtder Abschied vom Daten-
schutz, sondern ausgereifte Datenschutzkonzepte erforderlich sind, die das Vertrauen
der Kunden in clektronische Geschifte erobern miissen®. Die bereits jetzt nach
nicht-hoheitlichen Kriterien stattfindende Auditierung der E-Shops und die Verlei-
hung von Siegeln wie >trusted shopse konnen dafiir geeignete Mafinahimen sein.
Richug ist, daR neue, smoderne« Formen des Datenschutzes wie mehr Schurz durch
Selbstregulierung (codes of ethic), Schutz durch Marktmechanismen (Datenschurz-
Audit), technischer Schutz (privacy enhancing rechnologies), Systemdatenschutz
(z. B. Zahlungen chne Datenspur) neben die hoheitliche Verancwortung und Kon-
trolle treten miissen, um Defizite der bisherigen Regelungen durch neue Instrumente
zu beheben®. In bereichsspezifischen Regelungen wic dem Mediendienstestaatsver-
irag sind bereirs einige dec neuen Gedanken wie ein Datenschutzaudit berteksichuige.
Auch die Richtlinien des Europarats zom Datenschutz im Incernet richten sich mit
konkreten Handlungsan)eitungen zum Schutz der Personlichkeitsrechte im Infor-
mation Highway zuerst an die >Uscr< und dann an die Service Provider und den
Gesetzgeber®.

In der EU ist das Problem mit dem Vollzug der Datenschutzgesetze beim elekreo-
nischen Geschiftsverkehr und dec Telekommunikation bekannt. Entsprechend dem
im Entwurf einer »Charta der Grundrechte der Europaischen Union< in Art. 19
verankerten Datenschucz-Grundrechc® sollen eine EG-Datenschutzrichtlinie’” und

89 Trute.)Z 1998, S. 822, in seinem empfchlenswerten Beitrag: Dus »tnformationelle Selbstbestimmungssecht
(ist) von seier Grundlage her iiberpyiifungsbediirftig.«; Lutterbeck, DuD 1997, S. 129, mit cinem fiir
»Neueinsteiger« instruktiven historischen Uberblick zur Datenschutzentwicklung. »Die Staatsfixierthest
des Datenschutzes ... mufl aufgegeben werden.«.

Bull, ZRP 1998, S. 310t » Das Datenschutzrecht ist viel zu komplizient geivorden, fuy die merscen Menschen

kaum verstindlich und selbst fier Experten terlweise schwer handhabba.«.

Siche zulerzt mit an der Grenze des Seridsen konstruierten Beispiclen Swrsohet, RDV 2000, S. 107, insbes.

S.109: Ebmann, RDV 1998, S.235. 1599 S. 12.

Computer Zeirung vom 23. 3. 2000, S. 20: »Der sensible Umgang mut Kundendaten (wird) zu einem K.o.-

Kriterium im elcktronischen Handel.«. Zur online privacy-Politik der grofen Internet-Unternchmen in

den USA hnp://www.nercoalijon. com/. Vgl. auch Kobntopp, DuD 1000, S. 384, und den Konzern-

Datenschutzbeaufragien bei DaimferChrysler Bitllesbach, RDV 2000, S. 1, der dem Konzern mit dicser

vom Unternelimen anerkannten Datenschutzposition ¢in exzellentes Datenschutzimage schuf.

93 hup://www.rusied-shops.de.

94 Vel neben vielen Lanfermann, RDV 1998, S. 1; Wolters, DuD 1999, S. 277, Spnits, NJW 1998, S. 2473,

9¢ Guidelines for the protection of individuals with regand 1o the collection and processing of personal data
on information highways, Beschlu des Europarats vom 2 3. Februar 1999; The Committee of Ministers to
Member States for the Protection of Povacy on the Internet.

96 Entwurf vom 4. Juni 2000 -Praesidium Notes, Charte 4333/00, Convent 36: »Everyone has the right to
determine whether data of = personal nature concerning himself may be collected, how they may be used
and whether they may be disclosed«; hup://db.consilium.cu.int.

97 Richtlinic 9§/46/EG des Europiischen Parlaments und des Rates vom 24. 10. 199 ¢ zum Schutz naviirlicher
Personen bei der Verarbeiung personenbezogener Daten und zum (reien Datenverkehr, ABL. EG N L
281/51.

o

9

9

Y

9

21673.216.36, am 21.01.2026, 06:56:12. © Inhatt.
ersagt, ir i a ‘mit, fr oder in KI-Systemen, Ki-Modellen oder Generativen Sprachmodellen.

523


https://doi.org/10.5771/0023-4834-2000-4-506

524

eine EG-Telekommunikationsdatenschutzrichtlinie?® cinen effizienten Datenscbutz
in Europa sicherstellen. Die Umsetzungsfrist ist lingst abgelaufen, und das Vertrags-
verletzungsverfahren beim Europiischen Gericheshof gegen Deutschland cingeleiter,
ohne daff Deuwschland die Anforderungen durch eine nationale Novelle bislang
angepafc hitte. Das Bundeskabinett beschlo® erst im Juni 2000 den Gesetzesenrwurf
zur Novellierung?. Abgesehen von den Schutzniveaukriterien fir eine Ubermictlung
an Drittstaaten (Act. 25 EG-DSRI; § 1 Abs. 3 BDSG-AEY* enthilt das (kiinfuige)
BDSG danach keine netzspezifischen Aspekte. Diese sind im Teledicnstedaten-
schutzgeserz (TDDSG) enthalten, nach dem Daten iiber User nicht rechtswidrig
erhoben, gespeichert oder ibermittele und vom User elektronisch versandte Daten
nicht zweckwidrig genutzt oder ibermittelt werden diirfen. Die Datenverarbeitung
ist danach nur dann zulissig, wenn sie durch das TDDSG oder ein anderes Gesetz
erlaubt ist oder wenn eine Einwilligung erfolgte. st die Verarbeitung danach zulassig,
ist eine strenge Zweckbindung und Verpflichtung zur Datensparsamkeit (§ 3 Abs. 2, 4
TDDSG) zu beachten.

Im iibrigen sieht das Gesetz vor, dafl eine anonyme oder pseudonyme Netznurzung
ermoglicht werden muf, soweit dies technisch mdglich und zumutbar ist (§ 4 Abs.1
TDDSG). Nutzerprofile sind ausdriicklich nur unter Verwendung von Psendonymen
zulissig (§ 4 Abs.4 TDDSG). Zur Sicherstellung des Darenschutzes bei der Tele-
kommunikation wurde schliefllich vom Bundeskabinett im Mai 2000 die Telekom-
murukavons-Datenschurzverordnung beschlossen, der der Bundesrat am 29. 9. 2000
zustimmee'®.

Die Bundesregierung hat angekiindigt, dafl eine Gber die jetzt anstehende Novelle
hinausgehende grundsitzliche Uberarbeitung der Systematik des Datenschutzgeset-
zes vorbereitet wird (2. Phase der Modernisierung des Datenschuczes). Ein Gut-
achterausschufl’®* wird einen Entwurf fiir ein technik- und zeitgemifles BDSG
vorlegen. Bestandteil des zukiinftigen »modernen« Datenschutzreches'® sollen ne-
ben dem staatlichen Ordnungsrecht mit seinen sanktionierten Verboten und Geboten
»moderne Instrumente« werden. Neben den technischen Eigenschutz des Users trict
das neve, durch ein Gesetz oder eine Verordnung auszufilllende datenschutzrecht-
liche [nstrument des Datenschutz-Audits™, wic es in § 17 Mediendicnstestaatsver-
trag (MDScV) und in § 10a DSG NW bereits enthalten ist'®. Diese Vorschrift, die

98 Richtlinie 97/66/EG des Europaischen Parlaments und des Rates vom 15.12. 1997 uber dic Veracbeitung
personenbezogener Daten und den Schute der Privarsphire im Bereich der Telekommunikation (AB).
EG Nr. L 24/1). Zu dieser Richtlinic liegt ein Anderungsvorschlag der EG-Kommission vom 12. Juli
2000 [KOM(2000)385]) vor, der dic Richtlinic 97/66/EG an dic Emwicklungen bei den elektronischen
Kommunikationsdiensten und -technologien anpassen soll: hup://www.curopa.cu.int/comm/informa-
tion.
socicty/policy/framework/pd{/comoc0385_de.pdf.

99 Siche hup://www.datenschutz-berlinde/ueber/akiuel).bim.

100 Eine derartige Schutzniveauregelung (Driustaatenklaasel) soll auch in § 77 Abs. » und 3 SGB X aufge-
nomnen werden. Die Begrindung zum Gescrzenovurf gebt davon aus, dafl das Bundesversicherungs-
amt fur die inlindische ubermittetade Stelle feststell, ob cin angemessencs Datenschutzniveau gewahr-
lcistet ist.

101 Vgl. dazu Koemg/Neumann, K&R 2000, . 417.

102 Unter Leitung des Vorsitzenden der Konferenz der Landesdatenschutzbeauftragten, Garsstka, gehoren
thm Rofnagel (Jura, Kassel) und Pfitzmann (Informank, Dresden) an. Ein Beirat begleitet die vorparla-
memansche Arbeit.

103 Siche dazu die =Berliner Erklirung zur Modernisierung des Datenschutzrechtes« der Regicrungskoali-
tion vom 19. 6. 2000, hitp://www.moderner-datenschutr.de, und Tuanss/Oxderr. RDV 2000, S.143.

104 Dazv zuletay, jeweils m.w.N,, Rofinagel, Darenschutzaudit, 1599, Gola, RDV 2000, $. 93, und — mit ciner
sachlich nicht nachvollzichbaren Ablehnung der Datenschurzbeanftragten der Deutschen Telekom -
Konigshofen 2009, S. 359.

ro5 Ein Datenschurzaudit soll de lege ferenda nach dem einzufiigenden § 78 d SGB X auch den Anbictern
von Datenverarbejtungssystemen und -programmen und Sozialdaten verarbeitenden Stellen moglich
sein. Von daher erstaumt die Ablchnung des Audits gerade durch den Datenschutzbeaufiragien von
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Unternehmen Anreize zur Auvditierung und zum Kommunizieren des dadurch er-
langten Siegels bicten soll, sieht vor, daf Anbieter von Mediendiensten zur Ver-
besserung von Datenschutz und -sicherheit ihr Datenschutzkonzept sowie ihre
technischen Einrichtungen durch unabhingige und zugelassene Guracheer priifen
und bewerten lassen konnen.

Die Datenstrome machen an Landesgrenzen nicht halt und bediicfen internationaler
Regulierung’®‘. Nach EG- und nationalem Datenschutzrecht diirfen personenbezo-
gene Daten nicht in Dritdlinder ibermittelt werden, die keine gleichwertigen Dacen-
schutzregelungen kennen'. Art. 25 EG-DSRI fordert als Voraussetzung eines zulis-
sigen Datentransfers in Drittstaaten gemill dem Adaquanzprinzip ein angemessenes
Schutzniveau im Empfingerstaat, dessen Vorliegen die Europiische Kommission
»feststellen« kann (Art. 26 Abs. 6 EG-DSRI).

Weil beispielsweise in den USA fiir den nicht-6ffentlichen Bereich keine uber be-
reichsspezifische Regelungen hinausgehenden allgemeinen Datenschutzgesetze be-
stehen, wire dem transatlantischen Datentransfer damit ein Ricgel vorgeschoben.
Nach langjihrigen Verhandlungen haben die EU und die USA am 1. Junj 2000 nun die
Safe Harbor Vercinbarung mit den zum Anhang gehdrenden bedeutungsvollen
Frequently Asked Questions unterzeichner, nach der sich US-Unternehmen mit
ciner Eintragung in eine vom US-Handelsministerium oder eine von einer von
shm beauftcagten Organisation gefiihrten Liste durch die Selbstverpflichrung auf
Datenschutz-Konzepte als »sichere Hifen« fiir diec Ubermittlung avs EU-Staaten
qualifizieren kdnnen. Solche Firmen erkliren, keine personenbezogenen Daten ohne
die Einwilligung der Betroffenen zu sammeln oder zu verarbeiten, so dafl im Hinblick
auf dieses Unternehmen von einem angemessenen Schutzniveau gemal} Art. 25 DSRJ
ausgegangen werden kann und die Ubermitclung aus der EU an dieses Unternehmen
zulissig ist. Ein Verstof hiergegen wire auch als wettbewerbswidriges Verhaleen zu
verfolgen. An der Wirksamkeit derartiger Selbstverpflichtungen fisr den Datenschutz
insgesamt darf man dennoch zweifeln; denn eine dem Kongreff im Mai 2000 vor-
gelegte Studie der US-Federal Trade Commission (FTC) ergab, dafl aur 45% der am
meisten besuchten Websites das Datenschutz-Siegel einer der von der Industrie zor
Forderung der Selbstverpflichtung geschaffenen Organisationen trugen. Dement-
sprechend fordert die FTC gesetzliche Regelungen zur Erginzung des Selbstregu-
lierungsansatzes'’. Die EU-Kommission hat trorz ciniger Bedenken des Europi-
ischen Parlaments am 27.Juli 2000 gleichwohl offiziell festgestelly, dall mit den Safe-
Harbor-Prinzipien'® ein hinreichender Schutz gegeben ist**®, so dafl das Abkommen
Ende Oktober in Kraft crecen konnee. Vergleichbare Feststellungen iiber ein gleiches
Schutznjveau wurden zeitgleich avch hinsichtlich der Drittstaaten Schweiz und
Ungarn getroffen. International operierende Unternehmen haben dartber hinaus
mit Uber die Safe Harbor Prinzipien hinausreichenden Codes of Conduct (Daimler-

Siemens als emnem Anbicter solcher Systemc, vgl. Drews (Siemens)/Kvanz (Luithansa), Datenschutz-
audit, DuD 2co00, S. 226.

106 Taeges, Grenziberschreitender Datenverkehr und Datenschutz in Europa, 1995; ders., EWS 1995, S. 69.

107 Fiir dic Datenubermittlung durch 6ffentliche Stellen § 17 BDSG: {ur nicht-offentliche Stelle ergibt sich
cine entsprechende Verpflichwng mittelbar aus § 28 BDSG, vgl. Avernbammer 1993, Rdn. 45 zu § 28;
Taeger (Fn. 106),S. 2§ 1., Draf, Dic Regelung der Ubermintlung personenbezogener Daten in Drttlinder
nach Ar.2g, 26 der EG-Datenschurzrichdinie, 1999,

108 FTC. Privacy Online: Fair Information Practices in the Electieonic Markerplace, hup://www.fte.gov/
reports/ privacy2000/privacy 2c00text.pdf: »Self-regulation alone has not adequately protected consu-
mer online privacy, and as a resuly, legislavon is now needed to supplement self-regulatory efforts and
guarantee basic consumer protections«.

169 Safe harhor privacy principlesissued by the U. . Deparument of Commerce, dokumentiert unter hup://
curopa. ew.int/comm/internai_market/en/media/dataprot/ news/shprinciples.pdf.

170 hup://europa.cu int/comm/internal_market/en/media/dataprot/news/decision. pdf.
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Chrysler, American Express, City Bank, Shell, IBM u. a.) den internationalen Daten-
verkehr selbst reguliert oder in ihren Vertragswerken cnisprechende Datenschutz-
Unterwerfungsklauseln aufgenommen.

4. Ausblick

Die ausgewihlten Beispiele zeigen, daft sich mit den Neuen Medien oder im Internet
keineswegs ein »rechtsfreier Raume''" oder gar der »Cyberspace als cigenstandiger
Rechtsraum«''? entwickelt. Die Rechtsanwendung hat zumeist schon mit dem gel-
tenden Recht ein Instrumentarium, um Rechessicherheic und Schurz zu gewihe-
feisten. Nachdem im EDV-Recht zunichst ausreichende Schutzrechte geschaffen
wurden, ist der Geserzgeber nun nacheilend dabei, das »rechtliche Institutionsge-
fuge« auch an dic neuen Encwicklungen des weltweiten elekwronischen Handels
anzupassen, ohne dabei immer Gberzeugen zu konnen. Teilweise verharrt er in
Unditgkeit (wie lange Zeit bei der Datenschutznovellierung) oder driickt sich um
klarstellende Regelungen (wie beim Spamming). Das Telekommunikationsrecht
drohe ginzlich undurchschaubar und in seinen Definitionen widerspriichlich zu
werden (provider, Mediendienste). Das internationale Urheberrecht bedarf ange-
sichts der technischen Download-Moglichkeiten geschitzter Werke von einem Ser-
ver (my.mp3.com), unter Zuhilfenahme eines zentralen Verzeichnisses (Napster) oder
nur mittels cines Suchprogramms, das dic Rechner der sich online befindenden
>Netizen« nach iibertragbaren Musik- oder Filmtiteln scannt (Gnutella, Scour, Na-
pigator), neuer Ansicze'",

Gleichwohl: Die Globalisierung der Wirtschaft wird auch die Globalisierung des
Rechts beschleunigen. Das in der E-Commerce-Richdlinie verankerte Herkunfts-
landprinzip (Art. 3) erlaubr den Unternehmen EU-weites Markeverhalten, wenn es
mit dem Rechrt ihres Heimatstaats vereinbar ist. Um Inlandsunternchmen nicht zu
diskriminieren, wird der Druck auf Geserzgeber und Rechisprechung steigen, ent-
sprechende Angleichungen an das fiir Internet-Unternehmen freundlichste Wettbe-
werbs- und Verbraucherschutzrecht vorzunehmen.

Die EU ist im Zivil- und Wirtschaftsrechr dabei, dic erforderlichen Rechtsgestal-
tungen voranzutreiben. Aber auch tber die EU hinaus werden zumindest in der
industrialisierten Wele die Rechtsentwicklungen aufeinander zulaufen. So har erwa
die OECD Consumer Protection Guidetines for Electronic Commerce entwickelr,
und die Vereinten Nationen haben durch die General Assembly Resolution 51/162
vom 16. Dezember 1996 ein JUNCITRAL Model Law on Electronic Commerce«' ™
in die Diskussion gebracht.

Es bleibt kritisch zu beobachcen, ob die Encwicklungen des EDV-, Multimedia- und
Internet-Rechts das bisherige Verbraucher- und Darenschutznivean in Deutschland
zumindest halten und die sich abzeichnenden ungeheuren Risiken der revolutioniren
Technik- und Anwendungsentwicklung begrenzen konnen. Schr viel Skepsis mufy
aber den rechtlichen Moglichkeiren zur Bekimpfung des kriminellen Milbrauchs des

111 Dazv Wenning, jorPC 1995, S. 3321 Engel, AfP 1996, S. 220; Rofinagel, ZRD> 1997, S. 26.

112 Ablebnend ctwa auch Schack, MMR 2000, S. §9.

113 Siche in dicsem Zusammenhang dic Gemeinsamen Standpunkte fur cine Richtlinic zum Urheberrecht in
der  Informationsgesellschaft  (hup://europa.cuint/comm/internal_markev/de/intprop/intprop/in-
dex.hum), die der Umsetzung zweier WIPO-Verrdge von December 1996 dient. Dazu Hoeren,
MMR 2003, S.§15.

114 hup://www.un.orat/uncitral/texts/electcom/ml-cc.him.
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Internet mit seinen im globalen Netz von faktisch nicht lokalisierbaren Schépfern
geschaffenen, gar nicht virtuellen, sondern sehr realen Nazi- und Porno-Welten
entgegengebracht werden. So wird das Projekt > FreeNets, das nach den Vorstellungen
scines Erfinders Tan Clarke »die fast perfckte Anarchie« im Netz durch unkon-
trollierbare Informationsstréme ermdglicht und optimale Bedingungen nicht nur
fiir das sdownloaden« urheberrechtlich geschiitzter Werke schaffen wiirde, sondern
fiir solche kriminellen Organisationen, die Kinderpornographie vecbreiten oder
Copyright-Verletzungen férdern, wird wohl kaum nur eine Nachricheenglosse blei-
ben''s. Das Projekt hat mitsPublius« schon einen Nachfolger gefunden. Forscher von
AT&T arbeiten mit der University of New York mit einer fiir die USA typischen,
gleichwohl aufgrund deutscher historischer Erfahrung besonders fragwiirdigen Be-
rufung auf den Schutz der Meinungsfreiheit vor Zensur daran, mit »Publius< den Ort
oder Urheber cines besammten Web-Dokumentes eines anonym bleibenden Autors
im Netz zu »verstecken«. Das versteckte Dokument ist dabei auch so verschliissclt,
dzR Provider den Inhalc nicht zur Kenatnis nehmen, es nicht ausfiltern und damic
auch strafrechtlich nicht zur Verantwortung gezogen werden konnen (§ s TKG). Von
den Usern kann der Inhalc aber problemlos abgerufen und decodiert und wieder
gebiindelt konsumiert werden. Hier kdnnte sich cin rechnisch bedingter »rechtsfreier
Raum« entwickeln, vor dem das nationale Ordnungsrecht nahezu kapiculiert.
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