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Vorwort

Ein Handwerker, der die Heizung in einem digital vernetzten Gebaude re-
parieren soll, braucht nicht mehr nur Zangen und Wasserwaage und
Schraubendreher im Werkzeugkasten. Er braucht moglicherweise auch
einen ,digitalen Schlissel®, um Zugang zur Steuerungssoftware oder zu
den Heizungsdaten zu erhalten. Wenn der Zugang zum ,,Smart Home*
von einem Digitalkonzern kontrolliert wird, droht eine Gefahr: Der Inha-
ber des digitalen Schlassels wird zum ,,Gatekeeper®, der entscheiden kann,
wer berhaupt noch wirtschaftlich titig werden kann. Handwerksbetriebe,
seit Jahrhunderten als selbststindige Unternehmen eine Sdule des europa-
ischen Wirtschaftsmodells, konnten in die Abhingigkeit von Datenmono-
polisten geraten.

Das ,Smart Home® ist nur ein Beispiel dafiir, wie sich das wirtschaftli-
che Umfeld fiir das Handwerk durch die Digitalisierung andert. Je nach
Gewerk mag die Lage ganz unterschiedlich sein. Neben Risiken gibt es
auch Chancen: Innovative Unternehmen kénnen dank der Digitalisierung
effizienter werden, spannende Kooperationen eingehen und neue Leistun-
gen entwickeln. Der Zugang zu Daten, Plattformen und Software bleibt
aber auch bei der Wahrnehmung dieser Chancen ein entscheidendes The-
ma.

In dieser Untersuchung wird die Zugangsproblematik aus rechtlicher
Perspektive beleuchtet: Welche Regeln gelten — und wie sollte der rechtli-
che Rahmen zukiinftig ausgestaltet sein? Es geht nicht darum, mit neuen
Vorschriften Innovationen auszubremsen, neue Burokratie zu schaffen
oder einzelne Branchen protektionistisch zu schiitzen. Im Gegenteil: Mich
leitet die Uberzeugung, dass die Wirtschaft am besten funktioniert, wenn
es einen freien und fairen Leistungswettbewerb gibt. Uber Erfolg oder
Misserfolg von Unternehmen sollen die Verbraucher entscheiden — sie
sind die Schiedsrichter im Wettbewerb, nicht die digitalen Gatekeeper.
Leistungswettbewerb und Konsumentensouverédnitat brauchen aber einen
rechtlichen Rahmen, und dieser muss von Zeit zu Zeit neuen wirtschaftli-
chen Phinomenen angepasst werden.

Das Ludwig-Frohler-Institut fiir Handwerkswissenschaften hat diese Un-
tersuchung angeregt und unterstitzt. Zu danken ist dem Direktor des In-
stituts, meinem sehr geschatzten Kollegen Prof. Dr. Martin Burgi, sowie
seinem Team. Die Projektpartner des Ludwig-Frohler-Instituts — Hand-
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werkskammern, Verbande und Ministerien — haben die Untersuchung be-
gleitet, aber keinen Einfluss auf ihren Inhalt genommen. Eine Studie aus
wirtschaftswissenschaftlicher Sicht zu der Thematik wird im Volkswirt-
schaftlichen Institut fiir Mittelstand und Handwerk an der Universitit
Gottingen vorbereitet.

Philipp Offergeld und Clemens Pfeifer, Wissenschaftliche Mitarbeiter
an der Heinrich-Heine-Universitait Dusseldorf, haben intensiv an dieser
Untersuchung mitgearbeitet. Ihnen danke ich herzlich.

Dasseldorf, im Marz 2021 Prof. Dr. Rupprecht Podszun
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Wesentliche Ergebnisse

Wesentliche Ergebnisse

Kapitel A: Ausgangspunkte

1.

Der digitale Wandel erfasst das Handwerk. Anwendungsbeispiele sind

etwa

- notwendiger Datenzugang bei der Kfz-Reparatur;

- vorausschauende Wartung von vernetzten Geraten;

— Leistungserbringung im Smart Home oder in der Smart Factory;

- Vertrieb von Handwerksleistungen tiber digitale Plattformen;

— Zusammenarbeit in Wertschopfungsnetzwerken auf B2B-Plattfor-
men.

Charakteristika der digitalen Okonomie sind Plattformen, Daten und

eine zunchmende Vernetzung von Produkten, Leistungen, Kunden,

Markten. Plattformmirkte tendieren zu Marktmacht. Immer stirker

werden Plattformen zu digitalen Okosystemen ausgebaut, insbesondere

seitens der digitalen Infrastrukturanbieter.

Die Plattformokonomie bringt eine Disruption des marktwirtschaftli-

chen Wettbewerbsmodells mit sich: Leistungserbringende Unterneh-

men (z.B. Handwerk) verlieren die unmittelbare Kundenschnittstelle.

Diese wird zunehmend von digitalen Gatekeepern besetzt. Sie steuern

wirtschaftliche Entscheidungen und prigen sie vor. Das Paradigma des

freien und fairen Leistungswettbewerbs mit dem Nachfrager als

»Schiedsrichter® wird durch zentrale, datenbasierte Steuerung ver-

drangt.

Zugleich bietet die datenbasierte Okonomie auch Chancen fir das

Handwerk. Diese sind gekennzeichnet durch besonders individuelle

Leistungen, einen engen Kundenkontakt und hohes Innovationspoten-

tial. Diese Qualitaten konnen durch Datenanalyse bereichert werden.

Kapitel B: Zuordnung und Zugang im geltenden Recht

S.

Fir das Handwerk wird entscheidend sein, Zugang zu Plattformen, Da-
ten und Software zu erlangen. Zudem sind eigene erbrachte Leistun-
gen davor zu schitzen, durch Plattformunternehmen ohne angemesse-
ne Gegenleistung ausgebeutet zu werden.

Der Ausschluss anderer von der Nutzung ergibt sich v.a. durch rein fak-
tische Herrschaft, vereinzelt auch aus anderen Rechtszuweisungen.

Das primire Instrument zur Verschaffung von Zugang im geltenden
Recht sind vertragliche Vereinbarungen. Diese sind grundsitzlich vor-
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teilhaft, setzen aber ein ungefihres Verhandlungsgleichgewicht der
Vertragsparteien voraus.

Wird Zugang nicht auf vertraglicher Basis gewihrt, kommen zwangs-
weise Zugangsanspriiche in Betracht. Der Gesetzgeber hat mit der No-
vellierung des Kartellrechts 2021 dem Grunde nach weitreichende Zu-
gangsanspriche gewihrt. Die zwangsweise Durchsetzung kartellrechtli-
cher Zugangsanspriiche ist in der Praxis jedoch schwerfallig. Weitere
Zugangsanspriiche ergeben sich aus sektorspezifischen Regelungen
und kiinftig moglicherweise aus dem Digital Markets Act gegeniiber di-
gitalen Gatekeepern. Fiir eine flichendeckende, strukturelle Losung
von Zugangsproblemen sind jedoch die Zugangsanspriiche in ihrer ak-
tuellen Ausgestaltung nicht geeignet, da die Durchsetzung zu schwierig
ist.

Kapitel C: Parameter einer Neugestaltung

9.

10.

11.

Die Erweiterung des Zugangs von Handwerksbetrieben zu Plattfor-
men, Software und Daten sollte sich nicht in einer unreflektierten For-
derung nach ,Zugang zu Daten“ erschopfen. Relevant sind vielmehr
ganz allgemein die Ermoglichung der Leistungserbringung, der un-
mittelbare Zugang zum Kunden und der Zugang zu Kooperationen.
Dabei muss einerseits die Chance des Handwerks gewahrt bleiben,
sich in einem fairen Wettbewerb zu bewahren (Leistungswettbewerb),
andererseits die Chance der Kunden, ihre eigenen Auswahlentschei-
dungen zu treffen (Konsumentensouverdnitit). Handwerksbetriebe
dirfen nicht zu abhingigen Auftragserfiillern von IT-Konzernen wer-
den.

Die Erweiterung des Zugangs kann legitimiert werden mit Blick auf
ein Marktversagen (6konomische Sicht), den Ausgleich von Interessen
(zivilrechtliche Sicht) oder als Ausdruck einer Wertbindung der Wirt-
schaftsordnung (normative Sicht).

Bei der Gestaltung sind die Schnittstellen zu anderen Rechtsgebieten
zu berticksichtigen, insbesondere Kartellrecht, Datenschutz, Immateri-
algiiterrecht und Geheimnisschutz. Diese Hiirden sind fir viele An-
wendungsfille nicht uniiberwindlich hoch und dirfen nicht als Vor-
wand zur Verweigerung des Zugangs geltend gemacht werden. Aller-
dings stof8t insbesondere die Zusammenarbeit in IoT- und B2B-Netz-
werken an Grenzen.
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Kapitel D: Rechtliche Losungen fiir erweiterten Zugang

12.

13.

14.

15.

16.

17.

18.

Zugangsprobleme werden schon im Ausgangspunkt vermieden, wenn
technische Barrieren erst gar nicht entstehen. Durch gesetzgeberische
Incentivierung und durch intensive Zusammenarbeit in den betroffe-
nen Branchen sollten daher Interoperabilitits-, Standardisierungs- und
Portabilitatslosungen etabliert werden.

Die vertragliche Eroffnung von Zugang wiirde durch eine bessere Ab-
bildung entsprechender Vertrige im Gesetz und durch die Vorberei-
tung von (branchenspezifischen) Muster-Vertragen gefordert.

Neben die bereits sehr weitgehenden kartellrechtlichen Zugangsan-
spriche konnten als zwangsweise durchsetzbare Anspriiche auch allge-
meine oder sektorspezifische regulatorische Zugangsanspriiche treten.
Losungen, die automatisiert Zugang verschaffen (etwa durch verpflich-
tend offene Schnittstellen bei Smart Homes) sind in der Praxis beson-
ders hilfreich.

Entscheidend fir die Wirksamkeit der Zugangsanspriiche ist jedoch
die rasche und praxisnahe Klarung der Modalititen der Zugangseroff-
nung und der Vergiitung. Um dies zu gewihrleisten, sollten schnell
agierende Streitschlichtungsmechanismen oder Ombudsverfahren vor-
gesechen werden.

Eine Schaffung von Rechten an Daten (z.B. in Form von Dateneigen-
tum) ist nicht zu empfehlen.

Weitergehende regulatorische Uberlegungen zu offenen Datenriumen
(ggf. sektorspezifisch), wie sie insbesondere von der EU-Kommission
ins Spiel gebracht werden, konnen hilfreich sein. Wichtig ist, dass fir
die Governance solcher Datenrdume der Bedarf kleinerer und mittle-
rer Unternehmen berticksichtigt wird.

Das Handwerk konnte durch die Zusammenarbeit in Datenpools, IoT-
Netzwerken und B2B-Kooperationen erheblich profitieren. Dazu sind
ggf. Lockerungen im Kartell- und Datenschutzrecht erforderlich.

Kapitel E: Schlussfolgerungen

19.

20.

Die Herausforderungen der digitalen Okonomie setzen Anstrengun-
gen der Handwerks-Unternehmen, ihrer Verbande und Korperschaf-
ten, insbesondere der Handwerkskammern, und der Politik voraus.

Das Handwerk wird die digitale Revolution tiberstehen. Die Gestal-
tung der Rahmenbedingungen entscheidet aber dartiber, ob die Indivi-
dualitit, die Innovationskraft und die Unabhingigkeit dieser Saule un-
seres Wirtschaftsmodells — und unserer Gesellschaft — erhalten bleiben.
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A. Ausgangspunkte

»Das Handwerk wird smarter, digitaler und vernetzter. Und das Handwerk
wird dadurch in der Zukunft sogar noch besser seine seit jeber grofSe Stérke
etner individualisierten und engen Beziehung zum Kunden ausspielen. !

Ein Handwerksmeister, der heute in einem Gebiude tatig werden will, hat
meist den Computer als selbstverstindliches Arbeitsmittel dabei. Ohne
geht es kaum mehr, denn in vielen Hausern und Fabriken, Anlagen, Autos
und Arbeitsbereichen sind Chips verbaut: Wer hier titig werden will,
braucht den Zugang zu relevanten Daten — der digitale Schlissel gehort
zur Werkzeugkiste. Die Daten- und Plattformékonomie revolutioniert die
Ablaufe in der Wirtschaft, auch im Handwerk. Doch wer kontrolliert den
Zugang zu Plattformen, Software und Daten, die fir das Handwerk in
Deutschland relevant sind? Wie ist der Zugang rechtlich ausgestaltet? Und
welche Regelungsoptionen empfehlen sich fiir die Zukunft? Das sind die
Fragen, die in dieser Untersuchung beantwortet werden sollen.

I. Handwerk in der Plattformokonomie

Das Handwerk, dieser klassische Zweig der gewerblichen Aktivititen mit
einer jahrtausendealten Geschichte, ist in vielen Vorstellungen noch ge-
pragt von klassischen Bildern: Der Zimmerer, die Bickerin, der Schorn-
steinfeger, die Stuckateurin — Menschen, die mit ihrer Hinde Arbeit und
mal grobem, mal feinem Werkzeug individuelle Auftrige erfillen. Der di-
gitale Wandel, der die komplette Wirtschaft verdndert, hat aber lingst
auch das Handwerk erreicht: Digitale Werkzeuge, der Umgang mit Soft-
ware und Daten, sind selbstverstindlicher Bestandteil der Berufsbilder ge-
worden.

1 Hans Peter Wollseifer, Prasident des Zentralverbands des Deutschen Handwerks, im
Interview, veroffentlicht in: Zentralverband des deutschen Handwerks, Jahrbuch
2018/19: Ist das noch Handwerk?, 2019, S. 32.
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A. Ausgangspunkte

1. Digitaler Wandel im Handwerk

Fir viele moderne Handwerksberufe liegt das auf der Hand: Wer als Infor-
mationstechniker, als Augenoptikerin oder als Karosserie- und Fahrzeug-
bauer ausgebildet ist, ist schon seit Jahren auch Computer-Experte und
Pionier des digitalen Fortschritts.? Aber auch die ,klassischeren® Hand-
werksberufe sind lingst in der digitalen Realitit angekommen. Zimmerer
simulieren und modellieren ihre Bauten mit Building Information Mode-
ling (BIM);? in manchen Backstuben werden einzelne betriebliche Prozes-
se digital gesteuert — von der Digitalisierung an der Kasse und der Kommu-
nikation mit potenziellen Kunden ganz zu schweigen;* wer im Bereich der
Energietechnik arbeitet, misst die Energieeffizienz auf smarte Weise;
Stuckateure arbeiten mit 3D-Druck.

In der 2006 erlassenen Verordnung tber die Berufsausbildung zum
Tischler/zur Tischlerin, um nur ein Beispiel zu nennen, wird als fiinfter
Punkt der zu erlangenden Fertigkeiten, Kenntnisse und Fahigkeiten ver-
langt: ,Umgang mit Informations- und Kommunikationssystemen® (§ 4
Nr. 5). Fur die Gesellenprifung wird auch die ,Nutzung von Anwender-
programmen® (§ 9 Abs. 2) verlangt. Jeder Handwerker, jede Handwerkerin
muss selbstverstindlich digital arbeiten konnen. Fiur das Handwerk ist der
zunehmende Einsatz digitaler ,tools“ einerseits praktische Selbstverstand-
lichkeit, andererseits eine 6konomische Chance und Herausforderung.

Die digitale Entwicklung ist lingst nicht abgeschlossen, sondern bringt
immer wieder neue Phinomene hervor,® die auch juristische Fragen auf-
werfen. Im Fokus dieser Untersuchung stehen die 6konomischen Umwal-
zungen durch den Aufstieg von Plattformen. Das Geschiftsmodell ,Platt-
form®, das in den letzten Jahren einen rasanten Siegeszug vom Silicon Val-
ley aus rund um die Welt angetreten ist, ist langst nicht mehr beschriankt
auf soziale Netzwerke wie Facebook oder Handelsplitze wie Amazon. Im-

2 Vgl. Landtag NRW, Enquetekommission zur Zukunft von Handwerk und Mittel-
stand, Abschlussbericht, 3.3.2017, LT-Drucks. 16/14200, S. 61 (i.F. zitiert als En-
quetekommission NRW, 2017, LT-Drucks. 16/14200).

3 Vgl. nur Roland Berger, Turning point for the construction industry — The disrup-
tive impact of Building Information Modeling (BIM), 2017.

4 Vgl. Handwerkskammer Erfurt, Auswirkungen der Digitalisierung auf das Hand-
werk, 2018, S. 142 ff.

5 Die okonomischen Seiten werden genauer in einer Studie beleuchtet, die das
Volkswirtschaftliche Institut fir Mittelstand und Handwerk an der Universitit
Gottingen (ith) parallel zum Abschluss dieser Untersuchung vorbereitet.
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I. Handwerk in der Plattformokonomie

mer stiarker wird der Plattform-Gedanke auch fir traditionellere Anwen-
dungen kommerzialisiert.

Bevor die Plattformokonomie naher betrachtet wird, ist festzustellen:
Das Handwerk (samt der handwerksiahnlichen Berufe) ist so vielfaltig in
seinen Ausprigungen, dass Aussagen, die im Folgenden getitigt werden,
nicht immer Anspruch darauf erheben koénnen, fiir alle Segmente des
Handwerks in gleicher Form zu gelten. Chancen, Risiken und rechtliche
Einschitzungen werden je nach Tatigkeit, Anforderungsprofil, Marktstruk-
turen und Wettbewerbsparametern unterschiedlich zu treffen sein, ohne
dass das im Rahmen dieser Untersuchung stets abgebildet werden kann.

Haufig wird darauf verzichtet, das Handwerk als Uberbegriff zu definie-
ren.® Eine (iberkommene) Annaherung bietet folgende Definition:

~Handwerk ist selbstindige Erwerbstatigkeit, gerichtet auf die Befriedi-
gung individualisierter Bedirfnisse durch Leistungen, die ein Ergebnis
der Personlichkeit des gewerblichen Unternehmers, seiner umfassen-
den beruflichen Ausbildung und des tiblichen Einsatzes seiner person-
lichen Mittel und Krifte sind.“”

Die personliche, individuelle Leistungserbringung gegeniiber dem Kun-
den bleibt ein wesentliches Kennzeichen des Handwerks.® Im deutschen
Recht gibt die Handwerksordnung per Legaldefinition vor, welche Berufe
als Handwerk im Rechtssinn zu gelten haben: Die Liste in Anlage A der
Handwerksordnung, die die zulassungspflichtigen Handwerke verzeich-
net, stellt eine positiv-rechtliche Definition dar.” Die Liste spiegelt ein brei-
tes Spektrum vom Maurer und Betonbauer tber den Elektrotechniker bis
zum Orgel- und Harmoniumbauer. Anlage B erginzt dies um zulassungs-
freie Handwerke (z.B. Uhrmacher, Bestatter) und handwerksihnliche Be-
rufe (z.B. Fuger im Hochbau, Maskenbildner). Es liegt auf der Hand, dass
Angehorige dieser Berufsgruppen in unterschiedlicher Weise mit digitalen
Themen in Bertihrung kommen - selbst innerhalb eines Gewerbes kann es

6 Knauff, Offentliches Wirtschaftsrecht, 2015, S. 109.

7 Lagemann et al., Determinanten des Strukturwandels im deutschen Handwerk,
Band I (Schlussbericht), 2004, S. 10.

8 Siehe auch Haucap/Rasch, Okonomische Aspekte der Novellierung der HwO 2004,
ZDH-Studie, 2019, S. 4ft; Badura, Wirtschaftsverfassung und Wirtschaftsverwal-
tung, 4. Auflage 2011, S. 330 ff.

9 Von dieser Legaldefinition geht auch die Enquetekommission NRW in ihrem Ab-
schlussbericht aus, Enquetekommission NRW, 2017, LT-Drucks. 16/14200, S. 2.
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A. Ausgangspunkte

erhebliche Unterschiede nach der Grofle der Betriebe und ihrer Spezialisie-
rung geben.!?

Der Zentralverband des Deutschen Handwerks (ZDH) gibt fir 2019 die
Zahl der handwerklichen und handwerksidhnlichen Betriebe in Deutsch-
land mit ca. 1 Mio. an.!* Rund 5,58 Mio. Personen sind im Handwerk be-
schiftigt inklusive ca. 369.000 Lehrlinge (12 % aller Erwerbstitigen, 28 %
aller Auszubildenden). Der von diesen Unternehmen erwirtschaftete Um-
satz wird fur das Jahr 2019 mit rund 640 Milliarden Euro (ohne USt.) an-
gegeben.

Im Folgenden werden zunichst Ausgangsszenarien analysiert. ,Zugang®
stellt sich dabei als entscheidender Parameter heraus. Zum Hintergrund
werden die Charakteristika der Plattformokonomie dargestellt (A.II) und
es werden Risiken und Chancen fir das Handwerk aufgezeigt (A.III).

In Teil B wird ,,Zugang® als Schlisselfrage rechtlich analysiert. Dabei
werden drei Schritte unternommen: Zunachst wird sortiert, wer derzeit
Zugang hat. Dieser Zugang wird tber den Topos Zuordnung vermittelt
(B.I). Zweitens werden bestehende Zugangsanspriiche vorgestellt (B.II).
Schlieflich wird erdrtert, wie weitergehender Zugang zu Plattformen,
Software oder Daten legitimiert werden kann (B.III). Hier gibt es verschie-
dene Wege, die zu unterschiedlichen Regelungsoptionen fithren kénnen.

In Kapitel C werden sodann die Parameter fir eine kiinftige Regelung
aufgefithre: Will man den deutschen oder europiischen Gesetzgeber zum
Handeln bewegen, sollte klar gemacht werden, an welchen Stellschrauben
sich Erfolg oder Misserfolg der Regelung entscheiden und welche Proble-
me zu iberwinden sind.

In Teil D werden sodann verschiedene rechtliche Ldsungen fiir einen
moderat erweiterten Zugang aufgezeigt. Diese unterscheiden sich nach der
zugrundeliegenden Argumentation und folglich auch nach der rechtlichen
Einordnung.

In Teil E werden abschliefende Empfehlungen gegeben.

10 Vgl. umfassend Glasl/Maiwald/Wolf, Handwerk — Bedeutung, Definition, Abgren-
zung, 2008, S.32. Siehe auch Cramer/Miiller in: dies., Quo vadis Handwerk?,
2011, 8.1, 6.

11 Alle Zahlen nach ZDH, Daten und Fakten zum Handwerk fiir das Jahr 2019, ab-
rufbar unter https://www.zdh.de/daten-fakten/kennzahlen-des-handwerks/.
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I Handwerk in der Plattformokonomie

2. Ausgangsszenarien

Die in Nordrhein-Westfalen eingesetzte Enquetekommission zur Zukunft
des Handwerks identifizierte ,Digitalisierung und Vernetzung® als einen
der finf Megatrends von uberragender Bedeutung fiir das Handwerk.!?
Ausgangspunkt dieser Uberlegung ist die folgende Feststellung:

sDigitalisierung bedeutet, dass Arbeits-, Betriebs- und Kommunikati-
onsstrukturen digital erfasst und abgebildet werden, um danach in ma-
schinenlesbarer Form verarbeitet zu werden. Dies fiihrt zu einer im-
mer komplexeren Vernetzung von Menschen, Maschinen und Infor-
mationen bis hin zu kianstlichen Intelligenzformen. Diese Entwick-
lung verindert Wertschopfungsketten und zieht tiefgreifende Wand-
lungsprozesse nach sich.“13

Damit ist der Ausgangspunkt treffend umschrieben: Digitalisierung bedeu-
tet letztlich ,Datafizierung” und damit die Mdglichkeit, Produkte, Anla-
gen, Unternehmen, Akteure, Priferenzen und Mirkte zu vernetzen. Es ent-
stehen neue Verbindungen und Netzwerke. Dadurch geraten etablierte
Wertschopfungsketten unter Druck.

Digitalisierung hat zahlreiche Aspekte, die Enquetekommission befasst
sich in ihrem umfassenden Report u.a. auch mit digitalen Assistenzsyste-
men oder Crowdworking. Die vorliegende Untersuchung widmet sich pri-
mar dem Wandel der Geschiftsmodelle.'* Welche Erfolgsaussichten haben
Handwerksbetriebe in der Daten- und Plattformékonomie? Als Treiber der
digitalen Disruption in diesem Bereich wird der Aufstieg der Plattformen
spater noch naher beschrieben. Finf beispielhafte Szenarien sollen aber
hier verdeutlichen, wie sich geschaftliche Beziehungen und damit Erfolgs-
chancen im Handwerk verschieben. Diese Beispiele sollen nicht den Blick
darauf verstellen, dass in allen Branchen erhebliche Disruptionen durch
die Digitalisierung eintreten und jeweils sektorenspezifisch besondere Pro-
bleme auftreten.!’

12 Enquetekommission NRW, 2017, LT-Drucks. 16/14200, S. 59.

13 Enquetekommission NRW, 2017, LT-Drucks. 16/14200, S. 59.

14 Zu dieser Thematik siche Enquetekommission NRW, 2017, LT-Drucks.
16/14200, S. 80 ff.

15 In Sassenberger/Faber, Rechtshandbuch Industrie 4.0 und Internet of Things, 2.
Auflage 2020, werden beispielhaft die Sektoren Gesundheitswesen, Automotive,
Energiesektor (Smart Grids), Versicherungswirtschaft (InsureTech), Elektroindus-
trie (Smart Factory), Bankenwelt (FinTech) und Aviation (Unbemannte Luftfahr-
zeuge) vorgestellt (S. 497 ff.).
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A. Ausgangspunkte

a) Kfz-Reparatur

Das Standardbeispiel fiir einen schon eingetretenen digitalen Wandel bie-
tet der Kfz-Bereich: Fahrzeuge, ob PKW oder Landmaschinen, sind inzwi-
schen mit zahlreichen Sensoren ausgestattet, ssmmeln unzihlige Daten
und werden zentral Gber einen ,Bordcomputer” gesteuert, der die ver-
schiedenen Funktionen, Daten und Elemente verkniipft.!® Fahrzeuge kon-
nen ohne Zugriff auf die Software des Fahrzeugs nicht mehr repariert oder
umgebaut werden. Zugang zur Software wird zentral durch einen Betrei-
ber vermittelt, dies wird in der Regel der Fahrzeughersteller sein (solange
noch nicht IT-Unternehmen, die ebenfalls daran arbeiten, die Oberhand in
der Fahrzeugproduktion gewonnen haben). Vertragswerkstitten konnen
dann ggf. auf die Software zugreifen. Freie Werkstitten haben erheblich
schlechtere Ausgangschancen, wenn ihnen das Recht nicht hilft: Sie beno-
tigen den Zugang zur Fahrzeugsoftware. Erhalten sie den digitalen Schliis-
sel nicht, sind sie in vielen Fillen nicht in der Lage, die gewtinschte Leis-
tung zu erbringen.

Die gesammelten Daten sind jedoch nicht nur fir das naheliegende Bei-
spiel der Fahrzeugreparatur von Bedeutung, sondern kénnen durch Aus-
wertung, Zusammenfithrung, Veredelung auch die Basis fiir individuelle
Zusatzleistungen, Kooperationen oder Innovationen sein. Damit hat der
der Operateur der Fahrzeugsoftware, soweit er auf die Daten zugreifen
kann, einen Vorteil bei weitergehenden Geschiftsstrategien: Er ist der es-
sentielle Ansprechpartner fiir das vernetzte Fahren; er kann Produkte oder
Leistungen anbieten, die auf das individuelle Fahrverhalten des Fahrers zu-
geschnitten sind; er kann auch aus den Daten Muster erkennen oder Hin-
weise erhalten, aus denen sich vertieftes Know How oder Innovationen er-
geben.

Schon an diesem Beispiel zeigt sich die doppelte Wirkung von digitalen
devices, die Produkte verandern: Erstens fithren sie zu einer vereinfachten
Marktabschottung (im Beispiel gegentiber den freien Werkstitten), zwei-
tens ermoglichen sie auf Basis der Datenkenntnis erhebliche Wertschop-
fungsmoglichkeiten, die exklusiv demjenigen zustehen, der Zugang zu den
Daten hat.

16 Naher Metzger, GRUR 2019, 129, 130.
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I. Handwerk in der Plattformokonomie

b) Wartung einer vernetzten Heizung

Wenn frither eine Heizungsanlage verkauft wurde, waren Hersteller und
Verkaufer nach der Ablieferung beim Kunden im Wesentlichen mit dem
Geschift fertig. Wenn heute eine Heizungsanlage eingebaut wird, ist das
moglicherweise nur ein Bestandteil eines umfassenden Geschaftsprozesses:
Die Heizung ist mit Sensoren und Chips ausgestattet, sie ist mit dem Inter-
net verbunden und sendet und empfingt Informationen. Sie kann dem
Lieferanten in Echtzeit Daten tuber Zahl, Zeit und Art der Heizvorginge,
tiber den Verschleif§ einzelner Bauteile, den Energieverbrauch und tber
Umweltbedingungen im Gebaude zuspielen. Die Heizung wird zum inter-
netfahigen Computer — smart, digital, vernetzt.

Was passiert, wenn eine solche Heizung reparaturbedurftig ist?

Friher hitte der Eigentiimer (oder Nutzer) des Gebaudes einen Installa-
teur und Heizungsbauer seiner Wahl angerufen und mit der Reparatur be-
auftragt. Im Prinzip hatte jeder Installateur die Moglichkeit, Heizungen zu
reparieren, Heizungsanlagen zu warten oder zu erweitern. Das ist bei smar-
ten Energiesystemen in dieser Weise nicht mehr ohne weiteres moglich:
Will der gerufene Installateur die Heizung reparieren oder neu einstellen,
wird er in vielen Fillen zunidchst Zugang zur Steuerungssoftware und zu
den Sensordaten der Heizkorper benétigen. Moglicherweise hat der Eigen-
timer des Gebaudes Zugriff auf die Software und die Daten. Im Regelfall
jedoch wird es eher der urspriingliche Lieferant oder Installateur sein, der
sich den Zugriff vorbehalten hat. Er hat, moglicherweise, einen entspre-
chenden Vertrag geschlossen — der auch in AGB enthalten sein kann. Der
Abnehmer der Heizungsanlage wird in vielen Fallen gar nicht wissen, was
er unterschrieben hat. Behilt sich der urspriingliche Lieferant die Repara-
tur vor, kann er — indem er dem gerufenen Installateur den Datenzugang
nicht eroffnet — diesen vom konkreten Geschift ausschlieffen.

In den moderneren Szenarien kommt es allerdings zu diesem Moment
schon gar nicht mehr: Intelligente Heizungssysteme merken vor dem Nut-
zer des Gebiudes, dass sie einer Wartung bediirfen, sodass es zu einem
Ausfall und einer dann notwendigen Reparatur gar nicht mehr kommt.
Dieses Phanomen wird englisch als ,,predictive maintenance® beschrieben,
vorausschauende Wartung. Die Prognose basiert auf der Datenauswertung
und auf der Kenntnis vergleichbarer Konstellationen, die wiederum durch
eine Vielzahl von aggregierten Datensitzen gewonnen wird.

Die vorausschauende Wartung (oder auch nur die sofortige Alarmie-
rung des Lieferanten bei Fehlfunktionen) ist ein enormer Fortschritt und
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A. Ausgangspunkte

fiar den Kunden eine grofe Erleichterung: Der Schadensfall wird vermie-
den oder quasi automatisiert behoben.

Wirtschaftlich allerdings liegt darin eine erhebliche Verschiebung, denn
in einem System, das auf vorausschauende Wartung oder sofortige Alar-
mierung eines bestimmten, exklusiven Lieferanten setzt, werden Ge-
schaftsmoglichkeiten, die dem Heizungseinbau nachgelagert sind, fir an-
dere Anbieter abgeschnitten. Es kann sehr leicht zu einer Monopolisierung
der Wartungsauftrage fiir den urspriinglichen Lieferanten (oder von ihm
lizenzierte Betriebe) kommen.

Das Beispiel der smarten, digitalen, vernetzten Heizungsanlage ist eines
von vielen derartigen Beispielen. ,Predictive maintenance® ist lingst zu
einem zentralen Stichwort moderner Geschiftsprozesse bei zahlreichen
Geriten und Anlagen geworden.

¢) Smart Home

Die unter b beschriebene Konstellation kann noch weiter gedacht werden:
Was passiert, wenn die Heizung Teil eines Gesamtsystems ist, das als
ysmart home“ oder ,,smart factory” charakterisiert werden kann?

Als Smart Home gilt ein Wohngebédude, dessen Gerate und Bauteile mit
Sensoren ausgestattet sind, die untereinander und nach auflen vernetzt
sind. Dabei konnen beispielsweise Elektrogerite, Musikanlage, Kiihl-
schrank, Schlieanlagen, Photovoltaikanlage, Heizung und Strom, Jalousi-
en, Beleuchtung, Liftung usw. verbunden werden. Die Steuerung erfolgt
typischerweise zentral, etwa tGber das Smartphone. Ein Bestandteil der Au-
tomatisierung ist das Smart Metering, also die computergestiitzte Messung
des Verbrauchs. Wahrend der Nutzer des Gebiaudes die konkrete Steue-
rung Gbernehmen kann (Standardbeispiel: Die Heizung wird von unter-
wegs per Smartphone angestellt, sodass es bei Ankunft zuhause warm ist),
ist die dahinterliegende Software samt der Informationen, die gesammelt
werden, in den Hianden eines zentralen Operators des Smart Homes. Dies
kann beispielsweise eine Google-Tochtergesellschaft sein. Google-Mutter
Alphabet ist im Segment Smart Home mit seinem Unternchmensteil
Google Home/Nest aktiv. Auch Amazon und Apple arbeiten im Bereich
,Connected Home*.

Ist die Heizungsanlage Teil eines Smart Homes (oder einer smarten Fa-
brik) ist es moglicherweise nicht mehr der Lieferant oder Installateur der
Heizung, der den Zugriff auf die Daten der Heizungsanlage hat. Diese
werden ins Steuerungssystem des Smart Homes eingespeist, das zentral be-

24

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/
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trieben wird. Wer den Schlissel zu den Daten der entsprechenden Cloud
hat, entscheidet dartiber, wer im Fall der Warnung der Heizung, dass eine
Wartung erforderlich ist, gerufen wird — und wer ultimativ Zugang erhilt.
Der digitale Operateur, der wie eine Spinne im Netz die Verbindungsfa-
den zusammenhilt, die im informationstechnologisch durchgeplanten
Smart Home verlaufen, kann den Zugang zum Smart Home steuern —
nicht nur fiir konkrete Personen, sondern auch in 6konomischer Hinsicht.

d) Digitale Vertriebsplattformen

Eine bereits etablierte Praxis ist die Nutzung von Vertriebsplattformen.!”
War hier zunichst der typische Anwendungsfall der klassische Retail-Be-
reich, sind zunehmend auch handwerkliche Leistungen auf solchen Ver-
triebsplattformen angeboten worden. Die Plattformen agieren in erster Li-
nie als Vermittler zwischen Verbrauchern und Anbietern einer Leistung.
Der Plattformbetreiber Gbernimmt Beratungs- und Vermittlungsleistun-
gen, wird aber nicht zwingend selbst titig, sondern dient als Intermediér
zwischen Handwerksbetrieb und Kunden.

Die Geschiftsmodelle variieren allerdings und sind je nach Ausgestal-
tung mit unterschiedlichen kommerziellen Risiken fir die Handwerker-
schaft verbunden:

Agiert der Plattformbetreiber als unabhingiger Vermittler, fihrt er ggf.
Auftrige zu, die sonst nicht erreichbar wiren. Dies kann gerade bei schwa-
cher Auftragslage eine erhebliche Chance fiir Handwerker wie fir Ver-
braucher sein — Suchkosten werden reduziert, die Plattform vermag effizi-
enzsteigernd zu wirken. Allerdings wird der Vermittler eine Provision ver-
langen, die mit steigender Marktmacht der Plattform (und entsprechender
Abhingigkeit der Nutzer) immer héher werden kann.

Agiert der Plattformbetreiber in einer Doppelrolle (,hybrid), indem er
einerseits vermittelt, andererseits selbst auch Handwerksleistungen er-
bringt, besteht ein gefihrliches Vermittlungs- und Konkurrenzverhaltnis.
Der Plattformbetreiber hat hier Mdglichkeiten, seine Doppelrolle zu miss-
brauchen.

In jiingster Zeit werden Vertriebsplattformen auch von Industrieherstel-
lern etabliert, die so direkt an den Endverbraucher herantreten, diesen an
ein bestimmtes Produkt binden und dazugehorige Handwerksleistungen
in der Folge vermitteln. In solchen Konstellationen entgeht dem Hand-

17 Enquetekommission NRW, 2017, LT-Drucks. 16/14200, S. 80 ff.
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A. Ausgangspunkte

werksbetrieb im Zweifel nicht nur das Verkaufsgeschift. Er ist vielmehr
darauf angewiesen, in das Vertragsnetzwerk des Herstellers einzutreten,
insbesondere wenn dieser fir seinen konkreten Bereich eine hohe Markt-
macht hat

In allen drei genannten Fillen hat der jeweilige Plattformbetreiber
einen privilegierten Zugang zum Kunden und zu Daten, selbst zu solchen,
die traditionell geheim gehalten werden sollten — denn auch diese Daten
laufen tber die Plattforminfrastruktur.

e) B2B-Plattformen

Ein letztes Beispiel fiir die Rolle von Plattformen und Datennetzen bieten
B2B-Plattformen (business to business). B2C-Plattformen (business to con-
sumer) vermitteln den Kontakt eines gewerblichen Nutzers zum Endver-
braucher.!® Im Schatten revolutionar erfolgreicher B2C-Plattformen haben
sich mehr und mehr B2B-Plattformen etabliert, auf denen die Wertschop-
fung zwischen gewerblichen Nutzern durch enge Kooperation und Daten-
auswertung erleichtert werden soll. Unterschieden werden typischerweise
datenzentrierte Plattformen (Fokus auf dem Austausch von Daten, Zusam-
menarbeit im Internet of Things'?, Vernetzung von Wertschopfungspro-
zessen) und transaktionszentrierte Plattformen (Online-Marktplatze, Han-
delsplattformen, Logistik- und Zuliefermanagement).?’ Durch die Sen-
kung von Transaktionskosten er6ffnen sich fiir die jeweils beteiligten Un-
ternehmen erhebliche Effizienzvorteile. Der Zugewinn an Datenkenntnis
kann bisherige Geschiftsmodelle bereichern oder neue ermdglichen.?!
Solche Plattformen konnen auch Handwerksbetriebe betreffen, die in
groflere Wertschopfungsnetzwerke eingebunden sind — oder gerade nicht.
So wurde beispielsweise die Plattform ADAMOS (kurz fiir: Adaptive Ma-
nufacturing Open Solutions) mit Sitz in Darmstadt bekannt, die die Digi-

18 Siehe Haucap/Kehder/Loebert, B2B-Plattformen in Nordrhein-Westfalen: Potenzia-
le, Hemmnisse und Handlungsoptionen, 2020, S. 12 ff.

19 Zur Einordnung siehe Henseler-Unger in: Sassenberg/Faber, Rechtshandbuch In-
dustrie 4.0 und Internet of Things, 2. Auflage 2020, § 1. Die Autorin identifiziert
als Schwerpunktfragen fiir Industrie 4.0 und IoT die Themen Daten, Konnektivi-
tat, Standardisierung und Interoperabilitit, Arbeitswelt und Rechtssicherheit.

20 In der BDI-Informationsbroschire ,Deutsche digitale B2B-Plattformen® (2020)
werden 78 deutsche B2B-Plattformen vorgestellt, das Spektrum wird deutlich;
siehe auch Podszun/Bongartz, BB, 2020, 2882.

21 Vgl. auch Bitkom, Digitale Plattformen, Chartbericht, 2020, S. 23.
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I. Handwerk in der Plattformékonomie

talisierung im Maschinen- und Anlagenbau als sog. , Industrial Internet of
Things“-Plattform vorantreiben will.?? Ein anderes Beispiel ist die Agrar-
Plattform Unamera.?3 Sind Handwerksbetriebe Teil des B2B-Netzwerks ha-
ben sie (je nach Erfolg der Plattform) Chancen, an Entwicklungen rasch
zu partizipieren oder neue Geschaftskontakte zu kniipfen. Ist die Plattform
dullerst bedeutsam, besteht aber kein Zugang, entsteht ein entsprechendes
Risiko, von Marktentwicklungen ausgeschlossen zu werden.

Wird fiir einen bestimmten Werkstoff oder eine bestimmte Technologie
ein B2B-Cluster gebildet oder wird eine zentrale Dienstleistungs-Plattform
grofler Abnehmer bestimmter Leistungen aufgebaut, kann fir Auftrige,
aber auch fur Innovationen wesentlich sein, wer an diesen Plattformen
mitwirkt und wer sie steuert. Schon jetzt sind fiir Handwerker auch gezielt
diese adressierende Beschaffungsplattformen relevant, die zum Teil von
einzelnen Unternehmen der Marktgegenseite aufgebaut werden. Wiede-
rum gibt es Chancen und Risiken fiir das Handwerk.

3. Schlisselthema Zugang

Die funf hier entwickelten Szenarien weisen eine Gemeinsambkeit auf: Fiir
die Handwerksunternehmen geht es um Zugang zu Daten, Plattformen
und Software. Zugang ist das Schliisselthema der digitalen Okonomie. Zu-
gang meint, nach einer Definition der Europdischen Kommission, ,die
Verarbeitung der von einem Dateninhaber weitergegebenen Daten durch
einen Datennutzer im Einklang mit bestimmten technischen, rechtlichen
oder organisatorischen Anforderungen, ohne dass diese Daten hierzu
zwingend tbertragen oder heruntergeladen werden mussen®.2*

In der vorliegenden Untersuchung geht es jedoch nicht nur um den Zu-
gang zu Daten - diese sind manchmal fiir Handwerksunternehmen gar
nicht der entscheidende Punkt. Daten sind moéglicherweise nicht gut les-
bar, die Informationen in diesem Format konnen wertlos sein. Dann ist es
aber ggf. der Zugang zu Plattformen, zu Software oder zu Analysetools,

22 Vgl. Bundeskartellamt, Tatigkeitsbericht 2017/2018, 2019, S. 72 £.

23 Vgl. Bundeskartellamt, Pressemitteilung vom 5.2.2020, Keine Einwande gegen
Start einer digitalen Agrarplattform, abrufbar unter: https://www.bundeskartella
mt.de/SharedDocs/Meldung/DE/Pressemitteilungen/2020/05_02_2020_Unamera.
html.

24 Europaische Kommission, Vorschlag fir eine Verordnung tiber europiische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final,
Art. 2 Nr. 8.
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der uber die Marktchancen und die Moglichkeiten des Tatigwerdens ent-
scheidet. Der Zugang wird durch , Torwichter® (Gatekeeper) vermittelt,
die den nachgelagerten Markt tber eine digitale Schnittstelle kontrollie-
ren. Als Beispiel kann hierfiir noch einmal der Marke fir Kfz-Reparatur-
leistungen genannt werden: Die Reparatur von modernen Fahrzeugen ist
nur fir denjenigen moglich, der Zugang zur dazugehorigen Software des
Fahrzeugherstellers hat.

So stellen die soeben definierten Szenarien typische ,use cases“ dar, mit
denen Unternehmen des Handwerks in Zukunft konfrontiert sein kénnen
und in denen sie den ,digitalen Schliissel“ benotigen. Dabei ist entschei-
dend, wie zu zeigen sein wird, dass nicht nur Zugang gewahrt wird, son-
dern dass die zahlreichen damit verbundenen Folgefragen geklart werden.

Zugang, ,Access®, ist eines der Megathemen des 21. Jahrhunderts,? die
rechtliche Einrdumung von Zugang ist in vielen Bereichen umstritten.?¢
Das gilt auch fiir den Rahmen, der fiir das Handwerk im deutschen und
europdischen Recht angesichts der digitalen Herausforderungen gesetzt
wird. Festzuhalten ist aber: Es ist nicht primar eine Frage der Datenokono-
mie, die hier wirtschaftlich verhandelt wird, sondern eine Frage des Zu-
gangs zu nachgelagerten Markten, die digital kontrolliert werden. ,,Daten®,
Schnittstellen, Dienste, Software sind lediglich die Mittel, mit dem der
Fahrzeughersteller/der Plattformbetreiber/das IT-Unternehmen eine fakti-
sche Kontrolle iber die weitere wirtschaftliche Tatigkeit herstellt. Um
beim Beispiel der Fahrzeugreparatur zu bleiben: Die Kernprobleme waren
die gleichen, wenn die Beschrinkung des Marktzugangs nicht uber eine
notwendige Software realisiert werden wiirde, sondern der Motor mecha-
nisch nur mit einem Spezialwerkzeug gedffnet werden kdnnte, welches
ausschliefSlich der Fahrzeughersteller produzieren kann. In beiden Fillen
hat der Drittunternehmer das gleiche Problem, wenn sich der Hersteller
weigert, die Software oder das Spezialwerkzeug bereitzustellen. Solche
Konstellationen sind aus der Vergangenheit durchaus nicht unbekannt —
zum Beispiel wurden immaterialguterrechtliche Schutzrechte ins Feld ge-
fihrt, um Marketzutrittsschranken zu errichten und den geschaftlichen Er-
folg exklusiv einem Unternehmen zuzuweisen.?”

25 Zuerst populir aufgegriffen von Rifkin, Access — Das Verschwinden des Eigen-
tums, 2000.

26 Grundlegend Wielsch, Zugangsregeln, 2008.

27 Vgl. zum Patentrecht als Marktzutrittshirde und Innovationshemmnis Boldrin/
Levine, 27(1) Journal of Economic Perspectives 2013, S. 3.
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1I. Charakteristika der digitalen Okonomie

Das Neue ist die Dimension der Abschottungsmoglichkeit: Die Be-
schrinkung des Marktzutritts ist auf informationstechnischer Ebene leicht
durchzusetzen und betrifft mittlerweile zahllose Einsatzgebiete, die sich
auf mechanischem Wege gar nicht abschotten lieen. Ziel der Handwerks-
unternehmen ist es nicht, Daten zu erhalten. Ihr Ziel ist es, unternehmeri-
sche Chancen wahrnehmen zu kdnnen. Ein Regulierungsansatz darf sich
daher nicht im vordergriindigen Wirrwarr der Datenokonomie verlieren,
sondern muss feststellen: Hier geht es um Verteilungskonflikte, um die
neue Zuweisung von unternehmerischen Moglichkeiten. Der Ausschluss
bestimmter Unternehmen von Mairkten fithrt zu Marktabschottung.
Marktabschottung verhindert Wettbewerb; damit werden Innovation und
Effizienz beeintrichtigt, die Leistungsgerechtigkeit in der Wirtschaft und
eine faire Chancenverteilung fir Unternehmen aller Art gehen verloren.
Deshalb ist es so wichtig, Zugangsfragen zu l6sen — weil sie der wettbe-
werbsfeindlichen Marktabschottung entgegenstehen. Zugang wird damit
zu einer Schlisselfrage der Wirtschaft, gerade weil es in der digitalen Oko-
nomie so einfach geworden ist, Mirkte zu verschliefen. Zugangsfragen
sind diesen Besonderheiten der digitalen Okonomie unterworfen.

II. Charakteristika der digitalen Okonomie

Der rasante Aufstieg digitaler Plattformen spiegelt sich in den unterneh-
merischen Kennzahlen der erfolgsreichsten Vertreter des sog. Silicon Val-
ley-Kapitalismus: Apple, Microsoft, Amazon und die Google-Muttergesell-
schaft Alphabet haben bis zum Jahr 2020 eine Marktkapitalisierung von
tber einer Billion US-Dollar erreicht. Facebook hat 2019 einen Gesamtum-
satz von 70,7 Milliarden US-Dollar und einen Gewinn von 18,49 Milliar-
den US-Dollar erzielt. Auf dem Amazon Marketplace, der Dritten offen-
steht, haben sich allein im Oktober 2018 — in nur einem Monat — 16.635
neue Héandler angemeldet.?® Google erhalt taglich ca. 3,5 Milliarden Such-
anfragen?” — und damit Gelegenheit, aus 3,5 Milliarden Datensatzen Infor-
mationen Uber Nutzer zu gewinnen und deren nichsten Schritt im Inter-
net zu erkennen und zu pragen. Die Bar-Reserven von Apple (liquide Mit-
tel und borsengingige Wertpapiere) beliefen sich zum Marz 2020 auf

28 https://www.statista.com/statistics/1176026/amazon-monthly-new-sellers-germany
/.

29 https://www.seo-suedwest.de/5431-google-liefert-oftizielle-zahlen-zum-taeglichen-
suchevolumen.html.
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192,8 Mrd. US-Dollar.3® Dieser geradezu schwindelerregende Blick igno-
riert noch die asiatischen Plattformunternehmen wie Alibaba. Diese Un-
ternehmen, die in ihrem Fokus bislang sehr stark auf Endverbraucher und
digitale Dienste ausgerichtet waren, stehen fir den Aufstieg der Platt-
formdkonomie.

Thren Siegeszug wollen diese Unternehmen nun auch in Bereichen fort-
setzen, die bislang weniger in ihrem Fokus standen, z.B. bei Dienstleistun-
gen und im gewerblichen Bereich. Von Amazon und Google wird bereits
gemeldet, dass diese Handwerkerdienstleistungen vermitteln wollen.3! Das
steht ganz in der Logik der Bildung von ,digitalen Okosystemen®: Strate-
gie ist es, Nutzer immer langer im eigenen System zu halten und mog-
lichst viele wirtschaftliche und personliche Prozesse tiber die miteinander
verknupften Plattformen abzuwickeln. Das Kundenkonto beim digitalen
Gatekeeper wird zum Einstieg in eine reichhaltige Auswahl an Leistungen
und Umgebungen. In diese Umwelt, in der user immer linger festgehalten
und in die sie immer stirker eingebunden werden, wird die Versorgung
mit Handwerksleistungen integriert. Einige der méchtigsten Unternehmen
der Welt mit einem extrem guten Zugang zum Endkunden riicken damit
in eine Vermittlungsposition fiir das Handwerk — sie wiirden sich zwi-
schen Handwerk und Verbraucher schieben und die Kundenschnittstelle
besetzen.

Aber auch ohne die Beteiligung der ,,GAFA“-Unternehmen’? gilt: Das
Modell der datenbasierten Digitalplattform greift damit zunehmend in
den Kernbereich des Handwerks ein.

1. Plattformmarkte

Ein Plattformmarke ist ein Markt, in dem der Betreiber einer Plattform po-
tenzielle Kunden und potenzielle Lieferanten zusammenbringt und den
Service anbietet, die beiden miteinander zu verbinden, ggf. zusammen mit
weiteren Diensten. Es wird also ein Vermittler (Intermediir) zwischen An-
gebot und Nachfrage geschaltet oder als eine Art Informationsbroker ein-

30 https://www.macprime.ch/a/news/apples-gigantische-barreserven-q2-2020.

31 Vgl. hetps://www.handwerk-digitalisieren.de/google-und-amazon-werden-in-zuku
nft-handwerker-vermitteln-und-bewerten/; https://www.deutsche-handwerks-zeit
ung.de/amazon-kann-ein-komplettes-oekosystem-handwerk-organisieren/150/310
1/396609.

32 GAFA steht fiirr Google — Amazon — Facebook — Apple. Hiufig ist auch Microsoft
mitgemeint.
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bezogen. Plattformen sind dann erfolgreich, wenn sie die verschiedenen
Akteure optimal aufeinander abstimmen und deren Such- und Informati-
onsaufwand (Transaktionskosten) reduzieren. Die Verwendung von Daten
und Algorithmen ist notwendig, um diese Aufgabe zu erfiillen. Vermittelt
werden Austauschgeschafte, aber auch Aufmerksamkeit, Kontakte oder In-
formationen. Stets handelt es sich aber um ein digitales Forum, einen
»Marktplatz, der von einem zentralen Akteur betrieben wird.33

a) Grundlegender Mechanismus von Plattformen

Angenommen, ein Unternehmen baut eine Plattform fiir Dachdecker auf.
Diese Plattform konnte als Vermittlungsplattform zwischen Dachdeckern
und Endkunden, also Nachfragern von Dachdecker-Leistungen, operieren
(B2C). Die Plattform konnte auch Dachdecker-Betriebe untereinander fir
Kooperationen, Benchmarking und Informationsaustausch?* sowie mit
Materiallieferanten verbinden (B2B).

Der Erfolg dieser Dachdecker-Plattform hingt davon ab, wie gut und
schnell der Betreiber in der Lage ist, Teilnehmer auf jeder Seite der Platt-
form zu binden. Dabei kommt es auf die Bedeutung und die Zahl dieser
Teilnehmer an. Je mehr Verbraucher ihre Dachdecker-Leistungen tber die
Plattform suchen, desto attraktiver wird die Teilnahme fiir Dachdecker-Be-
triebe, je mehr Dachdecker-Betriebe zur Auswahl stehen, desto interessan-
ter wird die Suche fir Verbraucher. Fur das B2B-Geschift gilt das ebenso:
Je groer die Beteiligung, desto hoher der Wert der eigenen Teilnahme.
Dieses Zusammenspiel wird als indirekter Netzwerkeffekt bezeichnet: Der
Wert der Plattform steigt mit der Zahl der Nutzer auf der anderen Seite
der Plattform. Die Netzwerkeffekte sind umso starker, je bedeutsamer
auch einzelne Beteiligte sind.

Plattformbetreiber operieren zudem mit rechtlichen und geschaftlichen
Mechanismen, um den Wert ihrer Plattform rasch zu steigern. Dazu zih-
len etwa Exklusivititsbindungen, Rabattsysteme, Bestpreisklauseln oder
die Beschrinkung der Nutzung bestimmter Kommunikationswege. Fiir
Nutzer wird es so unattraktiver oder unmoglich, geschiftliche Aktivititen

33 Vgl. Podszun, Gutachten F zum 73. Deutschen Juristentag: Empfiehlt sich eine
stirkere Regulierung von Online-Plattformen und anderen Digitalunternechmen?,
2020, S. F10 ff. m.w.N. Die Literatur zu Plattformen aus rechtlicher Sicht, auch
zur Kritik am Begriff, ist inzwischen beinahe uniberschaubar.

34 Zu den kartellrechtlichen Grenzen siehe unten C.III.
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aulSerhalb der Plattform zu pflegen oder zu entfalten oder an der Platt-
form vorbei Geschafte zu machen. Diese Mafinahmen tragen dazu bei, dass
Wechselkosten steigen, Plattformen ihren Zugriff weiter ausdehnen und
ein ,multi homing® fir Nutzer erschwert wird. ,Multi homing® (im Ge-
gensatz zu ,single homing®) bezeichnet die Situation, dass Nutzer auf
mehreren Plattformen parallel ,zuhause® sind.3* Bei Betriebssystemen et-
wa ist Exklusivitat bereits technisch in der Regel gesichert, in der Folge
verleiht das Betriebssystem seinem Betreiber exzellente Moglichkeiten, die
Nutzer zu binden. Zu beobachten ist dies etwa beim Google-Betriebssys-
tem Android fir Android-Smartphones ebenso wie beim Apple-Betriebs-
system iOS auf iPhones.3¢

Die Mechanismen von Plattformen wurden in bahnbrechenden Arbei-
ten von Nobel-Preistrager Jean Tirole und anderen Okonomen analysiert.?”
Jean-Charles Rochet und Tirole hoben hervor, welche Steuerungsméglich-
keiten Plattformbetreiber durch geschicktes Design ihrer Anreizsysteme
haben (etwa indem die Teilnahme einer Marktseite vom Betreiber subven-
tioniert wird, um die Attraktivitat fir die andere Marktseite zu steigern,
die sodann zahlen muss).3® Das Design von Plattformen wurde in den ver-
gangenen Jahren optimiert. In der Folge konnen in immer mehr Markten
Plattformbetreiber die Magie ihrer Vermittlungsleistungen spielen lassen
und immer mehr Nutzer auf verschiedenen Seiten zusammenbringen.?
Das funktioniert, da die Reduzierung der Transaktionskosten in fast allen
Bereichen enorme Gewinne freisetzt. Wer hitte gedacht, dass es moglich
ist, mit wenigen Klicks einen Grofteil der in der Welt verfiigbaren Infor-
mationen zuginglich zu haben? Oder ein Kaufhaus zu haben, in dem eine
schier unendliche Produktvielfalt gegeben ist, die mit wenigen Schritten
zielgerichtet durchforstet werden kann? ,Platformisation®, die Transforma-

35 Vgl. Bundeskartellamt, Arbeitspapier — Marktmacht von Plattformen und Netz-
werken, 2016, S. 9 ff.; OECD, The Digital Economy, 2012, S.9, abrufbar unter:
http://www.oecd.org/daf/competition/The-Digital-Economy-2012.pdf.

36 Siehe die Fille der Europaischen Kommission, in denen Praktiken im Zusam-
menhang mit dem Betriebssystem untersucht werden, Europaische Kommission,
18.7.2018, C(2018) 4761, C 402/19, Google Android; Pressemitteilung der
Europaischen Kommission zu der Untersuchung des Verhaltens von Apple im
Zusammenhang mit Apple Pay vom 16.6.2020, abrufbar unter https://ec.curopa.c
uw/commission/presscorner/detail/de/ip_20_1075.

37 Zum Beispiel Rochet/Tirole, JEEA 2003, 990ff.; Rochet/Tirole, RJE 2006, 645;
Evans, Yale Journal on Regulation, 2003, 325.

38 Vgl. Rochet/Tirole, JEEA 2003, 990, 993.

39 Vgl. zu dhnlichen Markten Roth, Who Gets What — and Why: The New Eco-
nomics of Matchmaking and Market Design, 2015.
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tion von Markten zu Plattformmarkeen, ist der wesentliche strategische
Antrieb hinter den Geschiftsmodellen der Silicon Valley-Unternehmen.*
Diese werden nach den grofSen Erfolgen in vielen Bereichen (man denke
nur an Hotel- und Immobiliensuche, Essenslieferdienste, Einzelhandel,
Partnervermittlung oder Mediennutzung) in den industriellen und hand-
werklichen Bereich ausgedehnt. Dass fiir die traditionellen Branchen der
Einzug der Plattformen disruptiv wirkte, bedarf hier keiner Erlduterung.

Die Digitalisierung war fiir diesen Erfolg Voraussetzung, da das Zusam-
menfihren verschiedener Akteure und Leistungen umso besser funktio-
niert, je berechenbarer diese sind. Die ,Datafizierung“! aller Personen,
Objekte und Leistungen macht diese berechenbar und damit in einem
Plattformmodell vermittelbar.

b) Tendenz zur Marktmacht

Da Plattformen mit Netzwerkeffekten arbeiten, gibt es eine Tendenz, dass
grofere Plattformen einen Spiral-Effekt erreichen, indem sie immer erfolg-
reicher werden.*?> Ab einem gewissen Punkt wird dieser Erfolg selbstver-
starkend, teilweise unabhingig von Leistung oder Innovation: Netzwerkef-
fekte konnen so wichtig werden, dass sie andere Aspekte der Plattform
tbertreffen. Es ergibt keinen Sinn, auf einer erfolglosen Dachdecker-Platt-
form gelistet zu sein, wenn es eine andere Plattform gibt, auf der alle po-
tenziellen Kunden suchen. Daher wird die Skalierung, also die Erzielung
von Grofenvorteilen so wichtig. Da die Grenzkosten fiir den Plattformbe-
treiber extrem niedrig sind (ein weiterer Nutzer der Plattform kostet so gut
wie nichts),” lassen sich rasch Skalierungseffekte erzielen: Eine Plattform
kann in kirzester Zeit rasant wachsen. Dass eine Plattform sich durch spi-
ralartiges Wachstum durchsetzen kann, ist indes nicht gesagt. Das hingt
von verschiedenen Faktoren ab, etwa der Resilienz nicht-plattformgebun-
dener Vermittlungsmodelle, der Kundenbindung oder regulatorischen
Rahmenbedingungen. Zudem ist entscheidend, ob es Multi Homing gibt,

40 Zur Strategie der ,platformisation® siche etwa Parker/Van Alstyne/Choudary, Plat-
form Revolution: How Networked Markets Are Transforming the Economy and
How to Make Them Work for You, 2016.

41 Der Begriff geht zurtick auf Cukier/Mayer-Schonberger, Foreign Affairs, 2013, 28 ff.
(,datafication®).

42 Siehe Ezrachi/Stucke, Virtual Competition, 2016, S. 174.

43 Man spricht in Anlehnung an Rifkin, The Zero Marginal Cost Society, 2015,
vom “zero marginal cost“-Modell (Grenzkosten null).
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A. Ausgangspunkte

ob die wichtigsten Marktteilnehmer auf der Plattform vertreten sind und
wie hoch die Wechselkosten zu anderen Plattformen sind. Letzteres kann
sich etwa daran entscheiden, ob Daten, Bewertungen, Bilder usw. tech-
nisch und rechtlich portabel sind, also zu anderen Anbietern mitgezogen
werden konnen. Schlieflich festigen Unternehmen derart erlangte Posi-
tionen durch strategische Zukaufe (z.B. ,killer acquisitions®, mit denen
potentielle Wettbewerber vom Markt weggekauft werden)** und durch das
Einschniiren von anderen Anbietern (sog. envelopment)®. Die Pandemie
hat fur digitale Geschiftsmodelle, und damit fiir Plattformen, noch einmal
einen erheblichen Aufschwung bedeutet. Das Bestellen von Leistungen
tiber Internet hat sich zwangsldufig bis in den letzten Haushalt durchge-
setzt und wird fiir immer mehr Dienste als normal angeschen.

c¢) Digitale Infrastrukturanbieter

Einzelne Plattformen haben es geschafft, zu Infrastrukturanbietern des In-
ternets zu werden, ohne die der digitale Wirtschaftskreislauf kaum noch
funktioniert. Eine derartige Infrastruktur-Bedeutung wird in der Regel
Google (und Mutterkonzern Alphabet), Apple, Facebook (samt WhatsApp
und Instagram), Amazon (als Marktplatz und Cloud-Anbieter) sowie Mi-
crosoft zugeschrieben (oft abgekiirzt als ,,GAFA plus Microsoft®). Sie gel-
ten als ,Superplattformen®, die aufgrund ihrer Marktmacht und Finanz-
kraft eine entscheidende Rolle in vielen Markten spielen konnen.*¢ Die
Europaische Kommission spricht in einem Gesetzgebungsvorschlag von
»Gatekeepern®, die ,,zentrale Plattformdienste” erbringen.#

44 Economist, The world’s most valuable resource, 6.5.2017, S.7; vgl. auch ,Killer
Acquisitions® im Fokus der Kartellbehorden — Gefahr fiir innovative Start-ups?,
2019, abrufbar unter hteps://blog.handelsblatt.com/rechtsboard/2019/09/04/killer-
acquisitions-im-fokus-der-kartellbehoerden-gefahr-fuer-innovative-start-up/.

45 Vgl. Bourreau/de Streel, Digital Conglomerates and EU Competition Policy, 2019,
S.14.

46 Ezrachi/Stucke, Virtual Competition, 2016, S. 145 ff.; der deutsche Gesetzgeber re-
agiert in § 19a GWB (2021) mit der Einfiihrung eines Tatbestands, der an Unter-
nehmen gerichtet ist, die ,,iberragende marktiibergreifende Bedeutung fir den
Wettbewerb* haben.

47 Europiische Kommission, 15.12.2020, Vorschlag fiir eine Verordnung des
Europiischen Parlaments und des Rates
tber bestreitbare und faire Mirkte im digitalen Sektor (Gesetz tber digitale
Markte), COM(2020) 842 final (Digital Markets Act, DMA).
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1I. Charakteristika der digitalen Okonomie

Das Wall Street Journal hat 2015 plastisch formuliert, welche Macht die-
se Unternehmen ausiiben:

»Wer zum Beispiel eine Marke aufbaut, kann das aktive Facebook-Pu-
blikum von einer Milliarde Menschen nicht ignorieren. Jeder, der ein
Unternehmen grindet, muss sicherstellen, bei Google gefunden wer-
den zu konnen.“48

Die Unternehmen haben es geschafft, Schlisselrollen der Wirtschaft zu be-
setzen: Facebook fiir soziale Interaktion und Identititsmanagement, Goog-
le fir die Suche, die Zugang zur Online-Welt bietet, Amazon fiir den Han-
del. Apple, Microsoft und Google steuern einflussreiche Betriebssysteme,
ihnen gehort die Schaltzentrale, Gber die das wirtschaftliche Tun der Indi-
viduen gesteuert wird. Zunehmend kommen dabei digitale Assistenten
zum Einsatz (z.B. in Form von Amazons Alexa, der Apple Watch oder als
Googles Fitnessarmband Fitbit). Damit riicken diese Unternehmen ange-
sichts einer immer starker digital abgewickelten Wirtschaft — ein Trend,
der durch Corona verstirkt wurde — in eine 6konomische Kontrollpositi-
on, von der aus sie Gber den Erfolg oder Misserfolg anderer Unternehmen
entscheiden konnen. Sie stellen die Infrastruktur des Netzes und agieren
als ,,Gatekeeper®. Im B2B-Bereich sind derartige Positionen noch nicht in
gleicher Weise gefestigt, hier bestehen durchaus noch Marktchancen.

2. Daten

Die zweite grundlegende Verschiebung im geschiftlichen Umfeld, neben
der ,Plattformisierung®, besteht in der massiven Sammlung, Nutzung und
Auswertung von Daten. Daten sind alle Arten von Informationen. In
einem Verordnungsvorschlag aus dem Jahr 2020 definiert die Europaische
Kommission Daten als ,jede digitale Darstellung von Handlungen, Tatsa-
chen oder Informationen sowie jede Zusammenstellung solcher Handlun-
gen, Tatsachen oder Informationen auch in Form von Ton-, Bild- oder au-
diovisuellem Material“.5

48 Clark/McMillan, “Facebook, Amazon and Other Tech Giants Tighten Grip on In-
ternet Economy”, Wall Street Journal, 5.11.2015.

49 Vgl. Cambridge Dictionary. Zu weiteren Definitionsversuchen vgl. Vof, Was sind
eigentlich Daten?, 2013; Specht/Kerber, Datenrechte, 2017, S. 12.

50 Europiische Kommission, Vorschlag fiir eine Verordnung iber europdische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final,
Art.2 Nr. 1.
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A. Ausgangspunkte

Daten werden grundlegend unterschieden in personenbezogene Daten,
die aus der Privatsphire von Einzelpersonen stammen, und nicht-perso-
nenbezogene Daten.’! Erstere bezichen sich auf eine natirliche, identifi-
zierbare Person, sie stehen haufig im Mittelpunkt der 6ffentlichen Diskus-
sion und werden umfassend durch die DS-GVO geregelt. Fir das Hand-
werk sind personliche Daten insbesondere bei individuellen Kundenauf-
trigen und in der Kommunikation mit Kunden von Belang. Daneben tre-
ten nicht-personenbezogene Daten, die fiir handwerkliche und industrielle
Anwendungen besonders wichtig sein konnen. Dazu zihlen etwa Maschi-
nendaten (z.B. Leistungsdaten eines Gerits, Zahl der bearbeiteten Vorgin-
ge, Energieverbrauch usw.), aber auch Wetterdaten, Stralendaten usw.>?
Die Systematik und Dimension, mit der Daten gesammelt und ausgewer-
tet werden, hat sich durch den Fortschritt der Computertechnik, immer
kleinere Gerite und immer groffere Rechenleistungen, in den vergangenen
Jahren massiv verandert.

Die Steuerung von Vorgingen, die Individualisierung von Leistungen,
die Koordination von Ablaufen, all das kann wesentlich besser erfolgen,
wenn moglichst viele Daten vorliegen. Daten missen nicht mehr mithsam
erhoben werden, sondern liegen ggf. automatisiert vor, selbst in Bereichen,
in denen friher Handwerker auf Schatzungen oder ihr Gespiir angewiesen
waren, weil es moglicherweise gar keine Gelegenheit gab, Daten zu erhe-
ben. Alle Vorginge und Ablaufe werden damit prazisiert, sie werden bere-
chenbar gemacht mit allen Vorteilen, die das bietet: Kundenwiinsche kon-
nen praziser erfiilllt werden, die vorherige Modellierung und die Abstim-
mung mit anderen wird vereinfacht, grofSe Bauprojekte lassen sich zentral
steuern. Daten liefern eine digitalisierte und damit berechenbare Version
der Realitat.>* Das ermoglicht die Verbindung von Akteuren, Produkten
und Leistungen in umfassende digitalisiert abgebildete Wertschdpfungs-
netzwerke.>* Beispielhaft dafiir stehen das vernetzte Fahren oder das Smart
Home.

51 Ein anderes Konzept zur Differenzierung findet sich bspw. bei Liebhart, Die glor-
reichen sieben Datenarten, Netzwoche 13/2010, S. 21, welcher zwischen Metada-
ten, Referenzdaten, unternehmensweiten Strukturdaten, Transaktionsstrukturda-
ten, Inventardaten, Transaktionsdaten und Auditdaten unterscheidet.

52 https://www.forbes.com/sites/janakirammsv/2017/08/27/how-machine-learning-e
nhances-the-value-of-industrial-internet-of-things/#3bece3733£38.

53 Sie erstellen ein “Portrait unserer tiglichen Aktivititen”, so Stucke/Grunes, Big
Data and Competition Policy, 2016, Rn. 4.33.

54 Siehe das Beispiel des ,,Collaborative Condition Monitoring® der Plattform In-
dustrie 4.0, Kollaborative datenbasierte Geschaftsmodelle, 2020.
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1I. Charakteristika der digitalen Okonomie

Um die Bedeutung von Daten zu unterstreichen, wird gelegentlich der
Vergleich zu Gold oder Rohol gezogen, auch wenn diese Produkte mit der
Natur von Informationen wenig gemein haben. Dass Daten aber als um-
walzender Faktor der Wirtschaft wahrzunehmen sind, ist zutreffend. Ins-
besondere bedeutet dies, dass Unternehmen, die keinen Zugang zu be-
stimmten Daten haben, aus Wertschopfungsnetzwerken ausgeschlossen
werden konnen. Diese Moglichkeit wird dadurch immer bedeutsamer,
dass neben rechtlichen Abschottungsstrategien auch technische Aus-
schlieBungsmoglichkeiten gegeben sind — wer den Code nicht kennt, kann
Daten nicht auslesen. Hinzukommt, dass immer mehr Waren ohne Daten-
zugriff gar nicht mehr steuerbar, reparabel oder betriebsbereit sind: Ein
Softwareschaden ist fiir ein Auto heute genauso gravierend wie ein Motor-
schaden. Der Unterschied ist, dass viele Motorschiden unabhangig vom
Fabrikat von einem Fahrzeugmechaniker behoben werden koénnen, sobald
die Motorhaube geoffnet ist. Der Softwarefehler kann nur behoben wer-
den, wenn der Reparateur Zugriff auf die Software hat — und die lasst sich
nicht ohne weiteres ,,6ffnen®.

Betreiber von Plattformen profitieren besonders stark von der Daten-
sammlung, da sie in einer zentralen Position sind, um Daten zu erfassen.
Sie konnen in der Regel auf die Transaktionsdaten zugreifen, wenn die
Transaktionen tber ihre Software abgewickelt werden. Sie haben es auch
in der Hand, den Informationsfluss zu den anderen Plattformakteuren zu
steuern. Wer beispielsweise eine Dachdecker-Plattform betreibt, kann die
verschiedene Leistungen, Kontakte und Transaktionen, ggf. auch Gerite,
Anwendungen und Dienste miteinander verkniipfen und so eine grofle
Menge Daten zusammenfithren und fir sich auswerten. Die Marktkennt-
nis wird dadurch enorm, ggf. werden auch individuelle Priferenzen und
interessante Korrelationen deutlich. Auf der Grundlage solcher und weite-
rer Daten konnen Plattformbetreiber oder andere Dateninhaber das De-
sign der Plattform optimieren und dabei auf ihre eigenen Gewinnerzie-
lungsinteressen ausrichten. Die Teilnehmer auf der Plattform, zum Bei-
spiel Handwerksunternehmen und Endverbraucher, konnen bestmoglich
zusammengefihrt, aber auch ausgebeutet werden — ohne dass sie dies
zwingend merken, da sie die Vergleichsdaten in der Regel gar nicht zur
Verfiigung haben werden.

Besonders heikel wird diese Situation, wenn der Plattformbetreiber
selbst auch Wettbewerber ist und so die iberlegene Datenkenntnis im
Wettbewerb ausnutzen kann. So wird beispielsweise behauptet, dass einige
Plattformbetreiber, die in derartiger Weise ,hybrid® titig sind, die Trans-
aktionen der auf ihrer Plattform titigen Anbieter systematisch auswerten
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und in besonders lukrativ scheinende Bereiche dann selbst einsteigen.
Dank ihrer privilegierten Datenkenntnis kdnnen sie die bisherigen Anbie-
ter verdrangen.>® Die Kenntnis der fremden Daten ermoglicht eine perfekt
abgestimmte Marktstrategie.

Die Datenokonomie 16st insbesondere drei Entwicklungen aus: Erstens
werden Daten in der digitalen Wirtschaft zu einem Schlisselinput in allen
Sektoren. Sie sind mit Rohstoffen oder finanziellen Mitteln gleichwertig
und bieten eine ,berechenbare® Version der Realitat, die kommerzialisiert
werden kann. Zweitens werden durch Daten Transaktionskosten redu-
ziert. Das ermoglicht erhebliche Gewinne, die aber tendenziell auf den In-
haber der Datenmacht verschoben werden konnen, auch wenn die Daten
durch Dritte generiert werden. Drittens profitieren Plattformbetreiber in
besonderer Weise davon, dass sie die Daten von verschiedenen Marktteil-
nehmern sammeln kdnnen; sie ,,produzieren® aber auch besonders viele
Daten und tragen zur Fortentwicklung der Datenokonomie (mit ihren In-
novationspotenzialen) bei.>

3. Vernetzung

Durch die Einbindung von Plattformen und die massive Datennutzung
kommt es zu einem weiteren neuartigen Element in der Wertschopfungs-
kette der digitalen Wirtschaft: Leistungen, Akteure und Mirkte werden
vernetzt. Zum Teil bilden sich ,digitale Okosysteme*.

Die Nutzung sogenannter ,smarter” Gerate und Produkte nimmt erheb-
lich zu. Nach Statista ist davon auszugehen, dass 2020 etwa 4,385 Mrd. Eu-
ro in Deutschland mit Smart Homes umgesetzt wurden. Fur 2021 wird
prognostiziert, dass in 4,76 Mio. Haushalten in Deutschland das Energie-
management ,smart“ betrieben wird.’” Zwischen 2010 und 2017 haben

55 Vgl. Europaische Kommission, Pressemitteilung vom 10.11.2020, Kommission
richtet Mitteilung der Beschwerdepunkte an Amazon wegen Nutzung nichtof-
fentlicher Daten unabhingiger Verkaufer und leitet zweite Untersuchung der E-
Commerce-Geschiftspraxis des Unternehmens ein, abrufbar unter: https://ec.eur
opa.eu/commission/presscorner/detail/de/ip_20_2077.

56 Siche auch Schweitzer/Haucap/Kerber/Welker, Modernisierung der Missbrauchsauf-
sicht fiir marktmachtige Unternehmen, 2018, S. 158 ff.

57 Alle Angaben von https://de.statista.com/outlook/279/137/smart-home/deutschla
nd#market-revenue.
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1I. Charakteristika der digitalen Okonomie

Bosch und Volkswagen je tber 1000 Patente zum vernetzten Fahren ange-
meldet, Google iiber 500.%3

Smarte Gerite sind mit Sensoren ausgestattet, erfassen also Daten, und
leiten diese tber eine Internetverbindung weiter an eine zentrale Operati-
onsstelle. Durch den Einsatz solcher Gerite lassen sich vielfiltige Vernet-
zungen herstellen: Fahrzeuge kommunizieren untereinander und mit den
Straflenanlagen, in Fabriken werden Produktionsstitten, Maschinen und
die Umgebung vernetzt, im Smart Home wirken verschiedene Haushalts-
gerite, das Energiemanagement, Komfort- und Licht-Segmente oder
Schliefsysteme zusammen.

Wirtschaftlich entscheidend ist, dass dadurch eine Vernetzung von Pro-
dukten und Leistungen moglich ist, die bislang nicht gegeben war. Mark-
te, die friher vollig unabhingig voneinander waren, lassen sich so mitein-
ander verbinden und in Abhingigkeit voneinander bringen: Eine ,,intelli-
gente“ oder ,smarte“ oder ,vernetzte“ Heizung in einem Gebaude wird
durch Zufigen eines digitalen Gerits zu einer Datensammelstelle, die mit
einer Cloud verbunden ist. Als smarte Komponente ist die Heizung als
Hardware nun zugleich ein smartes Element mit Sensoren und Prozesso-
ren, das Daten an eine ,Plattform® dbertrigt und so in ein groferes Gan-
zes, z.B. ein zentrales Energiemanagement oder ein Smart Home einge-
bunden wird.*” In der Folge wird der Verbraucher stirker an dieses —
durchaus komfortable — Okosystem oder Wertschopfungsnetzwerk gebun-
den. Einzelne wirtschaftliche Entscheidungen (z.B. zur Reparatur der Hei-
zung) sind dann aber nicht mehr unabhiangig von Entscheidungen zum
Gesamtsystem. Wechselkosten steigen, die Daten- und Gewinnbasis des
Betreibers des entsprechenden Netzwerks wird verbreitert.®® Es wird eine
sArchitektur® um das Gerit herumgebaut, die weitere Profitmargen erdff-
net.! Smarte Gerite konnen Software selbst herunterladen und Statusup-
dates, Servicebedarf, Fehlermeldungen usw. absetzen, ohne dass noch eine
Aktion des Verbrauchers erforderlich ist. Daran gekniipfte wirtschaftliche
Leistungen (z.B. Nachkauf, Wartung) werden dann aber auch zentral Gber
das Netzwerk gesteuert.

58 Angaben nach https://de.statista.com/statistik/daten/studie/557059/umfrage/anza
hl-der-patentanmeldungen-zum-autonomen-fahren-nach-unternehmen-und-herk
unftsland/.

59 Porter/Heppelmann, HBR 2014, 64, 67.

60 Porter/Heppelmann, HBR 2014, 64, 73.

61 Porter/Heppelmann, HBR 2014, 64, 69 ff.
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A. Ausgangspunkte

Im typischen Fall fir den Anwendungsbereich des Handwerks kommt
in einem solchen System fiir Einbauten, Reparaturen, Wartung oder Zu-
satzleistungen nur ein Handwerker zum Zug, der in das Gesamtsystem
eingebunden ist. Das bedeutet praktisch: Das Handwerksunternehmen
wird einen Rahmenvertrag mit dem Betreiber des Smart Homes oder des
jeweiligen Okosystems benotigen. Marktzutrittshiirden fiir unabhingige
Dritte werden erheblich erhoht. Der Nutzer des digitalen Okosystems, also
der Verbraucher, wird hiufig nicht mehr frei entscheiden konnen, , wer
als Handwerker des Vertrauens herangezogen wird.

Aus der Vernetzung immer weiterer Leistungen und Produkte wichst
ein digitales Okosystem, in dem sich Nutzer moglichst lange aufhalten,
und in dem sie — aus Sicht des Betreibers — moglichst viele wirtschaftliche
Entscheidungen treffen. Zum Teil werden solche Okosysteme als ,walled
gardens®, also umziunte Garten, bezeichnet, da durch sog. Lock-in-Effekte
versucht wird, Nutzer moglichst in dieses Okosystem ,einzusperren®.62
Das funktioniert zunichst am effektivsten bei Betriebssystemen, etwa auf
Handys, die zum Nadelohr fir alle 6konomischen Entscheidungen wer-
den konnen, die iber das Handy getroffen werden. Uber das Handy kon-
nen nur Leistungen erbracht werden, die vom Betreiber des Systems nicht
gesperrt sind. Besonders groe Kontrolle tiber Transaktionen kann durch
die Kontrolle der Bezahlschnittstellen ausgetibt werden. Wiirde beispiels-
weise ein Handwerksbetrieb den Erstkontakt zu einem Endverbraucher in
einem GAFA-Universum herstellen und wiirde das GAFA-Unternehmen
die Bezahlung tber die Plattform verlangen, wire es nicht mehr moglich,
eigenstindige, vom GAFA-Unternehmen nicht kontrollierte Zahlungsstro-
me aufSerhalb der Plattform zu veranlassen.®?

Die GAFAs dehnen ihre Okosysteme zunehmend aus, zum einen tber
die erweiterte Nutzung von Geraten wie Uhren, personlichen Assistenten,
Browsern und anderen Apps, zum anderen durch eine immer weiterge-
hende Integration von Daten (z.B. Gesundheitsdaten) und eine Verkniip-
fung dieser Daten mit eigenen Diensten (z.B. Gesundheitsportalen, Kalen-
dern, Mediendiensten usw.). Immer starker wird der Verbraucher angelei-
tet, den eigenen Alltag nur noch tber ein zentrales Tor zu steuern.

62 Vgl. zum Begriff Wolk, 19(3) Cornell Journal of Law and Public Policy 2010,
S.795,797.

63 Um eine derartige Problematik dreht sich der Streit zwischen Apple und dem
Unternehmen Epic (Fortnite), der 2020 ausgebrochen ist; vgl. die Darstellung bei
Bostoen im Lexxion Competitions Blog, abrufbar (in mehreren Teilen) unter
https://www .lexxion.eu/coreblogpost/epic-v-apple-1/.
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1I. Charakteristika der digitalen Okonomie

Das wiederum erhoht die Einflussmoglichkeiten des Gatekeepers fiir die
Auswahlentscheidung des Verbrauchers ebenso wie fiir die Zugangsmog-
lichkeiten des Unternehmers: Soll die Heizung gewartet werden, kann der
Betreiber des Smart Homes den Verbraucher daran erinnern und einen
Vorschlag fir ein auszuwihlendes Unternehmen machen — oder gleich
dieses Unternehmen beauftragen und in den digitalen Kalender eintragen
samt kinftiger Bezahlung tber den eigenen Bezahldienst. Ist der beauf-
tragte Handwerker zur Wartung auf Daten oder den Zugriff auf ein Kon-
trollpanel angewiesen, ist ein Vertrag mit dem Plattformbetreiber unaus-
weichlich - inklusive moglicher Provisionsgebiihr. Fiir den Endverbrau-
cher wird dieses System immer bequemer, je weitergehend alle Leistungen
miteinander integriert sind. Viele dieser Verkniipfungen werden sogar zu-
nichst effizient sein.

Fir den die Leistung erbringenden Unternehmer wird die Beteiligung
an diesen digitalen Okosystemen immer unausweichlicher, je schlechter
seine Moglichkeiten sind, den Endverbraucher sonst zu erreichen oder je
schlechter sein Zugriff auf die erforderlichen Daten sonst ist. Handwerks-
betriebe kdnnen so in die Abhidngigkeit eines Plattformbetreibers geraten.
Anfangs locken hier zusitzliche Gewinne, weil typischerweise ein weiterer
Kundenkreis erreicht werden kann oder weil besonders lukrative Auftrige
winken. Rasch kann dies jedoch in Abhingigkeiten umschlagen, die so-
dann mit hohen Provisionen ausgenutzt werden kénnen.

Die Integration von Markten kann dazu fihren, dass Unternehmen Zu-
gang zum Okosystem benétigen, selbst wenn sie sich sonst den digitalen
Plattformen gern verweigern, etwa weil sie durch starke Nachfrage bereits
ausgelastet sind: Je digitaler die Leistungen, desto unausweichlicher wird
die Zusammenarbeit mit den dominanten Digitalanbietern. Das eigene
Angebot kann dann irgendwann nicht mehr selbststindig gesteuert wer-
den, sondern wird in eine Wertschopfungskette eingebunden. Handwer-
ker werden zu Zulieferern fiir zentrale Betreiber eines digital kontrollier-
ten Gesamtsystems. Je stirker das Okosystem ist, desto leichter wird es
sein, andere Unternehmen ,wie ein Korallenriff“ anzuziehen und also in
das eigene Netzwerk zu integrieren.®* Die Selbststindigkeit, die in der De-
finition des Handwerks immer noch mitschwingt, die Entscheidungssou-
veranitat eines starken Mittelstands, der in Deutschland so wichtig ist,
wird damit zunehmend in Frage gestellt.

Die digital ausgeloste Vernetzung verandert Geschaftsmodelle und wirt-
schaftliche Aussichten: Kunden entscheiden sich oft fiir ein bequemes

64 Ezrachi/Stucke, Virtual Competition, 2016, S. 149.
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A. Ausgangspunkte

Okosystem und schneiden sich damit selbst die Entscheidungshoheit tber
eine Vielzahl von 6konomischen Folgeentscheidungen ab. Unternehmen
kénnen zunehmend darauf angewiesen sein, ihre Leistungen in ein Wert-
schopfungsnetzwerk (oder ein Okosystem) einzubringen, das typischerwei-
se von einem datenstarken IT-Unternehmen zentral gesteuert wird und auf
dessen Profit es ausgerichtet ist. Fir Handwerksbetriebe steht damit mogli-
cherweise ein Wechsel an: Es kann sein, dass sie von unabhangigen Markt-
akteuren mit individuellen Leistungen fiir personlich verbundene Kunden
(klassisches Bild des Handwerks) zu einem austauschbaren Dienstleister
werden, der im Rahmen einer vernetzten Wertschopfungskette titig wird.
Die Leistung besteht dabei im Zweifel auf einer datenbasiert vorgegebenen
MafSnahme, die vom zentralen Plattformbetreiber in Auftrag gegeben, vor-
gezeichnet und ausgewahlt wird.

III. Risiken und Chancen

Die aufgezeigten Entwicklungen und Phidnomene stellen Risiken und
Chancen dar. Mit der Digitalisierung geht ein Umbruch im hergebrachten
Wettbewerbsmodell der Marktwirtschaft einher. Das kann das Handwerk
und die mittelstaindische Wirtschaft zwar besonders treffen, bietet aber
auch Moglichkeiten der Weiterentwicklung. Die Digitalisierung wird
nicht verschwinden. Wer sich anpasst, wird auch erfolgreich sein kénnen.
Ob die Digitalisierung eher Chance oder Risiko ist, hangt aber von den re-
gulatorischen Rahmenbedingungen ab. Die Weichen werden jetzt gestellt.

1. Die Disruption des marktwirtschaftlichen Wettbewerbsmodells

Die Digitalisierung der Wirtschaft hat ein enormes Potential freigesetzt:
Transaktionskosten wurden gesenkt, Effizienzen gehoben. Verbraucher-
wiinsche konnen besser erfiillt werden. Die tiefgreifende Modernisierung,
die mit der Digitalisierung in vielen Branchen einhergeht, ist ein willkom-
mener Aufbruch. Nicht verschwiegen werden soll freilich, dass bislang —
anders als bei bisherigen technologischen Revolutionen dieses AusmafSes —
kein Produktivititssprung zu verzeichnen ist: Die Digitalisierung fihrt bis-
lang nicht dazu, dass erheblich héherer Output bei gleichbleibendem Ein-
satz oder erheblich sinkende Kosten bei gleichbleibendem Output zu be-
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II. Ristken und Chancen

obachten sind. Dieses Phinomen wird bereits als Produktivitdtsparadox
der Digitalisierung beschrieben.®

Plattformen, Daten und Vernetzung verindern aber das wettbewerbli-
che Modell, das der Marktwirtschaft in der EU und speziell auch in
Deutschland zugrunde liegt.%¢ Nach diesem Modell treffen sich Angebot
und Nachfrage auf Mérkten, wo sie — koordiniert durch die berithmte ,,un-
sichtbare Hand“ - einen Preis bilden. Normative Basis fiir diesen stindig
aufs Neue stattfindenden Marktprozess sind freie und gut informierte Ent-
scheidungen der Marktakteure. Die besten Ergebnisse, sowohl 6kono-
misch (optimale Ressourcenallokation, Anreiz fiir Effizienz und Innovati-
on, hohe Dynamik und neue Marktchancen u.a.) als auch normativ (grof-
te Freiheitsverwirklichung, Gerechtigkeit durch Leistungsprinzip, faire
Verhiltnisse im Vertragsmechanismus u.a.), werden erzielt, wenn sich die
Unternehmen im Wettbewerb um die Kunden bemitihen. Bei diesem Pro-
zess veranlassen Anbieter und Nachfrager den Austausch von Leistung und
Gegenleistung. Das Unternehmen, das den Nachfrager am besten tberzeu-
gen kann, gewinnt im Wettbewerb; der Kunde ist der Schiedsrichter im
Markt (Prinzip der Konsumentensouveranitit).

a) Verlust der Kundenschnittstelle

Dieses Modell wird grundlegend veriandert: Die Zuordnung von Leistung
und Gegenleistung findet nicht mehr primir in der freien Begegnung am
Markt statt, wo sich Nachfrager fir ein Angebot entscheiden. Es wird viel-
mehr intensiv vom Betreiber der Plattform gesteuert. Wird tber eine Platt-
form nachgefragt, konnen tGberhaupt nur noch solche Angebote eingese-
hen werden, die auf der Plattform vertreten sind. Diesen Zugang regelt der
Plattformbetreiber (Gatekeeper) zu seinen Bedingungen. Bezieht sich die
Leistung auf ein smartes Gerit oder eine vernetzte Leistung, sind nur noch
solche Anbieter in der Auswahl, die Zugang zu dem dahinterstehenden
(Daten-)Netzwerk haben.

Das trifft auch Handwerksbetriebe, die zwar die eigentlich erwiinschte
Leistung (z.B. die Reparatur der Heizung, die Einstellung des Horgerits,
den Einbau im Wohnhaus, die Einrichtung der Kiihlanlage usw.) erbrin-
gen. Sie verlieren aber die Kundenschnittstelle. Fiir die Leistungserbrin-

65 Vgl. Ark, The Productivity Paradox of the New Digital Economy, 2016.
66 Zum ,Digitalwirtschaftsverfassungsrecht siche umfassend Krinke, Offentliches
Digitalwirtschaftsrecht, 2020, S. 35 ff.
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A. Ausgangspunkte

gung sind sie darauf angewiesen, dass Dritte ihnen Zugang zum Kunden
ermdglichen und ggf. Daten/Software zur Verfiigung stellen bzw. deren
Nutzung ermoglichen. Wettbewerb findet nicht mehr auf dem Markt mit
Nachfragern im direkten Austausch statt, sondern wird an den Rand ge-
dringt: Handwerker missen in diesem Modell darum kimpfen, Zugang
zur Plattform, zum Netzwerk, zu den Daten zu erhalten. Ihr erster An-
sprechpartner ist der Inhaber des Zugangscodes, nicht der Verbraucher
oder Abnehmer, zu dem unter Umstanden gar kein direkter Kontakt her-
gestellt wird.

b) Steuerung wirtschaftlicher Entscheidungen

Die Steuerung der Transaktionen durch den Inhaber des Zugangs zur

Plattform oder zum digitalen Gerit lohnt eine nahere Betrachtung. Dieser

Gatekeeper hat eine zentrale Steuerungsfunktion, die auf verschiedene

Weisen ausgeiibt werden kann:

- Wirtschaftliche Angebots- und Nachfrageentscheidungen werden gar
nicht mehr erforderlich, da sie schon vorgenommen wurden.

- Die wirtschaftlichen Entscheidungen werden erheblich vorgepragt, et-
wa durch Voreinstellungen, eine begrenzte Auswahl oder Hinfiihrung
zu bestimmten Vertragspartnern.

— Die fir informierte wirtschaftliche Entscheidungen erforderlichen In-
formationen werden nicht oder nur lickenhaft zur Verfigung gestellt
bzw. die Informationen werden selektiv zur Verfiigung gestellt.

Ein typisches Mittel zur Steuerung von 6konomischen Entscheidungen ist

das Ranking von Suchergebnissen, das enorm einflussreich fiir die Aus-

wahlentscheidung des Kunden sein kann. Laut Studien, die von der

Europaischen Kommission im Fall Google Shopping zitiert wurden, erhal-

ten die ersten zehn Suchergebnisse etwa 95 % aller Klicks von Google-Nut-

zern.%” So sind Websites (und Angebote) dem Google-Suchalgorithmus
ausgeliefert: Wenn sie nicht in den ersten sieben Ergebnissen prasentiert
werden, kann das Unternehmen pleitegehen. Durch vorgeschaltete Werbe-
plitze und Infoboxen wird die Click-Through-Rate fir spiter gelistete

67 Europaische Kommission, Pressemitteilung vom 27.6.2017, Kartellrecht: Kom-
mission verhingt Geldbufle in H6he von 2,42 Mrd. EUR gegen Google wegen
Missbrauchs seiner marktbeherrschenden Stellung als Suchmaschine durch unzu-
lassige Vorzugsbehandlung des eigenen Preisvergleichsdienst, abrufbar unter:
http://europa.eu/rapid/press-release. MEMO-17-1785_en.htm.
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1. Ristken und Chancen

(und typischerweise kleinere Unternehmen) noch stirker erschwert.®® Ein
anderes Mittel ist das Vorenthalten wesentlicher Daten, etwa maschinenge-
nerierter Nutzungsdaten. Es handelt sich dabei um Gatekeeping-Probleme
mit dem Potenzial zu diskriminierendem und strategischem Verhalten.

Systematisch wird so die Entscheidungsfreiheit und Informationshoheit
der wirtschaftlichen Akteure untergraben. Sie sind immer weniger in der
Lage, 0konomische Entscheidungen zu treffen und mussen vielmehr auf
den Pfaden dahingleiten, die ihnen vorgegeben werden. Fur Verbraucher
ist das haufig bequem, sie miissen nur den Vorgaben folgen. Fiir Unter-
nehmer ist es eine erhebliche Einschrinkung ihrer Wettbewerbsfreiheit.
Pikanterweise kann von beiden Gruppen mangels Information nicht ein-
mal mehr erwartet werden, dass sie das Giberhaupt kritisch hinterfragen —
die Transaktionen bleiben eine Black Box, da die einzige Informations-
quelle in der Regel der Gatekeeper ist, der die Steuerung der Informatio-
nen in seinen Handen hat. So verlieren Markte auch ihre zentrale Signal-
funktion: Wer beispielsweise als Dachdecker seine Leistungen tber eine di-
gitale Plattform anbietet oder wer Haushaltsgerate nur noch als Vertrags-
partner eines Smart Home-Universums betreibt, erhalt langfristig keine Si-
gnale zur Zahlungsbereitschaft der Abnehmer mehr. Es kommt zu einem
Verlust okonomischer Autonomie.®® Das ist normativ bedenklich, da das
markewirtschaftliche Wirtschaftssystem auf der freien Entscheidung der
souverdn handelnden Marktteilnehmer basiert. Es ist 6konomisch bedenk-
lich, da wesentliche Signale und Parameter nicht mehr durch die Entschei-
dung der unmittelbaren Leistungserbringer ausgesendet werden, sondern
durch einen Intermedidr vermittelt werden. Nicht mehr der individuelle
Nachfrager ist ,Schiedsrichter im Wettbewerb®, sondern der Zugangsver-
mittler.

c) Abkehr vom Wettbewerbsparadigma
Wolfgang Fikentscher und Knut Borchardt haben Wettbewerb definiert
als

»das selbstindige Streben sich gegenseitig im Wirtschaftserfolg beein-
flussender Anbieter oder Nachfrager (Mitbewerber) nach Geschiftsver-

68 Ein instruktives Beispiel liefert LG Minchen I, 10.2.2021, Az. 37 O 15720/20
und 37 O 15721/20, WuW 2021, 190 — Nationales Gesundbeitsportal.
69 Vgl. Podszun, GRUR 2020, 1268, 1274.
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bindungen mit Dritten (Kunden) durch Inaussichtstellen moglichst
glnstiger Geschiftsbedingungen.“7?

Dieses Ringen im Wettbewerb miteinander setzt voraus, dass der Zugang
zu den potentiellen Geschiftsverbindungen mit Dritten tberhaupt mog-
lich ist.

Je stirker die Macht des Dateninhabers oder Gatekeepers ist, desto ab-
hangiger werden Leistungserbringer, wie etwa Handwerksbetriebe, von
diesem. Die Konzentrationstendenzen, die Plattformen aufgrund der Spi-
ralwirkung von Netzwerkeffekten innewohnen, sind daher Gift fir den
freien Zugang zum Kunden. Das gleiche gilt fiir die Abschottungsmoglich-
keiten bei smarten Produkten: Allein die technische Moglichkeit, Zugang
auf einfache Weise zu verhindern, verschiebt die Rolle des Handwerkers.
Der Fahrzeugmechaniker, der friher einfach die Motorhaube offnen
konnte, braucht nun den Zugangscode zum Fahrzeugcomputer. Die
Marktzutrittsschranken sind also erheblich erhoht worden, insbesondere
fur kleinere und mittlere Unternehmen. Einige Plattformanbieter, insbe-
sondere die GAFAs, konnen sich aufgrund ihrer Markt- und Finanzmacht
gegen wettbewerbliche Angriffe hingegen schon immunisieren. Die Idee,
dass sich im Wettstreit um das beste Preis-Leistungsverhaltnis der effizien-
teste und innovativste Handwerksbetrieb durchsetzt, wird damit immer
starker zuriickgedringt. An die Stelle tritt ein datenbasiertes, gesteuertes
Zuteilungssystem, in dem nicht mehr der individuelle Verbraucher, son-
dern ein zentraler Softwareoperateur die Entscheidungen trifft.”! Es findet
eine Abkehr von dem selbststaindigen Ringen um potentielle Geschiftsver-
bindungen zu Dritten, wie Fikentscher/Borchardt es formuliert hatten,
statt: Das Wettbewerbsparadigma wird zuriickgedrangt.

Wettbewerbliche Gefahren sind insbesondere dort grof§, wo Intermedia-
re zugleich Leistungserbringer sind (etwa wenn der industrielle Hersteller
eines smarten Produkts zugleich darauf bezogene Dienstleistungen anbie-
tet) oder wenn die Netzwerkeffekte bei einer Plattform so stark sind, dass
Markte ,kippen“. Es kommt zu einem ,,tipping®, wobei nur ein relevanter
Anbieter uibrig bleibt.”? Im Sinne einer ,Winner takes it all“-Konstellation

70 Borchardt/Fikentscher, Wettbewerb, Wettbewerbsbeschrinkung, Marktbeherr-
schung, 1957, S. 15.

71 Vgl. Podszun, Gutachten F zum 73. Deutschen Juristentag, 2020, S. F40 ff.

72 Bundeskartellamt, The Market Power of Platforms and Networks, Arbeitspapier,
2016, S. 8 f.; van Gorp/Batura, Challenges for Competition Policy in a Digitalised
Economy, Studie fiir das ECON Komitee, 2015, S. 67; Katz/Shapiro, 8 The Journal
of Economic Perspectives, 106 (1994).
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II. Ristken und Chancen

kann dieser Anbieter in der Folge die wesentlichen Marktentscheidungen
priagen.”? Die Suchmaschine von Google hat sich beispielsweise so durch-
gesetzt. Der Intermediar ist in solchen Fillen in der Position, alle Marktsei-
ten kontrollieren und steuern zu konnen, etwa durch selektive Informati-
onsbereitstellung.

Peter Thiel, ein wichtiger Investor im Silicon Valley, hat die dahinterste-
hende 6konomische Philosophie auf den Punkt gebracht: ,Competition is
for losers.“7# Damit ist gemeint, dass die daten- und plattformgestitzten
Geschaftsmodelle gar nicht darauf eingerichtet sind, langerfristig in einem
Wettbewerbsmodell um Kunden zu kidmpfen. Sie sollen vielmehr durch
schnelles, aggressives Wachstum eine Monopolstellung erringen, die dann
in der Folge monetarisiert werden kann. Verbunden wird diese Sichtweise
mit einem Glauben an datenbasierte Zuteilung als ein Modell der Vertei-
lung knapper Ressourcen, das dem freien Wettbewerbsmodell dberlegen
sein soll (sog. Marktdesign).”s

Die Wiederherstellung von Wettbewerb wird dadurch erschwert, dass
sich marktmachtige Unternehmen besonders gut absichern konnen. Dazu
dient vor allem die Einbindung in Okosysteme mit Lock-in-Effekten und
hohen Wechselkosten fiir diejenigen, die zu anderen Anbietern wechseln
wollen.”¢ Ist einmal das erste smarte Gerat eines Herstellers installiert, liegt
es nahe, weitere kompatible Gerate zu installieren — so wichst die Bindung
an einen Hersteller. In dhnlicher Form wichst die Abhangigkeit von
einem Betreiber eines digitalen Okosystems, wenn immer mehr Dienste
aufeinander abgestimmt werden, wie beispielsweise bei einem Apple-do-
minierten IT-Universum.

Im Ergebnis fiihren die hier skizzierten Tendenzen dazu, dass die Kern-
funktion von Mirkten, das Zusammenfithren von Angebot und Nachfrage
samt Ermittlung des Preises, immer weiter in die Einflusssphire des Inter-
mediars verschoben wird. Der Einfluss der eigentlichen Leistungserbringer
(z.B. die Dachdeckerin, der Installateur) und der Verbraucher wird zurtick-
gedrangt.

Der Leistungswettbewerb wird dadurch geschwicht, da es nicht mehr
der unmittelbare Leistungsempfanger ist, der die Selektionsaufgabe des

73 Podszun/Kreifels, EACML 2016, 33, 38; van Gorp/Batura, Challenges for Competi-
tion Policy in a Digitalised Economy, Studie fiir das ECON Komitee, 2015, S. 8.

74 Thiel, Competition is for Losers, Wall Street Journal, 12.9.2014.

75 Vgl. Roth, Who gets what — and why?, 2015.

76 Haucap/Heimeshoff, Google, Facebook, Amazon, eBay: Is the Internet Driving
Competition or Market Monopolization?, DICE Discussion Paper No. 83, 2013,
S.8.
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Wettbewerbs ausfihrt, sondern der Intermediar. Damit werden zwar Effi-
zienzen bei der Anbahnung der Transaktion gehoben. Auf der Ebene der
digitalen Vermittlung liegen auch erhebliche Innovationen vor. Effizien-
zen und Innovationen bei der Leistungserbringung bleiben jedoch aufSer
Betracht. Aulerdem kommt es zu einem Verlust wirtschaftlicher Chancen
und freier Betitigungsriume, wenn immer mehr Entscheidungen vorge-
prigt oder abgenommen werden. Das ,offene Entdeckungsverfahren® des
Wettbewerbs (um eine Formulierung von Friedrich von Hayek aufzugrei-
fen) wird aufler Kraft gesetzt.””

2. Chancen des Handwerks

Die bisherigen Ausfihrungen konnten fiir das Handwerk so gedeutet wer-
den, dass eine wenig verheiffungsvolle Zukunft bevorsteht. Das wire aller-
dings eine Fehlinterpretation. Auch die Digitalisierung wird die jahrtau-
sendealte Tradition des Handwerks nicht zum Verglithen bringen. Es dn-
dern sich jedoch die 6konomischen Rahmenbedingungen und damit Ver-
dienstmoglichkeiten. Die Herausforderungen sind real, auch wenn sie in
manchen Branchen so noch nicht spirbar geworden sind.
Die Enquetekommission NRW stellte 2017 fest:

»Global agierende Unternehmen sind bereits in Handwerksbranchen
vorgedrungen: Amazon vermittelt seit dem Jahr 2015 Handwerkerleis-
tungen in den USA. Auch Google beschiftigt sich mit vernetzter Haus-
technik. Wenn sich in der Folge milliardenschwere Konzerne mit neu-
en, teilweise disruptiven — also schnell verdringenden — Geschaftsmo-
dellen befassen und so in Bereichen titig werden, die bislang dem
Handwerk vorbehalten waren, miussen sich auch die mittelstandisch
gepragten Handwerksbetriebe und deren Beschaftigte in Nordrhein-
Westfalen diesen Entwicklungen stellen. Ein Blick auf andere Dienst-
leistungsbranchen wie das Taxigewerbe (Uber), die Hotelbranche
(Airbnb) oder den Einzelhandel (Amazon) mit einem stark steigenden
Umsatzanteil des Online-Versandhandels machen deutlich, wie schnell
etablierte Marktteilnehmer durch digitale Geschiftsmodelle unter
Druck geraten konnen, wenn sie sich nicht frith genug und in geeigne-
ter Weise mit der Digitalisierung auseinandersetzen.“’8

77 Hayek, Wettbewerb als Entdeckungsverfahren, 1968.
78 Enquetekommission NRW, 2017, LT-Drucks. 16/14200, S. 60.
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Diese Warnung ist nach den Feststellungen bislang berechtigt. Es ist hier

nicht der Ort, um Ratschlige zu erteilen. Allerdings lassen sich aus der Pa-

rallelwertung zu den bisherigen Entwicklungen in der digitalen Wirtschaft
durchaus auch Chancen fiir das Handwerk aufzeigen:

- Handwerkliche Leistungen sind haufig gekennzeichnet durch hohe In-
dividualitdt der Leistungserbringung, starken Material- und Produktbe-
zug sowie einen direkten Kundenkontakt bei der Leistungserbringung.
Das wird sich nur in einigen wenigen Teilbereichen dndern, soweit
Fernwartung moglich ist. Damit bleibt im Kern aber die handwerkli-
che Leistung gleich. Hinzukommt, dass individuelle Leistungen und
ein personlicher Kontakt geschitzt werden — kiinftig moglicherweise
sogar wieder stirker als bislang.

- Handwerkliche Betriebe sind durch hohe Innovationskraft in der An-
wendung und durch groSe Flexibilitit dank meist kleiner Einheiten ge-
kennzeichnet. Diese Dynamik ermoglicht rasche Umstellungsprozesse
und eine selbstbestimmte Steuerung der Anpassung. Damit sind Hand-
werksbetriebe im Vorteil gegentber ,grofSen Tankern® oder Leistungs-
erbringern in verkrusteten Strukturen, die vom Wandel schlicht iiber-
rollt werden.

- Die digitale Entwicklung ist noch offen. Zwar sind die ersten Schritte
gegangen, es ist aber noch liangst nicht ausgemacht, welche Plattformen
oder Datenformate sich durchsetzen. Eine beherzte, unternehmerische
Reaktion kann hier die Marktchancen der Handwerksbetriebe wahren
und sie zu Profiteuren der Digitalisierung machen. Dabei besteht der
Vorteil, dass angesichts der zahlreichen Vorerfahrungen das Handwerk
nicht blind in die Digitalisierung stolpert. Vor dem besinnungslosen
Hinterherhecheln von ,Hypes® dirften Handwerksbetriebe genauso
gefeit sein wie vor der ,Schockstarre®, die manch traditionelle Unter-
nehmen frither beim Thema Digitalisierung erfasst hat.

Die Méglichkeiten massen aber ergriffen werden.” Dabei werden Koope-

rationen, Digitalisierungsinitiativen, Aktivititen der Verbande und Kam-

mern wichtig sein. Positiv ist, dass bei den Gesetzgebern in Deutschland
und in der EU inzwischen eine hohe Sensibilitat fiir die Thematik gegeben

ist. Werden die regulatorischen Weichen jetzt richtig gestellt, kann die di-

79 Zu den Herausforderungen siche Handwerkskammer Erfurt, Auswirkungen der
Digitalisierung auf das Handwerk, 2018, Enquetekommission NRW, 2017, LT-
Drucks. 16/14200, S.60; siche auch Ax, Erhalt und Verbesserung der Wettbe-
werbsfahigkeit des Handwerks — unter besonderer Berticksichtigung der Digitali-
sierung, 2016, S. 48 ff.
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A. Ausgangspunkte

gitale Disruption vom Handwerk zumindest auch als Chance begriffen
werden.

3. Die rechtspolitische Diskussion

Die Enquetekommission des Landtags NRW gab politische Empfehlun-
gen, die in gewisser Weise auch als rechtspolitische Leitsterne fur die vor-
liegende Schrift angesehen werden konnen. So heif§t es in den Empfehlun-
gen unter anderem:

»Die Enquetekommission empfiehlt der Landesregierung darauf hin-
zuwirken, dass die wettbewerbsrechtlichen Rahmenbedingungen fiir
die digitale Wirtschaft mittelstandsfreundlich gestaltet werden. (...)
Grundlegend fiir einen fairen Leistungswettbewerb ist insbesondere,
dass die Kundinnen und Kunden die Hoheit tber ihre Daten behalten
und handwerkliche Unternehmen mit der Wartung und Reparatur
von Geriten und Fahrzeugen unter Nutzung der relevanten Daten be-
auftragen koénnen. (...) Die Enquetekommission empfiehlt, das deut-
sche wie das europdische Wettbewerbs- und Kartellrecht auf die neuen
Gegebenheiten der globalen Plattformékonomie anzupassen. Damit
mittelstindische Unternehmen die Chancen der Globalisierung, Euro-
paisierung und Digitalisierung ergreifen konnen, gehort dazu insbe-
sondere, dass regelmifig die Marktmacht international titiger Inter-
netkonzerne geprift und faire Wettbewerbsbedingungen fiir KMU so
ausgestaltet werden, dass Marketvielfalt erhalten und die Verbraucher-
interessen geschitzt bleiben. Gleichzeitig soll die in Unternehmen
konzentrierte Informations- und Datenmacht sowie der Umgang eines
Unternehmens mit diesen Informationen als Praf- und Genehmi-
gungskriterium berticksichtigt werden.“80

Es wird im Folgenden gezeigt, dass Zugang die Schlusselfrage fur das
Handwerk in regulatorischer Hinsicht ist. Die Gesetzgeber in Brissel und
Berlin haben bereits eine Vielzahl von Initiativen entwickelt, um die Platt-
form- und Datendkonomie regulatorisch zu erfassen.

Konzeptioneller Ausgangspunke fiir Zugangsfragen ist das Kartellrecht,
das den freien Wettbewerb sichert. Es ist in Art. 101, 102 AEUV auf euro-
paischer Ebene und im Gesetz gegen Wettbewerbsbeschrinkungen auf

80 Enquetekommission NRW, 2017, LT-Drucks. 16/14200, Empfehlungen Nr. 4, 6,
25 (jew. Auszige).

50

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

II. Ristken und Chancen

deutscher Ebene geregelt. Beispielsweise diirfen marktbeherrschende Un-
ternechmen ihre Marktmacht nicht missbrauchen, um andere Unterneh-
men von nachgelagerten Mirkten auszuschlieen oder als Gatekeeper zu
diskriminieren.8!

In Deutschland ist das Kartellrecht zum Jahr 2021 reformiert worden.
Leitend war dabei der Gedanke, die Auswiichse der Plattform- und Da-
tenokonomie besser zu regulieren.®?

Auf europiischer Ebene hat die Europdische Kommission einen Digital
Markets Act vorgeschlagen, der eine Liste verbotener Praktiken fiir
Gatekeeper vorsieht.®3

Schon in Kraft ist die sog. P2B-Verordnung, die das Verhaltnis von
Plattformen zu gewerblichen Nutzern regelt und vor allem Transpa-
renzpflichten vorsieht.’

Die EU und die Bundesregierung haben jeweils Datenstrategien vorge-
legt.®

Noch 2017 hat das Bundesministerium fiir Verkehr und digitale Infra-
struktur eine Studie zu den Datenfliissen im Mobilitatssektor vorgelegt.3¢
Sie steht beispielhaft fiir den Stand der rechtspolitischen Diskussion (der
sich allerdings, zugegebenermaflen, stindig weiterentwickelt). Einer der in
der Studie behandelten use cases entspricht dem eingangs bereits zitierten
Reparaturbeispiel:

»Herr Mustermann ist Eigentiimer eines Autos. Wihrend er fihrt, mel-
det sein Auto eine Motorstorung, zeigt sie ihm an und sendet sie zu-
gleich automatisiert an den Hersteller. Seine Werkstatt kontaktiert
Herrn Mustermann nach der Fahrt, um einen Service-/Wartungster-
min zu vereinbaren.“%”

81
82
83

84

85

86

87

Vgl. Jones/Sufrin, EU Competition Law, 6. Auflage 2016, S. 559 t.
GWB-Digitalisierungsgesetz, BGBL. I, Nr. 1, S. 2 v. 18.1.2021.

Europidische Kommission, 15.12.2020, Vorschlag fiir eine Verordnung des
Europiischen Parlaments und des Rates

tber bestreitbare und faire Mirkte im digitalen Sektor (Gesetz tber digitale
Mirkte), COM(2020) 842 final (Digital Markets Act, DMA).

Verordnung (EU) 2019/1150 des Europiischen Parlaments und des Rates vom
20. Juni 2019 zur Férderung von Fairness und Transparenz fiir gewerbliche Nut-
zer von Online-Vermittlungsdiensten.

Europdische Kommission, 19.2.2020, Eine europiische Datenstrategie,
COM(2020) 66 final; Datenstrategie der Bundesregierung, 27.1.2021.
Bundesministerium fiir Verkehr und digitale Infrastruktur, ,Eigentumsordnung®
fir Mobilitatsdaten?, 2017.

Bundesministerium fiir Verkehr und digitale Infrastruktur, ,Eigentumsordnung®
fir Mobilitatsdaten?, 2017, S. 21.
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A. Ausgangspunkte

Interessanterweise werden in der Behandlung dieses Beispiels die 6kono-
mischen Interessen der Werkstatt ginzlich auffer Acht gelassen. Die Fahr-
zeugdaten werden an den Hersteller des Fahrzeugs geleitet, der die fiir die
Reparatur erforderlichen Daten an die Werkstatt weiterleitet. Hervorgeho-
ben wird, dass die Werkstatt die Diagnosedaten bereits erhalt, bevor der
Kunde eintrifft und sich entsprechend passgenau vorbereiten kann. Dass
die Werkstatt den direkten Kundenkontakt verliert und auf den Gatekee-
per, hier den Fahrzeughersteller, angewiesen ist, um tiberhaupt einen Auf-
trag zu erhalten, wird nicht naher als Eingriff in die unternehmerischen
Chancen des Handwerks thematisiert. Im Gegenteil heifft es unter der
Uberschrift ,,Okonomische Betrachtung:

»Durch eine Verkniipfung der Sensor- bzw. Diagnosedaten mit den je-
weiligen Kundendaten und die Einbindung einer Werkstatt ergibt sich
fir den Hersteller zudem die Moglichkeit, eine engere Kunden- bzw.
Markenbindung herzustellen.“8

Positiv hervorgehoben wird zudem, dass die Werkstatt

sausschlielich Zugriff auf die im Rahmen des Auftrags tibermittelten
Daten sowie die wahrend des Werkstatttermins ,offline“ vom Fahr-
zeug (via Diagnoseschnittstelle) und vom Kunden erhobene Daten
hat. Sie hat keinen Zugriff auf weitere beim Fahrzeugherstelle gespei-
cherte Kunden- oder Fahrzeugdaten.“%

Das Beispiel ist realistisch. Seine Behandlung zeigt jedoch die Notwendig-
keit, im politischen Raum noch stirker fiir die Interesse des freien Wettbe-
werbs zu werben: In geradezu aufergewohnlicher Weise wird verkannt
oder ignoriert, welche Folgen die plattformbasierte Abwicklung des Repa-
raturfalls fur das Handwerk hat. Es wird nicht angesprochen, dass die
Werkstatt in dem Beispiel in komplette Abhingigkeit vom Hersteller gera-
ten kann und so ihre Selbststandigkeit im Wettbewerb verliert. Das Wett-
bewerbsparadigma — Wettbewerb als Ringen um den Zuschlag des Kun-
den durch die beste Leistung — wird fiir diese Ebene aufer Kraft gesetzt.
Dass das auch negative volkswirtschaftliche Wirkungen haben kann, bleibt
unbertcksichtigt.

88 Bundesministerium fiir Verkehr und digitale Infrastruktur, ,Eigentumsordnung®
fir Mobilitatsdaten?, 2017, S. 23.

89 Bundesministerium fiir Verkehr und digitale Infrastruktur, ,Eigentumsordnung®
fur Mobilititsdaten?, 2017, S. 23.
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II. Ristken und Chancen

Zudem wird die Datenweitergabe unterkomplex dargestellt. Je weniger
Daten transferiert werden, desto besser — so die Stoffrichtung. Um welche
Art von Daten es geht, ob tiberhaupt ein Personenbezug vorliegt, welche
sonstigen Schutzinteressen entstehen konnten oder ob der Kunde mogli-
cherweise ein Interesse daran hat, dass seine Werkstatt moglichst viele Da-
ten erhalt, wird ausgeblendet. Damit gerat aufSer Blick, dass die Verfiigbar-
keit von Daten wesentlich fiir die weitere Entwicklung sein kann — sei es
zur Wahrnehmung geschiftlicher Chancen durch die Handwerksbetriebe
oder fiir Innovationen. Gerade der Innovationsgedanke sollte eine Triebfe-
der der Datenstrategien sein: Die Entdeckungen und Erfindungen, die
durch Datenauswertung moglich sind, mussen genutzt werden konnen.
Dazu missen Daten aber auch zuginglich sein.

Die Debatte muss diese beide Punkte erheblich besser reflektieren, als es
in dem hier zitierten Beispiel geschehen ist.

Bei der Schaffung von Zugangsanspriichen sollte der Blick daher auf die
Frage gerichtet werden: Wer ist der Erbringer der eigentlich nachgefragten
Leistung (Modell des Leistungswettbewerbs) und wen wiinscht sich der Kun-
de als seinen Dienstleister (Modell der Konsumentensouveranitit)? Die Ant-
worten auf diesen Fragen muss der Marke liefern, nicht ein datenbasierter
Algorithmus in den Hinden des Inhabers eines digitalen Schlissels. Folg-
lich misste jeder Zugang erlangen, der die nachgefragte Leistung erbrin-
gen will und der vom Kunden damit beauftragt wird. Nur so kann das
Wettbewerbsprinzip verwirklicht werden und die Entscheidungshoheit
der Akteure (Verbraucher wie Leistungserbringer) erhalten bleiben. Das
Wettbewerbsprinzip war ber Jahrzehnte der Garant fir Effizienz, Fort-
schritt und Wohlstand in der deutschen Volkswirtschaft. Es hat nicht aus-
gedient.

Der Politik ist Folgendes deutlich zu machen: Am Ende ist es nicht die
Vermittlungsleistung eines IT-Unternehmens, die fir eine warme Woh-
nung sorgt, sondern die Reparatur der Heizung durch den Installateur.
Das Dach wird nicht durch ein paar Klicks gedeckt, sondern durch den
Einsatz der Dachdeckerin. Vermittler und Dateninhaber bieten wertvolle
Dienste an, doch sind dies Hilfsdienste, um das zu ermoglichen, was un-
mittelbar den Bedarf des Kunden deckt. Eine Dominanz des digitalen
Hilfsdienstes gegeniiber der realen Leistungserbringung wire eine groteske
Verzerrung dessen, was der Nachfrager sucht. Das muss sich auch in den
rechtlichen Rahmenbedingungen spiegeln.
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B. Zuordnung und Zugang im geltenden Recht

In der digitalen Okonomie werden Marktabschottungen zum Problem,
weil es einige neuralgische Punkte in der Wertschopfungskette gibt, die
von einzelnen Unternehmen, Gatekeepern, besetzt werden konnen. Das
zentrale Thema fiir andere Unternehmen ist: Zugang. Der Zugang zu Kun-
den und Mirkten belebt den Wettbewerb. In den beispielhaften Szenarien,
die in A.2 skizziert wurden, ist fiir Handwerksunternehmen Zugang das
Schliisselthema. Die rechtliche Einordnung von Zugang fiihrt ins Feld der
Zuordnung von Ressourcen und Gegenstinden zu bestimmten Personen
und zu den vielfiltigen Zugangsanspriichen, durch die der Ausschluss an-
derer von der Nutzung tiberwunden wird.

Im Folgenden wird Zuordnung als rechtliches Thema beleuchtet (B.I).
Ein Wechsel in der Zuordnung und die Gewédhrung von Zugang funktio-
nieren primar Gber vertragliche Mechanismen (B.II). Gelegentlich wird
aber auch mit hoheitlichen Zugangsanspriichen eingegriffen (B.III).

I. Zuordnung

Wenn es um die Verteilung von unternehmerischen Chancen geht, ist das
Idealbild in einer wettbewerblich strukturierten Marktwirtschaft geprigt
von grofler Offenheit: ,Mdge der Beste gewinnen!®, ist der Leitspruch der-
jenigen, die sich einer freien Koordination der Krafte am Markt, wie im
Modell von Okonomen seit Adam Smith beschrieben, verpflichtet fithlen.

Zugang wird nicht ungehindert gewihrt. Es gibt rechtliche und fakti-
sche Exklusivititspositionen, die Zugang vereiteln konnen. Dem Zugang
aller steht der Zugriff Einzelner gegentiber, der durch die faktische oder
rechtliche Zuordnung gewihrt wird.”

90 Instruktiv die diversen Beitrige in Jahrbuch Junger Zivilrechtswissenschaftler
2005, Zugang und Ausschluss als Gegenstand des Privatrechts, 2006. Zu Daten
siehe Fritzsche in: FS Harte-Bavendamm, 2020, S. 33 ff.; Spechi/Kerber, Datenrech-
te, 2017, S. 17 ff. Grundlegend Wielsch, Zugangsregeln, 2008, der Zugangsregeln
als ,Garantie dezentraler Wissensteilung® versteht (S. 6) und leitet daraus die For-
derung einer ,Konstitutionalisierung wissensteiliger sozialer Prozesse“ ab
(S8.273). Fir Zugang in der Datenokonomie lasst sich daraus wohl die Forderung
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I Zuordnung

1. Ausschluss als faktische und rechtliche Moglichkeit

Vorrangstellungen, die den freien Zugang erschweren, ergeben sich aus
verschiedenen Quellen. Ausschluss kann faktisch und rechtlich begriindet
werden: Ein Ausschluss kann etwa dartber erfolgen, dass spezielle, herstel-
lerspezifische Werkzeuge fur die Arbeiten erforderlich sind, auf welche
manche Handwerker schlicht keinen Zugriff haben. Als Werkzeug kommt
zunehmend Software zum Einsatz, die fiir die Durchfiihrung von Repara-
turen erforderlich wird, beispielsweise um ein Ersatzteil in ein bestehendes
Gesamtsystem einzubinden. So hat etwa Apple mit dem iPhone 12 eine
Sperre eingefiihrt, welche die Funktionalitit des Gerites beschrinkt, wenn
ein Ersatzteil nicht mit Apples eigener Software aktiviert wird — selbst,
wenn es sich um ein originales Bauteil handelt.”!

Fir bestimmte Reparaturen konnen Daten/Informationen erforderlich
sein, etwa Sensordaten des Gerates oder Protokolle tber die bisherige Nut-
zung. Insbesondere relevant ist dies fir den Bereich der vorausschauenden
Wartung, in welchem der Tausch bestimmter Verschleiffteile oder andere
Wartungsarbeiten in Abhingigkeit von der tatsichlichen Intensitit der
Nutzung erfolgt. Wer die Daten nicht auslesen kann, ist ausgeschlossen.

Ein Ausschluss kann auch erfolgen, wenn der Zutritt auf eine Plattform
verweigert wird, indem die Einrichtung eines Kundenkontos verwehrt
wird. Die Verschlisselung von APIs?2, also Schnittstellen, ist ein weiteres
Modell, um andere von Nutzungsmoglichkeiten auszuschlieSen.

In diesen Konstellationen stellt sich die Frage, was die Parteien tber-
haupt ermichtigt, Dritte auszuschliefen — immerhin wird damit das freie
Wettbewerbsmodell ausgebremst.

a) Faktische Herrschaft

An erster Stelle steht eine rein faktische Zuordnung im Sinn einer tatsich-
lichen Herrschaft Gber die Sachen, die Zugang vermitteln konnen: Wer
Zugang zu einem Fahrzeug haben will, muss das Fahrzeug erst einmal in

ableiten, Macht und subjektive Rechte durch weitgehende Nutzungs-/Zugangs-
moglichkeiten zu kompensieren.

91 https://de.ifixit.com/News/45921/is-this-the-end-of-the-repairable-iphone; https://
www.connect.de/news/iphone-12-reparatur-kamera-display-apple-3201278.html;
https://9toSmac.com/2020/10/30/iphone-12-camera-repair/.

92 API steht fiir application programming interface. Damit wird die Schnittstelle be-
zeichnet, Uber die zwei Programme miteinander kommunizieren konnen.
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B. Zuordnung und Zugang im geltenden Recht

seinen Einflussbereich bringen: Tatsichliche Sachherrschaft — Besitz im
Sinne von § 854 BGB - ist die unmittelbarste Form des Zugriffs und damit
des moglichen Ausschlusses Dritter. Das Konzept von Herrschaft aber eine
Sache ist gepragt von der Vorstellung vertretbarer Sachen im Sinne von
§ 91 BGB: Bewegliche Gegenstinde, die anfassbar, zahlbar, messbar sind -
so wie ein Auto.

Eine faktische Herrschaft kann sich auch in der Plattformdkonomie
tber den Besitz bestimmter Gerate ergeben, z.B. in Form eines Smartpho-
nes, eines Chips, eines Datentragers oder eines Tokens. Die Sachherrschaft
dariiber liegt hiufig beim Endverbraucher.

Faktische Herrschaft (noch ohne rechtliche Zuordnung) kann sich aber
auch an Daten oder Softwareprogrammen ergeben. Entgegen der konzep-
tionellen Vorstellung von tberall verfiigbaren Daten sind diese faktisch
eben nicht frei verfigbar. Sie sind vielmehr regelmafig geschiitzt gespei-
chert, etwa in einer Cloud. Zugang zu den Daten ist nur fir den moglich,
der das Login kennt, ein Passwort oder eine andere Form von digitalem
Schlissel hat. Faktischen Zugriff hat derjenige, der die Daten erhebt und
speichert.

In allen genannten Fillen ist diese rein faktische Herrschaftsmacht un-
abhingig von der rechtlichen Frage, ob diese Macht zurecht besteht.

b) Rechtliche Zuordnung

Zugriff kann rechtlich vermittelt sein. Aufbauend auf der faktischen Herr-
schaft kann rechtliche Herrschaft gewihrt werden. Die entsprechende Zu-
ordnung kann der Gesetzgeber vornehmen. Sie kann aber auch privat
durch autonome Vereinbarungen gesetzt sein.

Exklusive Rechte entstehen bei unkoérperlichen Gegenstinden wie etwa
Daten nicht automatisch durch die Kreation oder die Datenerhebung an
sich. Wer eine Software programmiert, ist nicht automatisch rechtlich be-
fugt, andere von der Nutzung eben dieser Software auszuschliefen. Wer
Daten erhebt, speichert oder auswertet, ist nicht automatisch befugt, diese
Daten zu nutzen oder gar exklusiv zu nutzen. Fir Daten, Informationen
und Ideen gelten spezifische Zuordnungsregime, die im Folgenden darge-
stellt werden. Die faktische Ebene ist von der rechtlichen Bewertung klar
zu trennen.
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I Zuordnung

¢) Rechte an Daten

In den vergangenen Jahren wurde immer wieder diskutiert, welche rechtli-
che Zuordnung an Daten vorgenommen werden soll — und welche bereits
besteht. Modelle wie ,,Dateneigentum® werden teilweise als Losung fir das
Zugangsproblem empfohlen. Schon jetzt gilt es, bei Daten zu differenzie-
ren: Teilweise entsteht auch nach geltendem Recht ein exklusiver Schutz.

Fraglich ist, welche Rechte einen Ausschluss Dritter von dem Zugriff
und der Nutzung von Datensitzen erméglichen. Untersucht werden hier-
bei Daten, welche etwa von Sensoren in Geridten tber den Nutzungszeit-
raum beim Endkunden generiert werden (z.B. Fahrzeugdaten) oder Proto-
kolldaten in Steuerungscomputern von Geraten uber die Nutzung (etwa
wie oft ein Aufzug mit welchem Gewicht welche Strecken beim Kunden
gefahren ist).

aa) Eigentum

Einen eigentumsartigen Schutz wie nach § 903 BGB gibt es fiir blofSe Infor-
mationen oder Rohdaten als solche nicht, es handelt sich nicht um korper-
liche Sachen im Sinne des § 90 BGB.%3

Anderes gilt fir den Datentrager als solchen, also die konkrete Festplat-
te/SSD, auf welcher die Informationen gespeichert sind. Hier sind die
Sacheigenschaft und damit die Moglichkeit, Eigentum daran zu haben, zu
bejahen. Allerdings bezieht sich dieser Schutz zunéchst nur auf den Daten-
triger als solchen ohne einen gesonderten Schutz der gespeicherten Infor-
mationen.”* In der Praxis werden Daten auflerdem in der Regel vielfach
gesichert und auf mehreren Datentragern verteilt, die wiederum in dezen-
tralisierten Rechenzentren von héufig externen Anbietern betrieben wer-
den. Anhand des bloen Sacheigentums an einem Datentriger eine Aus-
schliebarkeit abzuleiten, ist somit nicht zielfithrend.

93 Ellenberger in: Palandt, 80. Auflage 2021, § 90 BGB Rn. 1; Stresemann in: MiKo-
BGB, Band 1, 8. Auflage 2018, § 90 Rn. 1.

94 Schur, Die Lizenzierung von Daten, 2020, S.40; Sieber, NJW 1989, 2569, 2573;
Redeker, NJW 1992, 1739; Specht, CR 2016, 288, 292; Peukert in: FS Schricker,
S. 149, 151; Hoeren/Vilkl in: Hoeren, Big Data und Recht, 2014, S. 16; Zech, Infor-
mation als Schutzgegenstand, 2012, S. 334 f.; Stresemann in: MiiKo-BGB, Band 1,
8. Auflage 2018, §90 Rn.2S; Fritzsche in: BeckOK-BGB, 56. Edition 2020, §90
Rn. 25; fiir mogliche Auswirkungen des Sacheigentums auf die Erhebung von
Daten siehe aber Raue, NJW 2019, 2425.
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B. Zuordnung und Zugang im geltenden Recht

Ob dartiber hinaus ein eigentumsartiges Recht auch fiir Daten selbst be-
stehen kann, wird vielfach diskutiert, ist im Ergebnis aber abzulehnen.

Daten haben einen vermogenswerten Charakter und konnen zudem
raumlich abgegrenzt und beherrscht werden, womit sie als Gegenstinde
einzuordnen sind.”> Der Mehrwert von elektronischen Daten liegt in der
Darstellung von Information.?® Problematisch ist bei Daten jedoch das
Kriterium der Korperlichkeit. Das Eigentumsrecht dient dem Schutz der
fur korperliche Gegenstinde charakteristischen Exklusivitit des Zugangs,
Rivalitit und Abnutzbarkeit.”” Daten kénnen ohne Abnutzung von einer
Vielzahl von Personen verwendet und unproblematisch vervielfaltigt wer-
den,?® wodurch sie diese Kriterien nicht erfiillen. Daten konnen damit kei-
ne korperlichen Gegenstinde und folglich keine Sachen sein, womit ein
Dateneigentum nach § 903 BGB ausgeschlossen ist.

Mit Blick auf einige strafrechtliche Normen, welche den Informations-
gehalt von Daten ahnlich dem Eigentum unter Schutz stellen (so wird et-
wa die Datenverinderung gemaf§ §303a StGB ahnlich der Sachbeschadi-
gung gemaf$ § 303 I StGB bestraft) wird teilweise vertreten, § 903 BGB den-
noch fiir Daten analog anzuwenden.””

Eine analoge Anwendung von Normen kommt in Betracht, wenn der
Sachverhalt unter eine Regelungslicke fillt und diese Liicke zudem plan-
widrig, also vom Gesetzgeber so nicht beabsichtigt ist; aufSerdem muss
auch eine vergleichbare Interessenlage zwischen dem geregelten und unge-
regelten Sachverhalt bestehen.1%0

Es fehlt aber nicht an einer planwidrigen Regelungsliicke: Dem Gesetz-
geber ist das Thema bekannt, er hat bislang darauf verzichtet, eine Rege-
lung zu erlassen. Im Gegenteil war bei Schopfung geistiger Eigentumsrech-
te der erklarte Wille, Informationen und Ideen von Schutzrechten freizu-
halten. Der umfassende Schutz bestimmter geistiger Schopfungen und G-

95 Arbeitsgruppe ,Digitaler Neustart® der Konferenz der Justizministerinnen und
Justizminister der Lander, Bericht vom 15.5.2017, S. 33.

96 Buchner in: Hoeren/Sieber/Holznagel, Multimedia-Recht, 54. EL 2020, Teil 18.4
Rn. 51.

97 Zech, Information als Schutzgegenstand, 2012, S. 327 £; Hoeren, MMR 2019, §,
6.

98 Raue, NJW 2019, 2425.

99 Hoeren, MMR 2013, 486, 491.

100 BGH, 13.7.1988, Az. IVa ZR 55/87, NJW 1988, 2734; Beaucamp, AoR 134
(2009), 83, 84ff.; Puppe, Kleine Schule des juristischen Denkens, 4. Auflage
2019, S. 115 f.; Schmalz, Methodenlehre fiir das juristische Studium, 3. Auflage
1992, Rn.321ff; Schwacke, Juristische Methodik, 5. Auflage 2011,
S. 133 ff.; Wiirdinger, AcP 206 (2006), 946.
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ter im Urheberrecht, Gber den Datenschutz, den Geschiftsgeheimnis-
schutz etc. legt nahe, dass keine planwidrige Regelungsliicke fir ein gene-
relles ,Dateneigentum® vorliegt.!®! Der Gesetzgeber hat also den Wert von
Informationen in Daten erkannt und sich bewusst fiir einen getrennten
Schutz entschieden. Fir Informationen folgt diese Zurtckhaltung einer
exklusiven Zuweisung auch aus der grundrechtlichen Verburgung der
Kommunikationsfreiheit.!02

Es ist aber auch keine vergleichbare Interessenlage gegeben: Der Schutz-
umfang bei Daten ist nicht eingrenzbar, Nutzungsbefugnisse sind, anders
als bei korperlichen Gegenstinden, nicht klar abgrenzbar.1® Nach aktuel-
ler Rechtslage besteht kein Eigentumsrecht an Daten.

bb) Weitere AusschlieSungsbefugnisse

Daten und Informationen sind nicht per se von jedem Schutz — und damit
einer individuellen Zuweisung an eine Person — ausgenommen. Vielmehr
gibt es in anderen Rechtsbereichen einen Schutz von Daten, der bei der
Zugangsgewahrung zu beachten ist. In Betracht kommen insbesondere
Immaterialgiiterrechte, Datenschutz- und Geheimnisschutzrechte.

Die im Rahmen des hier beleuchteten Untersuchungsgegenstandes ent-
stehenden Daten konnen von folgenden Rechten betroffen sein:

(1) Urheberrecht

Mit dem Urheberrecht und den verwandten Schutzrechten wird eine ex-
klusive Zuweisung von geistigen Leistungen an eine Person vorgenom-
men. Darin schwingt hiufig die Belohnung fiir eine kreative Leistung oder
fir einen besonderen Investitionsaufwand mit.!% Die Verwertung in der
Folge derartiger Leistungen soll dann dem Schutzrechtsinhaber zukom-
men. Bei der hier interessierenden Zugangsthematik kommen u.a. folgen-
de Schutzrechte als relevant in Betracht:

101 Thalhofer, GRUR-Prax 2017, 225, 226.

102 Vgl. dazu eingehend Wiebe/Schur, ZUM 2017, 461.

103 Eblen/Brandt, CR 2016, 570, 571.

104 Siehe zur rechtstheoretischen Begriindung des Urheberrechts Loewenbeim in:
Schricker/Loewenheim, Urheberrecht, 6. Auflage 2020, Einleitung zum UrhG
Rn. 8 ff.
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Computerprogramme: Nach §§ 2 I Nr. 1, 69a Abs. 1 UrhG werden Compu-
terprogramme geschtitzt. Es handelt sich dabei um ,Sprachwerke®, welche
Ausdruck einer personlichen geistigen Schopfung sind. Eine CAD-Soft-
ware, wie sie fiir Entwiirfe hiufig eingesetzt wird, ist demnach urheber-
rechtlich geschitzt und darf nicht ohne Zustimmung des Urhebers ver-
breitet werden.!% Nach §69a Abs. 1 UrhG kommt fiir Datenbanken ein
Schutz in Betracht, wenn die Datenbank selbst Befehls- oder Steuerungsan-
weisungen durchfiihrt.'% Es geht dann aber nicht um die in der Software
aufgefithrten Daten.

Datenbank: Als Speicherort von Informationen kann eine Datenbank
schon fiir sich urheberrechtlich geschiitzt sein. Man denke beispielsweise
an eine Materialdatenbank, die fiir Restauratoren zur Verfiigung gestellt
wird. Hierbei wird zwischen dem Urheberrecht an Datenbankwerken ge-
maf §4 Abs.2 UrhG und dem Datenbankherstellerrecht gemifS
§ 87b UrhG unterschieden. Fur den Schutz als Datenbankwerk ist Schop-
fungshohe, also ein gewisses Maf$ an geistiger Leistung erforderlich. Diese
muss sich hierbei nicht auf die Inhalte der Datenbank, sondern auf die Art
und Weise der Auswahl und Anordnung der jeweiligen Inhalte bezie-
hen.'%7 Diese geistige Leistung wird nicht bereits durch besondere Experti-
se oder Aufwand in der Erstellung der Anordnung erreicht, sondern be-
darf einer schopferischen Leistung.!%® Bei reinen Datenaufzeichnungen
sind die getroffenen Kategorisierungen aber zumeist lediglich technisch
bedingt und eine schopferische Leistung in der Datenbank an sich kommt
nur selten in Betracht.!®

Anders als beim Datenbankwerk wird bei dem einfachen Datenbankher-
stellerrecht nach § 87b UrhG nicht die geistige Leistung des Schopfers ho-
noriert, sondern die fiir die Kategorisierung getitigte Investition,
§87a 1 1 aE UrhG."° Entsprechend sind die inhaltlichen Anforderungen

105 Siehe beispielhaft BGH, 20.5.2009, Az. I ZR 239/06, NJW 2009, 3509 — CAD-
Software.

106 Dreier in: Dreier/Schulze, UrhG, 6. Auflage 2018, § 69a Rn. 12; Czychowsk: in:
Fromm/Nordemann, UrheberR, 12. Auflage 2018, § 69a UrhG Rn. 12; Griitzma-
cher, in: Wandtke/Bullinger, PK-UrheberR, 5. Auflage 2019, § 69a UrhG Rn. 17.

107 Ablberg in: BeckOK UrhR, 29. Edition 2018, § 4 UrhG Rn. 26.

108 BGH, 24.5.2007, Az. I ZR 130/04, MMR 2007, 589, 590 — Gedichttitelliste I,
Schur, Die Lizenzierung von Daten, 2020, S. 45.

109 EuGH, 1.3.2012, Rs. C-604/10, ECLI:EU:C:2012:115, Rn. 39 — Football Dataco;
Schur, Die Lizenzierung von Daten, 2020, S. 45.

110 EuGH, 9.10.2008, Rs.C-304/07, ECLI:EU:C:2008:552, Rn.33 — Directmedia
Publishing; Vohwinkel in: BeckOK UrhR, 29. Edition 2019, § 87a UrhG Rn. 4.

60

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

I Zuordnung

anders gelagert. Es werden keine Anforderungen an eine schopferische
Leistung gestellt, sowohl bei der Auswahl/Anordnung als auch bei den In-
halten selbst. Fiir die Inhalte der Datenbank werden geringe Anforderun-
gen gestellt; bereits Daten oder Zahlen sind ausreichend, solange ein eige-
ner Informationswert in ihnen besteht.'!! Hierunter konnen also auch all-
gemeine Protokolldaten, wie etwa die Aufzeichnungen, zu welchen Uhr-
zeiten wie lange ein Gerat genutzt wurde, fallen.

Auf der anderen Seite verlangt § 87a I 1 aE UrhG dann aber eine fiir die
Kategorisierung (Anordnung, Auffindbarkeit) getatigte erhebliche Investi-
tion (eine hohe Investition fiir die Datenerzeugung ist nicht ausreichend).
Der Begriff der Investition umfasst den Einsatz von Finanzmitteln, aber
auch von Zeit, Arbeit und Energie und ist weit zu verstehen.!'? Erheblich-
keit liegt bei Investitionen ,,von einigem Gewicht* vor, dies kann sich hier-
bei aus qualitativen oder quantitativen Aspekten ergeben (Art.7 I Daten-
bank-RL113).114

Es erscheint fraglich, ob in den Datenszenarien des Untersuchungsge-
genstandes Konstellationen héufig sind, in welchen Rohdaten in diesem
fir den Schutz nach § 87b UrhG besonderen Mafle aufgearbeitet werden.
Rohdaten selbst werden jedenfalls keinen Schutz genieflen — anders als
moglicherweise die Aufbereitung in der Datenbank.

Fir den Untersuchungsgegenstand erscheinen Szenarien, in welchen ur-
heberrechtlicher Schutz einem Datenzugang entgegenstehen konnte, we-
niger typisch.

111 EuGH, 9.11.2004, Rs. C-444/02, ECLI:EU:C:2004:697, Rn. 23 — Fixtures-FufSball-
spielpline II; Dreier in: Dreier/Schulze, UrhG, 6. Auflage 2018, § 87a Rn. 4; Her-
mes in: Wandtke/Bullinger, UrhG, S. Auflage 2019, § 87a Rn. 9.

112 BGH, 1.12.2010, Az. I ZR 196/08, GRUR 2011, 724, 725 — Zweite Zahnarztmei-
nung II; Dreter in: Dreier/Schulze, UrhG, 6. Auflage 2018, § 87a Rn. 12.

113 Richtlinie v. 11.3.1996 tber den rechtlichen Schutz von Datenbanken, ABL.EG
Nr. L 77/20 v. 27.3.1996, umgesetzt durch Art.7 des IuKDG v. 22.7.1997,
BGBI.IS. 1870.

114 LG Koln, 25.8.1999, Az. 28 O 527/98, ZUM-RD 2000, 304, 306 — Kidnet.de; Drer-
er in: Dreier/Schulze, UrhG, 6. Auflage 2018, §87a Rn.14; Vohwinkel in:
BeckOK UrhR, 29. Edition 2019, § 87a UrhG Rn. 50.
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(2) Datenschutzrecht

Aus Datenschutzrecht kann sich ein AusschliefSlichkeitsrecht an Daten er-
geben. Dieses entsteht aber nicht an Informationen als solchen, sondern
vor allem kraft Zuordenbarkeit zu einer bestimmten nattirlichen Person.

Der AusschliefSlichkeitsanspruch ist hier Ausfluss der Privatheit und des
Schutzes der individuellen Personlichkeitsrechte und weitreichend grund-
rechtlich anerkannt.!'’> Die gesetzgeberische Grundentscheidung geht da-
hin, dass personenbezogene Rechte derjenigen natiirlichen Person zuge-
ordnet werden (und damit in deren Rechtskreis gelangen), die tiber diese
Daten identifiziert werden. Die fir das europiische Datenschutzrecht mafs-
gebliche DS-GVO!"¢ findet auf die zumindest teilweise automatisierte Ver-
arbeitung personenbezogener Daten, die in einem Dateisystem gespeichert
sind, Anwendung (Art. 2 DS-GVO). Personenbezogen ist bereits jede Infor-
mation, welche sich zu einer nattrlichen Person auch nur indirekt zuord-
nen lasst, Art. 4 Nr. 1 DS-GVO.'"” Es geht darum, dass die Person identifi-
zierbar ist.'® Gemaf§ Art. 4 Nr.1 DS-GVO wird dadurch jedoch auch le-
diglich die nattrliche Person geschitzt, auf welche sich die Daten bezie-
hen.!? Maschinendaten oder anonymisierte Transaktionsdaten kénnen da-
mit auch nur dieser Person rechtlich zugeordnet werden (wenn tber-
haupt), nicht aber einem Dritten.

Geht man beispielhaft davon aus, eine smarte Heizung erfasst Daten
(z.B. ein Protokoll der Betriebszeiten einer Heizungsanlage), konnen diese
durch die DS-GVO geschiitzt sein. Isoliert betrachtet stellen die reinen In-
formationen Uber die Betriebszeiten einer Heizung zwar lediglich soge-
nannte Sachendaten dar und unterliegen keinem Datenschutz. Die daraus
zu entnehmende Information, wann eine Person ihre Heizung genutzt
hat, ist hingegen personenbezogen. Sobald die Daten also im konkreten
Kontext geeignet sind, Riickschlisse auf die (wirtschaftlichen, sozialen,
rechtlichen, ...) Positionen einer Person oder auch uber ihre individuellen
Verhiltnisse zu ziehen, liegen personenbezogene Daten vor. Der Begriff
geht damit relativ weit.

115 Art. 8 EU-Grundrechtecharta; grundlegend BVerfG, 15.12.1983, Az. 1 BvR
209/83 u.a., NJW 1984, 419 — Volkszihlung; BVerfG, 27.2.2008, Az. 1 BvR 370/07
und 1 BvR 595/07, NJW 2008, 822 — Computer-Grundrecht.

116 Verordnung (EU) 2016/679.

117 Schild in: BeckOK DatenschutzR, 34. Edition 2020, Art. 4 DS-GVO Rn. 3, 14.

118 Schild in: BeckOK DatenschutzR, 34. Edition 2020, Art. 4 DS-GVO Rn. 15b.

119 Schild in: BeckOK DatenschutzR, 34. Edition 2020, Art. 4 DS-GVO Rn. 3.
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Wenn sodann auch zumindest potenziell feststellbar ist, welcher konkre-
ten Person die Informationen zuzuordnen sind, findet Datenschutzrecht
Anwendung. Bei einer in bestimmten Raumen installierten Heizung liegt
diese Zuordnung auf der Hand. Die Anwendung von Datenschutzrecht ist
auch unabhingig davon, ob die Person selbst Zugriff auf die Daten hat
oder tiberhaupt von ihrer Speicherung weif.

Gleiches gilt etwa auch fiir die Fahrdaten von Kfz. Aus ihnen lisst sich
ableiten, wann und wie der Nutzer das Fahrzeug eingesetzt hat und damit
auch, wie die Person sich verhalten hat.

Bei allgemeinen Massendaten kann dies anders sein. Wenn die gespei-
cherten Informationen in geeigneter Weise anonymisiert sind, also wenn
die Personenzuordnung unmdglich oder unverhaltnismafig aufwendig
wire, entfillt der Personenbezug.

Aus Datenschutzrecht kann sich also ein Schutz von Daten ergeben. Das
ist nicht gleichbedeutend mit einer exklusiven Nutzungszuweisung. Viel-
mehr geht es primér darum, dass die betroffene Person ein Entscheidungs-
recht bei der Nutzung der Daten haben soll, soweit nicht Ausnahmetatbe-
stinde der DS-GVO eingreifen. Keinesfalls ergibt sich aus der DS-GVO fiir
den tatsachlichen Inhaber der Daten (z.B. Fahrzeughersteller) ein Aus-
schlieflichkeitsrecht.

(3) Geschiftsgeheimnisse

Dariiber hinaus wird — abgeleitet aus dem Leistungsprinzip — die Exklusivi-
tit von Geschaftsgeheimnissen in Unternehmen durch das Gesetz zum
Schutz vor Geschaftsgeheimnissen (GeschGehG) gedeckt. Soweit bei einer
Datennutzung oder einem Datenaustausch Geschaftsgeheimnisse betroffen
sein kdnnen, greift ein spezifisches Schutzregime, das wiederum exklusive
Rechtezuweisungen enthalt. Die entsprechenden Verbotstatbestinde (u.a.
Nutzung und Kenntniserlangung) sind gem. §23 GeschGehG strafbe-
wehrt. Damit ist das GeschGehG ein Baustein der normativen Zuordnung
von Informationen zu einzelnen Personen.!2°

Der Gesetzgeber hat damit die europarechtlichen Vorgaben aus der
Richtlinie RL (EU) 2016/943 umgesetzt. Diese bezweckt den Schutz des
sintellektuellen Kapitals®, welches innovative Unternehmen unter teils er-
heblichem Aufwand generieren (Erw.Gr. 1, RL (EU) 2016/943). Die Nut-
zung dieser Informationen soll dem Geheimnisinhaber vorbehalten blei-

120 Vgl. hierzu Alexander, WRP 2017, 1034 ff.
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ben, der damit einen Innovationsanreiz hat und seine Kosten auf Basis
einer Vorreiterrolle amortisieren kann (Erw.Gr. 4, RL (EU) 2016/943).

Der Begriff des Geschiftsgeheimnisses ist in § 2 Nr. 1 GeschGehG legal-
definiert und umfasst Informationen, die nicht allgemein bekannt und da-
her von wirtschaftlichem Wert sind. Aufferdem muss der Inhaber der In-
formationen angemessene Geheimhaltungsmaffnahmen durchfihren und
es muss ein berechtigtes Interesse an der Geheimhaltung bestehen.

Anders als im Urheberrecht kommt es fiir den Geheimnisschutz hier
nicht noch auf qualitative Anforderungen an die Information (etwa Schop-
fungshohe oder dergleichen) an, vielmehr kann theoretisch jede Informati-
on ein Geschiftsgeheimnis im Sinne des GeschGehG werden.!?! Das gilt
selbst fiir maschinengenerierte Daten.

Viele fir das Handwerk bedeutsame technische Daten liegen in der Re-
gel in branchentblich verschlisselter Form vor. Nur bestimmte Unterneh-
men haben Zugriff. Die Informationen sind damit nicht allgemein be-
kannt und durch die Verschlisselung sind auch angemessene Geheimhal-
tungsmafinahmen getroffen. An den wirtschaftlichen Wert stellt das Ge-
schGehG keine hohen Anforderungen. Wenn die Daten fir die Handwer-
ker von Bedeutung sind, ist in der Regel also auch die Schutzschwelle des
GeschGehG erreicht.

Eine Einschrinkung wird jedoch getroffen mit dem Erfordernis eines
sberechtigten Interesses” an der Geheimhaltung. Dieses ist weit zu verste-
hen und soll lediglich véllig ,belanglose Informationen“!??2 vom Anwen-
dungsbereich ausschliefen.!23

Weiterhin ist die Geltendmachung von Anspriichen aus dem Gesch-
GehG ausgeschlossen, wenn dies unter Berticksichtigung der Gesamtum-
stinde missbrauchlich erscheint, § 14 GeschGehG. Hierbei ist eine Abwa-
gung im Einzelfall nach den Grundsitzen von Treu und Glauben nach
§ 242 BGB erforderlich.'?* Ein Missbrauch liegt in der Regel vor, wenn die
Geltendmachung Gberwiegend sachfremde Ziele verfolgt.!?s Sachfremd ist

121 Alexander in: K6hler/Bornkamm/Feddersen, UWG, 39. Auflage 2021, § 2 Gesch-
GehG Rn. 26f.

122 Erw.Gr. 14, RL (EU) 2016/943.

123 Hiéramente in: BeckOK GeschGehG, 6. Edition 2020, § 2 Rn. 70-71.

124 Spieker in: BeckOK GeschGehG, 6. Edition 2020, § 14 Rn. 3. Zum Begriff des
Rechtsmissbrauchs vgl. BGH, 3.3.2016, Az. I ZR 110/15, GRUR 2016, 961, 962;
BGH, 6.10.2016, Az. I ZR 25/15, GRUR 2017, 266, 268 — World of Warcraft 1.

125 Vgl. BGH, 17.11.2005, Az. I ZR 300/02, GRUR 2006, 243, 244 — Mega Sale;
BGH, 3.3.2016, Az. I ZR 110/15, GRUR 2016, 961, 962; Haertel, in BeckOK
UWG, 11. Edition 2021, § 8 Rn. 202.
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etwa das Ziel, den Antragsteller lediglich in seinem Zugang zum Markt zu
beschranken.!2¢

Die Erlangung von Geschiftsgeheimnissen ist gemaf§ § 3 GeschGehG er-
laubt, wenn sie auf eigenstindigen Wegen erlangt werden (etwa durch ei-
gene Entdeckung oder Herleitung anhand von offentlich Bekanntem,
§3 Abs. 1 Nr. 1, 2 GeschGehG). Ebenso ist eine Erlangung zulissig, wenn
sie auf andere Weise durch Gesetz, aufgrund eines Gesetzes oder rechtsge-
schiftlich gestattet wurde.

Das GeschGehG als besonderes Deliktsrecht verleiht somit kein Aus-
schlieflichkeitsrecht an den Informationen, welches einer Herausgabe
durch den Informationsinhaber entgegenstehen konnte. Auch in den Er-
wagungsgrinden der zugrundeliegenden EU-Richtlinie wird eine generel-
le Ausschlieflichkeit abgelehnt.!”

Sind die Informationen nicht bekannt, besteht eine faktische Machtposi-
tion, die rechtlich abgesichert wird, indem Kenntniserlangung erschwert
wird. Wiederum nimmt die Rechtsordnung damit eine Zuordnung der In-
formation zu einer Person vor, die dem freien Datenfluss im Weg stehen
kann.

2. Zwischenergebnis

An blofsen Daten oder Datensitzen besteht in der Regel kein Ausschlief3-
lichkeitsrecht. Eine eigentumsartige Konstruktion fiir den reinen Informa-
tionsgehalt an Daten ist abzulehnen. Urheberrechtlicher Schutz besteht re-
gelmifig fir Software. Nur in Fillen einer besonderen Aufbereitung kann
urheberrechtlicher Schutz fiir Daten entstehen —dann aber auch nur fiir
diese Aufbereitung und nicht fir die zugrundeliegenden Daten als solche.
Das Geschaftsgeheimnisgesetz verhindert zwar unter Umstinden, dass Da-
ten ohne rechtliche Grundlage erlangt werden, weist aber kein exklusives
Datenrecht zu. Das ist vor dem Hintergrund von Innovationsanreizen und
Kommunikationsfreiheit grundsatzlich konsequent. Etwas anderes gilt nur
fir personenbezogene Daten, die der Person, auf die sich die Daten bezie-
hen, tber die DS-GVO und als Ausfluss von Grundrechten zugeordnet
werden.

Umfassende Rechte, andere von der Datennutzung auszuschliefen, be-
stehen aber fiir sehr viele Daten nicht. Vielmehr wird der Ausschluss Drit-

126 BT-Drs. 19/4724.
127 Erw.Gr. 16, RL (EU) 2016/943.
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ter durch die tatsichliche Inhaberschaft derzeit auf rein faktischer Ebene
erreicht. Das macht, sowohl fiir den Bereich der personenbezogenen Da-
ten, als auch bei Geschiftsgeheimnissen oder sonstigen Daten und Soft-
ware letztlich aber doch ein Aufbrechen solcher Exklusiv-Stellungen erfor-
derlich, wenn keine Abschottung entstehen soll. Das weist den Weg zu Li-
zenzvertragen.

II. Sicherung eigener Arbeitsergebnisse

Das Zuordnungsthema, das bislang in erster Linie als problematisch zu be-
wertender Ausschluss Dritter von der Nutzung thematisiert wurde, lasst
sich selbstverstindlich auch in genau umgekehrter Richtung lesen — auch
fur das Handwerk: Angenommen, Handwerksunternehmen entwickeln ei-
gene digitale Produkte oder Dienste, konnen innovative, datenbasierte Lo-
sungen vorlegen, entwickeln bekannte Werkzeuge digital weiter — wie las-
sen sich dann solche Erfindungen, Daten, Entwicklungen schiitzen? Es gilt
im Wesentlichen das oben Gesagte, jetzt nur positiv gewendet:

Wer seine Arbeitsergebnisse vor dem Zugriff Dritter sichern will, ist auf
die Regeln fir das Immaterialgiiterrecht (Patentrecht, Gebrauchsmuster-
recht, Urheberrecht, Designschutz, Markenrechte u.d.) angewiesen. Diese
gewerblichen Schutzrechte sowie das Urheberrecht haben je eigene
Schutzanforderungen, die freilich nicht fir digitale Entwicklungen ge-
schaffen wurden. Wie gesehen wird weder fiir Daten noch fir Ideen ein
Schutz gewihrt.!28

In der IT-Wirtschaft haben sich deshalb andere Schutzsysteme stirker
etabliert:

Erstens werden wichtige Entwicklungen als Geschaftsgeheimnisse be-
handelt. Es werden besondere Vorkehrungen getroffen, um diese nicht of-
fenlegen zu miissen. Dies wird durch das GeschGehG unterstitzt.

Zweitens wird durch technische AusschlieBung, also den Weg faktischer
Grenzen, ein Schutz erreicht, etwa durch verschlisselte Schnittstellen oder
eigene Softwaresysteme. So konnen Dritte jedenfalls nicht ohne Zustim-
mung zugreifen.

Drittens wird versucht, den sog. first-mover-advantage auszuschdpfen. Da-
mit wird der Vorteil desjenigen am Markt gekennzeichnet, der sein Pro-

128 Zum Schutz von maschinengenerierten Daten bzw. genauer: zum Nicht-Schutz
siehe auch Sattler in: Sassenberg/Faber, Rechtshandbuch Industrie 4.0 und Inter-
net of Things, 2. Auflage 2020, § 2.
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duke als erster herausbringt. Wenn es gelingt, den Markt schnell zu fluten
und den Absatz rasch zu skalieren, kann dieser Geschwindigkeitsvorteil
vor Nachahmern gentigen, um die Investitionen zu amortisieren. Das gilt
insbesondere bei kurzlebigen Produkten.

Gerade fir kleinere und mittlere Unternehmen stellt sich die Sicherung
solcher Arbeitsergebnisse ggf. als schwierig dar. Zu empfehlen ist insoweit
eine enge Kooperation mit Partnern und ggf. auch die rasche Lizenzierung
an vertriebsstarke Unternehmen.

Eine weitere Schutzdimension ist im Verhaltnis von Unternehmen und
groflen Plattformbetreibern zu beachten, wenn die Unternechmen auf die
Plattform angewiesen sind. Hier kann es dazu kommen, dass Daten und
Leistungen der Nutzer der Plattform von dieser ,abgegriffen® werden und
in gewisser Weise ein , Trittbrettfahren auf den Nutzerbeitrigen stattfin-
det. Im Beispiel der digitalen Vertriebsplattform kann der Plattformbetrei-
ber etwa die Transaktionsdaten zwischen Handwerker und Kunde einse-
hen. Da der Plattformbetreiber auch zahlreiche weitere Daten sicht (z.B.
die Suchhistorie und Entscheidung des Kunden nachvollziehen kann), er-
halt der Plattformbetreiber hier einen exzellenten Marktiberblick, der
letztlich aber darauf basiert, dass Nutzer ihre Leistungen anbieten. In dhn-
licher Weise kann der Betreiber einer Smart Factory vom beteiligten
Handwerksunternehmen moglicherweise zahlreiche Nutzungsdaten ab-
greifen und analysieren. Wiederum werden so Anstrengungen des Hand-
werksunternehmens hintertrieben, weil ein Unternechmen mit groferer
Datenmacht auf Informationen zugreifen kann, ohne dass Reziprozitat be-
steht. Die eigentliche fachliche Leistung wird dann vom Handwerk er-
bracht, die darauf aufbauende Innovationsleistung kann aber moglicher-
weise von einem anderen Unternehmen dem Handwerk weggenommen
werden.

Fir diese Falle bieten das Wettbewerbs- und das Kartellrecht gewisse Ab-
wehrmoglichkeiten. Zudem kann - theoretisch — in Vertrigen ein Schutz-
wall dagegen errichtet werden. Letzteres wiirde jedoch Verhandlungs-
macht voraussetzen, die typischerweise nicht gegeben sein wird. Nach
UWG darf ein Unternehmen ein anderes Unternehmen nicht gezielt be-
hindern (§4 Nr.4 UWG). Hier ist an die Fallgruppe der parasitiren Leis-
tungsangebote zu denken, bei denen der wirtschaftliche Erfolg eines ande-
ren ausgebeutet wird, indem dessen Leistungsergebnisse weggenommen
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werden.!? Zuzugeben ist, dass diese Fallgruppe bislang wenig Beachtung
gefunden hat.

Im Kartellrecht ist ein solcher Schutz vor der Leistungsiibernahme dann
moglicherweise verboten, wenn der ,Parasit“ ein marktmachtiges Unter-
nehmen ist, sodass der Anwendungsbereich von §§ 19, 19a, 20 GWB oder
Art. 102 AEUV eroftnet ist. Eine etablierte Fallgruppe ist der Missbrauch
fremder Leistungsergebnisse im hier beschriebenen Sinn jedoch bislang
nicht. Etwas anderes ergibt sich nun freilich aus § 19a Abs. 2 Nr. 4, 6 und 7
GWB. Die neu eingeftigte Vorschrift adressiert zwar nur wenige Unterneh-
men, die zudem vom Bundeskartellamt benannt werden miussen. Diesen
ist es dann aber, falls das Bundeskartellamt das so entscheidet, nach den
hier genannten Ziffern ausdriicklich verboten, von Nutzern der Plattform
in unangemessener Weise die Zurverfiigungstellung eigener Arbeitsergeb-
nisse zu verlangen — beispielsweise Daten und Rechte — oder unzureichend
tiber eigene Erfolge der Nutzer zu informieren. Auch wenn § 19a GWB sei-
ner Struktur nach nicht dazu angetan ist, flichendeckend entsprechende
VerstofSe abzustellen, wird mit der ausdriicklichen Benennung aufgezeigt,
dass moglicherweise auch andere Missbrauchsverfahren darauf gestitzt
werden konnen.

Gleichwohl gilt insgesamt: Wenn das Recht nur in begrenzter Weise ex-
klusive Zuordnungen fiir den Bereich der Digitalwirtschaft vornimmt,
wirkt dies einerseits zugunsten der Handwerksunternehmen, aber — im
Fall eigener digitaler Entwicklungen — auch zu ihren Lasten. Im Wesentli-
chen bleibt die Moglichkeit, faktisch den Zugang Dritter zu verhindern.

III. Vertragliche Gestaltung von Zugang

Die Ubertragung des Zugriffs von einem faktischen oder rechtlichen Zu-
griffsinhaber auf eine andere Person passiert im Wege von Vertrigen. Die
Rechte konnen etwa im Wege eines umfassenden Lizenzvertrags mit Ver-
gutungspflichten eingeriumt werden oder aber auch im Rahmen von All-
gemeinen Geschiftsbedingungen als Teil des ,Kleingedruckten®. Die Ver-
trage unterliegen den allgemeinen Regeln. Sie sind, wie alle Vertrige,
grundsatzlich Ausdruck einer Win-win-Situation: Die Parteien einigen sich
auf ein Modell des Zugangs, das fir beide vorteilhaft ist — andernfalls

129 Vgl. BGH, 12.1.2017, Az. I ZR 253/14, GRUR 2017, 397, 403 — World of Warcraft
II; Omsels in: Harte-Bavendamm/Henning-Bodewig, UWG, 4. Auflage 2016, § 4
Nr. 4 Rn. 108.
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kommt es nicht zu einer Einigung. Diese Richtigkeitsgewahr des Vertrags-
mechanismus'3® funktioniert grundsitzlich: Durch Vertrage wechselt auf
faire Weise die Zuordnung oder es wird Zugang eroftnet.

Zugang wird demnach in erster Linie ohne jede gesetzgeberische Inter-
vention durch vertragliche Vereinbarung gewihrt. Dies gilt fiir alle oben
benannten Ausgangsszenarien: Die Kfz-Reparatur, die Wartung einer ver-
netzten Heizung, das Smart Home, digitale Vertriebsplattformen und B2B-
Plattformen. In allen Konstellationen kann derjenige, der aus tatsichlichen
oder rechtlichen Griinden in einer Schliisselstellung als Gatekeeper ist, Zu-
gang gewihren. Diese Zugangsgewihrung lauft tiber die Einigung der Par-
teien.

Der aktuelle Rechtsrahmen wird ganz uberwiegend von derartiger priva-
ter Normsetzung bestimmt. Unternechmen, die Zugang benotigen, werden
in erster Linie auf vertraglicher Basis versuchen, diesen zu erhalten und
Unsicherheiten tber entgegenstehende Rechte aus den oben genannten
Schutzregimen auszuriumen. Bei Verbrauchern geniigt in der Regel eine
Einwilligung zur Datensammlung und -verwertung, die dann zur Basis ei-
nes umfassenden Datenbestands wird, zu dem Zugang erlangt werden
muss.

1. Vor- und Nachteile vertraglicher Losungen

Vertragliche Losungen haben den Vorteil, dass sie passgenau auf die jewei-
lige Konstellation zugeschnitten werden kdnnen. Die Parteien kdnnen
ihre jeweiligen Interessen einbringen und im Wege gegenseitigen Aus-
gleichs zur Geltung bringen. Ihr Verhandlungsgeschick entscheidet tber
die Durchsetzung ihrer jeweiligen Interessen. Vertrage als konsensuale Lo-
sungsform vermeiden Auseinandersetzungen und gerichtliche Verfahren.
Sie sind konfrontativen Losungen iiberlegen, soweit beide Seiten sich ,auf
Augenhohe“ begegnen, also eine ungefihr gleichgewichtige Verhand-
lungsmacht haben.

Der Nachteil vertraglicher Losungen liegt in den hohen Transaktions-
kosten, wenn man die Losungen mit einem allgemein geregelten Zugangs-
anspruch vergleicht. Fiir jede Konstellation ist im Zweifel ein eigener Ver-
trag auszuarbeiten. Dies wird umgangen, indem Formulare, AGB usw. ver-
wendet werden. Das relativiert aber den Vorteil der interessennahen Aus-
gestaltung der Vertragsbestimmungen. Vertriage sind zudem haufig Aus-

130 Schmid-Rimpler in: FS Raiser, 1974, S. 3, S f.
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druck einer Augenblicksaufnahme, werden aber nur selten dynamisiert.
Gibt es Ungleichgewichte im Verhandlungsprozess, erbringen vertragliche
Losungen nicht mehr das erwiinschte Gleichgewicht. Die Vertragsrichtig-
keit wird ausgehebelt, wenn es zwischen den Parteien zu Verhandlungsun-
gleichgewichten, Informationsasymmetrien, Machtgefillen kommt oder
wenn die Einigung der Parteien zwar fir diese vorteilhaft ist, aber Dritte
oder Allgemeininteressen erheblich verletzt.

Praktisch gewendet: Der Handwerksbetrieb, der individuell mit einem
US-amerikanischen Tech-Unternehmen aushandeln will, welche Daten
wer erhilt, wird keinen Vertrag erhalten.

2. Charakteristika von Zugangsvertragen

Zugangsvertrage konnen je nach Zielrichtung unterschiedlichen Vertrags-
typen angehoéren. Geht es um die reine Bereitstellung von Daten, so wird
es sich um eine Art Lizenz handeln. Wird Zugang zu einer Plattform ge-
wihrt, so handelt es sich um einen Plattformnutzungsvertrag. Hiufig wer-
den Zugangsanspriiche in groferen Vertragswerken eingebunden, etwa
wenn der Hersteller eines Produkts mit Handwerksbetrieben Service-Ver-
trage abschliefft oder sie in sein System von Vertragswerkstitten auf-
nimmt. In diesen Vertrigen werden sodann Einzelheiten auch hinsichtlich
des Zugangs zu Software, Kundendaten oder Maschinendaten geregelt.

Bei derartigen grofleren Vertragswerken ist zu beachten, dass der Zu-
gangsanspruch Teil eines Gesamtpakets ist. Diesen isoliert zu sehen, wiirde
der Architektur des Vertrags nicht gerecht. Stets ist bei Vertrigen fiir beide
Seiten abzuwagen, welche Kosten entstehen und welcher Nutzen gegeben
ist. Diese Bilanzierung wird umso komplexer, je mehr Gegenstinde im
Vertrag geregelt sind. Der Zugangsanspruch kann dann beispielsweise als
Gegenleistung zu einem ginzlich anderen Vertragsbestandteil gelesen wer-
den.

Der Kern des Zugangsanspruchs ist, dass eine Seite der anderen Seite
Zugang zu Infrastruktur, Daten, Software 0.4. einrdumt. Ob dafiir eine un-
mittelbare monetire Gegenleistung zu erbringen ist, mag differieren: So ist
denkbar, dass ein Handwerker, der Zugang zur Software erhilt, mit der
ein bestimmter Gegenstand repariert werden kann, pro Reparaturvorgang
eine Provision von x % entrichten soll. Es kann aber auch sein, dass es fir
den Hersteller des Gegenstands wichtig ist, dass ein Netz von Vertrags-
werkstitten bereitsteht, um den Gegenstand zu reparieren. Dann wird der
Ausgleich moglicherweise anderweitig gesucht. Bei der Gewahrung von
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Zugang zu einer Plattform kann es eine Eintrittsgebiihr geben oder eine
Provisionszahlung fiir jede auf der Plattform getatigte Transaktion oder
eine pauschale Summe als Gegenleistung fiir ein bestimmtes Transaktions-
volumen. Es ist aber genauso gut denkbar, dass der Zugang unentgeltlich
gewahrt wird, weil die dritte Marktseite die Plattform finanziert oder weil
dem Plattformbetreiber gerade daran gelegen ist, moglichst viele Hand-
werksbetriebe auf seiner Plattform zu haben. Ein einheitliches Verglitungs-
modell gibt es nicht. Moglicherweise erfolgt die Vergiitung nicht-monetar,
indem z.B. Daten hergegeben werden miissen. Dann ist die Bereitstellung
des Zugangs ggf. daran gekntpft, dass das zugangsgewihrende Unterneh-
men seinerseits auf Daten des Leistungserbringers zugreifen darf.

Die Zugangsgewahrung kann mit Bedingungen einhergehen. So kann
z.B. Regelungsgegenstand eines Vertrags sein, dass bestimmte Standards,
Zertifikate, Ausbildungen oder Kenntnisse nachgewiesen werden. Es kann
vereinbart werden, dass nur bestimmte Zwecke verfolgt oder dass die In-
formationen, zu denen Zugang erlangt wird, nur fiir bestimmte Verwen-
dungen eingesetzt werden durfen. Es kann sein, dass Bestimmungen zum
Datenschutz und zur Datensicherheit im Vertrag aufgenommen werden.
Gewihrleistungsrechte und Haftungsfragen werden ebenfalls regelmaiger
Bestandteil der Vertrage sein.

Weitergehende Beschrinkungen kénnen auch unternehmerische Ent-
scheidungen betreffen, z.B. Exklusivititsvereinbarungen, Vorgaben fiir die
Gestaltung des AufSenauftritts bei Nutzung des Zugangs, Werbevereinba-
rungen usw. Typischerweise wird zudem die Laufzeit des Zugangs festge-
legt, wenn es sich nicht um eine ad-hoc-Vereinbarung oder einen einmali-
gen Zugang handelt.

Die keinesfalls Vollstindigkeit beanspruchende Auflistung hier dient in
erster Linie zur Verdeutlichung, wie weitgehend Regelungsbedarf vorhan-
den sein kann und welche vielfaltigen Moglichkeiten das Vertragsmodell
bietet, um den Parteien gerecht zu werden. Um die Aushandlungslast zu
reduzieren, werden Vertragsmuster und -formulare, etwa in Form von
AGB verwendet. Entscheidend ist: Vertrige ermoglichen Zugang. Zu-
gleich konnen sie aber Konditionen enthalten, die weitere Probleme auf-
werfen.

3. Voraussetzung Verhandlungsgleichgewicht

Vertragsgerechtigkeit wird nur dann erreicht, wenn zwischen den Parteien
ein Verhandlungsgleichgewicht besteht. Dieses ist gegeben, wenn beide
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Parteien frei entscheiden konnen, ohne 6konomische oder sonstige Zwan-
ge, wenn keine Informationsasymmetrie gegeben ist und die Verhand-
lungsstarke insgesamt ausgeglichen ist.

a) Vertragsungleichgewichte in der Plattformokonomie

Das Vertragsungleichgewicht zu Lasten der Handwerksbetriebe wird
durch zwei Aspekte signifikant verschlechtert: Informationsasymmetrien
und die Dynamik der Plattformoékonomie.

Als Informationsasymmetrie wird es bezeichnet, wenn eine Seite einen
wesentlich besseren Informationsgrad hat als die andere Seite, also tber
Kenntnisse verfigt, die die andere Seite nicht hat. In vielen der hier be-
trachteten Szenarien werden Handwerksbetriebe nicht iiber Einblicke in
das Geschiftsmodell der Gegenseite und die Mechanismen dieser Modelle
verfiigen. Dazu sind diese Mechanismen zu neu und auch zu wenig durch-
schaubar. Viele Aktivititen in datengetriebenen Bereichen sind wenig
transparent, etwa durch die Nutzung von Algorithmen und Daten. In der
Europaischen Union wurde das dadurch entstehende erhebliche Potenzial
zu Missbrauchen durch die sog. P2B-Verordnung abgemildert.!3! In dieser
Verordnung sind Transparenzvorschriften enthalten, die von Suchmaschi-
nen und Plattformbetreibern eingehalten werden missen. So muss z.B.
tiber die grundlegende Funktionsweise von Rankings ebenso aufgeklart
werden wie Uber die Bevorzugung eigener Dienste (wenn es sich um eine
Hybridplattform handelt). Die dadurch hergestellte Transparenz kann zu-
mindest einige der Probleme entschirfen. Transparenz ohne echte Aus-
wahlmoglichkeit bleibt aber ein stumpfer Rechtsbehelf: Ermoglicht wird
den Vertragspartnern im Wesentlichen, ihr Verhalten anzupassen — sie ha-
ben aber kaum eine echte Wahl, wenn sie auf Zugang angewiesen sind.!32

Das zweite Problem liegt in der Dynamik der Plattform6konomie. Mag
bei Einfithrung einer digitalen Schnittstelle oder beim Launch einer Platt-
form noch reichhaltige Auswahl gegeben sein und der Einfluss des neuen
Marktakteurs gering sein, so ist es gerade der Kern der entsprechenden Ge-
schaftsmodelle, rasant zu wachsen. Mit dieser Schnelligkeit, dem starken

131 Verordnung (EU) 2019/1150 vom 20.6.2019 zur Forderung von Fairness und
Transparenz fir gewerbliche Nutzer von Online-Vermittlungsdiensten, ABI. L
186/57 vom 11.7.2019; vgl. Busch, GRUR 2019, 788 ff.

132 Vgl. Podszun, Gutachten F zum 73. Deutschen Juristentag, 2020, S. F64ff.
m.w.N.
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Wachstum und haufig auch der Aggressivitit im unternehmerischen Vor-
gehen wird hiufig bei Vertragsschluss nicht gerechnet. Und es ist auch in
keiner Weise sicher, dass jedes derartige Modell funktioniert. Wenn es aber
funktioniert, wachsen die Betreiber schnell in eine Gatekeeper-Position.
Aus dem schwachen Gegeniiber kann dann in Windeseile ein Gatekeeper
werden. Das wird bei der vertraglichen Aushandlung héufig nicht bertick-
sichtigt. Die Dynamik zukiinftiger Entwicklungen abzubilden, ist wird bei
Vertragsverhandlungen zuweilen tibersehen.

In den Erwagungsgriinden der P2B-Verordnung haben die europiischen
Gesetzgeber genau diese Tendenz treffend beschrieben:

»Online-Vermittlungsdienste kénnen fir den geschiftlichen Erfolg
von Unternehmen, die solche Dienste nutzen, um die Verbraucher zu
erreichen, von entscheidender Bedeutung sein. Um die mit der On-
line-Plattformwirtschaft verbundenen Vorteile voll auszuschopfen, ist
es daher wichtig, dass die Unternehmen den Online-Vermittlungs-
diensten, mit denen sie in Geschaftsbeziehungen eintreten, vertrauen
konnen. Dies ist hauptsichlich deswegen von Bedeutung, weil der An-
stieg bei der Vermittlung von Transaktionen tber Online-Vermitt-
lungsdienste, den starke, durch Daten ausgel6ste indirekte Netzeffekte
noch weiter vorantreiben, dazu fithrt, dass gewerbliche Nutzer, insbe-
sondere Kleinstunternehmen, kleine und mittlere Unternehmen
(KMU), die Verbraucher erreichen wollen, zunehmend von diesen
Diensten abhingig werden.“133

Konstatiert wird also zunichst das Ziel eines partnerschaftlichen Miteinan-
ders (,Vertrauen®), das die Basis fir eine fruchtbare, vertraglich basierte
Kooperation ist. Vertrauen ist aber vor allem deshalb nétig, weil das diszi-
plinierende Gleichgewicht beider Seiten rasch aufgehoben werden kann
und Abhingigkeitssituationen entstehen. In der P2B-Verordnung heif3t es
weiter:

»Angesichts dieser wachsenden Abhingigkeit haben die Anbieter die-
ser Dienste haufig eine grofere Verhandlungsmacht, die es ihnen ge-
stattet, sich einseitig in einer moglicherweise unlauteren Weise zu ver-
halten, die den legitimen Interessen ihrer gewerblichen Nutzer und in-
direkt auch der Verbraucher in der Union schaden kann. Sie konnten
beispielsweise gewerblichen Nutzern einseitig Praktiken aufzwingen,
die groblich von der guten Geschaftspraktik abweichen oder gegen das

133 P2B-Verordnung (VO (EU) 2019/1150) Erw.Gr. 2.
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Gebot von Treu und Glauben und des redlichen Geschiftsverkehrs
verstofen. Die vorliegende Verordnung befasst sich mit solchen poten-
ziellen Reibungen in der Online-Plattformwirtschaft.”134

Damit sind die Gefahren derartiger Kontakte fiir die Zugangspetenten pré-
gnant und amtlich umrissen. Die P2B-Verordnung ist allerdings besten-
falls ein allererster Ansatz, um diese ,Reibungen in der Online-Plattform-
wirtschaft® zu glatten.

Es stellt sich damit als Regelungsauftrag, das Verhandlungsgleichge-
wicht und die Rechte der Allgemeinheit (z.B. das Schutzinteresse am frei-
en Wettbewerb) bei konsensualen Losungen fiir Zugangsfragen zu wah-
ren.

b) Abhingigkeit

Dabei ist keineswegs gesagt, dass bei Zugangsanspriichen stets der Zu-
gangspetent in einer unterlegenen Situation ist. Vielmehr kann sich auch
die Situation einstellen, dass der Betreiber einer Plattform oder der Inha-
ber eines Zugangsschliissels geradezu darauf angewiesen ist, dass jemand
Zugang begehrt. So kann die Situation beispielsweise liegen, wenn der
Plattformbetreiber auf ein starkes Startangebot angewiesen ist oder ein
Smart Home nur betrieben werden kann, wenn bestimmte Unternehmen
sich beteiligen, die fiir das reibungslose Funktionieren vor Ort sorgen.

Die typische Situation ist dies aber nicht. Wer Zugang begehrt, ist offen-
bar in einer Position, in der Zugang Gberhaupt erforderlich ist, also eine
Abschottung bereits vorliegt. Die Einfithrung von Plattformmodellen und
datenbasierten Zugingen ist gerade darauf gerichtet, Kontrolle zu behalten
und andere auszuschliefen. Der deutsche Gesetzgeber hat in §18 Abs. 3
Nr.3 GWB eine Norm eingefiihrt, die ausdricklich vorsieht, dass der Zu-
gang zu relevanten Daten zu Marktmacht fithren kann.!3S Dies ist eine we-
sentliche Klarstellung der Wirkung von Daten in Mirkten und macht
deutlich, dass Abhingigkeiten entstehen konnen.'3¢ Wer eine faktische
oder rechtliche Herrschaftsposition hat, ist in einer tiberlegenen Verhand-
lungsposition, wenn der Vertragspartner auf den Zugang angewiesen ist,

134 P2B-Verordnung (VO (EU) 2019/1150) Erw.Gr. 2.

135 Vgl. Grave in: Kersting/Podszun, Die 9. GWB-Novelle, 2017, Kap. 2 Rn. 50 ff.

136 Zum Begriff der Abhingigkeit siche etwa Loewenheim in: Loewenheim/
Meessen/Riesenkampff/Kersting/Meyer-Lindemann, Kartellrecht, 4. Auflage
2020, § 20 GWB Rn. 20 ff.
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um tberhaupt seinen Geschaften nachgehen zu kdnnen. Wirtschaftliche
Macht, ob faktisch oder rechtlich vermittelt, wird zum Gamechanger. Sie
wird in Gatekeeper-Situationen haufig vorliegen.

Insbesondere wer sein Geschaftsmodell bislang auf freien Zugang ausge-
richtet hatte (etwa freie Werkstatten und unabhingige Unternchmen —
selbststindige Akteure, die die Essenz der Marktwirtschaft ausmachen), ge-
rat plotzlich in eine Position der Abhiangigkeit. Hersteller und Plattform-
betreiber konnen beeinflussen oder entscheiden, wer mit wem und zu wel-
chen Bedingungen Vertrage schliefft. Das Vertragsangebot einer michti-
gen Plattform auszuschlagen, ist in der Regel keine Alternative. Nachteili-
ge Bedingungen an der Schmerzgrenze werden dann hingenommen,
wenn die Alternative noch schlechter ist und beispielsweise im Ausschei-
den aus dem Markt besteht.

¢) Gegeneinwand der Zustimmung

Nun liee sich dagegen einwenden, dass die Zustimmung des benachtei-
ligten Partners im Vertrag ja signalisiere, dass der Vertrag fiir diesen noch
immer die Win-win-Situation verwirkliche. Das wire allerdings zu kurz ge-
griffen: Ein Vertrag ist nicht schon dann von der Rechtsordnung legiti-
miert, wenn beide Seiten zustimmen. Das wiirde die Not- oder Drucksitua-
tion verkennen, in der Zustimmungen ggf. erteilt werden. Zur Wahrung
eines materiellen Mindeststandards schreitet die Rechtsordnung ein und
erklart Vertrage im Zweifel fir nichtig, anfechtbar oder widerrufbar, etwa
wenn eine Sittenwidrigkeit vorliegt, die Geschiftsgrundlage gestort ist
oder andere zwingende Erfordernisse des Rechts tibergangen wurden. Im
unternechmerischen Rechtsverkehr wird zwar eine hoheitliche Intervention
nur mit Zurtckhaltung befiirwortet werden kdnnen. Gleichwohl gibt es
auch in Vertragsverhaltnissen zwischen Unternehmen korrekturbedurftige
Vereinbarungen, ob zum Schutz einer Seite oder zur Wahrung 6ffentlicher
Interessen (etwa dem Interesse der Allgemeinheit an einem unverfalschten
Wettbewerb).

IV. Zugangsanspriiche nach geltendem Recht
Schon jetzt gibt es nach geltendem Recht Zugangsanspriche ganz unter-

schiedlicher Art, die zwangsweise durchgesetzt werden konnen und die so
die Zuordnung aufbrechen. Im Wirtschaftsrecht greifen Zugangsanspra-
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che, wenn andernfalls ein Marktversagen droht, etwa weil Innovationen
behindert werden oder der Wettbewerb zum Erliegen kommt. Dann wird
— bei Vorliegen der jeweiligen Voraussetzungen — in die Zuordnung einge-
griffen oder ein Kontrahierungszwang ausgesprochen. Die Anspriiche er-
geben sich vor allem aus Kartellrecht und sektorspezifischen Regelwerken,
aber auch aus sonstigen Vorschriften, die quer Gber das gesamte Recht ver-
teilt sind. Sie sind daraufhin auszuwerten, ob sie fiir die Regelung eines
verbesserten Zugangs in den Ausgangsszenarien reichen. Ist dies der Fall,
ist kein weiterer Regelungsbedarf gegeben. Hinzu kommt, dass die Ausge-
staltung und die Schwierigkeiten dieser Anspriiche Hinweise fir die zu
klarenden Parameter neuer Zugangsregeln geben.

1. Kartellrecht

Das Kartellrecht, geregelt im GWB und in den europiischen Vorschriften
(Art. 101, 102 AEUV), dient dem Wettbewerbsschutz und hat daher die
Aufgabe, Vermachtungen aufzubrechen und Abschottungsstrategien zu
verhindern. Dazu vermittelt es Zugangsanspriche, die also 6konomisch-
wettbewerblich legitimiert sind. Die Voraussetzungen fir einen hoheitlich
angeordneten kartellrechtlichen Zugangsanspruch sind jedoch hoch. Eine
flichendeckende Marktwirkung ist von ihnen nicht zu erwarten.

a) Zugangsanspriiche wegen Missbrauchs von Marktmacht

Zugangsanspriiche setzen materiell zunachst voraus, dass der Inhaber des
Zugangsschlissels marktmachtig ist. Dies kann in Form von Marktbeherr-
schung (§ 18 GWB, Art. 102 AEUV) der Fall sein. Zugangsanspriiche kon-
nen sich nach deutschem Recht aber schon bei relativer oder tberlegener
Marktmacht ergeben (§20 GWB). Die Feststellung einer marktmachtigen
Stellung hingt wesentlich von der Definition des relevanten Marktes ab.
Ist der relevante Markt definiert, ist in einem zweiten Schritt die Position
des Unternehmens, dem der Kartellrechtsverstoff vorgeworfen wird, auf
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diesem Markt zu prifen.'¥” Zugang wird nur gewihrt, wenn ein Miss-
brauch der so festgestellten Marktmacht vorliegt.!3

aa) Marktabgrenzung

Die Abgrenzung des relevanten Markts erfolgt auf drei Ebenen, nimlich in
sachlicher, raumlicher und zeitlicher Hinsicht. Besondere Schwierigkeiten
bereitet regelmafig die sachliche Marktabgrenzung. Die Marktabgrenzung
erfolgt nach dem sog. Bedarfsmarktkonzept. Abgestellt wird darauf, wel-
che Leistungen von der Gegenseite als austauschbar angesehen werden:
Werden etwa verschiedene Thermometer als in ihrer Funktion austausch-
bar vom Kunden akzeptiert, konkurrieren die Hersteller im selben Markt
miteinander.’3? Dabei konnen verschiedene Markte auch zwischen an sich
identischen oder sehr dhnlichen Produkten bestehen, wenn erhebliche
Preisunterschiede zwischen diesen bestehen.'40

Die Kriterien wurden fiir die Marktabgrenzung im Allgemeinen ent-
wickelt, nicht speziell fiir Datenmirkte.'*! Wie in Konstellationen, in de-
nen die Lizenzierung eines Immaterialgtiterrechts begehrt wird,'#? ist die
Marktabgrenzung in den Plattform- und Datenzugangskonstellationen ver-
gleichsweise unproblematisch: Begehrt Unternehmen A von Unterneh-
men B Zugriff auf einen bestimmten Datensatz oder Zugang zu einer
Plattform, so ist festzustellen, ob A Ausweichmoglichkeiten auf andere
~Angebote“ hat.

137 EuGH, 13.2.1979, Rs. 85/76, ECLI:EU:C:1979:36, Rz. 21, 36 — Hoffmann-La Ro-
che.

138 Eine umfassende Studie neueren Datums zum Zugang zu Daten nach Kartell-
recht stammt von Schmidt, Zugang zu Daten nach europiischem Kartellrecht,
2020, mit zahlr. weiteren Nachweisen.

139 Vgl. fiir Art. 102 AEUV EuGH, 21.2.1973, Rs. 6/72, ECLI:EU:C:1973:22, Rz. 32
— Continental Can.

Fiir § 18 GWB vgl. BGH, 27.4.1999, Az. KZR 35/97, GRUR 2000, 95.

140 Fuchs in: Immenga/Mestmacker, Wettbewerbsrecht, Band 1, 6. Auflage 2019,
Art. 102 AEUV Rn. 50.

141 Niher zur Marktabgrenzung bei Zugangsansprichen zu Daten Graef, Data as
Essential Facility, 2016, S.254f.; Kerber, 15(4) Journal of Competition Law &
Economics 2019, S. 398.

142 Vgl. Bergmann/Fiedler in: Loewenheim/Meessen/Riesenkampff/Kersting/Meyer-
Lindemann, Kartellrecht, 4. Auflage 2020, Art. 102 AEUV Rn. 122.
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bb) Marktmacht

Fir Unternehmen ergeben sich besondere Pflichten aus den oben genann-
ten Vorschriften nur dann, wenn sie marktbeherrschend sind (bei
Art. 102 AEUV, § 19 GWB) oder sie gegentiber anderen Unternehmen rela-
tive oder uberlegene Marktmacht haben (bei § 20 GWB).

(1) Marktbeherrschung

Eine marktbeherrschende Stellung ist nach standiger Rechtsprechung eine

ywirtschaftliche Machtstellung eines Unternehmens [...], die dieses in
die Lage versetzt, die Aufrechterhaltung eines wirksamen Wettbewerbs
auf dem relevanten Markt zu verhindern, indem sie ihm die Méglich-
keit verschafft, sich seinen Wettbewerbern, seinen Abnehmern und
letztlich den Verbrauchern gegentiber in einem nennenswerten Um-
fang unabhingig zu verhalten.“143

Zur besseren Handhabung dieser offenen Definition werden verschiedene
Kriterien zur Konkretisierung herangezogen, die jeweils nicht fir sich al-
leine die marktbeherrschende Stellung begrinden kénnen, sondern in
ithrer Gesamtschau.'* Fiir die Analyse der Marktstruktur haben die Markt-
anteile der Wettbewerber das grofite Gewicht.'* Im deutschen Recht wird
nach §18 Abs.4 und 6 GWB ecine marktbeherrschende Stellung beim
Uberschreiten bestimmter Marktanteilsschwellen widerleglich vermutet.
Im europiischen Kartellecht sind die Marktanteile dagegen stets nur ein
Indiz, wobei besonders hohe Marktanteile entgegenstehende Indizien eher
in den Hintergrund rticken lassen.!46

Eine marktbeherrschende Stellung liegt im Kontext von Immaterialgu-
terrechten vor, wenn das Substrat des Immaterialgiiterrechts gerade den re-
levanten Markt ausmacht oder die Lizenzierung fiir das Tatigwerden auf

143 EuGH, 14.2.1978, Rs.27/76, ECLI:EU:C:1978:22, Rz. 63/66 — United Brands;
EuG, 25.6.2010, Rs. T-66/01, ECLI:EU:T:2010:255, Rz. 254 — ICI/Kommission.

144 EuGH, 14.2.1978, Rs. 27/76, ECLI:EU:C:1978:22, Rz. 63/66 — United Brands.

145 Fuchs in: Immenga/Mestmacker, Wettbewerbsrecht, Band 1, 6. Auflage 2019,
Art. 102 AEUV Rn. 87.

146 Vgl. EuGH, 13.2.1979, Rs. 85/76, ECLI:EU:C:1979:36, Rz. 40 ff. — Hoffmann-La
Roche.
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einem nachgelagerten Markt zwingend erforderlich ist.'¥” Das gleiche gilt
bei faktischen Monopolen, die bspw. aufgrund technischer Schutzvorkeh-
rungen bestehen.!8

Hier lassen sich die Zugangsbediirfnisse des Handwerks verorten: Gibt
es auf dem Market beispielsweise nur eine Software (die zudem urheber-
rechtlich geschatzt ist), ist eine markebeherrschende Stellung des Software-
anbieters wahrscheinlich. Geht es um einen Datensatz, handelt es sich
moglicherweise um ein faktisches Monopol ohne Ausweichméglichkeiten.
Aus diesen Grinden kann in den Zugangskonstellationen eine marktbe-
herrschende Stellung - je nach Marktabgrenzung — anzunehmen sein.
Wenn, wie gesehen, Plattformen aktiv sind, werden diese haufig den
Marke fiir sich gewinnen kénnen (#ipping). Dann entspricht ihre Gatekee-
per-Position einer marktbeherrschenden Stellung.

(2) Relative oder uberlegene Marktmacht

Gemifl §20 GWB genigt auch relative oder tberlegene Marktmacht ge-
geniber anderen Unternehmen fiir die Geltendmachung von Zugangsan-
sprichen. Die Vorschrift weitet die nach § 19 GWB fiir marktbeherrschen-
de Unternehmen geltenden Pflichten auf Abhingigkeitssituationen aus.
Im Unterschied zur Marktbeherrschung gentigt es dann, dass Unterneh-
men von anderen Unternehmen abhangig sind, selbst wenn diese im
Markt moglicherweise nicht dominant sind. Solche Abhangigkeiten kon-
nen sich etwa daraus ergeben, dass Unternehmen ihre Produktion ganz auf
einen bestimmten Abnehmer ausgerichtet haben (unternehmensbedingte
Abhingigkeit) oder der Zugang zu einem bestimmten Produkt im Markt
schlicht erwartet wird (sortimentsbedingte Abhangigkeit) — etwa bei ,must
stock items®.'# Beide Konstellationen sind auch im Handwerk gut denk-
bar, wenn beispielsweise ein Handwerksbetrieb sich ganz auf einen Grof-
kunden ausgerichtet hat oder z.B. ein bestimmter Elektrogerate-Anbieter
abgedeckt werden muss, weil die Kundschaft das erwartet. Schutzzweck

147 Vgl. EuGH, 6.4.1995, Rs. C-241/91 P, ECLLI:EU:C:1995:98, Rz. 46 ft. — Magill;
Bergmann/Fiedler in: Loewenheim/Meessen/Riesenkampff/Kersting/Meyer-Lin-
demann, Kartellrecht, 4. Auflage 2020, Art. 102 AEUV Rn. 122.

148 Vgl. EuGH, 26.11.1998, Rs. C-7/97, ECLLI:EU:C:1998:569, Rz. 37 ff. — Bronner,
Bergmann/Fiedler in: Loewenheim/Meessen/Riesenkampft/Kersting/Meyer-Lin-
demann, Kartellrecht, 4. Auflage 2020, Art. 102 AEUV Rn. 123.

149 Vgl. Nothdurft in: Langen/Bunte, Kartellrecht, 12. Auflage 2014, §20 GWB
Rn. 37 ff.
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der Norm ist, die aus diesem Abhangigkeitsverhiltnis resultierende Beein-
trachtigung der Entscheidungsfreiheit der abhingigen Unternehmen und
negative Auswirkungen auf den Wettbewerb als solchen zu verhindern.'>°
Auch Newcomer konnen sich auf §20 Abs. 1 GWB berufen, wenn sie ihre
Geschiftstatigkeit auf neue Bereiche ausdehnen oder erstmals auf einem
Marke titig werden wollen.’’! Die Vorschrift bezweckt, den Marktzugang
generell offen zu halten.!5?

Auch §20 Abs.3 S.1 GWB kann in der Plattformdkonomie eine Rolle
spielen. Nach dieser Vorschrift dirfen Unternehmen mit gegeniiber ihren
Wettbewerbern iiberlegener Marktmacht ihre Marktmacht nicht dazu aus-
nutzen, solche Wettbewerber unmittelbar oder mittelbar unbillig zu be-
hindern. Sinn und Zweck ist damit der Schutz von Wettbewerbern auf ho-
rizontaler Ebene.!53 Auch in solchen Konstellationen kann von den markt-
maichtigen Unternchmen wettbewerbsschidliches Verhalten ausgehen.'>*
Voraussetzung fiir ein horizontales Wettbewerbsverhiltnis und damit fiir
die Anwendbarkeit von §20 Abs.3 S.1 GWB ist, dass der Normadressat
und das mutmaflich unbillig behinderte Unternechmen auf dem selben
Marke titig sind.’>> Das ist in den Plattformfillen vor allem dann gegeben,
wenn der Plattformanbieter selbst eine Ware oder Dienstleistung anbietet.
Im Handwerk ist das fiir Dienstleistungen eher selten der Fall, beim Ver-
kauf von Waren aber gut denkbar.

(3) Abhangigkeit nach der 10. GWB-Novelle

In der 10. GWB-Novelle, die 2021 in Kraft getreten ist, hat der Gesetzgeber
eigens mit Blick auf die Datendkonomie die Abhingigkeitstatbestinde

150 Vgl. zu §26 Abs. 2 S.1 GWB a.F. BGH, 20.11.1975, Az. KZR 1/75, GRUR 1976,

206, 207.

151 Vgl. zu §26 Abs.2 S.1 GWB a.F BGH, 30.6.1981, Az. KZR 19/80, GRUR 1981,
917, 918.

152 Vgl. zu §26 Abs.2 S.1 GWB a.F. BGH, 17.1.1979, Az. KZR 1/78, NJW 1979,
2152, 2153.

153 Markert in: Immenga/Mestmacker, Wettbewerbsrecht, Band 2, 6. Auflage 2020,
§20 GWB Rn. 64.

154 Vgl. Westermann in: MiKo-Wettbewerbsrecht, Band 2, 3. Auflage 2020, §20
GWB Rn. 57.

155 Vgl. zu §20 Abs. 4 GWB a.F. BGH, 9.7.2002, Az. KZR 30/00, NJW 2002, 3779,
3781 — Fernwdrme fiir Bornsen.
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nachgescharft. In §20 Abs. 1a GWB ist folgende weitreichende Neuerung
vorgesehen:

»Eine Abhingigkeit nach Absatz 1 kann sich auch daraus ergeben, dass
ein Unternehmen fiir die eigene Tatigkeit auf den Zugang zu Daten
angewiesen ist, die von einem anderen Unternehmen kontrolliert wer-
den. Die Verweigerung des Zugangs zu solchen Daten gegen angemes-
senes Entgelt kann eine unbillige Behinderung nach Absatz 1 in Ver-
bindung mit § 19 Absatz 2 Nummer 1 darstellen. Dies gilt auch dann,
wenn ein Geschaftsverkehr fiir diese Daten bislang nicht eroffnet ist.“

Die Vorschrift setzt einen markanten Punkt fir den Anwendungsbereich
des kartellrechtlichen Zugangsanspruchs, indem Abhangigkeit von Daten-
macht ausdriicklich als Ansatzpunkt fiir einen Missbrauch durch Datenzu-
gangsverweigerung angesechen wird. Die Norm geht auf einen Vorschlag
aus einer vorbereitenden Studie zuriick, in der das Datenzugangsthema
von den Autoren bereits als ein Kernproblem der digitalen Okonomie be-
nannt wurde.'56

Damit wird jedenfalls aufSer Streit gestellt, dass sich eine Abhdngigkeits-
situation wegen Daten ergeben kann. In der Folge kann ein Missbrauch
vorliegen (dazu sogleich). Eine Besonderheit ist, dass vorhergehende Ge-
schiftsbeziehungen nicht erforderlich sind, wie Satz 3 zeigt. Der Datenin-
haber muss anderen nicht einmal Zugangsrechte eingeraumt haben, damit
ein Abhingigkeitstatbestand begriindet sein kann.'” Die Abhingigkeit
kann sich auch ad hoc ergeben — im Verhiltnis von Unternehmen zuein-
ander, die bislang keine geschiftlichen Kontakte hatten. Der Gesetzgeber
hat damit den Anwendungsbereich von Datenzugangsanspriichen deutlich
ausgeweitet.

cc) Missbrauch

Ist ein Unternehmen Normadressat von §20 GWB, kann ein Missbrauch
der marktstarken Stellung vorliegen. Ein solcher liegt nach stindiger
Rechtsprechung des EuGH in Verhaltensweisen

156 Schweitzer/Haucap/Kerber/Welker, Modernisierung der Missbrauchsaufsicht fir
marktmiéchtige Unternehmen, 2018, S. 147 ff.
157 BT-Drucks. 19/23492, S. 78.
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yeines Unternehmens in beherrschender Stellung, die die Struktur des
Marktes beeinflussen kdnnen, auf dem der Wettbewerb gerade wegen
der Anwesenheit des fraglichen Unternehmens bereits geschwicht ist,
und die die Aufrechterhaltung des auf dem Markt noch bestehenden
Wettbewerbs oder dessen Entwicklung durch die Verwendung von
Mitteln behindern, welche von den Mitteln des normalen Produkt-
und Dienstleistungswettbewerbs auf der Grundlage der Leistungen der
Marktburger abweichen®.!58

Fir die Beurteilung von Verhaltensweisen, die eine Zugangsverweigerung
zum Gegenstand haben, haben sich verschiedene Fallgruppen etabliert.

(1) Geschiftsverweigerung und Diskriminierung

Der Abbruch bestehender Geschiftsbezichungen oder die Verweigerung
einer Geschiftsaufnahme kann eine unbillige Behinderung oder Diskrimi-
nierung darstellen. Mit der Geschiftsverweigerung gleichgestellt sind Fil-
le, in denen das marktmichtige Unternehmen zwar die Fortfithrung oder
Aufnahme der Geschiftsbeziehung anbietet, dies jedoch von solch unange-
messenen Bedingungen abhangig macht, dass es einer Geschiftsverweige-
rung praktisch gleichkommt.'?

Zur unternehmerischen Freiheit gehort grundsitzlich auch die Entschei-
dungsfreiheit iber den Geschiftspartner. Die Aufnahme oder Verweige-
rung von Geschiftsbeziehungen ist daher im Normalfall nicht rechtferti-
gungsbedurftig. Etwas anderes kann aber beim Vorliegen von wirtschaftli-
cher Macht gelten. Im Einzelfall kann der Adressat der Missbrauchsverbote
aus Art. 102 AEUV bzw. §§19, 20 GWB in seiner Vertragsfreiheit be-
schrankt und zur Aufnahme von Geschiftsbeziehungen verpflichtet sein,
sog. Kontrahierungszwang.'®® Das ist auch verstindlich: Ein Gatekeeper
kann allein aufgrund seiner Schlisselstellung Gber den wirtschaftlichen Er-
folg anderer Unternehmen durch Zugangsgewahrung und Zugangsverwei-
gerung entscheiden. Das weicht von der Vorstellung eines Leistungswett-
bewerbs ab, denn nicht Leistung entscheidet tber den Markt, sondern die

158 EuGH, 13.2.1979, Rs. 85/76, ECLLI:EU:C:1979:36, Rz. 91 — Hoffmann-La Roche.;
EuGH, 16.7.2015, Rs. C-170/13, ECLI:EU:C:2015:477, Rz. 45 — Huawei/ZTE.

159 Eilmansberger/Bien in: MuKo-Wettbewerbsrecht, Band 1, 3. Auflage 2020,
Art. 102 AEUV Rn. 444.

160 Fuchs in: Immenga/Mestmacker, Wettbewerbsrecht, Band 1, 6. Auflage 2019,
Art. 102 AEUV Rn. 305.
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Willkir des Gatekeepers.'! Dem schiebt das Missbrauchsverbot einen Rie-
gel vor — insbesondere, damit der Wettbewerb auf dem nachgelagerten
Markt nicht beeintrachtigt wird.!62

So lag es bspw. im Porsche-Tuning-Fall'®3: Eine Kfz-Werkstatt hatte sich
vollstindig auf die Individualisierung und Veredelung von Porsche-Fahr-
zeugen spezialisiert, so dass sie auf die weitere Belieferung mit Porsche-
Neuwagen zur Fortsetzung ihres Geschiftsmodells angewiesen war.!%* Die
Geschaftsverweigerung war geeignet, den Wettbewerb auf dem nachgela-
gerten Tuning-Markt zu beschranken, da dann nur Porsche selbst entspre-
chende Leistungen anbieten konnte.!®> Damit bestand die Gefahr, dass
sich die von Porsche angebotenen Tuning-Leistungen auf dem Markt ge-
gentiber denen von Drittanbietern durchsetzen, obwohl es sich nicht um
die beste Leistung handelt. Ein solcher Transfer von Marktmacht vom be-
herrschten Markt (Angebot von Porsche-Neuwagen) auf den nachgelager-
ten Markt (Tuning-Leistungen) wird auch als leveraging bezeichnet.'%® Der
BGH urteilte, dass die Geschiftsverweigerung eine unbillige Behinderung
der Kfz-Werkstatt darstellt. Der Leistungswettbewerb wiirde verfalscht.

Ahnlich gelagert war der Jaguar-Vertragswerkstatt-Fall'¢’: Nachdem eine
Kfz-Werkstatt iiber mehrere Jahre mit dem Fahrzeughersteller einen sog.
»Service-Vertrag® unterhielt, der ihr den Status eines ,autorisierten Jaguar
Servicebetriebs“ verlieh, kiindigte der Hersteller den Vertrag mit der Be-
grindung, das Servicenetz fiir die eigenen Fahrzeuge neu strukeurieren zu
wollen. Die klagende Werkstatt wurde bei dieser Neustrukturierung nicht
berticksichtigt. Der BGH bejahte eine marktbeherrschende Stellung des
Fahrzeugherstellers gem. § 18 Abs. 1 Nr.1 GWB auf dem Angebotsmarkt
fir solche Service-Vertrage, da nur dieser entsprechende Vertrige anbieten
kann.'®® Der marktbeherrschende Fahrzeughersteller ist daher verpflichtet,

161 Vgl. Kronberger Kreis, Neue Diskriminierungsverbote fir die digitale Wele?,
2017, S. 25 ff.

162 Fuchs in: Immenga/Mestmacker, Wettbewerbsrecht, Band 1, 6. Auflage 2019,
Art. 102 AEUV Rn. 306.

163 BGH, 6.10.2015, Az. KZR 87/13, WRP 2016, 229 — Porsche-Tuning.

164 Hier wird die sog. Transaktionskostentheorie relevant, vgl. dazu Kerber/Schwalbe
in: MiKo-Wettbewerbsrecht, Band 1, 3. Auflage 2020, 1.Teil Grundlagen
Rn. 494.

165 BGH, 6.10.2015, Az. KZR 87/13, WRP 2016, 229 — Porsche-Tuning.

166 Fuchs in: Immenga/Mestmacker, Wettbewerbsrecht, Band 1, 6. Auflage 2019,
Art. 102 AEUV Rn. 306.

167 BGH, 26.1.2016, Az. KZR 41/14, NJW 2016, 2504 — Jaguar-Vertragswerkstatt.

168 BGH, 26.1.2016, Az. KZR 41/14, NJW 2016, 2504, 2505 — Jaguar-Vertragswerk-
statt.
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jeder Kfz-Werkstatt, welche die qualitativen Anforderungen erfillt, den
Abschluss eines entsprechenden Vertrages anzubieten, sofern dem keine
sachlichen Griinde entgegenstehen.'®?

Mit diesen Fallen vergleichbar ist der Zugang zu Messen oder sonstigen
Veranstaltungen. Fir Handwerker oder Handler kann es ganz entschei-
dend sein, sich auf einer Fachmesse fiir die von ihnen angebotenen Pro-
dukte und Dienstleistungen prasentieren zu konnen.!7? Gibt es keine ande-
ren vergleichbaren Messen oder sonstige Prasentationsmoglichkeiten, so
handelt es sich regelmifig um einen eigenstandigen Marke, auf dem der
Messeveranstalter als einziger Anbieter marktbeherrschend i.S.d.
§ 18 Abs. 1 Nr. 1 GWB ist.!”! In diesen Fillen darf der Messebetreiber nicht
ungerechtfertigt zwischen gleichartigen Interessenten differenzieren.!”?
Die Zulassungskriterien mussen deshalb objektiv und nachvollziehbar
sein.’”3 Im deutschen Recht ergibt sich neben kartellrechtlichen Tatbestin-
den zudem aus § 70 Abs. 1 GewO ein Anspruch auf Zulassung zu einer all-
gemein zuginglichen Messe. Auch hierfir ist eine Begrenzung nur aus
Sach- oder Kapazitatsgriinden zulassig, § 70 Abs. 2, 3 GewO.

Dass sich diese Fille aus der traditionellen Wirtschaft in der Platt-
formoékonomie alltiglich ganz vergleichbar stellen kdnnen, liegt auf der
Hand: Immer ofter riicken Plattformbetreiber in die Rolle des Gatekee-
pers, der tber Wohl und Wehe seiner Geschiftspartner entscheidet und
dabei nicht diskriminieren oder ohne Rechtfertigung Geschifte verwei-
gern darf.'7# Allerdings ist stets festzustellen, ob es eine Situation von vor-
und nachgelagertem Markt und eine mogliche Hebelwirkung zwischen
beiden Markten gibt. Alternative Zugangsmoglichkeiten dirfen nicht be-
stehen.

169 BGH, 26.1.2016, Az. KZR 41/14, NJW 2016, 2504, 2505 — Jaguar-Vertragswerk-
statt.

170 Liibbert/Schoner in: Wiedemann, Kartellrecht, 4. Auflage 2020, § 23 Rn. 120.

171 Vgl. OLG Disseldorf, 30.1.2008, Az. VI-U (Kart) 28/07, BeckRS 2008, 11171,
Rz. 14 ff. — Dentalmesse.

172 Vgl. OLG Disseldorf, 30.1.2008, Az. VI-U (Kart) 28/07, BeckRS 2008, 11171,
Rz. 25 - Dentalmesse.

173 Naher dazu Liibbert/Schoner in: Wiedemann, Kartellrecht, 4. Auflage 2020, §23
Rn. 123.

174 Siehe auch Schweitzer/Haucap/Kerber/Welker, Modernisierung der Missbrauchs-
aufsicht fir marktmichtige Unternehmen, 2018, S. 172 ff. Zu Spezialfragen des
Zugangs siche Schwarz, Zugang zu App Stores, 2017 (mit starkem medienrecht-
lichen Einschlag), sowie Weber, Zugang zu den Softwarekomponenten der
Suchmaschine Google nach Art. 102 AEUV, 2017.
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(2) Essential facility-Doktrin

Die sog. essential-facility-Doktrin stellt eine Untergruppe der Fille miss-
briuchlicher Geschiftsverweigerung dar.'” Der Unterschied besteht darin,
dass das marktmachtige Unternehmen bei der ,allgemeinen® Geschaftsver-
weigerung ihre Leistungen im Grundsatz auch nach auflen hin anbietet,
wihrend die Fille der essential-facility-Doktrin durch Infrastruktureinrich-
tungen gepragt sind, die das Unternehmen fiir sich exklusiv halten méchte
bzw. fiir die bisher kein eigener Markt er6ffnet wurde.!”¢ Im deutschen
Recht findet sich eine an die Rechtsprechung der Unionsgerichte ange-
lehnte Spezialvorschrift in § 19 Abs. 2 Nr.4 GWB.!”7 Durch die 10. GWB-
Novelle wurde die Vorschrift auf den Zugang ,,zu Daten, Netzen und an-
deren Infrastruktureinrichtungen® erweitert.

Bei der urspriinglich aus dem US-Kartellrecht stammenden essential-fa-
cility-Doktrin geht es um Fille, in denen sich ein Unternehmen weigert,
anderen Unternechmen Zugang zu einer wesentlichen Einrichtung zu ge-
wiahren, um dadurch den nachgelagerten Markt vor Wettbewerbern abzu-
schirmen und damit monopolisieren zu kénnen.'”® Weigert sich, wie in
einem leading case, ein Hafenbetreiber, der zugleich Fahrdienste anbietet,
anderen Fihrdiensten Zugang zu dem Hafen zu gewihren, so kann er da-
mit alleine auf dem nachgelagerten Markt fiir Fahrdienste titig werden.!”?
Im grundlegenden Bronner-Urteil'® stellte der EuGH drei Kriterien auf,
unter denen die Zugangsverweigerung einen Missbrauch 1.S.d.
Art. 102 AEUV darstellen kdnne: (1) Die begehrte Einrichtung muss fiir
das Tatigwerden auf dem nachgelagerten Markt unerlisslich sein, da dafir
kein tatsichlicher oder potenzieller Ersatz besteht, (2) die Zugangsverwei-
gerung muss geeignet sein, jeglichen Wettbewerb auf dem nachgelagerten
Markt auszuschalten, (3) die Verweigerung darf nicht sachlich gerechtfer-

175 Uphues in: Hoeren/Sieber/Holznagel, Multimedia-Recht, 53. EL 2020, Teil 15.3
Big Data in Online-Medien und auf Plattformen Rn. 32.

176 Vgl. Fuchs in: Immenga/Mestmacker, Wettbewerbsrecht, Band 1, 6. Auflage
2019, Art. 102 AEUV Rn. 331.

177 Vgl. zur Gesetzgebungshistorie Wiedemann in: Wiedemann, Kartellrecht, 4. Auf-
lage 2020, § 23 Rn. 230 ff.

178 Scholz in: Wiedemann, Kartellrecht, 4. Auflage 2020, §22 Rn. 108. Zur Entste-
hungsgeschichte der Doktrin siche Graef, Data as Essential Facility, 2016,
S. 158 ff.

179 Vgl. Kommission, IV/34.689, Abl. 1994 L 15, 8, Rz. 66 — Seacontainers/Stena Sea-
link.

180 EuGH, 26.11.1998, Rs. C-7/97, ECLI:EU:C:1998:569 — Bronner mit Verweis auf
EuGH, 6.4.1995, Rs. C-241/91 P und C-242/91 P, ECLI:EU:C:1995:98 — Magill.
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tigt sein.!8! Diese Kriterien stellen eine grole Hirde fiir Zugangsanspru-
che dar. So kommt es fiir die Frage, ob der Zugangspetent eine zumutbare
Ausweichmoglichkeit hat, nicht auf dessen individuelle wirtschaftliche
Moglichkeiten, sondern auf die eines gleich effizienten Wettbewerbers des
marktbeherrschenden Unternehmens an.!$2 Zudem ist umstritten, ob nur
ein neuartiges Angebot fiir den nachgelagerten Markt zum zwangsweisen
Zugang berechtigt. Das ist viel verlangt. In jedem Fall ist eine umfassende
Interessenabwigung erforderlich.!83

Mit der Neuregelung soll die essential facility-Doktrin explizit auch auf
den Zugang zu Daten anzuwenden sein.'®* Dateninhaber werden damit in
die Nihe von Infrastrukturanbietern geriickt — eine durchaus gewagte
Gleichsetzung. Der Gesetzgeber wollte einen Ankniipfungspunkt fir die
hier diskutierten Szenarien schaffen:

,So sind etwa Konstellationen denkbar, in denen ein marktbeherr-
schendes Unternehmen den Zugang tiber die Nutzungsdaten einer be-
stimmten Person oder Maschine kontrolliert und ein anderes Unter-
nehmen, das Zusatzdienste fir den Betreiber der Maschine oder fiir
den Nutzer eines Dienstes anbieten will, Zugang zu den individuali-
sierten Nutzungsdaten benoétigt, um seinen Dienst (Wartung, Repara-
tur oder innovatives komplementires Angebot) an die Bediirfnisse des
Nutzers anpassen zu kénnen.“185

Die Schlagkraft der Vorschrift wird aber wegen der hohen Anforderungen
und unsicheren Aussichten einer Klage begrenzt bleiben.

(3) Zwangslizenz im Immaterialgtiterrecht
Fur die Zugangsanspriiche zu Daten werden héufig die kartellrechtlichen

Zwangslizenzen bei Lizenzverweigerung im Immaterialgiiterrecht beispiel-
haft herangezogen. Diskutiert wird beispielsweise, ob eine patentgeschiitz-

181 EuGH, 26.11.1998, Rs. C-7/97, ECLI:EU:C:1998:569, Rz. 41 — Bronner.

182 EuGH, 26.11.1998, Rs. C-7/97, ECLI:EU:C:1998:569, Rz. 44, 45 — Bronner. Siche
aber abweichend EuG, 17.9.2007, Rs. T-201/04, ECLI:EU:T:2007:289, Rz. 651 —
Microsoft.

183 BT-Drucks. 19/23492, S. 70.

184 Louven, NZKart 2018, 217, 221. Siehe vorgehend schon Schweitzer/Haucap/
Kerber/Welker, Modernisierung der Missbrauchsaufsicht fiir marktmichtige Un-
ternehmen, 2018, S. 162 ff.

185 BT-Drucks. 19/23492, S. 70.
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te Erfindung verwendet werden kann, wenn dies ndtig ist, um auf einem
nachgelagerten Markt titig werden zu kdnnen. Kann das Kartellrecht mit
seinem Anspruch, offenen Marktzugang und freien Wettbewerb zu schaf-
fen, gegen die Patentverletzungsklage in Stellung gebracht werden? Der
EuGH hat in Fillen wie IMS Health und Huawei/ZTE eine komplexe
Rechtsprechung dazu entwickelt.!8¢ Immerhin prallt hier der Konflikt von
Ausschluss und Zugang voll aufeinander: Das Recht gewihrt eigens ein Pa-
tent, damit der Patentinhaber andere von der Nutzung seiner Erfindung
ausschliefen kann. Andererseits soll das Kartellrecht genau solche Aus-
schlisse verhindern, zumindest wenn der Wettbewerb damit ganzlich aus-
geschaltet wird. Die Kriterien, wann ein kartellrechtlicher Zwangslizenz-
anspruch gegeben ist, dhneln denen des oben zitierten Bronner-Falls. In
den immaterialgtterrechtlichen Fallen wie Magill, IMS Health und Micro-
soft wurde festgelegt, dass der Zugangspetent die Unerlasslichkeit des Zu-
gangs fir sein Tatigwerden nachweisen muss.!®” Verlangt wird auch, dass
ein neues Produkt (,new product rule“) (IMS Health) oder ein technischer
Fortschritt (Microsoft) erzielt wird, nach dem eine Konsumentennachfrage
besteht. Zudem muss es zu einer Beseitigung des Wettbewerbs kommen,
und es darf keine objektive Rechtfertigung fiir die Zugangsverweigerung
geben.

Die Auseinandersetzungen haben sich in den vergangenen Jahren je-
doch verlagert — weg von den Kriterien, wann Zugang zu gewihren ist,
hin zu Fragen der Durchsetzung und Abwicklung dieses Anspruchs. Zum
Beispiel ist der Zugang zum Patent nicht kostenlos. Aber was ist eine ange-
messene Lizenzgebthr? Gelost sind weder diese formalen Fragen, noch die
davor gelagerten materiellen Fragen. Fir die Zugangsfragen in der Daten-
okonomie sind diese Fille eher abschreckend: Die dufSerst langwierige und
komplizierte Durchsetzung derartiger Anspriche ist schlicht nicht zur
Nachahmung zu empfehlen.

186 EuGH, 29.4.2004, Rs.C-418/01, ECLI:EU:C:2004:257 — IMS Health; EuGH,
16.7.2015, Rs. C-170/13, ECLI:EU:C:2015:477 — Huawei/ZTE.

187 EuGH, 6.4.1995, Rs. C-241/91 P und C-242/91 P, ECLI:EU:C:1995:98 — Magill;
EuGH, 29.4.2004, Rs.C-418/01, ECLI:EU:C:2004:257 — IMS Health; EuG,
17.9.2007, Rs. T-201/04, ECLI:EU:T:2007:289, Rz. 651 — Mz'crosoft.
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(4) Missbrauch von Datenmacht nach § 20 Abs. 1a GWB

In §20 Abs. 1a GWB wird seit Januar 2021 die fehlende Gewihrung eines
Zugangs zu Daten als potentielle unbillige Behinderung gewertet. Es heifit
explizit, ,die Verweigerung des Zugangs zu solchen Daten®, namlich sol-
chen, auf die ein Unternchmen angewiesen ist, um seine eigenen Leistun-
gen erbringen zu konnen, kénne eine unbillige Behinderung darstellen.

Damit ist ein Durchbruch fir die digitale Wirtschaft gelungen: Aner-
kannt wird, dass die Verweigerung des Zugangs zu Daten in zahlreichen
Konstellationen missbrauchlich sein kann, nimlich immer dann, wenn
der Datenzugang fir die Leistungserbringung durch ein anderes Unter-
nehmen erforderlich ist.

In der Gesetzesbegriindung werden zwei Konstellationen hervorgeho-
ben, die durch §20 Abs. 1a GWB erfasst sein sollen. Erstens gehe es um
»Vertragsverhaltnisse innerhalb von Wertschopfungsnetzwerken®. Ge-
meint sind (in Rickgriff auf eine Formulierung aus der Studie von
Schweitzer, Haucap, Kerber und Welker) ,die oft komplexen Multi-Stake-
holder-Konstellationen in Aftermarket- und IoT-Kontexten (...), in denen
oft vielfiltige Leistungen von unterschiedlichen Service-Anbietern angebo-
ten werden.“!88 Hier sind IoT-Konstellationen angesprochen, wenn von
mehreren Seiten kooperiert wird, indem Industrieanlagen, Handwerksbe-
triebe und andere miteinander zur gemeinsamen Wertschdpfung vernetzt
werden.

Die zweite Konstellation ist fiir das Handwerk oft noch greifbarer. Dem-
nach soll von §20 Abs. 1a GWB insbesondere auch die Situation erfasst
sein, in der der Datenzugang von Dritten begehrt wird, ,die Dienste auf
einem vor- oder nachgelagerten Markt anbieten mochten, ohne bisher in
Geschifts- oder Vertragsverbindung gestanden zu haben.“!%? Das kann bei-
spielsweise der Handwerker sein, der ein Gerat reparieren mochte, das mit
einem Smart Device ausgestattet ist und zu einem groferen Netzwerk (z.B.
dem Smart Home) gehort.

Eine Beschrinkung auf diese zwei Fallgruppen ist dem Normtext selbst
allerdings nicht zu entnehmen. Moglicherweise entstehen noch weitere
Fallkonstellationen, die in der Rechtsprechung eine Rolle spielen kénnen.

188 BT-Drucks. 19/23492, S.78; Schweitzer/Haucap/Kerber/Welker, Modernisierung
der Missbrauchsaufsicht fiir marktmachtige Unternehmen, 2018, S. 156. Siche
auch Kerber, WuW 2020, 249 ff.

189 BT-Drucks. 19/23492, S. 79.
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Fir das Handwerk sind insbesondere mit der zweiten Konstellation aber
Mafstibe gesetzt, die bei klassischen Reparaturen greifen.

Es sollten aber auch die Begrenzungen der Vorschrift gesehen werden:
Schwierig diirfte die Nutzung des Paragraphen sein, wenn es um ,,predic-
tive maintenance® geht. Wird als eigentliche Leistungserbringung die War-
tung oder Reparatur eines Gerits angesehen, ist die Offenlegung der Daten
zwar erforderlich, wenn es zu dieser Reparatur kommt. Im vorgelagerten
Stadium, dem Erkennen der anstehenden Wartungsnotwendigkeit, wird
aber bereits die geschaftliche Entscheidung getroffen. Der Zugang zu sol-
chen Daten durfte wesentlich schwieriger Gber § 20 Abs. 1a GWB zu erlan-
gen sein, obwohl daran ein Grofteil des kinftigen Wartungs- und Repara-
turgeschifts hingen durfte.

Die Norm bezieht sich auch lediglich auf den Zugang zu Daten. Der
Zugang zum Kunden, zur Software oder zu einer Vertriebsplattform ist
nicht erfasst.

Das grofSte Hindernis fiir eine erfolgreiche Geltendmachung besteht al-
lerdings im Wertungskriterium der Unbilligkeit. Nicht jede Zugangsver-
weigerung ist bereits ein Missbrauch. Vielmehr muss die Unbilligkeit im
Wege einer umfassenden Abwagung der wettbewerblichen Interessen fest-
gestellt werden. Gerade fiir die hier interessierende zweite Konstellation
(Zugang zu Daten fir Leistungserbringung ohne vorherigen Kontakt)
heifSt es bereits in der Gesetzesbegriindung;:

,In diesen Konstellationen ist grundsatzlich Zuriackhaltung geboten
und der Prifung der Unbilligkeit besondere Beachtung zu schen-
ken.“190

In der Gesetzesbegriindung wird ein vorsichtiger Tonfall angeschlagen,
wie die Unbilligkeit zu priifen sei:

»Im Rahmen der Unbilligkeitspriifung sind die Interessen des Norm-
adressaten und des Zugangspetenten abzuwiégen. Insbesondere in den
letztgenannten Drittkonstellationen sind die Auswirkungen zum An-
reiz auf die Datensammlung zu bertcksichtigen. Allein der empirische
Befund eines exponentiellen Wachstums in der Produktion von Daten
indiziert noch nicht, dass gentigend Anreize zur Produktion von Da-
ten auch dann vorhanden wiren, wenn Zugangsrechte bestiinden. Fir
eine Unbilligkeit der Verweigerung des Datenzugangs sprechen des
Weiteren Umstinde, wie beispielsweise ein Verschluss von Sekundar-

190 BT-Drucks. 19/23492, S. 79.

89

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

B. Zuordnung und Zugang im geltenden Recht

markten durch die Verweigerung des Zugangs, die Beteiligung des ab-
hingigen Unternchmens an der Erzeugung der wettbewerbsrelevanten
Daten oder ein erhebliches Potential fiir zusitzliche bzw. erhohte
Wertschopfungsbeitrige auf Seiten des abhangigen Unternehmens.“191

Demnach verlangt die Priifung der Unbilligkeit eine umfassende Interes-
senabwigung. Fir den Dateninhaber ist die Amortisation seiner Daten-
sammlung von grofer Bedeutung. Hingewiesen wird im Weiteren auch
auf die Schwierigkeit, Daten zur Verfiigung zu stellen und diese um per-
sonliche Daten zu bereinigen. Es bleibt damit ein vor Gericht unwagbares
Unterfangen, ob Datenzugang auf diese Weise erlangt werden kann. Zum
Zeitpunkt des Abschlusses dieses Texts lag noch keine Rechtsprechung da-
zu vor. Selbst wenn die praktische Relevanz gering bleibt, ist mit der neu-
en Vorschrift aber immerhin ein Signal gesetzt.

(5) Verpflichtungen nach § 19a GWB

Mit §19a GWB hat der deutsche Gesetzgeber eine Aufsehen erregende
neue Vorschrift eingefithrt, nach der ,Unternechmen mit einer iiberragen-
den marktibergreifenden Bedeutung fiir den Wettbewerb“ durch das Bun-
deskartellamt besondere Verpflichtungen auferlegt werden konnen. Die
Zielrichtung des 2021 in Kraft getretenen Paragraphen ist, die grofen In-
frastrukturanbieter des Internets, Unternehmen wie Google, Apple, Face-
book, Amazon und Microsoft (GAFAs), stirker zu kontrollieren und die
Verfahren dafiir zu beschleunigen.'??

Die in §19a Abs.2 GWB vorgesechenen Verpflichtungen betreffen die
Wettbewerbschancen kleinerer und mittlerer Unternehmen, die von den
Normadressaten abhingig sind. Regelungen sind etwa gegen die Selbstbe-
vorzugungspraktiken der Plattformen, die Vorinstallation von Program-
men, Koppelungen, Datenausbeutung oder Beschrankungen im Umgang
mit Kunden vorgesehen.

Werden diese Verpflichtungen durchgesetzt, wiirde das die Situation
vieler Betriebe im Verhiltnis zu den GAFAs erheblich verbessern. Ein Ha-
ken ist allerdings, dass nach §19a GWB zunichst die Normadressaten-
stellung explizit festzustellen ist und von der Behdrde ausdriicklich die

191 BT-Drucks. 19/23942, S. 79.
192 Zu § 19a GWB siche auerdem Hoppner, WuW 2020, 71; Griinwald, MMR 2020,
822; Korber, MMR 2020, 290, 293 ff.
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Verpflichtungen festgestellt werden missen — ggf. mit einer aufwandigen
Einzelfallprifung. Das mag strukturell mittelfristig Verdnderungen mit
sich bringen. Es liegt aber kein Automatismus vor, Abhilfe im konkreten
Fall ist nicht ohne weiteres zu erlangen. Die Vorschrift ist daher eine wich-
tige Begrenzung der GAFA-Aktivititen und eine Stirkung des Bundeskar-
tellamts im Umgang mit diesen. Sie fithrt aber nicht unmittelbar zu einer
Verbesserung der wirtschaftlichen Position der Handwerksunternehmen.

b) Kartellrechtliche Kontrolle von Vertragsbedingungen

Kommt es zu einem Vertragsabschluss, konnen die Zugangsbedingungen
einer kartellrechtlichen Kontrolle nach § 1 GWB oder Art. 101 AEUV un-
terworfen werden. Wenn die Vertrige Wettbewerbsbeschrinkungen ent-
halten, fihrt dies ggf. zur Nichtigkeit der Bedingungen nach § 134 BGB
bzw. Art. 101 Abs. 2 AEUV.

Die Vertrage zwischen Gatekeepern und Nutzern bieten daftir schon
jetzt reichlich Anschauungsmaterial. So konnen Vertrage unzulassige Ex-
klusivititsbeschrinkungen enthalten, die Nutzer davon abhalten, auf ande-
ren Plattformen tatig zu werden.'”? Die Zugangsgewahrung kann an aus-
beuterische Bedingungen gekntpft sein, etwa zu hohe Vergiitungen,
Rechtseinrdumungen oder die Forderung nach Einblick in zahlreiche Nut-
zerdaten.’* Die Nutzer koénnen durch unzulissige Bestpreisklauseln in
ihrer Vertragsfreiheit gebunden werden, etwa wenn sie auf keinem ande-
ren Kontaktweg zum Kunden giinstiger anbieten diirfen.’> Es kann den
Nutzern untersagt sein, bestimmte Kommunikations- oder Bezahlwege
mit Endkunden zu beschreiten.’® Die Nutzer kdnnen verpflichtet werden,
Preisvorgaben zu beachten. Sie konnen gezwungen werden, Zusatzange-
bote anzunehmen (z.B. bestimmte Programme zu installieren), ein be-

193 OLG Dusseldorf, 3.4.2019, Az. Kart 2/18 (V), WuW 2019, 318 — Ticketvertrieb II;
bestatigt durch BGH, 3.6.2020, KVZ 44/19, WuW 2020, 406 — Vertragliche Exklu-
stvitdtsklauseln.

194 Vgl. Bundeskartellamt, 17.7.2019, Az. B-88/18 (Fallbericht — ohne Entschei-
dung), WuW 2019, 487 — Amazon-Marktplatz.

195 OLG Disseldorf, 15.2.2012, Az. VI-W (Kart) 1/12 — JMS JustBooks Mobile/HRS;
OLG Dusseldorf, 9.1.2015, Az. VI-Kart 1/14 (V), NZKart 2015, 148 — Weite Best-
preisklausel; BGH, 18.5.2021, Az. KVR 54/20 — Enge Bestpreisklausel.

196 Sog. Anti-Steering-Klauseln, vgl. aus der Rechtsprechung des US Supreme
Court Obio v. American Express, 585 U.S. ___ (2018), GRUR Int. 2018, 1082. Das
Gericht hat die Klausel jedoch nach US-Kartellrecht fiir zuléssig erachtet.
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stimmtes Servicelevel vorzuhalten, ein bestimmtes Leistungsspektrum zur
Verfiigung zu stellen oder ein bestimmtes Design zu nutzen.!””

All diese Beispiele sind Teil der Business-Strategien der digitalen Platt-
formen, die so ihre Position sichern und Nutzer in ihr System einsaugen.
Das Kartellrecht kann dagegen in Stellung gebracht werden, wenn der
Wettbewerb beschrankt wird, was im Zweifel in — auch okonomisch auf-
windigen — Verfahren zu klaren ist.

c) Probleme kartellrechtlicher Anspriiche

Der Zugangsanspruch nach Kartellrecht ist voraussetzungsintensiv, da ein
solcher nur beim Vorliegen von Marktmacht besteht. Allein die Abgren-
zung von Markten und die Bestimmung von Marktmacht ist schon fiir
sich genommen sehr aufwindig. Der schwierige Nachweis von Marktbe-
herrschung wird in der Praxis durch den einfacheren Nachweis einer Da-
tenabhingigkeit nach §20 Abs.1a GWB erleichtert, aber selbst hier ist
schon fiir die Normadressatenstellung immerhin zunichst nachzuweisen,
dass die andere Partei Daten hat, zu denen sonst kein Zugriff gegeben ist
und die fiir die Leistungserbringung erforderlich sind. In der fir derartige
Anspriiche dominierenden privaten Rechtsdurchsetzung ist der Zugangs-
petent nachweisbelastet.

Selbst wenn ein kartellrechtlicher Zugangsanspruch zu bejahen ist, tre-
ten weitere Schwierigkeiten bei der Geltendmachung dieser Anspriiche
hinzu: Die neueren Vorschriften im Entwurf zur 10. GWB-Novelle sind
auf Daten fokussiert und zum Teil auch beschrinkt. Der reine Zugang zu
Daten ist aber fiir Zugangspetenten hidufig gar nicht attraktiv. Es geht viel-
mehr um Marktzutritt, um die Herstellung der Kundenbezichung, um die
Nutzung von Analysetools oder Software.

Die Vorschriften setzen weitgehend eine Abwigung der Interessen vor-
aus. Das gilt gerade auch fiir § 20 Abs. 1a GWB, der am chesten auf die fiir
das Handwerk wichtigen Konstellationen zugeschnitten ist. Hier wird eine
Prifung der Unbilligkeit verlangt, wobei zahlreiche Aspekte, gerade auch
solche zugunsten des Dateninhabers, berticksichtigt werden miissen. Es ist

197 Vgl. zu unzulissigen Kopplungsgeschaften Zzmmer in: Immenga/Mestmacker,
Wettbewerbsrecht, Band 1, 6. Auflage 2019, Art. 101 Abs.1 AEUV Rn.229f;
Wolf in: MiKo-Wettbewerbsrecht, Band 1, 3. Auflage 2020, Art. 101 AEUV
Rn. 481.
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absehbar, dass eine Klage auf Datenzugang angesichts der umfassenden
Unbilligkeitsprifung kein Selbstlaufer ist.

Zugang wird typischerweise nur gegen eine Vergitung gewahrt. Die
Festlegung der Vergutungshohe ist auflerst schwierig. Im Zweifel werden
Gerichte sich scheuen, eine konkrete Vergutungshohe zu beziffern. Beson-
ders deutlich wurde dies im Huawei/ZTE-Fall um die kartellrechtliche
Zwangslizenz: Statt eine Lizenzgebihr festzusetzen, verpflichtete der
EuGH zu einem komplexen Verhandlungssystem, in dem es auf die einzel-
nen Schritte der beiden Partner ankommt. Das vom Gerichtshof vorgese-
hene Modell ist stark geprigt davon, eine hoheitliche Entscheidung iiber
den angemessenen Preis zu vermeiden und stattdessen eine Einigung der
Parteien zu inzentiveren.!”® So sinnvoll es ist, dass sich der Staat aus der
Frage nach dem ,gerechten Preis“ heraushilt —dieses Verfahren erfordert
komplizierte Schritte und kann sehr langwierig sein.

Der Umfang des Zugangsanspruchs muss im Einzelfall definiert wer-
den. Dies kann grofle Schwierigkeiten aufwerfen: Zu welchen Daten ge-
nau wird zu welchen Bedingungen in welcher Form Zugang gewahrt? Bei
einer physischen Infrastruktur, die eine essential facility darstellt, mag das
noch greifbar sein. Aber welche Daten benétigt ein Handwerker genau,
der eine Anlage warten soll? Wie, wann und wo sollen ihm diese zur Ver-
figung gestellt werden? Gibt es einen dauerhaften Anspruch oder muss fiir
jede einzelne Reparatur aufs Neue geklagt werden?

Die bisherigen Verfahren haben darunter gelitten, dass sie aufgrund der
Komplexitit der zu regelnden Einzelschritte aufwindig waren und lange
dauerten. Fir ein Unternehmen, das nicht besonders finanzstark ist und
das eine rasche Abhilfe im Markt bendtigt, sind derartige Verfahren nicht
attraktiv. Gerade in der digitalen Wirtschaft spielen first-mover-advantages
— also die Vorteile desjenigen, der als erster auf den Markt kommt — eine
erhebliche Rolle. Wird der Marktzutritt wegen eines lingeren Gerichtsver-
fahrens verzdgert, dessen Ausgang zudem ungewiss ist, kommt die Zu-
gangsgewihrung im Zweifel zu spit.

Kartellrechtliche Zugangsanspriiche werden ex post, auf Beschwerde ei-
nes Zugangspetenten hin, gewihrt. Es handelt sich jeweils um eine auf-
windige Einzelfallprifung. Dabei sind die Hiirden, um ein solches Verfah-
ren anzustrengen, faktisch hoch: Nicht nur sind die Nachweisanforderun-
gen erheblich, sodass sich fragt, welche Unternehmen sich eine solche Kla-
ge (gegen ein markemachtiges Unternehmen!) Gberhaupt leisten kénnen.
Vor allem aber sind die Voraussetzungen nur dann erfillt, wenn eine Ab-

198 Vgl. Podszun, Antitrust Bulletin, Vol. 61 (1), S. 121 f.
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hangigkeitssituation besteht. Gerade wenn ein Unternchmen von einem
anderen abhingig ist, ist der Schritt zu einer gerichtlichen Auseinander-
setzung jedoch weit. Niemand gilt in seiner Branche gern als Querulant,
der zu Gericht geht. Um den Goliath herauszufordern, bedarf es mindes-
tens eines furchtlosen Davids. Aber auch dem geht auf dem Weg durch die
Gerichtsinstanzen moglicherweise das Geld aus. Die Gatekeeper haben
hier einen langeren Atem und konnen moglicherweise ihre Macht sogar
nutzen, um unliebsame Unternehmen herabzustufen, im Ranking schlech-
ter zu positionieren oder auf anderem Wege zu diskriminieren. Das fihrt
zu einer rationalen Klageapathie: Gerade kleinere und mittlere Unterneh-
men werden keine Prozesse gegen Gatekeeper anstreben. Thnen drohen,
wenn sie Ross und Reiter nennen, im Zweifel noch Sanktionen.'??

Die kartellrechtlichen Anspriiche lassen lediglich eine nachtragliche
Kontrolle der Zugangsverweigerung im Einzelfall zu. Wird ein Zugangs-
anspruch gewihrt, stellen sich schwierige Folgefragen, die die tatsichliche
Zugangserlangung weiter verzogern und Gerichte wie Parteien vor schwie-
rige Fragen stellen. Das kartellbehordliche Einschreiten ist keine Alternati-
ve: Auch Verfahren beim Bundeskartellamt dauern im Zweifel langer und
konnen immer nur punktuell Abhilfe schaffen. Fiir einen existentiell her-
ausgeforderten Handwerksmeister, dem der Zugang zu seinen Kunden
versperrt wird, wirde solche Hilfe zu spat kommen.

Es kann mittels kartellrechtlicher Anspriiche nicht zu einem flichende-
ckenden, praventiv wirkenden Zugangsregime kommen. Allerdings sind
die Maf$stabe, die in diesen Verfahren gesetzt werden, beispielgebend fiir
eine mogliche Regulierung.20

2. Sektorspezifische Zugangsanspriiche
In einigen Fillen wurde versucht, eine sektorspezifische Regulierung vor-

zunehmen. In der Praxis wurden in verschiedenen Branchen unterschiedli-
che Losungen gefunden, wie der Zugriff auf Daten ermoglicht werden

199 Siehe Art. 5 lit.d des Vorschlags der Europidischen Kommission eines Digital
Markets Act; im Kartellrecht wird die Ross-und-Reiter-Problematik bei Abhan-
gigkeitsverhiltnissen schon lange diskutiert, siehe z.B. Bien, ZWeR 2013, 448.

200 In diesem Sinne auch Schmidt, Zugang zu Daten nach europiischem Kartell-
recht, 2020, S. 4.
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kann.?’! Eine solche sektorspezifische Regulierung basiert oft auf konkre-
ten Erfahrungen der Vergangenheit. Sie bietet keine Blaupause fiir alle
Branchen, sondern geht auf spezifische Probleme ein. Dennoch ist der
Blick auf bestehende Regulierung hilfreich, um fiir zukinftig zu schaffen-
de sektorspezifische Zugangsanspriche typische Probleme und damit Ver-
besserungspotenziale zu erkennen. Daher soll nachfolgend ein Uberblick
uber ausgewahlte Zugangsregime gegeben werden.

a) Kfz-Branche

Das prominenteste Beispiel sektorspezifischer Regulierung, die auf (Da-
ten-)Zugang gerichtet ist, findet sich in der Kfz-Branche. Bereits 2007 trat
die Verordnung (EG) 715/2007 tber die Typgenehmigung von Kraftfahr-
zeugen hinsichtlich der Emissionen von leichten Personenkraftwagen und
Nutzfahrzeugen (Euro 5 und Euro 6) und tiber den Zugang zu Reparatur-
und Wartungsinformationen fiir Fahrzeuge in Kraft. In Art. 6 VO (EG)
715/2007 waren Bestimmungen niedergelegt, die unabhingigen Werkstit-
ten den Zugang zu Reparatur- und Wartungsinformationen fiir Kraftfahr-
zeuge ermoglichen sollten, damit sie iberhaupt Leistungen fir bestimmte
Automarken anbieten kénnen.2?? Die Hersteller konnten fiir die Bereitstel-
lung der Informationen nach Art.7 VO (EG) 715/2005 eine angemessene
Gebiihr verlangen.

Der Zugangsanspruch hatte jedoch die Schwiche, die Hersteller nur zur
Freigabe der Informationen in einem standardisierten Format zu verpflich-
ten. Es bestand keine Pflicht zur Bereitstellung der Informationen in
einem elektronisch verarbeitbaren Format.?03 Dies bedeutete in der Praxis
zuweilen das ,Abspeisen® der Werkstitten mit einem wenig praktikablen
Web-Formular und nicht mit einer den praktischen Anforderungen der
Werkstatt entsprechenden Softwarelésung. Im Fall KIA wurde die Ausein-

201 Vgl. die Beispiele der Europdischen Kommission, Commission Staff Working
Document on the free flow of data and emerging issues of the European data
economy, 10.1.2017, SWD (2017) 2 final, S. 12 ff.

202 Vgl. aus der deutschen Rechtspraxis den Fall, in dem eine Jaguar-Reparatur-
werkstatt nach wettbewerbsrechtlichen Bestimmungen den Zugang zu Soft-
wareinformationen beanspruchte, um Jaguar-Fahrzeuge reparieren zu kénnen,
BGH, 26.1.2016, Case KZR 41/14, ECLI:DE:BGH:2016:260116UKZR41.14.0 —
Jaguar Vertragswerkstatt.

203 EuGH, 19.9.2019, Rs. C-527/18, ECLLI:EU:C:2019:762, Rz. 24 ff. - KIA.
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andersetzung um die richtige Form der Datenbereitstellung bis zum
Europiischen Gerichtshof getrieben.?

Der in Art. 6f. VO (EG) 715/2007 geregelte Zugangsanspruch wurde in
Art. 61 ff. der Verordnung (EU) 2018/858 neu gefasst und konkretisiert.
Nach Art. 61 Abs.1 VO (EU) 2018/858 sind die Informationen nunmehr
ausdriicklich in elektronisch verarbeitbarer Form bereitzustellen. Die Ver-
ordnung gilt nach Art. 91 VO (EU) 2018/858 seit dem 1. September 2020.
Daher ist zu hoffen, dass den Werkstatten die relevanten Informationen in
Zukunft in praktikabler Weise zur Verfigung stehen.2%

Die Auseinandersetzung um das Datenformat — wenig praktikables
Web-Formular einerseits versus maschinenlesbar und sofort weiter zu ver-
arbeitender Datenstream andererseits — zeigt, wie wesentlich die Folgefra-
gen sind, wenn erst einmal der grundsitzliche Anspruch auf Zugang ge-
wihrt ist. Daten, die in nicht einfach handhabbarer Form zur Verfiigung
gestellt werden, tun zwar moglicherweise dem Buchstaben eines Gesetzes
oder einer richterlichen Anordnung Gentige - sind aber kommerziell wert-
los. Das ohne Umgehungsmoglichkeiten vorab sicher zu judizieren, ist
aber eine praktisch schwer zu leistende Aufgabe.

Die bisherige legislative Praxis, mit sektorspezifischen Zugangsanspri-
chen in die Markte im Kfz-Sektor einzugreifen, wurde von der hochrangi-
gen Kommission fir die Automobilindustrie (GEAR 2030) positiv beschie-
den und auch fir die Zukunft empfohlen.20¢

b) Zahlungsdienste

Datenzugang wird im Sektor fiir Finanzdienstleistungen durch die Richtli-
nie tber Zahlungsdienste im Binnenmarkt, RL (EU) 2015/2366 (Payment

204 Vgl. EuGH, 19.9.2019, Rs. C-527/18, ECLI:EU:C:2019:762, Rz. 24 ff. — KIA; vor-
ausgehend LG Frankfurt a.M., 21.1.2016, Az. 2-03 O 505/13, GRUR-RS 2016,
9417.

205 Nur hingewiesen werden soll an dieser Stelle auf ein Gesetz vom 26.11.2013 im
US-Bundesstaat Massachusetts, das ebenfalls ein ,right to repair® mit entspre-
chender Datenklausel vorsieht: https://malegislature.gov/Laws/SessionLaws/Acts
/2013/Chapter165.

206 GEAR 2030 - High Level Group on the Competitiveness and Sustainable
Growth of the Automotive Industry in the European Union - Final report,
18.10.2017, abrufbar unter http://ec.europa.eu/docsroom/documents/26081.
Siehe auch Kerber/Gill, JIPITEC 10 (2019), 244. Siehe auch unten, D.II.1.a.
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Services Directive, PSD2-RL), vermittelt. Die Regelung gilt als beispielhaft
auch fiir andere Zugangsmodelle.2”

Nach Art. 66, 67 PSD2-RL, die in § 675f Abs. 3 BGB in nationales Recht
umgesetzt wurden, haben Kontoinhaber gegeniber ihrer Bank ein Recht
auf Nutzung von Zahlungsauslse- und Kontoinformationsdiensten. Zah-
lungsauslosedienste (legaldefiniert in Art. 4 Nr. 15 PSD2-RL) sind insbe-
sondere im E-Commerce-Sektor relevant. Bestellt ein Verbraucher bei
einem Handler eine Ware oder Dienstleistung, so hat der Zahlungsauslose-
dienst die Funktion, dem Handler zu bestatigen, dass der Verbraucher das
vereinbarte Entgelt entrichtet hat. Dies erlaubt dem Handler, unmittelbar
nach Vertragsschluss die bestellte Ware zu versenden oder die Dienstleis-
tung zu erbringen, ohne einen Zahlungsausfall zu riskieren.?%® Technisch
wird dies Gber eine Schnittstelle ermdglicht, tiber die der Zahlungsauslose-
dienst von der Bank des Kunden die Information erhilt, ob der entspre-
chende Zahlungsauftrag erteilt wurde.2®”

Kontoinformationsdienste sind nach Art.4 Nr.16 PSD2-RL Online-
Dienste, die konsolidierte Informationen tber ein oder mehrere Konten
anzeigen oder verarbeiten, die der Nutzer bei einer oder bei verschiedenen
Banken fiihrt. So wird dem Nutzer ein besserer Uberblick tiber seine finan-
zielle Situation vermittelt.?!® Im Unterschied zu den Zahlungsauslose-
diensten ist der Kontoinformationsdienst in keiner Weise an Zahlungsvor-
giangen beteiligt.2!! Eine solche Dienstleistung kann nur erbracht werden,
wenn der Kontoinformationsdienst Echtzeit-Zugriff zumindest auf die In-
formationen hat, die der Nutzer manuell iber das Online-Banking-Portal
abrufen kann. Insofern besteht fiir den Anbieter des Kontoinformations-
dienstes ein Bediirfnis nach Datenzugang, um auf einem nachgelagerten
Marke titig werden zu kdnnen. Dies setzt aber voraus, dass die kontofiih-
rende Bank eine entsprechende Schnittstelle bereitstellt.

Rechtstechnisch interessant ist, welchem Marktteilnehmer durch die PS-
D2-RL ein Recht eingerdumt wird. Anders als im Kfz-Sektor erhalten hier

207 Vgl. Vezzoso in: Bagnoli, Competition and Innovation, 2018, S. 30, 39; Hoffmann
in: BMJV/MPI, Data Access, Consumer Interests and Public Welfare, 2021,
S. 343 ff.

208 Vgl. Erwagungsgrund 29 PSD2-RL; Schmalenbach in: BeckOK-BGB, 56. Edition
2020, § 675f BGB Rn. 51; Casper in: MiiKo-BGB, Band 6, 8. Auflage 2020, § 675f
BGB Rn. 40.

209 Vgl. Erwagungsgrund 27 PSD2-RL; Werner in: Hoeren/Sieber/Holznagel, Multi-
media-Recht, 54. EL Oktober 2020, Teil 13.5 Rn. 88.

210 Erwigungsgrund 28 PSD2-RL.

211 Schmalenbach in: BeckOK-BGB, 56. Edition 2020, § 675f BGB Rn. 53.
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Drittunternehmen nicht selbst einen Anspruch auf Datenzugang. Viel-
mehr rdumt Art. 66 f. PSD2-RL den Kontoinhabern gegeniiber ihrer Bank
ein Recht auf Nutzung eines Zahlungsauslose- oder Kontoinformations-
dienstes ein. Dies fiihrt also erst im zweiten Schritt und mittelbar zu einem
Datenzugang der Anbieter solcher Dienste.?!? Nach Art. 66 Abs. 4,
67 Abs.4 PSD2-RL ist die Erbringung der Dienstleistung und damit die
Weitergabe der notwendigen Daten auch nicht von einer vertraglichen Be-
ziehung zwischen kontofiihrender Bank und Dienstleister abhangig. Auch
Erwagungsgrund 29 PSD2-RL nennt lediglich das Interesse von Kontoin-
habern und Online-Héndlern an der Nutzung solcher Dienste. Die Vor-
schrift wurde also tiberwiegend im Interesse der Kontoinhaber geschaffen
und nicht, um Drittunternehmen Zugang zu diesen Daten zu vermitteln
oder die Banken einem Kontrahierungszwang zu unterwerfen. Der Kunde
bleibt damit konzeptionell ,,Schiedsrichter im Wettbewerb®.

Zur Folge hat diese Regelungstechnik, dass sich die regulatorischen Vor-
gaben nur auf das Vertragsverhiltnis zwischen Bank und Kontoinhaber
auswirken (vgl. Erwdgungsgrund 87 PSD2-RL). Verweigert eine Bank die
Ubermittlung der notwendigen Daten an den Dienstleister, muss der Kon-
toinhaber wegen der Verletzung vertraglicher Pflichten gegen die Bank
vorgehen.?!? In der Praxis stellt sich dieses Problem aber nicht, da die Ban-
ken nicht nur nach § 675f Abs. 3 BGB zivilrechtlich gegeniiber ihren Kun-
den verpflichtet sind, sondern auch einer korrespondierenden aufsichts-
rechtlichen Kooperationspflicht nach §§48 ff. ZAG unterliegen.?'* Daher
kann jeder Drittanbieter ohne technische Schwierigkeiten und ohne recht-
liche Auseinandersetzungen andocken. Offene Schnittstellen sind damit
das Zugangstor fir einen erheblich besseren Wettbewerb im FinTech-Seg-
ment geworden.

c) Portabilitat nach Datenschutzrecht

Ein Seitenblick auf das Datenschutzrecht ergibt auch dort einen interessan-
ten Anknipfungspunkt. Nach Art. 20 Abs. 1 DS-GVO hat jede betroffene
Person ein Recht auf Bereitstellung der personenbezogenen Daten, die die-
se dem Datenverantwortlichen zur Verfiigung gestellt hat, und zwar in

212 Casper in: MiiKo-BGB, Band 6, 8. Auflage 2020, § 675f BGB Rn. 39.
213 Niher Casper in: MiiKo-BGB, Band 6, 8. Auflage 2020, § 675f BGB Rn. 43.
214 Vgl. Zabrte, NJW 2018, 337, 338.
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einem strukturierten, gingigen, und maschinenlesbaren Format.?!S Nach
Art. 20 Abs. 2 DS-GVO ist davon auch das Recht umfasst, die direkte Uber-
tragung der Daten an einen anderen Datenverantwortlichen zu erwirken.
Die Vorschrift soll es Nutzern erméglichen, beispielsweise von einem In-
ternetportal zu einem anderen ,,umzuziehen®, ohne dass die Daten verlo-
ren gehen. Hier steht der betroffenen Person ein Recht auf Datenportabili-
tit zu. Damit wird mittelbar auch die wirtschaftliche Tatigkeit des Daten-
empfangers gefordert oder erst ermoglicht. Art. 20 DS-GVO erreicht so
eine Verringerung von Lock-in-Effekten und wird daher auch als wettbe-
werb(srecht)liche Norm bezeichnet.?'® Allerdings zielt die Norm wohl
nicht auf kontinuierliche Datentibertragung an einen Dritten ab, sondern
hat eher eine einmalige Ubertragung von Daten im Sinn.2!7 Eine kontinu-
ierliche Datentibertragung konnte fir einige Anwendungsbereiche aber er-
forderlich sein, z.B. wenn ein Drittanbieter einen Komplementérdienst an-
bieten mochte. 18

In der Praxis dirfte die Vorschrift selten relevant werden: Verbraucher,
um die es hier geht, sind trige. Sie ziehen selten um und wenn lassen sie
im Zweifel ihr ,,Gepack® beim bisherigen Portal. Zudem ist nicht gewahr-
leistet, dass die Vorschrift zu einer einfachen und umfassenden Umzugs-
hilfe wird.

d) Chemie (REACH)

Ein Zugangsanspruch zu wettbewerblich relevanten Daten ist auch im
Chemikaliensektor in der Verordnung (EG) 1907/2006 zur Registrierung,
Bewertung, Zulassung und Beschrinkung chemischer Stoffe (REACH-VO)
vorgesehen. Nach Art. 5 REACH-VO darf ein chemischer Stoff in der Ge-
meinschaft nur hergestellt oder in den Verkehr gebracht werden, wenn
dieser zuvor entsprechend der Verordnung registriert wurde.

Wourde ein Stoff innerhalb der letzten 12 Jahre bereits von einem ande-
ren Unternehmen registriert, besteht nach Art. 27 REACH-VO in bestim-

215 Welche Daten von diesem Anspruch erfasst sind, ist im Einzelfall schwer zu be-
stimmen, vgl. dazu die Ubersicht mit Blick auf die Plattformregulierung bei
Kronke, Offentliches Digitalwirtschaftsrecht, 2020, S. 264 ff. Siehe zur Datenpor-
tabilitit auch Janal in: BMJV/MPI, Data Access, Consumer Interests and Public
Welfare, 2021, S. 319 ff.

216 Paal in: Paal/Pauly, DSGVO/BDSG, 3. Auflage 2021, Art. 20 DSGVO Rn. 6.

217 Vgl. Graef/Husovec/van den Boom, EuCML 2020, 3, 13 f.

218 Graef/Husovec/van den Boom, EuCML 2020, 3, 13.
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B. Zuordnung und Zugang im geltenden Recht

men Fallen die Pflicht des friheren Registranten, dem neuen Registranten
die fir eine Registrierung notwendigen Informationen zu angemessenen
Bedingungen zur Verfiigung zu stellen. Zu den notwendigen Informatio-
nen gehoren nach Art. 10 REACH-VO unter anderem Zusammenfassun-
gen von Studien oder Stoffsicherheitsberichte. Dabei handelt es sich um
Daten mit wirtschaftlichem Wert.

Die Vorschrift dient nach Art. 25 Abs. 1 REACH-VO vorwiegend nicht
dem Wettbewerbsschutz, sondern der Vermeidung nicht notwendiger
Tierversuche. Dennoch ist die Vorschrift interessant, da die Parteien nach
Art. 27 Abs. 3 REACH-VO darauf hinwirken missen, dass die ,,Kosten fir
die gemeinsame Nutzung der Informationen in gerechter, transparenter
und nicht-diskriminierender Weise festgelegt werden®. Damit wird ein
Mafstab gesetzt.

e) Telekommunikationsrecht

Ein sektorspezifischer Zugangsanspruch existiert auch zu Daten, die Be-
treiber von Telekommunikationsnetzen tber ihre Kunden innehaben und
die typischerweise in Telefonbtichern zu finden sind.??

Nach § 47 Abs. 1 TKG sind die Betreiber von Telekommunikationsnet-
zen verpflichtet, Teilnehmerdaten unter Beachtung der datenschutzrechtli-
chen Vorschriften zum Zwecke der Bereitstellung von 6ffentlich zugingli-
chen Auskunftsdiensten, Diensten zur Unterrichtung tber einen individu-
ellen Gespriachswunsch eines anderen Nutzers und Teilnehmerverzeichnis-
sen zur Verfligung zu stellen. Die Vorschrift beruht auf
Art. 25 Abs. 2 Richtlinie (EG) 2002/22 tber den Universaldienst und Nut-
zerrechte bei elektronischen Kommunikationsnetzen und -diensten (Uni-
versaldienstrichtlinie). Nach §47 Abs.4 TKG kann fir den Datenzugang
ein Entgelt erhoben werden.

Der Anspruch beruht auf der Erwigung, dass die Betreiber von Tele-
kommunikationsnetzen eine Monopolstellung hinsichtlich dieser Daten
innehaben und Drittunternehmen ohne die entsprechenden Daten die be-
zeichneten Dienstleistungen nicht oder nur unter stark erschwerten Bedin-

219 Ausfihrlicher Wilms/Jochum in: Beck’scher TKG-Kommentar, 4. Auflage 2013,
§47 TKG Rn. 29 ff.
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1V. Zugangsanspriiche nach geltendem Recht

gungen erbringen kdnnen.??? Es handelt sich damit um einen (sonder-)kar-
tellrechtlichen Anspruch, um den Markt zu 6ffnen.??!

3. Pline im Digital Markets Act

Die Europiische Kommission hat im Dezember 2020 ihre Pline fiir einen
Digital Markets Act vorgestellt.??2 Ob und wie diese Verordnung in Kraft
tritt, ist zum Zeitpunkt des Abschlusses dieser Untersuchung noch nicht
absehbar. Die Kommission schlagt im Wesentlichen vor, bestimmte Unter-
nehmen als ,digitale Gatekeeper® einzustufen, die sodann einem Pflichten-
regime unterliegen, das automatisch gilt (,self-executable®). Damit soll
eine Regelung geschaffen werden, die dem neuen § 19a GWB dhnelt, aber,
anders als dieser, nicht rein kartellrechtlich ausgerichtet ist und kein Ein-
schreiten der Kartellbehorde voraussetzt.

Der Digital Markets Act wird nur wenige grofSe Marktakteure erfassen,
insbesondere die sog. GAFA-Unternchmen, die als digitale Infrastruk-
turanbieter agieren. Nach den Vorschligen der Kommission werden diese
Unternechmen zur weitreichenden Er6ffnung von Zugang verpflichtet. Be-
gunstigte der Regelungen sind allerdings — bis auf eine Ausnahme fiir den
Suchmaschinenmarkt — nicht unbeteiligte Dritte, sondern Unternehmen,
die bereits in einer wirtschaftlichen Beziehung zu den Gatekeepern stehen:

Nach Art. 6 lit. h DMA-E missen Gatekeeper wirksame Datenportabili-
tat fur solche Daten gewahrleisten, die von unternehmerischen Nutzern
(z.B. den Nutzern einer Vertriebsplattform fir Handwerksleistungen) oder
Endnutzern bereitgestellt wurden oder die im Rahmen ihrer Tatigkeit auf
der Plattform generiert wurden. Die Ausiibung des bereits in Art. 20 DS-
GVO enthaltenen Rechts natiirlicher Personen auf Portabilitit ihrer perso-
nenbezogenen Daten muss durch Gatekeeper erleichtert werden, insbeson-
dere durch Erméglichung eines Echtzeit-Zugangs mittels entsprechender

220 Maier, Der Zugang zu den Daten der Telefondienstkunden im novellierten
deutschen und europdischen Telekommunikationsrecht, 2010, S. 97.

221 Wilms/Jochum in: Beck’scher TKG-Kommentar, 4. Auflage 2013, §47 TKG
Rn. 18.

222 Europiische Kommission, Pressemitteilung vom 15.12.2020, Ein Europa fiir das
digitale Zeitalter: Kommission schligt neue Regeln fiir digitale Plattformen vor,
abrufbar unter: https://ec.europa.eu/commission/presscorner/detail/de/ip_20_23
47. Dazu auch Podszun/Bongartz/Langenstein, Proposals on how to improve the
Digital Markets Act, 2021; s. Marsden/Podszun, Restoring Balance to Digital
Competition — Sensible Rules, Effective Enforcement, 2020.
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B. Zuordnung und Zugang im geltenden Recht

Schnittstellen. Dadurch sollen Unternehmer und Endnutzer leichter zu
anderen Plattformen wechseln oder parallel auf mehreren Plattformen ak-
tiv sein konnen (sog. Multi-Homing).

Art. 6 lit. i DMA-E sicht einen kostenfreien Echtzeit-Zugang unterneh-
merischer Nutzer zu den Daten zu, die im Rahmen ihrer Tatigkeit auf der
Plattform anfallen. Umfasst sind davon nicht nur Daten, die von ihnen
selbst bereitgestellt oder durch die Nutzung generiert werden, sondern so-
gar Daten, die der Gatekeeper aus der wirtschaftlichen Tatigkeit abgeleitet
hat (vgl. Erwdgungsgrund 55 DMA-E). Ziel der Regelung ist, dass sich
Gatekeeper keine Daten vorbehalten kdnnen, die bei wertender Betrach-
tung dem unternechmerischen Nutzer im Wettbewerb zustehen. So sollte
etwa das auf einer Vergleichsplattform gelistete Friseurunternehmen erfah-
ren konnen, wie viele Klicks sein Angebot erzielt hat. Kann sich die Platt-
form diese Information vorbehalten, kann sie daraus woméglich Schluss-
folgerungen und wirtschaftliche Vorteile ziehen. Sofern Gegenstand des
Zugangsanspruchs personenbezogene Daten sind, ist die Weitergabe nur
mit Einwilligung der betroffenen Person zulissig. Die anspruchsberechtig-
ten unternehmerischen Nutzer konnen auch Dritte zum Abruf der Daten
autorisieren. So konnte ein Markt fiir solche Daten entstehen.

Datenzugang Dritter ist lediglich in Art. 6 lit. ] DMA-E vorgesehen: Da-
nach sind Gatekeeper, die Suchmaschinen betreiben (Google), verpflich-
tet, konkurrierenden Suchmaschinen Zugang zu Ranking, Such-, Click-
und View-Daten zu gewihren, die bei Nutzung der Suchmaschine anfal-
len. Damit soll Drittanbietern der Marktzutritt erleichtert werden, so dass
auch andere Suchmaschinen eine Chance haben, sich zu etablieren — denk-
bar wire beispielsweise ein spezialisierter Nischenanbieter, der eine Such-
plattform fiir Handwerksleistungen aufbauen will. Ohne grofere Daten-
sets sind Suchergebnisse oft qualitativ schlechter, weshalb Google als Platz-
hirsch bislang kaum angreifbar ist. Allerdings muss Google die Daten
nicht kostenfrei bereitstellen, sondern lediglich zu FRAND-Bedingungen
(fair, reasonable and non-discriminatory).

V. Zusammenschau

Das Recht kennt in vielen Konstellationen Zugangsanspriiche. Neben den
hier benannten wirtschaftsrechtlichen Anspriichen, die typischerweise ein
Marktversagen verhindern sollen, sind auch in ganz anderen Bereichen
Anspriche auf Zugang bekannt. Zwei weitere Beispiele mdgen das bele-
gen.
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V. Zusammenschau

Das Informationsfreiheitsgesetz (IFG) gewihrt in § 1 S. 1 jedermann Zu-
gang zu amtlichen Informationen - gegen Gebihr, §10 Abs. 1 IFG. Be-
stimmt wird im IFG u.a., was als Information gilt, welche Rechte Dritter
eventuell entgegen stehen konnen und wie das Verfahren zur Informati-
onserlangung funktioniert. Das sind allesamt Topoi, die immer wieder fiir
Zugangsanspriiche gelten.

Das zeigt sich nicht zuletzt an einem geradezu archaischen Beispiel, dem
Notwegerecht unter Nachbarn. § 917 BGB gewihrt dem Eigentiimer eines
Grundsticks einen Anspruch darauf, dass sein Nachbar die Nutzung sei-
nes Grundstiickes als Durchgang duldet, wenn er andernfalls keinen Zu-
gang zum Offentlichen Wegenetz hat. Der Anspruch wird auf Basis einer
Notlage des Eigentiimers gewahrt, wenn dieser sein Grundstiick wegen des
fehlenden Zugangs sonst nicht nutzen kann. Die Ursachen fir die Blocka-
de sind grundsitzlich unerheblich.??3 Allerdings zieht das Notwegerecht
nur als letzte Option (und mahnt damit zur Vorsicht bei Zugangsanspri-
chen): Erst wenn alle anderen Optionen so erschwert sind, dass die Wirt-
schaftlichkeit der Grundstiicksnutzung aufgehoben oder unzumutbar ver-
ringert ist, besteht der Anspruch.??* Zum Ausgleich erhilt der Nachbar
eine Zahlung, § 917 Abs. 2 BGB, allerdings nur, wenn und soweit sich der
Verkehrswert seines Grundstiickes durch das Notwegerecht verringert.??S
In dieser historischen Norm manifestiert sich der gesetzgeberische Eingriff
als ultima ratio bei Notlagen zugunsten desjenigen, der Zugang braucht.
Dieser ist im Gegenzug zur Kompensation verpflichtet. Dieser Grundge-
danke zieht sich auch durch alle anderen hier betrachteten Zugangsan-
spriche.

So wie ein Grundstiickseigentiimer sein Grundstiick nicht nutzen kann,
wenn ein (auch nur zufillig) dazwischenstehender Dritter den Zugang
blockiert, ist auch dem Handwerker seine Tatigkeit nicht moglich, wenn
ihm durch Hersteller und Plattformen der Zugang zu Kunden oder we-
sentlichen Daten oder Programmen verwehrt wird.

So wie die Zuordnung im Recht verankert ist, so ist auch deren hoheitli-
che Durchbrechung verankert, wenn eine Losung im Konsens, also durch
Vertrag, nicht stattfindet. Es ist also legitim, bei entsprechenden Abhingig-

223 BGH, 24.4.2015, Az. V ZR 138/14, NJW-RR 2015, 1234, 1235; Vollkommer in:
BeckOGK/BGB, 1.10.2020, § 917 BGB Rn. 15.

224 BGH, 7.7.2006, Az. V ZR 159/05, NJW 2006, 3426, 3427; Vollkommer in: Beck-
OGK/BGB, 1.10.2020, § 917 BGB Rn. 18.

225 BGH, 16.11.1990, Az. V ZR 297/89, NJW 1991, 564; Herrler in: Palandt, 80. Auf-
lage 2021, § 917 Rn. 15.
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B. Zuordnung und Zugang im geltenden Recht

keitslagen einen Zugangsanspruch zu formulieren. Der springende Punkt
ist, das hat dieser Uberblick gezeigt, jedoch nicht so sehr das ,,Ob*“ der Zu-
gangsgewahrung, sondern das ,Wie“: Zu welchen Bedingungen wird Zu-
gang gewahrt? Was ist im Gegenzug zu leisten?

Das dufSerst effektive, quasi automatische System der offenen Schnittstel-
len (wie bei der PSD2-RL) steht dem jeweils im Einzelfall aufwindig nach-
zuweisenden kartellrechtlichen Zugangsanspruch gegeniiber. Hier zeich-
nen sich Parameter ab, wie die Digitalwirtschaft gestaltet werden sollte.
Diese Parameter sind Gegenstand des nichsten Kapitels.
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C. Parameter einer Neugestaltung

Angesichts der Umwilzungen in der digitalen Wirtschaft droht eine struk-
turelle Einschrinkung des freien Wettbewerbs. Es sind nicht mehr nur
Einzelfille, so wie einst im Porsche-Tuning-Fall, in denen Anbieter vom
Markt verdringt werden oder in starke Abhingigkeiten geraten. Vielmehr
droht flichendeckend eine Abhingigkeit von Gatekeepern. Zugangsan-
spriche konnen dem entgegenwirken. Die Analyse bestehender Zugangs-
rechte, etwa im Kartellrecht, hat aber auch deutlich gemacht: Auf die Aus-
gestaltung kommt es an. Eine Neuregelung muss darauf abzielen, Hand-
werksbetrieben den Zugang zu Daten, Softwaretools, Diensten, Schnitt-
stellen, Online-Marketplitzen und Plattformen so zu er6ffnen, dass sie ihre
Leistungen am Markt erbringen kénnen. Jedenfalls soll nicht ein Gatekee-
per die Entscheidung tiber den Markterfolg anderer Unternehmen treffen,
sondern der Verbraucher, der sein Geld ausgibt.

Diese Forderung ist nicht nur rein wettbewerblich legitimiert, sondern
auch gesellschaftlich: Handwerksbetriebe sind oft kleine und mittelstindi-
sche Unternehmen. Die Unternehmerinnen und Unternehmer, Mitarbei-
terinnen und Mitarbeiter gehoren oft zu den Stiitzen einer Stadtgesell-
schaft. Das Handwerk gehort seit Jahrhunderten zur sozialen Marktwirt-
schaft in Deutschland. Handwerker diirfen nicht zu abhingigen Auftrags-
erfillern von Plattformbetreibern degradiert werden.

Im Folgenden wird zunichst die Problematik noch einmal zusammen-
fassend fir die Ausgangsszenarien auf den Punkt gebracht (C.I). Sodann
werden Legitimationsstrategien identifiziert, die einen erweiterten Zugang
rechtfertigen kénnen (C.II). Regelungen, die zur Verwirklichung des hier
umrissenen Ziels beitragen, mussen in Einklang mit sonstigen Rechtsvor-
schriften stehen - ein nicht gerade triviales Problem (C.III).

I. Zielsetzung nach Konstellationen
Aufgrund der weiten Verbreitung digitaler ,,Schliissel“ und der steigenden
Bedeutung von Daten und Plattformen sind viele Handwerksbetriebe,

wenn sie im Geschift bleiben wollen, zunehmend auf die Gewdhrung von
Zugang zu Kunden, Produkten oder nachgelagerten Markten angewiesen.
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1. Kein unreflektierter ,Zugang zu Daten®

Ein Ausbau der bestehenden Moglichkeiten sollte eine wettbewerbliche
Strategie verfolgen und die Ungleichgewichte in Verhandlungssituationen
auffangen. Nur so kann die zunehmende Abhangigkeit der selbststaindigen
Handwerksunternehmen von digitalen Gatekeepern durchbrochen wer-
den. Der gelegentlich plakativ geforderte ,,Zugang zu Daten® wird der
Thematik jedoch nicht gerecht: Ein Backereibetrieb ist kein IT-Unterneh-
men, ein Orthopadietechniker ist kein Data Scientist. Mit Daten, mogli-
cherweise gar Rohdaten, allein konnen viele Betriebe nichts anfangen. Die
Handwerksbetriebe bleiben vielmehr die primaren Leistungserbringer fiir
das, was als ,Handwerk® ihr Metier ist. Hier kommt es zur Digitalisierung
vieler Arbeitsschritte, die selbstverstindlich vom Handwerk mitgegangen,
zum Teil vorausgegangen werden. Die Frage des Zugangs zum Kunden ist
aber nicht in erster Linie eine Datenfrage, sondern die Frage eines wirt-
schaftlichen Verteilungskampfs. Das muss bei einer Neuregelung beriick-
sichtigt werden. Dafiir sind die unterschiedlichen Konstellationen zu diffe-
renzieren. Zunachst muss eine Neuregelung die Differenzierung leisten,
was mit Zugang gemeint ist und zu welchen Bereichen Zugang wesentlich
ist. Ein Zugangsanspruch kommt in Betracht, wenn ohne einen solchen
eine Austibung der handwerklichen Tatigkeit, die Erbringung der indivi-
duellen Leistung dem Kunden gegeniiber auf dessen Wunsch hin, nicht
mehr moglich ist.

Als Ausgangsszenarien wurden finf typische Falle identifiziert, in denen
handwerkliche Leistungen zu erbringen sind: die Reparatur eines Kfz, die
Wartung einer vernetzten Heizung, der Ausbau eines Smart Homes, die
Anbahnung des Kundenkontakts iiber eine digitale Plattform sowie der
Austausch tber eine B2B-Plattform.

2. Zugang zur Leistungserbringung

Die ersten drei Falle betreffen Konstellationen, bei denen der Zugang zur
Leistungserbringung gesperrt oder wesentlich erschwert ist, wenn nicht
vom Inhaber des digitalen Schliissels, dem , Torwichter, Zugang eroffnet
wird.

In diesen drei Fallen ist nicht der Zugang zu Rohdaten entscheidend, al-
so zu allen Aufzeichnungen, die getatigt wurden. Vielmehr bendtigen die
Unternehmen erstens die Moglichkeit, die digitale Verschlisselung aufzu-
heben, und sie bendtigen Zugang zu den Informationen, die fiir die kon-
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krete Auftragsbearbeitung erforderlich sind. Welche dies sind, kann von
Fall zu Fall unterschiedlich sein, eine pauschale Losung verbietet sich inso-
fern. Zugang kann auch zu einer bestimmten Software, zu bestimmten Be-
dien- oder Steuerungselementen erforderlich sein.

Rechtfertigung findet ein Zugangsanspruch in erster Linie im Kunden-
wunsch, dass eine bestimmte Leistung handwerklich erbracht wird. Das ist
der Ausloser dafiir, dass der Gatekeeper Zugang einriumen muss, was
auch in seinem Interesse liegt. In vielen Fallen wird also Zugang einge-
raumt werden, damit unmittelbare Kundenbedirfnisse (z.B. Reparatur ei-
nes Gegenstands) gewahrt werden kdnnen.

Problematisch wird aber die Steuerungsrolle, die der Gatekeeper anneh-
men kann: Faktisch ist der Handwerker immer von der Zustimmung des
Gatekeepers und damit von seinen Konditionen abhingig. Das gilt selbst
dann, wenn der Kundenwunsch individuell an den Handwerker herange-
tragen wird. Ruft beispielsweise der Bewohner eines Smart Homes einen
gut bekannten Tischler, der einen Einbau entwerfen soll, oder einen lang-
jahrig vertrauten Installateur, der etwas reparieren soll, schiebt sich auch in
diesen Fillen der Gatekeeper in die Bezichung zwischen Kunde und Hand-
werker und muss zunichst den Handwerker freischalten.

Trifft der Gatekeeper gleich die Auswahl, welcher Handwerker titig
werden darf oder trifft er eine Vorauswahl (z.B. in Form eines Rankings
von Vertragshandwerkern, das angezeigt wird), wird die Auswahlentschei-
dung des Verbrauchers erheblich vorgepragt. Die Entscheidung wird weit-
gehend vom Kunden weg zum Gatekeeper verlagert.

Neben den allgemeinen Zugangsanspruch tritt daher insbesondere der
Anspruch, individuelle Kundenwiinsche unabhingig von einem Dritten
erfilllen zu kénnen, der mit dieser konkreten Leistungserbringung nichts
zu tun hat. Neben die Gewahrung des Zugangs tritt damit die Kontrolle
der Bedingungen, unter denen Zugang gewahrt wird und die Sicherung
einer freien Kommunikation zwischen Kunde und Leistungserbringer. Es
ist ein Anliegen einer freiheitsorientierten Wirtschaftspolitik, die eigenver-
antwortliche Entscheidung der Parteien in solchen Konstellationen zu for-
dern und zu erhalten. Fir den Kunden mag es bequem sein, alle Entschei-
dungen zentral an den Gatekeeper abzugeben. Bequemlichkeit fithrt aber,
wie so oft, zu einer schleichenden Aufgabe von selbstverantwortlichen
Entscheidungen — und damit zu einer weniger freien, gesteuerten Wirt-
schaftslenkung. In langfristiger Perspektive ist das der Einstieg in eine
Fremdbestimmung der wirtschaftlichen Personlichkeit, wie sie sich in
manchen Bereichen schon jetzt abzeichnet.
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3. Zugang zum Kunden

Beim Fall der Kundenvermittlungsplattform ist erforderlich, dass der
Handwerker Zugang zum Kunden erhalten kann und der Plattformbetrei-
ber seine Vermittlungsleistung auf faire Weise erbringt. In diesem Fall
geht es um Zugang zur Plattform und damit zum Kunden.

Dass ein Vermittler (Intermediar) die Beziehung zum Kunden Gber eine
digitale Kopplung zerschneidet, ist nicht fir sich genommen unzulissig.
In erster Linie werden durch solche Vermittlungsplattformen Transakti-
onskosten gesenkt, Kunden erhalten groflere Auswahl, Anbieter einen gro-
Beren Kundenkreis. Wahr ist aber auch, dass gerade das Handwerk von der
individuellen Beziehung von Handwerksbetrieb und Kunde gepragt ist.
Wenn durch die Vermittlungsleistung diese Beziehung durchbrochen
wird, darf das jedenfalls nicht in eine Monopolisierung der Kunden-
schnittstelle umschlagen, sodass nur noch der Gatekeeper direkten Zugang
zum Kunden hat.

Das wire nicht nur wettbewerbswidrig, sondern auch unfair: Der Platt-
formbetreiber als Intermediar (in gesteigerter Form: der Betreiber des Oko-
systems) erbringt seine Vertriebsdienstleistung zu mehreren Marktseiten
hin. Der Plattformbetreiber handelt als Agent sowohl fiir den Handwerks-
betrieb wie auch fiir den Verbraucher. Beiden sich gegentberstehenden
Marktseiten verspricht der Plattformbetreiber einen guten Deal. Das fiihrt
zu einem Interessenkonflikt. Das widerspricht dem Vermittlungsgedanke,
der eigentlich voraussetzt, dass es zwischen Geschiftsherrn und Agent eine
Treuebeziehung gibt, in der ein moglicher Missbrauch durch Informatio-
nen, Aufsicht oder andere Mechanismen unterbunden wird (Stichwort:
principal-agent-Konflikt).??¢ Eine Doppelvertretung ist im Recht in ande-
ren Fallen nur selten zulassig. So untersagt beispielsweise § 181 BGB das
In-sich-Geschift grundsatzlich. Anwalte dirfen standesrechtlich nicht bei-
de Seiten vertreten (§ 43a BRAQO, § 3 BORA). Alles andere ist unfair.

Jedenfalls missen in solchen Fillen Vorkehrungen getroffen werden,
damit mogliche Interessenkonflikte von einem in beide Richtungen han-
delnden Vermittler nicht ausgenutzt werden. Dies geschieht etwa beim
Selbsteintritt des Kommissionars (§ 400 Abs. S HGB) oder beim Verbot des
Insiderhandels (§ 119 Abs.3 WpHG). Eine solche Kontrolle ist rechtlich
bislang aber bei Plattformen nicht vorgesehen, ja, sie ist fiir die Prinzipale
selbst nicht einmal moéglich: Sie erhalten ihre Informationen tber die
Transaktionen nur vom Intermediér, der die Abwicklung tber seine Web-

226 Vgl. Podszun, Gutachten zum 73. Deutschen Juristentag, 2020, S. F50.
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sites steuert. Weder der Handwerksbetrieb noch der Kunde konnen den
Plattformbetreiber kontrollieren — sie sind massiven Informationsasymme-
trien ausgesetzt. Kontrolle scheidet damit aus.

Noch gefihrlicher wird die Vermittlung zu mehreren Marktseiten hin,
wenn der Plattformbetreiber selbst in Konkurrenz zu den Anbietern auf-
tritt. Dann kénnen besonders lukrative Auftriage rasch fir das Plattform-
unternehmen reserviert werden. In diesem Fall eroffnen Plattformbetrei-
ber nicht nur Mirkte und setzen die Regeln fir diese Markte, sondern
spielen selbst auf diesen Markten mit — die Unfairness ist mit Handen zu
greifen. Handwerker, die solchen Markten ausgesetzt sind, lassen sich auf
ein Spiel ein, bei dem sie die Regeln nicht kennen, einen vollig tberlege-
nen Gegner haben und das Ergebnis so akzeptieren miissen, wie es
kommt.

4. Zugang zu Kooperationen (B2B-Plattformen)

Ein letzter Beispielsfall betrifft die Kooperation auf einer B2B-Plattform.
Diese Konstellation kann ebenfalls Zugangsprobleme hervorrufen, wenn
der Ausschluss von der Plattformnutzung bedeutet, dass das Unternehmen
von wichtigen Entwicklungen, Standardisierungen oder Datensitzen abge-
schnitten wird und dadurch Geschiftschancen auf anderen Mirkten weg-
brechen. Dies wird regelmafig dann der Fall sein, wenn die B2B-Plattform
eine gewisse Marktmacht erlangt hat.

Die wettbewerblichen und sonstigen Gefahren sind in diesem Szenario
allerdings am wenigsten stark ausgepragt. Es besteht kein unmittelbarer
Kontakt zum Endverbraucher. Die Beteiligten sind als Unternehmer und
Wettbewerber zum Teil auf gleichen Stufen tatig und konnen die unter-
nehmerischen und wettbewerblichen Risiken einschitzen. Das Risiko
scheint durch kartellrechtliche Zugangslésungen weitgehend beherrsch-

bar.

5. Folgeauftrage und Innovationen

Den Szenarien ist gemein, dass das Handwerksunternehmen eine digitale
Sperre iberwinden muss, um weiterhin Leistungen erbringen zu kdnnen,

was de facto heif$t: um im Geschift bleiben zu kdénnen. Je weiter solche di-
gitalen Sperren verbreitet werden, desto gravierender wird das Problem

109

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

C. Parameter einer Neugestaltung

und desto mehr steigt die Abhingigkeit von denjenigen, die diese Sperren
errichten und einen ,,Wegezoll“ verlangen.

Die hier skizzierten Problemsituationen helfen nur hinsichtlich der pri-
maren Leistungserbringung ab. Das ist kommerziell allerdings zu kurz ge-
griffen: Wenn Handwerker in diesen Situationen ihre Leistung erbringen
konnen, bleiben sie dennoch in einem Korsett eingeschniirt — sie werden,
wenn Zugang gewihrt wird, in die Lage versetzt, eine eng definierte und
technisch auch so eingegrenzte Leistung zu erbringen. Das ist eventuell
schon mehr als ihnen bislang méglich ist, wenn Zugang zu Kunden und
Produkten abgeschottet wird.

Das ist aber noch bei weitem nicht die eigenstindige Geschiftsentwick-
lung, die fiir das selbststindige Unternehmertum kennzeichnend ist. Im
Idealbild soll auch in Zukunft der Handwerker ein aktiver Unternehmer
sein, und nicht blof der Erfillungsgehilfe in einem IoT-Netzwerk, das von
einem Silicon Valley-Konzern gesteuert wird.

Fur das handwerkliche Unternehmertum sind enge, auch langjihrige
Kundenbeziehungen priagend. Diese erlauben es den Unternehmen, auf in-
dividuelle Wiinsche einzugehen und passgenaue Losungen zu finden. Die-
ser Vorteil wird beschnitten, wenn nur in abgegrenzten Teilbereichen eine
Auftragserfiilllung erfolgt. Zur Geschiftsgestaltung gehort dann auch die
Generierung von Folgeauftragen, das ,,Upselling®, die Weiterentwicklung
von Kundenwiinschen mit neuen Ideen und im Zusammenwirken mit
dem Kunden. Man stelle sich vor, eine Handwerkerin wird gerufen, um in
einem Smart Home einen Ausbau vorzunehmen. Hier ist gut vorstellbar,
dass aus dem urspriinglichen Kundenwunsch ein groferer Gesamtauftrag,
vielleicht mit Folgeauftrigen, wird. Wenn die Handwerkerin noch eine
Idee fiir ein anderes Gestaltungthema im Haus hat, kann sich daraus eine
ganz neue, eigene geschiftliche Linie entwickeln. Drangte sich der Gate-
keeper in diese Verhaltnisse herein, etwa durch Forderung einer Provision,
wire das in keiner Weise gerechtfertigt und nicht Ausdruck eines Leis-
tungswettbewerbs. Vielmehr wiirde ein Trittbrettfahren auf den Leistun-
gen der Handwerkerin stattfinden, das wettbewerbswidrig wire.

Zunehmend ist zu erwarten, dass Innovationen, Weiterentwicklungen
und kreative Ideen von Handwerkern abhingig von der Analyse von Da-
ten sind. Wenn also zu Beginn dieses Kapitels dargestellt wurde, dass der
Zugang zu Rohdaten hiufig gar nicht der relevante Aspekt fir die Auf-
tragserledigung ist, dass es sogar schwierig fiir den Handwerksbetrieb sein
kann, mit Rohdaten zu arbeiten, so muss auch die andere Seite betrachtet
werden: Je wichtiger Daten fiir die Leistungserbringung und die Endpro-
dukte sind, desto wichtiger wird der Zugang zu ihnen fiir die Fortentwick-
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lung des Handwerks selbst. ,,Predictive maintenance®, die vorausschauen-
de Wartung anhand der Auswertung von Leistungs- und Verschleif§daten,
ist in dieser Hinsicht nur der Anfang. Der Charme und das Innovationspo-
tenzial der Datenokonomie liegen gerade darin, dass durch ,Big Data“
neue Zusammenhinge erkannt werden konnen, Praferenzen sichtbar wer-
den und Vernetzungsldsungen moglich werden, die bislang nicht einmal
bekannt waren. Daten sind dann der Treiber der Innovation. Diese Innova-
tion wird aber bei demjenigen monopolisiert, der Zugang zu den Daten
hat. Das mag im Augenblick noch nicht das grofSte Problem sein. Im Zeit-
verlauf besteht aber die Gefahr, dass klassische Handwerksbetriebe ihre In-
novationskraft verlieren und Gatekeeper mit Lizenzbetrieben oder eigenen
Tochtergesellschaften auch im Handwerk zu Technologiefihrern werden.
Die Innovationspotenziale der Digitalisierung kdnnen jedoch nur gehoben
werden, wenn viele Akteure in den Netzwerken 4.0 von Handwerk, Indus-
trie und Datenkonzernen zusammenwirken. In solchen Wertschopfungs-
netzwerken ist also auf eine Datenteilung zu achten. Berechtigt ist das
mindestens dann, wenn die Handwerksbetriebe einen Beitrag zur Samm-
lung dieser Daten geleistet haben.

Dass dazu die Handwerksunternehmen und -verbiande auch einen eige-
nen Beitrag leisten mussen, etwa durch eigene digitale Weiterentwicklun-
gen und Kooperationen, versteht sich von selbst. Bestandsschutz gegen an-
dere Geschaftsmodelle wird aus rechtlicher Sicht nicht gewihrt.

II. Legitimationsstrategien eines erweiterten Zugangs

Die bisherigen Ansitze zur Gewahrung von Zugang haben erhebliche
Schwichen: Vertragsrechtliche Losungen sind moglich, es gibt dafir aber
keine zwingenden Anreize und keine Muster. In den Vertragsldsungen
kommt es zu erheblichen Verzerrungen, da hiufig die Zugangspetenten in
Abhingigkeitspositionen sind und auch hinsichtlich der Informationen
benachteiligt sind. Die sektorspezifische Regulierung reicht nicht aus, um
das Problem fir das ,Internet der Dinge® insgesamt zu 16sen. Kartellrecht-
liche Zugangsanspriiche wirken nur in Ausnahmefillen, bieten aber kei-
nen flachendeckenden, zukunftsorientierten Ansatz. In allen Fallen wird
auch deutlich, dass der reine Zugangsanspruch als solcher wenig nutzt und
immer auch die Folgefragen (Vergiitung, Formen und Bedingungen der
Bereitstellung usw.) geregelt werden miissen.

In diesem Abschnitt soll die Legitimation eines erweiterten Zugangs be-
leuchtet werden: Je nachdem, welche Motive oder prigende Gedanken die

111

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

C. Parameter einer Neugestaltung

Erweiterung leiten, lassen sich unterschiedliche Regelungslogiken erken-
nen. Zugangsanspriche lassen sich nimlich mit verschiedenen Argumen-
tationslinien begrinden. Je nach Wahl einer solchen Begriindungsstrategie
lassen sich dann unterschiedliche Anforderungen klarer erkennen.??’

1. Okonomische Notwendigkeit

Erweiterte Zugangsanspriiche lassen sich 6konomisch rechtfertigen. Ohne
hier weitergehenden 6konomischen Studien vorgreifen zu wollen,?28 lasst
sich bereits erkennen, dass Geschiftsverweigerungen mittelfristig negative
Wohlfahrtswirkungen fir Verbraucher entfalten konnen: Die Vorteile
einer Vernetzung von Geriten und Leistungen werden potentiell durch
den Wegfall von Wettbewerb wieder aufgefressen. Da Wettbewerb ausge-
schaltet werden kann, sinkt der Anreiz, entstehende Effizienzvorteile an
Verbraucher weiterzureichen. Gatekeeper kénnen dann Monopolrenditen
einstreichen. Die Teilung von Daten, insbesondere hin zu kleineren Wett-
bewerbern (als Teil einer asymmetrischen Regulierung), kann erheblich
positive Wirkungen entfalten und insbesondere Monopolisierungstenden-
zen abschwichen.??

Auch aus institutionendkonomischer Perspektive besteht Handlungsbe-
darf: Verhandlungsungleichgewichte, Abhingigkeiten, Marktabschottun-
gen und Informationsasymmetrien sind bekannte Phinomene, die die
Funktionsfahigkeit von Mirkten schwachen. Die auf Markten stattfinden-
de Koordination von Angebot und Nachfrage wird beeintrichtigt, wenn
sich Anbieter und Nachfrager nicht mehr unmittelbar treffen (Verlust der
Kundenschnittstelle) oder Anbieter und Nachfrager nicht auf Augenhéhe
miteinander verhandeln konnen. Die Ressourcenallokation erfolgt dann
nicht in einem freien Aushandlungsprozess, dieser Aushandlungsprozess
ist vielmehr verzerrt zugunsten des marktmachtigen und informations-
machtigen Anbieters.

227 Vgl. Staudenmayer, INRZ 2020, 147, 155.

228 Eine solche Studie erarbeitet das Volkswirtschaftliche Institut fiir Mittelstand
und Handwerk an der Universitat Gottingen (ifh).

229 Priifer/Schottmiiller, Competing with Big Data, TILEC Discussion Paper 2017-
006, 2019; Lundquist, EuACML 2018, 146; Schmidt, Zugang zu Daten nach euro-
paischem Kartellrecht, 2020, S. 52 ff.
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II. Legitimationsstrategien eines erweiterten Zugangs

In der Folge kann es zu einer Monopolisierung des Marktes kommen
(bei Plattformen haufig ,tipping“ genannt) oder ein Marktversagen eintre-
ten, indem nicht mehr die Wiinsche der Nachfrager befriedigt werden.

Daneben tritt ein wirtschaftspolitischer Aspekt: Werden Handwerksbe-
triebe zunehmend von Plattformbetreibern, den Anbietern digitaler Oko-
systeme oder Datenmonopolisten abhingig, bifen sie an wirtschaftlicher
Kraft und an selbststindigen Entscheidungsmdglichkeiten ein. Die unter-
nehmerischen Chancen fiir kleinere und mittlere Unternehmen sinken;
Handwerk und Mittelstand, vom selbststindigen Unternehmertum getra-
gene Sdulen der sozialen Marktwirtschaft in Deutschland, geraten in Ab-
hangigkeiten.

Das ist umso problematischer als die Handwerksbetriebe die Leistung
erbringen, die eigentlich vom Verbraucher nachgefragt wird: Letztlich
richtet sich die Nachfrage nicht auf die Zusammenfithrung von Daten
oder ein digitales Vermittlungsangebot, sondern auf die Reparatur der
Heizung, die Anfertigung eines Schranks oder das Schleifen von Brillen-
glasern. Um diese Tétigkeiten geht es eigentlich. Ein potentiell immer gro-
Berer Teil des zu zahlenden Entgelts fur diese Leistungen wird aber von di-
gitalen Intermedidren als Provision abgezogen. Da die Zahlungsbereit-
schaft der Kunden begrenzt ist, konnen diese Kosten nicht ohne weiteres
weitergereicht werden. In der Folge reduziert sich das Kapital der Leis-
tungserbringer wegen der Taxe an die digitale Plattform. Damit steht we-
niger Geld fir die Leistungserbringung, aber auch fir Investitionen und
Innovationen, fiir eigene Marketingmafnahmen und Ubernahmen zur
Verfiigung. Der Verbrauchernutzen an der eigentlich nachgefragten Leis-
tung sinkt, die finanziell stirker in Bedringnis geratenden Leistungser-
bringer geraten in einer zunehmende Abhangigkeit, aus der sie sich man-
gels finanzieller Ressourcen noch schlechter befreien kdnnen: sie sind auf
Kundschaft angewiesen, die ihnen tber Gatekeeper vermittelt wird. Die
zunichst moglicherweise groflere Auswahl in der digitalen Welt fihrt
schleichend zu einer Leistungsverminderung. Dabei ist besonders listig,
dass die verminderte Leistung nicht dem Vermittler negativ zugerechnet
wird, sondern dem Leistungserbringer: Der Kunde beschwert sich nicht
beim Gatekeeper tber eine fehlgeschlagene Reparatur oder schlechten Ser-
vice, sondern beim leistungserbringenden Unternehmen. Dass ein Hand-
werker die Heizung mangels Datenzugriff nicht reparieren kann oder dass
dieser Handwerker weniger an einem Auftrag verdient als zuvor und also
Einsparungen vornimmt, wird nicht dem Gatekeeper angekreidet, sondern
im Zweifel dem Handwerker.
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So kommt es zu einer erheblichen Verschiebung in der Wertschopfungs-
kette: Unternehmen, die lediglich eine Vermittlungsleistung erbringen, er-
halten hohe Renditen, ohne Risiken tragen zu missen. Das ist ein wirt-
schaftlich fundamental fehlerhafter Prozess.?3

Aus der hier skizzierten 6konomischen Logik heraus sind Zugangsan-
spriicche dhnlich wie im Kartellrecht aufzubauen: Der Fokus liegt auf der
Eroffnung des Marktzugangs und dem Erhalt wettbewerblicher Prozesse,
denen sich auch der Gatekeeper stellen muss.

2. Ausgleich von Interessen

Ein zweiter Begriindungsweg fiir erweiterten Zugang lasst sich aus dem
normativen Bild einer vertraglich-konsensualen Zusammenarbeit gewin-
nen. Im Prinzip besteht die Win-win-Situation, die jedem Vertrag zugrun-
deliegt, selbst in Abhingigkeitssituationen fort: Der Gatekeeper braucht
Unternehmen, die die eigentlich nachgefragte Leistung erbringen. Der
Leistungserbringer benétigt Zugang, um die Leistung erbringen zu kén-
nen. Knipft man an dieser Komplementaritit der Interessen an, geht es
normativ bei einer Erweiterung des Zugangs darum, die Interessen in das
Gleichgewicht zu bringen, das dem Idealbild eines Vertrags auf Augenho-
he entspricht. Die Parteien sollen wie auf einem ,level playing field* mit-
einander kooperieren konnen. Dieser Anspruch an die Vertragsgerechtig-
keit bedeutet, dass die Vertragsparteien fair miteinander verhandeln kén-
nen, gleichwertige Verhandlungsmacht haben und keine Informations-
asymmetrien fortwirken.?3!

Sieht man diesen Aspeke als entscheidend an, sind vor allem Regelun-
gen vorzusehen, die das Ungleichgewicht bei Vertragsverhandlungen aus-
gleichen, ansonsten aber den Parteien die Moglichkeit lassen, ihre Interes-
sen selbst miteinander in Ausgleich zu bringen.

Das bedeutet erstens, dass ein grundsatzlicher Zugangsanspruch zu ge-
wihren ist, um das zentrale Ungleichgewicht auszubalancieren. Sodann
sind Vorschriften vorzusehen, die Informationsdefizite beim Leistungser-
bringer beseitigen. Die Vertragsverhandlungen kénnen durch Verbotsvor-

230 Zum Zusammenhang von Gewinnmoglichkeiten und Risiko gilt das Diktum
von Walter Eucken: ,Wer den Nutzen hat, muss auch den Schaden tragen.”
Siehe Eucken, Grundsatze der Wirtschaftspolitik, 1967, S. 172.

231 Vgl. Griinberger in: BMJV/MPI, Data Access, Consumer Interests and Public
Welfare, 2021, S. 255 ff.
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schriften (etwa wie im AGB-Recht) gesteuert werden. Die allgemeine ver-
tragliche Verpflichtung aus Treu und Glauben (§ 242 BGB) wiirde durch
einzelne Vorschriften, wie etwa im Verbraucherrecht, konturiert.

Ziel dieser Mafnahmen ware primar, die Parteien in die Lage zu verset-
zen, einen Vertragsabschluss zu erzielen und dabei ein Mindestmafl an
Vertragsgerechtigkeit gegeniiber beiden Seiten zu erreichen.

Dieses Ziel lieBe sich auch durch die Bindelung von Verhandlungs-
macht erreichen, so wie es aus dem kollektiven Arbeitsrecht bekannt ist:
Arbeitnehmer, die grundsatzlich in einer typisiert schwicheren Position
sind, vertreten ihre Interessen gemeinsam und erreichen so ein Verhand-
lungsgleichgewicht zu den Arbeitgebern bei Tarifabschlissen. Entspre-
chend konnte Verhandlungsmacht generiert werden, wenn den groffen
Gatekeepern kleine Unternehmen kollektiv gegeniibertreten und beispiels-
weise fir alle Handwerker gemeinsam Zugangsbedingungen aushandeln.
Ein ,race to the bottom“ der Handwerkerschaft wiirde vermieden. Ohne
Handwerker aber liefe sich kein Auto verkaufen und kein Smart Home
betreiben - die Abhiangigkeit vom Gatekeeper wiirde durchbrochen. Die-
ses Modell wiirde freilich an kartellrechtliche Grenzen stofen. Da diese
auch im europiischen Recht verankert sind (Art. 101 AEUV), mdasste ein
Aushandeln von Mustervertrigen oder Standards fir alle Angehorigen ei-
nes Handwerks zunichst kartellrechtlich abgesichert werden. Das ginge
nur mit einer entsprechenden Freistellung (ggf. gesetzlich). Die Europii-
sche Kommission hat fiir die kollektive Verhandlung solcher Vertrige eine
Initiative angestofen, deren Ausgang bei Abschluss dieses Texts noch nicht
absehbar war.?32

3. Wertbindung

Die Legitimation eines erweiterten Zugangs lasst sich normativ auch mit
Blick auf Grundwerte rechtfertigen, die als konstitutiv fiir das Bild einer
sozialen Marktwirtschaft angesehen werden. Zu denken ist an Gleichheits-,
Sozial- und Fairnesserwigungen. Auch wenn diese Begrifflichkeiten im
Wirtschaftsrecht schwer operabel zu machen sind, sind es doch legitime

232 Aktuell wiirde eine solche gemeinsame Verhandlung kartellrechtlich problema-
tisch sein. Die Europidische Kommission erwigt allerdings gerade, das Verbot
der kollektiven Verhandlungen fiir Unternehmer in bestimmten Situationen zu
lockern, vgl. die Initiative ,,Collective bargaining agreements for self-employed®,
Inception Impact Assessment, 6.1.2021.
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Anknuipfungspunkte fiir gesetzgeberische Maffnahmen. Eine Wertbindung

der Markewirtschaft ist, jedenfalls in Deutschland, selbstverstindlicher Be-

standteil der rechtspolitischen Uberlegungen. Immerhin war auch der fiir

das Konzept der sozialen Marktwirtschaft prigende Einfluss der Freiburger

Schule (Ordoliberalismus) tief verankert in einem Wertebewusstsein.
Okonom Walter Eucken sah...

weine grofle Aufgabe darin, dieser neuen industrialisierten Wirtschaft
mit ihrer weitgreifenden Arbeitsteilung eine funktionsfihige und
menschenwiirdige Ordnung der Wirtschaft zu geben, die dauerhaft ist.
Funktionsfihig und menschenwiirdig heifSt: In ihr soll die Knappheit
an Giitern, die sich Tag fiir Tag in den meisten Haushaltungen dri-
ckend geltend macht, so weitgehend wie moglich und andauernd
tiberwunden werden. Und zugleich soll in dieser Ordnung ein selbst-
verantwortliches Leben moglich sein.“?33

Natirlich atmet Euckens Aussage den Geist seiner Zeit. Gleichwohl lassen
sich das soziale Postulat einerseits und das von Freiheit und Verantwor-
tung geprigte Menschenbild andererseits als Grundpfeiler ausmachen, die
bis heute der Vorstellung einer sozialen Marktwirtschaft zugrunde liegen.
Eucken sah im Leistungswettbewerb einen Weg, um diese Prinzipien zu
verwirklichen. Ein ,,Update“ des Ordnungsgedankens von Eucken fir ,die-
se neue digitalisierte Wirtschaft“ kann hier nicht umfassend skizziert wer-
den. Doch Machtballungen, risikoloser Profit und Ausschluss einzelner
Akteure vom Markt sind mit Euckens Idealmodell nicht vereinbar. Das gilt
erst recht fiir die Einbindung des einzelnen, selbststindigen Unternehmers
in ein Abhingigkeitsnetz. Wer den ordoliberalen Grundgedanken schatzt,
muss das selbstbestimmte Unternehmertum, das im Wettbewerb um den
Kunden kimpft, schiitzen.?34

Ein wertbasiertes Zugangsmodell wiirde die Entscheidungssouveranitat
der einzelnen Akteure betonen, Diskriminierungen und Ausschluss be-
kimpfen und leistungsloses Einkommen zuriickfahren.

233 Eucken, Grundlagen der Nationalokonomie, 7. Auflage 1959, S. 240. Siehe auch
Eyerund/Wildner in: Rodenstock/Sevse-Tegethoff, Werte — und was sie uns wert
sind, 2018, S. 191.

234 Die Verabschiedung des GWB-Digitalisierungsgesetz im Januar 2021 nannte der
Abgeordnete Durz ,die Geburtsstunde der sozialen digitalen Marktwirtschaft®,
vgl. Bundestag, Plenarprotokoll 19/204, S. 25642.
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1. Schnittstellen zu anderen Rechtsgebieten

4. Dogmatik

Zugangsanspriiche konnen auch von subjektiven Rechtspositionen aus ge-
dacht werden. Ein derartiger Ansatz bliebe am starksten der zivilrechtli-
chen Dogmatik verpflichtet, die Zugangsanspriiche aus Rechtspositionen
heraus vergibt. Eine entsprechende Zuordnungsmechanik ist aus dem Ur-
heberrecht sowie dem Patentrecht vertraut. Allerdings sind derzeit, wie ge-
sehen, nur in geringem Umfang solche Rechtspositionen so gesichert, dass
Zugangsanspriiche in Betracht kommen. Rechte, die sich aus Datenschutz-
grinden/Personlichkeitsrechten ergeben, sind zwar gesichert, machen aber
nicht das Gros der hier relevanten Daten aus und werden, wie die Praxis
zeigt, schnell Gbertragen.

Die Zuweisung einzelner Rechte wiirde zwar die Zuordnung erleich-
tern, ware aber, wie dargestellt, auch mit Problemen verbunden.??S In der
Folge wire ein Schutzsystem mit genauen Bestimmungen zu entwerfen,
das an die Immaterialgtiterrechte angelehnt ist. Dogmatik als rechtsinterne
Losung hat einen geringen Eigenwert.

S. Zusammenschau

Die Ubersicht iiber mogliche Legitimationsstrategien fiir erweiterten Zu-
gang zu Daten, Software oder Plattformen belegt die Vielfalt der Ansatz-
punkte. Ob erweiterter Zugang gewahrt wird, ist letztlich eine politische
Frage, die der Entscheidung durch den kompetenten Gesetzgeber bedarf.
Bei dieser Entscheidung sollten die unterschiedlichen Begrindungsmuster
aber berticksichtigt werden, damit die Losungen systematisch sinnvoll ge-
staltet werden.

III. Schnittstellen zu anderen Rechtsgebieten
Wird ein erweitertes Recht auf Zugang gewahrt, miissen Schnittstellen zu

anderen Rechtsgebieten beachtet werden.?3¢ Damit ist auch die Frage zu
beantworten, ob sich der Gatekeeper darauf berufen kann, dass andere

235 Grundlegend kritisch daher auch die Stellungnahme des Max-Planck-Instituts
zum Dateneigentum, siche https://www.ip.mpg.de/fileadmin/ipmpg/content/fo
rschung/Argumentarium_Dateneigentum_de.pdf.

236 Vgl. Staudenmayer, IWRZ 2020, 147, 156.
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C. Parameter einer Neugestaltung

Rechte — Datenschutz, Kartellrecht, Immaterialgiiterrechte, Geheimnis-
schutz — entgegenstehen. Eine Durchsicht der wichtigsten Regelungsberei-
che zeigt, dass keine uniiberwindlichen Hiirden gegeben sind.

1. Datenschutzrecht

Wie gesehen unterliegen alle Daten, welche sich einer natirlichen Person
auch nur indirekt zuordnen lassen, dem Schutz der DS-GVO. Darunter fal-
len auch die insbesondere fiir Reparatur und (vorausschauende) Wartungs-
arbeiten erforderlichen Nutzungsdaten, die sich bestimmten Personen
(z.B. einem Mieter) zuordnen lassen. Ein AusschlieSlichkeitsrecht aus der
DS-GVO steht der betroffenen nattrlichen Person zu, um deren Daten es
geht.

Die Verarbeitung personenbezogener Daten wird in Vertragsverhaltnis-
sen aber hiufig moglich sein. In Art. 6 DS-GVO sind entsprechende Be-
rechtigungen vorgesehen, insbesondere bei Einwilligung der betroffenen
Person (Abs. 1 lit. a) und bei der Notwendigkeit zur Erftllung eines Ver-
trags (Abs. 1 lit. b). Von diesen beiden Vorschriften wird in vielen Fillen
die Verarbeitung der personlichen Daten (Art. 4 Nr.2 DS-GVO) gedeckt
sein.?¥” Die Einwilligung wird ggf. formularmaRig erteilt. Wenn ein Hand-
werker die Daten zur Vertragserfiillung (z.B. Reparatur) benétigt, werden
sich regelmafSig weder praktisch, noch rechtlich Schwierigkeiten stellen.?3
In den eingangs genannten, beispielhaften Szenarien, die fir das Hand-
werk in der Datenokonomie wichtig werden (Kfz-Reparatur, Wartung
einer vernetzten Heizung, Smart Home, Digitale Vertriebsplattform, B2B-
Kooperation) dirfte in den ersten vier Fillen fir die eigentliche Auftrags-
erfillung regelmafig eine Datenweitergabe gerechtfertigt sein. Sobald das
Feld der Auftragserfilllung verlassen wird und beispielsweise weitergehen-
de Daten zu sonstigen Zwecken weitergeleitet oder erhoben werden sol-
len, fihrt die datenschutzrechtliche Analyse jedoch langsam in einen
Graubereich, der noch nicht ausjudiziert ist.

Ernsthaft problematisch werden sodann weitergehende Datenverarbei-
tungen, etwa zu sonstigen Auswertungen oder fir Anwendungen, die
nicht Bestandteil einer klar definierten Vertragserfilllung gegeniiber der

237 Vgl. Bock, CR 2020, 173 ff.; Sattler, JZ 2017, 1036.

238 Dass die Daten fir die Erfillung eines Vertrages benétigt werden, bei welchem
der Dateninhaber nicht beteiligt ist, ist hierbei unerheblich: Albers/Veit, in
BeckOK DatenschutzR, 34. Ed. 1.5.2020, DS-GVO Art. 6 Rn. 30 a.E.

118

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

1. Schnittstellen zu anderen Rechtsgebieten

Person sind, sowie die Weitergabe an Dritte (z.B. Datendienstleister), die
nicht mit der Auftragserfilllung unmittelbar verbunden sind.?¥

Hier miisste ggf. eine Einwilligung eingeholt werden, damit der Zugang
datenschutzrechtskonform ausgestaltet ist. Grenzen setzen das Gebot der
Zweckbestimmung in Art. 5 Abs. 1 lit. b DS-GVO und der Grundsatz der
Datenminimierung, Art. 5 Abs. 1 lit.c DS-GVO.?* Diesen Prinzipien ist
bei der Ausgestaltung von Zugangsansprichen Rechnung zu tragen. Dies
konnte auch dadurch geschehen, dass im Falle von personenbezogenen
Daten ein Zugangsanspruch nur im Falle einer Einwilligung des Betroffe-
nen erteilt wird. Das Problem einer fehlenden Einwilligung ist kein spezi-
fisches Problem des Handwerks, es stellt sich aber fiir innovative Ge-
schiftsmodelle und datengetriebene Weiterentwicklungen. Misslich ist in-
soweit, dass die Vorstellung, personenbezogene Daten konnten abgeson-
dert und ausgespart werden, weit verbreitet ist. Das wird der Realitdt der
Datenerhebung und -verarbeitung nicht gerecht: Die Nutzungsdaten einer
Heizung in einem Privathaushalt lassen sich als personenbezogene Daten
1.5.v. Art. 4 Nr. 1 DS-GVO lesen. Selbst wenn sie anonymisiert sind, kon-
nen solche Daten durch Kombination mit anderen Daten (z.B. Strafle, Al-
ter der anonymisierten Person usw.) rasch wieder re-identifizierbar wer-
den. Eine Aggregierung und Anonymisierung der Daten ist zwar denkbar,
geht aber einher mit einem Qualititsverlust des Datenmaterials und damit
moglicherweise auch mit InnovationseinbufSen.

Wird die Weitergabe personenbezogener Daten in IoT-Netzwerken an-
gestrebt, um dort durch weitergehende Analyse (,big data“) Muster zu er-
kennen oder Innovationen hervorzubringen, diirfte die Vereinbarkeit mit
DS-GVO-Regeln grundsitzlich schwierig sein. Der Branchenverband Bit-
kom hat in einer reprasentativen Umfrage 2020 unter den fiir Datenschutz
verantwortlichen Personen in Unternehmen die DS-GVO als ,,Bremse fur
Innovationen® identifiziert.>#! Demnach gaben 56 % der Befragten an, die
DS-GVO bremse innovative Projekte, z.B. Datenpools, aus. Interessanter-
weise driickten viele der Befragten eine rechtliche Unsicherheit aus - sie
furchteten, gegen die DS-GVO zu verstofSen. Ge- und Verbote sind mogli-
cherweise zu wenig erkennbar. Dann treten ,chilling effects®, also eine

239 Naiher Tombal, GDPR as shield to a data sharing remedy, 2020, S. 6 ff.

240 Wolff, in BeckOK DatenschutzR, 34. Ed. 1.8.2020, Syst. A. Prinzipien des Daten-
schutzrechts Rn. 19 ff.

241 Bitkom, Pressemitteilung vom 29.9.2020, https://www.bitkom.org/Presse/Presse
information/Jedes-2-Unternehmen-verzichtet-aus-Datenschutzgruenden-auf-Inn
ovationen.
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entmutigende Wirkung fir Unternehmertum und Innovation, ggf. sogar
ein, ohne dass dies dem Normtext nach erforderlich wire. Klarstellungen
und die Herausarbeitung dessen, was positiv moglich ist, seitens der
Europaischen Kommission sind vor diesem Hintergrund unerlasslich.

In Fallen, die nicht eindeutig zulassig sind, muss entweder eine weitrei-
chende Einwilligung des Betroffenen eingeholt werden. Das diirfte ange-
sichts der Anforderungen an eine wirksame Einwilligung?#? jedoch haufig
schwierig sein, da die genauen Zwecke und Folgen nicht immer von vorn-
herein feststehen dirften.?43 Alternativ miissten die Daten durch Clearing-
stellen Gbertragen werden, so wie sie in Modellen der Europaischen Kom-
mission vorgesehen sind.?** Das hat den Nachteil, dass durch das Clearing,
also die Anonymisierung, Informationen verloren gehen, Blirokratien und
Kosten entstehen und eine Zeitverzogerung einsetzt.

Der Zielrichtung der DS-GVO diirfte es entsprechen, wenn vorgesehen
wird, dass die Weitergabe in entsprechenden Netzwerken nicht genutzt
werden darf, um individuelle Nutzerprofile aufzubauen oder um personli-
che Ansprache zu ermoglichen. Es muss also der allgemeine Innovations-
zweck gegeniiber dem kommerziellen Interesse am Direktgeschaft im Vor-
dergrund stehen. Eine Ausnahme fir derartige Innovationszwecke ist in
der DS-GVO freilich gegenwirtig nicht vorgesehen. Art. 6 Abs. 1 lit. f und
Art. 6 Abs. 4 DS-GVO diirften dafiir jedenfalls nicht gentigen.

Das Datenschutzrecht stellt also durchaus eine Hiirde bei der Weiterga-
be und Nutzung von Daten dar und muss bei jeder Verarbeitung bertick-
sichtigt werden.?® Aufgrund der Ausnahme zur Vertragserfillung und der
Moéglichkeit der Einwilligung handelt es sich insofern jedoch nicht um un-
tberwindliche rechtliche Grenzen. Insbesondere sollte das Datenschutz-
recht die Macht der grofSen Datenkonzerne iiber die bei ihnen gespeicher-

242 Vgl. Artikel-29-Datenschutzgruppe, Leitlinien in Bezug auf die Einwilligung ge-
maf Verordnung 2016/679, WP259 rev. 01, 10.4.2018.

243 Siehe zu verbesserten Moglichkeiten der Einwilligung (,Einwilligungsmanage-
ment-System®) den Bericht von ConPolicy/Kettner/Thorun/Spindler, Innovatives
Datenschutz-Einwilligungsmanagement, 2020; sowie Hacker, Datenprivatrecht,
2020, S. 618 (,technologische Einwilligung®).

244 Europaische Kommission, Vorschlag fiir eine Verordnung iiber europaische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final.

245 Vgl. Sprecker gen. Déhmann in: BMJV/MPI, Data Access, Consumer Interests and
Public Welfare, 2021, S. 175 ff.
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ten Daten verringern und diesen nicht im Gegenteil auch noch weitere
Grunde liefern, die Daten fiir sich zu behalten.246

2. Kartellrechtliche Grenzen

Beim Teilen von Daten miissen kartellrechtliche Grenzen beachtet wer-
den, die fir den Austausch von wettbewerbsrelevanten Informationen zwi-
schen Wettbewerbern gelten. Ausgehend von der EuGH-Entscheidung As-
nef-Equifax und weiter konkretisiert in den sog. Horizontalleitlinien der
Kommission gelten fiir die Informationsweitergabe strenge Vorgaben.?#”
Der Austausch aktueller, kommerziell relevanter Daten kann den Wettbe-
werbsdruck vermindern und zu gleichférmigem Verhalten im Marke fiih-
ren. Zudem kann der Austausch unter einigen Marktteilnehmern den
Markt fiir andere abschotten. Unternehmen laufen bei freimiitigem Daten-
teilen Gefahr, fiir einen illegalen Informationsaustausch oder fiir Diskrimi-
nierung haftbar gemacht zu werden, wenn sie nicht alle Unternehmen an
Datapools teilnehmen lassen. Kartellbeh6rden waren in den vergangenen
Jahren sehr kritisch beim Informationsaustausch. Im Big-Data-Zeitalter, in
dem die Zusammenfithrung von Daten als grofSer Fortschrittsbringer gilt,
mutet das anachronistisch an.

Das hat auch die Europaische Kommission erkannt, die die Férderung
des Datenzugangs als politisches Ziel benannt hat.?#® Die Position der
Kommission bleibt jedoch ambivalent. Zeitgleich mit dem Versuch, die
Schaffung von Datenpools zu fordern, wurde eine Ausnahmeregelung fiir
Datenpools im Versicherungswesen abgeschafft.# Ein Abriicken von den

246 Tombal, GDPR as shield to a data sharing remedy, 2020, S. 3. Vgl. auch Kerber,
GRUR Int. 2016, 639.

247 Vgl. EuGH, 23.11.2006, Rs. C-238/0S, ECLI:EU:C:2006:734 — Asnef-Equifax; Eu-
ropaische Kommission, Leitlinien zur Anwendung von Artikel 81 Absatz 3 EG-
Vertrag (2004/C 101/08), Rn.56; siche auch Grave/Nyberg in: Loewenheim/
Meessen/Riesenkampff/Kersting/Meyer-Lindemann, Kartellrecht, 4. Auflage
2020, Art. 101 AEUV Rn. 315 ff.; Drex/, Designing Competitive Markets for In-
dustrial Data in Europe, Max Planck Institute for Innovation & Competition
Research Paper, No. 16-13, 2016, S. 70 f.

248 Europaische Kommission, Communication ,,Building a European Data Econo-
my”, 10.1.2017, COM(2017) 9 final, S. 4.

249 Die Freistellung in Art. 2 VersicherungsGVO ist weggefallen, stattdessen wurde
auf die allgemeinen Horizontalleitlinien verwiesen, siche Europdische Kommis-
sion, Commission Staff Working Document, Impact Assessment — HT.4012 -
IBER, SEC(2016) 536, S. 65.
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Aussagen der Horizontalleitlinien ist — trotz politischer Lippenbekenntnis-
se — seitens der Kommission bislang nicht erkennbar.

Das Bundeskartellamt hat ein Gemeinschaftsunternehmen in der Auto-
mobilindustrie akzeptiert, bei dem es um den Austausch groffer Daten-
mengen geht. Der Fall betraf die Ubernahme des Kartierungsdienstes HE-
RE, dessen Daten zum Ausgangspunkt fir das vernetzte Fahren dienen sol-
len. HERE wurde von Daimler, BMW und Audi, fihrenden deutschen Au-
tomobilherstellern, gekauft.?’* Spiter schlossen sich Intel, NavInfo und
Tencent (aus Singapur) der Investorengruppe HERE an.?’! Das Bundeskar-
tellamt war bereit, die wettbewerbsfordernden Auswirkungen des Daten-
austausches in diesem Fall zu akzeptieren, ohne es ausdriicklich zur Bedin-
gung zu machen, Tesla, Google oder Toyota oder Zulieferbetrieben und
Kfz-Mechanikern Zugang zu gewihren. Hier hitte das Kartellamt mogli-
cherweise schon frihzeitig, im Rahmen der Prifung einer Fusion, die
Mirkete fiir spatere Zeiten durch eine Auflage offenhalten konnen.

Wie oben dargestellt gelten kartellrechtliche Grenzen auch fiir die Mog-
lichkeiten der Unternehmen, Bedingungen zu setzen. So darf beispielswei-
se nicht im Rahmen einer Zugangsvereinbarung eine Preisvorgabe ge-
macht werden. Den grundsitzlichen Zugangsanspruch stellt das aber gera-
de nicht in Frage, im Gegenteil, insoweit wirken kartellrechtliche Grenzen
wettbewerbsbelebend.

Es bleibt aber ein kartellrechtliches Restrisiko beim Teilen von Daten,
wenn sich im Einzelfall die Lesart durchsetzt, dass es sich um den Aus-
tausch nicht-anonymer, aktueller, kommerziell relevanter Daten zwischen
Wettbewerbern handelt.

3. Immaterialgiterrecht
Gegebenenfalls konnen Immaterialgiiterrechte bestehen.?? Wie gesehen,

konnen solche etwa an Computerprogrammen oder Datenbanken gege-
ben sein. Auch Marken- und Kennzeichenrechte oder andere Schutzrechte

250 Bundeskartellamt, 6.10.2015, Pressemitteilung https://www.bundeskartellamt.d
e/SharedDocs/Meldung/EN/Pressemitteilungen/2015/06_10_2015_HERE.html
(keine veroffentlichte Entscheidung).

251 Bundeskartellamt, 24.1.2017, Pressemitteilung, https://www.bundeskartellamt.d
e/SharedDocs/Meldung/EN/Pressemitteilungen/2017/24_01_2017_HERE.html
(keine veroffentlichte Entscheidung).

252 Vgl. allgemein Lesstner in: BMJV/MPI, Data Access, Consumer Interests and
Public Welfare, 2021, S. 2009 ff.
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konnen im Einzelfall betroffen sein, wenn ein Handwerksunternehmen
auf den Datensatz oder die Vorarbeiten eines IT-Unternehmens zugreifen
will. Die immaterialgiterrechtliche Ausschlusswirkung kann zwangsweise
durchbrochen werden. Verfahren in dieser Richtung sind allerdings oft
aufwindig und dauern lange — zu denken ist nur an Auseinandersetzungen
wie IMS Health oder Huawei. Das Beharren auf dem Schutzrecht liegt in
der Hand des Schutzrechtsinhabers. Sobald es fiir diesen einen Mehrwert
durch die Lizenzeinriumung gibt, wird eine Zugangslosung gefunden
werden. Eigentums- und Immaterialgtterrechte konnen notfalls auch
durch Zwangslizenzen aufgebrochen werden. Das System dafir ist aller-
dings ebenfalls eher schwierig.

4. Geschiftsgeheimnisschutz und Datensicherheit

Hiufig werden auch Bedenken geauflert, Zugangsanspriche konnten mit
dem Schutz der Geschiftsgeheimnisse unvereinbar sein. In der Tat wire es
wohl unverhiltnismifig, einem Schreiner, der im Google-Ranking besser
erscheinen will, den geheimen Suchalgorithmus anzuvertrauen. Dem stin-
de ggf. das GeschGehG entgegen. Das Gesetz soll jedoch kein Ausschlief3-
lichkeitsrecht an den Informationen begrinden. Bereits in den Erwiagungs-
grinden der zugrundeliegenden EU-Richtlinie wird dies ausdriicklich ab-
gelehnt.2? Vielmehr sollen bestimmte Arten und Weisen eines uner-
winschten Geheimnistransfers unterbunden werden. Es soll eine Schutz-
lacke fir solche Informationen geschlossen werden, fir deren Erlangung
die Unternehmen den Einsatz von Innovationskraft oder Investitionen be-
notigen und an welchen deshalb ein wirtschaftliches Interesse besteht, die
jedoch nicht durch das Immaterialgiiterrecht schutzfahig sind.

Ebenso sollen ausdriicklich die Wettbewerbsvorschriften, insbesondere
Artikel 101 und 102 AEUV, unberiihrt gelassen werden und der Geheim-
nisschutz nicht dazu genutzt werden, den Wettbewerb einzuschrinken.?>#
Ein pauschaler Geheimnisschutz existiert also nicht.

Doch auch unabhingig vom GeschGehG besteht grundsitzlich ein
rechts- und wirtschaftspolitisches Interesse daran, Geschiftsgeheimnisse zu
schitzen. Es muss gewahrleistet werden, dass Unternehmen, die unter Ein-
satz von Ressourcen erlangten Informationen auch selbst verwerten kon-
nen. Andernfalls entfiele ein Anreiz fiir Innovationen. Solche Konstellatio-

253 Erwigungsgrund 16, RL (EU) 2016/943.
254 Erwiagungsgrund 38, RL (EU) 2016/943.
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nen werden im Zweifel durch die Abwigung von Geheimhaltungs- und
Informationsinteressen aufgelost. Ob allerdings tiberhaupt der Geschifts-
inhaber stets ein legitimes Interesse an seinen Geschaftsgeheimnissen hat,
sei in Zweifel gezogen. Die fiir das Handwerk relevanten Nutzungsdaten
einer Anlage etwa werden schliefSlich primir durch die tagtigliche Nut-
zung des Kunden und nicht mehr aufgrund einer Leistung des Herstellers
generiert. Wenn der Wert der Daten auf der Leistung eines Dritten beruht,
ist der Geheimnisschutz zum Zwecke der Innovationssicherung also nicht
in gleicher Intensitit geboten, und es konnen weitergehende Zugangsan-
spriiche geschaffen werden. Da fir die Beurteilung der Schutzbediirftig-
keit viele Faktoren des konkreten Marktes zu bertcksichtigen sind, bietet
sich in solch weitergehenden Fillen die Regelung mittels sektorspezifi-
scher Anspriche an.

Bestehende Gesetze zum Geheimnisschutz stehen einer weitergehenden
Zugangsgewahrung nicht entgegen. Meist wird es gar nicht um echte Ge-
schiftsgeheimnisse gehen. Der Zugang darf jedoch auch nicht zu freiziigig
gewihrt werden. Ein Vergleich mit den Anforderungen der essential facili-
ties-Doktrin erscheint hierbei grundsitzlich angemessen. Im Einzelnen
konnen aber auch geringere Anspruchsschwellen geschaffen werden,
wenn der Anreize fiir Innovationen dadurch nicht gefahrdet werden.

Bedenken koénnen sich auch hinsichtlich der Datensicherheit ergeben.
Es ist legitim, wenn beispielsweise der Operator eines Smart Homes von
Handwerksunternehmen verlangt, dass diese die Datensicherheit nicht ge-
fahrden. Sicherheitsaspekte (z.B. Schliefmechanismus der Tiren) diirfen
nicht nach auflen dringen, Schadsoftware darf nicht ins System geschleust
werden, es darf nicht zu Abstirzen kommen. Entsprechende technische
Vorgaben, die das absichern, sowie Haftungsregeln kdnnen selbstverstind-
lich einbezogen werden.

5. Zusammenfassung

In diesem Kapitel wurden Gestaltungsparameter fiir eine Neuregelung be-
stimmt. Zunichst gilt, dass die Zielbestimmung nicht unreflektiert sein
darf, dass ,,Zugang zu Daten® erforderlich ist. Fiir das Handwerk muss es
vor allem darum gehen, die Leistung beim Kunden noch erbringen zu
konnen und die enge Bindung zum Kunden aufrecht erhalten zu kdénnen,
ohne dass sich ein Dritter in diese Kundenbeziehung einmischt. Die blofSe
Moglichkeit der Leistungserbringung geniigt freilich auch nicht. Sicherzu-
stellen ist auch, dass vom Handwerk Innovationen ausgehen konnen.
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Entsprechende Forderungen lassen sich in verschiedene ,Regelungsra-
tionalititen® einbinden. Damit soll verdeutlicht werden, dass je nach do-
minantem Regelungsmotiv unterschiedliche Ausgestaltungen moglich
sind. Fur eine Erweiterung von Zugangsregeln ergeben sich Ansatzpunkte
sowohl aus okonomischer Uberlegung heraus (Regelungsstandort: Wirt-
schaftsrecht), auf Ebene der Fairness von Vertrigen und aus einer Wertbin-
dung der Wirtschaftsordnung heraus.

Der Gestaltung von Zugangsregeln konnten Hiirden in anderen Rechts-
gebieten gegeniiberstehen. Diesbeziigliche Befiirchtungen erweisen sich
aber als teilweise unbegriindet. Gerade das Datenschutzrecht weist hier
eine gemischte Bilanz auf: Stellenweise ist die DS-GVO durchaus offen fiir
eine Verarbeitung von personenbezogenen Daten. Die Rechtsunsicherheit
ist jedoch grofs, und fiir einige innovative Projekte, die den Bereich nicht-
personenbezogener Daten tiberschreiten, ist in der DS-GVO keine Ausnah-
me vorgesehen. Eine Hurde bleibt auch das Kartellrecht mit seinen Be-
grenzungen fiir den Informationsaustausch.

Die substantiellen rechtlichen Hirden fiir die Zugangserdéffnung blei-
ben tberschaubar. Wer die Daten tatsachlich hat, kann sich nur selten auf
eine gesicherte Rechtsposition zur exklusiven Zuweisung der jeweiligen
Information berufen. Entscheidend ist fiir Zugangspetenten das Aufbre-
chen einer faktischen Zuordnung. Diese faktische Datenmacht folgt
schlicht aus der Sammlung der Daten: Wer den Sensor anbringt, erfihrt
die Daten; wer die Plattform betreibt, sammelt die Informationen, die
tber die Plattform ausgetauscht oder die auf dieser generiert werden. In
diesen Akten der ,Datensicherung® sind Investitionen erkennbar, die zu
respektieren sind. Sie fihren aber nicht dazu, dass die in diesem Kapitel
dargestellten Prinzipien des Wirtschaftsrechts obsolet werden: Wo es wirt-
schaftlich notwendig ist, die Daten anders zu verteilen; wo der faire Inter-
essenausgleich gestort ist; wo Leistungswettbewerb und Konsumentensou-
verdnitit als Grundwerte der Wirtschaftsordnung bedroht sind; wo die
rechtliche Dogmatik eine andere Zuweisung gebietet — da ist nach rechtli-
chen Losungen fiir einen erweiterten Zugang zu suchen. Das ist eine
rechtspolitische Aufgabe.
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D. Rechtliche Losungen fir erweiterten Zugang

Der Gesetzgeber kann eine Erweiterung des Zugangs auf verschiedenen
Ebenen und mit verschiedenen Instrumenten foérdern. Im Folgenden wer-
den dazu unterschiedliche Optionen vorgestellt, die auch untereinander
kombiniert werden konnen.

Es bedarf kaum der Erwdhnung, dass fiir neue Regeln grundsitzlich zu
verlangen ist, dass diese klar und handhabbar sind. Rechtliche Konflikte
um die Auslegung sollten von Anfang an minimiert werden. Das bedeutet
auch, dass die Regeln praktisch umsetzbar sein miissen und technische Lo-
sungen stets mitzudenken sind. Die Regeln sollten auch schnell durchsetz-
bar sein: In der digitalen Welt ist niemandem mit einem Zugangsanspruch
nach einem mehrjahrigen Gerichtsverfahren gedient. Die Regeln sind da-
rauf ausgerichtet, Handlungsmoglichkeiten zu erweitern. Innovationen
sollen incentiviert, nicht erschwert werden.

Auch den Gesetzgebern ist lingst offenbar, dass die europdische Daten-
wirtschaft nicht durch Abschottung oder das Einziehen monopolistischer
Zugangsentgelte geschwicht werden darf. Das wire ein Standortnachteil
und wirde gerade KMU sowie Verbraucherinnen und Verbraucher in der
EU schadigen. Die Europaische Kommission hat 2017 in einer Mitteilung
tiber den ,Aufbau einer europiischen Datenwirtschaft“?* und 2020 in der
»Europiischen Datenstrategie“?*¢ mehrere Mafinahmen vorgeschlagen, um
dieser Gefahr vorzubeugen. Genannt wurden 2017 Leitlinien fir die ge-
meinsame Nutzung von Daten, technologische Verbesserungen und Mus-
tervertrage. Als gesetzgeberische Mafnahmen wurden Anderungen des
Vertragsrechts, Zugangsverpflichtungen im offentlichen Interesse, das
Recht eines Datenerzeugers auf nicht-personenbezogene oder anonymisier-
te Daten sowie Zugangsverpflichtungen gegen Entgelt angeregt. In der
europaischen Datenstrategie wird drei Jahre spéter der Fokus auf gemein-
same europdische Datenrdume in strategisch besonders wichtigen Sektoren
gelegt. Die Umsetzung ist bislang defizitar. Allerdings scheinen die struk-

255 Europaische Kommission, Kommunikation ,Building a European Data Econ-
omy”, 10.1.2017, COM(2017) 9 final.

256 Europaische Kommission, Mitteilung ,Eine europiische Datenstrategie®,
19.2.2020, COM(2020) 66 final.
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L. Abbau technischer Barrieren

turellen und flichendeckenden Probleme, die hier thematisiert werden,
weniger im Blick zu sein als bestimmte Leuchtturmprojekte.

I. Abbau technischer Barrieren

Das Zugangsproblem stellt sich schon gar nicht, wenn es keine techni-
schen Einschrinkungen beim Zugang gibt. Es ist daher eine Option, offe-
ne Schnittstellen, frei zugingliche Formate oder Standardisierungen zu
fordern, sodass das Ausschliefungspotenzial geringer wird. Wirden bei-
spielsweise alle Smart Homes mit einer gleichartigen, standardisierten
Software gesteuert, wiirde dies allen Handwerkern den Zugang zu diesem
Smart Home erleichtern, ohne dass sie zunéchst Lizenzvertrige mit dem
Operator schliefen miissten. Eine abgeschwichte, aber weiterhin radikale
Losung wire eine Verpflichtung fiir Gatekeeper, bei groferen Anlagen
oder Projekten offene Schnittstellen zu gewahrleisten, sodass zumindest al-
le anderen Unternehmen mit eigenen ,,Werkzeugen“ andocken kénnten,
ohne zuvor einen Lizenzvertrag abschliefen zu miissen.

Die Vorstellung ist nicht abwegig: Auch die Werkzeuge mit denen
Handwerker klassisch arbeiten, sind zum Teil genormt oder standardisiert,
etwa wenn die Schraubwerkzeuge zu Steckschlisseleinsitzen passen sol-
len. Normung und Standardisierung schliefen nicht aus, dass Einzelne mit
abweichenden Anfertigungen spezielle Aufgaben losen. Volkswirtschaft-
lich und in der Alltagspraxis erleichtert die Standardisierung aber das Vor-
gehen. Fir den Finanzsektor wurde mit der PSD2-Richtlinie eine offene
Schnittstelle verpflichtend eingerichtet, die die Arbeit von FinTech-Unter-
nehmen ermoéglicht.

Gerade im Bereich Smart Home zeigt eine Initiative der relevantesten
Plattformbetreiber, dass Standardisierung im Grundsatz moglich ist. App-
le, Amazon, Google und andere Unternehmen entwickeln einen gemeinsa-
men quelloffenen Kommunikationsstandard fiir Smart Home-Gerite. So
soll es den Herstellern von Smart Home-Geriten vereinfacht werden, sich
in die Systeme der Plattformen einzugliedern.?” Nach Vorbild dieser Ver-
einheitlichung ist gleichermaflen denkbar, eine derartige Schnittstelle
auch fir den Zugriff auf relevante Wartungsinformationen und Protokoll-

257 Apple, Pressemitteilung vom 18.12.2019, abrufbar unter https://www.apple.com
/de/newsroom/2019/12/amazon-apple-google-and-the-zigbee-alliance-to-develop-
connectivity-standard/.

127

- am 18.01.2026, 06:32:13. ET—


https://www.apple.com/de/newsroom/2019/12/amazon-apple-google-and-the-zigbee-alliance-to-develop-connectivity-standard/
https://www.apple.com/de/newsroom/2019/12/amazon-apple-google-and-the-zigbee-alliance-to-develop-connectivity-standard/
https://www.apple.com/de/newsroom/2019/12/amazon-apple-google-and-the-zigbee-alliance-to-develop-connectivity-standard/
https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/
https://www.apple.com/de/newsroom/2019/12/amazon-apple-google-and-the-zigbee-alliance-to-develop-connectivity-standard/
https://www.apple.com/de/newsroom/2019/12/amazon-apple-google-and-the-zigbee-alliance-to-develop-connectivity-standard/
https://www.apple.com/de/newsroom/2019/12/amazon-apple-google-and-the-zigbee-alliance-to-develop-connectivity-standard/

D. Rechtliche Losungen fiir erweiterten Zugang

daten zu gewihren, welche auf den Geriten oder den Plattformen gespei-
chert sind.

1. Interoperabilitat, Portabilitit, Standardisierung und Normung

Der Abbau technischer Barrieren bedeutet, dass Interoperabilitat, Portabi-
litat und Standardisierung in den relevanten Praxisfeldern gestirkt werden
miissen.?s8

— Interoperabilitit bedeutet, dass verschiedene Dienste oder Formate
bruchlos miteinander verknipft werden kénnen, also auf technischer
Ebene miteinander kommunizieren konnen, obwohl sie verschiedenen
Systemen entspringen.?%?

— Portabilitit bedeutet, dass Informationen ohne Schwierigkeiten von
einem Gerit oder einer Plattform zu einem/einer anderen mitgenom-
men werden konnen.2¢0

- Standardisierung bedeutet, dass sich ein bestimmtes technisches For-
mat in einer Branche durchsetzt (ggf. auch auf rein faktischer Basis).2¢!

— Normung bedeutet, dass der Standard zur Norm erhoben wird, also im
Wege eines offiziellen Vorgangs durch Einigung in einem Normungs-
gremium durchgesetzt wird.26?

Allen vier Verfahren ist gemein, dass technische Barrieren reduziert wer-

den. Die Gatekeeping-Problematik wird also technisch gel6st. Das konnte

fir ein Smart Home beispielsweise funktionieren: Warum sollen nicht An-
bieter verschiedener Losungen sich auf einen Standard einigen, sodass
auch Wettbewerb um die besten Anwendungen im Smart Home entstehen
kann? Interoperabilitit oder gemeinsame Standards sind in der Datendko-
nomie durchaus bekannt: E-Mails konnen von einem Anbieter zum ande-
ren zugestellt werden (anders als Messenger-Nachrichten von WhatsApp

258 Europaische Kommission, Kommunikation ,Building a European Data Econo-
my”, 10.1.2017, COM(2017) 9 final.

259 Vgl. Wegner, 28(1) ACM Computing Surveys 1996, S. 285.

260 Vgl. Engels, 5(2) Internet Policy Review 2016, S. 3. Siche auch Busch, Der Mittel-
stand in der Plattformokonomie, WISO Diskurs 8/2019, S. 14; Gill/Kerber, Data
Portability Rights: Limits, Opportunities, and the Need for Going Beyond the
Portability of Personal Data, 2020.

261 Vgl. Blind, The impact of standardisation and standards on innovation, Nesta
Working Paper No. 13/15, S. 6 ff.

262 ZDH, Positionspapier Handwerk und Normung, 2020, S. 2.
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zu Signal). Eine Einigung auf solche Standards wiirde den Zugang erheb-
lich vereinfachen.

Dem entgegengesetzt ist proprietire, nicht offen zugingliche Software,
die nur bei Preisgabe von Schnittstelleninformationen zugénglich ist. Die
geschiitzte Schnittstelle wird dadurch zur Zollstelle fir die Zugangsgewih-
rung. Solche Systeme sind durchaus bekannt — und sogar rechtlich sanktio-
niert: Im Urheberrecht sind abschottende Schutzmafnahmen anerkannt
worden. Das ist fiir die Entwicklung einer freien Zugangskultur kontra-
produktiv. In § 95a UrhG werden technische Schutzmaffnahmen definiert,
deren Verletzung verboten ist. Es dirfen auch keine Gerite vertrieben wer-
den, um solche Schutzmanahmen zu durchbrechen. Die Regelung, die
aus dem Jahr 2003 stammt, sollte etwa den Kopierschutz von CDs sichern.
Fir die entstehenden IoT-Netzwerke wire eine entsprechende Regelung,
die technische Schutzmaffnahmen positiv sanktioniert, allerdings eine ho-
he Belastung. Es besteht allerdings auch kein Anlass, fiir Daten oder Platt-
formen eine vergleichbare Regel zu schaffen, da sie keine Schopfungshéhe
aufweisen, wie es bei kiinstlerischen Schutzgitern der Fall sein mag.?63

2. Rechtliche Einflussmoglichkeiten

Mit den Mitteln des Rechts kann der Abbau technischer Schranken incen-
tiviert werden. In der Europiischen Union wurde beispielsweise mit der
INSPIRE-Richtlinie 2007/2/EG versucht, Geodaten dadurch zu standardi-
sieren, dass fur Geodaten des offentlichen Sektors Konformititsregeln er-
lassen wurden.264

Hobheitstrager konnen sich auch an privaten Normungsinitiativen betei-
ligen, diese fordern oder ihre Vorgaben in Rechtsakten verwenden. Die
private Non-profit-Initiative OASIS Open beispielsweise setzt sich unter
Beteiligung fihrender IT-Unternehmen, aber auch von Regierungsstellen
dafiir ein, offene Standards zu definieren und nicht-proprietiren Code zu
entwickeln, sodass technische Barrieren gering sind.2¢* Beispiele fiir OA-
SIS-Entwicklungen sind der freie Dokumentenstandard OpenDocument,

263 Software konnte ggf. urheberrechtlich geschiitzt sein, siche Kap. B.I.2. Ggf. wi-
re eine Schranke vorzusehen, um Beeintrichtigungen des freien Zugangs durch
urheberrechtliche Abschottungsmechanismen aufzubrechen.

264 Vgl. die Liste der Rechtsakte beziiglich der INSPIRE-Rahmenbedingungen un-
ter: https://inspire.ec.europa.eu/inspire-directive/2.

265 OASIS steht fiir Organization for the Advancement of Structured Information
Standards, vgl. https://www.oasis-open.org/.
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der Standard TOSCA fir Cloud-Operationen oder das Kommunikations-
protokoll MQTT, das als Standard fir die Kommunikation zwischen IoT-
Geriten genutzt wird und als ISO-Standard registriert ist.2¢ Fiir derartige
Standards ist der Code frei lesbar. Soweit Lizenzierungen erforderlich sind,
haben sich die Unternehmen dazu verpflichtet, zu RAND-Bedingungen
(reasonable and non-discriminatory) zu lizenzieren. Die Standards, die von
OASIS gesetzt werden, konnen durch Normung in das hoheitliche Rege-
lungsvokabular tberfihrt werden. Dies kann auch dadurch geschehen,
dass bestimmte Standards als Sorgfaltspflichten im Rahmen von Haftungs-
tatbestainden anerkannt werden.26”

Hobheitliche Interventionen konnen auch vorsehen, dass gerade keine
Zugangsschranken errichtet werden diirfen, sondern dass Schnittstellen of-
fen sein missen. Damit ware ein regulatorischer Ansatz geschaffen, wie er
in einigen Sektoren bereits verwirklicht wurde, z.B. bei der PSD2-Richtli-
nie im Finanzsektor. Dies fithrt mittelfristig zu programmiertem Zugang;:
So lasst es sich bezeichnen, wenn bereits in der Programmierung zu Be-
ginn des Prozesses eine Zugangslosung eingebaut wird, die offen zuging-
lich ist. Eine Zulassung wichtiger smarter Hubs konnte dann davon ab-
hiangig gemacht werden, dass die Schnittstellen offen sind oder wenigstens
Zugangsmoglichkeiten hinterlegt sind.

Die Entwicklung interoperabler Formate und Standards liegt typischer-
weise nicht in den Héanden eines hoheitlichen Gesetzgebers, sondern wird
weitgehend der Selbstregulierung der Industrie tberlassen und vom Ge-
setzgeber sodann nur fir verbindlich erklart. Finden derartige Aushand-
lungsprozesse statt, ist es essentiell, dass Vertreter aller Gruppen beteiligt
werden, die in der Zukunft ggf. betroffen sind. Initiativen, in denen allein
Gatekeeper vertreten sind oder die unter Ausschluss des Handwerks bera-
ten, werden keine Losungen finden, die die spezifischen Interessen des
Handwerks berticksichtigen. Hier kann es z.B. fiir Handwerksunterneh-
men darauf ankommen, dass die Losungen auch fiir KMU einfach zuging-
lich sind, dass Reparatur- und Wartungsfragen von vornherein berticksich-
tigt werden, dass kein hoher birokratischer Aufwand durch Registrierung,
Dokumentation oder ahnliches entsteht, den sich kleinere Unternehmen
nicht erlauben kénnen, oder dass individuelle Materiallésungen bertick-
sichtigt werden konnen.

266 Siehe https://www.iso.org/standard/69466.html.
267 Vgl. Wagner in MiKo-BGB, Band 7, 8. Auflage 2020, § 823 BGB Rn. 489.
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3. Vor- und Nachteile des Abbaus technischer Schranken

Die Vorteile technischer Losungen liegen nicht nur darin, dass Hand-
werksbetriebe vereinfachten Zugang erhalten. Eine Standardisierung er-
moglicht, dass die Kosten fiir unterschiedliche technische Losungen, die
sonst ggf. erforderlich sind, um Daten bei verschiedenen Anbietern auszu-
lesen, gesenkt werden. Das Spektrum potentieller Arbeitsfelder wird ausge-
weitet, weil Hirden wegfallen. Dadurch kann effizienter angeboten wer-
den. Auch der Wettbewerb zwischen Anbietern wird hierdurch verbessert:
Wenn alle Unternehmen die Leistung erbringen kénnen, ohne von der
Zugriffsgewihrung abhingig zu sein, entsteht damit auf ihrer Ebene wie-
der ein Leistungs- und Qualititswettbewerb, der sich auf andere Aspekte
fokussieren kann und damit die Leistung steigern wird.

Mit einer Offnung der Schnittstellen konnen freilich auch Gefahren ein-
hergehen. Standardisierung birgt immer die Gefahr, dass iberlegene tech-
nische Losungen sich nicht mehr am Markt durchsetzen konnen, weil die
Wechselkosten von einem Standard weg zu einem neuen Format zu hoch
sind. Standardisierung kann so zur Zementierung eines minderwertigen
oder tiberkommenen Zustands fithren.2¢® Zudem ist nicht ausgeschlossen,
dass die Standardsetzung einzelnen Unternehmen in die Hande spielt und
andere erheblich benachteiligt, die zuvor méglicherweise in ein anderes
System investiert haben.

Offene Schnittstellen und Interoperabilitdt kdnnen auch zum Auslesen
von Daten fithren, die nicht offengelegt werden sollten. Schlieflich kann
Portabilitit dazu fihren, dass opportunistisches Verhalten von Marktteil-
nehmern so stark wird, dass negative Wirkungen entstehen. Investitionen
sind schwieriger zu kalkulieren, wenn es keine Moglichkeit gibt, Kunden
langfristig technisch zu binden.

Der Standard muss weiterentwickelt und abgesichert werden, auch das
verursacht Kosten, fiir die im Zweifel mangels Gewinnaussichten kein Un-
ternehmen aufkommen mag.

Trotz dieser Nachteile Gberwiegen in der spezifischen Situation des
Handwerks 4.0 die Vorteile: Offene Schnittstellen und Interoperabilitat
wirden den Einflussbereich der digitalen Gatekeeper zuriickdringen. Vor-
aussetzung fiir das Funktionieren derartiger Systeme ist aber, dass eine
Governance-Architektur geschaffen wird, die sicherstellt, dass die offenen
Schnittstellen nicht einseitig zugunsten bestimmter Marktteilnehmer aus-
gestaltet und die technischen Losungen weiterentwickelt werden.

268 Vgl. TT-GVO-Leitlinien, EU-Kommission, 2014/C 89/03, Rn. 180.
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II. Konsensuale Losungen

Immer wieder wird es zu Vertrigen zwischen verschiedenen Parteien kom-
men missen, z.B. Gatekeepern und Handwerkern. Wenn diese eine fiir
beide Seiten zufriedenstellende vertragliche Losung finden, ohne dass es
eines hoheitlichen Eingriffs bedarf, ist das eine vorzugswirdige Losung.
Solche konsensualen Vorgehensweisen kénnen durch die Rechtsordnung
incentiviert werden. Als ,Marktlésungen® sind sie hdufig effizient.?®? Dem-
gegeniiber besteht bei zu harten hoheitlichen Eingriffen die Gefahr, dass
Innovationen gechemmt werden.

1. Selbstregulierung

Anreize zum Vertragsschluss konnen sich aus einer (staatlich geférderten
oder geforderten) Selbstregulierung der Marktakteure ergeben. Dass eine
Selbstregulierung des Marktes gegentiber staatlicher Regulierung alleine
schon aus grundrechtlicher Sicht grundsatzlich zu befirworten ist, liegt
auf der Hand. Einige Stimmen in der Wissenschaft bevorzugen die Erleich-
terung von freiwilligem Datentausch gegeniiber gesetzlichen Zugangsan-
sprichen, zumindest zum jetzigen Zeitpunkt.?’? Eine Selbstregulierung
der Industrie kann durch freiwillige MaSnahmen wie Selbstverpflichtun-
gen oder Codes of Conduct realisiert werden. Dadurch kénnen Anreize
zum Datenteilen geschaffen und Transaktionskosten gesenkt werden.?”!
Damit kann zudem grofere Transparenz geschaffen werden, was insbeson-
dere neuen Marktteilnehmern zugutekommt, denen die Branchenstan-
dards bisher nicht bekannt sind.?”2

a) Beispiel Automobilwirtschaft

Die Entwicklungen in der Automobilwirtschaft stehen dafiir beispielhaft.
Das Problem, dass Daten in vernetzten Fahrzeugen vielfach erhoben wer-

269 Schweitzer/Welker, A legal framework for access to data — a competition policy
perspective, 2020, S. 6.

270 Siehe etwa Schlinkert, ZRP 2017, 222, 224; Richter/Slowinski, 11C 2019, 4, 17;
Staudenmayer, IWRZ 2020, 147, 154.

271 Richter/Slowinsk:, 11C 2019, 4, 18.

272 Richter/Slowinskz, 1IC 2019, 4, 18.
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den und Zugang dazu fiir zahlreiche wirtschaftliche Tatigkeiten unerlass-
lich ist, ist bereits bekannt. In Verhandlungen, die im Wesentlichen in
Brissel gefiihrt werden, werden Data-Governance-Modelle entwickelt und
durchgesetzt, durch welche Zugriffsrechte verteilt werden.?”? Modellhaft
stehen diese Prozesse fir die Themen, die eine [oT-Wirtschaft 10sen muss.
In die Verhandlungen schalten sich auch Verbinde ein, die beispielsweise
Autowerkstitten reprasentieren, also die sog. Aftermarkets im Blick ha-
ben.?7#

Die erste Erkenntnis aus diesem Prozess der geforderten Selbstregulie-
rung ist, dass sehr frithzeitig die Weichen fiir den zukinftigen geschiftli-
chen Erfolg gestellt werden. Es sind schon die ersten Programmierungen,
an denen sich das Schicksal ganzer Branchen entscheiden kann. Die Pfad-
abhingigkeit, die durch technische Vorfragen ausgelost werden kann, ist
enorm.

In den Verhandlungen zeigt sich auch, wie wichtig eine Beteiligung der
relevanten Kreise ist, damit nicht einzelne Stakeholder ihre Interessen ab-
sprechen und durchsetzen kdénnen. In den Diskussionen um connected
cars sind es zunichst die Automobilhersteller, die die Agenda setzen kon-
nen. Kleinere und mittlere Unternehmen, zudem wenn sie auf nachgela-
gerten Mirkten tatig sind, die zunachst nicht im Blickpunkt stehen, haben
haufig geringere Verhandlungsmacht, sodass die Organisatoren und Ver-
mittler entsprechender Gespriche, z.B. aus dem politischen Raum, ihre Be-
lange besonders stiitzen mussen.

Die Losung fir die Zuordnungsprobleme im vernetzten Auto wird
tiberwiegend in Datenplattformen gesucht. Entscheidend wird die techni-
sche Ausgestaltung solcher zentraler Daten-Hubs.

Leitprinzipien fir die rechtliche Gestaltung werden nur selten explizit
formuliert. Es muss aber darum gehen, einen freien und fairen Leistungs-
wettbewerb zu ermoglichen und die Konsumentensouverinitit zu wahren.
Das bedeutet: Alle Unternehmen missen in der Lage sein, ihre Leistungen
am Markt anzubieten. Marktzutrittsschranken dirfen nicht entstehen, Ab-
hangigkeiten durfen nicht in unfairer Weise ausgenutzt werden. Am Ende
sollen es die Verbraucher sein, die Gber Erfolg oder Misserfolg der Unter-

273 Siehe Specht/Kerber, Datenrechte, 2017, S. 163 ff.; Kerber/Gill, JIPITEC 10 (2019),
244 ft.; Kerber, JCLE 15(4) 2019, 381 ft., Falkhofen, CRi 2018, 165 ft.

274 Siehe beispielhaft das Papier der Verbinde ADPA, AIRC, CECRA, EGEA,
ETRma, FIA, FIGIEFA und Leaseurope, Secure On-board Telematics Platform
Approach, Feb. 2021.

133

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

D. Rechtliche Losungen fiir erweiterten Zugang

nehmen entscheiden, nicht digitale Gatekeeper, die sich zu Beginn des
Verteilungsprozesses geschickt die ,,Pole Position® gesichert haben.

Eine Vorbedingung dafir ist, dass die Plattform zur Sammlung der Da-
ten, zu ihrem Austausch und zu ihrer Bereitstellung technisch neutral und
far alle zuginglich gestaltet wird. Ein unabhangiger Betreiber wiirde dies
am chesten garantieren konnen. Die Pline der Autohersteller wiirden die-
sen hingegen eine Gatekeeper-Position bescheren — Kritiker sprechen von
»control by technical design®.273

Gerade fiir kleinere Unternehmen muss dann aber auch faktisch ein ein-
facher Zugang gewihrleistet werden. Die Méglichkeit, Rohdaten abzufra-
gen, ist im Zweifel nicht zielfihrend. Hier sind eigene Anstrengungen des
Handwerks notwendig. Unabhingige Dienstleister, die ggf. Anwendungen
entwickeln, die an offene Schnittstellen angeschlossen werden konnen,
konnen unterstiitzen.

Die datenschutzrechtliche Einwilligung, die ggf. einzuholen ist (typi-
scherweise wohl vom Autohersteller/-verkaufer), muss die Interessen der
tibrigen Unternehmen wahren und darf nicht zum Marktausschluss miss-
braucht werden. In der Folge stellen sich Haftungs- und Vergttungsfragen.
Das Ausarbeiten simtlicher Details wird im Vorfeld kaum gelingen. Wich-
tig ist daher die Bereitstellung eines Governance Boards und Streitschlich-
tungsmechanismus. Der Fortgang der Diskussionen im Automobilsektor
wird weitere Elemente, die einer (Selbst-)Regulierung bediirfen, erkennen
lassen.

b) Vorbild FRAND-Lizenz?

Ein etabliertes Beispiel fir Selbstregulierung sind die Selbstverpflichtun-
gen von Patentinhabern, die im Rahmen von Standardisierungsverfahren
typischerweise angeben, ihre standardessentiellen Patente zu FRAND-Be-
dingungen zu lizenzieren.?’¢ Standardisierungs- oder Normierungsvorha-
ben sind im Hinblick auf das Kartellverbot aus Art. 101 Abs. 1 AEUV grds.
unproblematisch.?’7 Die Bedingungen dieses Zugangs missen ,fair, rea-

275 ADPA/AIRC u.a., Secure On-board Telematics Platform Approach, Feb. 2021,
S.3.

276 Vgl. fir den Telekommunikationssektor ETSI, Rules of Procedure Annex 6: ET-
SI Intellectual Property Rights Policy, 2020, abrufbar unter: https://www.etsi.or
g/images/files/IPR/etsi-ipr-policy.pdf, Rn. 6.1. ff.

277 Vgl. Kommission, Leitlinien zur Anwendbarkeit von Artikel 101 des Vertrags
tiber die Arbeitsweise der Europaischen Union auf Vereinbarungen iber hori-
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sonable and non-discriminatory“ (FRAND) sein.?’8 Im Streitfall stellt sich
die Frage, welche Bedingungen denn im Einzelfall ,FRAND® sind. Dies
mussen die Parteien selbst aushandeln.?”® Ob ein Vertragsangebot
FRAND-gemaf ist, ist von den Gerichten vollumfinglich aberprifbar.28

Konnte sich ein ahnliches Verfahren, wie es sich etwa fur die Telekom-
munikationsbranche ergeben hat, fiir die Zusammenarbeit in datengetrie-
benen Wertschdpfungsnetzwerken unter Beteiligung des Handwerks erge-
ben?

Der Vergleichbarkeit konnte zunichst entgegenstehen, dass an Daten,
anders als an Patenten, keine (unmittelbaren) Ausschlieflichkeitsrechte be-
stehen (siche dazu oben B.I). In den Grenzen bestehender sonstiger Geset-
ze (etwa des GeschGehG) konnen Daten also von jedem verwendet wer-
den. Problematisch ist die Erlangung der Daten. Bei Patenten ist es umge-
kehrt gerade so, dass diese allgemein zuginglich sind, aber aufgrund von
Ausschlieflichkeitsrechten nicht frei genutzt werden konnen. Dass bei Da-
ten kein rechtliches Monopol besteht, dndert aber nichts daran, dass tat-
sichlich dennoch eine Lizenzierung erfolgen muss. Der Inhaber von Da-
ten hat nimlich in der Regel aufgrund technischer Schutzmaffnahmen als
einziger Zugriff auf diese und damit ein faktisches Monopol.?8! Dritte be-
dirfen hier also in vergleichbarer Weise einer Lizenzierung. Das Fehlen
von Ausschlieflichkeitsrechten steht der Vergleichbarkeit folglich nicht
entgegen.

Dennoch bleibt zweifelhaft, dass es ohne Eingriffe des Gesetzgebers
branchentibergreifend zu einer Einigung auf bestimmte Vergttungskon-
zepte kommen wiirde. Dabei ist die FRAND-Vergiitung hier nur ein Bei-
spiel fur eine mogliche Regelung. Derartige Modelle wie FRAND konnten
sich auch fir die Art der Datenbereitstellung, ihren Umfang, die Sicher-
heitsmaffnahmen und andere typische Regelungsfragen ergeben.

Das FRAND-Konzept wurde allerdings im spezifischen Governance-
Kontext von Standardisierungsorganisationen geschaffen, an denen alle be-
teiligten Unternehmen ein Eigeninteresse hatten, da sie in der Regel eben-

zontale Zusammenarbeit, 2011, abrufbar unter: https://eur-lex.europa.eu/LexUri
Serv/LexUriServ.do?uri=0]J:C:2011:011:0001:0072:DE:PDF, Rn. 277 ff.

278 Vgl. fir den Telekommunikationssektor ETSI, Rules of Procedure Annex 6:
ETSI Intellectual Property Rights Policy, 2020, abrufbar unter: https://www.etsi.
org/images/files/IPR/etsi-ipr-policy.pdf, Rn. 6.1.

279 BGH, 5.5.2020, Az. KZR 36/17, GRUR 2020, 961, 969.

280 Vgl. OLG Karlsruhe, 8.9.2016, Az. 6 U 58/16, BeckRS 2016, 17467, Rz. 36; OLG
Dusseldorf, 17.11.2016, Az. I-15 U 66/15, BeckRS 2016, 21067, Rz. 14 ff.

281 Schur, Die Lizenzierung von Daten, 2020, S. 139.
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so abhiangig waren von Patenten anderer wie diese von ihnen.?8? Fir Da-
ten gilt das nicht in vergleichbarer Weise. Weder gibt es Standardisierungs-
organisationen, die sich sektorentibergreifend um derartige Themen kiim-
mern wirde, noch besteht bei Gatekeepern ein vergleichbares Interesse am
Austausch wie bei der Marktgegenseite. FRAND-Selbstverpflichtungen
werden von den Patentinhabern abgegeben, weil andernfalls ihre Produk-
te nicht zum Standard werden und sie im Zweifel keinen Zugriff auf die
von anderen geschiitzten Standards haben. Die Selbstregulierung bei stan-
dardessenziellen Patenten beruht also nicht auf dem guten Willen der Pa-
tentinhaber, sondern auf ihren wirtschaftlichen Uberlegungen. Bei Paten-
ten werden die Inhaber fir die Freigabe einer gesicherten Rechtsposition
entlohnt. Die Entlohnung fiir Daten, an denen kein ,,Dateneigentum® o0.4.
besteht, wiirde geringer ausfallen konnen. Abgegolten werden muss nur
der Aufwand der Datensammlung, nicht der Wert der Information an
sich.

Eine vergleichbare Situation, sowohl materiell (wirtschaftlicher Zwang
der Gatekeeper) als auch institutionell (Selbstregulierungsorganisationen),
miisste zundchst kiinstlich herbeigefiihrt werden, indem den Gatekeepern
Pflichten auferlegt werden und eine institutionelle Data Governance-
Struktur geschaffen wird.?%3

c) Sonstige Selbstverpflichtungen

Selbstregulatorische Ansitze sind dennoch denkbar. Ein Anfang wirde be-
reits gemacht, wenn Handwerksunternehmen untereinander und mit
wichtigen Industriepartnern, also horizontal und vertikal, bestimmte Stan-
dards setzen oder Selbstverpflichtungen abgeben. Denn auch das Hand-
werk kann, mit seiner gebtindelten Macht, durchaus ein wichtiger Impuls-
geber fir Selbstverpflichtungen werden. Codes of Conduct konnten dieje-
nigen, die sich an solche Kodizes binden, gegenseitig berechtigen und ver-
pflichten, bestimmte Zugangsoptionen einander offenzuhalten und keine
Abschottungsstrategien zu betreiben. Ein Einschreiten des Gesetzgebers
zur Incentivierung solcher Selbstverpflichtungen ist allerdings nicht ange-
zeigt. Der entsprechende Impuls miisste ggf. aus den Branchen selbst kom-
men.

282 Richter/Slowinski, 11C 2019, 4, 22.
283 Zu beiden Aspekten siehe unten.
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d) Aufbau kollektiver Gegenmacht

Die Zusammenarbeit ist nicht nur wichtig fir die Setzung von Standards.
Sie kann auch dem Aufbau einer gewissen Verhandlungsmacht gegentiber
Gatekeepern dienen. Einzelne Handwerksunternehmen werden in der
Verhandlungssituation mit machtigen Digitalunternehmen stets tiberfor-
dert sein und lediglich die vorgelegten AGB akzeptieren. Das wird fir viele
Handwerker sogar im Zusammenspiel mit wichtigen Herstellern gelten.
In diesen Situationen sollte eine Biindelung von Verhandlungsmacht er-
moglicht werden. Das ,,collective bargaining®, wie bei Arbeitnehmern, die
kollektiv Tarifabschliisse treffen, wiirde den Plattformbetreibern die Mog-
lichkeit nehmen, ihre Macht einseitig auszuspielen. Hierfiir ist eine Anpas-
sung des Kartellrechts erforderlich, die derzeit auch erwogen wird.284

2. Datenschuldrecht

Aushandlungsmodelle fiir Zugang bleiben dominant — immer wird es zu
Vereinbarungen zwischen Plattformbetreibern und Gatekeepern kom-
men.?® Der Gesetzgeber konnte dabei den breiteren Austausch von Daten
durch die Anpassung privatrechtlicher Regelungen und die Unterstitzung
bestimmter Regeln fordern. Es geht dabei darum, wie die Freigabe von Da-
ten vertraglich ausgestaltet sein soll. Bei der Schaffung eines ,,Datenschuld-
rechts“ handelt es sich um eine grundrechtsschonende Regulierungsopti-
on, da damit keine zwangsweisen Eingriffe geschaffen werden. Vielmehr
kann das freiwillige Teilen von Daten erleichtert und damit geférdert wer-
den. Bislang gibt es jedoch kaum Mirkte fiir den freiwilligen Austausch
von Maschinendaten.?8¢ Solche Mairkte kann der Gesetzgeber schaffen
oder jedenfalls fordern.

284 Europaische Kommission, Initiative ,,Collective bargaining agreements for self-
employed®, Inception Impact Assessment, 6.1.2021. Vgl. schon die Diskussio-
nen in Giesen/Junker/Reichold/Rieble (Hrsg.), Kartellrecht und Arbeitsmarke,
20105 Bayreuther, Sicherung der Leistungsbedingungen von (Solo-)Selbstindi-
gen, Crowdworkern und anderen Plattformbeschiftigten, 2018; Authority for
Consumers and Markets [ACM, Niederlande], Guidelines: Price arrangements
between self-employed workers, 2020.

285 Fries/Scheufen, MMR 2019, 721.

286 Schweitzer/Welker, A legal framework for access to data — a competition policy
perspective, 2020, S. 6.
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Ein Datenaustausch auf freiwilliger Basis ist insbesondere dann attraktiv,
wenn nur geringe Transaktionskosten bestehen. Die Verdnderung der ver-
tragsrechtlichen Regelungen kann den Aufwand fiir den Datenaustausch
reduzieren.??” Auf europidischer Ebene ist in der Verordnung (EU)
2018/1807 tber einen Rahmen fiir den freien Verkehr nicht-personenbezo-
gener Daten in der Européischen Union ein erster Ansatz zur Forderung
des freiwilligen Datenaustauschs zu finden.

Viele der hier zu behandelnden Fragen sind aber nicht nur im Rahmen
freiwilliger Datenfreigabe, sondern auch bei Existenz eines gesetzlichen
Zugangsanspruchs relevant.?%8 Es ist davon auszugehen, dass auch ein ge-
setzlicher Zugangsanspruch nicht simtliche Modalititen des Datenaus-
tauschs abschlieffend regeln wird, sondern lediglich der erste Schritt in
einem Prozess ist, in dem weitere Fragen zu klaren sind, die dann der Aus-
handlung bedurfen. Beim Kontrahierungszwang wird der Dateninhaber in
der Regel zum Abschluss eines Vertrags zu angemessenen Bedingungen
verpflichtet, die aber im Einzelnen nicht vorgegeben werden, so dass sich
auch dann die Frage stellt, wie das Vertragsverhaltnis konkret auszugestal-
ten ist.?%” Nach dem Grundsatz der Privatautonomie sind Unternehmen
bereits jetzt in der Lage, Vertrige Gber Daten vollig frei auszugestalten.
Mit dieser Gestaltungsmoglichkeit geht aber Rechtsunsicherheit einher.?%0
Eines der grofSten Hindernisse fir den vertraglichen Austausch von Daten
sind hohe Kosten fiir die notwendige Rechtsberatung.?’!

Die Grenzen dieser Vertragsfreiheit ergeben sich aus zwingendem
Recht, wobei in der Praxis vor allem bei Verwendung von Allgemeinen
Geschiftsbedingungen (AGB) die Regeln der §§ 305 ff. BGB zu beachten
sein durften.

287 Staudenmayer, IWRZ 2020, 147; Schur, Die Lizenzierung von Daten, 2020,
S.293.

288 Vgl. Schweitzer/Welker, A legal framework for access to data — a competition pol-
icy perspective, 2020, S.7.

289 So auch im Falle eines kartellrechtlich begriindeten Kontrahierungszwangs im
Rahmen der sog. essential-facilities-Doktrin, vgl. Fuchs in: Immenga/Mestma-
cker, Wettbewerbsrecht, Band 1, 6. Auflage 2019, Art. 102 AEUV, Rn. 333.

290 Fries/Scheufen, MMR 2019, 721.

291 Europaische Kommission/Deloitte, Study on emerging issues of data ownership,
interoperability, (re-)usability and access to data, and liability, 2018, S. 72 f.
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a) Regelungsgegenstand

In Vertrigen wird — nach der grundsitzlichen Einigung auf das Ob - vor
allem das Wie des Zugangs ausgestaltet. Dabei geht es insbesondere um
folgende Fragen: Vergutung/Entgelt, wie Zugang gewahrt wird, wie Daten
zu sichern sind, ob die Daten zu anderen Zwecken weiterverarbeitet oder
ob sie weiterverkauft werden diirfen, ob das Nutzungsrecht zeitlich befris-
tet ist sowie Gewahrleistungs- und Haftungsfragen.?%2

Der Nutzungszweck der Daten wird typischerweise moglichst stark be-
schriankt. Dies fithrt dazu, dass jedes Mal, wenn die Daten fiir noch einen
anderen Zweck genutzt werden sollen, neue Vertragsverhandlungen erfor-
derlich sind.?*3

Vertragsverletzungen werden in der Regel tber Vertragsstrafen sanktio-
niert, da die hohen Nachweisanforderungen des Schadensrechts fir den
Datenhandel ungeeignet sind.??#

b) Derzeit mafigebliche Vorschriften und deren Probleme

Es gibt derzeit nur lickenhaft Vorschriften, die auf Vertriage tiber Daten
anwendbar sind.?”’ Die fir saimtliche Vertrige geltenden Vorschriften des
allgemeinen Schuldrechts lassen sich teilweise nur mit groffer Transferleis-
tung auf die auftretenden Sachverhalte anwenden. Dies fiihrt zu Rechtsun-
sicherheit.

aa) Rechtliche Einordnung von Datenvertrigen

Drei Konstellationen von Datenvertragen lassen sich unterscheiden:

In der ersten gewéhrt der Dateninhaber einem Dritten Zugang zu einem
bereits vorhandenen Datensatz oder fortlaufend Zugang zu Daten, die in
diesem Moment generiert werden. Dies konnen z.B. Rohdaten eines Sen-

292 Vgl. Fries/Scheufen, MMR 2019, 721, 724; vgl. auch Europiische Kommission/
Deloitte, Study on emerging issues of data ownership, interoperability, (re-)us-
ability and access to data, and liability, 2018, S. 73.

293 Europaische Kommission/Deloitte, Study on emerging issues of data ownership,
interoperability, (re-)usability and access to data, and liability, 2018, S. 80.

294 Fries/Scheufen, MMR 2019, 721, 724.

295 Fries/Scheufen, MMR 2019, 721. Vgl. Metzger in: BMJV/MPI, Data Access, Con-
sumer Interests and Public Welfare, 2021, S. 287 ff.
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sors an einer Maschine sein. Der Dritte kann diese Daten dann dauerhaft
frei und zu jedem Zweck verwenden. Dieses Vertragsverhiltnis soll als Da-
tenzugangsvertrag bezeichnet werden.

In der zweiten Konstellation gewahrt der Dateninhaber die Daten ledig-
lich zu einem vorher bestimmten Zweck oder zeitlich befristet. Der Daten-
inhaber behilt damit die Kontrolle tiber die Daten und kann ihren Wert
erhalten.?%¢ Dies wird nachfolgend als Datenlizenzvertrag bezeichnet.?”

Die Abgrenzung zwischen diesen beiden Vertrigen erfolgt mafgeblich
danach, ob der Erwerber dauerhaften Zugriff auf die Daten erhalt, oder ob
die Nutzungsméglichkeit nur voriibergehender Natur ist.28

In der dritten Konstellation geht es um die Fille, in denen Unterneh-
men eine bestimmte Software benétigen, um auf einem nachgelagerten
Markt titig werden zu koénnen. Diese Vertrige sollen hier als Softwarever-
trage bezeichnet werden.

(1) Einordnung des Datenzugangsvertrags

Der Datenzugangsvertrag kann in der Regel als (Rechts-)Kaufvertrag i.S.d.
§§ 453, 433 BGB qualifiziert werden.?

Kaufvertrage zeichnen sich durch die Ubergabe und Ubereignung kor-
perlicher Gegenstinde i.S.d. § 90 BGB oder, beim Rechtskaufvertrag nach
§ 453 BGB, durch die Ubertragung von Rechten oder sonstigen Gegenstin-
den aus. Sonstige Gegenstinde 1.S.d. §453 Abs.1 BGB konnen auch un-
korperliche Objekte wie Know-How, Ideen, nicht geschiitzte Erfindungen
oder eben Daten sein.?? Der Einordnung als Kaufvertrag steht nicht entge-
gen, dass der Verkdufer ebenfalls weiterhin Zugriff auf die Daten hat.30!
Unbeachtlich ist auch, ob der Verkiufer die Daten an den Kaufer tibermit-

296 Schur, GRUR 2020, 1142, 1143.

297 So auch Schur, GRUR 2020, 1142, 1143.

298 Schur, Die Lizenzierung von Daten, 2020, S. 169.

299 Vgl. Hilbig, ITRB 2007, 170; Hauck, NJW 2014, 3616; Hoeren/Pinelli, JZ 2020,
879, 880; Schur, Die Lizenzierung von Daten, 2020, S. 169 f.

300 Vgl. OLG Dusseldorf, 17.2.2010, Az. I-17 U 167/09, BeckRS 2010, 9514; Beck-
mann in: Staudinger-BGB, Neubearbeitung 2013, § 453 BGB Rn. 37. Vgl. auch
OLG Brandenburg, 10.1.2013, Az. 5§ U 54/11, BeckRS 2013, 1597; Westermann
in: MiiKo-BGB, Band 4, 8. Auflage 2019, §453 BGB Rn. 6; Faust in: BeckOK-
BGB, 56. Edition 2020, § 453 BGB Rn. 24.

301 Vgl. Hilbig, ITRB 2007, 170.
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telt, oder ob dieser die Daten tber eine technische Schnittstelle (sog. API)
selbst abruft.392 Entscheidend ist die Zugangsmoglichkeit.

Die Einordnung als Kaufvertrag hat zur Folge, dass die kaufrechtlichen
Gewihrleistungsvorschriften aus §§ 434 ff. BGB Anwendung finden. Die
Gewihrleistungsrechte der Nacherfillung (§§ 437 Nr. 1, 439 Abs. 1 BGB),
Ruckerite (§§437 Nr.2 Ale. 1, 323, 326 Abs. 5, 346 ff. BGB), Minderung
(§§ 437 Nr.2 Alt. 2, 441, 323, 326 Abs. 5, 346 ff. BGB) und Schadensersatz
(§§ 437 Nr. 3, 280 ff.) scheinen auf Datenzugangsvertrage insgesamt sachge-
recht anwendbar zu sein.

(2) Einordnung des Datenlizenzvertrags

Im Unterschied zum Datenzugangsvertrag ist der Datenlizenzvertrag nicht
auf die dauerhafte Uberlassung eines Datensatzes gerichtet, sondern auf
die inhaltlich oder zeitlich begrenzte Nutzungsmoglichkeit eines solchen.
Bei Vertragen tiber Daten ist es tiblich, den zulassigen Nutzungszweck und
insbesondere die Weitergabe der Daten einzuschrianken. Darin besteht der
wesentliche Unterschied zum Datenzugangsvertrag, bei dem der Erwerber
mit dem Datensatz frei verfahren darf.

Zur Einordnung der Datenlizenz existiert soweit ersichtlich bislang kei-
ne hochstrichterliche Rechtsprechung. Es kann aber auf die Grundsitze
zur Lizenzerteilung aus dem Immaterialglterrecht zuriickgegriffen wer-
den.

Bei der Datenlizenz handelt es sich nicht um eine ,,echte“ Lizenz im im-
materialgiiterrechtlichen Sinne, da dies ein subjektives AusschliefSlichkeits-
recht des Dateninhabers voraussetzt.?> Mit anderen Worten muss der
Rechteinhaber die Nutzung des Rechts durch Dritte untersagen konnen,
so dass er mit einer Lizenzerteilung sein Monopol aufgibt.3** Der Inhaber
eines Datensatzes kann die Nutzung der Daten selbst jedoch gerade nicht
untersagen, weil Daten nicht an sich Schutz genieffen, sondern allenfalls
reflexartig geschitzt sind.3% Der Dateninhaber hat daher ein rein fakti-
sches Monopol.3%

302 Hoeren/Pinelli, JZ 2020, 879, 880.

303 Schur, Die Lizenzierung von Daten, 2020, S. 132 f.
304 Schur, Die Lizenzierung von Daten, 2020, S. 133.
305 Schur, Die Lizenzierung von Daten, 2020, S. 108.
306 Schur, Die Lizenzierung von Daten, 2020, S. 139.
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Dennoch gewihrt der Dateninhaber auch bei der hier vorliegenden Da-
tenlizenz ein positives Benutzungsrecht,>?” so dass die Fille hinreichend
vergleichbar sind und die Grundsatze zur Lizenzerteilung aus dem Imma-
terialgtiterrecht herangezogen werden konnen. Das allerdings 16st die Pro-
bleme nur teilweise — wie ein Gericht den Vertrag rechtlich einordnet,
lasst sich aktuell schwer prognostizieren, da eine klare Regel fehlt und die
entwickelten Losungen allesamt als ,,Kriicken® gelten mussen:

— Der Datenlizenzvertrag kann eher nicht als Kaufvertrag angesehen wer-

den, da der Zugang nur zeitlich und inhaltlich beschrankt gewéhrt
wird. Das ist mit dem dauerhaften Austausch des Kaufs nicht vergleich-
bar.308

Immaterialgiiterrechtliche ~ Lizenzvertrige werden teilweise als
(Rechts-)Pacht 1.S.d. §§581, 535 BGB angesehen.’” Das ist freilich
schon im immaterialgtterrechtlichen Lizenzvertrag mit zahlreichen
Anpassungen verbunden; die Einordnung hingt letztlich vom Einzel-
fall ab.31® Die Gebrauchsiiberlassung von Daten weist noch einmal
nicht unerhebliche Unterschiede zur Lizenzierung von IP-Rechten
auf3" Insbesondere behilt der Dateninhaber Zugriff auf Daten und
zieht auch Friichte aus diesen, was fiir eine Rechtspacht uniiblich ist.31?
Daher passt der Pachtvertrag nur schwerlich auf die Lizenzierung von
Daten.313

Aufgrund der Probleme mit der Einordnung als Pachtvertrag wird von
Rechtsprechung und Literatur tiberwiegend wohl eine Behandlung des
Lizenzvertrags als Vertrag sui generis befiirwortet.3'* Bei der Bestim-
mung des Pflichtenprogramms dieses Vertrags wird jedoch teilweise

307
308

309

310

311

312

313
314
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Schur, Die Lizenzierung von Daten, 2020, S. 153.

Vgl. Schur, Die Lizenzierung von Daten, 2020, S.139. Vgl. zum Lizenzvertrag
im Patentrecht BGH, 23.3.1982, Az. X ZR 76/80, NJW 1982, 2861, 2863.
Cebulla, Die Pacht nichtsichlicher Gegenstinde, 1999, S.132; Schaub in:
Staudinger-BGB, Neubearbeitung 2018, § 581 BGB Rn. 83 f.; Harke in: MiKo-
BGB, Band $, 8. Auflage 2020, § 581 BGB Rn. 27; Teichmann in: Jauernig, BGB,
18. Auflage 2021, § 581 BGB Rn. 2.

Vgl. Fehrenbacher, JR 2001, 309, 312; Patzak/Beyerlein, MMR 2007, 687, 690; C.
Wagner in: BeckOK-BGB, 56. Edition 2020, § 581 BGB Rn. 9; Wezdenkaff in: Pa-
landt, 80. Auflage 2021, Einfv § 581 BGB Rn. 7.

Schaub in: Staudinger-BGB, Neubearbeitung 2018, § 581 BGB Rn. 58; Barten-
bach, Die Patentlizenz als negative Lizenz, 2002, S. 88 f.

Schaub in: Staudinger-BGB, Neubearbeitung 2018, § 581 BGB Rn. 58.

Schaub in: Staudinger-BGB, Neubearbeitung 2018, § 581 BGB Rn. 58.

BGH, 15.6.1951, Az. I ZR 121/50, NJW 1951, 705, 706; BGH, 28.6.1979, Az. X
ZR 13/78, GRUR 1979, 768, 769; Fezer, Markenrecht, 4. Auflage 2009, §30

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

II. Konsensuale Losungen

wieder auf pachtrechtliche oder kaufrechtliche Vorschriften rekur-
riert.3” Die Rechte und Pflichten der Vertragsparteien sind also nicht
klar am Gesetz ablesbar, sondern werden von den Gerichten jeweils im
Einzelfall danach bestimmt, was wohl sachgerecht wire. Es ist davon
auszugehen, dass die Rechtsprechung so auch bei Datenlizenzvertragen
verfahren wiirde.
Es zeigt sich: Die Rechtslage bei Datenlizenzvertragen ist unklar. Es ist bei
Vertragsschluss kaum vorhersehbar, wie ein Gericht den Vertrag einord-
nen wird, welche Pflichten bestehen und welches Leistungsstorungsrecht
Anwendung findet. Dies fithrt zu erheblichen Rechtsunsicherheiten und
veranlasst die Parteien im Zweifel dazu, simtliche Aspekte selbst vertrag-
lich zu regeln. Dies fihrt aber zu erhohten Transaktionskosten und zu
Asymmetrien; der freie Austausch von Daten und die Gewahrung von Zu-
gang werden unattraktiver.

(3) Einordnung des Softwarevertrags

Beim hier sog. ,Softwarevertrag® geht es darum, tiber Software Zugang zu
erhalten. Alle Gerite, die mit einem ,Bordcomputer” ausgestattet sind, ob
Fahrzeuge, Maschinen oder Energieanlagen setzen in der Regel die Nut-
zung einer Software voraus, mit der auf das System zugegriffen werden
kann. Dem Handwerker kommt es auf die Nutzungsmoglichkeit an. Nicht
entscheidend ist, wie die Software zur Verfiigung gestellt wird. Besonders
interessant ist die Moglichkeit, tiber eine technische Schnittstelle auf das
System zugreifen zu kénnen. Das ermdglicht es beispielsweise einfach, das
Betriebssystem zu aktualisieren, neue Funktionen freizuschalten oder Feh-
ler (sog. ,Bugs“) zu beheben. Mdglich ist so aber auch das Auslesen von
Daten, die von Sensoren erfasst wurden. So konnen etwa Werkstatten
mogliche Fehlerquellen und defekte Teile identifizieren. All das setzt aber
Zugriff auf die Software voraus, die ggf. gegen Entgelt zur Verfiigung ge-
stellt wird.

MarkenG Rn. 1; Ingerl/Robnke, MarkenG, 3. Auflage 2010, §30 MarkenG
Rn. 52; Schulze in: Dreier/Schulze, UrhG, 6. Auflage 2018, Vor § 31 UrhG Rn. 6;
Schur, Die Lizenzierung von Daten, 2020, S. 181; Taxbet in: BeckOK-MarkenR,
23. Edition 2020, § 30 MarkenG Rn. 9; Loth/Hauck in: BeckOK-PatentR, 18. Edi-
tion 2020, § 15 PatG Rn. 40.

315 Ingerl/Robnke, MarkenG, 3. Auflage 2010, § 30 MarkenG Rn. 52.
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Fir eine derartige Konstellation im Kfz-Gewerbe hat der europaische
Gesetzgeber bereits den oben dargestellten sektorspezifischen Zugangsan-
spruch geschaffen (siche dazu C.IIL1.2). Aus diesem ergibt sich ein An-
spruch von Werkstitten gegen die Fahrzeughersteller auf Zugang zur not-
wendigen Wartungssoftware zu angemessenen Bedingungen. Allerdings
besteht auch in vergleichbaren Fillen fiir das Handwerk die Gefahr ent-
sprechender Abschottungskonstellationen — etwa wenn der ,Betreiber” ei-
nes Smart Homes sich die Instandhaltungsmaffnahmen exklusiv selbst vor-
behalten will.

Softwarevertrige sind als (Rechts-)Kaufvertrage i.S.d. §§453, 433 BGB
einzuordnen, sofern die Software auf Dauer tberlassen wird und sie auch
dauerhaft verwendet werden kann.3'¢ In der Praxis wird die Software hau-
fig gegen monatliches Entgelt lizenziert und laufend aktualisiert, etwa um
neue Modelle einzupflegen. Bei fortlaufender Aktualisierung und Nut-
zung nur auf Zeit ist in der Tendenz eher ein Rechtspachtvertrag i.5.d.
§ 581 BGB anzunehmen.31”

bb) VertragsgemafSheit der Daten

Neben der Einordnung zu einem bestimmten Vertragstypen stellt sich im
Kaufrecht, im Pachtrecht und auch im allgemeinen Schuldrecht die Frage,
wann ein Uberlassener Datensatz vertragsgemafs bzw. mangelfrei ist.

Im Rahmen eines als Rechtskaufvertrag zu behandelnden Datenzu-
gangsvertrags (s.o.) stellt sich nach §434 Abs. 1 BGB im Zweifel die Frage
nach der ,gewohnlichen Beschaffenheit® der gekauften Daten. Dieser ge-
mischt subjektive-objektive Mangelbegriff, wonach es vorrangig auf eine
vertragliche Beschaffenheitsvereinbarung, hilfsweise auf die gewohnlich zu
erwartende Beschaffenheit ankommt, ist auch im Mietrecht3!® und damit
nach § 581 Abs. 2 BGB auch im Pachtrecht mafSgeblich.

Im Hinblick auf die Qualitit der Daten wird in der Regel zwischen finf
Qualitatsebenen differenziert: ,availability, usability, reliability, relevance,
and presentation quality“.3’ Es kommt niamlich gerade nicht nur auf die

316 Vgl. BGH, 22.12.1999, Az. VIII ZR 299/98, NJW 2000, 1415; Heydn, CR 2010,
765, 772; Czychowski/Siesmayer in: Kilian/Heussen, Computerrechts-Handbuch,
35. EL Juni 2020, 20.4 Urheberrecht Rn. 121.

317 Vgl. Heydn, CR 2010, 765, 773; Czychowski/Siesmayer, in: Kilian/Heussen, Com-
puterrechts-Handbuch, 35. EL Juni 2020, 20.4 Urheberrecht Rn. 121.

318 Vgl. Schiiller, in BeckOK-MietR, 22. Edition 2020, § 536 BGB Rn. 2.

319 Hoeren/Pinelli, JZ 2020, 879, 883.
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Korrektheit der Daten an, sondern fiir eine wertschopfende Verwendung
missen diese auch richtig dargestellt und lesbar sein.3?° Diskussionen zur
Festlegung von Standards sind allerdings bisher im Sande verlaufen.3?!
Hier konnte der Gesetzgeber gemeinsam mit Vertretern der Unternehmen
beraten, wie der Mangelbegriff fiir Daten gesetzlich oder in Branchenver-
einbarungen definiert werden sollte.32? Allerdings ist fraglich, ob eine
Konkretisierung die genaue Analyse im Einzelfall ersetzen kann.3?

cc) Ruckabwicklung

Klarungsbedarf besteht hinsichtlich der Frage, wie Vertrage tber Daten
ruckabgewickelt werden konnen, etwa wegen eines Rucktritts oder im
Rahmen des Bereicherungsrechts. Die Riickgewihr, d.h. Rickiibertragung
der erhaltenen Datensitze durfte haufig nicht erforderlich sein, da der Ver-
kiufer oder Lizenzgeber diese regelmafSig noch in seinem Bestand haben
sollte. Damit der Erwerber oder Lizenznehmer auf diese keinen Zugriff
mehr hat, ist er stattdessen zur Loschung verpflichtet.3** Auf einem ande-
ren Blatt steht, wie das vollstaindige Loschen samtlicher Kopien sicherzu-
stellen ist.3?5 Allerdings wird der Erwerber die Daten regelmifig bereits
ausgewertet oder in anderer Form verwertet haben. Dann ist es mit der
bloen Loschung der Daten beim Erwerber nicht getan, um eine Riickab-
wicklung des Vertrags, also die Herstellung des vorherigen Zustandes, zu
verwirklichen. In Betracht kommt hier ein Anspruch auf Wertersatz fiir
die gezogenen Nutzungen gem. §346 Abs. 1, Abs.2 Nr. 1 BGB.3?¢ Zu be-
achten ist aber, dass der Gesetzgeber bei § 346 BGB keine nichtgegenstind-
lichen Leistungen vor Augen hatte und der hier nach dem Wortlaut anfal-
lende Nutzungsersatz sehr weitgehend ist.3?” Der Wertersatz wire nach
§346 Abs.2 S.2 BGB wohl auf die Hohe der vertraglich vereinbarten Ge-

320 Hoeren/Pinelli, JZ 2020, 879, 883.

321 Hoeren/Pinelli, JZ 2020, 879, 882.

322 Hoeren/Pinelli, JZ 2020, 879, 883.

323 Vgl. dazu im Kontext der Digitale Inhalte-Richtlinie (EU) 2019/770 Faust, Gut-
achten zum 71. Deutschen Juristentag, 2016, S. 27.

324 Vgl. zur Rickgewihr von Software schon von Gravenreuther, BB 1989, 1925,
1926 und Redeker, IT-Recht, 7. Auflage 2020, B. Der Erwerb von Soft- und Hard-
ware, Rn. 392.

325 Hoeren/Pinelli, JZ 2020, 879, 881.

326 Vgl. Hoeren/Pinellr, JZ 2020, 879, 881.

327 Hoeren/Pinelli, JZ 2020, 879, 881 f.
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genleistung begrenzt, da simtliche Nutzungen, die gezogen werden kon-
nen, im Kaufpreis eingepreist sein werden.??® Damit kann das Problem
umgangen werden, den Wert der Daten bzw. der Nutzungsmoglichkeit
der Daten berechnen zu miissen, was schwer fallen durfte.

Auch bei einer bereicherungsrechtlichen Riickabwicklung wiirden sich
Probleme der Herausgabe und des Wertersatzes stellen.3?

c) Legislative Moglichkeiten

Durch den Gesetzgeber konnte der Abschluss von Zugangsvertrigen er-
leichtert werden.

aa) Neue Vertragstypen

Denkbar ist die Ergdnzung neuer Vertragstypen in BGB oder HGB, bei de-
nen, vergleichbar mit dem Kauf-/oder Werkvertragsrecht, vertragstypische
Pflichten fiir Zugangs- und Datenvertrige niedergelegt werden. Ebenso
wire es sinnvoll, mehrseitige Plattformvertrage als Regelungsthema im
Privatrecht zu verankern.33°

Durch eigene Vertragstypen wirden die neuartigen Erscheinungen
einen rechtlichen Ankerpunkt erhalten. Einige rechtliche Ungewissheiten
wurden beseitigt, gesetzliche Leitbilder wiirden etabliert. Von diesen
konnte zwar abgewichen werden, das wiirde aber zumindest Transaktions-
kosten senken und eine Orientierung bei der Uberpriifung — etwa im Rah-
men einer AGB-Kontrolle nach §307 Abs.2 Nr.1 BGB - bieten.?3! Eine
solche Regelung wire auch ein starkes Signal an die Wirtschaft pro Zu-
gang und Datenteilung.

Die gesetzliche Regelung miisste klarstellen, dass die erforderliche Leis-
tungshandlung des Dateninhabers in der Verschaffung einer Zugangsmog-
lichkeit besteht, denn nur dies ist fiir den Zugangspetenten relevant. Auf-
genommen werden sollten vor allem Regelungen zu den Modalititen der

328 Hoeren/Pinelli, JZ 2020, 879, 881f; vgl. auch Gaier in: MiKo-BGB, Band 3, 8.
Auflage 2019, § 346 BGB Rn. 27.

329 Vgl. Sprau in: Palandt, BGB, 80. Auflage 2021, § 818 BGB Rn. 23.

330 Vgl. Podszun, Gutachten F zum 73. Deutschen Juristentag, 2020, S. F20f.

331 Vgl. Fries/Scheufen, MMR 2019, 721, 725 f.; Schur, GRUR 2020, 1142, 1149; Rich-
ter/Slowinski, 11IC 2019, 4, 25.
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Bereitstellung, zum Mangelbegriff, zu den Gewihrleistungsrechten, zur
Rickabwicklung bei Riicktritt und zur Datensicherheit.

Dartber hinaus konnten bestimmte inhaltliche Vorgaben, Klauselverbo-
te oder Optionen im Gesetz vorgesehen werden. So wire etwa denkbar,
dass ein gesetzliches Rahmenwerk die Anforderung enthilt, dass Zugang
technisch so ermdglicht wird, dass keine erheblichen Zusatzkosten anfal-
len oder exotische Dateiformate verwendet werden miissen. Solche Ver-
pflichtungen enthalten beispielsweise die Regeln fiir den Kfz-Sektor oder
die DS-GVO. Untersagt werden konnte beispielsweise, die Zugangseroft-
nung an Exklusivitit oder an Beschrinkungen im Kundenkontakt zu
kntipfen. Optionen kdnnten etwa fir die Vergiitung vorgeschen werden,
indem der Gesetzgeber drei verschiedene Wege der Kompensation zur
Wahl stellt. Der Gestaltungsspielraum ist hier — in Abstimmung mit dem
europaischen Recht — grof3, setzt aber voraus, dass Gesetzgeber und betrof-
fene Parteien sich tberhaupt dazu durchringen, die Zugangseroftnung
und den Datenaustausch zu einer politischen Prioritit zu machen.

bb) Erleichterung der AGB-Kontrolle

Mit der Einfithrung eines gesetzlichen Vertragstypus wiirde die AGB-Kon-
trolle in rechtssicherer Weise ermoglicht. Es lige ein normatives Leitbild
vor, an dem sich Gerichte orientieren konnten, um die Auswuchse von
Machtasymmetrien bei der Vertragsverhandlung auszugleichen. Bislang
sind fiir Zugangsvertrage zwischen gewerblichen Nutzern keine Standards
etabliert, an denen sich Justiz und Vertragspraxis orientieren konnten.
Zwar ist umstritten, ob der deutsche Weg, AGB-Kontrolle auch im un-
ternehmerischen Rechtsverkehr durchzufiihren, nicht zu weit fihrt.332
Dies ist jedoch nicht der Ort, um diese Diskussion zu fithren. Es mag der
Hinweis gentigen, dass gerade das Ungleichgewicht zwischen Big Tech-

332 Vgl. Staudenmayer, IWRZ 2020, 147, 154, Schlinkert, ZRP 2017, 222, Europai-
sche Kommission, Mitteilung zum Aufbau einer europaischen Datenwirtschaft,
2017, abrufbar unter: https://eur-lex.europa.eu/legal-content/DE/TXT/PDF/?uri=
CELEX:52017DC0009&from=DE, S. 14; Schweitzer/Welker, A legal framework
for access to data — a competition policy perspective, 2020, abrufbar unter: https:
//ssrn.com/abstract=3693874, S. 7; Bitkom, Stellungnahme Rechtliche Rahmen-
bedingungen von Industrie 4.0, 2016, S. 14; Berger, NJW 2010, 465, 466; Schlin-
kert, ZRP 2017, 222; Leuschner, NJW 2016, 1222; Maier-Reimer, NJW 2017, 1,
3 £ Pfeiffer, NJW 2017, 913, 917, Wurmnest in: MiKo-BGB, Band 2, 8. Auflage
2019, § 307 BGB Rn. 80 f.
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Konzernen einerseits und kleinen Handwerksbetrieben andererseits ein
gutes Beispiel dafiir sein kann, dass auch Unternehmen sich ofter in einer
yFriss-oder-stirb“-Situation wiederfinden kénnen, in der eine gewisse Kon-
trolle doch angemessen scheint. Fatal wire es, mangels normativer Leitbil-
der fir Datenvertrage schlicht die bisherige Praxis zum Leitbild zu erhe-
ben. Die Interessengerechtigkeit bei dem, was aktuell branchentiblich sein
mag, muss mit Fug und Recht bezweifelt werden.333

cc) Mustervertrage und Standardklauseln

Anstelle oder zumindest komplementir zur Einfihrung dispositiver ge-
setzlicher Vorschriften kdénnten einige der zuvor skizzierten Probleme
auch durch die Etablierung von Mustervertriagen oder zumindest einzelner
Standardklauseln abgefangen werden.33* Mustervertrige konnen die Trans-
aktionskosten erheblich senken und Hold-up-Probleme, also das Zurtick-
halten von Innovationen wegen rechtlicher Unsicherheiten, auflosen.
Rechtsberatungs- und damit Transaktionskosten fallen in geringerem Um-
fang an, wenn die Parteien auf Mustervertrige fiir simtliche Aspekte oder
zumindest auf Standardklauseln fir einzelne Fragestellungen zurtickgrei-
fen koénnen. Solche Vertragsmuster konnten durch Branchenvertreter aus-
gehandelt und zur Verfiigung gestellt werden. Das Bundeskartellamt (etwa
im Rahmen einer Kontrolle nach §§24ff. oder §32c GWB) oder andere
staatliche Stellen konnten entsprechenden Mustervertragen durch eine
Kontrolle oder Zertifizierung einen gewissen offiziellen Status verleihen.
Wie gut das in der Praxis funktioniert, zeigt das Mietrecht, wo Standard-
vertrage den Vertragsschluss erheblich vereinfachen. Solche Standardver-
trage sind auch im Handelsverkehr mit Daten oder beim Zugang zu Platt-
formen denkbar. Wesentlich ist aber, dass das in der Konstellation angeleg-
te Ungleichgewicht bei der Aushandlung nicht perpetuiert wird. Hier
mussten also die Verbande des Handwerk (und anderer Zugangspetenten)
auf Augenhohe am Tisch mit denjenigen sitzen, die Zugang gewahren sol-

333 Graf von Westphalen in: Lohsse/Schulze/Staudenmayer, Trading Data in the Di-
gital Economy: Legal Concepts and Tools, 2017, S. 255; ders., IWRZ 2018, 9, 16.

334 Befurwortend auch Europidische Kommission, Mitteilung zum Aufbau einer
europdischen Datenwirtschaft, 2017, abrufbar unter: https://eur-lex.curopa.cu/le
gal-content/DE/TXT/PDF/?uri=CELEX:52017DC0009&from=DE, S. 14. Siehe
auch Schur, Die Lizenzierung von Daten, 2020, S. 294.
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len. Erste Versuche zur Formulierung von Standardvertrigen fiir Daten
sind bereits in der Literatur zu finden.33

Anreize dafir koénnten durch die finanzielle Forderung von Modellpro-
jekten gesetzt werden. Der Staat selbst konnte fiir seine Bereiche sein eige-
nes Verhandlungsgewicht in die Waagschale werfen, um entsprechend fai-
re Mustervertrage zu entwickeln.

Noch weitergehend kénnte eine gesetzliche Verpflichtung fiir bestimm-
te Anbieter vorgesehen werden, solche Vertragsmuster zur Verfiigung zu
stellen. So konnten Gatekeeper etwa verpflichtet werden, Vertragsmuster
fir den Zugang bereitzustellen, die einer Vorab-Kontrolle unterliegen.
Hier waren, unter Zuhilfenahme okonomischer Modelle, verschiedene
Anreize denkbar, um die Fairness solcher Vertragsmuster zu steigern.

Eine derartige Verpflichtung wiirde freilich nur fir besonders machtige
Anbieter in Betracht kommen. Sie wiren als grofSe Gatekeeper damit ver-
pflichtet, qualifizierten Zugangspetenten zu einheitlichen Bedingungen,
die 6ffentlich bekannt sind, Zugang zu gewihren.

In den Mustervereinbarungen sollten dann auch die Modalititen der Be-
reitstellung geklart werden, etwa hinsichtlich der Aktualitit und des For-
mats von Daten, der technischen Modalititen des Zugangs, der Vergu-
tung, der einzuhaltenden Sicherheitsstandards und der Haftung. Wenn
tber diese neuralgischen Punkte Klarheit besteht und sich auch kleinere
Unternehmen darauf verlassen konnen, dass ihre schwache Position nicht
ausgenutzt wird, lassen sich zahlreiche Probleme l6sen. Allerdings basiert
das Modell, das ist der Haken, auf der freiwilligen Teilnahme der Parteien.

3. Zusammenfassung

Die Forderung vertraglicher Losungen des Zugangsproblems ist als eine
relativ wenig invasive Regulierungsoption zu beftirworten. Die derzeitige
Rechtslage insbesondere zu Datenlizenzvertragen ist mit erheblichen Unsi-
cherheiten verbunden und stellt ein Handelshemmnis dar. In neuen Re-
gelwerken oder in Mustervertrigen sollten die Modalititen des Zugangs
geklart werden.

Eine Option ist es, dies ganz der Selbstregulierung zu tberlassen. Die Er-
fahrungen damit, etwa im Patentbereich, sind allerdings gemischt.

335 Apel in: Beck’sche Online-Formulare IT- und Datenrecht, 4. Edition 2020, 3.5
Vertrag Gber die Nutzung von bereitgestellten Daten ("Datenlizenzvertrag"),
3.6. Datenkaufvertrag.
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Der Gesetzgeber sollte fur die neueren Phinomene (mehrseitige Platt-
formvertrige, Zugang, Datennutzung) Vertrige gesetzlich typisieren. Das
wiirde abweichende Vereinbarungen nicht ausschlieen, gibe aber einen
normativen Ankerpunkt und wiirde das Zivilrecht an die Wirtschaft des
21. Jahrhunderts anpassen. Durch Verpflichtungen, Optionen und Verbo-
te konnten entsprechende Vertrige in vom Gesetzgeber vorgesechene Bah-
nen gelenkt werden und extreme Auswiichse bekimpft werden. Das wiirde
auch mit der AGB-Kontrolle besser gelingen, wenn ein Vertragstypus nor-
miert ist.

Eine Erleichterung finde die Praxis bereits, wenn fiir die entsprechen-
den Vereinbarungen faire Muster vorldgen. Bei deren Aushandlung ist auf
eine Beteiligung der unterschiedlichen Gruppen zu achten. Auch hierfiir
kann der Staat Anreize setzen.

III. Zugangsanspriiche

Wenn technische Barrieren fortbestehen und vertragliche Losungen nicht
funktionieren, ist den Petenten ggf. mit einem rechtlich verankerten An-
spruch Zugang zu gewihren. Ein Zugangsanspruch, der ggf. zwangsweise
durchgesetzt werden kann, kann technische und vertragliche Losungen
auch anreizen. In der 6ffentlichen Diskussion wurde bislang der Fokus auf
den Zugangsanspruch als solchen gelegt. In der Reform des Kartellrechts,
die 2021 mit der 10. GWB-Novelle abgeschlossen wurde, sind Datenzu-
gangsanspriche — wie gesehen — verstirkt worden. Es stellen sich aber viele
Folgefragen, die der Kliarung zugefithrt werden miissen. An deren Ausge-
staltung entscheidet sich erst der Erfolg eines Zugangsanspruchs, der aus
der Wettbewerbslogik heraus gewihrt wird. Ein allgemeiner, branchen-
tibergreifender Zugangsanspruch ist nicht undenkbar, misste aber klare
Begrenzungen haben, um gentigend Investitions- und Innovationsanreize
zu belassen. Eine realistische und sinnvolle Moglichkeit sind sektorspezifi-
sche Zugangsanspriiche.

1. Kartellrechtliche Anspriiche
Im Kartellrecht sind inzwischen explizit verschiedene Zugangsanspriiche
vorgesehen: In §20 Abs. 1a GWB geht es um den Zugang zu Daten, aus

§19 Abs.2 Nr.4 GWB kann sich ein Zugangsanspruch zu ,Infrastruktu-
ren” ergebe, womit auch Plattformen erfasst sind. Auch aus §20 Abs. 3a
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GWB und aus § 19a GWB konnen sich branchenubergreifende Zugangsan-
spriche ergeben. Allerdings wurde bereits betont, dass der kartellrechtli-
che Zugangsanspruch kein Selbstlaufer ist, sondern regelmifig eine auf-
wandige Einzelfallprifung unter Abwigung verschiedener wettbewerbli-
cher Interessen voraussetzt.

Zentral bleibt im Kartellrecht die Abhédngigkeit des Zugangspetenten
von einem anderen Unternehmen. Das mag auf den ersten Blick einleuch-
tend erscheinen, ist doch sonst auch gar keine Notwendigkeit gegeben,
einen Anspruch vorzusehen. Allerdings meint Abhidngigkeit das Fehlen
ausreichender und zumutbarer Ausweichmoglichkeiten.?3¢ Das bedeutet,
dass zum einen der Nachweis zu erbringen ist, dass es keine derartigen
Ausweichmoglichkeiten gibt. Es wird mit Blick auf die bisherige Recht-
sprechung zur Abhingigkeit (die sich freilich noch nicht mit §20 Abs. 1a
GWB auseinandersetzen musste) nicht geniigen, wenn in einem einzelnen
Fall der Auftrag nicht erfiillt werden kann. Es durfte vielmehr erforderlich
sein, dass keine gleichwertigen Moglichkeiten bestehen, andere Auftrige
auszuftihren. Wenn die Rechtsprechung sich in eine solche Richtung ent-
wickelt, kommt §20 Abs. 1a GWB (ebenso wie die anderen Missbrauchs-
tatbestinde) vor allem in Betracht, wenn eine starke Abhingigkeit von
einem einzelnen Anbieter vorliegt (z.B. Abhangigkeit eines Handwerkers
von einem fithrenden Industriehersteller) oder wenn ein Biindel gleicharti-
ger Verweigerungshaltungen letztlich den gesamten Markt sperrt.

In den tbrigen Fillen wiirde es hingenommen, dass sich ein Plattform-
betreiber zwischen den Kunden und den Handwerker dringt. Damit
schafft der kartellrechtliche Zugangsanspruch in vielen Fillen keine Abhil-
fe; die konkrete Kundenbeziehung wiirde auseinandergerissen. Der ver-
dringte Handwerker muss sich, wie ein vom Hof gepriigelter Hund, ein
neues Revier suchen. Das mag eine Folge von aggressivem Verdringungs-
wettbewerb sein. Ob es aber ein fairer Leistungswettbewerb ist, mag be-
zweifelt werden.

Eine Auslegung der Norm, wie sie hier skizziert wird, ist nicht zwin-
gend. Die bisherige Rechtsprechung aber und die vorsichtigen Worte in
der Gesetzesbegriindung zu den neu geschaffenen Datenzugangsanspri-
chen lassen nicht erwarten, dass im Rahmen der kartellrechtlichen Wiirdi-
gung ohne weitergehenden gesetzgeberischen Eingriff eine erhebliche Aus-
dehnung der Zugangsrechte erfolgt. Das Grundproblem des kartellrechtli-
chen Anspruchs, seine hohen Voraussetzungen und der hohe Aufwand des

336 Vgl. Loewenheim in: Loewenheim/Meessen/Riesenkampff/Kersting/Meyer-Lin-
demann, Kartellrecht 4. Auflage 2020, § 20 Rn. 13.
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Nachweises jeweils im Einzelfall, kann innerhalb dieses Rechtsgebiets
nicht geldst werden. Der Gesetzgeber hat mit der 10. GWB-Novelle schon
einen — im Rahmen dieser Regelungsrationalititen — sehr weitgehenden
Schritt gemacht.

2. Alternativer Zugangsanspruch

Ein noch weitergehender Zugangsanspruch misste einen Anspruch auf
Zugang zu digitalen Systemen vorsehen, wenn dieser Zugang erforderlich
ist, um auf nachgelagerten Markten titig zu werden oder den Kontakt zu
aktuellen und potentiellen Kunden zu halten.

Weitergehend ware dieser Anspruch gegentber dem Kartellrecht nur
dann, wenn er unterschiedslos, ohne aufwindige Analyse im Einzelfall, ge-
gebenenfalls gestitzt auf Vermutungen gewihrt wiirde.

Allerdings sind auch die Schattenseiten eines solchen Anspruchs zu se-
hen: Fur diejenigen, die Daten sammeln oder Plattformen aufbauen, wire
der Investitionsanreiz erheblich gemindert, wenn in der Folge jedermann
Zugang beanspruchen konnte. Das wirde digitale Innovationen in
Deutschland oder Europa gefihrden. Wird der Zugangsanspruch weit ge-
oOffnet, missten deshalb an anderen Stellen die Stellschrauben so justiert
werden, dass dennoch ein Investitions- und Innovationsanreiz erhalten
bleibt. Das liefe sich zum Beispiel iiber die Anspruchsberechtigung oder
eine gesetzliche Einschrinkung der Voraussetzungen erreichen.

a) Anspruchsberechtigte Personen

Der Anspruch wird im Verhaltnis von Leistungserbringer (Handwerksun-
ternehmen) und Inhaber des digitalen Schlussels geltend zu machen sein.
Der ebenfalls beteiligte Kunde sollte aus diesem Verhiltnis herausgehalten
werden, auch wenn der Kunde erst die beiden Seiten miteinander verbin-
det. Die Einbezichung des Kunden (die einem mehrseitigen Markt ja
grundsatzlich entsprechen wiirde) ist aus Servicesicht abzulehnen — die
Kunden sollen mit der Organisation der Leistung nicht behelligt werden.
Mit Blick auf die Anspruchsberechtigung ist festzuhalten, wer Zugang
erhalten soll. In der vorliegenden Untersuchung wird insbesondere das
Handwerk in den Blick genommen. Es ist aber keineswegs gesagt, dass alle
Handwerksunternehmen in gleicher Form eine Zugangsberechtigung er-
halten sollen, und es ist auch nicht gesagt, dass der Kreis auf Handwerks-
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unternehmen beschrinkt sein soll. Die Zugangsprobleme stellen sich fiir
sehr viele verschiedene Unternehmen, auch solche, die nicht dem Hand-
werk zugehorig sind. Eine eigene Regelung fiir das Handwerk scheint der-
zeit weder geboten, noch durchsetzbar.

Mit Blick auf eine noétige Eingrenzung des Anspruchs konnte an
Grofenkriterien auf beiden Seiten angekniipft werden. Bei besonders ho-
her Marktmacht oder besonders hohen Umsatzen des Inhabers des digita-
len Schlissels ist eine Pflicht zur Zugangser6ffnung leichter zu bejahen als
bei anderen Unternechmen. Kleine Unternehmen konnten eher Zugang er-
halten als groRere.

b) Identifikation des Zugangsziels

Der Zugangsanspruch muss auf ein Zugangsziel gerichtet sein. Es muss al-
so klar zu erkennen sein, worauf sich der Zugang richtet. Wie gesehen ist
dies nur in einer Minderheit der Fille ein ,,Zugang zu Daten® im Sinne
von Rohdaten. Die Rohdaten, die nicht verarbeitet, nicht veredelt oder
sortiert sind, dirften im Regelfall wertlos fiir den Handwerker sein, insbe-
sondere wenn sein Unternehmen nicht auf die Datenanalyse spezialisiert
ist. Vielmehr wird es hiufig um eine Eroffnung des Zugangs zum Gerit,
zur Programmierung oder, noch treffender: zum Kunden gehen. Die wirt-
schaftliche Zielrichtung ist darauf gerichtet, den Kunden ansprechen zu
konnen, die Kundenbeziehung aufzubauen und die Leistung, die der Kun-
de nachfragt, zu erbringen.

In den bestehenden wettbewerblichen Anspriichen ist der Fokus auf den
Zugang zu Daten gerichtet. Damit werden einige wichtige Konstellationen
verfehlt oder jedenfalls auf ein Zugangsziel gelenkt, das dem Handwerk
im Zweifel nicht immer nutzt. Als Zugangsziel eines allgemeinen Zu-
gangsanspruchs wire das Ziel in den Mittelpunkt zu riicken, Zugang zum
Kunden zwecks Leistungserbringung zu erhalten. Technische Hurden
dirften dem nicht entgegenstehen, ein rechtlicher oder technischer
Ausschluss dirfte nicht erlaubt sein.

c) Materielle Voraussetzungen
Ein Zugangsanspruch setzt in quasi allen Szenarien, die im Recht bekannt

sind — vom Notwegerecht iiber die Zwangslizenz bis zur PSD2-Richtlinie -
eine Art ,Notlage® voraus. Es missen gewisse materielle Voraussetzungen
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gegeben sein, sodass die Zugangser6ffnung eigentlich der einzige Weg ist,
will man nicht dem Petenten das Tatigwerden verunmoglichen. In den
kartellrechtlichen Fillen wird dies typischerweise durch das Minimal-Kri-
terium der Unerlasslichkeit gewahrleistet, wenn nicht — wie etwa bei der
sog. ,new product rule“ im IMS Health-Fall — sogar weitergehende materi-
elle Voraussetzungen gestellt werden.33”

Im privaten Wirtschaftsverkehr, der vom allgemeinen Wettbewerbsrecht
geregelt wird, ist eine allgemeine Zugangsgewahrungspflicht uniiblich. So
kann etwa ein Marktbetreiber den Zugang zum Markt ebenso von Voraus-
setzungen abhingig machen wie der Inhaber eines Patents.

Die moglichen materiellen Voraussetzungen lassen sich aber in gewisser
Weise verallgemeinern. Diese Verallgemeinerung konnte die Kriterien fir
einen Zugangsanspruch vorgeben, wenn man die bisherigen Anspriche in
§§ 19, 20 GWB fiir unzureichend hilt. Mit folgenden Kriterien, die an die
bisherige Praxis angelehnt sind, aber weniger schwierig zu erfiillen sind,
liefe sich einfacherer Zugang erlangen:

- Liegt zwischen den Parteien ein Ungleichgewicht vor? (Asymmetrie)

- Hat der Zugangspetent keine alternativen Moglichkeiten, um weiter-
hin geschaftlich titig zu bleiben? (Unerlisslichkeit)

- Ist die Zugangser6ffnung volkswirtschaftlich oder rechtlich geboten?
Werden so beispielsweise Effizienzgewinne, Innovationen, eine bessere
Befriedigung der Nachfrage oder eine faire Chancenverteilung ermog-
licht? (normatives Kriterium)

- Wird der Wettbewerb geschadigt, wenn der Zugang nicht erdffnet
wird? (Wettbewerbsbeeintrachtigung)

- Liegt eine objektive Rechtfertigung fiir die Zugangsverweigerung vor?
(Ausnahmen)

Das Kriterium der Asymmetrie ist eher nachweisbar als Abhingigkeit oder

Marktmacht. Das normative Kriterium geht tiber das hinaus, was bislang

in vergleichbaren Fallen verlangt wird.33® Das ist insofern gerechtfertigt

als, anders als im Immaterialgiiterrecht, keine mit Verfassungsrang ausge-
statteten eigentumsartigen Rechtspositionen zur Debatte stehen: Weder

Daten, noch Kundenkontakte genieflen eine derartige Stellung. Vielmehr

ist die Zuordnung von Daten zu einem tatsichlichen Inhaber hiufig Re-

sultat einer zufilligen Position oder Folge einer vertraglichen Konstellati-
on, die aber nur in seltenen Fillen Gegenstand von Verhandlungen mit

337 EuGH, 29.4.2004, Rs. C-418/01, ECLI:EU:C:2004:257 — IMS Health.
338 Vgl. Schweitzer/Haucap/Kerber/Welker, Modernisierung der Missbrauchsaufsicht
fir marktmachtige Unternehmen, 2018, S. 187 f.
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Leistung und Gegenleistung war, und die auch nicht immer auf hohen In-
vestitionen beruht. Hat sich beispielsweise ein Fahrzeughersteller eine Ein-
willigung zur Nutzung personenbezogener Daten beim Kauf des Autos
einriumen lassen, wird das im Regelfall nicht auf einem Aushandlungs-
prozess beruhen, bei dem der Kiufer im Gegenzug einen erheblichen
Nachlass auf den Kaufpreis erhalten hat und sich bewusst dagegen ent-
schieden hat, der Werkstatt ebenfalls Zugang zu diesen Daten zu geben.
Die vom Hersteller dann gesammelten Daten werden nicht vom Hersteller
kreiiert oder generiert, sondern bestenfalls festgehalten. Die Investitionen
fir einen entsprechenden Sensor sind abzugelten, sie diirften aber iber-
schaubar sein.

Im Immaterialgiiterrecht (das fir die Kriterien hier Pate stand) ist es ge-
rade Kern der Sache, dass der Inhaber des Schutzrechts dartber entschei-
det, wer in der Verwertungskette zum Zuge kommen soll, damit die Inves-
titionen amortisiert oder seine berechtigten personlichen Interessen am
Schutzgegenstand angemessen gewahrt werden. Damit nimmt das Imma-
terialgiiterrecht eine Ausnahme vom Wettbewerbsgedanken vor. Diese
Ausnahme soll sich aber gerade nicht in anderen Bereichen fortsetzen. Der
ubliche Gang des Wettbewerbs ist, dass der Verbraucher zum Schiedsrich-
ter wird und entscheidet, wer eine Leistung erbringen soll. Dieses Recht
soll der Verbraucher auch im digitalen Zeitalter weiter innehaben - und
die Schiedsrichterposition im Wettbewerb nicht an einen Vermittler ver-
lieren. Der Gatekeeper entscheidet im Zweifel, wie dargelegt, auch nicht
im Sinne des Kunden, sondern hat die Moglichkeit, seine Position als ver-
mittelnder Agent zu mehreren Marktseiten hin missbrauchlich auszunut-
zen und in erster Linie seine eigenen Interessen zu beférdern. Angesichts
der fehlenden Informationen fir den Verbraucher und der mangelnden
Transparenz gelingt dies. In dieser Verdrangung des Verbrauchers aus sei-
ner Schiedsrichter-Position liegt aber gerade eine korrekturbedurftige
Fehlentwicklung.

Das hat auch der Bundesgerichtshof in seiner Facebook-Entscheidung
2020 deutlich gemacht: Der BGH hat entschieden, dass die mangelnde
Einflussmoglichkeit des Verbrauchers auf die Datennutzung bei Facebook
ein Missbrauch von Marktmacht durch das Netzwerk ist. Entscheidungs-
souverdnitit des Konsumenten ist demnach ein zentrales Element der
Marktwirtschaft — auch im digitalen Zeitalter.3¥ Drex/ hat mit seiner
Schrift zur ,wirtschaftlichen Selbstbestimmung des Verbrauchers“ nachge-

339 BGH, Beschl. v. 23.6.2020 - KVR 69/19; GRUR 2020, 1318; vgl. Podszun, GRUR
2020, 1268.
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wiesen, dass es in einer modernen Marktwirtschaft gerade darauf an-
kommt, die Entscheidungshoheit des Verbrauchers zu sichern.’*’ Anderen-
falls funktioniert der Mechanismus Wettbewerb, der die Zusammenfiih-
rung (und damit Auswahl) der Leistungspartner steuert, nicht mehr. Die
Verbraucherentscheidung darf somit nicht durch eine Steuerung seitens
der Vermittler ersetzt werden.

Das Kriterium der Wettbewerbsbeeintrachtigung ist der marktwirt-
schaftlichen Ordnung eingeschrieben. Eine Schadigung des Wettbewerbs
sollte freilich gentigen. Dafir spricht, dass gerade Plattformmarkte zur
Monopolisierung neigen, also eine wettbewerbliche Gefahrenlage vorliegt.
Wird stets erst eingegriffen, wenn der Markt bereits ,gekippt® ist, ist das
Wettbewerbsziel nicht mehr erreichbar.

Eine objektive Rechtfertigung fiir die Zugangsverweigerung konnte bei-
spielsweise bei Sicherheitsbedenken oder Datenschutzfragen berticksich-
tigt werden.

Weiterfiihrend wiren solche Kriterien freilich nur, wenn gesetzliche
Vermutungen etabliert wiirden. Andernfalls wiirden langwierige Ausein-
andersetzungen im Einzelfall die Zugangserlangung faktisch erheblich er-
schweren — gerade fiir strukturell unterlegene Parteien, die schlechter
Rechtsschutz suchen konnen.

3. Sektorspezifische Zugangsanspriiche

Wettbewerbliche Anspriiche kntipfen an die Marktmacht der Hersteller/
Plattforminhaber an und greifen sodann an dem sich daraus ergebenden
Machtgefille zwischen den Marktteilnehmern ein. Ein allgemeiner Zu-
gangsanspruch hat den Nachteil, dass er moglicherweise zu weitgehend
eingreift. Eine Zwischenstellung konnten sektorspezifische Zugangsan-
spriiche einnehmen. Darin lage wohl eine effektive Losung der Zugangs-
problematik, zumal sektorspezifisch auch Losungen fiir technische Zu-
gangsautomatismen gefunden werden kénnten.3#!

340 Drexl, Wirtschaftliche Selbstbestimmung des Verbrauchers, 1998.
341 Vgl. Drexl, NZKart 2017, 339 und 415.
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a) Vorbild-Regelungen

Bereits jetzt ist, wie dargestellt, etwa fiir die Kfz-Branche in einer eigenen
EU-Verordnung ein Zugangsanspruch geregelt. So werden Kfz-Hersteller
verpflichtet, den unabhingigen Marktteilnehmern die Reparatur- und
Wartungsinformationen zu ihren Fahrzeugen in einem Standardformat
leicht zuganglich diskriminierungsfrei zur Verfiigung zu stellen.?#? Effek-
tiv wird dieser Anspruch dadurch, dass er nicht von einer Einzelfallpri-
fung abhingig ist. Es muss nicht zuerst die besondere Marktmacht der
Hersteller festgestellt werden, wofir langwierige Verfahren erforderlich
sein konnen. Vielmehr wird der Zugang strukturell verankert, sodass die
Nutzung des Anspruches als Standardprozedere automatisch ablauft und
nicht als eine Art Sonderfall behandelt wird, der gesondert durchgesetzt
werden muss. In den Kfz-Regelungen wird dem dadurch Sorge getragen,
dass die Typengenehmigung der Fahrzeuge in der Regel erst dann erteilt
wird, wenn der Zugang nachgewiesen wurde.343

Die sogenannte PSD-II Richtlinie3** zeigt fir den Sektor der Zahlungs-
dienste, dass auf diesem Wege auch allgemeine Schnittstellen fiir Drittan-
bieter geschaffen werden konnen. So verlangt Art. 66 Abs.1 S.1 RL (EU)
2015/2366, dass Drittanbieter die Moglichkeit haben mussen, durch das
Konto des Bankkunden eine Zahlung auszulosen. Hierdurch wird ermog-
licht, den Kunden neuartige Zahlungsservices anzubieten, die Zahlung
selbst aber technisch tber das ,alte“ Konto des Kunden durchzufiithren. Im
Gegenzug sind die Drittanbieter dazu verpflichtet, eine sichere Ubermitt-
lung der Zugangsdaten des Kunden zu gewihrleisten und sich bei der
Bank authentisch zu identifizieren.>* Die Bank darf auch keine anderen
Bedingungen oder Entgelte fordern, wenn ein Drittanbieter die Zahlung
auslost, als wenn dies der Kunde direkt tut.346

Die PSD-II Richtlinie fithrt dazu, dass eine fir alle Drittanbieter offene
Schnittstelle geschaffen wird und diese ihre Markthandlungen durchfiih-
ren kénnen. Wenn der Endkunde also einen solchen Drittanbieter nutzen
mdchte, kann er dies tun. Auf dem Marke kénnen sich die Zahlungsauslo-
sedienstleister durchsetzen, die die beste Leistung erbringen. Der sektor-

342 Siehe oben B.III.2.a.

343 Art.6 Abs. 7 VO 715/2007.

344 Art.66f. VO (EU) 2015/2366. Siehe dazu oben B.IIL.2.b.
345 Art. 66 Abs. 3 b)-d) RL (EU) 2015/2366.

346 Art. 66 Abs. 4 ¢) RL (EU) 2015/2366.
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spezifische Zugangsanspruch fordert also die Konsumentensouverinitit
und den Leistungswettbewerb.

b) Begrenzung

Die beiden genannten Regelungen sind auf kleine Anwendungsfelder und
bestimmte Branchen begrenzt. Es handelt sich nicht um umfassende Zu-
gangseroffnungen, sondern um Ldsungen fir konkrete Probleme in kon-
kreten Wertschopfungsketten. Genau das hat es ermoglicht, auf Einzelfall-
prifungen zu verzichten und das Verfahren schlank zu halten. Zudem
konnte nur eine solche Begrenzung des Zugangs zu technischen Losungen
fithren, die automatisieren oder standardisiert Zugang gewihren, ohne
dass es wesentlicher Umsetzungsschritte bedarf. Eine Negativwirkung fiir
Innovation oder Investition geht angesichts der Begrenztheit des An-
spruchs von diesem nicht aus. Insofern mahnen die genannten Modelle
moglicherweise zur Bescheidenheit: Statt auf eine grole Losung zu po-
chen, die mit Innovationswirkungen und Birokratie auch Probleme auf-
wirft, sollte zunichst die Losung konkreter kleinerer Probleme verfolgt
werden. Der Anspruch auf notwendige Reparaturinformationen wire im-
merhin Nukleus fiir eine umfassende Losung des Zugangsproblems.

Allerdings haben derartig eingegrenzte Losungen auch einen Nachteil:
Die Begrenzung auf bestimmte Branchen fordert deren Abschottung ge-
gentiber Unternehmen, die nicht in der Branche aktiv sind. Die Vernet-
zung der Mirkte, ihre Konvergenz, die ein Kennzeichen der Datendkono-
mie ist, wird so nicht abgebildet. Die adressierten Probleme sind im Um-
fang letztlich begrenzt — so ist das Kfz-Modell letztlich nur gedacht und ge-
eignet, um Reparaturen zu ermoéglichen. Dass die Kfz-Branche mit ande-
ren Diensten zusammenwichst und Teil eines immer stirker datengetrie-
benen Mobilitatssektors ist, wird so nicht erfasst.

Gleichwohl ist das Modell ein wesentlicher Anfang, der praktikabler
scheint als der Weg tber allgemeinere Zugangsanspriche, die nur stumpfe
Schwerter sind. Uber sektoral begrenzte Zugangsautomatismen und
Schnittstellenoffenlegungen konnen die Lernprozesse angestofSen werden,
die erforderlich sind, damit in einem spateren Schritt echte tibergreifende
,Datenrdume® geschaffen werden konnen.
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¢) Automatisierung des Zugangs

Wesentliches Element dieser sektoralen Zugangsanspriiche ist die Automa-
tisierung des Zugangs, also der Verzicht auf eine Einzelfallpriifung.

Das entspricht zwar nicht der wettbewerblichen Lehre, doch lassen sich
dafir Grinde finden: Erstens ist die wettbewerbliche Situation vielfach im
Begriff zu kippen (,tipping“). Die Erfahrungen bisher zeigen, dass eine Si-
tuation, in der eine Plattform oder der Inhaber eines digitalen Schlissels
sich durchgesetzt haben, im Nachhinein kaum mehr auflosbar ist. Dem ist
durch eine frihzeitige Offnung entgegenzutreten, damit auf nachfolgen-
den Marktstufen noch Wettbewerb entfaltet werden kann. Der automati-
sierte Zugangsanspruch ist damit der Schutzwall gegen das Abrutschen ins
Monopol. Zweitens bedirfen auch die Hersteller und Datenoperatoren
der Leistungen des Handwerks, z.B. weil Gerite eben einbau- oder repara-
turbediirftig sind. Sie nutzen aber das strukturelle Ubergewicht, das sie
dank der digitalen Zugangskontrolle haben, aus, um Leistungserbringer in
Abhangigkeitssituationen zu bringen. Hier ist ein Interessenausgleich an-
gemessen. Dass damit auch die Werte der Konsumentensouverinitit, des
Leistungswettbewerbs und der Marktwirtschaft abgesichert werden, ergibt
sich von selbst.

Neben etwaigen formellen Voraussetzungen sollten keine inhaltlichen
Einzelfallentscheidungen erforderlich sein. Diese bergen Potenzial fiir
Streitigkeiten und lange Verfahren.

d) Offnung von Schnittstellen

In Wertschopfungsnetzwerken, wie sie fiir das Internet of Things (IoT) ty-
pisch sind, sind Konstellationen denkbar, in denen zahlreiche Unterneh-
men, Dienstleister, Handwerker usw. an einem zentralen Operator hin-
gen, der den Zutritt zur Leistungserbringung im Wertschopfungsnetzwerk
digital kontrolliert. In solchen IoT-Netzwerken steht dann nicht die indivi-
duelle Leistungserbringung im Vordergrund (wie etwa bei der Reparatur
eines Autos), sondern die Mitwirkung in einem komplexen, vernetzen Sys-
tem. Als Beispiel kommen das Smart Home oder die Smart Factory in Be-
tracht: Hier hat meist ein Unternehmen, das die zentrale Software steuert,
den ,digitalen Hausschliissel“ in seiner Kontrolle und kann das gesamte
Wertschopfungsnetzwerk steuern. Bei Errichtung, Wartung und Weiter-
entwicklung konnen zahlreiche verschiedene Handwerksunternehmen be-
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teiligt sein, die aber allesamt Zugang zur Steuerungssoftware benotigen.
Gerade solche Netzwerke konnen erhebliche Innovationen hervorbringen.

Der Zugang dazu sollte nicht durch automatisierte Zugangsanspriche
gewihrleistet werden, sondern durch offene Schnittstellen. Offene Pro-
grammierschnittstellen (APIs) eréffnen am ehesten die Moglichkeit eines
unkomplizierten, direkten Zugriffs auf relevante Daten.

Das Vorbild dafir ist die PSD2-Richtlinie, die mit der offenen Schnitt-
stelle den Zahlungsdienstleistermarkt samt seiner Innovationen entschei-
dend belebt, ja, erst ermoglicht hat. Nur wenn viele verschiedene Unter-
nehmen mit ihren Leistungen andocken kénnen und die Entscheidung
nicht an den zentralen Operator delegiert wird (bzw. realistischer: von die-
sem strategisch nach Eigeninteressen gesteuert wird), konnen sich Smart
Home, Smart Factory oder IoT-Anwendungen zu Foren entwickeln, in de-
nen Innovationen blithen — und wo der eigentliche Nutzer (der Woh-
nungsinhaber, der Fabrikant, das IoT-Netzwerk) entscheiden kann, welche
Leistungen den Wettbewerb gewinnen.

Seine Rechtfertigung findet dieses Modell in Konsumentensouverinitat
und Leistungswettbewerb. Auch die Innovationskraft wird gesteigert. Die
digitalen Schlisselinhaber bei komplexeren Leistungsnetzwerken diirfen
nicht in die Rolle kommen, alle Leistungen zentral zu steuern. Das ware
nicht mehr die europiische Marktwirtschaft, die ihre Stirke gerade aus
dem Unternehmergeist des Einzelnen schopft.

Auch hier waren, wie im Vorbild der PSD2-Richtlinie, bestimmte Vor-
gaben vorzusehen, damit beispielsweise die Sicherheit gewihrleistet bleibt.
Selbst mit entsprechenden Einschrinkungen wiirde eine offene Schnitt-
stelle aber noch immer zahlreichen Unternehmen Zugang erméglichen.

Sektoral spezifisch konnte das konkrete Zugangsziel definiert werden.
In der Regel werden es nicht blofe Messdaten sein, sondern im Zweifel
Zugang zu einem Dashboard, auf dem diese Daten bereits aufbereitet sind
oder Zugang zu einer spezifischen Software. Eine Verglitung ist denkbar.

Alternativ kénnten eine Investitionsschutzfrist plus Portabilitdtsrege-
lung vorgesehen werden: So liefSe sich ein zeitlich begrenzter Schutz der
Schnittstelle (z.B. fir 2-3 Jahre) vorsehen, der in diesem Zeitraum eine ge-
wisse Steuerung und Monopolisierung erlaubt. Damit konnten die Investi-
tionen und die Innovationskraft des urspriinglichen Betreibers abgegolten
werden. Danach wire dann aber die Leistung des Operators abgegolten,
die Schnittstelle wire zu 6ffnen, Daten missten portabel gemacht werden.

Die offene Schnittstelle misste freilich auch genutzt werden - seitens
des Handwerks musste es Angebote geben, daran anzudocken und in die
digitale Struktur der IoT-Netzwerke vertieft einzudringen.
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e) Branchenspezifische Ausgestaltung

Den beiden hier hervorgehobenen Modellen ist gemein, dass sie sektorspe-
zifisch ausgestaltet sind. In ihre Ausgestaltung ist das Know How der ge-
samten Branche eingeflossen, auf Eigenheiten konnte eingegangen wer-
den. Der klare gesetzgeberische Impuls — Eroffnung des Zugangs — wurde
so zielgerichtet implementiert.

Je nach den Besonderheiten der Branchen und der Markte kann ein ge-
sondertes Regime vorzusehen sein. Mal mag ein reiner Datenzugang aus-
reichend sein, mal mag die Teilhabe an einem komplexen Infrastruktur-
netz mit dem Erfordernis eines differenzierten Vergiitungsmodells erfor-
derlich werden. Die Reparatur digital gesteuerter Kithlanlagen mag andere
Regelungsaspekte mit sich bringen als der Zugang zu einer Augenoptiker-
Plattform. Daher sollten derartige Zugangsverpflichtungen branchenspezi-
fisch ausgestaltet werden, damit spezifische Bedingungen und Besonder-
heiten berticksichtigt werden kdnnen — so wie es im Kfz-Bereich auch ge-
lost ist. Dabei darf aber, insbesondere bei frithzeitiger Regelung, die Macht
und kiinftige Macht, die von digitaler Kontrolle ausgeht, nicht unter-
schitzt werden. Die Lehre aus den Erfahrungen der letzten Jahre ist gera-
de, dass die Macht digitaler Player enorm rasch wachsen kann und dann
nicht mehr bestreitbar ist.

Um die konkrete Ausgestaltung passgenau zu schaffen, sollten Bran-
chenverbinde oder Kammern die Gestaltung federfihrend ibernehmen
oder jedenfalls daran beteiligt werden. Auf die Erfordernisse kleiner und
mittlerer Unternehmen ist besondere Rucksicht zu nehmen. Dementspre-
chend dirfen technische Losungen nicht zu komplex sein oder mit hohen
Anfangsinvestitionen verbunden sein. Ggf. muss ein Zugang tiber Koope-
rationen und Verbande ermoglicht werden.

4. Realisierung, Bedingungen und Vergiitung

Wird Zugang eingeraumt, ist zu kliaren, wie Zugang gewihrt wird, also
welche Form der Eréffnung auf technischer Ebene stattfindet, welche Be-
dingungen gestellt werden und welche Vergiitung zu leisten ist. Diese Fra-
gen werden auch durch die Novellierung des Kartellrechts nicht geklart,
sodass sie zu Stolpersteinen in der Praxis werden konnen, selbst wenn der
grundsatzliche Anspruch gewihrt wird. Die Fragen stellen sich in allen
Zugangsmodellen, egal ob es sich um einen kartellrechtlichen, einen allge-
meinen oder einen sektoralen Zugangsanspruch handelt.
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a) Modalititen der Zugangseroffnung

Die Einrdumung von Zugang ist ein technischer Vorgang, der eines Um-
setzungsakts bedarf. Die Umsetzung kann mit zahlreichen Schwierigkeiten
einhergehen. In der Vergangenheit hat beispielsweise die immer wieder er-
schwerte und verzogerte Offnung des Fahrhafens Puttgarden Geschichte
geschrieben — und aufgezeigt, wie kompliziert es ist, Zugang praktisch
wirksam werden zu lassen, wenn der Verpflichtete konfrontativ sabo-
tiert.3*” Im Microsoft-Fall musste ein Monitoring Trustee eingesetzt werden,
bis zur Umsetzung der von der EU-Kommission verlangten Schnittstellen-
offnung mussten mehrere hohe Geldbuflen gegen Microsoft verhingt wer-
den.348

Besonders schwierig ist die Zugangsgewahrung, wenn Daten zuginglich
gemacht werden sollen. Hier stellt sich die Frage, welche Daten genau er-
fasst werden miissen, welche Daten benétigt werden und in welchem For-
mat die Daten wann zuginglich zu machen sind. Werden Daten benotigt,
ist zu spezifizieren, wie aktuell die Daten zu sein haben und ggf. in wel-
cher Frequenz sie zu aktualisieren sind (Updatepflicht). Es wire etwa
denkbar, dass sich ein Unternehmen, das zur Zugangsgewahrung wider-
willig verpflichtet worden ist, seiner Verpflichtung entzieht, indem es auf
einer CD-Rom einen Datensatz bereitstellt, der den Empfianger zu spat er-
reicht und der fir den Empfanger nicht lesbar oder mangels Aktualitit un-
interessant ist. Hier stellt sich eine Vielzahl von Sabotagemoglichkeiten,
bis Zugang in einer Form gewahrt wird, die fiir die Zwecke des Zugangs-
petenten sinnvoll ist.

In derartigen Fillen stofSen Gerichte auch an die Grenzen ihrer Tenorie-
rungsmoglichkeiten, da die Verpflichtung einerseits bestimmt genug aus-
fallen muss, andererseits im Vorhinein kaum zu ermessen ist, welche Da-
ten in welcher Form wie vorgelegt werden missen.

Hiufig wird der Zugang nicht zwingend zu Daten vermittelt, sondern
etwa zu einem Dashboard, das weiteren Zugriff in einer lesbaren Form
vermittelt oder auf dem die Daten so vorliegen, dass sie einsehbar sind. Zu
kliren ist, ob dies geniigt, um die Leistung zu erbringen. Auch hier ist

347 Der Fall dieser “Vogelfluglinie® wird teilweise nachgezeichnet in Podszun,
ZWeR 2012, 48, 54 m.w.N. Den dort genannten deutschen Entscheidungen wa-
ren bereits mehrere EU-Entscheidungen vorgelagert, siche z.B. Europiische
Kommission, 21.12.1993, Entsch. 94/119/EG — Hafen von Rodby.

348 Europaische Kommission, 27.2.2008, COMP/34.792 — Microsoft (periodic penalty
payment).
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denkbar, dass relevante Daten fehlen oder ein erweiterter Zugang erforder-
lich ist, wenn die Leistungserbringung komplexer wird.

Zum Teil verlangen Gatekeeper, dass bestimmte Software verwendet
werden muss, ohne die ein Auslesen von Daten oder ein Zugang nicht
moglich ist. Es kann sein, dass diese Software nicht allgemein verfugbar ist
oder wiederum ein Lizenzvertrag mit dem Gatekeeper (oder einem ver-
bundenen Unternehmen) abgeschlossen werden muss oder im Gegenzug
zahlreiche Daten des Handwerksunternehmens ausgelesen werden kon-
nen. Dann verbergen sich moglicherweise hinter diesen Hilfsmafinahmen
weitere Wettbewerbsbeschrinkungen oder Einschrinkungen fir den Zu-
gangspetenten.

Denkbar ist auch, dass fir die Gewahrung des Zugangs der Abschluss ei-
nes Lizenzvertrags verlangt wird. Dieser Lizenzvertrag kann dann wiede-
rum Teile enthalten, die erst wieder gepriift werden miissen und die mog-
licherweise rechtswidrig sind. Dadurch kann sich wiederum eine Verzoge-
rung oder eine Erschwernis des eigentlich bereits erstrittenen Zugangs er-
geben.

Der Datenzugang muss auch in zeitlicher Hinsicht determiniert werden.
Je nach Bediirfnis kann es geniigen, kurz und einmalig Zugang zu gewih-
ren. Es kann aber auch Situationen geben, in denen ein Zugang mehrfach
oder dauerhaft erdffnet sein soll. Auch diese zeitliche Schiene mag wiede-
rum zu Verzdgerungen und neuen Streitigkeiten fiihren.

Es gibt keine one-size-fits-all-Losung fiir das hier aufgezeigte Problem der
Modalititen. Es soll insbesondere verdeutlicht werden, dass der eigentlich
zugesprochene Anspruch bei der Geltendmachung zahlreiche Ungewiss-
heiten mit sich bringen kann, die zu Verzégerungen und neuen Rechts-
streitigkeiten fiihren kénnen, ohne dass dies im Vorhinein im Rahmen ei-
nes wettbewerblichen Zugangsanspruchs geregelt werden kann.

Erforderlich ist aber, dass mit Gewahrung des Zugangs auch die wesent-
lichen Modalititen feststehen. Diese sind:

- Konkretes Zugangsziel,

- Umfang des Zugriffs,

- mit dem Zugang verbundene Rechte (z.B. reine Betrachtung oder auch
Bearbeitung),

— Details der technischen Ermdglichung des Zugangs (Schritt fiir
Schritt),

- ggf. erforderliche Hilfsmittel oder Zusatzrechte fiir den Zugang,

- Mitwirkungspflichten der jeweiligen Parteien fiir den Zugang,

— Dauer der Zugangser6ffnung,

- Frequenz des Zugriffs,
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— Aktualitit des zur Verfugung gestellten Materials (Livestream oder ak-
tuelle Daten),

— zu beachtende technische oder rechtliche Besonderheiten.

Ein gesetzlicher Zugangsanspruch, der nicht jedes Detail festlegt, wird

nicht ohne Code of Conduct der Praxis (siche oben) oder einen raschen

Streitschlichtungsmechanismus (siche unten) auskommen, wenn der An-

spruch wirksam sein soll.

b) Beschrankungen und Bedingungen

Die Zugangsbedingungen konnen einen erheblichen Einfluss auf das kom-
merzielle Ergebnis haben. Wenn der Gatekeeper die Moglichkeit hat, Be-
dingungen zu stellen (sei es auf vertraglicher Basis oder weil ihm dieses
Recht nicht verwehrt ist), konnen sich solche Bedingungen erheblich aus-
wirken. Zu denken ist neben den genannten Modalititen z.B. an Verwen-
dungsbeschrinkungen hinsichtlich der Daten, die Verpflichtung zur Ab-
nahme von Ersatzteilen, das Verlangen einer Zustimmung zur Daten-
sammlung, die Verpflichtung zur Registrierung beim Gatekeeper, die Be-
schrinkung sonstiger Kundenkontakte oder des Ausbaus von Kundenkon-
takten, die Verpflichtung auf die Einhaltung bestimmter Standards, Doku-
mentationspflichten, die Verpflichtung zur Nutzung bestimmter Software,
das Verlangen nach Preisgabe bestimmter Daten, die Einriumung von
Rechten an geschiitztem Material — der Phantasie sind kaum Grenzen ge-
setzt.

Teil der Umsetzung kann etwa sein, dass im Gegenzug der Handwerker,
der Zugang erlangt hat, seine Leistungsdaten oder andere Daten an denje-
nigen abgeben muss, der Zugang vermittelt. Eine entsprechende Ubertra-
gung von Informationen kann einen hohen wirtschaftlichen Wert fiir den
datenerhebenden Zugangsgewihrer haben, sodass dessen Marktposition
wiederum gestarkt wird.

Das ist aber keineswegs zwangslaufig so. Es ist auch eine asymmetrische
Datenteilungspflicht denkbar, mit der kleinere Unternehmen privilegiert
werden. Die Gegenseitigkeit der Datenoffenlegung kénnte so verhindert
werden, sodass zwar ein Datenfluss zu den Kleinen, aber kein Datenabfluss
zu den Groflen stattfindet.

Erlangt der Handwerker Kenntnis von bestimmten Daten, kann ihm
diesbeziiglich eine weitergehende Verwendungsbeschrinkung auferlegt
werden, sodass die Daten nicht fiir weitere Leistungen verwendet werden
konnen. Erhalt beispielsweise ein Handwerker in einem Smart Home Zu-
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gang zu den notwendigen Servicedaten und erkennt aus den Verbrauchs-
daten, dass neben der angefragten Wartung fiir Gerit 1 auch Gerat 2 war-
tungsbedirftig ist, dirfte ggf. keine Wartung an Gerit 2 durchgefithrt wer-
den, oder es miisste erst erneut Zugang angefragt werden. Damit wird der
Kundenservice beschnitten, dem Handwerker entgehen Zusatzgeschifte
oder es sind Provisionszahlungen zu leisten.

Bei der Zugangsgewihrung selbst und in Folge der Zugangsgewihrung
bei Tatigkeiten und Geschiftsabschliissen kann es zu Fehlern und Schidi-
gungen kommen. Die Frage ist, wer die Haftung dafiir Gbernehmen muss.
Gewihrt beispielsweise ein Gatekeeper Zugang zu einem Datensatz, iiber-
tragt mit dem Datensatz aber einen Virus, kann dies Folgeschiden fir den
Zugangspetenten haben. Repariert der Zugangspetent etwas im Smart Ho-
me und stellt dabei die Software falsch ein, sodass es danach zu einem Sys-
temabsturz kommt, kann auch dies Schadensersatzanspriiche auslosen.
Eine Vielzahl von Gestaltungen ist denkbar, etwa eine Beschrinkung der
Haftung, eine Uberwilzung der Haftung auf die andere Partei, eine Versi-
cherungslosung oder eine gesetzliche Haftungslosung.

Die Gerichte werden nur sehr vorsichtig zusatzliche Bedingungen for-
mulieren, solange das im Gesetz nicht angelegt ist. Vielmehr wird typi-
scherweise das Aushandeln der Details auf den Verhandlungsweg verwie-
sen. Das wiederum kann den einmal erstrittenen Zugangsanspruch auf-
grund der denkbaren Bedingungen und der notwendigen Verhandlungen
entwerten. Wenn Zugang nicht ziigig und umfassend gewahrt wird, bleibt
Zugang wertlos — die Kunden konnen nicht warten, bis erst hochstrichter-
lich entschieden ist, ob ein Handwerker eventuell Zugang erhalt. In der
Zwischenzeit wird es aus Kundensicht immer die bequemere Losung sein
auf einen Dienstleister zu setzen, den der Gatekeeper bereithilt.

Zu klaren ist daher, ob mit der Zugangser6ffnung weitere Bedingungen
oder Beschrinkungen rechtlicher Art verbunden sein sollen. Zudem ist die
Haftung zu klaren.

Wiederum gilt, was zu den Modalititen der Zugangserdffnung gesagt
wurde: Kommt es nicht zu gesetzlichen Vorgaben (dazu oben), sind Codes
of Conduct oder Streitschlichtungsmechanismen unerlésslich. Ein Muster-
vertrag konnte entsprechende Standards, ggf. branchenabhingig, durchset-
zen.
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c) Vergitung

Ein verpflichtender Zugang muss typischerweise nicht kostenfrei, sondern
nur gegen ein angemessenes Entgelt gewahrt werden. Der Gatekeeper
muss fir das Sammeln der Daten oder den Aufbau einer Plattform belohnt
werden. Andernfalls wird der Anreiz, digitale Geschaftsmodelle weiterzu-
entwickeln, Daten zu sammeln und zu analysieren, die bisher noch nie-
mand analysiert hat, oder innovative loT-Systeme aufzubauen, erheblich
geschwicht. Das gilt besonders, wenn mit dem Aufbau einer derartigen In-
frastruktur nicht unerhebliche Kosten verbunden sind.

Probleme bereitet naturgemaf$, welche Vergiitung angemessen ist. Da-
bei stellt sich zum einen die Frage nach dem Vergttungsmodell. Denkbar
ist eine einmalige oder regelmafiig wiederkehrende Zahlung, aber auch
eine Bezahlung abhingig vom erwirtschafteten Gewinn, der erst durch die
Zugangserlangung moglich wird. Wiederum liegt eine Einzelfalllosung
naher als eine allgemeine Regel.

Denkbar ist, auf die aus dem Patentrecht geltenden FRAND-Bedingun-
gen (fair, reasonable and non-discriminatory) zurickzugreifen, die beim
sogenannten Zwangslizenzeinwand relevant sind. Dies wurde bereits 2017
von der Europiischen Kommission in ihrer Mitteilung zum Aufbau einer
europaischen Datenwirtschaft erwogen.’¥ Die FRAND-Grundsatze sind
zudem bereits Leitbild fir verschiedene Sekundirrechtsakte der Union
(vgl. oben B.IL.2). Dabei verweisen die Gerichte typischerweise auf den
Weg der Aushandlung zwischen den Parteien (ggf. nach einem vorgegebe-
nen Muster).3*® Ob ein Vertragsangebot FRAND-gemaf ist, ist von den
Gerichten aber vollumfinglich dberpriifbar.3s!

Der Grundsatz, dass die Parteien die Lizenzbedingungen und damit die
Vergiitung selbst aushandeln miissen, lasst sich auch fiir die Vergiitung in
Datenzugangskonstellationen fruchtbar machen.’s? Die Parteien konnen
im Zweifel deutlich besser beurteilen, welches Vergiitungsmodell und wel-
che Vergiitungshohe im vorliegenden Fall angemessen ist. Damit bleibt

349 Europaische Kommission, Mitteilung zum Aufbau einer europaischen Daten-
wirtschaft, 2017, abrufbar unter: https://eur-lex.europa.eu/legal-content/DE/TXT
/PDF/2uri=CELEX:52017DC0009&from=DE S. 15.

350 Grundlegend EuGH, 16.7.2015, Rs.C-170/13, ECLL:EU:C:2015:477, GRUR
2015, 764 — Huawei/ZTE; BGH, 5.5.2020, Az. KZR 36/17, WuW 2020, 478 —
FRAND-Einwand m. Anm. Kellenter.

351 Vgl. OLG Karlsruhe, 8.9.2016, Az. 6 U 58/16, BeckRS 2016, 17467, Rz. 36; OLG
Dusseldorf, 17.11.2016, Az. I-15 U 66/15, BeckRS 2016, 21067, Rz. 14 ff.

352 Befiirwortend auch Staudenmayer, INRZ 2020, 147, 156.
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zwar die Frage offen, wie die Gerichte die Vergiitung bestimmen muiissen,
wenn sich die Parteien nicht nur hinsichtlich einzelner Fragen wie z.B. der
konkreten Summe, sondern tuber grundlegende Fragen wie das Vergu-
tungsmodell streiten. Dies sollte aber mit zunehmender Fallpraxis auf dem
Markt immer leichter werden. Dennoch bleibt die Frage der Vergiitung
zentral und von enormer Schwierigkeit fir die Praxis, da die Mafstibe
noch nicht wirklich konturiert sind.

Die FRAND-Losungen haben in der immaterialgiiterrechtlichen Praxis
immer wieder auch zu erheblichen Schwierigkeiten geftihrt. Letztlich ist
bis heute unklar, wie der ,gerechte Preis“ bestimmt werden sollte. Falls
hier keine Brancheneinigung in Sicht ist oder ein rascher Streitschlich-
tungsmechanismus eingreift, empfiehlt sich ein innovatives Modell der
Preisbestimmung: Beide Seiten legen ein Angebot vor, von dem ein unab-
hangiger Richter nur eines auswihlen kann — ohne es verindern zu kon-
nen.’$3 Das zwingt beide Seiten zur Bericksichtigung einer Zumutbar-
keitsgrenze.

5. Durchsetzung

Schlieflich muss die institutionelle Ausgestaltung eines Zugangsanspruchs
geklart werden. Hier stellt sich die Frage, wie ein entsprechender An-
spruch durchgesetzt werden kann. Verschiedene Modelle kommen in Be-
tracht: So ist grundlegend zu trennen zwischen einer behérdlichen und
einer privaten/zivilrechtlichen Durchsetzung. Denkbar ist, dass die Zu-
gangsverweigerung mit Sanktionen belegt ist (z.B. Buflgeld, erhohte Haf-
tung). Das Verfahren kann in besonderer Weise ausgestaltet werden, z.B.
als Eilverfahren. Uber den Erfolg entscheidet auch die Verteilung der Be-
weislast, die abweichend geregelt werden kann.

a) Ausgestaltung des Anspruchs

Der Anspruch lisst sich grundlegend zivilrechtlich verankern als ein Recht
des einzelnen Unternehmers auf Zugangsgewdhrung (vgl. §33 Abs.1
GWB). Eine Kklassisch-zivilrechtliche Losung wirde bedeuten, dass zu-
nichst Zugang individuell begehrt werden muss, bei Verweigerung aber

353 Vgl. Jakobs, Standardsetzung im Lichte der europaischen Wettbewerbsregeln,
2012. Siehe auch Franz/Podszun, ZWeR 2015, 207.
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D. Rechtliche Losungen fiir erweiterten Zugang

eine gerichtliche Uberpriifung mit der Gewahrung eines Zugangsrechts er-
folgen kann. Dieses Modell wiirde stirker auf die individuellen Verhéltnis-
se im konkreten Fall ausgerichtet sein. Es wire eine ex post-Losung, die,
wie im Kartellrecht tiblich, den Fehler nachtraglich zu erkennen und zu
beseitigen sucht, nachdem dazu 6konomisch umfassend vorgetragen wur-
de.

Dieses Modell ist in seiner Wirksambkeit fiir eine Vielzahl kleinerer Fille
kaum geeignet.

In Diskussionen tber die Regeln fir digitale Markte (die als besonders
schnell und dynamisch gelten) gewinnen daher ex ante-Regelungen an
Uberzeugungskraft. Solche Regelungen wiren eher als ,regulatorisch,
nicht ,wettbewerblich“ zu bezeichnen. Dabei wire von Anfang an ein Zu-
gangsrecht gegeben, das automatisch gilt und keiner weiteren Umsetzung
bedarf. Der Zugangsanspruch wire damit gesetzlich verankert und wirde
automatisch greifen. Der Digital Markets Act-Vorschlag der Europaischen
Kommission geht in diese Richtung.

Das Modell der offenen Schnittstellen ist die Verwirklichung eines um-
fassenden Automatismus.

Der Unterschied schlagt sich in der Durchsetzung nieder: Eine Norm,
deren Verletzung auf der Hand liegt, weil die Vorschrift von vornherein
gilt und kaum Auslegungsspielriume lasst, ist starker als eine Vorschrift,
deren Voraussetzungen erst im Einzelfall gepraft und nachgewiesen wer-
den missen. Hier ist linglichen Argumentationsketten Tir und Tor eroff-
net.

b) Rechtsdurchsetzung

Wettbewerbliche Anspriiche, etwa aus §20 GWB, werden im Zweifel
durch das Bundeskartellamt, haufiger aber in Form privater Rechtsdurch-
setzung bei Gericht umgesetzt. Diese Verfahren kdnnen lang dauern und
durch mehrere Instanzen gehen. Der Fall der Jaguar-Vertragswerkstatt, die
im Netz der Jaguar-Organisation bleiben wollte, nahm beispielsweise 2013
am Landgericht Frankfurt am Main seinen Ausgang — mutmaflich nach
lingeren fruchtlosen Verhandlungen. Der BGH entschied 2016 dartiber
und verwies zuriick ans Oberlandesgericht Frankfurt, das 2017 entschied.
Von dort wurde offenbar erneut der Gang zum BGH gegangen, der Fall
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1. Zugangsanspriiche

wurde im Februar 2021 noch als beim BGH unter dem Az. KZR 2/18 ,an-
hangig® gemeldet.>** So lange kann kein Handwerker warten.

Aber auch beim allgemeinen Zugangsanspruch oder bei sektoralen An-
sprichen, ja, selbst beim Modell offener Schnittstellen ist denkbar, dass
sich in der Praxis Streitfragen rund um die Zugangseroffnung ergeben.

Die ungewissen Aussichten bei einem gerichtlichen Verfahren, die Kos-
ten und der Zeitablauf stellen die Betroffenen vor die Entscheidung, ob sie
das Prozessrisiko samt Kostenrisiko wirklich tragen wollen. Auch koénnen
Konstellationen vorkommen, in welchen solche Verfahren — selbst wenn
sie aussichtsreich sind — allein wegen ihrer langen Verfahrensdauer und
entsprechend zu spaten Entscheidung fir den Betroffenen nicht sinnvoll
sind und dieser rational davon absehen musste.

Anstelle einer gerichtlichen Entscheidung sollte fiir Streitfragen tiber
Ob und Wie des Zugangs eine rasche Streitschlichtung vorgesehen wer-
den. Eine solche konnte etwa durch ein privates Schiedsgericht oder eine
Ombudsperson vorgenommen werden.>>’ Dies wire gegeniiber einem Ge-
richtsverfahren schneller und kostengiinstiger. Die staatlichen Gerichte
leisten eine angemessen schnelle Konfliktldsung in solchen Konstellatio-
nen bislang nicht. Daher kann ein Zugangsanspruch — gerade wegen der
vielen moglichen Detailfragen zu Modalititen, Verglitung und Bedingun-
gen, nur wirksam sein, wenn es einen hocheffizienten, raschen Konfliktlo-
sungsmechanismus gibt. Dabei sollte ein solcher allerdings nicht von den
Superplattformen vorgegeben und dominiert werden, wie es derzeit zum
Teil ablich ist.

Denkbar wire, die Durchsetzung solcher Anspriche unter Beteiligung
der Selbstverwaltungskorperschaften (z.B. Handwerkskammern) zu 16sen.
Sie konnten sich mit anderen Institutionen in Branchenvereinbarungen
auf ein Streitschlichtungssystem verstindigen, das angeboten wird und
ggf. auch verpflichtend vorzusehen ist.

Ein gesondertes Problem kdnnte fir die Weitergabe personenbezogener
oder sonstiger geschtitzter Daten entstehen. Fur diesen Fall sollten ,,Daten-
treuhdnder” eingesetzt werden, die als Clearing-Stellen darauf achten, dass
besonders sensitive Daten nicht weitergereicht werden. Einen entsprechen-

354 Siehe zur Verfahrenshistorie https://dejure.org/dienste/vernetzung/rechtsprechu
ng?Gericht=OLG%20Frankfurt&Datum=21.12.2017&Aktenzeichen=11%20U%
206/14.

355 Dazu auch Podszun, Gutachten F zum 73. Deutschen Juristentag, 2020, S. F100.
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den, aber nicht besonders weitgehenden Vorschlag hat die EU-Kommissi-
on im Data Governance Act unterbreitet.5

Die Schaffung weiterer Institutionen (Datentreuhander, Streitschlich-
tungsstellen, Ombudspanels) ist zunachst mit hoheren Kosten und ggf. zu-
satzlicher Burokratie verbunden. Die zeitlichen und finanziellen Kosten ei-
nes vollen Gerichtsverfahrens sind aber fiir derartige Streitigkeiten nicht
mehr vertretbar.

c) Regelungstechnik

Fir die Umsetzung spielen Beweislastregeln eine erhebliche Rolle. Der Zu-
gangspetent ist, nach den allgemeinen Grundsitzen, beweisbelastet fir sei-
ne Behauptungen. Die Hiirde fiir die Beweiserbringung wird durch die Be-
weislastverteilung gesteuert. Bei digitalen Geschaftsmodellen fehlt den Par-
teien haufig der Einblick, was Gberhaupt passiert und wie sie ggf. Zugang
erlangen konnen. Materielle Voraussetzungen und Rechtfertigungen sind
schwer uberprifbar.

Echte Abhilfe kann daher nur geschaffen werden, wenn es Automatis-
men, gesetzliche Vermutungen oder fiir den Petenten ginstige Beweislast-
verteilungen gibt. Dazu kénnte insbesondere mit dem Instrument der se-
kundiren Darlegungslast gearbeitet werden. Die objektive Rechtfertigung
ist schon im bestehenden Modell Sache desjenigen, der die Zugangsstelle
besetzt hilt. Bei offenen Schnittstellen ist die Anfalligkeit fiir Beweis-
schwierigkeiten besonders gering.

IV. Data-Governance-Losungen
Alternativ zu eher punktuellen Zugangsanspriichen sind Ansatze zu verste-

hen, die unter dem Schlagwort ,Data Governance® diskutiert werden, und
die die Regelungsaufgabe, Zugang zu eroffnen, noch grundlegender ange-

356 Europaische Kommission, 25.11.2020, Vorschlag fiir eine Verordnung tiber eu-
ropiische Daten-Governance (Daten-Governance-Gesetz), COM(2020) 767 final.
Vgl. zum Konzept der Datentreuhander Blankertz, Designing Data Trusts, Stif-
tung Neue Verantwortung, 2020; sieche auch Kommission Wettbewerbsrecht
4.0, Ein neuer Wettbewerbsrahmen fiir die Digitalwirtschaft, 2019, S. 43.
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hen.3*” Die Regelungen beziehen sich tiberwiegend auf den Zugang zu Da-
ten, auch wenn — wie dargelegt — die Zugangsziele weiter zu fassen sind.

1. Eigentumslésung mit Zuordnungsmodell

Zunichst konnte auf der Hand liegen, dass durch die Schaffung eigen-
tumsartiger Rechte an Daten Klarheit erzielt werden konnte. Ein solches
Recht wiirde zumindest eine robuste Zuordnung erreichen, sodass be-
stimmte Gruppen im Ausgangspunkt ein Recht an Daten als ,,Verhand-
lungschip® erhalten wiirden. In einem weiteren Schritt konnten dann Ver-
handlungslésungen fiir Zugang entstehen oder gesetzliche Schranken der
Rechtsaustibung vorgesehen werden.

Hierbei ist jedoch zu beachten, dass aufgrund des dann bestehenden
Rechts an den Daten jeder nachfolgende Eingriff kompensations- und
rechtfertigungsbediirftig ist. Dieses Problem stellt sich insbesondere, wenn
das Dateneigentum dem Sacheigentum mit entsprechend hohem Schutz
aus Art. 14 GG bzw. Art. 17 EU-GRCh gleichgestellt ist. Ein Schutz an Da-
ten, wie er unter dem Schlagwort ,,Dateneigentum® diskutiert wird, wiirde
die Zugangsproblematik daher eher komplizieren denn vereinfachen.

a) Schaffung von Rechten an Daten als Option

Die Schaffung von weitergehenden Rechten an Daten wird in der rechts-
politischen Diskussion als mogliche Losung der Zugangsproblematik er-
wogen. Die dahinterstehende Logik folgt der sog. Property Rights-Theorie:
Nur wenn Datenrechte normativ einem Inhaber zugewiesen werden, ent-
steht die fir einen florierenden Handel erforderliche Rechtssicherheit, die
den Zuordnungswechsel sicher ermoglicht. Das Ergebnis wirkt paradox:
Es wird ein Ausschlieflichkeitsrecht (wie Eigentum) geschaffen, damit
Ausschlusseffekte anschliefend rechtssicher durch vertragliche Losungen
abgemildert werden kénnen.

357 Vgl. Kerber, From (Horizontal and Sectoral) Data Access Solutions towards Data
Governance Systems, MAGKS 40-2020, spezifisch zu connected cars Kerber/Gill,
JIPITEC 10 (2019), 244; Drex/, Designing Competitive Markets for Industrial
Data, Max Planck Institute for Innovation & Competition Research Paper No.
16-13, 2016, vgl. auch Zech, A legal framework for a data economy in the Euro-
pean Digital Single Market: rights to use data, JIPLP 11 (2016), 460.

171

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/
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Beispielhaft fir das Modell von ,data ownership®, einem Dateneigen-
tumsrecht, steht die bereits zitierte Studie, die 2017 fir das Bundesministe-
rium fir Verkehr und digitale Infrastruktur vorgelegt wurde und mit der
eine ,Eigentumsordnung® fiir Mobilititsdaten vorgeschlagen wurde.358

Hinsichtlich der Zuordnung von Rechtspositionen an Informationen
wurde vorgeschlagen, diese derjenigen Person zuzuweisen, die die wesent-
liche Investition vornimmt, um Daten zu generieren. Terminologisch wird
hier von einem Skripturakt gesprochen, der von einem Skribenten vorge-
nommen wird — durch den Skripturakt werde die Datenerzeugung ange-
stolen (und so die Information festgehalten und damit dberhaupt erst
zum Datum).3%? Um festzustellen, wer diese Person ist, werden mehrere
Kriterien festgelegt:

»Als wessen Verdienst ist die Generierung eines Datums anzusehen?
Wer bewirkt den Skripturakt? Erstellt der Skribent das Datum fir je-
mand anderen (bspw. Im Rahmen eines Arbeitsverhiltnisses, Auftrags-
verhiltnisses, etc.)? In Bezug auf maschinengenerierte Daten ist zu er-
mitteln, wer die Entwicklungs- und Produktionskosten trigt und ob
diese gegebenenfalls im Rahmen der Anschaffung durch Dritte mittels
einer Gegenleistung verglitet werden. Ebenfalls in Bezug auf den da-
tengenerierenden Gegenstand ist zu ermitteln, wer die laufenden Kos-
ten fir die Unterhaltung des datengenerierenden Gegenstands tragt
(Wartung, Instandsetzung, etc.). Wer tragt die Kosten fiir den benotig-
ten Speicherplatz?*3¢0

Nach diesen Kriterien werden die Daten, die beim Autofahren generiert
werden, in der Regel wirtschaftlich dem Autohalter zugeordnet, der die In-
vestition in den Kauf und Betrieb des Fahrzeugs getitigt hat. Der Kfz-Her-
steller wird demgegeniiber fiir seine Kosten durch die Bezahlung des Fahr-
zeugs entschadigt, wird aber im Wege vertraglicher Ubertragung der Da-
ten am Ende wieder der wirtschaftlich Berechtigte.

358 Bundesministerium fiir Verkehr und digitale Infrastrukeur, ,Eigentumsord-
nung® fir Mobilititsdaten?, 2017. Siche auch Tjong Tjin Taz, EuCML 2018, 136.

359 Bundesministerium fir Verkehr und digitale Infrastruktur, ,Eigentumsord-
nung® fiir Mobilititsdaten?, 2017, S. 101 m.w.N.

360 Bundesministerium fiir Verkehr und digitale Infrastrukeur, ,Eigentumsord-
nung® fiir Mobilititsdaten?, 2017, S. 104 f.

172

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

IV. Data-Governance-Losungen

b) Unterschied zu Sachgiitern und immateriellen Leistungen

Bei der Diskussion um die Zuweisung von Daten im Sinne eines eigen-
tumsartigen AusschliefSlichkeitsrechts massen Unterschiede zwischen
Sacheigentum und Daten beachtet werden: Daten sind nicht-rivale Giiter.
Das bedeutet, dass sie ohne Wertverlust von mehreren Personen parallel
genutzt werden konnen. Sie konnen auch immer wieder genutzt werden,
nutzen sich also nicht ab.3¢!

Eine schopferische Idee oder eine spezifische Leistung liegt bei der Ge-
nerierung von Daten in aller Regel nicht vor. Das unterscheidet Daten von
den im Immaterialgiiterrecht geschiitzten Informationen (etwa dem Inhalt
eines Buches). Das gilt selbst fiir die Investition: Zwar missen manche Da-
ten aufwindig erhoben werden, das Entstehen der Information selbst ist
aber haufig nicht mit Aufwand verbunden: Die Zahl der Vorginge, die
von einer Maschine bearbeitet werden, entsteht durch das Arbeiten der
Maschine. Die einzige Investition liegt im Anbringen eines Zahlers, es ist
aber nicht die Information selbst, die Aufwand erfordert. Das liegt in der
Natur von Daten als Informationen, die reale Vorginge abbilden — die
Vorginge passieren nicht, um Informationen zu generieren, sondern Infor-
mationen entstehen automatisch durch die entsprechenden Vorgange.

Erfassung, Sammlung, Analyse, Verwertung von Daten — das ist der
Kern der Investition, nicht aber das Entstehen der Daten selbst. Der Schutz
dieser Leistungen kann — wie dargestellt — ggf. Gber Schutzrechte erfolgen,
etwa wenn fir die Sammlung und Anordnung von Informationen ein Da-
tenbank-Schutzrecht gewihrt wird. Davon ist aber der Schutz des Datums
selbst zu differenzieren.

c) Kiritik an einer Schutzrechts-Losung

Ein an Eigentumsrechte angelehnter Schutz, der zukiinftig geschaffen wer-
den konnte, wire kontraproduktiv fiir die Verteilungsprobleme der Wirt-
schaft und fir die Innovationskraft.

Das Minchner Max-Planck-Institut fir Innovation und Wettbewerb hat
in einer Stellungnahme festgestellt, dass es weder eine rechtliche noch eine
wirtschaftliche Rechtfertigung fir die Schaffung eines Ausschlielichkeits-

361 Es gibt demnach bei Daten nicht das Problem der “Tragik der Allmende” (trage-
dy of the commons).
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rechts an Daten gibt.3¢? Es gibt keinen Rechtsgrundsatz, dass Daten aus-
schlieflich einem bestimmten Rechtssubjekt zuzuordnen sind. Aus 6kono-
mischer Sicht warnt das Max-Planck-Institut vor Interventionen, die die
Entwicklung von Markten behindern konnten. Es lasst sich nicht eindeu-
tig vorhersagen, wie sich ein exklusives Recht an Daten in der Praxis aus-
wirken wiirde. Die Autoren weisen ausdriicklich darauf hin:

»Nach heutigem Kenntnisstand gibt es auch keine wirtschaftlichen
Griinde fiir die Anerkennung von Ausschlieflichkeitsrechten an Da-
ten. Im Gegenteil, dies wiirde die Gefahr einer Beeintrichtigung der
unternehmerischen Freiheit und der Wettbewerbsfreiheit, die Gefahr
einer Behinderung der Geschaftstitigkeit anderer Marktteilnehmer,
die vom Zugang zu Daten abhangig sind, und negative Auswirkungen
fir die Entwicklung nachgelagerter Datenmarkte mit sich bringen. Be-
denken ergeben sich wegen der Stirkung von vorhandener Daten-
macht und der Schaffung neuer Marktmacht auf der Grundlage von
Daten, was wettbewerbswidrige Marktzutrittsschranken begiinstigen
wiirde.“363

In dieser Aussage sind die wesentlichen Griinde benannt, die gegen eine
exklusive Zuweisung eines Rechts an Daten sprechen. Hier wird die Ge-
fahr der Abhingigkeit derjenigen Unternehmen, die auf nachgelagerten
Mirkten tatig sind, gesehen.’* Die Gefahr, dass Wettbewerb durch aus-
schliefliche Zugriffsmoglichkeiten zuriickgedringt wird, wird als schad-
lich gekennzeichnet. Es kommt durch Exklusivzuweisungen zur Starkung
von Datenmacht, was Asymmetrien mit sich bringt, die einer wettbewerb-
lichen und fairen Entwicklung abtriglich sind. Es musste mit verschiede-
nen Maflnahmen gegengesteuert werden, um diese Negativfolgen eines
Dateneigentums auszubalancieren. Ein generelles Marktversagen, das die
Einfihrung eines Schutzrechts rechtfertigen wiirde, vermogen die Autoren
folglich nicht zu erkennen. Sie bringen vielmehr einen Gedanken aus dem
Informationsrecht gegen das Dateneigentum in Stellung: Daten verkor-
pern Informationen. Informationen aber sollen in einer Gesellschaft frei
sein. Der freie Zugriff auf Informationen, der Austausch und die Nutzung

362 MPI, Data Ownership and Access to Data, Position Statement 16 August 2016.
Kritisch auch Scholer in: ES Harte-Bavendamm, 2020, S. 82 ff. m.w.N.

363 MPI, Data Ownership and Access to Data, Position Statement 16 August 2016,
S.2.

364 In der Studie fiir das Bundesverkehrsministerium waren diese Folgeeffekte, wie
oben gesehen, ja ganzlich ausgeblendet geblieben.
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von Informationen sind wesentliches Kapital einer offenen Gesellschaft.
Informationsmonopole sind weder gesellschaftlich noch wirtschaftlich
sinnvoll.

Hinzu treten erhebliche Nachteile fir Innovationswirkungen: Die Zu-
sammenfihrung von Daten, der Blick auf Daten durch verschiedene, di-
verse Unternehmen erdffnet gerade erst das technologische Potential der
Datenokonomie. Gerade das Handwerk, das als besonders innovativ gilt
und das einen direkten Anwendungsbezug hat, hat das Potenzial fir weite-
re Entwicklungen und Verbesserungen. Das setzt aber einen relativ unge-
hinderten Zugang zu Daten voraus. Eine ausschlieSliche Zuweisung von
Daten zu einer Person konterkariert diesen essentiellen Bestandteil der
»big data“-Potenziale.

Wiirde beispielsweise der Halter das ausschliefSliche Recht an den Daten
haben, die beim Autofahren erzeugt werden, wire das Innovationspotenti-
al beinahe ginzlich verschenkt: Die Koordination der Telematik im Stra-
Benverkehr wire von der Zustimmung der Fahrzeughalter abhingig. Si-
chert sich der Fahrzeughersteller oder -verkiaufer den Zugriff auf die Daten
(da er der erste ist, der mit dem Kaufer eines Fahrzeugs in Kontakt kommt,
hat er auch die besten Moglichkeiten, ein Einverstindnis in entsprechende
Geschaftsbedingungen zu erhalten), wiren Zulieferer, Kfz-Werkstatten,
Verkehrsplaner, Forscher, Mobilititsanbieter und alle anderen, die im Seg-
ment Fahrzeug- und Verkehrsentwicklung tétig sind, fiir eine Nutzung auf
die Zustimmung des Herstellers angewiesen. Das wiirde Innovationsbar-
rieren aufbauen und die Transaktionskosten in die Hohe treiben: Fiir jede
Nutzung koénnte eine Lizenzgebiihr verlangt werden, es wiren Verhand-
lungen erforderlich. Der technologische Vorteil der Datenerhebung im
Auto wiirde verpuffen.

Die Einfithrung eines Eigentumsrechts an Daten wiirde auch hohe Kos-
ten verursachen. Die zu kliarenden Fragen — welche Daten, welche Inhalte,
welche Berechtigten, welcher Schutzumfang, welches Schutzniveau, wel-
che Durchsetzung, welche Ausnahmen und Schranken usw. — wiirden er-
heblichen politischen und rechtlichen Aufwand voraussetzen, ohne dass
auch nur anndhernd zu erwarten wire, dass die Fragen erschopfend beant-
wortet werden.

Wesentliches Argument fiir die Einfiihrung eines Dateneigentumsrechts
ist die Uberlegung, dass durch die Festlegung eines Inhabers Daten besser
greifbar und handelbar und damit verwertbar werden. Die Annahmen
einer solchen Property Rights-Theorie greifen allerdings schon nicht: An-
ders als bei Sachgiitern droht bei fehlender Zuweisung keine ,,Ubernut-
zung” oder ,Abnutzung® von Daten, da sie ja gerade nicht-rival sind und
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vielfach nutzbar sind. Es muss auch keine Leistung belohnt werden (samt
entsprechender Anreizwirkung), da die Datenentstehung kollateral/auto-
matisch erfolgt. Andere externe Effekte, die durch eine Rechtszuweisung
internalisiert wiirden, sind nicht erkennbar.

Lehnt man sich an den Schutz des geistigen Eigentums als Vorbild fiir
eine solche Rechtszuweisung an, sollte beachtet werden, dass gerade
Schutzsysteme wie das Urheber- und Patentrecht zu Negativwirkungen ge-
fuhrt haben, die immer sichtbarer werden: Im Bereich der Telekommuni-
kation beispielsweise haben die beteiligten Unternehmen kaum mehr Be-
wegungsfreiheit (,,freedom to operate®), da sie in einem engen Korsett von
Patenten anderer Unternchmen befangen sind. Sperrpatente fithren mitt-
lerweile zu Innovationsschranken, obwohl die Idee des Schutzrechts war,
Innovation anzureizen.

Es ist leicht ersichtlich, dass bei Daten eine ahnliche Gefahr droht: Ein-
zelne Dateninhaber konnten mit ihren Rechten wichtige Entwicklungen
blockieren oder Monopolrenten extrahieren, die fiir Innovation und Preis-
entwicklung schadlich waren.

Fritz Machlup hat bereits 1958 in einer berithmten Studie ein kritisches
Fazit zu den Auswirkungen des Patentrechts gezogen:

»Wenn wir kein Patentsystem hitten, wire es unverantwortlich, auf
der Grundlage unseres derzeitigen Wissens tiber die wirtschaftlichen

Folgen dieses Systems die Einfihrung eines solchen Systems zu emp-
fehlen.“365

Die Vorbehalte von Okonomen gegentiber der Schaffung neuer Schutz-
rechte sind seitdem eher gestiegen. Fiir den Bereich der Daten ist weder
eine Fehlentwicklung dieser Art erkennbar, noch ist auch nur im Ansatz
ersichtlich, wie ein Dateneigentumsrecht sinnvoll ausgestaltet werden
konnte, ohne dass monopolistische Strukturen entstiinden und Innovati-
onspotentiale verloren gingen. Die Schaffung weitergehender Rechte an
Daten ist daher gegenwartig abzulehnen.3%® Die Zugangsthematik wiirde
dadurch erschwert, nicht erleichtert. Das ist auch deshalb stimmig, da es,
wie bereits gesehen, nicht zwingend der Zugriff auf bestimmte Rohdaten
oder Informationen ist, sondern der Zugang zum Kunden, auf den sich
das eigentliche unternehmerische Interesse richtet. Zugang zu Daten ist
fiir Handwerksbetriebe kein Selbstzweck, sondern notwendige Vorbedin-

365 Machlup, An Economic Review of the Patent System, Study for the US Senate,
1958, S. 80.
366 So auch Resta in: Pertot, Rechte an Daten, 2020, S. 244.
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gung, um ein Gerat reparieren, eine Heizung warten oder ein Smart Home
ausbauen zu kénnen.

Es sollte jedoch noch einmal ins Bewusstsein gerufen werden, dass rein
faktisch exklusive Zugriffsrechte bereits bestehen koénnen und zum Teil
auch abgesichert werden.3¢”

2. Modell der offenen Datenraume

Einige politische Initiativen auf europdischer und deutscher Ebene sind in
die Richtung eines Modells offener Datenriume (EU-Kommission) oder ei-
nes Daten-fiir-alle-Modells (SPD) entwickelt worden.

a) EU-Daten-Governance-Verordnung

Auf europiischer Ebene wird der Problematik der heterogenen Regelungs-
landschaft mit der Datenstrategie Rechnung getragen, die 2020 vorgestellt
wurde.3%® Erste Ansitze fiir ein vielversprechendes Modell offener Daten-
raume lassen sich erkennen. Sie sind im Vorschlag der Europaischen Kom-
mission fir eine Europidische Daten-Governance-Verordnung niederge-
legt.3¢?

Die Zielsetzung ist durchaus vielversprechend. Die EU-Kommission hat
drei Punkte vorgesehen, die sie kiinftig erleichtern will:

Erstens sollen Daten des offentlichen Sektors zur Weiterverwendung be-
reitgestellt werden, auch wenn diese Daten den Rechten anderer unterlie-
gen.’”? Fir 2021 wurde ein noch zu entwickelnder ,,Durchfithrungsrechts-
akt tber hochwertige Datensitze“ angekindigt, der jedenfalls einen kos-
tenlosen Zugangsanspruch zu Datensitzen der 6ffentlichen Hand in ma-
schinenlesbarer Form schaffen soll.3”! Der Informationsbestand der 6ffent-
lichen Hand kann, so die Idee, durch eine weitergehende Offnung zum

367 Siehe das Beispiel der Automobilwirtschaft unter D.IL.1.

368 Europaische Kommission, Mitteilung vom 19.2.2020, Eine europaische Daten-
strategie, Dokument COM(2020) 66 final.

369 Europaische Kommission, Vorschlag fir eine Verordnung tiber europiische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final.

370 Europaische Kommission, Vorschlag fir eine Verordnung tiber europiische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final,
Kap. Il des VO-Vorschlags.

371 Europiische Kommission, COM(2020) 66, S. 15.
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Nukleus neuer Ideen, Erfindungen und Geschiftsideen werden. Schon
jetzt gibt es erste Zugangsrechte zu ,,Public Sector Information®.37?

Es soll auerdem der ,Datenaltruismus® gefordert werden, also die Da-
tenspende fiir nicht-gewerbliche Zwecke.373

Fir die vorliegende Untersuchung besonders interessant ist, dass die ,,ge-
meinsame Datennutzung durch Unternehmen gegen Entgelt in jedweder
Form® erleichtert werden soll.374 Dazu wird ein rechtlicher Rahmen fiir
Datendienstleister gesetzt, aus dem heraus sich Konturen ergeben, wie sich
die Kommission die Unterstiitzung gerade der kleineren und mittleren
Unternehmen vorstellt. Die nach den geplanten Vorschriften vorgesehe-
nen Datendienstleister sollen als Mittler agieren, die den Datenaustausch
zwischen verschiedenen Personen organisieren und dabei berechtigte In-
teressen und Rechte wahren, etwa bei personenbezogenen Daten (,Daten-
treuhdnder®). Dazu sind eine Anmeldung dieser Mittler (zu denen auch
Plattformanbieter, Datenbankdienstleister und Datengenossenschaften ge-
hoéren konnen) bei einer Behorde vorgesehen sowie ein Katalog an Bedin-
gungen, die derartige Dienstleister einhalten mussen.?”> Durch die Regu-
lierung dieser Dienste soll offenbar ein Rechtsrahmen geschaffen werden,
der das notwendige Vertrauen im B2B-Datenaustausch schafft, um die
Nutzung solcher Dienste zu férdern. Dazu muss ein hohes Sicherheitsni-
veau gewihrleistet werden und die Wettbewerbsvorschriften miissen be-
achtet werden. Dafir darf in gewissem Umfang Interoperabilitit herge-
stellt werden. Einen eigenen Anreiz zur Teilnahme an derartigen Aus-
tauschverfahren setzt die Verordnung allerdings nicht.

Weitergehend sieht die Kommission in ihrer Datenstrategie — eher un-
verbindlich - die Schaffung von ,europiischen Datenriumen® in be-
stimmten Sektoren vor, die durch eine Kombination aus rechtlichen und

372 Vgl. die Richtlinie (EU) 2019/1024 des Europaischen Parlaments und des Rates
vom 20. Juni 2019 iber offene Daten und die Weiterverwendung von Informa-
tionen des Offentlichen Sektors.

373 Europaische Kommission, Vorschlag fiir eine Verordnung tiber europiische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final,
S.1.

374 Europaische Kommission, Vorschlag fir eine Verordnung tiber europiische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final,
Kap. IV.

375 Europaische Kommission, Vorschlag fiir eine Verordnung tiber européische Da-
ten-Governance (Daten-Governance-Gesetz), 25.11.2020, COM(2020) 767 final,
Kap. III.
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technischen Rahmenbedingungen geschaffen werden sollen. Die Zielbe-
stimmung lautet:

»Ziel ist die Schaffung eines einheitlichen europiischen Datenraums,
eines echten Binnenmarkts fiir Daten, der fiir Daten aus aller Welt of-
fensteht, in dem sowohl personenbezogene als auch nicht-personenbe-
zogene Daten, darunter auch sensible Geschiftsdaten, sicher sind und
in dem Unternehmen auch leicht Zugang zu einer nahezu unbegrenz-
ten Menge hochwertiger industrieller Daten erhalten.”37¢

Die Umsetzung dieses doch eher hochtrabend formulierten Ziels bleibt
einstweiligen wolkig. Offenbar soll durch einen klaren Rechtsrahmen und
Governance-Strukturen eine grofere Sicherheit beim Datenaustausch ge-
schaffen werden. Der Data Governance Act als erste vorgeschlagene Maf3-
nahme leistet dazu nur einen kleinen Beitrag. Bei den weiteren Schritten
ist aus Sicht des Handwerks insbesondere darauf zu achten, dass die ent-
sprechende Rechtsetzung nicht durch solche Unternehmen dominiert
wird, die in ohnehin besonders datenmachtig sind.

b) Daten fur alle-Gesetz

In Deutschland hatte die damalige SPD-Vorsitzende Andrea Nahles 2019
den Vorschlag eines ,,Daten fiir alle-Gesetzes“ unterbreitet. Die Forderung
besteht aus drei Kernpunkten:

,»Nutzung von nicht-personlichen Daten als Gemeingut; Aufbrechen
von Datenmonopolen durch eine Datenteilungspflicht fiir marktdomi-
nante Unternehmen; Schaffen von Anreizen zum Datenteilen und Eta-
blierung und Ermoglichung eines sicheren europaischen Datenraums
unter Wahrung des Datenschutzes."37”

Damit wird zum einen die oben skizzierte Idee des europdischen Daten-
raums aufgegriffen. Akzentuiert wird, dass die Sicherheit von Daten, der
Schutz personenbezogener Daten, der Respekt vor Geschiftsgeheimnissen
und Immaterialgiiterrechten sowie eine Verlasslichkeit und Vertrauens-

376 Europaische Kommission, 19.2.2020, Eine europiische Datenstrategie,
COM(2020) 66 final.

377 Nabhles, Digitaler Fortschritt durch ein Daten-fir-Alle-Gesetz, Diskussionspapier,
12.2.2019, S.5.
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wirdigkeit von — behordlich Gberwachten — Datendienstleistern gewahr-
leistet ist.

Weitergehend sind die beiden anderen Punkte: Die Nutzung nicht-per-
sonlicher Daten als Gemeingut konkretisiert Nahles dahingehend, dass

,Daten, die als Gemeingut anzusehen sind, grundsitzlich einer Nut-
zung zuginglich zu machen sind. Dazu zihlen Daten in vollstindig
anonymisierter und aggregierter Form wie Mobilitatsdaten oder Geo-
daten. Die Daten sollten von offentlichen und privaten Akteuren zu-
ganglich gemacht und ggfs. auch in vertrauenswiirdigen Datenriumen
zusammengeftihrt werden, um sie zivilgesellschaftlichen, aber auch
privatwirtschaftlichen Akteuren fiir soziale oder auch 6konomische In-
novationen zur Verfiigung zu stellen. Wie das Zusammenfiihren kon-
kret ausgestaltet wird (Treuhand, Stiftung, etc.) und welcher Aufsichts-
behorden bzw. Institutionen es dazu bedarf, ist zu diskutieren.“378

Damit werden zwar Zugangsprobleme individueller Art (zu einem kon-
kreten Smart Home z.B.) nicht gelost, es wiirde aber ein grofes Innovati-
onspotenzial freigesetzt, das von vielen verschiedenen Akteuren genutzt
werden konnte. Dieser Vorschlag ist duferst weitreichend, weil er letztlich
die komplette Offenlegung vieler nicht-personenbezogener Daten umfas-
sen konnte. Fir datenbasierte Innovationen wire das ein grofer Schritt.3”?
Der andere entscheidende Schritt wire die Datenteilungspflicht fir
marktbeherrschende Unternehmen. Die Autorin schligt vor:

,Sobald ein Unternehmen einen bestimmten Marktanteil fir eine be-
stimmte Zeit tiberschreitet, muss es einen Teil seiner Daten anonymi-
siert Offentlich machen. Andere Unternehmen sollen dann mit diesen
Daten arbeiten koénnen und eigene Produkte und Dienste an den
Markt bringen.“380

Diese Losung wiirde einen Automatismus beinhalten und wiirde damit
tber die Einzelfallgewihrung von Zugang, wie im Kartellrecht, hinausge-
hen. Die Anonymisierung wiirde wiederum die Signifikanz fir den Einzel-
fall autheben. Auch sonstige geschiitzte Daten und Analysedaten wiirden
wegen der darin vorhandenen Wertschopfung von der Teilungspflicht aus-

378 Nables, Digitaler Fortschritt durch ein Daten-fiir-Alle-Gesetz, Diskussionspapier,
12.2.2019, S. 5.

379 Siehe auch Busch, Der Mittelstand in der Plattformokonomie, WISO Diskurs
8/2019, S. 18.

380 Nabhles, ,Die Tech-Riesen des Silicon Valleys gefihrden den fairen Wettbewerb®,
Handelsblatt 13.8.2018.
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dricklich ausgenommen. Handwerker brauchen fir ihre konkrete Leis-
tungserbringung konkrete, individualisierte Daten.

Der Vorschlag der SPD ist ein weitgehender Impuls, hilft aber fir die
hier interessierende Problematik nur begrenzt weiter. Es lassen sich daran
aber in besonderer Weise interessante Aspekte ablesen: Die DS-GVO mit
dem Schutz personenbezogener Daten hat in eine regulatorische Falle ge-
fihrt, indem kategorisch um die Weitergabe personenbezogener Daten
herum ein Problem aufgebaut wird. Ob es tiberhaupt (angesichts der auch
in der DS-GVO vorgesehenen Ausnahmetatbestinde) ein Problem gibt,
tritt angesichts der Komplexitit der DS-GVO in den Hintergrund. Ebenso
bleibt unklar, ob beispielsweise die Weitergabe von Heizungsdaten von
einem Smart Home-Betreiber an einen Handwerksbetrieb tatsachlich ein
Problem darstellt, das durch Datenschutzvorschriften gestoppt werden
sollte.

Der Vorschlag wirft aber auch Licht auf die Problematik der Rohdaten:
Vielen Handwerksbetrieben wiirde mit der Offentlichmachung grofer Tei-
le von Rohdaten marktbeherrschender Unternehmen nicht geholfen, sie
konnten damit nicht viel anfangen. Datenanalyse ist nicht ihre Kernkom-
petenz. Auch wenn die Fihigkeiten in diesem Feld wachsen (und von
handwerksnahen Verbanden und Dienstleistern angeboten werden kon-
nen), bleibt der Kern der Leistungserbringung auf anderen Feldern. Dafiir
sind nicht Rohdaten erforderlich, sondern hédufig eher Zugang zu einem
Dashboard oder zu bearbeiteten Daten oder zum Kunden. Der Fairness
halber ist anzumerken, dass der Fokus des ,Daten fiir alle“-Vorschlags
auch nicht in der Abmilderung des hier behandelten Problems liegt, son-
dern in der Erméglichung von Innovation auf breiter Basis durch verschie-
dene Akteure, die Zugriff auf Daten erhalten sollen, die sonst faktisch mo-
nopolisiert werden konnen. Dafiir ist der Vorschlag geeignet.

¢) Stufenmodelle

Ein weiteres Datenzugangsmodell sicht eine Klassifikation von Daten je
nach Art der Daten, nach Schutzbedirfnissen und kommerzieller Bedeu-
tung vor. Daten konnten nach bestimmten Kriterien so geclustert werden.
In einer Art Stufenmodell konnte Zugang dann differenziert ausgestaltet
werden: Je nach Klassifikation kann dann verschiedenen Gruppen von An-
spruchstellern Zugriff auf die Daten gewéahrt werden.
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Dieses Modell kann insbesondere Datenschutzbedenken und anderen
berechtigten Interessen Rechnung tragen. Allerdings ist die Aufspaltung
von Daten in verschiedene Cluster praktisch wohl nur schwerlich méglich.

3. B2B-Kooperationen als Chance des Handwerks

Zugangsanspriiche gegentber Dritten sind immer nur ein Behelf. Sie sind,
wenn das Verfahren konfrontativ lauft, schwierig durchzusetzen, von zahl-
reichen komplexen Rechtsfragen tiberlagert, es muss in der Regel eine Ver-
gutung entrichtet werden, die technische Umsetzung ist nicht trivial.
Handwerksunternehmen, die Zugangsanspriiche geltend machen missen,
sind in der Defensive.

Fir das Handwerk mit seiner fragmentierten Struktur ist es deshalb von
zentraler Bedeutung, eine eigene Datenmacht oder wettbewerbliche Ge-
genmacht aufzubauen und so in eine aktiv gestaltende Position in der Da-
tenokonomie zu ricken. Ohne die Leistungserbringung seitens der indivi-
duellen Handwerksbetriebe vor Ort funktioniert kein Smart Home und
fahrt kein Auto. Es gibt daher grundsitzlich auch ein grofSes Bediirfnis der
Datenkonzerne — die ja keinen Tisch schreinern und kein Zahnmodell ein-
passen konnen — mit dem Handwerk zusammenzuarbeiten.

Der Aufbau einer entsprechenden Gegenmacht misste iitber B2B-Koope-
rationen oder Datenpool-Lésungen funktionieren. In den Pools wiren Da-
ten, Software u.a. essentielle Digitalwerkzeuge zu sammeln und zur Verfi-
gung zu stellen. So konnte Verhandlungsmacht aufgebaut werden, es
konnten eigene, interoperable Datenformate entwickelt werden, das Da-
tensharing wirde erleichtert.

Die so gebildeten B2B-Plattformen wiirden die Eigenstandigkeit und die
kommerziellen Interessen der angeschlossenen Betriebe wahren. Dazu
misste freilich eine gemeinsame Anstrengung der Handwerksunterneh-
men (ggf. nach Gewerken sortiert) erfolgen. Es wiren auch rechtliche Wei-
chenstellungen vorzunehmen, die im Folgenden skizziert werden sollen.
Wenn hier von Datenpools die Rede ist, so lassen sich die Ausfithrungen
auch auf IoT-Netzwerke und sonstige B2B-Kooperationen tibertragen.

a) Definition von Datenpools

Datenpools sind digitale Infrastruktureinrichtungen, in denen Unterneh-
men in Bezug auf einen bestimmten Markt oder Dienst, oder genereller in
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Bezug auf eine Industrie oder ein digitales Okosystem Daten austauschen
oder digitale Werkzeuge vorhalten.’! Eine derartige Zusammenfihrung
von Daten kann fiir bestimmte Innovationen zwingend erforderlich sein,
so z.B. um autonom-fahrende Fahrzeuge zu erméglichen.’® In anderen
Bereichen mag zwar keine zwingende Notwendigkeit bestehen, um eine
Ware oder Dienstleistung anbieten zu konnen, allerdings sind Effizienz-
vorteile denkbar. So kénnen Kosten fiir Forschung und Entwicklung ge-
senkt werden, wenn Daten oder Forschungsergebnisse miteinander geteilt
werden 383

In Datenpools sollten Daten und digitale Werkzeuge gesammelt und
den Pool-Teilnehmern zur Verfiigung gestellt werden. Der Datenpool-Be-
treiber dirfte nicht mit eigenem Gewinnerzielungsinteresse handeln (um
den Missbrauch und den Aufbau eines neuen Marktbeherrschers zu ver-
meiden) und wiirde im Wesentlichen die Organisation des Datenaus-
tauschs, die Rechtewahrung und die Herstellung von Interoperabilitit ge-
wihrleisten — dhnlich den Vorstellungen der Europiischen Kommission
fur Datendienstleister (siche oben).

In Datenpools vereinbaren Unternehmen und andere Akteure, ihre Da-
ten zu bindeln, d.h. in eine gemeinsame Infrastrukeur einzuspeisen. Die
Verteilung oder der Zugriff auf den Pool kann auf unterschiedliche Weise
organisiert werden, in der Regel tber einen Betreiber, der die Interoperabi-
litat der Daten sicherstellt. Teilnehmer des Pools kénnen in der Regel auf
die Daten anderer zugreifen und diese in irgendeiner Form nutzen. Daten-
pools sind vergleichbar mit Patentpools, wie sie in den Leitlinien zum
Technologietransfer der EU-Kommission definiert sind.?$ Die im Pool ge-
sammelten Informationen werden in der Regel allen Mitgliedern in der
urspringlichen oder einer modifizierten Form zur Verfigung gestellt.

b) Bedingungen der Pool-Mitgliedschaft

Fir jeden Pool misste eine Satzung ausgearbeitet werden, die die Nut-
zungsbedingungen darlegt. Solche Satzungen konnten branchenweit Maf3-

381 Vgl. Lundquist, EuCML 2018, 146.

382 Lundquist, EuCML 2018, 146, 147.

383 Lundquist, EuCML 2018, 146, 147.

384 Europaische Kommission, Leitlinien zur Anwendung von Artikel 101 des Ver-
trags uber die Arbeitsweise der Europdischen Union auf Technologietransfer-
Vereinbarungen, ABL. 2014 C 89/03, Rn. 244.
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stabe setzen. Mustersatzungen der Verbande wirden die Transaktionskos-
ten senken. Das wiirde das mithsame Aushandeln oder Festlegen aller Be-
dingungen im Einzelfall ersparen. Die Modelle sollten auf den folgenden
Kernbestimmungen beruhen:

Der Zugang zu Daten wird nicht bilateral, sondern auf Poolbasis ge-
wihrt: Die Daten werden in einen Pool eingebracht und miissen auf Ge-
genseitigkeits-Basis zuganglich gemacht werden. Alle relevanten Unterneh-
men der Branche konnen dem Pool beitreten. Ob auch Industrieunterneh-
men und Datenunternehmen beitreten konnen, wire eine wirtschaftliche
Uberlegung, die zu kliren wire.

Der Pool soll von einem Unternehmen betrieben werden, das nicht in
den Mirkten tatig ist, fir die der Pool gedacht ist. Ein solches Unterneh-
men konnte sich unparteiisch mit den technischen Fragen der Datenver-
waltung, Datensicherheit und Interoperabilitit befassen.

Der Betrieb des Pools wird durch die Satzung bestimmt, die auf einem
Standardmodell basiert, das von den Wettbewerbsbehorden oder der
Europaischen Kommission bestitigt wird. Um Governance-Probleme zu
minimieren, wahlt der Pool eine Ombudsperson, die anstehende Proble-
me unburokratisch entscheidet.

Die Daten im Pool miissen regelmafig aktualisiert werden, typischer-
weise in einem Live-Streaming-Szenario. Der Betrieb des Pools sollte zu-
néchst auf eine Laufzeit von ca. drei Jahren begrenzt sein (mit der Mog-
lichkeit der Verlangerung). Damit wiirde die Bindung angesichts des noch
experimentellen Charakters von vornherein begrenzt.

Auf Antrag eines Unternehmens wird die finanzielle Entschadigung fur
das Einstellen der Daten in den Pool durch einen externen, unabhingigen
Gutachter festgelegt, im Ubrigen wire die Verglitung entweder auf Rezi-
prozitatsbasis bereits abgegolten, oder es misste eine FRAND-artige Lo-
sung gefunden werden. Denkbar ware alternativ auch, dass jedes Unter-
nehmen die Konditionen fiir seine Daten im Rahmen einer Auswahl ver-
schiedener Lizenzmodelle selbst bestimmen kann.

Die Bedingungen wiren in den Musterlizenzen festgelegt, vergleichbar
mit den verschiedenen Lizenzen fir Inhalte im Internet (z.B. Creative-
Commons-Lizenz). Die Wahl der Bedingungen fiihrt zu Gegenseitigkeit
und kann die Vergiitung beeinflussen. Falls die Bedingungen das Wettbe-
werbsziel des Pools unerreichbar machen, kann die Ombudsperson ent-
scheiden.

Die hier skizzierten Bedingungen sollen vor allem gewahrleisten, dass
eine reibungslose Kooperation in derartigen B2B-Netzwerken moglich ist
und Transaktionskosten gering bleiben. Zudem ist darauf zu achten, dass

184

- am 18.01.2026, 06:32:13. ET—


https://doi.org/10.5771/9783748911487
https://www.inlibra.com/de/agb
https://creativecommons.org/licenses/by/4.0/

IV. Data-Governance-Losungen

es fur alle Unternehmen (auch solche unterschiedlicher Grofle) Anreize
gibt, am Pool zu partizipieren. Nur dann kénnen sich die Chancen solcher
Handwerker-Pools umfassend entfalten.

c) Perspektiven der Kooperation

Das Datenpool-Modell hat auch die Europaische Kommission in den Blick
genommen. 2017 hat sie vorgeschlagen, das Problem der standardessentiel-
len Patente durch eine derartige Losung zu minimieren — insbesondere
durch die Standardisierung der Lizenzierungsvorgaben, sodass Streitpunk-
te, die zu langwierigen Konflikten fithren konnen, gar nicht erst entstehen
konnten.

Die Europiische Kommission sollte beginnen, mit Vertretern der Wirt-
schaft zusammenzuarbeiten, um Standards fiir Vereinbarungen zur ge-
meinsamen Nutzung von Daten oder Datenpools festzulegen. Idealerweise
wirde die Kommission mehrere ,Modelle fiir Satzungen von Datenpools
vorlegen. Diese Standardmodelle wiren der Bezugspunkt in Fillen, in de-
nen der Zugang zu Daten beantragt wird.

Die Kooperation von Handwerksunternehmen dirfte sich nicht nur in
einem Datenaustausch-Programm mit standardisierten Lizenzen erschdp-
fen. Es misste zugleich der Ausgangspunkt fiir den Aufbau eigener Datei-
formate, Innovationen und Produkte sein — die Zusammenarbeit des
Handwerks konnte hier den Anstoff zu ganz neuen, handwerkstauglichen
Geschiftsmodellen leisten, die die Vereinzelung aufbrechen und die kol-
lektive Stirke des Handwerks nutzen.

d) Vereinbarkeit mit dem Wettbewerbsrecht

Kooperationsmodelle, wie sie hier zur Schaffung eigener handwerklicher
Zugangslosungen angedacht sind, sind kein vollig neues Phinomen. Sie
sind auch schon Gegenstand kartellrechtlicher Entscheidungen geworden,
da sie durchaus wettbewerbliche Probleme aufwerfen konnen.

In mehreren Fillen hat das Bundeskartellamt inzwischen tber die Bil-
dung von B2B-Plattformen entschieden, bei denen auch der Datenaus-
tausch Thema war. Die kartellrechtlichen Leitlinien aus der Asnef-Equifax-
Rechtsprechung des EuGH, die sich auch in den sog. Horizontalleitlinien
der Europiischen Kommission niedergeschlagen haben, sind nach wie vor
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D. Rechtliche Losungen fiir erweiterten Zugang

ein Stolperstein fur derartige Kooperationsmodelle.?®’ Gibt es solche Data-
Pools erst einmal, sind in den Markt neu eintretende Unternehmen in
praktisch gleicher Weise auf den Datenzugang angewiesen, wie dies bei
standardessenziellen Patenten der Fall ist.38¢

Der bekannte EU-Wettbewerbsrechtsfall John Deere, in dem es um die
staatlich veranlasste "UK Agricultural Tractor Registration Exchange"
ging, war ein System des Informationsaustausches, das man heute als Da-
tenpool bezeichnen wiirde. In diesem Fall registrierten die Hersteller und
Importeure von Traktoren bestimmte Daten bei einem britischen Ver-
band. Erklirtes Ziel war es, die Dienstleistungen in lindlichen Gebieten zu
verbessern. Tatsichlich wurde festgestellt, dass die damalige Vereinbarung
tber die gemeinsame Nutzung von Daten eine Beschrinkung des Wettbe-
werbs und der Importe darstellte und eine Marktzutrittsschranke fiir ande-
re Unternehmen bildete. Es kam zur kartellrechtlichen Untersagung.3%”

Das Recht des Informationsaustauschs im Kartellrecht bleibt in perma-
nenter Entwicklung. Heute haben Datenpools eine neue quantitative und
qualitative Dimension — und sie konnen eine enorme Bedeutung fiir den
Wettbewerb erlangen. Datenpools dienen stirker denn je der Innovation.
Wihrend der Informationsaustausch im Fall John Deere vor allem dem
Zweck diente, einzelne Leistungen der beteiligten Unternehmen besser zu
verteilen, mag dies bei den heutigen Pools anders sein. Zumindest in eini-
gen Fillen konnen die Pools Big-Data-Anwendungen ermoglichen, was
eine Voraussetzung fir eine Freistellung nach Art. 101 Abs. 3 AEUV wire.
Wenn neue Produkte oder Technologien entwickelt werden oder ein Feld
fir grofere datengesteuerte Systeme eroffnet wird, sollte das Kartellrecht
nicht im Weg stehen, da es innovationsoffen ist.

Aus wettbewerbsrechtlicher Sicht stellen sich bei der Organisation der
Zusammenarbeit von Unternchmen derselben Branche zwei Probleme:
Die Rolle des Betreibers der Plattform hat das Potenzial zum Machtmiss-
brauch. Zudem koénnen Unternehmen die Koordinationsmechanismen
nutzen, um sich in wettbewerbswidriger Weise abzusprechen.

Das erste Problem wird in den oben genannten Modellen durch die Ver-
pflichtung zu einem unabhingigen, neutralen Betreiber und einer markt-

385 EuGH, 23.11.2006, Rs. C-238/05, ECLI:EU:C:2006:734 — Asnef-Equifax; Europii-
sche Kommission, Leitlinien zur Anwendbarkeit von Artikel 101 des Vertrags
tiber die Arbeitsweise der Europaischen Union auf Vereinbarungen iber hori-
zontale Zusammenarbeit, ABI. 2011 C 11/1, Rn. 55 ff.; vgl. Podszun/Bongartz, BB
2020, 2882, 2888 f.; Lundquist, EuCML 2018, 146, 150.

386 Richter/Slowinski, 1IC 2019, 4, 22.

387 EuGH, 28.5.1998, Rs. C-7/95 P, ECLI:EU:C:1998:256 — John Deere.
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IV. Data-Governance-Losungen

unabhingigen Governance-Struktur adressiert. Diese Losung kommt der
Entscheidung des Bundeskartellamts im Fall der Kl6ckner-Plattform XOM
Metals nahe, wo es eine Trennung des Poolbetriebs von den anderen mit
dem Pool verbundenen Geschiften von Klockner forderte.3%8

So sollten Gatekeeping-Probleme (z.B. nicht oder zu unlauteren Bedin-
gungen gewiahrter Zugang zum Pool) vermieden werden, die fir andere
Falle typisch sind. Die Unabhangigkeit des Betreibers soll auch das Risiko
von Exklusivvertrigen, Kopplungsgeschiften oder anderen Praktiken ver-
meiden, die unter anderen Bedingungen von den so entstechenden Netz-
werken ausgehen konnen.

Das Koordinationsproblem wird von den Wettbewerbsbeh6rden haufig
sehr kritisch gesehen. In den Vorschligen der EU-Kommission fiir ein Da-
ten-Governance-Gesetz wird offenbar vorausgesetzt, dass lediglich ein wett-
bewerblich neutraler Austausch, etwa anonymisierter Daten, stattfindet.
Das wiirde allerdings der Problematik nicht gerecht: Zwar kann ein Daten-
pool wettbewerbsabschottende Wirkung entfalten. Diese Wirkungen sind
jedoch aufzuwiegen mit dem Innovationspotenzial und der Bildung wett-
bewerblicher Gegenmacht.

Angesichts der besonderen Herausforderungen der digitalen Okonomie,
gerade auch fiir KMU, scheint es geradezu notwendig, einen stirkeren Da-
tenaustausch und eine vernetzte Zusammenarbeit zu erméglichen — zu-
mindest zeitlich begrenzt, quasi als Experiment unter den Augen der Wett-
bewerbsbehoérde. B2B-Kooperationen gelten gerade fiir kleinere Unterneh-
men als unabdingbar.3¥ Will man nicht die Monopolisierung ganzer Ge-
schaftszweige durch Dateninhaber zulassen, muss es auch fiir KMU Mog-
lichkeiten geben, eine gewisse Datenmacht aufzubauen. Das wirde iber
die Pools organisiert. Hier muss sich die Europaische Kommission rechts-
politisch weiter bewegen. Das gilt auch fiir das Datenschutzrecht.

388 Bundeskartellamt, Fallbericht vom 27.3.2018, Aufbau einer elektronischen Han-
delsplattform fir Stahlprodukte (XOM Metals GmbH), abrufbar unter: https://
www.bundeskartellamt.de/SharedDocs/Entscheidung/DE/Fallberichte/Kartellve
rbot/2018/B5-1-18-01.pdf. Siche auch Podszun/Bongartz, BB 2020, 2882.

389 Vgl. Haucap/Kehder/Loebert, B2B-Plattformen in Nordrhein-Westfalen: Potenzia-
le, Hemmnisse und Handlungsoptionen, 2020, S. 68 ff.; Kommission Wettbe-
werbsrecht 4.0, Ein neuer Wettbewerbsrahmen fir die Digitalwirtschaft, 2019,
S.58.
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E. Schlussfolgerungen

Ziel dieser Untersuchung war die Beantwortung der Frage, welche Rege-
lungsoptionen sich empfehlen, um den Zugang des Handwerks zu Daten,
Software und Plattformen zu sichern.

I. Ausgangssituation

Der Zugang der Handwerksunternehmen zum Kunden, um die nachge-
fragte Leistung erbringen zu konnen, wird immer schwieriger: Intermedia-
re schieben sich mit digitalen Leistungen und technischen Abschottungs-
moglichkeiten zwischen Handwerksunternechmen und ihre Kunden. Fir
die Leistungserbringung wird es von zentraler Bedeutung sein, Zugriff auf
Daten, Software oder — iiber Plattformen — Zugang zum Kunden zu erlan-
gen. Das Phianomen kann in Zukunft zahlreiche Branchen betreffen. Ent-
sprechende Entwicklungen sind schon jetzt sichtbar bei der Reparatur von
Kfz, die nicht ohne die erforderliche Software vorgenommen werden
kann, oder bei ,predictive maintenance®, der vorausschauenden Wartung
von Geriten. In sog. Smart Homes, in denen zahlreiche Gerite und Ein-
richtungen miteinander vernetzt sind, wird es ebenfalls nicht méglich
sein, ohne den ,digitalen Haustiirschliissel“ titig zu werden. Hier droht
die Gefahr, dass Handwerksunternechmen in die Rolle von abhingigen
Leistungserbringern rutschen, die sich den Zugang zum Kunden teuer
vom Inhaber des digitalen Schliissels erkaufen massen. Zugleich besteht
die Gefahr, dass die innovativen Leistungen von Handwerksunternehmen
von Plattformbetreibern ohne angemessene Kompensation abgegriffen
werden.

II. Handlungsbedarf

Die Entwicklungen in der Daten- und Plattformokonomie fithren dazu,
dass nicht mehr der Kunde ,Schiedsrichter im Wettbewerb® ist, sondern
die wirtschaftliche Macht zunehmend bei den Dateninhabern und den
Plattformanbietern zentralisiert wird. Handwerksunternehmen konnen
dadurch in die Gefahr geraten, ihre Kundenbeziehungen zu verlieren und
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II1. Die Rolle von Unternebmen, Handwerkskammern und Gesetzgebung

nur noch als abhingige Leistungserbringer zur Erfallung spezifischer Auf-
trage lizensiert zu werden. Thnen entgehen Zusatzgeschifte und Entfal-
tungsspielraume als Unternehmer.

Darin liegt eine Verschiebung des Wettbewerbsmodells: Leistungswett-
bewerb und Konsumentensouveranitit, Prinzipien, die bislang das euro-
paische Wettbewerbsverstindnis gepragt haben, geraten in die Defensive.
Zu fiirchten ist insbesondere, dass dynamische Effizienzen verloren gehen.

Geraten kleine und mittlere Unternehmen in die Abhangigkeit von
Plattformbetreibern, ist das aber nicht nur eine wettbewerbliche Verschie-
bung. Vielmehr kime es zum Bedeutungsverlust des selbststindigen Hand-
werks — einer Saule des deutschen Mittelstands.

III. Die Rolle von Unternehmen, Handwerkskammern und Gesetzgebung

Die Herausforderungen, die sich dadurch stellen, lassen sich nicht einseitig
bei den Gesetzgebern verorten. Zunachst ist die Anstrengung der Unter-
nehmen selbst erforderlich: Sie missen den Sprung ins digitale Zeitalter
mitmachen, soweit das noch nicht geschehen ist. Die digitale Entwicklung
mit ihren spannenden Innovationen wird nicht zurickzudrehen sein. Im-
mer weitere Bereiche des Handwerks werden davon erfasst sein.

Die Handwerksbetriebe selbst sind aber hiufig zu klein, um strukturelle
Umwilzungen selbst gestalten zu kénnen. Hier sind sie auf ihre Verbinde
und die Handwerkskammern angewiesen. Einige der in dieser Untersu-
chung beleuchteten Maffnahmen werfen die Frage auf, inwieweit die
Handwerksorganisation gefordert ist. Hier ist nicht der Ort, um Zustin-
digkeiten und Mandate der Verbande und Kammern zu bestimmen. Ein-
deutig ist aber, dass nur mit kollektiven Anstrengungen technische und
rechtliche Losungen gefunden werden kdnnen. Die Vertretung des Hand-
werks ist schon deshalb massiv gefordert, weil Fehlentwicklungen, z.B. im
Bereich der Normsetzung darauf hindeuten, dass die Interessen von kleine-
ren und mittleren Unternehmen institutionell nicht ausreichend bertick-
sichtigt werden.’°

Das ist auch deshalb von entscheidender Bedeutung, da die Gesetzge-
bung auf deutscher und europdischer Ebene sich als aulerordentlich kom-
plex erweist. Digitalisierung und Vernetzung bieten enorme Chancen in
unternehmerischer Hinsicht, aber vor allem auch fir Innovationen. Es
konnen neue Leistungen entstehen. Daher ist es bei einem gesetzgeberi-

390 Sieche ZDH, Positionspapier Handwerk und Normung, 2020.
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E. Schlussfolgerungen

schen Einschreiten geboten, die Investitions- und Innovationswirkungen
stets im Blick zu halten.’' Zu wichtigen Innovatoren gehoren allerdings
traditionell gerade auch Handwerksbetriebe, die direkt in der Anwendung
beim Kunden tatig sind.

Einzelregelungen fiir das Handwerk sind kaum zu erwarten. Zahlreiche
Interessen spielen in die Gesetzgebung hinein. Welche Regelungsebene
tiberhaupt zustindig und sinnvoll ist, wirft bereits Fragen auf. Die groffen
europaischen Rechtsakte, die geplant sind, etwa der Digital Markets Act,
und die bisherigen Aktivititen auf nationaler Ebene, vor allem die 10.
GWB-Novelle, zeigen, dass viele der Probleme erkannt sind. Dennoch
wird Gesetzgebung in der Digitalwirtschaft ein Suchprozess bleiben.

IV. Bestehende Regelungen

Das Zugangsproblem ist bereits erkannt worden und wird durch verschie-
dene Maflnahmen adressiert. Derzeit werden Losungen vor allem durch
vertragliche Mechanismen gefunden, im Konsens zwischen Herstellern,
IT-Operatoren und Handwerksunternehmen. Mit dem zunehmenden
Machtgefille zugunsten der Inhaber des digitalen Schlissels wird die Ver-
handlungsposition fir Handwerksunternehmen jedoch schwicher. Die
Richtigkeitsgewihr des Vertragsmechanismus versagt.

Zugangsanspriche ergeben sich insbesondere aus dem Kartellrecht. Sol-
che Anspriiche bestehen gegentiber marktmachtigen Unternehmen schon
lange. Durch die 10. GWB-Novelle, die 2021 in Kraft getreten ist, werden
Zugangsanspriiche ausgeweitet. Im Grunde ist damit ein Einzelfallan-
spruch geschaffen, der in seinen materiellen Voraussetzungen weitgehend
ist. Allerdings ist die Durchsetzung ggf. sehr aufwindig und langwierig.
Als flichendeckende Losung kann das Kartellrecht nicht helfen.

In einzelnen Branchen gibt es sektorspezifische Zugangsanspriiche, etwa
fir Kfz-Reparaturen. In diesem Fall liegt ein Regime vor, das bestimmte
Zugange eroftnet, das aber erstens im Umfang begrenzt ist, zweitens in der
Umsetzung immer noch Schwierigkeiten bereitet und drittens lediglich
den Zugang zu bestimmten Reparaturleistungen eroffnet — aber nicht wei-
tergeht, obwohl das weitergehende Geschift fiir die Handwerksunterneh-

391 Vgl. Burgi, Regulierung, Investitionsfreiheit und technischer Fortschritt, in:
Schmidt-Preufs/Korber, Regulierung, Investitionsfreiheit und technischer Fort-
schritt, 2016, S. 143 ff.
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V. Regelungsoptionen fiir die Zukunft

men ebenso wichtig werden kann: Die Chancen des Internet of Things be-
schrinken sich nicht auf Wartungs- und Reparaturauftrige.

Die bestehenden Regelungen sind zu schwerfillig und zu wenig umfas-
send, um die sich abzeichnenden Zugangsprobleme des Handwerks zu
mildern.

V. Regelungsoptionen fir die Zukunft

Regelungen fiir die Zukunft kdnnen an verschiedenen Punkten ansetzen,
wenn das Handwerk besser als bislang gerustet sein soll.

Reduzierung technischer Barrieren

Es muss sichergestellt werden, dass technische Zugangshindernisse auf ein
Minimum reduziert werden. Das bedeutet, dass Interoperabilitdt, Portabi-
litdt und Standardisierung verbessert werden miissen, sodass schon im An-
satz technologische Barrieren gar nicht erst errichtet werden konnen. In
diesem Prozess kann sowohl der Gesetzgeber eine wichtige Rolle spielen,
vor allem ist hier aber die Selbstorganisation der Wirtschaft gefragt. Die
Volkswirtschaft, aber auch die Unternchmen profitieren weitgehend von
einer Standardisierung technischer Formate. Durch Selbstorganisation
konnen hier Standards und Interoperabilititsvereinbarungen gesetzt wer-
den, die — je nach betroffenem Wirtschaftsbereich — technische Vereinheit-
lichung schaffen.

Erleichterung vertraglicher Losungen

Vertragliche Losungen bieten die tberlegene Methode, um interessenge-
rechte Losungen ohne Einmischung staatlicher Institutionen fiir den Ein-
zelfall zu entwickeln. Vertrage dienen in diesem Kontext insbesondere der
Er6ffnung von Zugang. Solche Losungen kénnen gefordert und incenti-
viert werden, wenn ein schuldrechtliches Regelungsinstrument als Stan-
dard zur Verfiigung steht. Es wire der Ankerpunkt fiir Vertragsverhand-
lungen und fir die Prifung von Vertragen.

Von Vertretern und Beratern des Handwerks sollten Mustervereinba-
rungen und Standards sowie Hinweise fiir Vertragsverhandlungen bereit-
gehalten werden. Gerade sektorspezifisch gestaltete, angepasste Vertrags-
muster konnten in der Praxis helfen, Transaktionskosten zu senken. Damit
konnte auch Gegenmacht zu Herstellern und Plattformbetreibern aufge-
baut werden, die sonst ihre eigenen Regeln durchsetzen.
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E. Schlussfolgerungen

Verstarkte Zusammenarbeit

Der Aufbau kollektiver Gegenmacht gegeniiber den Inhabern von Daten-
macht und Intermediiren, die zunehmend Geschaftsverbindungen kap-
pen, kann durch eine verstirkte B2B-Zusammenarbeit, gerade auch im
Handwerk erreicht werden. Dabei sollten Datenpools und die Entwick-
lung eigener innovativer Losungen im Vordergrund stehen. Die erforderli-
che Zusammenarbeit dafiir kann staatlich angestofSen und gefordert wer-
den. Moglicherweise sind temporire Befreiungen vom Kartellrecht und
vom Datenschutzrecht hilfreich, die in einer Experimentierphase innovati-
ve Losungen ermoglichen.

Zudem sollte erwogen werden, dass kleinere Unternehmen fiir die Ver-
handlungen mit besonders marktmachtigen Unternechmen Absprachen
treffen diirfen.

Verfabrensrechtliche Absicherung von Zugangsanspriichen

Wo das Verhandlungsgleichgewicht gestort ist und nicht durch vertrags-
rechtliche Instrumente (z.B. verbotene Klauseln) gesichert werden kann,
konnen wettbewerblich orientierte Zugangsanspriche helfen. In diesem
Feld wurden durch die 10. GWB-Novelle weitgehende Regelungen getrof-
fen. Allerdings bleibt die Durchsetzung defizitir, da diese zu aufwindig,
zu komplex und zu langwierig ist. Das gilt auch fiir andere Zugangsan-
spriche, etwa solche, die sektoral verankert sind. Daher ist das Regelungs-
gefiige fur Zugangsanspriche zu dberpriifen: Ausgehend von den gesetz-
ten materiellen Standards sollte ein Verfahren geschaffen werden, das un-
birokratisch und schnell Zugang verschafft, wenn die Voraussetzungen
dafir gegeben sind. Gerade die Modalititen der Zugangseroffnung sind
streitanfillig. Erforderlich ist eine Art Streitschlichtung oder ein Ombuds-
verfahren, sodass schnell und bindend tiber den Zugang, die Modalititen
des Zugangs und die Vergitung entschieden werden kann. Die entspre-
chenden Institutionen sollten branchenspezifisch aufgebaut werden. Fir
die besonders heikle Vergiitungsfrage sollte ein an FRAND-Standards an-
gelehntes System gelten.

Weitergehende Regulierung

Die meisten Zugangsanspriiche bleiben einzelfallbezogen. Weitergehend
ist an regulatorische Eingriffe zu denken, die einem Automatismus des Zu-
gangs verpflichtet sind, so wie es teilweise schon erfolgt. Nach dem Vor-
bild der Kfz-Branche sollte auch fiir andere Branchen eine sektorspezifisch
ausgestaltete ex ante wirkende Datenteilungspflicht vorgesehen werden.
Dazu konnten unabhingige Datendienstleister eingeschaltet werden. Die-
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V. Regelungsoptionen fiir die Zukunft

ses Modell empfiehlt sich insbesondere in offenkundigen vertikalen Ab-
hangigkeitssituationen.

Fir IoT-Anwendungen, also groere Wertschopfungsnetzwerke, in de-
nen eine Vielzahl von Unternehmen involviert sein kénnen — beispielswei-
se bei einem Smart Home oder einer vernetzten Fabrik, konnte eine ver-
pflichtend offene Schnittstelle vorgesehen werden (etwa wie im Vorbild
der PSD2-Richtlinie). Dann wire der Zugang fiir alle interoperabel mog-
lich. Alternativ konnte eine Portabilitatsverpflichtung nach einer ersten
Amortisationsphase vorgesehen werden. Dieses Modell empfiehlt sich fiir
Netzwerke, an denen zahlreiche Unternehmen partizipieren.

Mit den beiden letztgenannten Regelungsoptionen — Schaffung automa-
tischer, sektorspezifischer Zugangsanspriiche; offene Schnittstellen fiir
IoT-Anwendungen — wire eine weitgehende, flichendeckende Losung der
Zugangsproblematik denkbar. Durch die Einbindung der Selbstverwal-
tungsorganisationen der Wirtschaft konnten die jeweiligen branchenspezi-
fischen Interessen gewiirdigt werden.

Die (vermeintlich) entgegenstehenden Rechte — Geschiftsgeheimnisse,
personenbezogene Daten, Urheberrechte — stellen in vielen Fillen keine
uniiberwindlichen Hindernisse dar. Gerade in Bezug auf das Datenschutz-
recht ist allerdings das Spannungsfeld zur Innovationspolitik noch nicht
restlos geklart. Von der Schaffung eigener, neuer Rechte an Daten (,Da-
teneigentum®) sollte abgesehen werden.

Mit seinem Fokus auf eine innovative, kundenorientierte Leistungserbrin-
gung hat das Handwerk Jahrhunderte tiberdauert. Es wird auch die aktuel-
len Herausforderungen aus eigener Kraft und Tichtigkeit meistern. Die
deutschen und europiischen Gesetzgeber konnen diesen Anpassungspro-
zess konstruktiv begleiten. Das ist im Interesse des Mittelstands, der Ver-
braucherinnen und Verbraucher und der wettbewerbsorientierten, wertge-
bundenen Marktwirtschaft européischer Pragung.
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